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Abstract The extensions for logic-based knowledge bases

with integrity constraints are rather popular. We put forward

an alternative criteria for analysis of integrity constraints in

Web ontology language (OWL) ontology under the closed

world assumption. According to this criteria, grounded cir-

cumscription is applied to define integrity constraints in OWL

ontology and the satisfaction of the integrity constraints by

minimizing extensions of the predicates in integrity con-

straints. According to the semantics of integrity constraints,

we provide a modified tableau algorithm which is sound and

complete for deciding the consistency of an extended ontol-

ogy. Finally, the integrity constraint validation is converted

into the corresponding consistency of the extended ontology.

Comparing our approach with existing integrity constraint

validation approaches, we show that the results of our ap-

proach are more in accordance with user requirements than

other approaches in certain cases.

Keywords semantic Web, description logic, ontology, in-

tegrity constraints, grounded circumscription

1 Introduction

Web ontology language (OWL) [1] is the endorsed stan-

dard ontology definition language for the world wide Web

consortium (W3C) and used for representing Web data in the
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semantic Web. As the logical foundation of OWL, descrip-

tion logics (DLs) [2] provide sound and complete reasoning

algorithms for standard reasoning tasks, such as concept sat-

isfaction, consistency, and instance checking. However, be-

side standard reasoning tasks, ontology data need to satisfy

integrity constraints in data-centric applications.

Integrity constraints were originally proposed in database

and artificial intelligence knowledge representation lan-

guages to guarantee the legal states that are considered ac-

ceptable by knowledge bases. In a database, integrity con-

straints are captured by dependencies. For example, an in-

tegrity constraint that states that “every student must have

a student ID”. It is captured by an inclusion dependency,

and the dependency may be interpreted as a check dur-

ing database updates. Whenever a student is added into the

database, a check may be performed to check whether the

student ID for that student is provided, if not, the integrity

constraint is violated and the update is rejected.

Similarly integrity constraints are needed in ontologies to

guarantee their integrity. For example, in the development of

information systems, integrity constraints are required to rep-

resent the application requirements in the ontology [3]. Fur-

thermore, in the translation from a database model to an OWL

model, they are also required to identify the ontology ele-

ments and restrictions on these elements [4].

Along this view, we aim to add the integrity constraints

into the ontology to check whether ontology data satisfy cer-

tain constraints. However, it is not a simple issue to mimic
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these integrity constraints in the ontology and we should con-

sider the following three issues. The main challenge of mod-

eling integrity constraints in an ontology is the difference

in semantics: databases adhere to the closed world assump-

tion (CWA), that is, statements which are not logical conse-

quences of a given knowledge base are considered false (use

the “negation as failure” idea). Whereas the standard seman-

tics of OWL follows the open world assumption (OWA), that

is, statements which are not logical consequences of a given

knowledge base are not necessarily considered false; this al-

lows for uncertain information. The standard OWL seman-

tics makes data in the semantic Web faithfully capture the

information in the real world. However, due to the appear-

ance of uncertain information, it is difficult to model such

constraints under the OWA. Therefore, we are required to

model the integrity constraints under the CWA. Furthermore,

according to the user requirements, the integrity constraints

are used for checking whether the information which is abso-

lutely required has been specified explicitly. In other words,

when we define the satisfaction of integrity constraints, we

only need to check the individuals which are explicitly stated

in the ontology. Last but not least, since the ontology has

the ability of inferring implicit information, the standard rea-

soning is also essential and required to be considered during

the integrity constraint validation process. Thus, the model-

ing of integrity constraints presented in this paper is a con-

tribution toward finding an appropriate semantics of integrity

constraints which meets the above requirements.

The main contributions of the paper are listed as follows:

• We extend the ontology with integrity constraints based

on the grounded circumscription and define the seman-

tics of integrity constraints under the closed world as-

sumption.

• To meet the user requirements, we apply the idea of cir-

cumscription to minimize the models of the extended

ontology w.r.t. integrity constraints and further define

the satisfaction of the integrity constraints in ontologies.

• To consider standard reasoning in the integrity con-

straint validation process, we provide a full and com-

plete description of the consistency algorithm for ex-

tended ontologies, which contributes to a feasible im-

plementation of integrity constraint validation in on-

tologies.

In Section 2, we discuss the existing approaches for mod-

eling integrity constraints in DL knowledge bases. In Section

3 we extend the traditional DL knowledge base with integrity

constraints based on the minimal idea of grounded circum-

scription, and introduce the correspondence between the ex-

tended DL knowledge base and OWL ontologies. We then

propose an algorithm to reduce the integrity constraint vali-

dation into the consistency of the extended ontology, and fur-

ther prove the feasibility of the algorithm in Section 4. We

conclude in Section 5.

2 Related work

Integrity constraints describe the admissible states of a

knowledge base. To mimic integrity constraints, a long re-

search tradition has been to extend logic-based knowledge

representations using integrity constraints.

The conventional perspective of integrity constraints is to

directly represent them with TBox axioms. Then the satisfac-

tion of the set of integrity constraints IC over a knowledge

base K is defined by checking whether K ∪ IC is consistent

or K entails IC [5]. However, this is not a suitable basis for

integrity constraint validation. Consider IC contains an in-

tegrity constraint states that “every student must have a stu-

dent ID”. It is expressed with the following axiom.

Stduent � ∃hasID.studID. (1)

Suppose that K contains the following assertion states that

“Peter is a student”.

Student(Peter), (2)

then K ∪ IC is consistent and Eq. (1) is satisfied. But we

would expect it to be violated by K, since K states that Pe-

ter is a student without specifying a student ID for him. For

the entailment of K, suppose K = { }. Intuitively, it should

satisfy Eq. (1), but Eq. (1) is violated since K �|= Stduent �
∃hasID.studID. This is because in the standard DLs, TBox

axioms are used for inferring new information rather than

checking the satisfaction of integrity constraints. Thus, we

cannot directly use the standard axioms as integrity con-

straints. From the perspective of integrity constraints in a re-

lational database, we see that integrity constraint validation

should be under the CWA. Along this view, some significant

proposals involve hybrid knowledge bases which consist of

ontology axioms and rules [6,7]. Integrity constraints are di-

rectly represented by rules and satisfactions of integrity con-

straints are reduced to the consistencies of hybrid knowledge

bases. However, since most of them are of a hybrid nature,

combining description logic and rules may complicate the

reasoning tasks.
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In addition, Reiter argues that integrity constraints are epis-

temic in nature and about “what the knowledge base knows”

[8]. Levesque [9] has proposed that integrity constraints can

use the semantics of auto-epistemic logic. Along this view,

the extended DLs with epistemic operator K [10] and “nega-

tion as failure” A [11] are proposed to model the integrity

constraints. Furthermore, the integrity constraints are also

modeled based on modal logic and integrity constraint val-

idation is converted into SPARQL queries [12]: an integrity

constraint is violated if and only if the answer to correspond-

ing SPARQL queries is not null. It is an effective approach

to check the satisfaction. However, when K also includes the

standard axioms that are used for inferring new information,

it may obtain incorrect results because of missing the implicit

information. Consider the integrity constraint set IC contains

an integrity constraint stating that “every student must take a

course”.

Student � ∃takesCourse.Course. (3)

Suppose K = (S , A), where the standard axiom in S (4) states

that “every graduate course is also a course”, and ABox asser-

tions A contains the assertions (Eqs. (5)–(7)) state that “John

is a student who takes a course of English”.

GraduateCourse � Course. (4)

Student(John). (5)

takesCourse(John,English). (6)

GraduateCourse(English). (7)

In this way, the SPARQL queries only focus on the asser-

tions (Eqs. (5)–(7)), and the answer to the queries is “John”.

Thus Eq. (3) is violated. Intuitively, according to standard

axiom Eq. (4) and assertion Eq. (7), we can infer the asser-

tion Course(English) and Eq. (3) should be satisfied. Thus,

the standard axioms need to be considered in the integrity

constraint validation process.

Moreover, by comparing the difference between OWL and

relational databases, Motik et al. [13] have defined the satis-

faction of integrity constraints using minimal Herbrand mod-

els: an integrity constraint axiom α in IC is satisfied by K

if for all minimal Herbrand models I of K, I |= α. Finally,

they translated all the TBox axioms in K and IC into first-

order formulas and used logic programming to complete in-

tegrity constraint validation. While this approach solves the

outlined problem to a certain extent, there are some prob-

lems. Consider IC contains an integrity constraint states that

“every professor must teach a course”.

Professor � ∃teacherOf.Course. (8)

Suppose K = (S , A), where the standard axiom in S (9) states

that “every faculty member is either a professor or a lecturer”,

and ABox assertions A contains the assertion (10) states that

“Mary is a faculty member”.

FacultyMember � Professor � Lecturer. (9)

FacultyMember(Mary). (10)

Then according to the definition referred to the approach of

Motik et al., we know that Eq. (8) is violated since there is

a minimal Herbrand model such that individual Mary is an

instance of Professor, but does not have a specified course

for Mary. In fact, according to Eq. (9) we cannot determine

whether the individual Mary is an instance of Professor or

not, thus it is rational to assume that the constraint will not

apply to the individual Mary, and Eq. (8) is satisfied. Thus,

we know that not all the minimal Herbrand models of K are

suitable to check the satisfaction of K. Therefore, it is nec-

essary to find a more appropriate minimal model for K w.r.t.

IC.

According to the related work discussed above, we find

that these models of integrity constraints do not satisfy the

condition in certain aspects. To deal with the above issues,

our proposed model of integrity constraints is as follows:

(1) from the perspective of integrity constraints in relational

databases, the integrity constraint validation task should be

performed under the closed world assumption; (2) to meet

user requirements in practice, the definition of integrity con-

straints satisfaction should only apply to the instances related

to the integrity constraints. That is, in model-theoretic seman-

tics, we should use the minimal model w.r.t. integrity con-

straints; (3) to maintain distinguished features for DL knowl-

edge bases, standard reasoning should also be considered dur-

ing integrity constraint validation process. In the following

section, we will introduce grounded circumscription to define

the semantics of integrity constraints and obtain an alterna-

tive minimal model of K to define the satisfaction of integrity

constraints in extended ontologies.

In our previous work [14], the integrity constraints in OWL

ontology are represented by TBox axioms called IC-axiom,

we consider the integrity constraint validation for continually

changing ontologies based on the integrity constraint valida-

tion method of Tao et al. By analyzing the difference between

OWL and relational database, we have implemented the stor-

age of OWL ontology data with integrity constraints in rela-

tional databases [15] and provide corresponding query trans-

lations [16]. In this paper, we define an alternative algorithm

to check the satisfaction of integrity constraints in ontologies,
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which is more appropriate to the data-centric applications,

that is, our algorithm obtains more intuitive results.

3 Integrity constraint ontology with
grounded circumscription

In order to add the integrity constraints into the ontology, we

define the extended ontology with integrity constraints.

Definition 1 Call an extended knowledge base (K, IC) the

integrity constraint knowledge base (IC-KB), where K is a

knowledge base which contains a finite set of ABox asser-

tions A and a finite set of standard TBox axioms S , and IC is

a finite set of integrity constraint axioms.

The TBox axioms distinguish the standard axioms that are

only used for inferring new information from the integrity

constraint axioms that are used for checking integrity. As

discussed in the above section, it may be preferable to val-

idate the integrity constraints under the CWA, and the stan-

dard OWL is under the OWA. Therefore, for standard axioms,

we still use standard reasoning under the standard OWA,

whereas validation of integrity constraints is performed un-

der the CWA with integrity constraint axioms.

In this paper, we only focus on how to check the satis-

faction of integrity constraints. For the standard reasoning

tasks, you can refer to [2]. Along this view, we aim to extend

traditional DL attribute concept language with complement

(ALC) with grounded circumscription to define the satisfac-

tion of integrity constraints. Some results in this paper also

apply to many other description logics besides ALC, and we

will point this out in each case.

3.1 Semantics of integrity constraints

Since the TBox axioms in DL knowledge base are similar

to the schemas in databases, we use TBox axioms to repre-

sent the integrity constraints in the ontology. However, the

meaning of a dependency in database is different from the

meaning of an inclusion axiom in DL knowledge base: while

the inclusion axiom C1 � C2 represents conceptual knowl-

edge and says that, no matter what is known about indi-

viduals, concept C2 subsumes C1. Whereas, the dependency

∀x.(C1(x) → C2(x)) represents the incidental fact that “if an

individual is known to be an instance of C1, then one can con-

clude that it should also be an instance of C2”. Consider the

following example, suppose that a knowledge base K con-

tains the standard axiom Eq. (11) that states that “every pro-

fessor is also a faculty member”, and an assertion Eq. (10)

that states that “a is not a faculty member”.

Professor � FacultyMember. (11)

¬FacultyMember(a). (12)

Obviously we can derive ¬Professor(a) from K. In this

representation we assume a conceptual relation between the

terms Professor and FacultyMember. The inclusion axioms

are used for inferring new information but not as a constraint.

Then let K′ be the knowledge base that results from K when

Eq. (11) is replaced with the dependency

∀x.(Professor(x)→ FacultyMember(x)). (13)

The assertion ¬Professor(a) turns out to be not derivable from

K′. The explanation of dependency is that in knowledge base

K′ we do not find an individual that is an instance of the con-

cept Professor. Therefore rule Eq. (13) does not “fire” and

the constraint (dependency) is satisfied. Therefore, it would

be desirable to have a precise model-theory explanation of

the behavior of dependencies.

From the perspective of the application, only users want

to determine whether the information, which is required,

has been specified correctly in knowledge base. That is, we

only need to consider the individuals that explicitly appear in

knowledge base K. Along this view, we can state that predi-

cates in integrity constraint axioms are closed. Semantically,

their extensions only contain known individuals in K. The

set of individuals that explicitly appears in knowledge base

K is denoted by Ind(K). It turns out that this semantics pro-

vides us with the required models. Restricting the extensions

of predicates in integrity constraint axioms will allow us to

rephrase the dependency Eq. (13) by the inclusion axiom

Professor � FacultyMember, which says that all objects that

are known to be professors are also faculty members.

At the base of this, integrity constraints can be modeled by

TBox axioms whose predicates are all closed. We call each

predicate in integrity constraint axioms G-predicate, denoted

with constructor M, and DL ALCM is the extension of DL

ALC with G-predicates. Let NC, NR and NI be the count-

able infinite disjoint sets of atomic concept names, atomic

role names and individual names. The syntax is defined iter-

atively as follows:

C,D ::= � | ⊥ | A | ¬C | C 
 D | C � D | ∃R.C | ∀R.C | MC,

R ::= Ra | MRa,

where A represents an atomic concept, Ra atomic role, C,D

are concepts and M is the G-constructor.

The semantics of DL ALCM is obtained by interpreting

concepts and roles in DL ALCM. An ALCM interpretation
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IM = (�,.IM ), where � is the domain of interpretation and the

mapping function .IM maps A ∈ NC to the subset of � and

Ra ∈ NR to the subset of � × �. It is obvious that for the stan-

dard predicates, the interpretation of the concept(/role) is the

same with standard DL ALC. Whereas, for the G-predicates,

their interpretations only contain the individuals in Ind(K).

(MC)IM = {a ∈ CIM | a ∈ Ind(K)},
(MR)IM = {(a, b) ∈ RIM | a, b ∈ Ind(K)}

For the negation of concepts appears in integrity constraint

axioms, the interpretation is as follows: (¬MA)IM = NIM
k \AIM ,

where (Nk)IM = {xIM | x ∈ Ind(K)}. We can see that this is dif-

ferent from the standard interpretation, the interpretation of

¬MA is the set of objects in � that are mappings of known

individual names in K that are not instance of A. It is sim-

ilar to the negation as failure used in the CWA. Thus, this

interpretation of predicates in integrity constraint axioms is

appropriate to the CWA.

We next need to identify certain axioms as integrity con-

straints. In fact, all the TBox axioms can be identified as in-

tegrity constraints, and they mainly depend on the practical

applications. In the following, we discuss axioms that are

likely to be identified as integrity constraints where all the

predicates are all closed.

• Existential constraints: C � ∃R.D involve two concepts

C and D and a relation R between them. They state that

every known instance of C in K must participate in one

or more-relationships with known instances of D in K.

They are closely related to inclusion dependencies in

relational databases.

• Value constraints: C � ∀R.D also involve two concepts

C and D and a relation R between them. They state that

every known instance of C and every pair of instances

of R in K must have known instances of D in K.

• Typing constraints can be used to check whether objects

are correctly typed. Typical examples of such state-

ments are domain and range constraints: when inter-

preted as integrity constraints, they state that R-links

can only point from or to objects that are explicitly

typed as C for a role R and a concept C. the domain and

range constraints are generally of the form � � ∀R.C

and ∃R.C � �.

3.2 GC-DL with integrity constraint

According to the semantics of integrity constraints in DL

knowledge bases, we will define satisfaction of the integrity

constraints over a DL knowledge base in the following. Since

the integrity constraint satisfaction can be detected by the

minimal models of knowledge bases [13], we aim to find ap-

propriate models of the extended knowledge base w.r.t. in-

tegrity constraints to define satisfaction.

Intuitively, the integrity constraints can be captured by

minimal models. However, according to the example shown

in Motik’s work [13], we find that the minimal Herbrand

model is not sufficient to define the satisfaction of integrity

constraints. Since we focus on the satisfaction of integrity

constraints, the models of extended knowledge bases should

be minimal w.r.t. the integrity constraint axioms. Its idea is

similar to circumscription [17], which is a non-monotonic

logic and employs the minimization idea by restricting the

extensions of some predicates to be minimal. In this paper,

we use the minimization idea of grounded circumscription

[18] to define the satisfaction of integrity constraints in on-

tologies.

First, we give definition of the models of extended DL

knowledge base. The ALCM knowledge base K consists of

TBox and ABox. TBox is the sets of terminology axioms

of the form C1 � C2 where C1, C2 are G-concepts or stan-

dard concept. ABox is the set of assertions of the form C(a),

R(a, b), where C is a G-concept or standard concept, R is a

G-role or standard role, and a, b are names of individuals. We

call that the interpretation IM satisfy the TBox axiom C1 � C2

if CIM
1 ⊆ CIM

2 , the concept assertion C(a) if aIM ∈ CIM , the role

assertion R(a, b) if (aIM , bIM ) ∈ RIM . Call IM the grounded

model of a knowledge base K w.r.t. IC, if IM satisfies all the

axioms and assertions of K. The set of grounded model of K

w.r.t. IC is denoted with Mod(K).

Then, we define the partial order w.r.t. integrity constraint

axioms to obtain the minimal model of extended DL knowl-

edge base w.r.t. integrity constraints.

Definition 2 Let I, J be two grounded models of K, SigIC

be the set of predicate names appear in IC, we call that the

I is preferable than J w.r.t. IC, denoted with J ≺IC I, if and

only if all the following conditions hold:

• �I = �J

• aI = aJ, for every a ∈ NI

• eI ⊆ eJ, for every e ∈ SigIC

• There exists one e ∈ SigIC, such that eI ⊂ eJ

Definition 3 Let (K, IC) be an IC-KB, An interpretation I

is a GC-model of K w.r.t. IC, if it is the grounded model of K

w.r.t. IC and minimal w.r.t. IC. An IC-KB is said to be GC-
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satisfiable (GC-consistent) if it has a GC-model w.r.t. IC.

The set of GC-models of K w.r.t. IC is denoted with

GCM(K) = {I ∈ Mod(K) | �J, I ∈ Mod(K), J ≺IC I}.
Now, according to the minimal model w.r.t. integrity con-

straints, we present the definition of satisfaction of integrity

constraints.

Definition 4 Let (K, IC) be an IC-KB, for every IC-axiom

α ∈ IC, we say that K satisfies α, denoted with K |=IC α if and

only if for every GC-model I of K w.r.t. IC such that I |= α.

In the following section, we will give the algorithm for the

satisfaction of integrity constraints which is accordance with

above definition.

3.3 OWL and DL ALCM

Description logic is the logical foundation of OWL and the

logical counterpart of OWL Lite, OWL DL, and OWL2 are

the DLs SHIF(D), SHOIN(D), and SROIQ(D) [19], respec-

tively. Because of that, we refer to OWL and description log-

ics interchangeably throughout this paper.

In this paper, we only consider DL ALCM; and the cor-

responding OWL descriptions are shown in Table 1. In this

table the first column gives the OWL abstract syntax for the

constructions, while the second column shows the DL syn-

tax. Each predicate of the form MC and MR represents the

Table 1 Syntax of ALCM and corresponding OWL

OWL DL ALCM

Class Concept

A(URI reference) A

owl:Thing �
owl:Nothing ⊥
intersectionOf(C1 ,C2) C1 
C2

unionOf(C1 ,C2) C1 �C2

complementOf(C) ¬C

Restriction(R someValuesFrom(C)) ∃R.C

Restriction(R allValuesFrom(C)) ∀R.C

groundCircumOf(C) MC

Property Role

R (URI reference) R

groundCircumOf(R) MR

Object Individual

a a

Axiom

Class(A partial C1 ...Cn) A � C1 
 · · · 
Cn

Class(A complete C1...Cn) A ≡ C1 
 · · · 
Cn

subClassOf(C1 Cn) C1 � C2

Fact

Individual(a type(C1)...type(Cn) a ∈ C

Value(R1 , a1) ... Value(Rn , an)) (a, b) ∈ R

concept or role in the integrity constraint axioms, respec-

tively. Note that all the integrity constraint axioms are in-

dividually placed in a file.

4 Integrity constraint validation of OWL on-
tology with grounded circumscription

In the following, we will give a GC-consistency algorithm for

the extended DL knowledge bases and further convert the in-

tegrity constraint validation task into the corresponding GC-

consistency task. For simplicity of presentation, we only con-

sider GC-satisfiability for DL ALC, but the procedure should

be adaptable to other DLs.

4.1 GC-consistency algorithm of IC-KB

GC-consistency of an IC-KB (K, B) is similar to the tableau

procedure for the traditional description logics [2]. The GC-

consistency of (K, IC) is also constructed through the directed

graph G. The graph consists of nodes, edges, and labels. In-

dividuals are represented as nodes along with their labels that

represent the concepts that contain them in K. Additionally,

pairs of individuals are represented as edges along with labels

that represent roles which link the individuals as role asser-

tions in K. Unlike the traditional description logics, since the

semantics of the extended knowledge base is under the CWA,

we use the meaning of negation as failure. Therefore, for each

concept in integrity constraint axioms and nodes in the graph,

if there is no corresponding concept in the label, we add the

negation of the concept into the label set.

The algorithm begins with the initialized graph G, and

Table 2 Tableau expansion rules for (K, IC)

Expansion rule Operation

→GCRule if (C1 � C2) ∈ IC and NNF(DM(C1
¬C2)) � L(x) then
set L(x) := L(x) ∪ {NNF(DM(C1 
 ¬C2))}

→�Rule if (C1 � C2) ∈ IC and NNF(¬C1 � C2) � L(x) then set
L(x) := L(x) ∪ {NNF(¬C1 �C2)}

→
Rule if C1 
 C2 ∈ L(x) and {C1,C2} � L(x) then set L(x) :=
L(x) ∪ {C1,C2}

→�GCRule if C1 � C2 ∈ L(x) and {C1,C2} ∩ L(x) = � then set
L(x) := L(x) ∪ {Ci} for some Ci � Sig(IC)

→∃GCRule if ∃R.C ∈ L(x) and x has no R-successory y with
C ∈ L(y) then for every b ∈ Ind(K) has predecessor
x ∈ Ind(K) do set L(b) := L(b) ∪ {C} set L(x, b) :=
L(x, b) ∪ {R}

→∀Rule if ∀R.C ∈ L(x) and x has an R-successor y with C � L(y)
then set L(y) := L(y) ∪ {C}

Note: NNF(C) is the normal negation form of C that negation occurs only
in front of concept names; DM(C) is the corresponding standard-concept of
GC-concept C that constructor M has been eliminated.
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proceeds by non-deterministically applying the rules defined

in Table 2. We have modified ∃-rule and �-rule, such that the

candidate models adhere to the semantics of extended knowl-

edge bases. These rules are applied iteratively until a clash is

detected or none of the rules is applicable. A graph G contains

clash if the node labels contain both C and ¬C, or ⊥. The di-

rected graph is so-called completion graph. The process can

be understood as creating a candidate grounded model for

the knowledge base K. We may determine that the IC-KB is

GC-consistent, if we can get a clash-free completion graph,

otherwise, GC-inconsistent.

In the following, we discuss the characteristics of the IC-

KB.

Theorem 1 (termination). Given any IC-KB (K, IC), the al-

gorithm procedure for (K, IC) terminates.

Proof First, note that node labels can only consist of con-

cepts and its sub-concepts in K. Thus, there is only a fi-

nite set of possible node labels and there is a global bound

m ∈ N, which is the cardinality of node labels. Additionally,

the number of times any rule can be applied to a node is finite,

since the labels trigger the rules and the size of the labels is

bounded by m. On the other hand, since no new node can be

created, the algorithm may be terminated when no rules are

in use.

Theorem 2 (soundness). The expansion rules are applied to

an IC-KB (K, IC) and result in a clash-free completion graph

G, then K has a grounded model I w.r.t. IC.

Proof From the clash-free completion graph G, we create

an interpretation I, the interpretation domain contains all the

non-blocked nodes in the completion graph. Further, for ev-

ery atomic concept C, set CI to be the set of all non-blocked

nodes x for which C ∈ L(x); for every role name R, set

RI to be the set of pairs (x, y) which R ∈ L(x, y) and y is

not blocked. Since the completion graph is free of inconsis-

tency clashes and the expansion rules from Table 2 follow

the model definition in the above section. Then the result-

ing interpretation is indeed a model of K w.r.t. IC. Further-

more, since the existential rule ensures that the extensions of

closed predicates contain only known individuals. Hence, it

is a grounded model w.r.t. IC.

Theorem 3 (completeness). For an IC-KB (K, IC), if K has

a grounded model w.r.t. IC, then the expansion rules can be

applied to the initial graph G of (K, IC), and may lead to an

completion graph G without inconsistency clash.

Proof Given a grounded model I of K w.r.t. IC, we can ob-

tain a completion graph G by applying the completion rules to

G: for every node x and y in the graph, L(x) ⊆ {C | ρ(x) ∈ CI }
and L(x, y) ⊆ { R | (ρ(x), ρ(y)) ∈ RI } are satisfied, where ρ is

mapping from nodes to �I . Since I is the grounded model of

(K, IC) the completion graph does not contain inconsistency

clash.

Theorem 4 Let (K, IC) be an IC-KB, then K has a

grounded model w.r.t. IC if and only if it is GC-satisfiable.

Proof The “if” part of the proof is trivial. We prove the

“only if” part. For any grounded model I, Let |NI | denote

the sum of the cardinalities of all extensions of all the mini-

mized predicates in IC. Note that, for any two grounded mod-

els I and J of K w.r.t. IC, we have |NJ | < |NI |, whenever

J ≺IC I. Hence for any grounded model I which is not a GC-

model, there is a grounded model I1 with I1 ≺IC I. If I1 is

the GC-model, then we find the GC-model W = I1, other-

wise, we continue the process. After a finite number of steps

the process may terminate and we find n grounded models

Ii (1 � i � n), such that In ≺IC In−1 ≺IC ... ≺IC I1 ≺IC I, but

there is no other model In+1 such that In+1 ≺IC In. Since all the

concepts and roles in K are closed, the number of individual

names are finite, and there are at most n grounded models Ii

that satisfy the ≺IC relation. If one of the n grounded mod-

els belongs to the GC-models, then we find the model W,

otherwise none of the n grounded models belongs to the GC-

models. From the definition of GC-model of K w.r.t. IC, there

exists a grounded model In+1, such that In+1 ≺IC In, which is

a contradiction.

4.2 Integrity constraint validation

In the following, we consider the satisfaction of integrity con-

straints for the extended knowledge base. According to the

Definition 4, it is necessary to check whether, for every GC-

model I of K w.r.t. IC, there is CI
1 ⊆ CI

2 for an IC-axiom

of the form C1 � C2. That is, for every individual a, check

whether exists C2(a) in K when the assertion C1(a) is in K at

the same time. Thereafter, we only consider the individuals

of concepts in the left side of IC-axioms.

In the standard reasoning, we can see that the concept C1

is subsumed by another concept C2 if and only if the concept

C1 
 ¬C2 is unsatisfiable; a knowledge base K entails an as-

sertion C(a), denoted by K |= C(a) if and only if K ∪ {¬C(a)}
is not consistent. In this way, the IC validation can be reduced

to GC-consistent checking of the integrity constraint knowl-

edge bases. In the following, we prove the feasibility.



Dantong OUYANG et al. Integrity constraints in OWL ontologies based on grounded circumscription 819

Theorem 5 Given an extended IC-KB (K, IC), K is an ALC

knowledge base and IC is the set of IC-axioms in the form of

C1 � C2 where the predicates in C1 and C2 are G-predicates.

K |=IC C1 � C2 if and only if for every individual a in Ink,

K ∪ {(C1 
 ¬C2)(a)} is not GC-consistent.

Proof. We prove the “only if” part.

(⇒): K |=IC C1 � C2

⇒ for every I ∈ GCM(K), I |= C1 � C2

⇒ for every I ∈ GCM(K) and every individual a, if aI ∈ CI
1,

then aI ∈ CI
2

⇒ I |= K and if I |= C1(a) then I |= C2(a)

⇒ if I |= K ∪ {C1(a)} then I |= K ∪ {C2(a)}
Assume K ∪ {(C1 
 ¬C2)(a)} is GC-consistent, i.e., it has a

GC-model.

⇒ There exists a GC-model I, such that I |= K ∪ {(C1 

¬C2)(a)}
⇒ I |= K ∪ {C1(a)} and I |= K ∪ {¬C2(a)}, which yields a

contradition.

Then we prove the “if” part.

(⇐): Assume to the contrary, K �|=IC C1 � C2

⇒ There exists a GC-model I, such that I �|= C1 � C2

⇒ There exist a GC-model I, and an individual a such that if

aI ∈ CI
1, then aI � CI

2

⇒ There exist a GC-model I, and an individual a such that if

I |= C1(a) then I �|= C2(a)

But according to the condition, K ∪ {(C1 
 ¬C2)(a)} is not

GC-consistent.

⇒ There exists no interpretation I, such that I |= K ∪ {(C1 

¬C2)(a)}
⇒ There exists no interpretation I, such that I |= K ∪ {C1(a)}
and I |= K ∪ {(¬C2)(a)}, which yields a contradiction.

We give the IC-satisfaction algorithm in the following. The

set of the individuals corresponding to nodes used in the fol-

lowing algorithm is denoted with Ink.

Algorithm IC-satisfaction algorithm

Input: a knowledge base K, an IC-axiom α ∈ IC

Output: return temp, where temp is true when K satisfies α, otherwise false

Initialize temporal variable temp = true.

Step 1. For every IC-axiom in the form of C1 � C2 in IC, initialize the graph G by K(ABox) of the given Integrity constraint knowledge base (K, IC) as
follows:

Step1.1 for every individual in K, if it appears at least once in the form of C(a) or R(a, b) in K, then create a node a, for every individual a, where C
and R are predicates appears in α;

Step1.2 Add C to L(a), for every assertion in the form of C(a);

Step1.3 Add R to L(a, b), for every assertion in the form of R(a, b);

Step 2. For every IC-axiom α with the form of C1 � C2 in IC, Check the satisfaction of α by GC-consistency algorithm.

Step2.1 Traverse all the nodes of G, find one node a which has not be traversed in G, if the concept in the left side of α is contained in L(a), then go to
Step 2.2, else to Step 2.3.

Step2.2 Expanding G for the node a by applying the extended rules in Table 2. If it does not contain clash, set temp=false and the individual a do not
satisfy the constraint.

Step2.3 if the traversing does not end, then go to Step 2.1, else return temp.

4.3 Discussion

In this paper, we have restricted the extension of predicates in

integrity constraint axioms and consider the standard reason-

ing in integrity constraint validation process. This process is

under the local closed world assumption(LCWA): knowledge

representation languages which have both OWA and CWA

modeling features are said to adhere the LCWA [18]. There

are also several work for extending DL knowledge bases

to model this semantics. Such as non-monotonic rules from

logic programming [20] or restrictions for the extensions of

predicates in DL knowledge base [17,18]. However, these are

different from our work discussed above. Most focus on the

combination of CWA and OWA, and the standard reasoning

tasks in the extended knowledge bases. In our work, we apply

grounded circumscription to define the semantics and satis-

faction of the integrity constraints and focus on integrity con-

straint validation tasks under CWA.

Now, we analyze the integrity constraint validation in three

aspects and compare our approach with existing work by the

examples presented in Section 2. It is easy to verify that our

modeling of integrity constraints provides expected results

for these examples.

• Semantics of integrity constraints

The integrity constraint validation should be under the

closed world assumption. In this paper, we restrict the ex-

tensions of the predicates in integrity constraint axioms that

only contain the individuals appear in DL knowledge base. In

this way, the integrity constraints are under the CWA. Taking
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the integrity constraint Eq. (1) for example, the GC-model of

K is {Student(Peter)} and does not satisfy Eq. (1), then Eq.

(1) is violated.

• Definition of integrity constraint satisfaction

From the analysis in the above section, we know that the

definition of integrity constraint satisfaction should be de-

pendent on the integrity constraints. In this paper, we ap-

ply grounded circumscription to get the GC-model and define

satisfaction of the integrity constraints. For the integrity con-

straint Eq. (8), since there are no assertions specify that the

individual Mary is the instance of Professor in GC-model of

K, the GC-consistency algorithm does not apply to the indi-

vidual Mary, and therefore it is satisfied.

• Standard reasoning in integrity constraint validation

In the integrity constraint validation, we should consider

standard reasoning results, which is distinguished feature

of DLs. That is, the implicit information in the knowledge

base should be inferred by standard reasoning and used

in integrity constraint validation. In this paper, we convert

integrity constraint validation into GC-consistency check-

ing by modifying the expansion rules. In this way, the im-

plicit information is also considered in integrity constraint

validation. For integrity constraint Eq. (3), it is converted

into Student 
 ∀takesCourse.¬Course. Then for the individ-

ual John, we check the GC-consistency of extended knowl-

edge base K ∪ {(Student 
 ∀takesCourse.¬Course)(John)}.
We can infer L(John) = {Student,∀takesCourse.¬Course}
and L(English) = {GraduateCourse,Course,¬Course}, which

both have clashes, then Eq. (3) is satisfied.

Our work is similar to the Motik’s work [13] in that we

also use the minimal models of knowledge bases to define the

satisfaction of integrity constraints. However, the approach

in [13] is more complex than ours. Using Motik’s technique

there is a need to translate all the axioms (standard axioms

and IC-axioms) in the DL knowledge base into the first-order

formulas in logic programming. Then use the reasoning tools

for the logic programming, which may complicate the calcu-

lus. Since we only modify certain expansion rules in the ex-

isting tableau algorithm and use the existing reasoning tools

in this paper, it is simpler than converting the DL knowl-

edge base into other logics. For the traditional axioms with

existential quantifiers in [13] under positive polarity and uni-

versal quantifiers under negative polarity, the skolemization

may contain functions and the corresponding minimal model

may be exponential in size. When the standard TBox axioms

with existential qualification are referred to the integrity con-

straints, the complexity of integrity constraint validation is

determined by the complexity of SkS which is determined by

the number of quantified alternations. Whereas, the grounded

circumscription is added to restrict that the individuals must

occur in K and prohibit the generation of new nodes when

applying the expansion rules in the tableau algorithm. Since

there is no new node generated, the modified tableau algo-

rithm is simpler than the traditional tableau algorithm. Thus,

the upper complexity of the algorithm used in above section

is no more than the standard reasoning for DL ALC.

In conclusion, we believe that the modeling of integrity

constraints based on the grounded circumscription is more

appropriate to meet user requirements. Furthermore, com-

pared with the existing method, the integrity constraint val-

idation method presented in this paper is much simpler than

others which are also based on the model-theory definitions.

5 Conclusion

Motivated by analyzing existing work for extending the

DL knowledge base with integrity constraints, we apply

grounded circumscription to define the semantics and sat-

isfaction of the integrity constraints which can capture the

meaning of integrity constraints in OWL ontologies. Then,

according to the semantics of integrity constraints, we have

modified the expansion rules in tableau algorithm to check

the satisfaction of integrity constraints in OWL ontologies.

Finally, we have compared our work with existing work. We

find that our modeling of integrity constraints not only ob-

tains more intuitive results but also is appropriate to the sim-

pler integrity constraint validation methods in certain cases.

Further work needs to be done in the IC-satisfaction Algo-

rithm to accommodate description logics which are more

expressive than ALC.
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