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Abstract
Intelligent transportation systems and connected vehicles, by utilization of new facilities 
and technologies, have a significant role in improving the quality of today’s transportation. 
A wide range of applications can be defined in a vehicular network that each one has its 
own requirements. Compared to other wireless networks, vehicular networks face particu-
lar challenges due to the continuous and high-speed movement of vehicles. Concerning the 
characteristics of content-centric networking (CCN), it has the potential to deal with many 
of these challenges. In this paper, we modify the basic model of the CCN with the aim 
of supporting many types of application including safety and non-safety. The applications 
with pull and push behaviors are both considered in the design process. A new concept of 
shared-content among different applications is introduced and also taken into account in 
the presented model. To achieve these goals, the basic content retrieval mechanism has 
been expanded. The simulation results indicate that the new model has good performance 
in terms of throughput and content retrieval time.

Keywords  Vehicular network · Content-centric networking · Content retrieval · Content 
naming

1  Introduction

In recent decades accidents, urban traffic and air pollution caused by fuel consumption 
are some of the biggest issues facing both developed and developing countries all around 
the world. So, improving the current transportation systems can have a significant role in 
improving the quality of people’s lives [1, 2]. Utilization of new facilities and technologies 
can be an effective way to achieve this goal. Today vehicles that come with a variety of 
sensors can collect data from the environment and adding wireless communication capabil-
ity, allows them to be connected and interact with other vehicles or the environment. Based 
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on the categories provided for the Internet of Things (IoT), transportation will be one of the 
main applications in the future [3–5]. In addition, considering the definitions provided for 
UrbanIoT, intelligent transportation systems and connected vehicles, can also be used as 
the main resources in a smart city [5, 6].

An intelligent transportation system enables a wide range of application domains. These 
applications can be grouped into three types, each with its own performance requirements: 
the main objective of safety applications is to reduce the risk of accidents and injuries; traf-
fic management applications try to facilitate the traffic management process by controlling 
and improving the traffic flow; as its name implies, Infotainment (information and enter-
tainment) application provides users with the internet access and additional informative or 
entertainment services like file sharing or video streaming [1, 7–10].

Despite the variety of suggested communication technologies like DSRC/ WAVE, IEEE 
802.11p protocol, cellular network standards (LTE, LTE-A, and 5G), WiFi, and WiMax 
[1, 7, 10–14], until now, there is no comprehensive and perfect solution that can provide 
the requirements of all types of vehicular communication. Compared to other wireless net-
works, vehicular networks face special challenges due to the continuous and high-speed 
movement of vehicles. Rapidly changing topology and harsh wireless propagation envi-
ronment, which result in short-lived and intermittent connectivity, are unique features of 
vehicular networks. From the networking perspective, high reliability of the system being 
required in packet delivery, as well as the ability to transmission with the least possible 
delay are major challenges in designing a vehicular network with the explained features [1, 
15, 16]. Lack of a centralized control unit, intermittent connections, and dynamic topology 
are all the traits of vehicular networks that can challenge the use of TCP/IP architecture 
to make a stable connection between vehicles [10, 15, 17, 18]. By decreasing the need to 
establish and maintain an end-to-end connection, content-centric networking (CCN) can 
give better performance than TCP/IP in this type of networks [15, 17, 19]. Unlike the IP 
architecture, there is no prior need for network parameters configuration like IP addresses 
and subnet masks in CCN [16]. Furthermore, since the CCN model intrinsically supports 
content consumer mobility, it is well suited for such dynamic networks. According to the 
content delivery process of CCN, as it is compared in [19], with the increase in vehicles 
speed CCN performs much better than mobile IP. The CCN can also well benefit from the 
broadcast wireless channels nature. By multipath forwarding of interest and data packets, 
helps and speeds up the content sharing between vehicles. On the other hand, it is possible 
to overcome the problems caused by vehicle mobility and intermittent connections by dis-
tributed in-network caching feature [10, 15, 16]. Concerning the characteristics of CCN, 
it has the potential to deal with many vehicular networks challenges described above. In 
addition to all these motivations, all types of application in vehicular networks are intrin-
sically content-centric. The main goal of any application defined in this network is to get 
access to particular content or information; for instance, the traffic information of a street 
or announcing a car accident. In these situations, the identity of the content provider is not 
important for the application or the user.

Beside the CCN advantages, utilizing it for a vehicular network has its challenges 
and limitations. Many researchers have applied CCN architecture in vehicular net-
works, and they approved its suitability for this kind of network. Most of the works 
have made different modifications in the content retrieval mechanism, to improve the 
performance of basic CCN in a vehicular network. Despite overcoming many limita-
tions, there are some challenges that still exist. Although the building blocks of CCN 
are basically defined, the content naming scheme, the content retrieval mechanism, and 
caching policies should be specifically designed for the network and the application 
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requirements. A well-designed architecture should be able to support different types 
of application that can be defined in vehicular networks. Furthermore, because of the 
native receiver-driven model of CCN, a content-centric vehicular network faces the 
challenge of how to support push model data transmission. This is crucial for safety 
applications. The network has to provide a suitable interface for application develop-
ers, so they can efficiently develop new applications on top of the CCN model.

In this work, we extend the basic model of CCN for vehicular network communica-
tions to cope with the existing challenges. Some modifications in the CCN building 
blocks are made to target the following objectives:

•	 Supporting many types of application including safety, traffic management and 
infotainment;

•	 The content retrieval mechanism is extended in order to support push model com-
munication;

•	 To improve the content retrieval, a new concept of shared content among different 
applications is introduced and considered in the design process. By defining two 
different data structures any application developed on top of this architecture, can 
use both shared and application-specific contents;

•	 The presented naming scheme imposes no hard restrictions for content naming on 
the application developers and also provides them the ability to the geographical 
and temporal targeting of a content.

•	 To make the network capable of distinguishing between different packet types 
including Interest, Data, Push, Pull, Shared or Application-specific, a new packet 
header is designed;

•	 To overcome the challenges of cache sharing by multiple applications, the new 
architecture includes two different content store types, one for each application and 
a central one for shared contents.

The remainder of the paper is organized as follows. In Sect. 2 the content-centric net-
work concept is described in a nutshell and after that, some related works in this field 
are briefly reviewed and the motivations of this article will be indicated. Our work is 
completely explained in Sect. 3 and in Sect. 4 the performance of the presented work is 
evaluated. Finally, we conclude the paper in Sect. 5.

2 � Background and Motivation

The model of CCN architecture is highly suited for time and location-relevant appli-
cations; hence, it naturally matches vehicular network applications. Named con-
tent retrieval, name-based routing and forwarding and in-network caching are the 
key features of content-centric networking that make it an appropriate solution to 
meet the challenging demands of a vehicular network communications. In this sec-
tion after briefly describing the content-centric networking and its main features, some 
researches in the field of content-centric vehicular networks are reviewed.
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2.1 � CCN Architecture: An Overview

Nowadays, people value the internet for the content they can access through it, but 
with the current architecture, the communications are based on the content’s location. 
Content-centric network (CCN) paradigm emerged to replace the content itself with its 
location. In other words, it makes a shift from the host-centric conversational model 
to a content-centric model [16, 20].On these networks, every chunk of content, called 
Named Data Unit (NDU), has a unique and persistent name and can be individually 
stored and accessed through the network. So, instead of making a connection to a host 
or server that owns a content, a user sends his/her request to the network; consequently, 
the network as the main service provider retrieves and delivers the requested content to 
the user. It is worth noting that due to the in-network caching feature in the new model; 
the desired content can be retrieved from any intermediate nodes in the network and not 
only the original producer [16, 20–23]. To sum up, understanding the content the user 
has requested for, finding a node that can provide the content, and the routing and for-
warding mechanisms are all network responsibilities.

With the aim of changing the current internet architecture, Van Jacobson and his 
team at PARC research center presented the CCN architecture [20].This architecture 
was later known as the NDN project at UCLA University. As can be seen in Fig. 1 the 
CCN inherited the hourglass model of IP architecture, but the IP address is replaced 
with the content chunks. Some of the main advantages of CCN architecture over IP 
for IoT applications are presented in [3, 17, 21, 23]. Same as other information-centric 
networks (ICN) [21, 22], CCN has four main building blocks: content-based naming, 
content discovery and delivery, in-network caching and content-based security. The 
primary concept and characteristics of each block have been defined in [20]. Accord-
ing to the model, as shown in Fig. 1, each network element has three main data struc-
tures: Content Store (CS), Forwarding Information Base (FIB) and Pending Interest 
Table (PIT).

2.2 � Related Work

After understanding the model of content-centric networks and explaining its potential 
benefits in vehicular networks, in this section, some related works in this area are briefly 

Fig. 1   The CCN node basic 
model [24]
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reviewed. It should be noted that this article has no focus on the Security of CCN, there-
fore, the related work in this area are not mentioned.

In a content-centric vehicular network, a vehicle broadcasts an interest1 packet, which 
includes the name of the desired NDU. Each neighboring vehicle received the packet 
checks its CS. If a copy of the NDU exists, as a content provider, it will create and broad-
cast a reply (data)2 packet that contains the requested content. If not, it sets its PIT and 
forwards the packet. The interest travels through the network until it reaches a content pro-
vider or producer. Then, the reply packet will be forwarded toward the original requester 
(consumer) by any vehicle that has a corresponding entry in its PIT. During this process, 
any intermediate vehicle may cache the NDU in their CS. In this model the content pro-
ducer is the original source that generated the content and the provider would be any node 
or vehicle that has a copy of the content in its CS.

Content name is composed of one or more variable length strings, separated by ’/’, 
and the naming scheme has a hierarchical structure like URIs or IP addresses. Some basic 
conventions for the name structure have been defined in CCN, but the name’s semantics 
and the number of substrings are application-specific [15, 20, 23]. Wang et al. [25] have 
focused on the data naming for a traffic information application. Based on the provided 
naming design requirements, they have proposed a naming, which is ’/traffic/geolocation/
timestamp/datatype/nonce/’. In [26], a prototype called V-NDN has been implemented and 
tested on the UCLA vehicular testbed. They have also considered traffic application (road 
photo and traffic info) and used a similar hierarchical naming scheme for naming the traf-
fic information of a particular location. Yu-Ting Yu implemented NDN as an overlay on 
top of IP network and used IP addresses for vehicles identification and neighbor discovery 
[17]. They used ’application_id/data_ object_id/chunk_id’ naming structure to identify the 
application and the desired content chunk. In [27] the authors have added “/high” and “/
low” substrings to the names to apply priority between packets.

Routing protocols in content-centric networks can be either proactive or reactive. In pro-
active ones, control messages are periodically sent by content producers to keep the FIB 
tables up to date. Since contents are generated related to time or location and in a distrib-
uted manner, reactive strategies and flooding are usually used in a content-centric vehicular 
network. In this case, the content retrieval process begins with interest flooding [10, 15].

Interest flooding is the simplest way to transfer content requests in wireless chan-
nels and a suitable solution for dynamic networks as well. On the other hand, consid-
ering the broadcasting, vehicles can overhear the content (Data packets) requested by 
others and if needed store it in their CS. However, flooding will lead to the broadcast 
storm problem [28]. Therefore, it is important to control broadcasts in order to avoid 
this problem as much as possible [7, 10, 15, 16, 29]. A set of timers is used in the work 
presented in [30] in which the authors have considered traffic management applications 
in a vehicular network. A defer timer is used to improve broadcasting by reducing the 
collision probability. The same approach is used in CCVN [31] and [27]; two tim-
ers are used to apply a priority between packets. Arnould and cooperators considered 
vehicles equipped with multiple network interfaces, including 802.11p, WiMax and 
cellular [32]. In this article, the interest is sent over the interface with the least delay; 
in contrast, in [26] packets are sent over all existing interfaces. In [26, 30, 33, 34] a 
timer is defined by which the node that has the maximum distance from the content 

1  In this paper we use request and interest interchangeably.
2  In this paper we use Data and Reply packet interchangeably.
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consumer will forward interest or data packets before other neighboring nodes. By 
defining a new parameter named Interest Satisfaction Rate (ISR), another forwarder 
selection mechanism is presented in [29]. Some kinds of content provider selection 
mechanisms are proposed in [31, 34, 35]. They all have considered non-safety appli-
cations in vehicular networks. According to the native receiver-driven model of CCN 
there is no primary supporting of push messages in content-centric networks, in [36] a 
proactive data dissemination scheme for pushing critical content to one-hop neighbors 
is presented.

As stated before, vehicular networks can benefit from the in-network caching fea-
ture of the content-centric model. Defining the appropriate content storing and replac-
ing policies is the main issue for using this feature. Based on a predefined policy, when 
a vehicle receives a content chunk from the network, should decide about caching or 
dropping the chunk. In [33] three different caching policies are compared: (1) no cach-
ing mechanism is used, (2) the vehicles cache all the chunks they receive from the 
network (aggressive caching policy) and (3) peer-only caching in which only the peers 
sharing the same application may cache the content. Grassi et al. [26] have also con-
sidered aggressive caching policy in their work.

Previously mentioned, the vehicular network applications can be grouped into three 
types: safety, traffic management, and infotainment. According to application require-
ments, they can also be grouped as safety or non-safety services. In [7] list of the 
requirements for the use cases of both services are provided. Most of the works pre-
sented above have considered a non-safety and often traffic-management application in 
a content-centric vehicular network; this stemmed from the nature of this type, which 
completely matches the CCN receiver-driven model. For example, the common task of 
a file sharing application or a car navigation application is to send a request for specific 
information or content and get the desired content in return. It means the content is 
pulled by the content consumer. By contrast, there are many applications of an intelli-
gent transportation system that fall into the safety group and often have event-triggered 
or periodic behavior. Consider a car accident warning application (or any event-trig-
gered application) and an application in which the speed of the vehicle is sent periodi-
cally to the network, in both no prior ‘interest’ will be sent. In other words, in these 
use cases, the content is pushed by the content provider to the network. In addition, in 
none of the related work described in the previous section, all types of vehicular appli-
cation are considered together.

According to the research challenges provided by IRTF [37], the CCN network 
should provide a suitable interface for application developers, so they can efficiently 
develop new applications on top of the CCN model. Another issue mentioned in [37] is 
that besides the need to support push model in content-centric networks for IoT appli-
cations, by sharing a single CS across different applications there may be technical 
and business challenges. For instance, using a single limited-size CS for all applica-
tions with different memory requirements, will cause starvation; this will be crucial for 
safety applications.

In a vehicular network, there are many types of content that can be shared among 
different applications. The contents like weather condition, traffic information, or 
occurrence of a car crash can be measured, generated and provided by many of the 
network elements; on the other hand, these contents can be also used by many applica-
tions. So, by considering this kind of contents in the network design, the performance 
of CCN content retrieval mechanism can be improved.



145CCVNet: A Modified Content‑Centric Approach to Enable Multiple…

1 3

3 � Proposed Work

In CCVNet we modified the basic model of CCN to support many types of application 
in a vehicular network together. The applications with both pull and push behaviors are 
considered in the design process. A new concept of shared content among different appli-
cations is introduced and also taken into account in the new model. The naming scheme 
and the modifications in content retrieval and caching mechanisms are respectively pre-
sented in Sects. 3.2, 3.3 and 3.4. The overall changes made in the CCN model for the OBU 
(On Board Unit) used in a vehicular network is represented in Fig. 2. It should be noted 
that in this work, vehicles are assumed to have one network interface. For this reason the 
FIB table of the CCN can be omitted because according to the wireless communication 
and broadcast transmission, the forwarding block of each node will only decide whether to 
broadcast the packet over the single network interface or not.

3.1 � Shared‑Content Concept

Like the TCP/IP architecture, many applications may be installed on top of the CCN net-
work layer. Many types of content can be shared among various applications. Consider 
two different applications like google map and Waze. When the user wants to use them, at 
first, they should load their own map tiles in the application. When the map is loaded, they 
want to provide some information like road traffic for the user. This traffic information is 

Fig. 2   CCVNet architecture for 
vehicular networks
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identical in both applications. From the perspective of a content-centric vehicular network, 
this content is shared between these two applications; this can be generalized to many other 
contents like weather condition, vehicles speed, empty parking spaces or any other data 
generated by vehicular sensors. Therefore, we will have both application-specific content 
and shared content. Shared content can also be generated by various applications. For 
example, each vehicle that has the temperature sensor can generate the weather condition 
information. In contrast, a content like a post in any social network application can only be 
generated by the corresponding application.

By considering shared contents in the network, various applications can be supported in 
the network and there is no need to install all of them on each vehicle. In addition, they are 
not forced to use identical naming scheme for their contents in the application design. An 
application can also request and consume a data generated by another application without 
knowing its naming scheme; it should just request for this shared content and obey the net-
work provided standard for the data naming. This will be more explained in the following 
section.

In a content-centric vehicular network, there will be many types of shared content, and 
each should be identified by a unique identifier (id). Any application installed on top of this 
network, besides its own app-specific content, should determine all types of shared con-
tent needed for its functionality. Therefore, as illustrated in Fig. 2 there is a local interface 
between the applications and the network layer that support application registration. An 
application registers with the types of required shared contents. This information is stored 
in a table named SCAT​ (Shared Content for Applications Table). Table 1 shows an exam-
ple of SCAT for three types of shared content. Shared content can also be pulled from or 
pushed to the network. For instance, an application may send a request for a traffic content 
or may send a packet that announces the arrival of an emergency vehicle.

3.2 � Content Naming

The name is the most important attribute of an NDU (content chunk) because the con-
tent retrieval mechanism is completely based on it [18]. Some naming design requirements 
are provided by [25] including Geographical Scoping, Temporal Scoping and Duplication 
Detection. They have declared that these requirements are derived from the traffic informa-
tion dissemination application and any naming structure should be able to accommodate 
different data naming structures for individual applications. Hence, our design imposes no 
hard restrictions for content naming on the applications. Considering that there are two 
types of content, the naming design for each is as follows:

Table 1   An example of shared 
content for applications table 
(SCAT)

Shared content id Application id

SC type 1 App1
App2

SC type 2 App3
App2

SC type 3 App2
App4
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•	 Application-specific contents Because the request and reply are both sent by the same 
application, the naming details and substrings are defined and can be understood by the 
application itself. The network should just know the application identifier (App_id) to 
be able to discover and deliver the requested content. For instance, the content naming 
for a music application can be something like App_id/singername/album/track/chunk1/ 
or for another application, it can be App_id/folder1/folder2/file_type/file_id/ chunk_id/. 
To sum up, from the network point of view the application-specific content name is 
App_id/Custom/. According to the fact that in a vehicular network many applications 
may need a geographical targeting, a flag named isGeo is added to the packet header, 
which may help the applications and will be more explained in Sect. 3.3.

•	 Shared contents Name of shared contents should be standardized by the network 
because they are shared among applications and need to be understood by all of them. 
Usually, geolocation and timestamp are both important attributes of shared content, for 
this reason, we suggest SharedContentTpye/Geolocation/Timestamp for the naming 
of this type. For example, the traffic information of a specific location can be named 
by traffic/latitude/ longitude/time or a car accident occurrence can be named by acci-
dent/latitude/ longitude/time. It is worth noting that any new shared content type and 
its naming standard can be added to the network but in the applications registration 
process it should be clarified for any interested developer. A public announcement must 
also be made so that anyone can develop an application that works with the new shared 
content type.

3.3 � Content Retrieval Mechanism

In a content-centric vehicular network, the main responsibility of the network layer is to 
deliver the content from the content provider to the content consumer. When the consumer 
needs a content chunk, it sends a request to pull the desired content from the network. In 
addition, in some cases like accident occurrence, the content provider needs to push con-
tent to the network. To support the delivery of pushed and pulled contents and manage 
the shared content between different applications, some modifications in the CCN content 
retrieval mechanism are needed. First of all the information required for content retrieval 
process should be formatted. The proposed packet header is 25 bytes and consists of 11 
fields and is illustrated in Fig. 3 The fields of this header can be described as follows:

Fig. 3   The interest and reply packets format in CCVNet. a Application-specific content, b shared content
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•	 isPush When this flag is set, that means the packet is pushed to the network.
•	 isShared This flag must be set in any kinds of shared content packets.
•	 isRequest This flag is 1 for interest packets and 0 for reply (data) packets.
•	 isGeo when this flag is set by an application, the packet header contains the target 

geolocation information (latitude and longitude), starting from the 14th byte in two 
blocks of 4bytes. This information can be used by the network for better routing and 
forwarding.

•	 Sending time The time on which the packet is sent will be added in this field.
•	 Expiration time This field determines the duration of the interest lifetime.
•	 Nonce This field is a random number that makes it possible to detect duplicates. In 

addition, in this work, the nonce in the reply packet of a satisfied interest will be 
exactly set to the nonce in the corresponding interest packet by the content provider.

•	 Naming 14 bytes are provided in the packet header, to embed the content names 
given by the applications. As it can be seen in Fig. 3a, b these fields are set to dif-
ferent values in application-specific and shared packets as described in the previous 
section. As stated above shared contents’ name are standardized by the network. To 
make the packet format identical for both content types, we have considered a con-
fined space for the naming field, but for application-specific names a TLV (Type-
Length-Value) format can also be used.

In addition to the PIT table in the basic model, another table named APIT (Applica-
tions PIT) has been added to the CCVNet. Two applications on a vehicle may individu-
ally send two similar interests for an identical shared content chunk. In order to send 
just one interest to the network for both of them, the APIT is added to the local face 
(Fig. 2). For each interest, a new entry will be inserted to the APIT which contains the 
App-id of the applications. So, in CCVNet for many entries in the APIT that are inter-
ests for the same content chunk, only one interest will be sent to the network and stored 
in the PIT. When the vehicle receives the data packet, the local face checks the APIT 
and send the data to the all related applications. Another table called FPT (Forwarded 
Push Packets Table) is added to the model. By storing the already forwarded push pack-
ets in this table, we avoid retransmission of the same packets and reduce the redundancy 
and the effects of broadcast storm. Figure 4 represents the entry structure of these three 
tables. It should be noted that the expiration time field specifies the interest lifetime 

Fig. 4   The structure of an entry in a PIT table, b APIT table and c FPT table
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and the entries that have been expired would be periodically removed from the PIT, the 
APIT, and the FPT.

When a shared content is pushed to the network and received by a vehicle, its type is 
determined from the packet header. Afterward, the local face checks the SCAT table and 
finds the applications that are interested in this type and sends the content to each of them.
According to the content types and application behaviors (push or pull), four situations 
may happen. Content retrieval mechanism for each one is as follows:

•	 Application-specific content (pull) The application creates an interest packet. The inter-
est will be added to the PIT and send over the network interface. This packet is for-
warded by the neighboring nodes, which do not have the requested content. The com-
plete retrieval mechanism flowchart is illustrated in Fig. 5. The forwarding mechanism 
is based on flooding, but to reduce the broadcast storm effect a probabilistic approach is 
used. So, a random variable named Forward Probability is defined, which reduces the 
number of neighboring nodes that forward the packet simultaneously.

•	 Application-specific content (push) The push packet is created by the application and 
after setting the FPT is sent over the network interface. Figure 5 shows each node reac-
tion to the reception of this packet.

•	 Shared content (pull) The application creates an interest packet. The interest will be 
added to the APIT and if needed to the PIT and send over the network interface. The 
complete retrieval mechanism is illustrated in Fig. 6. Any application that works with 
this shared content type may be able to generate the requested content and the data 
packet.

•	 Shared content (push) The process is the same as the application specific contents, 
except that on reception of this packet the SCAT will be checked as presented in Fig. 6.

In addition to these flowcharts (Figs. 5, 6), the pseudocodes of the retrieval mechanisms 
for Application-Specific and Shared contents are also presented in the Appendix section, in 
Algorithm 1 and Algorithm 2 respectively.

Fig. 5   The flowchart of the content retrieval mechanism for application-specific contents. The “set” func-
tion of PIT and FPT tables will add the new entry to the table and return Yes if the entry has been already 
added to the table will return No
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3.4 � Content Caching

Any intermediate node that receives the data packet can cache the content chunk. As it 
was shown in Fig.  2, in this work two types of content store are considered. According 
to the new model, each application has a content store (Application CS) to cache its own 
application-specific contents, while a shared content store (SharedCS) is considered in the 
network level in which the shared contents will be cached. The idea behind this modifica-
tion is to support the applications with different memory requirements. Based on the new 
caching mechanism, each application developer can use its own caching policy on storing 
or removing content. Hence, each node has a SharedCS and each application has its own 
content store. The aggressive caching policy is used for shared contents in this work. Obvi-
ously, here application-specific contents can be cached in a vehicle only if the correspond-
ing application is installed on the vehicle.

4 � Evaluation of CCVNet

The main objective of this work was to extend the CCN model to improve the applica-
tion development in a content-centric vehicular network. We have focused to overcome 
the challenges and make it possible to support different types of application including 
safety and non-safety with push and pull behaviors. In Table 2 we compared the features of 
CCVNet and some of the related work presented in Sect. 2.2. We have selected the works 
that more information was available about their architecture and the strategies used in the 
CCN blocks. In the upper part of the table the CCN architecture models and in the lower 
part the strategies and choices made in naming, caching, and content retrieval are com-
pared. In the following of this section, the performance of CCVNet is evaluated, and the 
simulation results are presented.

Fig. 6   The flowchart of the content retrieval mechanism for shared contents. The “set” function of PIT and 
FPT tables will add the new entry to the table and return Yes if the entry has been already added to the 
table will return No
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To evaluate the performance of CCVNet in an urban scenario, SUMO [38] is used as 
the vehicles mobility pattern generator and NS-2.35 [39] is used for network level simu-
lations. To generate the vehicles’ mobility, we exported a part of the Tehran map from 
OpenStreetMap [40], which is illustrated in Fig. 7. The summary of the main simulation 
parameters is given in Table 3.

Three applications with different characteristics have been defined in these simulations. 
In addition, two types of shared content are considered.Table 4 provides the summary of 
these applications. In the simulations, we assume that content popularity follows a Zipf-
like distribution [41]. The simulation results are averaged over ten independent runs with 
different seeds and reported with the 95% confidence intervals. According to the packet 
formats, each interest packet will be 25 bytes.

4.1 � Scenario 1: Accident Occurrence

In this scenario, an accident occurrence is simulated. When the accident happens, a vehicle 
broadcasts a notification (one content chunk). In this simulation App1 in Table 4 is used, so 
we have a shared content type which is pushed to the network and 200 number of vehicles 
are moving all around the map. In each run, the existing vehicles are categorized based 
on their Euclidian distance from the accident location (50 m, 100 m, 150 m and etc.). To 
evaluate the performance of the presented work, two metrics are defined. For each group, 
the first metric is the ratio of the number of vehicles that receive the broadcasted packet to 
the total number of vehicles in that group. The second one is the average time between the 
accident occurrence and receiving the packet by vehicles; in other words, it represents the 
packet latency.

Figure 8 exhibits the results of the first parameter in two different situations: when the 
FPT table is used and when no FPT is used. In each vehicle, by storing the already for-
warded pushed packet in the FPT, we avoid repetitive retransmissions of the packet and 
reduce the effects of the broadcast storm. As the results demonstrate, using FPT will effec-
tively improve the content delivery to the vehicles. When an accident happens, it is very 
important to notify the other vehicles so that they can control their driving speed. The 
closer a vehicle to the accident location is, the more important receiving this notification 

Fig. 7   The map used for vehicles mobility in the urban scenario simulation. (The OSM bounding box is: 
51.4475, 35.7783, 51.4584, 35.7685)
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becomes. According to the results by reducing the broadcast storm effect, we could 
improve the content delivery ratio from less than 70–100% for vehicles in the 200 m dis-
tance. It should be noted that the provided results are based on only one notification packet. 
In the real world by accident occurrence, the notification packets will be sent with 1 Hz 
frequency. Hence, the content delivery ratio will be more improved.

The results of the packet delay when FPT is used are shown in Fig.  9. According to 
the information provided by [7, 8] for a safety application like accident alarm, maximum 

Table 3   Main simulation 
parameters

Parameter Value

PHY layer Nakagami (m = 3)
MAC layer 802.11p
Transmission range 200 m
Simulation duration 900 s
Number of vehicles 50, 100, 150, 200, 250
Vehicles maximum speed 40 km/h
Vehicles acceleration 1 m/s2

Vehicles deceleration 5 m/s2

Vehicles length 4 m

Table 4   Applications used in different simulation scenarios

Application Required content types Number 
of chunks

Chunk 
size 
(bytes)

Push/pull

Shared Description

App 1 (accident alarm) ✓ Accident occurrence notification 1 100 Push
App2 (file sharing) ✗ Application-specific file chunks 40 1000 Pull
App3 (navigation) ✗ Application-specific map tiles 20 850 Pull

✓ Traffic information 10 350 Pull

Fig. 8   The ratio of the number of 
vehicles that receive the packet 
to the total number of vehicles, 
based on their Euclidian distance 
from the accident location 
(App1)
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latency should not exceed 50 ms. According to the results shown in Figs. 8 and 9, near 
100% of the vehicles that have less than 300m distance from the accident location receive 
the broadcasted packet under 20 ms.

4.2 � Scenario 2: File Sharing Application

The performance of CCVNet is evaluated by using APP2 (in Table  4) in this scenario. 
App2 has one application-specific content type. In these simulations, the application is 
installed on 75% of the existing vehicles. At the beginning of the simulation, based on the 
contents’ popularity a number of chunks are distributed on the vehicles that have this appli-
cation. During the simulation, 30 percent of these vehicles send interests to complete their 
chunks. All of the vehicles can forward the interest and reply packets, but the replies are 
only sent by the vehicle that has App2.

4.2.1 � Comparing Caching Policies

For a content-centric vehicular network, two main metrics should be evaluated. In this kind 
of network, the throughput will be defined as the ratio of the satisfied interests to the total 
number of sent interests. When interest is sent by a content consumer and the network 
delivers a copy of the requested content chunk in return, the interest is considered as sat-
isfied (chunk-level throughput). In addition, the content retrieval time, the time between 
sending interest and receiving the corresponding content chunk, should not exceed a spe-
cific value determined according to the application requirements. As it was described in 
Sect. 3.4 in this work, we considered two different caching policies for application-specific 
contents that will be cached in the application CS:

•	 CP1 The content chunk will be cached only by the application (vehicle) that has sent 
the interest for it;

•	 CP2 All the intermediate vehicles that forward or overhear the reply packet will cache 
the content chunk if they have APP2.

Fig. 9   The average pushed 
packet’s delay, based on the 
vehicles Euclidian distance from 
the accident location (App1)
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Figures 10 and 11 represent the simulation results of throughput and mean content retrieval 
time for the different number of vehicles respectively. According to the results, CP2 will 
lead to better results compared to CP1. Since more vehicles cache the content chunk in 
CP2, more vehicles will have a copy of the requested chunk and send the reply packet.

 

4.2.2 � Forward Probability and Overhead

In the previous section, the interest forwarding mechanism was based on flooding and 
each vehicle that does not have the desired content chunk broadcasts the receiving inter-
est packet. To reduce the broadcast storm effect a random variable named Forward 

Fig. 10   Network throughput 
for two different cache policies 
(App2)

Fig. 11   Content chunk average 
retrieval time for two different 
cache policies (App2)
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Probability is defined. This parameter reduces the number of neighboring nodes that 
forward the interest packet simultaneously. The results of the network throughput for 
different values of the forward probability, varying from 1 to 100, are provided in 
Fig. 12. In these simulations, CP1 is used as the caching policy.

The results indicate that regardless of whether the network is congested or not, by 
reducing the number of simultaneous interest forwarding, the network performs better 
in content delivery. In this network interests may not be satisfied due to two different 
reasons: (1) no vehicle that can provide the requested content chunk exist, (2) unsuc-
cessful interest or reply propagation, which may be caused by collisions or channel con-
dition. In the simulation with 50 vehicles, a few numbers of vehicles have a specific 
content chunk, so the overall content delivery ratio (throughput) is low (reason number 
1). By increasing the number of vehicles, the number of unsatisfied interests caused by 
the first reason will reduce. However, in the simulation with 250 vehicles, which simu-
lates a congested network, the effect of the second reason is so high that significantly 
reduces the throughput.

The presented simulation shows that in a content-centric vehicular network that interest 
forwarding is based on flooding, the broadcast storm has a significant impact on the net-
work performance. This impact is so much that with a simple random parameter we were 
able to improve the network performance. Hence, with an intelligent forward engine, we 
can avoid the broadcast storm problem. Improving the interest forward engine is one of our 
main future works.

For different interest forward probability values, the network total overhead is measured 
for simulations with the different number of vehicles. The overhead is calculated as: the 
ratio of the total bytes of all created and forwarded interests plus the header of all created 
and forwarded data packets (25bytes each) to the total bytes of all data packets payload. 
Due to the fact that the number of duplicated interest packets grows with the increase in 
the forward probability, we will have more overhead. According to the results provided by 
Figs. 12 and 13 with lower forward probability, the network will lead to better throughput 
with lower overhead.

Fig. 12   Network throughput for 
different values of the interest 
forward probability, V: number 
of vehicles (App2)
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4.2.3 � Interest Retransmission

In the current set of simulations, we tried to improve the network performance by retrans-
mission of interest packets instead of decreasing the forward probability. In these simula-
tions, if an interest sent by the application is not satisfied, it will be retransmitted after its 
expiration time. An interest expiration time is set to 1 second. Figures 14 and 15 represent 
the simulation results of throughput and average content chunk retrieval time for the dif-
ferent number of vehicles respectively. The number of retransmission varies from 0 to 5. It 
should be noted that in these simulations, the content retrieval time is the time between the 

Fig. 13   Network overhead for 
different values of the interest 
forward probability, V: number 
of vehicles (App2)

Fig. 14   Network throughput with 
the different number of interest 
retransmission, V: number of 
vehicles (App2)



158	 R. Tizvar, M. Abbaspour 

1 3

first sent interest and the received reply packet. It should be noted that in these simulations 
CP2 is considered as the caching policy.

The results in Fig. 14 indicate that in a sparse network (here v = 50) retransmission of 
an interest packet will effectively improve the network performance. The interest that has 
not been received by any neighboring vehicle and consequently not being satisfied will be 
finally received in second or further retransmissions. But, in a congested network (here 
v = 250) interest retransmission has a lower impact on network throughput. The effect of 
the broadcast storm problem still exists in this network. The great number of collisions 
caused by simultaneous broadcasts prevent interests propagation through the network. 
Also, according to the results, increasing the number of retransmissions up to two times 
will lead to better performance, but more retransmissions have no significant impact on 
the network throughput. According to the results in Fig. 15, although for more than two 
interest retransmissions, we have no considerable improvement in the network throughput, 
the content chunk retrieval time increases; this is caused by the total growth in the network 
traffic.

4.3 � Scenario 3: Navigation Application

App3 (in Table 4) simulates an application in which both shared and application-specific 
content types are required. In the current scenario, the total number of vehicles is set to 
200 and APP3 is installed on a percentage of vehicles (varying from 10 to 100%). At the 
beginning of the simulation, based on the contents’ popularity a number of chunks are dis-
tributed on the vehicles’ application CS and the shared CSs are initially empty. During the 
simulation, 20 vehicles (content consumer) send interest packets for both application con-
tent chunks and shared content chunks. The total number of sent interests for application-
specific content chunks is 200. In addition, each of these twenty vehicles sends interests for 
five different geographical targets. It should be noted that, when the shared content inter-
est is received by a vehicle, if it has APP3 and also is less than 100 meter far from the 
target location, will create and send a reply packet. The content retrieval mechanism is 
completely based on the flowcharts shown in Figs. 5 and 6 in Sect. 3.4. All the vehicles can 

Fig. 15   Content chunk average 
retrieval time with different num-
ber of interest retransmission, V: 
number of vehicles (App2)
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forward the interest and reply packets, but the replies are only sent by the vehicle that has 
App3.

The network throughput results are shown in Fig. 16. By increasing the percentage of 
vehicles on which APP3 is installed up to 40%, the throughput grows. After that, increas-
ing the number of vehicles with APP3 will have no significant impact on this metric. Fur-
thermore, this parameter has less effect on shared content types than application-specific 
content types. This is caused from the fact that all 200 vehicles will cache the shared con-
tents in their shared CS. Since a limited number of vehicles can send the reply packets for 
the shared content requests, the overall throughput is less than application-specific content 
requests.

In the second simulation, two different applications, both having App3 features are con-
sidered. Each of these applications installed on top of 40% of the vehicles. In the current 
scenario, all the CSs are initially empty, but we added an RSU node at the center of the 
map, in which three different content chunks are cached: one shared content chunk and two 
different application-specific chunks each for one application. During the simulation, 40 
different interest packets are sent by these applications, 20 for the application specific con-
tents and 20 for the single shared content. Figures 17 and 18 present the average result of 
throughput and retrieval time for both application specific and shared content chunks. As 
it is shown, as the time passes and more interests are sent, the network performs better for 
shared content retrieval than the application specific contents. The reason is that the shared 
content is requested with an identical name in both applications. In addition, in the pro-
posed architecture all the vehicles in the network cache the received shared content in their 
SharedCs. Consequently, the shared content will faster be distributed among the vehicles 
on the map and we will have more content providers.

As it was described in Sect. 3.1, the idea behind adding the shared content concept to 
the new architecture was to allow the application designers to use their own naming scheme 
and also caching policies. Furthermore, there are many contents in a vehicular network that 
can be used by many applications. So, the proposed architecture is designed in such a way 
that these types of contents have a standard naming scheme and can be retrieved more 
efficiently.

Fig. 16   Network throughput for 
application-specific and shared 
contents with different applica-
tion distribution (App3)
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5 � Conclusion

The key objective of this paper was to extend the basic CCN model to improve the 
application development in content-centric vehicular networks. We have focused to 
make it possible to support different types of application including safety and non-
safety with push and pull behaviors. The contents of such a network have been divided 
into two groups: application-specific and shared. For each group, a naming scheme was 
presented that meet various applications requirements and imposed no hard restrictions 
for content naming on the applications. Concerning these content types, three different 
data structures including SCAT, APIT, and FPT have been added to the CCN model 
to improve the content retrieval mechanism. In CCVNet, each application has its own 
CS to cache application-specific contents. This feature provides applications with the 
ability to implement their own caching policy. On the other hand, each vehicle has 

Fig. 17   Average network 
throughput for application-spe-
cific and shared contents, with 
the existence of two different 
applications that use the same 
shared content type

Fig. 18   Average content retrieval 
time (ms) for application-specific 
and shared contents, with the 
existence of two different appli-
cations that use the same shared 
content type
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an in-network shared-CS to store shared contents. Three different scenarios have been 
simulated to evaluate the performance of the proposed model. The simulation results 
indicate CCVNet has good performance in terms of throughput, content retrieval time 
and overhead. For future works, we plan to consider RSUs to be involved in this con-
tent-centric vehicular network. They can be defined as the main shared content gen-
erator of the network, so the performance gain achieved with this new concept can be 
more investigated. By including the RSUs we will try to improve the caching policies 
and the content discovery and delivery mechanism. Further modifications aim to apply 
more intelligence to interest and data packets forwarding.
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Appendix

Receive Packet p;
if p.isPush then

isNewEntry = Set FPT(p);
if isNewEntry then

Forward(p);
Send data to App;

else
drop(p);

end
else

if p.isRequest then
isNewEntry = Set PIT(p);
if isNewEntry then

if I have App then
if exists in cs then

Send(Data packet);
Remove PIT entry;

else
Forward(p) ;

end
else

Forward(p);
end

else
drop(p);

end
else

check PIT;
if exists in PIT then

if isMine then
Send data to App;

else
Forward(p);

end
Remove PIT entry;

else
drop(p);

end
end

end

Algorithm 1: Application-Specific content retrieval, the pseudocode for
the flowchart illustrated in Figure 5
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Receive Packet p;
if p.isPush then

isNewEntry = Set FPT(p);
if isNewEntry then

foreach App in SCAT do
Send data to App;

end
Forward(p);

else
drop(p);

end
else

if p.isRequest then
isNewEntry = Set PIT(p);
if isNewEntry then

if exists in SharedCS then
Send(Data packet);

else
foreach App in SCAT do

Send Request to App;
if exists in CS OR Can generate then

Send(Data packet);
Remove PIT entry;

else
Forward(p);

end
end

end
else

drop(p);
end

else
check PIT;
if exists in PIT then

if isMine then
foreach App in APIT do

Send data to App;
end

else
Forward(p);

end
Remove PIT entry;

else
Cache data in SharedCS;
drop(p);

end
end

end
Algorithm 2: Shared content retrieval, the pseudocode for the flowchart
illustrated in Figure 6
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