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Abstract In this paper, we examine an algorithm for estimating the location of packet
collisions, in the presence of bandlimited multipath channels. We propose an improvement
to the collision localization algorithm to further enhance its performance to compensate for
the increased impairments of the multipath channel. We then examine the collision local-
ization algorithm in conjunction with two common wireless LAN standards, 802.11b and
802.11a/g. We show that for the 802.11b standard, the collision localization algorithm per-
forms well, even in the presence of a multi-path channel. We also show that the 802.11 a/g
standards are compatible with collision localization. However, we will see that the IFFT/FFT
operations required to perform OFDM transmission limit the effectiveness of collision local-
ization. We therefore also investigate collision localization in conjunction with block-based
single carrier transmission, a comparable technology to OFDM, and offers some advanta-
ges when used with collision localization. In addition, we also investigate two applications
of collision localization. First, we will show that collision localization in conjunction with
Viterbi decoding with erasures can, in many cases, allow for corrupted packets to be com-
pletely recovered at the receiver. Second, we will also demonstrate that collision localization
can be used to combat narrow-band interference, such as Bluetooth, in 802.11 a/g networks.

Keywords Wireless communication - Packet collision - IEEE 802.11

1 Introduction

In wireless networks, a large source of packet loss are collisions [1]. A collision occurs when
two packets arrive at the receiver in the same time frame. Typically, the receiver is expecting
one packet, but not the other. The interference from the undesired packet can cause a large
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number of bit errors, and the packet will fail its checksum. A collision is then declared after
the checksum has failed, and the entire packet is deemed to be lost, requiring retransmission.
Most packet collision models which are used to analyze MAC protocols generally assume that
a collision equals total packet loss [2], in which both packets are completely corrupted and
unrecoverable. However, in reality, it is unlikely that the two packets were perfectly aligned
in time. It is much more likely that the two packets only overlapped for a short period of
time. An example of this is the masked node problem [3], in which DATA and control packets
collide. Typically, the DATA packet is likely to be much larger than the control packet. In this
case, a large portion of the received packet contains useful data, which would be wasteful
to discard. Discarding this information could have a negative impact on the throughput and
delay of higher level protocols.

1.1 Related Work

Recently, there has been increased interest in merging the MAC(medium access control)
and PHY (physical)layers in wireless networks in order to improve performance [4]. This is
a form of cross-layer design, where the boundaries between network layers are blurred in
order to improve performance.

To begin, the capture effect has been a widely studied phenomena [5]. Capture effect
describes the scenario when a packet is successfully decoded despite being corrupted by a
collision. This occurs because although the interfering signal is within range of the receiver,
it is far enough away that the interference power will not cause any errors in the desired
packet. In [5], it was shown that throughput increases as the probability of capture increases.
However, no specific attempts have been made to increase the capture probability at the
physical layer. Our work can be viewed as an attempt to significantly increase the probability
that capture occurs at the receiver by performing additional physical layer computation.

There have been several attempts to perform physical layer processing to improve perfor-
mance of the MAC layer protocols. The two main approaches have been packet combining
[6] and hybrid-ARQ(Automatic Repeat Request) [7]. Packet combining works by storing
all retransmissions of a packet after a collision, and then using the retransmitted packet in
order to get a MIMO(Multiple-Input Multiple Output) diversity gain. However, the channel
gains are typically highly correlated, thus making a MIMO diversity gain in reality difficult
to achieve. The Blind Network Diversity Multiple Access (B-NDMA) protocol [8] attempts
to resolve the problem of highly correlated channel gains by introducing artificial channel
gains. However, both of these techniques operate under the assumption that the entire packet
is lost when a collision occurs. In [9], a similar approach is taken, utilizing spatial diver-
sity in addition to network diversity to address the masked node problem. However, all of
the diversity based collision resolution schemes require additional resources, in the form of
additional transmissions, additional antennas or both. Our technique can be applied purely
at the receiver, and would eliminate the need for additional retransmissions and antennas.

Other attempts have been made recently at the MAC layer to better handle collisions,
such as Fast Collision Resolution [10] and related protocols [11]. However, these protocols
merely promise faster resolution of collisions by adjusting parameters such as the conten-
tion window size and backoff timers. They do not eliminate collision, but seek to minimize
their impact. Our work could be used in conjunction with such a scheme to further improve
network throughput.

Finally, a recent approach that recognizes the fact that only a small portion of symbols
in the packet may be corrupted have been made. In [12], where packets are divided into
sub-packets, and only the corrupted sub-packets are retransmitted. However, this approach
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requires additional parity bits to be transmitted to encode a checksum in each sub-packet.
Moreover, it requires additional retransmission of corrupted bits, whereas our technique
requires no additional parity bits, and is able to reconstruct a corrupted packet without requir-
ing a retransmission. Another approach is the ZigZag protocol, [13], which uses multi-user
detection to cancel out collisions. However, ZigZag works by eliminating secondary col-
lisions that occur in the retransmission of already collided packets. A technique that can
immediately cancel collisions as they occur would be ideal. In addition, the ZipTx protocol
[14] highlights the benefits that partial packet recovery offer to wireless LANSs, it does so by
using per-block CRCs, or by changing the FEC to an incremental Reed-Solomon code. Both
of these methods involve changing the 802.11 standard, and make no attempt to locate and
cancel the collision.

1.2 Proposed Solution

To address this, we will investigate an algorithm that can isolate the exact region within a
packet that has been corrupted by collision. This algorithm will take a corrupted packet and
denote the start and end time of a collision. Furthermore, we will show that this collision
location information can be used in conjunction with error control coding to significantly
improve packet reception rates.

1.3 Paper Organization

In Sect. 2, we will present an overview of the system model including AWGN and a multipath
channel. Then, in Sect. 3, a brief review of the collision localization procedure is presented.
In Sect. 4, we investigate the effects of multi-path on collision localization and ways to mit-
igate it in Sect. 5. In Sect. 6, we discuss collision localization in the 802.11 b standard and
demonstrate that the algorithm works with this standard. Then, in Sect. 7, we examine the
the IEEE 802.11a/g physical layer scheme. The IEEE 802.11a/g standard relies upon OFDM
and frequency domain equalization to combat multipath fading. We will see that due to the
IFFT/FFT operations of OFDM, that collision localization is limited somewhat in its ability
to isolate in collision location in the time domain. We will therefore also show that collision
localization works well in conjunction with block based single carrier transmission [15],
which is an alternative to OFDM. Moreover, we will show that collision localization when
used in conjunction with Viterbi decoding, can effectively cancel out certain packet colli-
sions and completely recover a packet which would otherwise be lost. Finally, in Sect. 9, we
show one additional application of the technique, that it can be applied to mitigate Bluetooth
interference in 802.11 a networks.

2 System Model

We will use the same system model as in [16]. We model our communication system using
discrete symbol, baseband equivalent, M-ary QAM signals in real noise. We assume car-
rier synchronization and bit synchronization have been correctly performed on the packet
of interest, and that the interfering packet does not disrupt the synchronization process. As
capture effect [5] is a fairly common phenomenon, this would imply that synchronization is
often not disrupted by collision.

Let X be the signal packet, i.e. the message transmitted from transmitter 7'x to the receiver
Rx, a one-dimensional vector of length L. The values of X represent baseband M-ary QAM
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symbols taking values from a constellation S with probability 1/M. For example, if M = 4,
then each X; may take values {1+ j, 1 — j, —1+ j, —1 — j}. For notational convenience, we
will label our signal constellation points Sy where k can range from O to M — 1. For example,
when M =4, Sy =1+ j, 51 = 1—j, etc. Let ® be the interfering signal, also M-ary QAM
and of length L, however with random start time v and random duration D. Let r and D be
independent, uniform random integers with range from 1 to L, i.e. T = i with probability
1/L. Therefore,

0 if0<i<tort+D>0
i=[ (D

Sk wp. 1/ Mift <i<t+D
Let there be additive white gaussian noise Z in the system with zero mean and variance o,”.
Furthermore, let there be a random fading gain ¢ on the interfering signal, also drawn from
a Gaussian distribution with zero mean and variance ocz. We will assume that any fading on
the desired signal has been normalized, so that 1/c represents the signal to interference ratio
(SIR) while the interferer is active. The received signal is therefore the sum of the desired
signal, the interference and the noise. We will assume for now that the SNR and SIR 1/c are
known to the receiver. In addition to AWGN, the transmitted signal X will also be subjected
to a multipath channel. The multipath fading can be modeled as a FIR filter. We will adopt a
matrix form for the filtering operation. Let H
The received signal Y is then the sum of the filtered signal HX, the interference & and
the noise Z:

Y=HX+c® +7Z 2)

We assume that Y is equalized by a linear FIR equalizer, defined by a convolutional matrix
G. We also assume that this equalizer has been trained via a short training sequence, and that
the equalizer does not adjust its taps after the initial training state. We therefore are assuming
a quasi-static channel, in that while the channel may change from packet to packet, it remains
static during packet reception. Therefore, the equalized signal Yeq is defined as follows:

Yeq = GHX + c® + Z) 3)
Yeq = GHX + ¢G® + GZ )

Depending on the severity of the multipath, and the effectiveness of the equalizer, the equal-
izer term G should invert the multipath matrix H such that:

GH~1 3)
Therefore:
Yeq # X +cG® + GZ (©6)

In Sect. 3 we will review the collision localization algorithm that can be performed on Yeq
to locate the bits affected by the collision. How well the approximation GH ~ I holds will
significantly affect the performance of the collision localization algorithm, and the effects of
a non-ideal equalizer will be examined in Sect. 7.

3 Review of Collision Localization Procedure

We briefly review the collision localization procedure. We start by examining the received
packet on a symbol by symbol basis, and determining which symbols are likely to be in
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error. Then, by calculating the temporal correlation of the suspected errors, we can estimate
the length of the collision. Once the collision length has been estimated, the location of the
collision in the packet can be estimated by picking the region in the packet of the collision
length that contains the most suspected errors.

Determining which symbols are likely to be errors can be done with a likelihood ratio test.
In the likelihood ratio test, there will be two possibilities per received symbol, Collision or
No Collision. For the No Collision hypothesis,

yi=xj+zj @)
and for the Collision hypothesis,
yi=Xxj+c*k¢;+z; 8)
The number of possibilities depends on the modulation order M.

M-1

. 1
Py;ine(y;j| o collision ) = u Z N(yjs Sk) ©
k=0

Because of numerical issues, the probability that a symbol has been corrupted by collision
is assumed to be uniform.

Py;le(yjlcollision) = 1 (10)

Assuming that the cost for declaring a collision or no collision is equal, the likelihood

ratio test is
Pyjinc(yjIno collision)nO Cogl'sm = Lne (11)
collision Pc

We found that by assuming that a collision or no collision at each bit to be equally likely
gave good results. Once the likely error locations have been computed, auto-correlation can
provide a good estimate of the collision duration. Assuming the error location estimate is
good, and the majority of errors are caused by the collision and not noise, we can form a
binary error-no error vector, with 1 corresponding to an error, 0 corresponding to no error. Let
ev be the n element vector of error locations. The auto-correlation of ev would be defined as
R; = Z?:o (evj)(evy_ j). Consider the case of a perfect estimate of the collision location.
The error vector would be a rectangle, and its auto-correlation would be a triangle. The length
of the rectangle can then be deduced from the edges of the triangle.

Once the collision length is determined, the collision must be located in the received
packet. This can be done with a sliding window approach. Let the estimated length of colli-
sion be D. Starting at the beginning of the error vector, slide a window of length D, counting
the number of estimated errors in each window. The window that contains the most errors
is the most likely region that the collision occurred. The complexity of this algorithm is
O N log (N), where N is the number of samples per packet, which is a reasonable complex-
ity for a communication receiver algorithm. For a more detailed derivation of the collision
localization algorithm, including a discussion of complexity, see [16] and [17].

4 Performance of Collision Localization in Multipath

In this Section, we examine the effects that multipath fading has upon the collision localiza-
tion algorithm. For a simple example, consider a two-tap channel with coefficients ¢y = 1—8
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Fig. 1 Collision location estimate error with different values of 8, the channel multipath coefficient

and oy = B. We transmitted a 1,000 symbol BSPK signal, with a collision of random size
and duration present. The collision has a minimum duration of 20 bits. We examine the
performance of the collision localization algorithm for § = 0,8 = .1, = 3,8 = 5.
In Fig. 1 is a plot of the mean squared error of the collision start and duration estimates.
B = 0 corresponds to no multi-path, while 8 = .5 is fairly severe multipath. The MSE of
the duration parameter has similar behavior and therefore the plot is omitted.

From Fig. 1, it is apparent that multipath adversely affects the collision localization algo-
rithm, much like it affects the overall BER of the link. The more severe the multipath, the
worse the collision localization algorithm performs. Based on this observation, we are moti-
vated to search for improvements to the collision localization algorithm to better enhance its
performance in the presence of a multipath channel.

5 Improving the Collision Localization Algorithm by Windowing

In this section, we propose a modification to the collision localization algorithm to help
mitigate the effects of multipath. Recall that our system model is:

Yeq & X + cG® + GZ (12)

We can improve upon the result in Sect. 4 by noting two things. First, because the interfer-
ence has been subjected to the filter G, there will be some blurring on the edges. Second, the
likelihood ratio test will perform much better if we use several samples at a time. Motivated
by this, we propose a small modification to the collision localization algorithm, by introduc-
ing a flexible window size W, which will control how many samples of Y are used in each
likelihood ratio test. Instead of determining if a collision is present at a given sample, we will
instead determine if a collision is present during a window of length W. The likelihood ratio
test is easily modified to perform this operation. The following is the probability there was
no collision in the jth window of size W.
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Fig. 2 Collision location estimate error with windowing for different values of 8, window length 3

j+w | M-l
Pyjyisteyiswlne (V37,3751 20 00 collision) = T (M > N Sk)) (13)
k=0

i=j

We again assume the probability of collision to be uniform py | = 1
The windowed likelihood ratio test is now:

no collision
Dyj.yjt1yiswlne (y)’jvijrl»--‘y.HW Ino COHiSiOH) s =1 (14)
collision

Applying the windowed collision localization technique to the multipath example in the
previous section yields substantial performance gains. Figure 2 is a plot of the t error for
the same range of B as in the previous section, with a window length of three. The window
length of three was chosen because it is slightly larger than the number of taps in the multipath
channel. While the most severe multipath case still yields very bad performance, there is an
increase of several dB in the remaining cases. The performance of the estimate for D shows
similar behavior. It can generally be seen that the performance more rapidly converges to the
minimum MSE as the window size increases. The tradeoff in the increased performance is a
floor on the MSE is introduced based on the window size. For example, with a window size
of five, the MSE floor is 2.5 samples.

6 Collision Localization and IEEE 802.11b

The IEEE 802.11 standard [18] is a widely deployed wireless LAN standard. A large portion
of the standard is devoted to specifying the mechanism by which the physical layer is to
mitigate multipath fading. As considerable processing is done on the packets at the physical
layer, it is important to investigate whether or not the multipath mitigation techniques have
an affect on the collision localization algorithm. We begin with the IEEE 802.11b physical
layer specification. The components of the physical layer that are of interest to us are the
root-raised cosine filtering, spreading code and equalization. We will investigate the
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performance of the collision localization algorithm in such a system, and verify its correct
operation.

We investigated a large range of data rates by using several values of M. We used the
11-bit Barker code specified in the standard, in two different manners. In the first scenario,
we used the Barker code to spread the transmitted symbols, which gave a resulting data rate
of 1 Mb/ss when using BSPK modulation. In the second scenario, we simply multiplied the
transmitted symbols by the Barker code as if it were a line-code. This corresponds to an
11 Mb/s data rate when the modulation format is 4-ary QAM. 1 and 11 Mb/s represent the
minimum and maximum data rates available in the 802.11b standard. The transmit filter was
a 49 tap root raised cosine filter, with an upsampling factor of 8 and a roll-off factor of 0.22.

For the multipath channel, we used a 2-tap Rayleigh fading channel, with path delays of 0
and Ts, where Ts is the symbol time. The average path gains were 0 and —5 dB, respectively.
The channel was modeled quasi-statically, meaning it remained constant for each packet
simulated. With each iteration of the simulation, a new channel was randomly determined
and used.

At the receiver, we have a 49 tap root raised cosine filter with a downsampling factor of
8 and a roll-off factor of 0.22. Following the receive filter is an 8-tap linear equalizer. We
assume that the equalizer has been correctly trained by a training sequence at the beginning
of the packet and does not update its taps after training. As the channel is being modeled
as quasi-static, weight updating after training is not necessary. Investigation of non-static
channels is left for future work.

Following equalization is despreading and collision localization is the last step performed
before demodulation.

We again evaluated transmission of a 1,000 symbol packet, with a collision randomly
introduced. Instead of looking at mean squared error, we instead will look at a slightly differ-
ent performance metric. With each iteration, occasionally the randomly generated multipath
channel will have a severe frequency null, which the equalizer is unable to compensate for.
This leads to very poor performance when such a channel arises. Although this occurrence is
rare, and in general would indicate that the entire packet has been lost, it introduces significant
skewness into the mean squared error results.

Due to the skewness introduced by the occasional severe multipath channel, it is useful
to look at an alternative metric. We now look at the percentage of time that the T and D
error was within a certain number of symbols. For example, Fig. 3 shows the percentage of
time that the t error was greater than five symbols, for several different modulation formats
with the Barker code used to spread the symbols. From this figure, we can see that when the
SNR becomes sufficiently high, the percentage of time that the estimate is off by more than
five samples is very low, less than 5% for all modulation formats. The performance for the
D estimate was very similar. This result could be very useful in conjunction with an ARQ
scheme, as the corrupted region of the packet could be marked off, and perhaps padded by a
few symbols. The receiver could then request only the corrupted region to be retransmitted,
instead of the entire packet, thus saving power and bandwidth. The application of this result
to hybrid ARQ is left for future work.

7 Collision Localization and IEEE 802.11a/g
We now examine collision localization in IEEE 802.11 a/g networks. The physical layer

in 802.11 a/g networks is characterized by Orthogonal Frequency Division Multiplex-
ing(OFDM). The OFDM signal is wideband and has many desirable properties, mainly
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offering reduced complexity equalization in multi-path channels. Because of the IFFT and
FFT operations required to transmit and receive the OFDM signal, the power of the interfer-
ence is spread across the entire OFDM symbol. When the entire OFDM symbol is corrupted
by collision, then the collision localization procedure works normally. However, when only
part of the OFDM symbol is corrupted, the time correlation of error within that symbol is lost.
This limits the accuracy of the collision localization algorithm. However, we will show that
collision localization is compatible with block-based transmission, an alternative to OFDM.
Block-based transmission allows for many of the same benefits of OFDM, but also maintains
the temporal correlation of errors, which allows our algorithm to perform well.

We investigate the effect interference has on both OFDM and single-carrier block based
transmission, and what the ramifications are for collision localization. It was shown in [ 19] that
frequency domain equalization with single carrier block transmission and frequency domain
equalization with OFDM are equivalent. However, as we will see, the two techniques are not
equivalent when the desired signal is subjected to a burst of interference.

We adopt the notation used in [20], which compares the two transmission schemes. The
model is similar to the one used in Eq. 6, with the addition of FFT and IFFT operations. Let
F be the N-point FFT matrix, where N is the FFT size. The IFFT matrix is the transpose of
the FFT matrix, F’. Let the transmitted signal again be X, and the channel be H. However,
in contrast to Sect. 2, the matrix H is now a circulant matrix, due to the presence of the
cyclic prefix, which is used in both OFDM and single-carrier block based modulation. The
purpose of the cyclic prefix is to eliminate inter-block interference. Its presence has the effect
of converting the channel matrix H into a circulant matrix.

For more information, the reader is referred to [20]. Assuming that the cyclic prefix is suf-
ficiently large, an N-symbol OFDM or single carrier block can be equalized with a frequency
domain equalizer.

We assume that an interference signal @ is present, but not affected by the same multipath
channel H as the transmitted signal X. Since we are not trying to remove any channel from
the interference, we will simply refer to it as @, which may or may not have been subjected
to multipath. We will first look at OFDM in the presence of such interference.
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The received OFDM signal is:
Yoiam = HF X +® +Z (15)
The received signal will be equalized, and the FFT will be taken.

YotdmgQ = FGHFX + ® + Z)
YotdmgQ = FGHF'X + FG® + FGZ
YotdmgQ = FGHF'X + FG® + Zq

Assuming that perfect channel state information(CSI) is available at the receiver, the
channel H can be perfectly inverted. Let G = H~!. When an OFDM signal is received, it is
equalized in the frequency domain, and then the FFT is taken to recover the original signal
X. The final, equalized version with interference present is:

YotameQ = X+ FG® + Z, (16)

It was shown in [20] that Z,; has the same correlation and noise power as Z, and is generally
white and gaussian. Therefore, assuming that G perfectly inverts H, the multipath impair-
ment may be completely removed, leaving the transmitted signal affected only by AWGN
and the filtered interference term FG®.
For the single-carrier case, we have

FY, . =FHX+®+7)

FY, = FHX 4+ F® + FZ

FY, = AFX +F® + FZ

The inverse of the channel matrix is then applied

GFY;. = GAFX + GF® + GFZ
GFYs. = FX + GF® + GFZ

The inverse FFT is then taken

F1GFY, = F1FX + F1GF® + F1GFZ
F1GFY, = X+ F 1GF® + F1GFZ

Note that the matrix H is a circulant matrix, and is diagonalized by the Fourier transform
matrix F

H = FAF (17)

where A = diag(Aq, ..., A,), where the ith element of A corresponds to the ith DFT coef-
ficient of the impulse response for the channel H.

Again, assuming perfect CSI, we let G be the inverse of the channel, in this case G = AL
Since G is the inverse of the diagonal matrix A, and it is also diagonal. As the Fourier trans-
form diagonalizes a circulant matrix. Therefore, the result of the operation F~!GF will result
in a circulant matrix, which will be referred to as C. The equalized signal, with interference
is then

YorQ = X+ C® +Z, (18)
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Note again that the transmitted signal X has been perfectly recovered, subject only to AWGN
and an interference term C®. Similarly to the OFDM case, the noise component Z, remains
Gaussian with the same power. It was shown in [19] that frequency domain equalization
with single carrier block transmission and frequency domain equalization with OFDM are
equivalent.

However, the key difference between the OFDM equalized signal with interference in
Eq. 20 and the single-carrier equalized signal in Eq. 18 is that the interference term in the
OFDM signal is multiplied by the FFT matrix and an inverse channel matrix G, while the
interference term in the single-carrier signal is multiplied by a circulant matrix C.

This difference has a significant effect on the collision localization algorithm. In the
OFDM case, when interference is present for only part of the OFDM signal, the FFT opera-
tion spreads the interference noise evenly across the symbol, removing all time correlation.
However, in the single-carrier case, the interference is subjected to only a circular convolution
by the circulant matrix C. This has the effect of blurring the edges of the interfering signal,
but not completely eliminating the time correlation as the FFT operation. This makes the
collision localization algorithm significantly more effective when used in conjunction with
block-based transmission.

When the entire OFDM symbol or single-carrier block is corrupted by interference, there
is no inherent advantage to either transmission scheme, as in both cases, the entire symbol
or block is corrupted. Typically, many OFDM symbols or single-carrier blocks will be trans-
mitted in succession. When an interfering signal occurs, the interference generally corrupts
multiple symbols. However, interference is unlikely to be perfectly aligned with the OFDM
symbol or single-carrier block, and typically the symbols/blocks at the beginning and end
of the interference time will be only partially corrupted. Due to the better time-resolution
of the interfering signal in the single-carrier based transmission, the collision localization
algorithm tends to perform better when used with this format as opposed to OFDM.

Due to the fact that both formats to some extent reduce the temporal coherence of the
interfering signal, measuring the performance of the collision localization algorithm in terms
of start time t and duration D as in previous sections is not insightful. However, the collision
localization algorithm used in conjunction with Viterbi decoding can be very useful, and will
be examined in the following section.

8 Performance of Error Correcting Codes with Frequency Domain Equalization

In this Section, we will examine the performance of the collision localization algorithm
in conjunction with frequency domain equalization and forward error correcting codes.
We will examine the performance of both OFDM and single-carrier block based trans-
mission formats. It was shown in [17] that collision location information can be used
as side-information by the decoder, which in many cases can lead to the cancelation of
interference.

We examine performance for several different modulation/code pairs in the 802.11 a/g
standard. The interference size is fixed for each simulation and the SNR is varied. The FFT
size was 64, and the cyclic prefix used was 16, giving an OFDM symbols size of 80. The
same parameters were used for the single-carrier block based transmission. This corresponds
to the format used in the IEEE 802.11 a/g standard. For simplicity, no guard bands were
used, as co-channel interference was not present. Twenty blocks were transmitted, and the
interference was a fixed percentage of that size. The channel consisted of AWGN and both
the desired and interfering signal were subjected to a multipath channel. The equalizer was
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Fig. 4 Packet success probabilities, M = 16

trained with a single BPSK 64-point OFDM symbol or single-carrier block, similar to the
training done in 802.11 a/g.

As a performance metric, we chose to look at the percentage of time a packet was decoded
with zero bit errors, i.e. packet capture. We found this metric to be more informative than
the bit error rate (BER). While our algorithm offered improved performance in terms of
BER, at first glance, it did not appear to be a major improvement. Upon closer examination,
we discovered that occasionally, the quasi-static channel drawn would be particularly bad,
having a deep null. When this occurs, it results in a very large BER, as the equalizer cannot
invert this channel. The large BER incurred by the occasional deep-null multipath channel
significantly skews the BER results, and therefore, it is more instructive to look at a different
performance metric, namely the packet success rate.

We then simulated a wide range of modulation/code pairs in the presence of both AWGN
and a multi-path channel. The multipath channel was a 3-tap channel with taps at 0, Ts and
2 x Ts where Ts was the symbol time. The channel had gains of 0, —5 and —10dB, respec-
tively, and the tap gains were drawn randomly from a Gaussian distribution. A different
random channel was applied to both the desired signal and interference. As the path gain
of the first tap is random for both the desired and interfering signal, the SIR ratio 1/c is no
longer fixed, but random. We present results for several different modulation code pairs. We
look at packet success rates for several interference ratios, and varied the SNR.

For example in Fig. 4, the modulation rate is M = 16, and the code is a rate 1/2 convolu-
tional code with hard decision Viterbi decoding. This corresponds to the 24 Mbs transmission
rate of the IEEE 802.11 a/g standard. We look at four different interference ratios, with 5,
10, 15, and 20% of the desired packet being corrupted by collision. In this case, we see
a substantial improvement for both the single-carrier and OFDM based transmission with
erasure decoding compared to without the erasure decoding technique. At 5% interference,
over 60% of the packets are recovered, compared to approximately 50% of the time without
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Fig. 5 Packet success probabilities, 0.5% of packet corrupted, M = 64, rate 3/4 code

erasure decoding. As the interference increases, without the erasure decoding technique
applied, 100% of the packets are lost, while the erasure decoding technique allows for a large
percentage of the packets to be recovered. For comparison, the packet success rate without
any interference present is also plotted, and for this channel, the maximum packet success
rate was also simulated, and was approximately 80%. We found this result to be consistent
for all modulation formats in the 802.11 a/g standard long as the code rate remained 1/2.

Additionally, in Figs. 5 and 6 we looked at the 54 Mbs transmission rate, which uses M =
64 and a code rate of 3/4. Due to the weak code, the erasure decoding technique is not as effec-
tive. We instead look at interference amounts of 0.5, 1%. In this case, only the single-carrier
block based transmission format with erasure decoding is successful in recovering any of the
corrupted packet. Without interference, in this channel, only 50% of packets are successfully
decoded. Without the erasure decoding technique, most packets are lost due to interference.
However, with the erasure decoding technique, approximately 25% of the packets are still
recoverable. Although the interference percentage is small, consider that a CTS or ACK
packet is 14 bytes long, and the typical RTS/CTS threshold is 2,347 bytes. So, the RTS/CTS
handshake will only be used when the data length exceeds this amount. 14/2347 = 0.005965
or 0.5965% of the minimum data packet size. Therefore, the erasure decoding technique used
in conjunction with the block-based erasure decoding technique will be useful, as it recovers
approximately half of the packets that would be lost due to collision. Even at the highest data
rate, the technique could help mitigate DATA/Control Packet collisions, such as those that
occur in the masked node problem. However, in this scenario, the block-based modulation
format significantly outperforms the OFDM format, highlighting the penalty paid by the lack
of temporal correlation of the errors as discussed in Sect. 7.

9 Collision Localization to Combat Narrow-Band Interference in OFDM

Using the same model as in Sect. 7, but now let the interference ® be a Bluetooth signal. The
IFFT of the transmitted signal X is taken, and the received OFDM signal is now:

Yoiam = HF X +® +Z (19)
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Fig. 6 Packet success probabilities, 1% of packet corrupted, M = 64, rate 3/4 code

The received signal will be equalized, and the FFT will be taken.

YotdmgQ = FGHFX + ® + Z)
YotdmgQ = FGHF'X + FG® + FGZ
YotdmgQ = FGHF'X + FG® + Zq

The final, equalized version with interference present is:
YotameQ = X+ FG® + Z, (20)

Since the Bluetooth signal is narrowband, and the OFDM symbol is wideband, the Blue-
tooth signal will introduce burst errors into the received signal. The collision localization
outlined in Sect. 3 can be performed on the equalized signal YofamgqQ to locate these burst
errors.

The IEEE 802.11 a/g implementation uses 52 tones with 12 guardbands and a 64 point
FFT to cover a 20 MHz bandwidth, resulting in each OFDM tone occupying 0.3125 MHz. A
Bluetooth signal occupies 1 MHz [21], and therefore, a Bluetooth interferer affects approx-
imately three adjacent tones of the OFDM symbol. A Bluetooth signal hops 1,600 time per
second, occupying 625 s If an OFDM packet is 1,000 bytes long and transmitted at 54 Mb/s,
the packet duration would be approximately 150 ps [22]. We may therefore assume that the
Bluetooth tone does not hop during the OFDM packet. We assume that several OFDM sym-
bols are transmitted in succession with the number of OFDM symbols being Nygim. The
Bluetooth interferer will affect three tones per OFDM symbol. By applying matrix interleav-
ing to the received OFDM packet, the symbols can be rearranged so that like tones of each
symbol are placed adjacent to each other. For example, if the OFDM symbol contained four
tones f1 through f4 and Nofgm = 3, the received OFDM packet would have the following
structure:

Rx = [f1, f2, f3, fa, f1. 2, f3. fa, f1. f2, S, f4]

@ Springer



Collision Localization for IEEE 802.11 Wireless LANs 59

After interleaving, the received packet would now be:

innt = [.fl’ .f15 fls f23 f23 f2s f37 f37 .f3» .f45 f45 f4]

By rearranging the received packet, all the errors introduced by the Bluetooth interference
will be adjacent, and the collision localization algorithm can be used. As discussed in [17],
that by using the collision localization algorithm to provide erasures to a Viterbi decoder can
significantly improve performance. To verify that this technique is applicable to narrowband
interference into OFDM, we simulated a link with a modulation order of M = 16 and a
rate 1/2 code. The OFDM format was as in the IEEE 802.11 a/g standard, with a 64 point
FFT, 12 guard bands, and a 16 symbol cyclic prefix. We introduced a narrow-band interferer
that corrupted exactly three tones of each OFDM symbol, with a signal to interference ratio
(SIR) of 0dB, for equal power signal and interference. We assume that phase and frequency
synchronization have been performed, and that the interference is in phase with the desired
signal. To begin, we assume that the channel has been perfectly equalized, and that the Blue-
tooth interference did not affect the equalization process. The effects of equalization are
examined in Sect. 10.

The OFDM packets consisted of 20 OFDM symbols, and we performed 5,000 iterations
of the simulation, varying the Signal to Noise Ratio (SNR) from 6 to 20 dB. We used two ver-
sions of the collision localization algorithm. Since we know that the interference will cause
exactly 3 out of 52 bands to be corrupted, we modify the collision localization algorithm by
setting Pr[collision] = 3/52 and Pr[no collision] = 49/52. The likelihood ratio test then
becomes

.. mocollision Pr[no collision] 49
Pyjlnc(yjlno collision) s =

QS — (21)
collision  Pr[collision] 3

The algorithm can be further optimized for speed by noting that the width of the interfer-
ence is known. Because the received signal has been interleaved so that all corrupted tones
are adjacent, then the width of the error burst will be 3 % Nofgm. By using this information,
we can bypass the correlation and linear fit stages of the collision localization algorithm
for substantial computational improvement. In Fig. 7, the BER vs SNR results are plotted.
Note that without the erasure correction, the convolutional code is unable to compensate for
the Bluetooth interference. The normal and optimized version of the collision localization
algorithm effectively cancel out the Bluetooth interference completely, with the optimized
version performing slightly better.

10 Bluetooth Cancelation with Equalization

Finally, as the OFDM packet has likely been subjected to an equalizer to compensate for a
multipath channel, we need to verify that the collision localization procedure works under
these circumstances. We remove the assumption that the signal has been perfectly equalized,
and instead train the equalizer with a training signal that has also been subjected to Blue-
tooth interference. Although the resulting equalizer will be distorted in the frequency bands
affected by the Bluetooth interference, the collision localization algorithm is not affected,
as it only looking for corrupted symbols. We verified the performance of this approach via
simulation.

Again, when evaluating the algorithm with multipath present, we find it more use-
ful to look at packet success rates. We compared three scenarios, the first with perfect
erasure location passed to the decoder. The second scenario is with erasures generated by the
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Fig. 7 BER vs. SNR with bluetooth interference in OFDM
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Fig. 8 BER vs. SNR with bluetooth interference in OFDM

collision localization algorithm. The final scenario is with no erasure information provided
to the decoder. First, we simulated with M = 16, and a code rate of 1/2, corresponding to a
the 24 Mbs data rate. The multipath channel has two taps with average gains of 0 and —5dB,
and their values were drawn quasi-statically from a Rayleigh distribution. The assumption
is therefore that the multipath channel remains static for the duration of the packet. The taps
were located at 0 and 7's, where T’ is the symbol time. As shown in Fig. 8, we see that as
the SNR increases, without the erasure decoding technique, only 80% of the packets are
successfully decoded. However, with the erasure decoding technique, 100% of the packets
are decoded without errors.
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Packet success rate with Bluetooth interference present, M = 64, code rate = 2/3
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Fig. 9 BER vs. SNR with bluetooth interference in OFDM

Next, we simulated the 48 Mbs data rate present in the 802.11 a/b standard, which has a
modulation rate of M = 64, and a code rate of 2/3. The results of this simulation are shown
in Fig. 9.

We see that in this case, both the perfect and generated erasures allow for recovery of the
packet up to 70% of the time when the SNR is above 30dB. However, without the erasure
information, the packet recovery rate 0 at all SNR.

We found in general these result to be consistent over the entire range of data rates in the
802.11 a/g standard. Specifically, when the code rate is 1/2, the Viterbi decoder can cancel
interference some of the time, but performs better with the erasure information. When the
code rate is 2/3, the viterbi decoder is not capable of canceling out the Bluetooth interference
without side information. Finally, when the code rate is 3/4, such as in for the highest rate
of 56 Mbs, cancellation of Bluetooth interference is not possible, even with perfect erasure
information.

11 Conclusion

In this paper, we examined the collision localization algorithm derived in [16] in typical wire-
less LAN scenarios. We expanded the physical layer model in [16] to include the presence
of a multipath channel. We saw that multipath channels adversely affect the performance
of the collision localization algorithm, just as they affect the bit error rate performance of
a wireless link. We discovered that when the wireless channel is good enough to commu-
nicate through reliably, locating a collision within a packet is possible. We also examined
collision localization in conjunction with the IEEE 802.11 a/b/g wireless LAN physical layer
standards. We found that in general, collision localization is fully compatible with these stan-
dards. However, we did identify that the OFDM modulation technique in the IEEE 802.11 a/g
standard degrades the performance of collision localization slightly. We identified an alter-
native to OFDM that would help resolve the performance issue without sacrificing any of the
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equalization benefit inherent to 802.11 a/g. We examined the performance of the collision
localization algorithm in conjunction with multipath channels, and the 802.11 a/g standards
by simulation techniques. We then examine a potential application of collision localization.
We see that the highly time correlated errors introduced by a collision can be canceled out
in many situations by utilizing the collision localization algorithm in conjunction with error
control codes and erasure decoding. We examined how often a perfect packet was able to be
recovered in the presence of interference. We saw that when the noise level was low, very
often the entire packet could be recovered, and when the noise level was high, the packet was
completely corrupted by noise. As wireless networks become increasingly dense, collisions
will become a greater problem. We have shown that much can be done at the physical layer
to resolve what is generally considered to be a MAC layer problem. As we have shown in
Sect. 8, the collision localization and erasure decoding technique improves the probabil-
ity that a packet is correctly decoded in the presence of interference. This can be viewed as
increasing the chance that the capture effect has occurred. Therefore, motivated by the results
in [5], which indicate that throughput increases as capture probability increases, the collision
localization technique has the potential to significantly increase network throughput. Future
work will include validating the collision model using collided packets from a real network,
and implementing the algorithm in hardware. Finally, the effect on throughput and delay of
collision localization in conjunction with erasure decoding needs to be thoroughly examined.
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