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Abstract
The cooperation between the nodes is one of the potential factor for successful routing in mobile ad hoc networks. The non-

cooperative behaviour of the node disturbs the routing as well as degrades network performances. The non-cooperativeness

is due to the resource constraint characteristics of a mobile node. The battery energy is an important constraint of a node

because it exhausts after some period. On the other side, the mobility of nodes also affects routing performances. Hence,

this work concentrates on evaluating cooperation of a node by probing future node energy and mobility. This paper

proposes a futuristic cooperation evaluation model (FUCEM) for evaluating node reliability and link stability to establish

effective routing. The FUCEM model examines influencing factors of cooperation and state transition of nodes using

Markov process. Node reliability and link stability manipulated through the Markov process. The Markov process helps in

fixing the upper and lower bounds of the cooperation and calculates the cooperation factor. The NS2 simulator simulates

the proposed work and evaluates performance results with different scenarios. The result indicates that the proposed

FUCEM has 13–21% higher packet delivery ratio than other algorithms. The remaining energy of the nodes increases to

6–7% as compared with the existing algorithms in a higher mobility scenario. Further, it significantly improves the results

of routing overhead and average end-to-end delay than the existing models.

Keywords Futuristic cooperation evaluation � MANET � Energy-based routing � Reliability � Markov process �
ARIMA

1 Introduction

In MANETs, routing is the major network operation to

establish communication among mobile nodes. The

MANET has the characteristics of non-centralized,

dynamic network topology, dynamic mobility, and limited

resources [1]. Battery energy is one of the main resource

constraints of a mobile node in MANET. In many cases,

the battery energy of a node exhausts after routing path

discovery. It results in unsuccessful or partial packet

delivery. Energy limitation of a node makes the routing as

a challenging task. The dynamic behaviour of a mobile

node produces link stability issues in the network; since it

does not has any central administration in the network. The

rapid mobility of node produces packet loss and reduces

the network lifetime due to link breakage of the routing

path. Likewise, the state transitions of a node from the

cooperative to selfish radically affect the reliability of the

network [2]. The network has the vulnerability to malicious

attacks, communication link faults, and other environ-

mental influences. These things affect the neighbour node

cooperation as well as the routing of the network.

In the recent decade, many researchers have devoted

their research work to analyse the cooperation level of a

mobile node in different scenarios. The connectivity

between the source and the destination depends on the

degree of neighbour node cooperation. The non-coopera-

tive node does not participate in the routing to preserve its

energy. Whenever the non-cooperative node receives the
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route-discovery request packet, it accepts and replies by the

response packet; but it does not actively forward the data

packets while routing. Thus, the partial cooperation or the

non-cooperation of a node results in unsuccessful packet

delivery in the network. Several existing research work

intends to encourage the cooperation of a node by game

theory or assigning reputation values or rewards for the

participation of nodes in the routing. Various existing

research articles concentrate on detecting, preventing the

intrusions, attacks, selfish activity, and mitigating selfish

nodes. To the best of our knowledge, none of the research

work focuses on the state transitions of a mobile node from

cooperative to the non-cooperative state for assessing

active nodes to participate in the routing. Many of the

works are related to determining the familiar performance

metrics or the shortest path; thereby not concentrating on

strengthening the routing discovery process by the node’s

resources such as energy/speed. In this paper, the proposed

model evaluates the degree of cooperation of a node based

on its residual energy, energy-draining rate, and mobility-

speed. Thus, this model considers the speed and energy of

intermediate nodes to offer reliable route discovery. The

proposed semi-Markov process evaluates co-operative,

partial, and non-cooperative state-transitions of the mobile

node. To improve the routing, the significant contribution

and advantages of the proposed FUCEM are as follows:

• The proposed FUCEM investigates the node reliability

based on the residual energy of the node. It analyses the

speed and topology of the mobile nodes to determine an

efficient routing path and to facilitate resource-based

routing.

• Further, it evaluates the futuristic cooperation states of

the node using semi-Markov process.

• The FUCEM explores both energy and mobility metrics

together to design an effective cooperative routing

protocol in MANET.

• It has the advantage of reducing the frequency of

routing path discovery (due to lower mobility nodes)

and thus reduces routing overhead.

• The proposed FUCEM emphases to overcome the

limitations of the existing literature by incorporating

both energy and mobility factor of the node. It

facilitates the reliable and stable cooperative routing

using the auto-regressive integrated moving average

(ARIMA) model.

The remaining of the paper organized as follows. Sec-

tion 2 briefly discusses the cooperation issues and solutions

from various literature in MANET. Section 3 describes the

proposed futuristic cooperation evaluation model and state

transitions of the node. Section 4 presents the influences of

FUCEM in node cooperation and evaluates the simulation

results. Moreover, it presents the performance analysis of

different scenarios with node reliability and link stability

factors. Finally, Sect. 5 concludes the paper with future

enhancements of this research.

2 Related works

This section discusses the recent literary works dealing

with various developments of cooperative routing in

MANETs. Existing work contributes to design routing

methodologies, cooperation stimulation approaches—trust,

reputation, acknowledgement methods, or Quality of Ser-

vice (QoS) issues, mitigating routing attacks—malicious or

selfish attacks. In this paper, we study research works

related to resource-constraint issues in ad hoc networks and

designing routing protocols based on the influencing fac-

tors such as energy, mobility, and trust values.

Shivasankar et al. [3] proposed an efficient power-aware

routing (EPAR) to solve the energy efficiency problems of

individual nodes. It adopts min–max formation to transmit

the packet and handles the high mobility nodes in the

dynamic topology. However, this paper considers only link

breakages due to the energy of a node. This paper does not

concentrate on the external malicious attack and security

concerns of the network. It makes the mobile node as

anonymous. To increase the lifetime of the network Rashid

et al. [4] presented mobility and energy-aware routing. It

selects higher residual energy and lower mobility nodes for

routing. It makes the node to survive a longer period for the

successful routing. It should consider the rate of energy

consumption for the efficient node selection for routing.

However, this paper does not evaluate the performance

against the various speed of node; and does not discuss the

mobility parameters.

Further, Samundiswary [5] developed a trust-based

energy-aware reactive routing protocol for wireless sensor

networks (WSNs). It advertises trust value along with the

route reply packet. Based on the route trust and node trust

the source node computes the advertised and observed trust

value. Although, this paper does not address performance

metrics-routing overhead, the energy consumption of each

node, and end-to-end delay. Again, trust-based energy-

aware routing protocol proposed by the authors Push-

palatha et al. [6]. It selects the routing node based on higher

trust and maximum residual energy with a reliability

parameter. The source-node only selects the nodes with

higher reliability value. However, it does not evaluate

mobility, scalability factors, performance metrics, and does

not compare with other related routing models. Sengathir

and Manoharan [7] had proposed a futuristic trust coeffi-

cient based semi-Model prediction model to assess the

network survivability over the selfish activity. It adopts the

non-birth-death process. However, this article does not
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study the influence of rapid mobility of the node, which

severely affects the cooperation of nodes; also, this paper

does not evaluate partial co-operating factor of a node.

Fuzzy logic prediction adopted by Jayalakshmi and

Razak [8] to enhance the security and protect from vul-

nerabilities. It considers higher trust and residual power

values to develop dynamic source routing (DSR) integrated

trust based power-aware DSR (FTP-DSR) routing protocol.

Each node calculates its trust value using routing history,

weights of forwarding ratio, similarity factor, trust record

list, and time-ageing factor. However, this work does not

analyse false positive and negative to assess trust and

energy values. To solve the broadcast storm problems and

to reduce the contention, redundancy, collision problems

the mobility and load-aware routing (MLR) presented in

[9]. The MLR intends to restrict the flooding and

rebroadcasting messages. Instead, the basic ad hoc on-de-

mand distance vector (AODV) protocol, the MLR

scheme should compare with another algorithm. This paper

does not analyse the energy and scalability of the nodes.

The link stability and energy-aware routing (LEAR) pro-

tocol [10] presents an effort to save energy and path

duration using multi-objective integer linear programming

optimal model. The greedy bi-objective integer program-

ming adopted to estimate the feasible solution. It assesses

the link stability, energy, and traffic load for the develop-

ment of LEAR protocol. However, LEAR does not focus

on the mobility of nodes. To isolate selfish nodes

Manoharan and Sengathir [11] proposed an Erlang coeffi-

cient based conditional probabilistic model for MANET.

Genuineness and non-cooperative factors decide to isolate

the selfish nodes. The Erlang distribution estimates the

failure rate of the routing path using independent expo-

nential random variables. However, this work does not

evaluate false positives/negatives.

The article [12] studies the Degree of Trust (DoT),

energy level, and connectivity to develop an adaptive fuzzy

DoT threshold routing algorithm (AFTRA). It discovers the

shortest routing path and excludes malicious or selfish

nodes. It takes nodes in-out ratio for packet forwarding and

previous forwarding history for the calculation of DoT.

Nonetheless, the trust evaluation does not deliberate this

paper. The paper [13] presents a heuristic method for

routing using the minimal battery and transmission power

of the node. The power and mobility aware protocol aims

to restrict the control packet flooding and link breakages

due to the mobility of the node. It assumes each node

consists of a global positioning system (GPS) or some other

location-aware technique.

The article [14] presents the MQ-Routing to improve the

lifetime of the battery in the dynamic network topology.

The proactive MQ-Routing evaluates path availability,

topology changes, and then modifies the Q-routing

reinforcement-learning algorithm. In [15], artificial neural

network (ANN) adopted to predict the delay of packet

delivery in MANET. It develops the generalized regression

neural network (GRNN) for the familiar on-demand rout-

ing protocols. The training process assesses the parameters

such as path length and an average number of neighbour

nodes. The actual and predicted delay confirms the ANN–

GRNN algorithm performs better than the radial basis

function (RBF) model. Nevertheless, it does not examine

the suitability of the GRNN in dynamic environments.

The article [16] reduces the air interference between the

radio signals of the node using mobility prediction in

MANET. It designs the mobility models by assessing the

past location and mobility patterns of nodes. The ANN-

feedback forward algorithm, Jorder, Elman, and hierar-

chical Elman network trains this work. The theoretical

analysis displays that the Elman network has better results

in the location prediction than the conventional methods.

However, it does not implement/analyses of the proposed

work. In [17] link-stability prediction technique had pre-

sented based on signal strength. This work modifies the

conventional AODV protocol for the implementation. It

accounts for the changes of radio signal strength for the

link stability and mobility prediction. It compares the

performance results only with the conventional AODV

protocol. It should compare with existing advanced ver-

sions of AODV and other on-demand routing protocols.

This paper misses the analyses with different existing

algorithms. The article [18] applies the Markov renewal

process (MRP) to predict the link availability and link-state

behaviour using sojourn time distribution. It analyses the

prediction results for three pair of nodes using the Markov

chain and MRP. The results depict that the MRP produces

higher prediction accuracy than the Markov chain. How-

ever, it does not address the overheads incurred in the

predictions; also, it lacks in the implementation of the

proposed work in the mobile ad hoc environment.

The work in [19] predicts the mobility pattern and future

location of nodes using the eye of coverage approach in the

MANET. The simulation results depict that the predicted

future location and actual mobility patterns are similar, but

it does not analyse the performance metrics. The [20]

predicts the availability of resources such as energy, buffer-

space, and bandwidth for resource-based QoS routing in

MANETs. It adopts the wavelet neural network (WNN) for

the future resource prediction. However, it does not address

the overheads of predictions as well as it does not compares

the proposed work with the conventional methods.

The article [21] had proposed new AODV (NAODV)

protocol to determine the optimal routing path based on the

energy level of the nodes in MANET. The proposed

methodology is not clear and has higher control overhead

than AODV and DSR. A fault-tolerant topology control
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using ant colony optimization (ACO) and neural network

(SwarmFTCP) proposed in [22]. The SwarmFTCP aims to

forecast the mobility patterns of the nodes for the clinical

care data transmission. It states that the mobility prediction

model determines the routes based on minimum interfer-

ence and transmission power. However, it does not indi-

cate/examine the cost of predictions. Lai and Liu [23] had

proposed safe-time technique to minimize the overheads of

shared data in the mobile peer to peer networks. This

method had intended to improve the data dissemination

rate by considering the neighbour node’s location, speed,

network connectivity, and accessing frequency of the

shared data item. The authors had produced results with

minimized retransmissions and a reduced number of

redundant messages, accordingly decrease the overhead.

In [24] authors had developed the opportunistic routing

(OR) methodology instead of traditional routing process;

that is forwarding packets via the determined routing path.

In OR, the candidate nodes are selected for the next-hop

forwarding process through the transmission medium.

Authors had shown that the use of OR reduces delay and

overheads in routing. Wu et al. [25] had used the link

duration metric to evaluate the mobility effects of the

multihop mobile networks. They developed an analytical

model based relative speed, angles, velocities between the

two nodes, the distance of link, and node’s transmission

range. The results are evaluated with random waypoint,

random walk, and group movement models.

In this work [26] authors had proposed a lightweight

cluster-based routing model for the MANETs to minimize

unwanted load on the cluster-head by evaluating the node’s

degree and remaining power. Mitra et al. [27] were inten-

ded to develop a hierarchical proactive routing protocol for

the wireless sensor networks (WSN) with controlled

mobility. They had taken the hop counts and data genera-

tion rates of sensor nodes for the delay bound applications.

In [28], authors had proposed opportunistic routing proto-

col for the unmanned aerial vehicle (UAV) assisted WSN.

The proposed all neighbours opportunistic routing, for-

wards packets to all neighbours and highest velocity

opportunistic routing, forwards them to one neighbour with

the highest velocity. This work selects the route dynami-

cally on a pre-transmission basis. The authors in [29] had

presented an on-demand mobility and direction aware

AODV routing protocol. Based on the mobility and

direction for stable routing and to reduce the link break-

ages. It works as tree-based mobility-aware routing.

However, battery-energy effects are not concentrated in

these works.

3 The FUCEM model

This section presents the steps involved in the design and

development of the proposed FUCEM model for the

MANET. It discusses co-operation level and state transi-

tions of nodes over different states using semi-Markov

process. Further, it describes the methods for evaluating

node reliability and link stability.

The proposed FUCEM model works based on a semi-

Markov process. It evaluates the cooperation level of the

mobile node using the reliability factor. The semi-Markov

model is a more suitable model to design different states of

nodes in MANET. The semi-Markov process easily models

the features and properties of the mobile ad hoc nodes. It

has the feasibility to model the various behaviour of the

nodes as states. The semi-Markov model chosen for the

design of the FUCEM because the proposed work does not

consider the reverse transition of nodes. The proposed

model presents the forward transition of the nodes only.

The forwarding ability of a node classifies its coopera-

tion level into three categories: highly cooperative, par-

tially cooperative, and non-cooperative. The highly

cooperative nodes forward both control and data packets

without any deviation or dropping and actively participate

in the routing. The partial cooperative node has the

opportunity to drop the packets dynamically at any time

and does not actively participate in the routing. The non-

cooperative node does not forward any received data

packets, but it remains in the routing network. Thus, the

characteristics of partial/non-cooperation of nodes depend

on resource constraints, external malicious attack, heavy

load, higher mobility, or rapid draining energy level

[30, 31]. The FUCEM evaluates the co-operation level of a

node in MANET by the following strategies.

1. Modelling transition states using Markov process

2. Evaluation of state properties

3. Determination of node reliability based on energy

4. Estimation of link stability based on mobility

5. Manipulation of the FUCEM for reliable and stable co-

operative routing

3.1 Modelling transition states using Markov
process

The node transitions among different state depend on its

remaining energy, mobility, or bandwidth availability and

environmental constraints such as interference, attenuation,

fading etc. Let consider the transition states of a mobile

node as a stochastic process in MANET. A stochastic

process is a semi-Markov process where the numerical

value of the system (node) changes dynamically over time.
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Therefore, each node considered as a mathematical object

and their associated characteristics considered as a random

variable. Similarly, node characteristics such as energy and

mobility are changes dynamically over time in MANETs.

A stochastic process predicts the transition states of a node

using its present state and conditional probability distri-

bution. Such that, a semi-Markov process ‘Xt’ depends on

the past states and t C 0, (i.e. Xt: t C 0) where ‘t’ is the

random variable. Thus, semi-Markov chain (Xn) is a

sequence of the semi-Markov process which depends on

preceding behaviours such as {Xn-1, Xn-2, …, X0} for

predicting future behaviour. Similarly, it evaluates present

states of the node based on past behaviours of the node

(such as energy, mobility, and cooperative level). The

Markovian decision process (MDP) evaluates the transition

of the node.

3.2 Evaluation of state properties

The influencing factors causing the transition of node states

from H to P to N are determined using conditional prob-

ability distribution and semi-Markov process. The FUCEM

is a distributed mechanism for estimating reliability and

link stability of nodes. It calculates the energy values and

cooperation factors for each mobile node despite any

central node. The resulting cooperation factor quantifies the

impact of the node as the cooperation level. The Fig. 1

illustrates the state transition model based on node beha-

viours for evaluation of the node’s cooperation. Figure 1

depicts the three states of the transition of a node: highly

cooperative (H), partially cooperative (P), non-cooperative

(N) based on the semi-Markov process. This model does

not concentrate on the reverse transition that is non-coop-

erative into highly cooperative (N =[H) or partial coop-

erative (N =[ P), and (P =[H). The kHP, kHN, and kPN
state values designate the exact transition of states among

different cooperation level. The MDP evaluates the node

states and its transitions using the following properties.

1. C is the finite set of states defines the cooperation level

of a node, then the node in the MANET has majorly

three states (i.e.) C = {H, P, N}.

2. T is a finite set of transitions for states C H;P;Nf g,
thus T ¼ kHP; kHN ; kPNf g.

3. The state {H} has the transitions as H ¼ kHP; kHNf g
and the state {P} has the transition as P ¼ kPNf g.

4. Pr kHPð Þ is the probability that transition kHP in state

{H} at time ‘t’ will lead to state {P} at time t ? 1.

Pr kHPð Þ ¼ Prf Htþ1 ¼ PjHt ¼ H; kt ¼ kHPg

5. Pr kHNð Þ is the probability that transition kHN in state

{H} at time ‘t’ will lead to state {N} at time t ? 1.

Pr kHNð Þ ¼ Prf Htþ1 ¼ NjHt ¼ H; kt ¼ kHNg

6. Similarly, Pr kPNð Þ is the probability that transition kPN
in state {P} at time ‘t’ will lead to state {N} at time

t ? 1.

Pr kPNð Þ ¼ Prf Ptþ1 ¼ NjPt ¼ P; kt ¼ kPNg

The state N does not have any transitions in this scenario

because the node drains in this state. When the node’s

battery power is recharging, then the state N can have the

transition to states P or H, but this work does not focus on

it. Table 1 presents the parameters and symbol definitions

used in the work.

3.3 Determination of node reliability

The node reliability evaluated based on energy dissipation

of a node. The energy dissipation occurs during packet

transmission, reception and in overhearing activities. Let

consider the network as an undirected weighted graph

(G) with ‘V’ vertices (mobile nodes) and ‘E’ edges (wire-

less links). That is G = (V, E); mobile nodes are vertices

and edges connect the vertices. This work considers the

following key factors to determine the cooperation level of

a node. First, the residual energy of a node; it is the key

parameter to estimate the reliability of the node. Second,

the energy required to forward and receive the packets

from other nodes and finally, the draining rate of the energy

of a node. Meanwhile, these values estimate the lifetime of

the node. The Algorithm 1 gives the pseudo-code steps to

estimate the node reliability (k_R) of the node. First, to

calculate the reliability (k_R) of a mobile node, it computes

the residual energy (E_res) of the node; then if the E_res

value is greater than one then it computes the required

energy for transmission (E_transmit) and reception

(E_receive) of each packet (The packet which is intended

to forward or receive). Based on these values it estimates

the node reliability (k_R) value of the node.

H P N

λHP

λHN

λPN

Fig. 1 State transitions of the node
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The energy required to transmit (E_transmit) a packet

from source to destination is calculated using the following

equation, where the E t1 represents the energy required to

transmit one packet to the destination node. Similarly for

E t2 and ‘n’ represents the number of packets. ‘Np’ rep-

resents the total number of packets.

E transmit ¼ E t1 þ E t2 þ � � � þ E tn

Np

; ð1Þ

The Eq. (2) calculates the energy required to receive a

packet (E receive) from any node.

E receive ¼ E r1 þ E r2 þ � � � þ E rn

Np

; ð2Þ

Therefore, k R calculates the node reliability using

E transmit, E receive, E_o, and residual-energy (E_res)

values, where E_o is the energy dissipated due to over-

hearing. The k R as follows in (3)

k R ¼ E res

E resþ E transmit þ E receiveð Þ þ E o
: ð3Þ

The node reliability ðk RÞ value from Eq. (3) cate-

gorises the cooperativeness of each node in the routing path

as H or P or N. If the node reliability is greater than 0.5,

(i.e.) H ¼ k R[ 0:5 ð50%Þ then the node is classified as

highly cooperative (H). The transition of the state from H

to P occurs (kHP) if the k R value falls below 0.5

(i.e.)k R\0:5 as shown in Fig. 1. Similarly, it calculates

the other state transitions as follows. The node’s reliability

factor value falls in between the range of 0.5–0.2, then the

FUCEM categorises it as a partial cooperative (P) node i.e.

P ¼ 0:2\k R\0:5. In Fig. 1, the transition of the state

from P to N (kPN) occurs if the k R value goes further

below to 0.2 (i.e.)k R\0:2. Then it classifies the node as a

non-cooperative node (N). The node reliability (k R) value

falls below 0.2 (i.e.) k R\0:2 then the transition of the

state from H to N occurs (kHN) as illustrated in Fig. 1 [32].

3.4 Estimation of link stability

The mobility of node majorly affects the wireless con-

nectivity between other nodes. If a high-speed node des-

ignated for routing, then there is much possibility to occur

link breakages between the nodes frequently. Because,

Table 1 Nomenclature
Symbol Description

E_res Residual energy of a node

E_transmit The energy required for transmission of the packet

E_receive The energy required for reception of a packet

MSt The speed of mobility at time ‘t’

Np Total number of packets

k S Link stability

k R Node reliability

H Highly cooperative node

P

N

Partial cooperative node

Non-cooperative node

kHP The transition from highly cooperative node to partial cooperative node

kPN The transition from partial cooperative node to non-cooperative node

kHN The transition from highly cooperative node to non-cooperative node
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when the routing in progress, the high-speed node may

move beyond the source coverage area. Therefore, it is

necessary to exclude a high-speed node from participating

in the route discovery or routing process. It makes the

necessity of finding a more stable node. The lower mobility

nodes could reduce frequent link breakages due to rapid

mobility and thus reduces routing overhead. This paper

proposes the link stability factor to discover low mobile

and stable nodes. The proposed work considers the scalar

(speed) mobility value of the node. This work does not

consider the mobility direction (velocity) and relative

velocity of the node. The ARIMA model incorporated for

the determination of the futuristic mobility speed of nodes

in MANET. ARIMA model has three tuples as (p, d, q);

where ‘p’ represents the number of time lags; ‘d’ indicates

the number of times the data (speed) has been subtracted

from past values; ‘q’ denotes the order of moving average

method. Let consider a time series of data ‘SVt; t[ 0’,

then the Eq. (4) gives the ARIMAðp; d; qÞ model as follows

[30, 33]

SVt � a1SVt�1 � a2SVt�2 � � � � � ap0SVt�p0 ¼ et þ h1et�1

þ h2et�2 þ � � � þ hqet�q

ði:e:Þ SVt 1�
Xp0

i¼1

aiT
i

 !
¼ et 1þ

Xq

i¼1

hiT
i

 !

ð4Þ

where SVt denotes several speed values in a time series; ai
is the autoregressive part (i.e.) the subtraction of previous

speed values of a mobile node; Ti is the number of time lag

operations; et is the error factor, it is assumed as a dis-

tributed independent sample value with a normal distribu-

tion and zero mean; hi is the moving average term of speed

values. A factor of ð1� TÞ with multiplicity ‘d’ is a unit

root, which is assumed with the polynomial 1�
Pp0

i¼1

aiTi

 !

and p assumed as a polynomial factor of p0 � d [30, 33]. It

results as follows

1�
Xp0

i¼1

aiT
i

 !
¼ ð1� TÞd 1�

Xp0�d

i¼1

uiT
i

 !

These will formulate the ARIMA (p, d, q) model with

the drift rate ‘d’ and the final model is modified as (5),

SVt 1�
Xp

i¼1

uiT
i

 !
ð1� TÞd ¼ dþ et 1þ

Xq

i¼1

hiT
i

 !
:

ð5Þ

The Eq. (5) calculates and models, the futuristic speed

value of a mobile node as a link stability metric of the

FUCEM model. For example, to estimate the link stability

(k S) let consider the MANET as the weighted undirected

graph and the nodes are assigned with certain weights

(speed) as 1–50 m/s. The FUCEM model calculates the

link stability ðk SÞ of a node based on the speed of the

nodes in different sessions. Let consider ‘T’ as the maxi-

mum time and as a disjoint set with the ‘n’ different time

value of ‘t’ likewise given in the Eq. (6) and Ns is the

number of speed samples. The ‘n’ should be less than the

simulation time. Then, the Eq. (7) gives the link stability

(k S) of a node [30, 33].

T ¼ t1; t2; t3. . .; tnf g; n� T ð6Þ

k S ¼ MSt1 þMSt2 þMSt3 þ � � � þMStn

Ns
; tn � 1; n� T

ði:e:Þ k S ¼
Xn

tn¼1

MStn

Ns

:

ð7Þ

The Eqs. (5) and (7) drives the link stability (k SÞ of a
node using the ARIMA model [34]. The Algorithm 2,

provides the pseudo code steps to estimate the link stability

(k S) of a node. The link stability is estimated by (1)

computing the futuristic speed values of each mobile node

(MS) at different time session (T) using ARIMA. (2) If the

MS value is less than 30, then it computes the link stability

ðk SÞ value of the node. (3) In certain situation, all node’s

MS value is greater than 30 then the node with the lowest

MS value ranging from 30 to 40 is selected for the k S

computation. (4) In extreme case, when all node’s MS

value is above 40, then the lowest MS value among the

node will be taken for the k S computation.

The k S value classifies the nodes as normal mobility

node or rapid mobility node. For example, let consider the

threshold speed of a node as 30 m/s. Henceforth, FUCEM

model considers a node as highly cooperative (H) node, if

it has the k_S value of less than 30 m/s (k_S B 30). The

MS value of the node is between 30 and 40 then the node is

considered as partial cooperative (P) and nodes with above

40 MS are considered as non-cooperative (N). In case MS

value of all nodes is larger than 30 m/s then the FUCEM

considers all nodes as high mobility nodes. Subsequently, it

selects the lowest mobile node among these mobile nodes
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for routing from source to destination with the shortest

path.

3.5 Manipulation of the FUCEM model

The FUCEM model formulated based on the residual

energy and mobility speed using semi-Markov process.

The derivation (3) and (7) gives the calculation for quan-

tifying a node as highly/partial/non-cooperative node based

on node reliability and link stability factors. It supports the

FUCEM to perform the routing. The FUCEM model dis-

covers the nodes to perform reliable routing based on the

following criteria. (1) It should be highly cooperative that

is reliability (k R) of the node is greater than 50 and link

stability ðk SÞ is less than 30 (i.e.k R[ 50 and k S� 30).

(2) If the first criteria fail, it goes to the second criteria that

is 20\k R\50 and 30\k S\40. Table 2 illustrates the

assumption of the FUCEM for evaluating the node as

highly cooperative (H), partially cooperative (P), and non-

cooperative (N). Figure 2 shows the state transitions of the

mobile node based on link stability and node reliability to

evaluate the highly cooperative condition.

In Fig. 2, a node is in an idle state and intends to receive

a packet to transmit to the destination. Then, based on the

semi-Markov process it evaluates k_R and k_S values to

decide whether it has sufficient energy and moderate

mobility to forward the packet to the destination. When the

k_R and k_S values of the node satisfy the FUCEM con-

ditions then it considers the corresponding node as the

highly cooperative node. The state of the node changes into

active-state from idle-state, whenever the node successfully

receives the packet to transmit to the destination. Subse-

quently, the packet transmission occurs through the highly

cooperative node. Whenever the node does not satisfy k_R
and k_S conditions of FUCEM, then the node turns back to

the idle state. Thus, it does not a highly cooperative node.

4 Simulation and performance analysis

This section explains the simulation environment, simula-

tion parameters, energy parameters, and simulation sce-

narios of the proposed FUCEM in mobile ad hoc networks.

4.1 Simulation environment

The following computer environment implements the

proposed work: Intel Core i3 processor with 2.40 GHz,

3 GB of RAM memory, and Ubuntu-12.4 version 64-bit as

the operating system. The proposed work constructs the

mobile ad hoc network to implement the FUCEM and to

experiment a different set of scenarios. As per the char-

acteristics of MANET that is without any pre-existing

infrastructure, the following simulation environment

develops the routing protocol by incorporating the FUCEM

features and properties of the proposed work. The simu-

lation model constructs randomly placed 50 nodes in a

1000 9 1000 m2 area with the dynamic network topology.

Each node in the network has a radio propagation range of

150 m with the Omni-directional antenna and the channel

capacity is two Mbps. The Random Waypoint (RWP)

mobility model provides the movement to the nodes in the

network. The nodes in the RWP model move from one

waypoint to another waypoint in a zigzag line. The

Table 2 Cooperation evaluation

Parameter k R (%) k S (m/s)

Highly cooperative (H) � 50 � 30

Partially cooperative (P) 20\k R\50 30\k S\40

Non-cooperative (N) \20 [ 40

Transmit

Packet

,

Idle

Receive
Evaluate

Yes

No

Fig. 2 Flow of transition states of node in FUCEM
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waypoints distributed uniformly over the simulation area.

The mobile nodes move randomly based on a given max-

imum/minimum speed, direction, and destination parame-

ters. The positive minimum speed has been set to avoid

speed decay [35].

The nodes start moving to the destination waypoint by

pausing a few seconds in the beginning. After reaching the

destination, the node again pauses a few seconds and then

selects a new destination waypoint and moves towards the

waypoint. Similarly, the node movement process continues

until the end of the simulation. The mobility scenario

generation and analysis tool, BonnMotion [36] generates

the movements to the RWP model. The node moves

according to the RWP Model with varying speed from zero

to 50; the BonnMotion tool assigns its movements ran-

domly. The speed limits of the nodes are set to 0 m/s as

minimum speed and 50 m/s as maximum speed; the pause

time is 100 s for all of the experiments presented in the

paper. The maximum simulation time is 100 s for the

experiments. The motion of the node starts at the pause

time 0 s and the node becomes stationary at pause time of

100 s. Constant bit rate (CBR) gives the network traffic for

the proposed model with the packet size of 128–1024

bytes. It generates the network traffic for ten sets of random

source-destination pairs at the interval of 10 s for all sce-

narios. The proposed work analyses its performances at

various intervals and with an increasing number of nodes.

The FUCEM evaluates the cooperative performance of the

nodes at the speed 10, 20, 30, 40, 50 m/s and the number of

nodes at 10, 20, 30, 40, 50.

4.2 Simulation of the FUCEM model

In the phase, the network simulator (NS-2.35) tool [37]

simulates the proposed FUCEM model in MANET. The

medium access and network layer of the ns2.35 simulator

comprise the proposed procedures and schemes. In the

beginning, the AODV routing protocol discovers the

routing path (nodes). After that, based on the futuristic

availability of the resources the proposed FUCEM predicts

the routing nodes and periodically updates the routing path.

Table 3 presents the simulation parameters and simulation

environment for different experiments. Table 4 sum-

marises the energy model parameters and values adopted

for the proposed research work. The tool command lan-

guage (TCL) configures the energy values in the simulation

script. The proposed equations such as 1, 2, 3, 5 and 7

derive, develops, and interferes with the NS2 modules

using the C?? language, Otcl scripts, and TCL script for

the implementation of the reliability and link stability

algorithms. It takes input values from the node’s routing

table and routing history. The AWK [38] script processes

the output trace files. The AWK script converts the traces

into the required format.

Let consider the prediction of the future speed values of

a node as a nonlinear autoregressive problem. As men-

tioned earlier, this work adopts the ARIMA model to

predict the future speed values of the node using the time-

series tool [39]. It predicts the series ‘x(t)’ given ‘d’ past

values of ‘x(t)’. It takes the speed values of 110–130

timestamps of the node as the target time series (input) for

the ARIMA prediction process. It takes the data matrix

(timestamp 9 speed) and randomly divides it into two data

matrices for training and testing. The training dataset reg-

ulates the network according to its error. The testing

dataset independently measures network performance

during and after the training [15]. The ARIMA process

evaluates the speed prediction model by varying the

number of delays and channels.

Thus, the ARIMA defines the problem as xðtÞ ¼ f ðxðt �
1Þ; xðt � 2Þ; . . .; xðt � 5ÞÞ: ARIMA trains the given dataset

and stops the training when the mean square error (MSE)

increases [15]. It examines approximately 10 models such

as (1, 1, 2), (1, 2, 1), (1, 2, 2), (2, 1, 1), (2, 1, 2), (2, 2, 1), (2,

3, 2), (2, 3, 3), (3, 2, 2), and (3, 2, 3) for the prediction as

illustrated in Table 5. In Table 5 the lowest Akaike infor-

mation criterion (AIC), Bayesian information criterionTable 3 Simulation parameters

S. No. Specifications Value

1. Number of nodes 0–50

2. Area size 1000 m 9 1000 m

3. Packet size 128–1024 bytes

4. MAC Wireless LAN (802.11)

5. Traffic source Constant bit rate (CBR)

6. Transmission range 150 m

7. Queue type Inter face queue (IFQ)

8. Antenna type Omni-directional antenna

9. Channel capacity 2 Mbps

Table 4 Energy model parameters

S. No. Specifications Value

1. Initial energy (Eres) 1000 J

2. Transmission power (Et) 1.0 W

3. Receiving power (Er) 1.0 W

4. Idle power 0.1 W

5. Sleep power 0.05 W

6. Transition time 0.001 s
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(BIC), and correlated AIC (AICc) values correspond to

stationary values of the dataset. Table 5 highlights the

lowest model that is (2, 2, 1) model with the boldface. The

stationary model’s (2, 2, 1) corresponding auto-correlation

function (ACF) and partial ACF (PACF) values are given

in Fig. 3. The confidence interval for the (2, 2, 1) is 95%;

such that most of the dataset falls under the confidence

level.

The AIC, BIC, AICc, ACF, and PACF calculation gives

the stationary and reliable quality dataset for future speed

prediction. Figure 4 depicts the predicted speed values

using ARIMA (based on the highlighted (2, 2, 1) dataset

depicted in Table 5) in comparison with RWP observed

speed values in a time-series. Here, it takes the first 100 s

of RWP mobility dataset for training using ARIMA; it also

considers the next 100 s of RWP dataset as the target

mobility dataset to compare with the ARIMA predictions

and Fig. 4 illustrates this scenario. It clearly depicts that the

ARIMA predictions are almost matches with the target

dataset. Table 6 gives the error metrics such as MSE, root

MSE (RMSE), mean absolute error (MAE), mean absolute

relative error (MARE), and root mean square relative error

(RMSRE) of the ARIMA predictions.

Packet format of the FUCEM:

Table 7 represents the packet format of the proposed

FUCEM. The source and destination node ID are the first two fields and carry 2 bytes each. The next field is the hop

count; it lists the number of nodes connected to the par-

ticular node within its transmission range. It has 1 byte.

The fourth field is the Data Forwarding Status (DFS); it

occupies 4 bytes. We added two fields that are a fifth and

sixth field to represent the k_R and k_S values of the

FUCEM. The Fifth field (k_R) carries information about

node reliability values. The sixth field (k_S) has the values
of link stability. Each mobile node has to carry these two

fields with k_R and k_S values for the discovery of higher

cooperative mobile nodes for routing. The last filed is the

default frame check sequence (FCS); it carries the error

correction and detection values [16].

4.3 Performance evaluation

The different simulation scenarios analyse the proposed

FUCEM algorithm and compare its performance results

with MLR [9], AFTRA [12], FTP-DSR [8], TQR [40],

Table 5 ARIMA based mobility prediction models

(p, d, q) (1, 1, 2) (1, 2, 1) (1, 2, 2) (2, 1, 1) (2, 1, 2) (2, 2, 1) (2, 3, 2) (2, 3, 3) (3, 2, 2) (3, 2, 3)

AIC 368.309 141.874 147.713 145.591 263.230 132.6334 179.7634 145.5931 151.0383 200.916

BIC 370.627 144.545 149.494 148.262 265.011 135.3045 181.5441 148.2642 152.819 202.697

AICc 370.309 143.588 148.513 147.305 264.030 134.3477 180.5634 147.3074 151.8383 201.716

Fig. 3 ACF and PACF of model (2, 2, 1)
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Fig. 4 Predicted speed by ARIMA versus RWP observed speed

Table 6 Performance metrics
MSE 1.4117

RMSE 1.1882

MAE 0.3994

MARE 0.0324

RMSRE 0.1224

Table 7 Packet format

Source ID Destination ID Hop count DFS k_R k_S FCS

4182 Wireless Networks (2020) 26:4173–4188

123



Conditional Max-Min Battery Capacity Routing

(CMMBCR) [41], TDSR [42], DSR, and AODV algo-

rithms. The proposed work is similar to the works pre-

sented in [8, 9, 12, 40–42] algorithms. Thus, this work

chooses AFTRA, FTP-DSR, TQR, CMMBCR, TDSR,

DSR, AODV, and MLR algorithms for the comparison of

the proposed results. The MLR algorithm deals with the

mobility aware routing using MDP. Hence, the FUCEM

chooses MLR to compare and analyse the speed prediction

results of FUCEM by changing the speed (m/s) values.

Figure 5 depicts the performance results of FUCEM, MLR,

TQR, and AODV algorithms. It shows that the results of

different metrics by varying node speed. The AFTRA

algorithm presents an energy-aware routing using fuzzy

logic. It analyses the energy metrics for routing in

resource-constraint environments. Thus, the node reliabil-

ity (energy) results of the FUCEM model compares with

the AFTRA results. Figure 6 illustrates the comparison

results of these two algorithms by varying the number of

nodes. The proposed FUCEM analyses the performance

metrics such as average energy consumption, packet

delivery ratio (PDR), routing overhead (RO) and average

end-to-end delay in comparison with CMMBCR, AFTRA,

TDSR, DSR and AODV [12] algorithms.

4.3.1 Performance metrics versus varying node speed

In this scenario, the number of nodes is 50 and the maxi-

mum speed increases by 10 m/s regularly for every 20 s as

10, 20, 30, 40, 50 m/s from the start of simulation time as

shown in Fig. 5. It illustrates the average remaining energy

of nodes over different mobility speeds. It depicts the

node’s remaining energy behaviours for the FUCEM,

MLR, TQR, and AODV algorithm with the speed values

10, 20, 30, 40, 50 m/s. It observes the changes in the

energy of the nodes as joules (J). In the Fig. 5a, when the

node speed increases then the FUCEM, MLR, TQR, and

AODV algorithms gradually increases the average energy

consumption of nodes. However, the FUCEM has higher

remaining energy as compared with the MLR algorithm.

The link stability (k_S) and reliability (k_R) factors dis-

cover the lower mobility and higher energy nodes; thus, the

proposed FUCEM has lower energy consumption as com-

pared with MLR.

At the node speed 10 m/s, the remaining energy of the

FUCEM is similar to MLR and TQR. When the node speed

is 20 m/s, FUCEM, MLR, TQR, and AODV have the

higher remaining energy as 983, 967, 974, and 963 (J) re-

spectively. At the speed, 30 m/s, the FUCEM, MLR

models have the remaining energy of the nodes as 974, 955

(J) respectively. Figure 5a depicts that the MLR, TQR, and

AODV methods consume more energy as compared with
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Fig. 5 Performance metrics

versus varying node speed
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the FUCEM. It is due to the highly cooperative nodes

(H) are selected for the routing using Markov process.

When the speed increases to 40 m/s, the remaining ener-

gies for the FUCEM and MLR are 967 and 947 (J) re-

spectively. The FUCEM model avoids the higher-speed

mobile nodes for the routing. Thus, it offers reduced energy

consumption than other algorithms. At the end of the

simulation, the FUCEM model has a higher residual energy

962 (J) as compared to the TQR in the highly dynamic

mobile network. The FUCEM improves the residual energy

up to 14–19 J at varying node speeds. Hence, the FUCEM

model reserves higher residual energy for the MANETs.

Thus, the Markov-ARIMA based FUCEM increases the

nodes remaining energy by determining the highly coop-

erative (H) and moderate speed nodes for routing. Also,

ACF and PACF analysis provide a confidence level of

95%.

Figure 5b illustrates the performance results of PDR

over changing node speeds for FUCEM, MLR, TQR, and

AODV. The PDR of the proposed FUCEM compares with

the PDR of FUCEM, MLR, TQR, and AODV algorithm

with a fixed number of nodes and varying mobility speeds.

The PDR must be higher for efficient routing. At the node

speed 20 m/s, FUCEM and MLR have a slight deviation in

the PDR as 98 and 95%. When the node speed increases to

40 m/s FUCEM and TQR produces the PDR as 96 and

57% respectively. Since the TQR and AODV methods

have very lower PDR from its initial. The FUCEM has

increased PDR than MLR, as the nodes increases; the

FUCEM selects the nodes for routing based on link sta-

bility (k_S) values. Thus, it produces higher PDR, but the
MLR, TQR, and AODV algorithm fails in this scenario.

The MLR produces lower PDR because it needs to re-

compute the route-cache as the node mobility changes with

time. At the speed 50 m/s, the FUCEM model stretches its

PDR to 10-13% than the MLR; such that the FUCEM

adopts the Markov process to discover highly cooperative

nodes for routing.

The routing overhead includes the calculation of relia-

bility and link stability for the FUCEM. Figure 5c shows

the RO of FUCEM, MLR, TQR, and AODV. Mostly, the

FUCEM has reduced RO as compared with MLR and TQR

for different node speeds. At the node speed 20 m/s, the

FUCEM, TQR, and AODV have similar RO. When the

node speed increases to 40 m/s, the MLR, TQR degrades

the network performance by producing higher RO as 7.2,

and 3.5% respectively; whereas FUCEM produces 2.9%

only. At the node speed 50 m/s, the FUCEM produces

43.9% of RO and very low as compared with MLR, TQR,

and AODV’s RO of 7.9, 5.3, and 5.2 respectively %. In
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dynamic mobile networks, the proposed FUCEM reduces

the RO up to 3-4%. Due to frequent link breakages, the

MLR has to retransmit the packets; thus, MLR has higher

RO whereas the FUCEM selects lower mobility nodes for

the routing using the k S computation. Also, the ACF and

PACF analysis give the confidence level of 95% for the

dataset. Thus, link stability and reliability minimize the

link breakages and avoids the unwanted flooding of packets

in the network.

Figure 5(d) depicts the average end-to-end delay for

transmission of packets. Initially, the delay is higher for

FUCEM than MLR, TQR, and AODV; because FUCEM

needs to compute the k_R and k_S values using Markov-

ARIMA process. At the speed 10 m/s, FUCEM has 2.0 s of

transmission delay, but MLR, TQR, and AODV have 1.7,

1.2, and 1.2 s of delay only. Afterwards, the delay tends to

decrease for the FUCEM than MLR and AODV. When the

node speed increases to 35 m/s then, TQR outperforms

other algorithms by fewer seconds of reduced delay. At the

node speed 50 m/s, the transmission delay is 3.3, 5.8, 2.1,

and 6.2 s for FUCEM, TQR, and AODV respectively. The

reduced delay for the FUCEM in the packet transmission is

due to the reduced flooding of control packets. The k S

calculation plays a major role to avoid the higher mobile

nodes for routing and thus reduces retransmission. The

proposed work attains this improvement by the stable and

low-speed nodes using Markov-ARIMA process and

FUCEM conditions.

4.3.2 Performance metrics versus varying number of node

In this scenario, the random speed is up to 50 m/s for the

nodes. Figure 6 illustrates the performance results of the

FUCEM and AFTRA models over varying the number of

nodes at 10, 20, 30, 40, 50 for different metrics. In this

case, the proposed work assigns the RWP mobility to the

nodes by using the BonnMotion mobility model. Figure 6a

illustrates the impact of the number of nodes over average

residual energy. It shows that the residual energy regularly

decreases when the number of nodes increases for both

models. Typically, faraway nodes consume high energy to

transmit the data packets than the nearby neighbour node.

When the number of nodes is 10, then the remaining

energy for FUCEM, AFTRA, CMMBCR, and AODV

algorithms are 996, 975, 973, and 968 (J) respectively.

Initially, a few numbers of node require more energy to

discover the destination node in the network. Afterwards,

the graph for the FUCEM seems linear to the number of

nodes. Increasing the number of nodes to 30 produces

20–25 (J) reduced energy consumption for the FUCEM

model than the AFTRA, CMMBCR, and AODV model’s

energy consumption. Besides CMMBCR and AODV, the

AFTRA consumes very higher energy.

The Markov transition states discover the lower mobile

and higher energy nodes for routing in the FUCEM. Thus,

it has higher energy. The decrease in energy consumption

for both models is due to the higher number of nodes

available for routing. Figure 6(a) depicts that the

CMMBCR and AODV model has marginally lower

remaining energy than the proposed FUCEM model. When

the number node increases to 50, the AFTRA, CMMBCR,

and AODV models have remaining energy of 889, 955, and

952 (J) respectively; whereas the FUCEM model has

higher remaining energy than other compared model that is

964 (J). It clearly shows that the FUCEM gradually

increases the stability of the node-links using k S calcu-

lation. The k S computation facilitates the lower mobile

nodes for routing than AFTRA.

Figure 6b illustrates the behaviours PDR over the

increasing number of nodes. Typically, as the number of

nodes increases then the corresponding PDR decreases

slightly for both algorithms. The PDR of the FUCEM

seems like the straight line compared to AFTRA, TDSR,

and DSR; it indicates that the FUCEM algorithm produces

much higher PDR than the AFTRA, TDSR, and DSR.

When the number nodes increase to 20, then the FUCEM

has 96% of PDR; because it reduces frequent link break-

ages and energy-draining problems by selecting lower

mobility and higher energy nodes for routing using Mar-

kov-ARIMA process. When the number of nodes increases

to 40 then the PDR for FUCEM is 93%, whereas the

AFTRA, TDSR, and DSR protocol were produced 65, 54,

and 48% of PDR only. The FUCEM gives the PDR

improvement up to 18–28% over other compared protocol.

The PDR has the performance gain of 31–40% for the

FUCEM compared AFTRA algorithm when the number of

nodes is 50. When the number of node increases then there

is a higher number of nodes available for routing. Hence,

the FUCEM selects the nodes based on k_R and k_S; thus,
it eventually increases the PDR of routing.

Moreover, based on node transition states the FUCEM

selects highly cooperative nodes for routing. Besides, the

AFTRA frequently discover the nodes for routing thus it

reduces the PDR. Figure 6c illustrates the RO over

increasing nodes. There is an eventual reduction of RO as

2.2% for the FUCEM when the number of nodes is 30, but

the AFTRA, TDSR, and DSR produces higher RO of 2.3,

2.7, and 6.9% respectively. The RO is increased in the

network whenever an error (link breakages/ retransmission)

occurs in the transmission and reception of data or control

packets while routing. The routing error increases the

overhead of the MAC layer. FUCEM has the RO of 2.9%

when the number of the node is 50. At the same time, the

AFTRA, TDSR, and DSR algorithms have 3.9, 3.2, and

9.9% of respective RO. The FUCEM does not have fre-

quent retransmissions, because discovered nodes have
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lower mobility for routing thus it reduces the RO; there-

fore, the proposed FUCEM has 4.3–5.3% of reduced RO.

Figure 6d depicts the delay variance over the increasing

number of nodes. The AFTRA algorithm has a higher delay

of 1.3, 8.5, and 9.4 s when the number of nodes is 20,

whereas the FUCEM has the average end-to-end delay of

1.2 s only. The frequent route discovery process due to the

mobility of nodes causes the delayed packet delivery to the

destination for the AFTRA algorithm. The delay is much

lower in comparison with AFTRA algorithm when the

number of nodes is 50 for the FUCEM. That is the FUCEM

has the smaller delay variance of 2.2 s for packet delivery

to the destination. Besides, the AFTRA, TDSR, and DSR

produced 3.1, 9.5, and 10 s of delay respectively. The delay

difference between the FUCEM and other algorithms is

2–3.9%. Thus, it produces the faster transmission of

packets as well. The transition states of nodes using semi-

Markov process predict the higher-cooperative nodes; it

tends to increases the link stability and reduces the delay of

packet transmission. Also, ACF and PACF analysis pro-

duce 95% of confidence level. Overall, the FUCEM has

better performance with different scenarios.

The Fig. 7 displays the detection of non-cooperative

nodes and Fig. 8 presents the time consumption for

detection over the number of nodes for FUCEM and FTP-

DSR [8] protocols. It clearly illustrates that the FUCEM

performs more effectively than the FTP-DSR. In Fig. 7,

whenever node density increases then the detection of non-

cooperative nodes has gradually improved for FUCEM

than FTP-DSR. At 30 number of nodes, the detection ratio

improves to 12–14% for FUCEM over FTP-DSR. Simi-

larly, the time taken for path discovery (cooperative node)

for the routing is higher for FTP-DSR over FUCEM as

depicted in Fig. 8. The FUCEM takes lesser time to find

the cooperative path compared to FTP-DSR because it

adopts the Markov-ARIMA process. It offers stable and

reliable nodes to attain efficient routing. For example,

when the number of nodes is 50, then the FUCEM and

FTP-DSR consume 38 and 48 s to the path discovery. The

FUCEM accomplishes faster cooperative node discovery

by using node reliability (k_R) and link stability (k_S)
modules with 95% of the confidence interval. Thus, the

FUCEM outperforms with most of the performance metrics

than other algorithms [8, 9, 12, 40–42].

Table 8 summarises the comparison of proposed

FUCEM performance results with SwarmFTCP, AFTRA,

MLR, and few recent routing algorithms. The results of

proposed model is boldfaced in Table 8. It depicts the

numerical results for the node speed 50 m/s and the num-

ber of nodes is 50. In Table 8, the FUCEM model has the

highest residual energy as 957–964 J, whereas AFTRA and

MLR have very lower energies (i.e.) 888 and 940 J

respectively. The routing overhead of the FUCEM has

5–6% reduction than others; besides AFTRA and MLR

brings higher routing overhead as 3.9% and 7.9%. The

lower mobility nodes reduce the overhead of frequent

transmission of control packets in the route discovery

process. Thus, the FUCEM has reduced RO than other

algorithms. Similarly, the PDR and delay metrics of the

FUCEM produce significantly better results than the other

algorithms. It is due to the computation of reliability, link

stability, ACF and PACF analysis of the nodes, which

intends to provide efficient results for all scenarios.

5 Conclusion and future work

In this paper, a novel model presented to establish energy

and mobility-based cooperative communication for

MANET using Markov-ARIMA model. The performance

results of the FUCEM is compared with the AFTRA, MLR,

TQR, TDSR, DSR, and FTP-DSR algorithms, whereas the

FUCEM produces better results in the dynamic mobile ad

hoc network as well as in the higher density network. The

FUCEM intends to provide stable and effective cooperative
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routing for the mobile nodes. The simulation results

demonstrate that the FUCEM produces higher node life-

time (6–7%) by lower energy consumption, better PDR

(13–21%), and lower delay for the various scenarios. The

FUCEM produces 31–40% of enhanced PDR for the dif-

ferent density of nodes and gives the reduced RO of

4.3–5.3% over AFTRA and MLR algorithms. Thus, the

proposed FUCEM facilitates the stable routing path by

considering both the energy and mobility values of the

nodes using the ARIMA and semi-Markov process.

Moreover, the FUCEM discovers the cooperative neigh-

bour nodes and produces efficient QoS routing with better

performance results. The future enhancements of this work

will consider the bandwidth and other influencing factors.
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