
A fair reader collision avoidance protocol for RFID dense reader
environments

Hadiseh Rezaie1 • Mehdi Golsorkhtabaramiri2

Published online: 24 January 2017

� Springer Science+Business Media New York 2017

Abstract A radio frequency identification system can

establish a communication between tags and readers

through a wireless connection. Due to the optimized cov-

erage of the environment, the readers are placed close to

each other in this system and hence it is called dense reader

environment. The very property of such an environment

leads to increase in the probability of occurrence of reader-

to-reader and reader-to-tag collisions which consequently

come up with decrease in performance of the network. To

solve this problem, many various protocols have been

proposed of which centralized ones provide higher

throughput. Our proposed method can reduce reader-to-

reader collision through combining TDMA and FDMA

mechanisms and benefiting from sift probability function

and fairness. Furthermore, we found that distance com-

parison between two readers can reduce reader-to-tag col-

lision as well. Our simulations indicate that the proposed

method provides better throughput, average waiting time

and fairness than existing ones. Our method also supports

the mobility of the readers.

Keywords RFID � Dense reader environment � Reader-to-
reader collision � Reader-to-tag collision � Throughput

1 Introduction

A radio frequency identification system identifies tagged

objects via near/far-field wireless communication. Some of

the advantages of this system are rapid identification, long

transmission range and data storage, and it can be used in

many applications such as supply chain management, tra-

ces of objects or animals and medical care to name a few

[20, 22]. A radio frequency identification system has two

components: readers and tags [4]. In some cases, RFID

systems can be combined with wireless sensor networks. A

number of articles such as [12, 27, 29] have presented a

promising platform for wireless rechargeable sensor net-

works through such combinations, which complete the

sensing and computation capabilities of traditional RFID

tags. These methods seek to reduce charging delays.

Tags are small electrical components which are physi-

cally installed on the objects to contain necessary infor-

mation. Roughly speaking, tags can be divided into three

categories [21, 24]: active, semi-active, and passive tags.

Passive tags do not have any explicit power supply and

receive their required energy from readers’ wave trans-

missions and directly respond to them. In contrast, active

tags possess a power supply and carry out all tasks via the

provided power supply [22]. In the mid of this spectrum,

semi-active tags also have a power supply but it is used

only for internal tasks; whilst the received energy from

readers’ wave transmissions are utilized for responding to

readers. In a radio frequency identification system, passive

tags are mainly used since they are economically afford-

able, but their interrogation range is short [2].

Readers are small electrical components that explore

their surrounding and identify the tags via transmitting

waves. Every reader has two ranges: reading range and

interference range [19]. The maximum distance from
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which a reader can read surrounding tags is called the

reading range, and the maximum distance from which the

emitted waves of a reader interfere those of other readers in

the environment is called the interference range. The sur-

rounding readers which are in the interference range of a

specific reader are known as its neighbors. Note that the

maximum distance between these two ranges is correlated

with the reader transmission power [14].

As you can see in Fig. 1, a reader identifies surrounding

tags and retrieves their information through a reader-to-tag

identification protocol. The information are collected,

stored and finally are sent to a central server via a wireless

or wired communication [13, 24]. In some environments, a

single reader may not be sufficient to cover a target area,

and thus aggregation of several readers in the RFID system

come to be necessary. An environment in which multiple

readers are required is called dense reader environment

(DRE) [5].

To optimally cover an environment, the readers are

placed close to each other, and therefore for any reader

there may exist several other readers and tags in the

interference range, causing collisions between them. These

collisions imply failure in recognizing tags and inevitably

decrease the performance of the system. Thus, one of the

main goals of hot researches in practical applications of

RFID systems is to find a solution for collision problem.

The simultaneous transmission between readers causes

collision. This collision is solved in the mac layer [29]. In

dense reader environments, three types of collisions may

occur [25]:

1. Tag-to-tag collision It occurs when multiple tags in a

reader’s range simultaneously respond to the reader. In

Fig. 2(a), T1, T2 and T3 tags simultaneously commu-

nicate with R2 and the collision happens [26].

2. Reader-to-tag collision It occurs when two or more

readers try to read a specific tag because of an overlap

in their reading ranges. In Fig. 2(b), when R1 and R2

simultaneously read T1, the collision happens. As

depicted in Fig. 2(b), T1 is within the reading range for

both readers [10, 17].

3. Reader-to-reader collision It happens when the signal

emitted by one reader interferes with the reception

system of the others. In Fig. 2(c), R1 interference

range affects R2 reading range and hence R2 cannot

read T1 [17, 23].

In this paper, we propose a centralized method which uses

multi-channels to permit simultaneous communications

between readers and tags. In addition, every reader uses sift

probability distribution function to select a time slot

number [18]. In our method, a solution is suggested which

encourages fairness between readers as well. As a side

effect of using multi-channels, numbers of reader-to-tag

collisions tend to increase. Therefore, a solution is also

provided which can hopefully reduce the number of reader-

to-tag collisions.

The rest of this paper is organized as follows. Section 2

reviews the related work. Section 3 contains the details for

our novel proposed algorithm. Section 4 evaluates the

results of the proposed algorithm under different scenarios.

We present the conclusion of our work and future work in

Sect. 5.

2 Related work

Existing protocols in RFID systems can be categorized into

two main groups: distributed and centralized protocols. In

the distributed ones, the functionality of the reader is not

dependent on a central server for obtaining resources and

thus independently operates. On the contrary, in the cen-

tralized one, a central server communicates with readers

through a wired or wireless communication network. The

central server is responsible for managing the readers and

sharing the resources in the network. In following, the most

important protocols based on these two mechanisms are

presented [3].

2.1 Distributed protocol

In DCS protocol, each round consists of time slots within

which readers communicate with each other. First, each

reader selects one random number as its time slot number.

When more than one reader selects the same time slot, a

reader collision occurs. If so, the reader randomly selects a

new time slot and its number is reported to the neighbors as

a part of the kick message in the next round. When the

neighbors receive this message, they compare it with their

own time slots numbers. If the numbers are equal, they will

randomly change their time slot numbers [31]. This method

does not require central controller. In this protocol, there is
Fig. 1 RFID network Structure
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no synchronization between readers but there should exist a

synchronizer for time slots to determine the start time slot

for all readers. It is noteworthy that this method does not

require additional hardware and control channel [15].

In DCS, all pairs of the collided readers must change

their colors after any collision, and this behavior often

causes other collisions again. In PDCS, which is based on

DCS, each reader changes its own time slot number with

probability P after collision and the optimal value for this

probability has been estimated to be 70%. Here, readers use

multiple channels for communicating with tags [15].

As another extension of DCS, in Colorwave protocol a

round consists of several varying time slots. Each reader

independently manages the number of time slots in each

round and readers use two pairs of thresholds to change

this number. They broadcast the change in the number of

time slots to their neighbors through transmitting a kick

message. Subsequently, when the neighbors receive this

message, they estimate the percentage of their own suc-

cessful reads and change their number of time slots

according to their pair thresholds, if necessary [30]. Note

that readers must be synchronous in this protocol.

Moreover, finding the least number of time slots lead to

much communications among the readers. Compared to

the DCS, this protocol has more overhead and requires

additional signals to change the color. It is less efficient in

the early stages of transmission and its configuration is

more appropriate as the number of time slots is variable.

In addition to the DCS requirements, this protocol needs

to manage the kick messages. Additionally, readers with

varying number of different time slots may cause collision

[15].

In LBT protocol, readers first listen to the channel, and

if the channel is free, they use it for communication with

the tag. Here, multiple channels can be used to communi-

cate with a tag. There is no solution to avoid collision [6].

In pulse protocol, readers periodically communicate

with the tags. They first wait for a period of tmin length and

then start the competition. They watch the control channel

for a short time, and if the channel is empty, readers send a

kick to stop other competitors for the rest of the time and

begin to read. If the channel is busy, they wait and listen to

channel again. If the reader receives a kick during the

competition or reading phase, it does not continue the

process and awaits the competition again [1]. Pulse pro-

tocol asks for more requirements compared to DCS and

Colorwave. It spends so much energy for information

transmission in control channels but improves the fairness.

In this method, a kick message must be sent before any

transmission which causes delay. Lastly, sending kicks

periodically causes overhead [30].

2.2 Centralized protocol

A central server is available to manage readers through

broadcasting the arrangement command (AC) message in

NFRA protocol. This message introduces the start time of

each round and the number of time slots from 1 to maxi-

mum number (MN). Any reader that receives the AC

message, generate a random number as the time slot

number for itself. Then, the server broadcasts an ordering

command (OC) message to all readers. The OC message

contains the current time slot number. Each reader then

compares its random number with the value in the OC

message; If they are the same, the reader broadcasts bea-

cons with short transmission range to find out whether a

collision occurs or not. After the beacon frames, if some

readers do not detect any collision, they will send over-

riding frame (OF) message to the neighboring readers. The

OF message prevents neighbors from receiving the next

OC message from the server and they must sleep until a

new round [7]. This method has heavy requirements. The

Fig. 2 a Tag-to-tag collision, b reader-to-tag collision, c reader-to-reader collision
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aim of this protocol is to increase fairness and reduce

reader-to-reader collision, however it intrinsically selects

the readers with less number of neighbors in each round

and consequently this behavior hinders fairness. On the

other hand, this protocol uses uniform probability distri-

bution to select random numbers and accordingly the

probability of collision between readers follows uniform

probability distribution [9].

GDRA protocol is a new protocol based on NFRA

which minimizes reader-to-reader collision. This protocol

manages frequencies, considers time slots as resources and

achieves better performance than NFRA. Moreover, it can

be implemented without any additional hardware in a real

DRE. Readers randomly select one of the four frequencies

recommended in the EPC [8] and ETSI [16] standards.

When the reader gets its turn for reading, if the channel is

busy in the current time slot, it leaves competition, ran-

domly selects another channel and waits for the start of the

next round, however if the channel is empty, reader can

communicate with the tag [4].

On the network shown in Fig. 3, we apply NFRA pro-

tocol, and as you can see in Fig. 4, R3 and R5 readers are

able to communicate with the tags. R1 and R2 readers and

R6 and R7 readers are experiencing beacon collision and

R4 reader cannot do anything and must wait until the next

round due to receiving OF packet on this round.

3 Proposed algorithm

In this paper we aim at introducing a novel protocol to

reduce the reader collisions. In so doing, we take both

reader-to-reader and reader-to-tag collisions under consid-

eration and present a fairness reader collision avoidance

protocol (FRCA). FRCA1 method solves the problem of

reader-to-reader collision while FRCA2 tackles the prob-

lem of reader-to-tag collision.

3.1 FRCA1

In this method, like NFRA protocol, the communication

between the server and readers is addressed. At the

beginning of each round, the server broadcasts a Start

Order (SO) message to all readers. The message introduces

an active range for time slots [i.e. from 1 to maximum

number (MN)] and another accrue range for channel

number (i.e. from 1 to F). Then, the readers generate a

random value for channel number and another one for time

slot number from uniform distribution and sift distribution

functions, respectively. Next, the server broadcasts an Elect

Order (EO) message to all readers which contains the

current time slot number. The readers then compare their

time slot numbers with the value in the EO message; If they

are not the same, the reader waits until a new round, but if

they are the same, the readers broadcast beacons to deter-

mine whether a collision occurs or not. If there exist some

readers with equal time slot and channel numbers, beacon

collision occurs. If the beacon collision occurs only

between two readers, the reader for which the number of

successful transmissions (the number of communications

with a tag in the last recent rounds) is smaller can occupy

the channel and communicate with the tags. Conversely,

the reader for which the number of successful transmis-

sions is larger should wait until a new round. However, if

the number of collided readers is more than two, all of

them must wait until the start of a new round. In this

method, each reader stores the number of its own suc-

cessful transmissions and sends it to competing readers

through the beacon message, and after each successful

transmission, adds one unit to the number.

In brief, our proposed FRCA1 method is able to improve

performance and give better fairness, thanks to combina-

tion of TDMA and FDMA mechanisms. Since the readers

simultaneously work in different frequencies, they do not

receive any signal from each other and thus it reduces the

number of reader-to-reader collisions. Subsequently, the

number of successful transmissions increases.

3.2 FRCA2

In FRCA1 approach, the number of reader-to-tag collisions

tend to increase since many readers can simultaneously

communicate with the tags. Additionally, two neighbors

are able to read the tags located in their overlapping

reading range, and thus reader-to-tag collision may occur.

To solve this problem, we suggest FRCA2 method.

Fig. 3 Example of network
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In FRCA2, all neighboring readers which are up for read

should compete with each other. If only two readers have

the aforesaid conditions and distance between them is less

than two times of the reading range, then the reader for

which its number of successful transmissions is less than

that of the other will take the channel, and the loser reader

must wait until the next round. Conversely, if the distance

between the two neighboring readers is larger than two

times of the reading range, the reader with less successful

transmissions can read in this time slot, while the reader

with more successful transmissions must randomly select a

new channel and compete in the next time slot (i.e. adds

one unit to its time slot number).

If the number of neighboring readers which are up for

read is larger than two, and the distance between them is

less than two times of the reading range, all the competing

readers must wait until the next round. Conversely, if the

distance between them is larger than two times of the

reading range, they randomly select a new channel and

again compete in the next time slot (i.e. add one unit to

their time slot numbers).

FRCA2 method efficiently solves the problems associ-

ated with FRCA1, i.e. reader-to-tag collision. For the net-

work depicted in Fig. 3, we apply FRCA1 and FRCA2

protocols, and the results are observable in Figs. 5 and 6.

As shown in Fig. 5, applying FRCA1 protocol leads to

the following results: R1, R2, R4 and R6 readers are able to

read to tags. R3 reader must wait until the start of the new

round since the channel is busy. R6 and R7 readers

encounter a collision, and their number of successful

transmissions (S) are examined. Because the number of

successful transmissions for R6 reader is less than that of

R7 (S7[ S6), R6 is able to communicate with the tags in

this round.

Similarly, the results of applying FRCA2 protocol are

depicted in Fig. 6: R2 and R6 readers are able to read. For all

readers which could read in FRCA1 protocol, if they are

neighbors and the distance between them is less than two

times of the reading range, only the ones are able to read for

which the number of successful transmissions is less than

those of others. This is why the number of successful

transmissions of readers has decreased but the number of

reader-to-tag collisions have improved in this method

compared to the FRCA1 method. The number of successful

transmissions for R2 and R6 readers are less than those of R1

and R4 readers, respectively, and hence R2 and R6 are able

to read. As in FRCA1, rest of the readers are not able to read.

The following pseudo code (FRCA1 pseudo code) is

written for each reader. In lines 2–3, the value for channel

number (F) and time slot number are randomly selected

from random function and sift distribution function,

respectively. In lines 8–15, if only two readers encounter

the collision, a competition will start between them based

on the number of their successful transmissions. In lines

16–21, if more than two readers encounter the collision, all

competing readers will wait for start of a new round.

Fig. 4 Example of NFRA

procedure
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FRCA1 pseudo code:

 
1: If a reader receives SO with the value of MN and the value of C from the server  
2:     - F = Generates a channel (frequency) by random among [1, C] 
3:     - K = Generates a number by sift function among [1, MN] 
4:     - Wait for EOs from the server 
5:     - Decodes every received EO to extract the number 
6:     If ( K == the number in EO) 
7:                  - Broadcasts a beacon and S  to neighbor readers in F channel 
8:                           If a collision of the beacons between 2 readers is detected (or F channel is busy) 
9:                                  If ( S(reader) > S(rival reader) ) 
10:                                   - F = generates a channel by random among [1, C] 
11:                                   - Waits until the next SO  from the server 
12:                                Else if (S(reader) < S(rival reader) )  
13:                                   - Conducts identification of tags during CRT time 
14:                                   - S = S + 1 
15:                                End 
16:                        Else if collision of the beacons between more than 2 readers is detected  
17:                                - Waits until the next SO from the server 
18:                        Else if ( collision not happen) 
19:                                - Conducts identification of tags during CRT time 
20:                                - S = S + 1 
21:                        End 
22:    Else (K != the number in EO) 
23:                - Waits for the next EO from the server 
24:    End 
25:  End 

The following pseudo code (FRCA2 pseudo code) is

also written for each reader. Consider the pseudo code of

FRCA1; if we replace the lines 13–19 with the code

described below, the pseudo code of FRCA2 method is

obtained. This new function states that any reader which

has succeeded to directly communicate with the tags,

cannot do so now on and it must compete with all other

readers which have had successful communications with

the tags. In the following reading function, this competition

among neighbors can be seen.

Fig. 5 Example of FRCA1

procedure
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Reading pseudo code:

1:  If readers be able to read, were neighbors 
2:       If only 2 readers be able to read and readers distance is smaller than 2 x reader reading range  
3:             If ( S(reader) < S( rival reader ) ) 
4:                   - Conducts identification of tags during CRT time  
5:                   - S = S + 1 
6:            Else 
7:                  - Waits for the next EO from the server 
8:             End 
9:       Else If  2 readers be able to read and readers distance is bigger than 2 x reader reading range 
10:           If ( S(reader) < S( rival reader ) ) 
11:                  - Conducts identification of tags during CRT time 
12:                  - S = S + 1 
13:           Else 
14:                  - F = generates a channel by random among [1, C] 
15:                  - k = k + 1 
16:                  - Waits for the next EO from the server 
17:           End 
18:      End 
19:   If more than 2 readers be able to read and readers distance is smaller than 2 x reader  reading range  
20:             - Waits for the next SO from the server 
21:   Else If  more than 2 readers be able to read and readers distance is bigger than 2 x reader reading range 
22:            - F = generates a channel by random among [1, C] 
23:            - k = k + 1 
24:            - Waits for the next EO from the server 
25:   End 
26: End   

In lines 2–8, if only two readers are able to read and they

are also neighbors, the distance between them is calculated.

If the distance is less than two times of the reading range,

the reader with less number of successful transmissions can

read and the other reader must wait until start of a new

round. Lines 9–17, if there exists only two readers, the

same distance computation is carried out between the

successful reader and its neighbor. If the distance between

them is larger than two times of the reading range, the

reader with less number of successful transmissions can use

Fig. 6 Example of FRCA2

procedure
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the channel and the loser reader must randomly select a

new channel and compete in the next time slot (i.e. add one

unit to its time slot numbers). In line 19–25, there are more

than two readers in the network and the distance between

successful and neighboring readers are again computed. In

this case, if the distance between them is less than two

times of the reading range, all competing readers must wait

until start of a new round, but if the distance is larger than

two times, they must randomly select a new channel and

compete in the next time slot (i.e. add one unit to their time

slot numbers).

The FRCA1 and FRCA2 methods, in comparison with

the NFRA method, use multiple channels. This issue causes

the readers to simultaneously communicate with tags in

different frequencies, reducing the number of reader-to-

reader collisions. On the other hand, NFRA uses the uni-

form probability function for selecting time slot number,

but the FRCA1 and FRCA2 methods use the sift distribu-

tion function which reduces the probability of readers

choosing the same time slot number. FRCA1 and FRCA2

methods provide more fairness, because if collision occurs

between two readers, the reader for which the number of

successful transmissions is smaller, can occupy the chan-

nel. In the FRCA1 and GDRA methods, the number of

reader-to-tag collision tends to increase since many readers

can simultaneously communicate with the tags. FRCA2 has

solved this problem by considering the distance between

neighboring readers.

3.3 Sift distribution function

When readers select a random value for time slot numbers

from uniform probability distribution function, the proba-

bility of occurrence of collision in each time slot is the

same for all competing readers. Competing readers are

known as the ones who are located in the interference range

of each other and are working in the same channel. In

CSMA/p* [28] protocol, the readers use a non-uniform

probability distribution p* for random selection of com-

peting slots. The probability distribution function p* is

defined as formula 1. This distribution reduces the colli-

sions between competing readers and increases the proba-

bility of selecting a time slot only by an individual reader.

p�k ¼
1� fK�kðRÞ
R� fK�kðRÞ

1� p�1 � p�2 � � � � � p�k�1

� �
ð1Þ

Given formula 2, fK-k(R) is a recursive function for 1 B k

B K:

fK�kðRÞ ¼
R� 1

R� fK�k�ðRÞ

� �R�1

ð2Þ

For 2 B k, R C 2 and f1(R) = 0.

In a dense RFID system, each reader needs to compute

the number of its own neighbors. However, if the reader

does not know the number of neighbors, it uses sift prob-

ability distribution function (pk) to select a random value

for this variable [16]. pk is defined in formula 3:

pk ¼
ð1� aÞak
1� ak

a�k ð3Þ

Formula 3 holds for 1 B k B K, 0\a\1 and a = M-1/K-1;

where M is the maximum number of competing readers

[16]. When M = 1 and a = 1, the formula 4 corresponds

to a uniform probability distribution function:

lim
a!1

pk¼1=k ð4Þ

In sift probability distribution function, the probability of

selecting higher time slots will increase. With this

approach, the probability of selecting lower time slots by

only an individual reader will increase [16]. This reader

quickly wins the competition. In the sift probability dis-

tribution function the probability of winning the competi-

tion in presence of R neighbors for a reader is computed by

formula 5:

PcðRÞ ¼ R
XK�1

k¼1

pk 1�
Xk

z¼1

pz

 !R�1

ð5Þ

3.4 Distance between readers

Figure 7 shows that the readers with overlapping interfer-

ence range receive the emitted signals by each other. Given

the strength of the received signals, the distance between

two readers with overlapping interference range can be

computed by formula 6:

Fig. 7 Two readers with distance D from each other
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Da ¼ prGr1Gr2

K0Ir
ð6Þ

where D is the distance between R1 and R2 readers, a is

path loss exponent, Pr is reader transmission power, Gr is

reader antenna gain, K0 is the coefficient of channel path

loss and power ratio in the bandwidth, and Ir denotes the

total interference that the reader receives [32].

4 Simulation and evaluation

In this section, we present the results obtained from sim-

ulating and evaluating our proposed method. All protocols

are evaluated based on the following metrics: throughput,

average waiting time and fairness. Throughput is defined as

the total number of reads in a time unit [14]. Average

waiting time is defined as the average of waiting time for

all readers to read the tags [14].

We benefit from R2RIS simulator [11] to show that our

proposed protocol has improved throughput, average

waiting time and fairness compared to other protocols. We

broadcast some tag variables in the simulator to compute

the number of reader-to-tag collisions, improving them,

and analyze their effect in the throughput. Then, the

throughput is anew re-computed with effects of reader-to-

reader and reader-to-tag collisions.

In this simulation, we use the protocols introduced in

Sect. 2 to compare our method with existing ones. The

simulation parameters for existing protocols and the pro-

posed method are reported in Table 1. Other required

parameters were kept equal to those in [7].

In this study, five scenarios were defined. In the first

scenario, we compare the proposed methods, i.e. FRCA1

and FRCA2 with GDRA, PDCS, NFRA, Colorwave and

Pulse protocols in a 100 9 100 m environment with 25,

50, 75 and 100 readers while the value of MN (maximum

number for time slot) is 32 and the number of channels for

GDRA, FRCA1, FRCA2 and PDCS is 4 and the number of

channels for NFRA, Colorwave and pulse is 1 and inter-

ference range is 100 m and reading range is 10 m. Results

are shown in throughput chart and average waiting time

chart. Shown in Fig. 8, the throughputs of FRCA1 and

FRCA2 protocols are better than those of others. Further-

more, the throughput of FRCA1 protocol is better than that

of FRCA2. The reason is that in FRCA2, the readers for

which the distance between them was shorter than two

times of the reading range were suppressed to avoid reader-

to-tag collision. Hence, the number of successful reads in

this method appeared to be less. Figure 9 shows that

average waiting time of FRCA1 and FRCA2 protocols are

very close to each other while a marginal improvement

against other methods is witnessed.

Table 1 Simulation parameters

Parameters Mechanism

Reader exchange signal = 1 ms Colorwave

MinTimeInColor = 100 slots

UpSafe = 93%

DnSafe = 90%

UpTrig = 2%

DnTrig = 1%

Reader-to-tag communication = 0.46 ms PCDS

Reader exchange signal = 1 ms

MinTimeInColor = 100 slots

Reader-to-tag communication = 0.46 ms

Probability of changing color = 0.70

Beacon interval = 5 ms PULSE

Maximum contention window (CW) = 30

Reader-to-tag communication = 0.46 ms

AC packet = 2.83 ms NFRA

OC packet = 1 ms

OF packet = 0.3 ms

Beacon packet = 0.3 ms

Reader-to-tag communication = 0.46 ms

AC packet = 2.83 ms GDRA

OC packet = 1 ms

Beacon packet = 0.3 ms

Tslot = 5 ms

Reader-to-Tag communication = 0.46 ms

SO packet = 2.83 ms FRCA1 and FRCA2

EO packet = 1 ms

Beacon packet = 0.3 ms

Reader-to-tag communication = 0.46 ms

Fig. 8 Throughput of the evaluate condition in scenario 1
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In the second scenario, we compare the proposed

methods with GDRA, PDCS, NFRA, Colorwave and Pulse

protocols in a 100 9 100 m environment with 25, 50, 75

and 100 readers while the value of MN is 32 and the

number of channels for GDRA, FRCA1, FRCA2 and

PDCS is 4 and the number of channels for NFRA, Color-

wave and pulse is 1 and interference range is 100 m and

reading range is 10 m. The result is depicted in Fig. 10.

Regarding fairness, our proposed methods outperform

centralized protocols.

In the third scenario, we carry out the comparison with

GDRA centralized protocols in a 100 9 100 m environ-

ment with 20, 30, 40, 50, 60, 70, 80, 90 and 100 readers

while the value of MN is 32 and the number of channels for

GDRA, FRCA1 and FRCA2 is 4 and interference range is

60 m and reading range is 2 m and the number of tags is

100. Figure 11 shows the results. Compared to FRCA1

protocol, FRCA2 protocol turns to have less number of

reader-to-tag collisions.

In the fourth scenario, we compare our proposed

methods with GDRA centralized protocols in a

100 9 100 m environment with 50 readers while the value

of MN is 32 and the number of channels for GDRA,

FRCA1 and FRCA2 is 4 and interference range is 100 m

and reading range is 10 m with 10, 20, 30, 40, 50, 60, 70,

80, 90 and 100 tags. Result is depicted in Fig. 12.

Throughput does not change dramatically with increasing

the number of tags. It is also seen that different number of

tags does not affect throughput while the number of readers

change.

In the fifth scenario, we analyze FRCA1 protocol with

different number of channels in a 100 9 100 m environ-

ment with 50 readers while MN is 32 and interference

range is 100 m and reading range is 10 m. Depicted in

Fig. 9 Average waiting time of the evaluate condition in scenario 1

Fig. 10 Fairness of the evaluate condition in scenario 2

Fig. 11 Reader-to-tag collision of the evaluate condition in scenario

3

Fig. 12 Throughput of the evaluate condition in scenario 4
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Fig. 13, throughput increases as far as the number of

channels is equal to the number of readers, and throughput

remains constant thereafter.

5 Conclusion and future work

In this paper, we presented two FRCA1 and FRCA2 pro-

tocols which are able to reduce reader collisions. In FRCA1

protocol, we suggested a solution that reduces reader-to-

reader collisions and in FRCA2 protocol the aim of our

solution was to reduce reader-to-tag collisions. FRCA1

protocol is composed of combination of TDMA and

FDMA mechanisms and uses sift probability distribution

function and fairness to reduce reader-to-reader collisions.

Furthermore, FRCA2 protocol could reduce reader-to-tag

collisions through comparing the distance between two

readers. These protocols provided better throughput and

average waiting time and fairness compared to the existing

protocols. For further work, one can suggest to use a non-

uniform probability function for channel selection instead

of a uniform one. Therefore, the selected numbers by

readers will not be equal.
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