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Abstract
It is well known that the world is becoming more interconnected with the help of World
Wide Web in distributed environment. Persons and Organizations want to share their
valuable information over World Wide Web through internet in reliable and secure
manner. The Steganography is an elegant strategy to pass on the private data to an
approved beneficiary with the most solid wellbeing measure which prompts maintaining
a strategic distance from the breaks of information security. These days the meaning of
taking solid assurance measures in information correspondence medium has a difficult
undertaking on account of security issues created by unapproved intercession. This
introduction expects to provide another methodology dependent on a combination of
Cryptography and Steganography system to hide the secret information into a cover
object (Image, Text, Video etc.) with an improved level of security. In proposed
methodology, the Elliptic Curve Cryptography (ECC) is used to encode the secret data
and LSB Inversion method for embedding the scrambled information into a cover object.
Proposed methodology based on two different techniques has achieved some fundamen-
tal characteristics known as information classification, respectability check, limit and
heartiness which are the proof of successful execution of this proposed methodology.
This new methodology strongly tried through a few steganalysis assaults like investiga-
tion of Chi-square, Visual and Histogram. Results show that stego picture has strong
resistance power against all assaults.
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1 Introduction

An information security means protecting the information which is at store, for process and to
be transmitted. In other words it may be presented that the information security shall be able to
protect the information in entire life program from the starting of where it has generated from
to the final destination. The historical backdrop of concealing innovation development has
uncovered that the different techniques like Hashing, Undetectable inks, Cryptography,
Steganography and microdot are used with secret message to improve the security of secret
message [1, 3. Cryptography and Steganography are more popular techniques to provide
improve security to the secret message over the Internet. The wonderful exhibition of these
advances isn’t holding the essential point which consistently focuses to give the satisfactory
security and certainty level of clients at all sort of circumstance that makes a need to build up
extra safety efforts to accomplish the essential objective [5]. Cryptography is power full tool
which uses mathematical based algorithms which may be used to encrypt and decrypt the
information to maintain protected by converting the plaintext into cipher text. Cryptography is
the most normally utilized strategy to move the restricted information so that lone clear by the
expected beneficiary. Steganography is a technique of hiding a message within another
message though not creating any doubt there is any secret information exists, while only the
proposed recipient can make out it and receive the original message.

Dual Steganography, Whose job is to combine the two important features that are Stega-
nography along with Cryptography in single system proposed. As far as method of dual
Steganography is concern the message which is to be transmitted is encrypted with the help
encryption algorithm before transmission. Then various Steganographic techniques are used to
hide the encrypted message (cipher text) into a cover file using. Then they formed cover file
sent to the receiver. If incase hacker doubts on availability of data in cover file and extracts the
cover file means cipher text still he need algorithm for decryption to decode the message hence
So dual Steganography provides the better security rather than using any one of them that is
cryptography or Steganography in all alone (Fig. 1) [2].

Proposed methodology dependent on Cryptography and Steganography techniques for
restricted information move in cloud climate. This consolidated strategy accomplishes infor-
mation secrecy, honesty check, limit and power that demonstrate compelling the exhibition of
the proposed technique [9, 10]. At first stage cryptography algorithm ECC executes to encode
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Fig. 1 Arrangement of Cryptography and Steganography
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the secret data for achieving first level of security after this LSB-I algorithm takes place to hide
the encrypted data into picture pixel to achieve the second level of security. At last, the
essential objective of double layer insurance is accomplished through the consolidated strat-
egies in the information broadcast area. The thought of ECC and LSB-Inversion method
calculation gives the two-level assurance to got information transmission measure over an
ideal correspondence channel and it is isolated into two stages. The principal stage plays out
the encryption and implants the payload in the cover media and the subsequent one charac-
terizes the extraction of privileged information followed by decoding strategy [16, 27]. The
defined algorithms are required to fulfill some desires which are essential to calculate the work
content accurately hence the necessary and elementary necessities of Steganography calcula-
tions are payload, imperceptibility and robustness. These requirements have been considered
for the research purpose however the results obtained are very strong in context to PSNR
values while comparing of other existing methods [12, 13].

The rest of the paper is organized in the following way: Section 2 is based on Elliptic Curve
Cryptography (ECC and LSB Inversion method, Section 3 Explanation of the proposed
methodology, Section 4 experimental results are given in detail, Section 5 Conclusion is given.

2 Literature survey

Generally different Steganography techniques have been given a grayscale image with
elevated obstruction of pixel impetus to provide upgraded data embeddings viability and
palatable data security [17]. Considering the possibility of count chart, the Steganography
strategies are described into following sorts: (1) Elevated stage Stego picture eminence with
satisfactory installing limit (2) Elevated image eminence plans with a reasonable embeddings
breaking point (3) The entire really embedding viability with a slight distortion. The essential
sort is primarily drawn in to assessment of data embeddings perimeter on a pixel-by-pixel basis
without considering the close by shield [15]. The subsequent type is the adaptable Steganog-
raphy contrive where as far as possible assessment of a pixel depends on the assortment amid
the brisk nearby pixels. A regular strategy for adaptable Steganography is suppose to forward
secret messages in an image area set elevated complexity, anyway mask not as much of on the
neighborhood of lesser multi-layered environment.

It justifies that a few steganalysis methodologies be used in the procedure to recognize that
whichever message is concealed in a host image [20]. Finally, the 3rd type is the elevated
embedding capability intend to restrict the image bowing while at the same time embeddings
for the most part little proportion of messages, commonly not by and large or comparable to
two pieces for every pixel. The strategies depicted underneath falls under anybody of 3rd
classes [21]. In LSB framework, the Least Significant Bits of each pixel in cover object are
subbed with the message which may be concealed. Least Significant Bits Steganography
strategy is the standard systems which is good for disguising secret data in an automated cover
image with no introducing various perceivable bandings.

This framework works by subbing the smallest immense pieces of indiscriminately picked
pixels in cover image with secret data bits. Considering the secret key, selection of pixels may
be settled. In later years a few analysts have suggested that Least Significant Bits Substitution
is the most normally used procedure explicitly displacing the Least Significant Bits of pixels in
the cover image with secret pieces to get the stego-image [22]. Notwithstanding straightfor-
wardness and less operating cost it encounters any problem i.e., if more pieces per pixel are
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embedded, the idea of stego-image separate. It is successfully attacked by Chi-square test and
besides an interloper may exclusive of a very remarkable extend recognize secret data [23, 24].
In this methodology, data is embedded in even domains by the Least Significant Bits system &
edge areas by the PVD procedure [4, 25, 26].

Authors [28] projected a new reversible data hiding map for a determined image, authority
with key for encryption can obtain an unscrambled image and recognize the proximity of
covered data using Least Significant Bit steganalysis strategies. Moreover with the data hiding
key, it is possible to remove the additional data and recover the main picture. The disadvantage
in this strategy is that a couple of pixels should be held for covering the secret key.

Authors [22] projected The LSB Inversion calculation is very effective solid strategy for
carrying out of Steganography measure in information correspondence, and it gives more
serious level implanting limit, with extremely lower mutilation level between the first and
stego picture. Concerning of privileged Intel implanting by dim code standard came to
satisfactory insurance which adjusts through framing assurance layer of cover picture and
concealing data not perceptible for onlooker. This shows result of writing referenced over that
however method of compelling executes information inserting strategies, some bother, for
example, implanting limit, security, and deformity of the first picture, and so forth, seen at the
end-product.

Be that as it may, the proposed plan may rectify entire issues, hence moderate improvement
in the implanting limit, satisfactory assurance so limit twisting among cover object and stego
file. Authors [23] article, the writers propose a technique that chips away at shading pictures.
In given strategy, boundaries are chosen for information covering up to advance strength. The
areas at the more keen boundaries are exceptionally subject to image substance and further-
more present additional confounded factual highlights.

It is additionally harder to track down the progressions at the more keen edges than in
smooth districts. In the installing system, the RGB parts are isolated, in view of a common key,
one/additional segments are chosen. The cover picture is part into no overlapping block and
each square is turned by an irregular degree controlled by a mysterious key. The resultant
picture is improved as a column vector V by raster filtering. The mysterious message is
scrambled and by LSBMR strategy, two mystery pieces can be implanted into each installing
unit. The message is inserted in the wake of computing the limit assessment utilizing an edge.

Earlier from the counts in the composition, it has been apparent that as far as possible is
small in the existing systems, if additional data is embedded the picture eminence adulterates
and it similarly makes the aggressor to easily perceive the secret data and a couple of structures
are more amazing to design. The proposed method or scheme of ECC with LSBI calculation
may rectify issues, will upgrade as far as possible, provide security and breaking point the
bending among cover object and stego file [7–8].

3 Proposed methodology

In this paper redesigning of encoding and embedding of secret data into a image is proposed to
achieve the high level of security with the help of Cryptography and Steganography. In
proposed method at first stage secret data will be encrypted with the help of ECC method
after encoding process embedding will be done with the help of the LSBI method. With the
help of these two different techniques high level of security will be achieved. The combination
of both algorithm will full-fills the requirements of secure data transmission on internet. The
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resulting Stego-image may be sent without any doubt on internet. The proposed system is very
difficult to crack for the attacker. By installing the six pieces of information into each four
pixel concealing limit can be improved. The dim code strategy is followed to cloud the
privileged Intel into the cover media to make the arrangement of the single layer of security
and scrambling the restricted information prior to implanting utilizing ECC which gives the
2nd layer of insurance. The projected Steganography system provides two stages. The 1st
stage works on encryption and implants the payload in the cover object and 2nd stage retrieve
secret data and decodes the payload to uncover the information.

3.1 Stage first: encryption

First scramble the secret information than cover up in the image to offer maximum security.
This is given to utilize by ECC calculation. Elliptic curve cryptography (ECC) is a latest and
popular public key encryption method which is based on mathematical elliptic curves and is
recognized for creating faster, smaller and efficient keys. There are two keys in ECC, first
public and second is private key. The public key is given freely over open source and any party
can use it. But the private key is kept secret and only those who hold it can decrypt data
successfully (Fig. 2).

The age of the mysterious key depends on indivisible numbers and worldwide points
picked. The mysterious key age differs relying upon the indivisible number for a similar cover
picture. The accompanying advances delineate the ECC calculation:

Input Values: Secret message, a prime number, Two parameters a and b.
Output Value: Index values of Encrypted data.

3.1.1 Encryption algorithm

Step I: First select an elliptic curve Ep(a,b) and all points as shown in Table 1.
Step II: All the numbers, alphabets and every special character is represented by a point
on elliptic curve.
Step III: Now every number, alphabet and special character has index value.
Step IV: At this stage selection of global point (or base point) G on elliptic curve will be
done.
Step V: Sender selects private key nS and generates its public key PS = nS x G.
Step VI: Similarly receiver selects private key nR and generates its public key PR = nR x G.
Step VII: Sender generate secret key as K = nS x PR and Receiver as K = nR x PS.
Step VIII: Mapping of corresponding points after getting secret message according to
previous step 2.

Public Key Private Key

Sender Receiver

Original 
Message -
-------------------
-------------------

Encryption 

Algorithm at 
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Transmission 

of Encrypted 
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Decryption 

Algorithm at 
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Original 
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………………………
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Fig. 2 Elliptic Curve Cryptography
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Step IX: Generated points will be considered as an input values for encryption process.
Step X: At this step with the help of Global point (or base point) G, a random positive
integer K and public key of receiver encrypted points will be computed.
Step XI: All the characters with their encrypted points are mapped to index values.
Step XII: Now all the index values will be the input for data embedding process.

3.2 Data embedding

Many Steganography techniques based on LSB method have been proposed and implemented
successfully. Simple LSB based technique is good at imperceptibility but with low capacity
and not robust because secret data can be retrieved easily once detected. So LSB Inversion
method is used to improve the quality of image with improved PSNR of Stego-image and
makes detection of secret message difficult for staganalysis [11].

Table 1 Index table

Index
Values

Data or
Message

Set of
Points

Index
Values

Data or
Message

Set of
Points

Index
Values

Data or
Message

Set of
Points

1 a (0,1) 33 F (67,29) 65 @ (2,81)
2 b (1,38) 34 G (68,25) 66 # (7,73)
3 c (2,50) 35 H (70,47) 67 $ (9,79)
4 d (7,58) 36 I (71,22) 68 % (10,116)
5 e (9,52) 37 J (72,44) 69 ^ (11,66)
6 f (10,15) 38 K (73,26) 70 & (12,118)
7 g (11,65) 39 L (79,64) 71 * (16,107)
8 h (12,13) 40 M (86,20) 72 ( (17,79)
9 i (16,24) 41 N (88,19) 73 ) (21,84)
10 j (17,52) 42 O (91,46) 74 - (22,86)
11 k (21,47) 43 P (92,36) 75 - (24,116)
12 L (22,45) 44 Q (96,37) 76 + (25,113)
13 m (24,15) 45 R (97,15) 77 - (26,124)
14 n (25,18) 46 S (102,39) 78 = (27,89)
15 o (26,7) 47 T (105,52) 79 [ (29,70)
16 p (27,42) 48 U (107,63) 80 ] ((0,69))
17 q (29,61) 49 V (108,16) 81 { (33,83)
18 r (30,62) 50 W (110,46) 82 } (34,68)
19 s (33,48) 51 X (113,35) 83 ; (35,104)
20 t (34,63) 52 Y (114,7) 84 ‘ (37,115)
21 u (35,27) 53 Z (115,9) 85 : (39,127)
22 v (37,16) 54 1 (117,16) 86 “ (40,84)
23 w (39,4) 55 2 (120,10) 87 , (43,77)
24 x (40,47) 56 3 (121,63) 88 . (48,83)
25 y (43,54) 57 4 (122,7) 89 < (49,89)
26 z (48,48) 58 5 (123,23) 90 > (50,83)
27 A (49,42) 59 6 (124,31) 91 / (55,89)
28 B (50,48) 60 7 (125,33) 92 ? (58,80)
29 C (55,42) 61 8 (127,8) 93 \ (61,85)
30 D (58,51) 62 9 (128,44) 94 | (62,87)
31 E (61,46) 63 0 (0,130) 95 - (63,89)
32 F (62,44) 64 ! (1,93) 96 - (64,91)
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The original image may be stated as grey level however every level may be taken as of 8
bits moreover process of embedding may be executed with the following steps.

Input Values: Cover image (For hiding) and Index values.
Output Value: Stego image as result.

3.2.1 Algorithm for data embedding

Step I: Data hiding for cover image.
Step II: First convert a cover image in a four blocks of eight bits. Consider the
combination of two bits of second and third LSB of carrier image. The possible patterns
are 00, 01, 10 and 11.
Step III: Now consider the index values of encrypted points.
Step IV: Each index value will be represented in binary form with the help of seven bits.
Step V: At this stage message can be divided into group of two bits, if bits are in odd
numbers then insert zero to make even.
Step VI: Now determine the grey code order of each two bit group.
Step VII: If bit is matched with any pattern then change is required in LSB bit, if LSB is
zero then change all LSB’s of another three groups as one but when LSB is one change all
LSB’s of another three groups as zero.
Step VIII: Change bits until the message to hide exist and continue the same step for
second and third LSB bits.

Now we have Stego image as an output of as defined steps above.

3.3 Stage second: algorithm for extraction of data

Extraction of data is a reverse process of an embedding algorithm. With the help of correct
steps of extraction method hidden data can be retrieved easily. Steps for extraction are:

Input Value: Stego image.
Output Value: Index values.

Step I: Again convert a stego image in a four blocks of eight bits.
Step II: Extraction of LSB bit for each and every eight bit block.
Step III: Examine all four groups of eight pixels to find out odd one out with and check
belongs to which similar pattern (00, 01, 10, 11).
Step IV: Extraction of the group values will be done according to the pattern (00, 01, 10,
11).
Step V: Arrange decimal values of index points in the group of seven bits.

3.4 Algorithm for data decryption

Input: Two parameters a and b, Index values, and prime number.
Output: Message.

Step I: Now index values will be the input for decryption process.

20675Multimedia Tools and Applications (2022) 81:20669–20684

RETRACTED A
RTIC

LE



Step II: Use of same elliptic curve Ep(a,b) and index table at receiver side.
Step III: Mapping of index values according to the encrypted values.
Step IV: Subtraction of global point G, a random positive integer K and private key of
receiver is must for the completion of decryption process.
Step V: Retrieval of numbers, characters and special characters can be according to the
resultant values.

After the successful execution of all the previous steps secret data can be retrieved (Fig. 3).

3.5 Proposed scheme or system for analysis of complexity

3.5.1 Time and space complexity

Efficiency of an algorithm is based on time and space (memory) it takes for execution. Time is
important because programs to run as fast as possible to generate the results quickly and Space
is important because machines have limited amount of space. For the best algorithm its
execution should be complete in the least amount of time with the least amount of space.

STEGO IMAGE AS
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END
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MESSAGE

ENCRYPT MESSAGE 

USING ECC

ENCRYPTION

ENCRYPTED TEXT AND

COVER IMAGE TAKEN 
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INVERSION

SEND THROUGH
COMMUNICATION
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OUTPUT SECRET 

MESSAGE IN READABLE 
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DECRYPT MESSAGE 
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Fig. 3 Flow chart for proposed algorithm
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First discover the dim code standard for stage one insertion. According to the pixel values time
to recognize the dim code can increase. So it can have period arbitrariness as O(n). There is
pixnum time for installing process here pixnum is equals to L/2, Where L is the size of the
secret data or message (can vary in size). For L time complexity after calculation is O(n).
Similarly time complexity for extraction process will be same O(n). Space complexity for the
proposed algorithm depends on the size of the information. If there are n pixels in cover image
and n increments than space requirement will be increment. The space complexity depend on
the size of the input and cannot be less that O(n). So the space complexity for the proposed
method is calculated as O(n) for an input of size n [14, 18, 19].

4 Experimental results and comparison analysis

Few of the results based on experiment is shown here we have compared the existing system
with proposed system however MatLab has been used to implement the proposed scheme or
system and the code or application software was run with 2.5 GHz Intel processor with 6 GB
Random Access memory. Moreover 1000 images were used for testing purpose for the
proposed scheme. Testing of images was performed on three number of standard gray scale
images with the size of 512 × 512 pixels as depicted in Fig. 4. However the evaluation of
performance was done on the basis of parameters as defined in following equations that is
i.e.1, 2, 3 and 4.

MSE ¼ 1

MN

XM�1

x¼0

XN�1

y¼0

bf x; yð Þ � f ðx; yÞ
���

���
2

ð1Þ

RMSE ¼
ffiffiffiffiffiffiffiffiffiffi
MSE

p
ð2Þ

PSNR ¼ 20log10
ð2B � 1Þffiffiffiffiffiffiffiffiffiffi

MSE
p dB½ � ð3Þ

SSIM x; yð Þ ¼ lðx; yÞ½ �� cðx; yÞ½ �� sðx; yÞ½ �� ð4Þ

The uniqueness of the proposed system is based on some of the standards benchmark. The
primary is embedding capacity and the anther one is stego image quality. Some of the standard
benchmarks as stated in Table 2 Root Mean Squared Error (RMSE), Structural Similarity
Index Matrix (SSIM), Mean Squared Error (MSE), and Peak Signal to Noise Ratio (PSNR).
Here we are comparing the proposed system or approach or scheme with existing available
schemes like data embedding by PVD methodology, DMPS-E, Side Match, Color PVD and
Adaptive LSB.

Peak Signal to Noise Ratio and. embedding capacity has been figured out for evaluations so
defined techniques has been applied on some of the standards pictures like Peppers, Lena and
Baboon. Hence comparative study based on embedding capacity as defined in Table 3 in
respect to proposed scheme with existing scheme has been identified.
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Every four pixel has been modified maximum by one and PSNR, SSIM, MSE & RMSE for
various picture as depicted in Table 2. So it may be proved that the values of SSIM, MSE &
RMSE lie somewhere in the range of 0 to 1. If MSE is lowered then it means lower level of
mistake moreover the value of PNSR may range from 47.49 to 48.12 dB, it clearly states that
the image is of good quality.

Here we have compared the approaches based on PSNR and Embedding capacity in context
to the existing approach with proposed approach as depicted in Table 3. Previous and the
proposed work has been compared in this section based on PSNRmoreover it clearly states that
proposed scheme is better than the previous as the there is some significant decrement in values.
The Table 2 clearly shows that the PSNR for all the images is almost 48 dB, hence the results
finalize that the projected method is undoubtedly adopted in this field. The comparison of
proposed scheme with other scheme reveals the embedding performance in Fig. 5 [29–31]

The above graph provides the clear information regarding lower image distortion of
proposed scheme with other schemes. The proposed scheme or system has good PSNR and
better image quality as depicted in Table 3 in context to embedding capacity of different
approaches. So the analysis is like payload for Baboon 3,93,216 bits and PSNR 48.13 dB
which is better when compared with PVD, Color PVD Algorithm ,Adaptive LSB and Side
Match has the payload whose PSNR with minimum values are like 59.4, 38.4 ,59.4 and 37.2
dB respectively hence the PSNR has been obtained better in proposed work. Finally it may be
stated that the average value of PSNR has been obtained as 48 dB at maximum payload which
seems to be significant improvement because of proposed scheme or system.

4.1 Histogram analysis as a statistical tool

Chi-Square Attack and Histogram Analysis, statistical tools of analysis has been used for
embedding algorithm.

(a) Leena (b) Baboon (c) Peppers

Fig. 4 Standard Testing Images. (a) Leena. (b) Baboon. (c) Peppers

Table 2 MSE, RMSE, SSIM and PSNR values of images

Embedding
Capacity
(In Bits)

Test
Images

Mean Squared
Error (MSE)

Root Mean
Square Error
(RMSE)

Structural Similarity
Index Matrix
(SSIM)

Peak Signal
Noise Ratio
(PSNR)

3,93216 Lena 0.756470 0.869753 0.976780 48.13 dB
3,93216 Baboon 0.804756 0.897082 0.996525 48.13 dB
3,93216 Peppers 0.976521 0.988190 0.957959 47.50 dB
3,93216 Boat 0.976553 0.988206 0.957975 47.52 dB
3,93216 Jet 0.976589 0.988225 0.957985 47.54 dB
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Steganographic calculation may be done on the basis of Statistical undetectability. The
measurable investigation contrasts the first picture and the stego picture dependent on histogram
(first request insights) of pictures. Utilizing histogram of the main cover picture and stego-
picture the factual assets of the projected plot is assessed as demonstrated in Fig. 6. In case the
contorting occurs, it will in general be thought that the photos may contain hid data. Taking a
gander at the histogram of the primary channels, when changing channels can give a sensible
thought about the security; for example in case change is irrelevant, the stego structure is seen as
secure. There seems, by all accounts, to be no qualification in the assessment of the pixel power
in the reach 0 to 255 for the main cover image and its stego picture. Figure 6 results are beyond
expectation in context to the main picture and stego-image. It is not possible to identify the
difference between photos when covering the data via histograms of the channels.

4.2 Statistical analysis: Chi-Square Attack

Chi-Square Attack is used to test for proposed approach and could effectively maintain these
attacks as depicted in Fig. 7. The picture to be tested when compared by Chi-Square attack for
examining imperceptibility of the proposed method is found as 53% when compared with
stego image as tested for existing hidden data and the obtained percentage is the highest
probability hence it proves that the proposed scheme is not possible to altered by the intruder.

Fig. 5 Evaluation of Performance for Images. (a) Leena. (b) Baboon. (c) Peppers
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5 Conclusions

This is the era of information explosion so every day there is heavy growth of internet users
which attracts the unauthorized access of accounts of users. There is always continuous fear for
the innocent user to get there data be hacked by unwanted or unsocial hackers. Hence to
understand the need of society and importance of secret information, it is the right time to do
more research in such kind of field so dual Steganography kind of advanced technique for data
security will be treated as a boon in today’s scenario. It would not be hyperbolic to say that
dual Steganography provides more or less guarantee of authentication that no other security
tool may ensure the way like it does. The proposed system has been designed to keep the core
of the security features like higher security & reliability with tradeoff complexity.

The exploratory result of our proposed procedure showed that as far as possible and the idea
of the stego picture achieved our technique is better than those of various systems.

Finally it may be stated that the average value of PSNR has been obtained as 48 dB at maximum
payload which seems to be significant improvement because of proposed scheme or system.

Fig. 6 Histogram analysis
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Fig. 7 Chi-Square Attack. (a) Lena. (b) Baboon. (c) Peppers
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Figure 6 results are beyond expectation in context to the main picture and stego-image. It is
not possible to identify the difference between photos when covering the data via histograms
of the channels.

The picture to be tested when compared by Chi-Square attack for examining
imperceptibility of the proposed method is found as 53% when compared with stego image
as tested for existing hidden data and the obtained percentage is the highest probability.

In Table 4, Execution time is tested and compared by using the system clock. The
experimental results show that the proposed method needs 0.04400 times which was measured
including authentication steps. The proposed method needs more time because of additional
authentication steps when embedding the secret data/message.

The proposed approach or system or method may be applied to other different cover objects
like video and audio that may be considered for future work.
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