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Abstract
Wireless data transmission on the Internet of Things (IoT) needs data-aware communi-
cation protocols. Clustering is one of the effective network management approaches that
enhance the lifetime of IoT. The primary challenge in the data transmission across IoT is
designing an energy-efficient clustering mechanism. Existing protocols struggle with the
non-optimal selection of CHs and frequent re-clustering on IoT, which leads to signifi-
cant energy consumption. If the cluster head (CH) lifetime of the devices (nodes) is known
prior, then re-clustering can be avoided to a reasonable extent. Therefore, in this paper,
we estimate the lifetime of devices as CHs by solving a linear optimization problem to
extend the first node death as much as possible and also, stalls the frequent re-clustering
process to minimize the energy consumption. We also apply the uniform distribution of
CHs to ensure balanced energy consumption on IoT devices. The proposed clustering tech-
nique named ECFEL (Efficient Clustering using Fuzzy logic based on Estimated Lifetime)
for IoT outperforms the existing protocols, namely Low Energy Adaptive Clustering Hier-
archy (LEACH), MODified LEACH (MOD-LEACH), Dynamic k-LEACH (DkLEACH),
Novel-PSO-LEACH, FM-SCHEL, and M-IWOCA techniques in terms of first node death
(FND), half node death (HND), last node death (LND). Our simulation results showcase that
ECFEL is having a better lifetime in terms of FND, HND, and LND, respectively. Further-
more, the experiments also confirm that ECFEL consumes less energy while maintaining a
packet delivery ratio for a more extended period.

Keywords Sensor networks · Network lifetime · Fuzzy logic · Residual energy ·
Node centrality · Linear programming problem

1 Introduction

The Internet of Things (IoT) has evolved as a prominent research field in the past decade.
IoT consists of identical smart and wireless objects and individuals who can transmit data
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over the network independently. Various studies forecast that the IoT marketplace will rise
from 158B in 2016 to 550B dollars by 2021. They have left an imprint in a massive variety
of applications relating to smart homes, smart industry, logistics and transportation, smart
cities, smart retails, and connected cars, etc. [2, 12, 17, 26, 30, 33]. Wireless sensor net-
works (WSNs) have a very significant role in the development of an aspect of the IoT.
They function as a virtual membrane where the information about the physical world can be
read and interpreted by a computational framework. A WSN is a composition of numerous
intelligent, low-power sensor devices and a high-powered sink [18, 39]. Wireless devices
periodically transmit data to the base station. These sensors used in sensor networks are hav-
ing many constraints, such as limited energy, memory, processing ability [5, 40]. According
to energy models, transmission and reception costs are significant drains on the batteries of
the sensors [9]. Therefore, achieving an energy-efficient data transmission from the source
to the target devices is one of the significant difficulties confronting the IoT. Also, redun-
dancy in the sensed data occurs usually when multiple devices may sense the same area [1,
25]. The communication of this redundant data consumes much energy.

The usage of clustering can minimize this energy consumption. Clustering operations are
the most promising approaches to resolve these issues [11]. Clustering reduces the number
of transmissions, exploits the resemblance in the sensed values collected from nearby sensor
devices for aggregation, and hence, reduces the energy consumption compared to a non-
clustered environment. In clustering, the network of sensor devices is divided into clusters.
These devices (i.e., cluster member (CM)), instead of sending the data directly to the BS,
transmit their data via specially selected nodes termed as cluster heads (CHs) to the BS as
illustrated in Fig. 1.

Existing clustering techniques have several drawbacks, namely: a) Residual energy is not
accounted in the election of CHs in LEACH. It may lead to a possibility that inefficient CHs

CH Sensor Node
(CM)

BS

Fig. 1 Clustering Architecture in WSNs
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get selected, which results in early first node death. b) CHs rotation is done after every round
which increases further energy consumption and a delay. c) CHs may get selected very close
to each other, thereby losing the effectiveness of the clustering approach. It happens because
of non-uniform selection of CHs. d) The effect of these shortcomings becomes evident in
large-scale networks where these techniques could not perform up to the mark. Ensuring
uniform CHs selection and estimating when to perform the next re-clustering is an arduous
task. In this paper, we have tried to improve these processes by confirming the selection of
CHs uniformly throughout the monitoring area and stalling the re-clustering on IoT under
safe limits. In other words, re-clustering on IoT is deferred utmost until one of the selected
CHs completes its lifetime as CH, which is estimated through a linear optimization problem.
CHs lifetime values along with other vital parameters are utilized for fuzzy logic-based
clustering on IoT. They employ fuzzy logic to handle the uncertainties and complexity of
WSNs. We will discuss such techniques in the next section.

1.1 Contributions

Our contributions in this paper are in the following order:

a) We estimate the lifetime of each device as CH and CM using linear optimization. The
estimated lifetime of the device as CH helps in the optimal selection of CHs and reduces
the frequency of re-clustering process for the efficient working of IoT.

b) We propose to use fuzzy logic to establish a relationship between the value of three
parameters viz normalized value of residual energy, node centrality, estimated device’s
lifetime as a CH, and the chances that a node becomes a CH.

c) We have used the estimated CH lifetime of selected CHs to reduce the overheads of the
re-clustering process on IoT.

d) We have suggested a different strategy for uniform selection of the CHs.
e) All the contributions are utilized to propose a routing protocol, ECFEL. To showcase

the benefits of the variable estimated with linear optimization, we have considered a
different technique named ECF. We then compare the proposed protocol with promi-
nent protocols LEACH [10], MOD-LEACH [20], Dk-LEACH [6], Novel-PSO-LEACH
[36], FM-SCHEL [38], and M-IWOCA [31]. Comparative analysis confirms proposed
ECFEL is doing better than these techniques, even for large-scale IoT.

The rest paper is structured as follows: In Section 2, we discuss the state of the art fuzzy
based clustering techniques on IoT. In Section 3, we discuss the IoT model and energy
model. In Sections 4.1 to 4.3, we discuss the proposed technique in detail. In Sections 5
and 6, simulation results and conclusion are discussed respectively.

2 Literature review

The fundamental limitation in the design of WSNs assisted IoT is the frequent battery
drain-off due to numerous reasons [41]. In literature, different clustering-based proto-
cols have been suggested to address the same [22]. The primary goal is to organize IoT
devices through specific clusters, thereby ensuring power consumption and hierarchical
management.
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2.1 Clustering protocols on IoT andWSNs

Clustering serves as a boon to enhance the network lifetime. Authors in MOD-LEACH
[20] have proposed a clustered approach to elongate the network lifetime. Initially, CHs are
selected in the same way as in LEACH algorithm. Although, in the MOD-LEACH algo-
rithm, re-clustering is done only when a CH consumes energy more than a certain threshold
which is decided arbitrarily. This may not be a good criterion to demote a device from being
CH. Also, CHs may get selected very close to each other, thereby losing the effectiveness
of the clustering approach. In DK-LEACH [6], authors have proposed a comprehensive
approach of popular LEACH algorithm to minimize the energy consumption of the unevenly
distributed network. In DK-LEACH, only those nodes with more energy than the average
energy of the network are accounted as the candidates for CH selection. A function having
the proportion of the distance between CHs and non-CHs, and the surplus energy is found
out. The minimum value of the function shows selected CH has a lesser distance to the nodes
and higher remaining energy. Then node density is used to adjust the proportion. However,
CHs rotation is done after every round, and uniform selection of CHs is not ensured, which
leads to more and non-uniform energy consumption in the network.

To mitigate the issues of energy consumption in WSNs, a particle swarm optimiza-
tion (PSO) based clustering protocol is suggested [36]. CHs are selected using PSO based
approach. The fitness value of the particles is evaluated based on the remaining energy of
that node and the distance of the node to the base station. But, re-clustering is done after
every round, which is purely an overhead process and reduces network lifetime. A two-level
unequal clustering protocol on IoT is introduced by sharing the incoming traffic to enhance
the system performance [8]. The goal is to minimize the number of CHs. To achieve the
same, IoT devices are grouped optimally in unequal-sized clusters. Authors have selected
the primary CH to the device having the highest node degree in the monitoring area. The
secondary CHs selection process is done based on remaining energy and node degree. This
process stops when all devices are attached to at least one cluster. Nevertheless, having many
layers in hierarchical clustering can increase the number of hops, which further extends the
delay. LEACH protocol is extended by proposing a low-powered adaptive layered mecha-
nism based on clustering [42]. The authors have given the focus on traffic load analysis and
network reliability while designing their mechanism. However, the authors have not paid
attention to the uniform selection of CHs, which increases energy consumption.

Authors [4] have presented a CHs selection protocol on IoT based on a multi-objective
fractional gravitational search algorithm. Fitness function objectives include delay, remain-
ing energy, the distance between devices, link lifetime. However, they have not tried to
decrease the re-clustering process, which incurs energy consumption. Authors [34] have
achieved better network throughput by suggesting a clustering protocol based on load-
balancing and delay minimization. Uniform and non-uniform incoming traffic are handled
for IoT applications by utilizing a multi-objective cost function-based simulated annealing.
Cost function includes distance between CHs and IoT devices, the distance between CHs
and BS, and incoming traffic. Moreover, the solution provided by the simulated annealing
does not ensure that solution will converge to optimal value and can fall into local optimum
in most cases. Authors [15] have minimized the communication cost for large-scale wireless
mesh networks. They have proposed a delay-aware clustering protocol on IoT that groups
the IoT devices in four different clusters to achieve the same. Cluster is formed on behalf
of one-hop neighbors i.e. null, CHs, cluster members, and cluster relay devices. Although,
uniform clustering is not adequately ensured. To lessen the total number of wireless links
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on IoT, authors [35] have presented a multi-hop heuristic-based clustering protocol. The
primary objectives of this protocol are to minimize the total CHs, and distance between
IoT devices and CHs. This protocol provides the optimal clusters with minimum connec-
tions on both small and large IoT models. However, the authors have not given the focus on
minimizing the re-clustering process.

2.2 Fuzzy logic-based clustering protocols on IoT andWSNs

Although clustering is one of the energy-efficient techniques, CHs selection is compu-
tationally complex and expensive [27]. The benefits provided by clustering outway the
computational complexity and the cost incurred. Fuzzy logic handles the complexity,
thereby making things more comprehend-able [7, 16, 23]. Therefore, many researchers
proposed to use the fuzzy logic-based clustering [32]. Even in the absence of complete
information, real-time decision-making can be done using fuzzy logic controllers (FLCs).
Considering the above benefits of fuzzy logic, several protocols aiming towards ameliorat-
ing lifetime have used this technique. Tominimize the total energy consumed in the network,
a two-level hierarchical protocol based on fuzzy logic is proposed [38]. CHs and super CHs
are selected using fuzzy logic which utilizes node degree, node centrality, and battery power
to calculate the chance of election value. However, the authors have not focused on mini-
mizing the re-clustering process and making uniform energy consumption. Then, to make
the network energy-efficient and to elongate the network lifetime, an evolutionary approach
and fuzzy logic-based solution is suggested [31]. Authors have used fuzzy logic to estimate
the fitness value for which the fuzzy descriptors are taken as node degree, centrality, resid-
ual energy, and distance to BS. Then, invasive weed optimization (IWO) is utilized to select
the candidate CHs for a round, and thereafter final head nodes are selected with the help of
genetic algorithm and IWO. On the contrary, this approach also leads to more energy con-
sumption because of frequent re-clustering in every round, and the evolutionary approach
does not ensure the optimal solution.

Authors [28] have utilized fuzzy logic to present a quality of service based energy-
efficient clustering protocol for WSNs assisted IoT. CHs and cluster devices are selected
using fuzzy logic based on multiple parameters involving link quality of devices, the
distance between IoT devices, and remaining energy. This multi-criteria-based decision-
making helps in minimizing the energy consumption of IoT devices, network lifetime, and
transmission delay. Authors [37] presented an energy-efficient data communication clus-
tering based protocol on IoT. In this three-layer protocol, the sink decides the upper CHs
using fuzzy c-means algorithm that involves the parameters residual energy and location of
IoT devices. While IoT devices select the lower CHs in a distributive way that limits the
exchange of control packets. An unequal clustering-based protocol was suggested in which
CHs selection was made based on decisions taken by FLCs [3]. The input parameters con-
sidered were distance to BS and residual energy. However, the authors had not considered
the local distance from the surrounding devices. Another multi-objective clustering tech-
nique that utilized fuzzy logic was proposed to address the hotspot and energy hole problem
[29]. In this paper, the authors had considered the distance to sink, node centrality, and resid-
ual energy to determine the competition radius. The local distance was considered, as well.
Yet, they did not emphasize uniform energy consumption, so the selected CHs might be
very close or far to each other. An improved version of [3] was presented by [19]. Authors
in [19] had accounted for one more parameter compared to [3] which was node degree, for
the election of CHs. Fuzzy logic with two variables i.e., distance and node degree of CH,
was considered during cluster formation. It also required re-clustering after every round.
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Other authors had used a fuzzy-based clustering approach [14]. In this work, the authors
had accounted for expected residual energy. Chances for CHs selection were dependent on
residual energy as well as expected residual energy. Nevertheless, it had not focused on the
uniform selection of CHs.

2.3 Analysis of clustering protocols

The protocols discussed above upgrade the efficiency of IoT to some extent. However, they
had their issues like probabilistic clustering, frequent re-clustering, etc. Heuristic methods
provide an approximate solution to the clustering problem. They focus on reducing the
number of clusters that unbalances the traffic load and minimizes the IoT lifetime. While
the meta-heuristic methods emphasize remaining energy and distance but ignore the node
centrality. Both heuristic and meta-heuristic-based protocols have not emphasized stalling
the re-clustering process which is purely an overhead and incurs a lot of energy consump-
tion. To overcome those problems, many authors have proposed many different protocols.
However, they have their issues like probabilistic clustering, frequent re-clustering, etc. To
avoid the problem of re-clustering, the authors of MOD-LEACH have attempted. But, the
downside of the work is, as the energy consumption of any CH goes below a particular
threshold, that CH is replaced with new CHs selected by the LEACH technique. They have
used different power levels for intra and inter CHs communication which is not showing any
significant difference in the experimental results. To avoid the problems like non-optimal
and non-uniform CHs selection, frequent re-clustering, we have proposed this technique,
which reaps the benefits of fuzzy logic and linear optimization. A summary of objectives,
critical parameters considered, methodology used, and outcomes of the reviewed clustering
protocols examined is shown in Table 1.

3 Systemmodel

3.1 IoTmodel

In this paper, we model the IoT as follows: dimension of the monitoring area is consid-
ered as M × M . A set of n sensor devices is randomly deployed over the entire area with
uniform distribution. Ŝ is representing the set of devices. A unique ID is assigned to all
the sensor devices. Sensor devices are stationary and location-aware. Euclidean distance
between all the sensor devices (dij ) is determined by using the received signal strength.
When required, the sensor devices can change their transmitting power level. To solve the
linear optimization, MATLAB libraries and functions are used by the sink.

3.2 Energymodel

To estimate the energy consumption, we have considered the radio model [10]. The energy
consumed in transmitting a packet of κ-bits to the BS is given as:

ETij =
{
Eelec × κ + εf s × κ × d2

ij , dij < dT H

Eelec × κ + εmp × κ × d4
ij , dij ≥ dT H

(1)

where Eelec represents the amount of energy required to activate the electronic circuits. εf s

(free space) and εmp (multi-path) are the energy required by amplifier. Here dij is euclidean

5166 Multimedia Tools and Applications (2023) 82:5161–5185



Ta
bl
e
1

Su
m
m
ar
y
of

lit
er
at
ur
e
pr
ot
oc
ol
s

Pr
ot
oc
ol

O
bj
ec
tiv

e
Pa
ra
m
et
er
s
C
on
si
de
re
d

M
et
ho
do
lo
gy

U
se
d

O
ut
co
m
es

D
k-
L
E
A
C
H
[6
]

R
ed
uc
in
g
th
e
un
ev
en

en
er
gy

di
st
ri
-

bu
tio

n
D
is
ta
nc
e
be
tw

ee
n
th
e
de
vi
ce
s
an
d

w
.r.
t.
B
S,

de
ns
ity
,e
ne
rg
y

C
H
s
se
le
ct
io
n
m
ec
ha
ni
sm

is
si
m
ila

r
as

in
L
E
A
C
H
w
ith

C
os
tf
un
ct
io
n

B
et
te
r
ne
tw
or
k
lif
et
im

e

N
ov
el
-P
SO

-L
E
A
C
H
[3
6]

M
iti
ga
tin

g
th
e
is
su
es

of
en
er
gy

co
n-

su
m
pt
io
n

R
es
id
ua
lE

ne
rg
y,
D
is
ta
nc
e
be
tw

ee
n

cl
us
te
r
m
em

be
r
an
d
B
S

Pa
rt
ic
le
Sw

ar
m

O
pt
im

iz
at
io
n

Im
pr
ov
ed

ne
tw
or
k
lif
et
im

e

M
O
D
-L
E
A
C
H
[2
0]

M
in
im

iz
e
th
e
en
er
gy

co
ns
um

pt
io
n

R
es
id
ua
l
E
ne
rg
y,
D
ua
l
tr
an
sm

itt
in
g

po
w
er

le
ve
ls

Pr
ob
ab
ili
ty
-b
as
ed

cl
us
te
ri
ng

M
or
e

nu
m
be
r

of
al
iv
e

no
de
s,

Im
pr
ov
ed

pa
ck
et
s
de
liv

er
y
ra
tio

FM
-S
C
H
E
L
[3
8]

M
in
im

iz
in
g

th
e
en
er
gy

co
ns
um

p-
tio

n
R
es
id
ua
le
ne
rg
y,
N
od
e
de
gr
ee
,C

en
-

tr
al
ity
,M

ob
ili
ty

Fu
zz
y
ba
se
d
C
H
s
an
d
su
pe
r
C
H
s

se
le
ct
io
n

In
cr
ea
se
d

ne
tw
or
k

lif
et
im

e,
M
or
e

al
iv
e
no
de
s

M
-I
W
O
C
A
[3
1]

E
lo
ng
at
in
g
ne
tw
or
k
lif
et
im

e
N
od
e

de
gr
ee
,
ce
nt
ra
lit
y,

re
si
du
al

en
er
gy
,d

is
ta
nc
e
to

B
S

Fu
zz
y

lo
gi
c,

In
va
si
ve

w
ee
d

op
ti-

m
iz
at
io
n,
G
en
et
ic
al
go
ri
th
m

H
ig
he
r
re
si
du
al

en
er
gy
,
L
es
s
nu
m
-

be
r
of

de
ad

no
de
s

B
1.
5
D
L
U
C
[8
]

E
lo
ng
at
in
g
lif
et
im

e
N
um

be
r

of
ne
ig
hb
or
s,

re
si
du
al

en
er
gy

H
eu
ri
st
ic
,m

ul
ti-
ch
an
ne
la
pp
ro
ac
h

M
in
im

al
L
ow

en
er
gy

co
ns
um

pt
io
n,

le
ss

in
co
m
in
g
tr
af
fi
c
on

C
H
s,
H
ig
h

lif
et
im

e
C
R
E
B
[4
2]

B
al
an
ci
ng

th
e
en
er
gy

co
ns
um

pt
io
n

R
es
id
ua
le
ne
rg
y

H
eu
ri
st
ic

B
et
te
r
ne
tw
or
k

co
nn
ec
tiv

ity
,
lo
w

en
er
gy

co
ns
um

pt
io
n
of

C
H
s,

hi
gh

re
lia
bi
lit
y

M
O
FG

SA
[4
]

O
pt
im

al
C
H
s
se
le
ct
io
n
fo
r
en
er
gy
-

ef
fi
ci
en
tr
ou
tin

g
D
el
ay
,
di
st
an
ce

be
tw

ee
n

de
vi
ce
s,

re
m
ai
ni
ng

en
er
gy
,l
in
k
lif
et
im

e
Fr
ac
tio

na
l

gr
av
ita
tio

na
l

se
ar
ch

al
go
ri
th
m

H
ig
h
lif
et
im

e

C
L
B
E
E
[3
4]

A
ch
ie
vi
ng

op
tim

al
th
ro
ug
hp
ut

to
en
ha
nc
e
th
e
ne
tw
or
k
lif
et
im

e
In
co
m
in
g

tr
af
fi
c

lo
ad
,

di
st
an
ce

be
tw
ee
n
de
vi
ce
s
an
d
C
H
s,
th
e
di
s-

ta
nc
e
be
tw

ee
n
C
H
s
an
d
B
S

Si
m
ul
at
ed

an
ne
al
in
g

L
es
s
en
er
gy

co
ns
um

pt
io
n,
lo
ad

ba
l-

an
ci
ng
,h

ig
h
lif
et
im

e

C
R
-I
oT

[1
5]

R
ed
uc
e

th
e

co
m
m
un
ic
at
io
n

co
st
s

on
la
rg
e-
sc
al
e
ne
tw
or
ks

N
um

be
r
of

ne
ig
hb
or
s

H
eu
ri
st
ic

R
ed
uc
tio

n
in

en
d-
to
-e
nd

de
la
y
an
d

da
ta
tr
an
sm

is
si
on

M
H
C
-I
oT

[3
5]

M
ak
in
g

th
e

ne
tw
or
k

sc
al
ab
le

by
re
du
ci
ng

th
e
nu
m
be
ro

fc
on
ne
ct
io
ns

N
um

be
r
of

C
H
s,
D
is
ta
nc
e
be
tw

ee
n

de
vi
ce
s
an
d
C
H
s

G
re
ed
y
he
ur
is
tic
,s
ho
rt
es
tp

at
h
fi
rs
t

al
go
ri
th
m

L
es
s
nu
m
be
r
of

co
nn
ec
tio

ns

FE
E
C
-I
IR

[2
8]

To
m
in
im

iz
e
en
er
gy
-e
ff
ic
ie
nt

ch
al
-

le
ng
es

L
in
k
Q
ua
lit
y,
re
m
ai
ni
ng

en
er
gy
,t
he

di
st
an
ce

be
tw
ee
n
de
vi
ce
s

Fu
zz
y
lo
gi
c

E
nh
an
ce
d

pa
ck
et

de
liv

er
y

ra
tio

,
le
ss
en
er
gy

co
ns
um

pt
io
n,
m
in
im

um
de
la
y

E
T
L
H
C
M

[3
7]

B
al
an
ce

th
e
en
er
gy

co
ns
um

pt
io
n

L
oc
at
io
n

of
de
vi
ce
s,

re
m
ai
ni
ng

en
er
gy

Fu
zz
y
lo
gi
c

L
ow

ex
ch
an
ge

of
co
nt
ro
l
pa
ck
et
s,

hi
gh

lif
et
im

e

5167Multimedia Tools and Applications (2023) 82:5161–5185



distance between sensor devices si and sj . While the energy consumed by sensor device si
in receiving a packet from its neighbor sk is given by:

ERki = Eelec × κ (2)

4 Proposed technique

In this section, we discuss the overall functioning of our proposed fuzzy-based clustering
technique for IoT (ECFEL). Its goal is to increase the overall lifetime of IoT while reduc-
ing the energy requirement of the protocol. Our technique works in four phases: network
initialization, parameters evaluation, CHs selection and data transmission on IoT, and ECF
technique. In network initialization phase, required information is collected ((explained in
depth in Section 4.1)) to calculate the parameters such node centrality, residual energy, and
each device’s lifetime as a CH (discussed in Section 4.2). These parameters are embedded
into fuzzy logic to finally select the uniformly distributed CHs to prolong the IoT lifetime
(detailed explanation in Section 4.3). Also, time of re-clustering is calculated using esti-
mated CH lifetime. Once estimated lifetime of each CH is exhausted, the residual energy
is utilized by delegating decisions of making CH to ECF as last attempts to keep the
network alive as long as possible. In the next sections, we will discuss in detail all the
above-discussed phases which are summarized in Fig. 2.

4.1 Network initialization

To discover network topology, every device broadcasts a RQST message into the monitoring
area to know about one hop neighboring devices. Each IoT device (si) prepares a neighbor
list Ni of all the one hop away sensor devices, from which RQST messages are received.
This information along with residual energy REi , initial energy IEi , network topology of
the IoT device is then sent towards the BS. Once the information about the network structure
and energy is reached at the sink, it calculates number of neighboring devices w.r.t. each
device i.e. node degree, distance between the pair of devices, energy consumption of each
device as a CH and as CM are calculated by sink as discussed in Section 4.

(i) Count of devices that are in the communication range of each IoT device or node
degree is calculated as:

NDi = |Ni | (3)

(ii) Sum of the squared distance (χi) of each IoT device (si) from the rest of the devices
is calculated as:

χi =
∑
j∈Ni

d2
ij (4)

(iii) Energy consumption of a IoT device as a CH and CM are found out as described
below. Let

– ERki is the energy consumed during the receiving of one packet (having κ−bits)
from device sk (where device sk can be CM or CH) to device si (which is either
CH for a CM or Next Hop (NH = CH or BS) for a CH). In other words,
communication will always be among: (CM, CH) or {(CH, CH) | (CH, BS)}. The
ordered pair (a, b) means that a device transmits the data to b. This consumption
is calculated as stated in the energy model in Section 3.2.
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Fig. 2 Working steps of proposed technique (ECFEL), CHs selection is done using the method given in
Fig. 3, ECF method shown in Fig. 4 works once all slots get expired. Circled A is representing flow-chart
connector

– ETij is the energy consumed during the transmission of one packet from device
si to device sj , where device si can be CM or CH and device sj can be CH or
relay CH or BS for other CHs.

– When a IoT device si transmitting the data to IoT device sj , energy consumption
rate in sending one packet is calculated as (energy consumption w.r.t. a single
packet is given by energy model, defined in Section 3.2)

ETij =
{
Eelec × κ + εf s × κ × d2

ij , dij < dT H

Eelec × κ + εmp × κ × d4
ij , dij ≥ dT H

(5)

Here dij is euclidean distance between sensor devices si and sj .
– Energy consumption rate in receiving one packet (ERki) by IoT device si from

its neighbor sk is a constant value. It is given by energy model as stated in
Section 3.2.
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– EGi is the energy consumed during the sensing in one round. This value is same
for every IoT device.

– ζCM
ij depicts how much energy a cluster member si consume in a single round
where j is its CH.

ζCM
ij = ETij + EGi (6)

– ζCH
ij depicts how much energy a cluster head si consume in a single round where

j is si’s NH.

ζCH
ij = EGi + ERki × Pktsrecvd

i + ETij (7)

where Pktsrecvd
i represents the number of packets that have been received by a

IoT device si from its neighbors. ζCH
ij is dependent on the number of member

devices in the cluster and ETij is dependent on the distance between ith CH and
its NH.

– Total energy consumption is found using:

ζ i
total = ELCH

i × ζCH
ij + ELCM

i × ζCM
ij (8)

Here ELCH
i and ELCM

i depicts the estimated lifetime of a IoT device si as a CH and
CM respectively.

Note: There is no initial knowledge about the clusters formation in the network. There-
fore, to evaluate ELCH

i and ELCM
i before the formation of cluster, some assumptions

need to be taken specially the estimates of distance between the sender and receiver to
estimate the energy consumption of transmitter and number of cluster members to esti-
mate the energy consumption of receiver. So, we have estimated: (i) number of packets
a CH can receive in (7), (ii) distance between CM and CH while finding ETij in (6)
(dij = dCM,CH , when a device si is treated as CM), and (iii) distance between CH and
NH while finding ETij in (7) (dij = dCH,NH , when a device si is treated as CH).

To estimate above mentioned parameters by examining the behavior of the stated network
and energy model, we have analyzed three scenarios: worst, average, and realistic case
which are discussed below.

(a) Worst Scenario is the scenario that causes maximum energy consumption.

(1) When a IoT device si is treated as CM, its energy consumption during transmis-
sion is found by assuming that its CH is communication radius (CR) away (that
is furthest away but in communicable range). The maximum distance between
any CM and its respective CH is given by:

Max dCM,CH = CR

(2) Maximum number of packets that a CH si can receive, is equal to total devices
which fall in its communication range i.e.

Max Pktsrecvd
i = NDi

(3) Similarly, when a IoT device si is treated as CH, the data is assumed to be sent
directly to the sink. Therefore, the maximum distance of a CH w.r.t. its NH is
given by:

Max dCH,NH = di,BS

Here, di,BS represents the distance of device si from the sink.
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(b) Average Scenario is the scenario that estimates expected energy consumption over a
large number of experiments.

(1) When a IoT device si is treated as CM, its energy consumption during trans-
mission is found by assuming that its CH is at an average distance. The average
distance between any CM and its respective CH is given by:

Avg dCM,CH =
√∑NDi

i=1 d2
ij

NDi

,where j ∈ Ni

(2) On an average, number of packets that a CH (si) can receive, is calculated as:

Avg Pktsrecvd
i = n − p̂

p̂

where n and p̂ are number of total devices and selected CHs respectively.
(3) When a IoT device si is treated as CH, it will transmit its data towards the sink.

The average distance of a CHw.r.t. its nearest possible next CH is given by (using
Pythagorean theorem):

Avg dCH,NH =
⌈√

5M

g

⌉

where M is the monitoring area dimension and g = √
p̂

(c) Realistic Scenario We have discussed the extreme case and an average case so
far. Things may not exactly match these situations in reality. Therefore, to approximate
the model and analyze the situation better, the values of these parameters are tuned
between these two scenarios for better estimation of lifetime of CH corresponding to
all the devices.

(1)
dCM,CH = ϕ × Max dCM,CH + (1 − ϕ) × Avg dCM,CH

(2)
Pktsrecvd

i = ξ × Max Pktsrecvd
i + (1 − ξ) × Avg Pktsrecvd

i

(3)
dCH,NH = ς × Max dCH,NH + (1 − ς) × Avg dCH,NH

where ϕ, ξ and ς lie in the range [0,1]. These are the parameters to be tuned
experimentally.

4.2 Parameters evaluation

In ECFEL, we have taken three input variables, namely residual energy (RE), node cen-
trality (NC), an estimated lifetime of a IoT device si as a CH (ELCH

i ) (in rounds). By the
difference in the results of ECF and ECFEL, we can analyze that the third input variable
and delayed re-clustering play a significant role. This helps to improve lifetime by mitigat-
ing energy consumption. The consumption occurs during the re-election and re-clustering
process. This variable is estimated by solving a linear optimization problem. Parameters are
calculated as follows:

(i) Residual energy (RE): The devices having higher remaining energy are more favor-
able for the election of CHs. So, residual energy is kept into account. To utilize the
value of RE in FLC, residual energy is adjusted in the range [0,1]. The goal behind
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normalization is to take different scales value on to a single standard scale. It results
in the same effect of all the variables. Normalized value of RE of a device si can be
stated as:

Norm REi = REi

IEi

(9)

Here, REi represents current energy.
(ii) Node centrality (NC): The device’s energy consumption depends on how many

devices it is surrounded and how far it is from them. The higher the number of sur-
rounding neighbors and the lower the local distance from them, the lower the energy
consumption. Hence, node centrality is kept into account. Node centrality of a device
is defined as the square root of the ratio of summation of the squared distances from
the neighbors (defined in (4)) to the node degree i.e.

NCi =
√

χi

NDi

To utilize the value of NC in FLC, NC is also normalized to adjust its value in
between 0 and 1. The normalized value of NC of a device si is can be written as
follows:

Norm NCi = NCi/CR (10)

Here, CR is the communication range.
(iii) Estimated lifetime as a CH (ELCH

i ): In this proposal, we have considered a novel
parameter, which has not yet accounted for selection of CHs. This input variable is
calculated by using (8) in the linear problem formulation. The solution of the same
gives us the lifespan of the IoT devices as CHs and CMs, which is further used in
the CHs selection and re-clustering process. The lifespan of the device that will die
first is maximized to increase the network lifetime. We also expect that in the end, the
total energy of each device should be consumed. Accordingly, the objective function
is defined as:

max
ELCH

i ELCM
i

(min
i

(ELCH
i + ELCM

i )) (11)

subject to

ζ i
total = IEi (12)

ELCH
i = ELCM

i

T − 1
, where T = n/p̂ (13)

ELCH
i ≥ 0 (14)

ELCM
i ≥ 0 (15)

The objective function (11) is showing that the IoT device which is having a mini-
mum lifetime should be maximized to stall the first node death. The constraint in (12)
is representing that at the end total energy of all the devices get consumed. Equations
(14) and (15) constraints are showing the life of a IoT device as a CH and as CM
should be greater than or equal to 0. If we assume that all the devices will be alive
equally long i.e., T slots where a slot is the minimum number of rounds for which
any IoT device may work as CH. Also, each IoT device can work as a CH in one slot
only. Further, assuming that all the slots are having an equal number of rounds. Then,
for any IoT device ELCH

i is proportional to 1 slot duration while ELCM
i is propor-

tional to T − 1 slot duration. But, we also know that ideally there will be p̂ CHs at
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point of time before FND. Therefore, number of slots must be n/p̂ which is repre-
sented by (13).
Further, (11) can be more simplified into (16) by adding one more constraint
(motivated from [24]). Hence, the above formulation can equivalently be written as:

max z (16)

subject to

0 ≤ z ≤ ELCH
i + ELCM

i

ζ i
total = IEi

ELCH
i = ELCM

i

T − 1
, where T = n/p̂

ELCH
i ≥ 0

ELCM
i ≥ 0

LPP returns ELCH
i which indicates for how many rounds, an IoT device should be

able to act as CH in IoT. As discussed earlier, once the value of ELCH
i for each

IoT device is obtained, normalized value of input variables corresponding to each
device i.e., REi , NCi , and ELCH

i are passed to the FLC. Corresponding to the input
variables, the output variable is CE is evaluated with inference rules given in Table 2.
The higher value of CE of a sensor IoT device favors the device for the final election
of CH. The whole procedure is segregated into two phases i.e., uniformly distributed
CHs selection phase and cluster formation phase. When the clusters are formed, data
transmission starts. In the next section, we will explore how to select the CHs by
using CE values which influences the IoT lifetime. We will also see how to pick the
CHs uniformly and how to minimize the overheads due to re-clustering.

4.3 Cluster heads selection and re-clustering process on IoT

The chance of election value (CE) corresponding to each IoT device changes dynamically
in the proposed technique. Because while finding the CE value, it uses normalized values
of RE, NC, and ELCH

i . No fuzzy-based clustering techniques have considered the lifespan
of a IoT device as CH (ELCH

i ) as a parameter to FLC. This novel parameter is considered in
our proposed technique. All the input variables should adopt fuzzy linguistic values to pass
them to FLC. In Tables 2 and 3, sparse, normal, and dense are fuzzy linguistic values cor-
respond to the input variable Node Centrality. While Remaining Energy has low, medium,
and high as the fuzzy linguistic values. Small, medium, and large are the fuzzy linguistic
values for the lifespan of a IoT device as CH ELCH

i . All are having the triangular mem-
bership function with peak values at 0, 0.5, and 1 corresponds to three linguistic values of
all input variables. The output variable is chance of election (CE) value, which has low,
medium, and high as the fuzzy linguistic values. For this as well, triangular membership
function with peak values at 0, 0.5, and 1 is considered to low, medium, and high, respec-
tively. While deciding the fuzzy rules as given in Table 2, an argument has been considered
that when energy and the number of rounds a IoT device can serve as CH are low, it is a
wise decision to reduce the chances of those devices. Crisp values are fuzzified into linguis-
tic variables by the fuzzy inference engine. Membership functions that have been defined
by the user are used. We have used the Mamdani method, which processes fuzzified input
variables and develops fuzzy rules. Inference rules used in ECFEL are listed in the Table 2.
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Table 2 Inference rules used by fuzzy logic referred in Fig. 2. NC, RE, and CE are node centrality, residual
energy, and chance of election value

NC RE Slot CE

Sparse Low Small Low

Sparse Low Medium Low

Sparse Low Large Medium

Sparse Medium Small Low

Sparse Medium Medium Medium

Sparse Medium Large Medium

Sparse High Small Low

Sparse High Medium Medium

Sparse High Large High

Normal Low Small Low

Normal Low Medium Low

Normal Low Large Low

Normal Medium Small Low

Normal Medium Medium Medium

Normal Medium Large Medium

Normal High Small Low

Normal High Medium Medium

Normal High Large Medium

Dense Low Small Low

Dense Low Medium Low

Dense Low Large Low

Dense Medium Small Low

Dense Medium Medium Low

Dense Medium Large Medium

Dense High Small Low

Dense High Medium Medium

Dense High Large Medium

Each time when re-clustering happens, p̂ cluster heads are selected from all devices while
ensuring the uniform distribution of selected CHs over the entire monitoring area. CHs are
selected based on higher CE values. First CH selection is done using the largest CE value.
Successive CHs will only be selected if they are a fixed distance threshold (i.e. dCT H which
is 1.5 times of communication range) apart from each of the previously elected CHs and has
high CE value among them. This process will continue until a desired number of CHs do
not get selected. In this manner, uniform selection of CHs on IoT is ensured as depicted in
Fig. 3.

Cluster Formation and Data Transmission on IoT As noted above, all CHs are selected
by using the CE values, which are determined by the sink. CHs broadcast a CH Advt
message into the monitoring area. When a IoT device receives the information about this,
it sends a CH Join Rqst message to the nearest CH. When the corresponding CH gets
this message, an acknowledgment is sent in return. In this manner, all the devices select
their CHs in IoT, and hence clusters are formed. Once the CHs selection phase is over,
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Table 3 Inference rules used by fuzzy logic referred in Fig. 4

NC RE CE

Sparse Low Low

Sparse Medium Medium

Sparse High High

Normal Low Low

Normal Medium Medium

Normal High Medium

Dense Low Low

Dense Medium Medium

Dense High Low

sensing and data transmission phase on IoT gets started. Communication is carried out
in a multi-hop fashion to minimize battery dissipation.

Stalling Re-Clustering Process on IoT As we discussed in Section 1, re-clustering is
purely an overhead and is done to balance the energy consumption among all the devices.

CH_Selection(  values)

 values are arranged in non-increasing order in a

list 

Fixed % of 

 selected?

Sensor nodes join the nearest  and cluster is
formed

 has been

exhausted?

Return

Yes

No

Yes

Node with next highest  value is selected as 

 provided this node is  apart from previously

selected 
No

Fig. 3 Cluster heads selection procedure
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The re-clustering process helps in avoiding the exploitation of a single IoT device for
the benefit of the group. But during re-clustering, a lot of energy is consumed. So, in
the proposed technique, we have contributed in this direction as well to mitigate the total
energy consumption that occurred in re-clustering. The process of frequent re-clustering
is avoided by using the parameter ELCH

i . The idea of slot duration is introduced to
reduce the overheads which occur during re-clustering. Because when slot duration is
used, the re-clustering process happens only when the slot duration gets over. In ECFEL,
at any instant, once the CHs are selected, they act as CHs for a fixed slot duration. The
value of the slot duration is given by minimum among the ELCH

i values corresponding
to the elected CHs at any instant. Once the slot duration gets over, the re-clustering is
done again. The same process will continue until all the devices can’t complete their slot
duration as a CH. Once all the devices have completed their ELCH

i , re-clustering hap-
pens in each round as in LEACH till all the devices become dead. But now in place of
three variables as in ECFEL, we pass only two variables i.e., NC and RE in fuzzy logic.
We name it as the ECF method in Figs. 2 and 4. Inference rules used in ECF method are
discussed in the Table 3.

Fig. 4 Clustering using ECF(NCi, REi ) method, takes as input, two variablesNC andRE, which are passed
to fuzzy logic. CHs selection is done using the method given in Fig. 3. Circled B is representing flow-chart
connector
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5 Simulation results

We will now discuss the simulation results obtained with ECFEL and compare it with
existing LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL, and M-
IWOCA techniques. To understand the effectiveness of the estimated lifetime of the IoT
device as CH (ELCH

i ) in CHs selection and re-clustering, we have designed a separate
experiment (named ECF in graphs) by considering two variables i.e., residual energy and
node centrality only. In ECF, the re-clustering process happens in the same manner as in
the case of LEACH. We have made a comparison with ECF as well. Simulation parameters
used are described in Table 4.

MATLAB 2017a has been used for conducting the simulation. We have conducted
around 100 experiments to report the results that are stable over different deployments.
However, we have found that results after being averaged over 20 or more experiments
become stable. So, we are reporting the results after being averaged over 20 experiments.
Then we have taken average output w.r.t. all performance metrics. Field size is taken as
100m × 100m. We have conducted the simulation by deploying 50 and 100 over a field
size of 100m × 100m. To ensure whether the proposed protocol will work for large scale
networks, we also conducted the simulation for 1000 devices over a field size of 400m ×
400m. Values of ϕ, ξ, ς are tuned between 0 and 1 during simulation. We found the best
results on ϕ = 0.2, ξ = 0.6, ς = 0.6. For analysis, following performance metrics have
been used: first node death, half node death, last node death, energy consumed per round,
and packet delivery ratio.

First (F), Half (H), and Last (L) Node Death (ND): Fig. 5 represents FND, HND, and
LND of the network when less number of devices (50) is deployed into the monitoring
area. Graphs in Figs. 5, 6 and 7 depict the first node death (FND) of LEACH, MOD-
LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL, M-IWOCA, ECF, and ECFEL.
We can see that FND for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH,
FM-SCHEL, M-IWOCA, ECF, and ECFEL is 660, 760, 740, 780, 794, 811, 752, and 840
rounds. From these values, it is clear that the FND of LEACH happens early among all.
The FND ofMOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL,M-IWOCA,
and ECF is improved in comparison to LEACH and also, we can see for them, FND
is occurring almost at the same time duration, but proposed ECFEL is outperforming
among all of them. The reason behind it in ECFEL, we have tried to improve the FND
of the devices as much as possible by considering all the necessary parameters while
solving the linear optimization. While in others, heuristics are replied to enhance the
network lifetime. In case of HND and LND as well, ECFEL have shown a significant

Table 4 Simulation parameters list

Network parameters Value Network Parameters Value

Routing protocol ECFEL Eelec 50nJ/bit

Antenna type Omnidirectional εf s 10pJ/bit/m2

Field size 100m X 100m, 400m X 400m εmp 0.0013pJ/bit/m4

Number of devices 50,100,1000 d0
√

εf s/εmp

Communication Range(CR) 30m ϕ 0.2

Data packet size 4000 bits ξ 0.6

Initial energy 20J ς 0.6
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Fig. 5 Different node deaths for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL,
M-IWOCA, ECF, and ECFEL w.r.t. 50 devices

Node Deaths in Different Protocols
FND HND LND

N
um

be
r o

f R
ou

nd
s

0

500

1000

1500

2000

2500

774835785798
805

820800861
 9851001

10211050
1198

1321
1130

1484
1274

14851512
15781610

1921

1426

2290LEACH
MODLEACH
DkLEACH
Novel-PSO-LEACH
FM-SCHEL
MIWOCA
ECF
ECFEL

Fig. 6 Different node deaths for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL,
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difference compared to rest techniques by performing well upto 1416 and 1920 rounds
respectively. While HND and LND for others happens in between 900 and 1400 rounds
respectively. Therefore, ECFEL is performing outstanding with a vital improvement. So,
we can conclude that ECFEL is doing better i.e., the death of the surviving devices is
delayed. This is because of the consideration of novel parameter i.e. lifetime of a IoT
device as CH, for evaluation of CE values in Table 2 using fuzzy logic and selection
of uniformly distributed devices in ECFEL. Again, if the network lifetime is defined in
terms of different node deaths, then also the proposed approach is outperforming others.
After that, the validity of the proposed technique on large scale networks is checked as
well. We have conducted the experiments for 100 and 1000 devices as shown in Figs. 6
and 7. We observed similar behavior for the proposed approach in terms of node deaths
and hence, network lifetime. So, the proposed protocol works efficiently for large scale
networks also.

Number of Re-Clustering Process: The frequency of the re-clustering process is
demonstrated in Fig. 8. As the number of rounds increases in the graph, it is basically
showing the cumulative values. Authors of LEACH, DkLEACH, Novel-PSO-LEACH,
FM-SCHEL, and M-IWOCA have performed the re-clustering after every round and
in ECF also, we have performed the re-clustering on each round, so their behavior is
the same in the graph. But in MOD-LEACH and ECFEL, re-clustering is conditional as
explained in detail in Section 4.3. In MOD-LEACH, authors have achieved the objective
of stalling the re-clustering process but after a few rounds, re-clustering needs to be done
after almost every round because of the improper condition. Usage of novel parameter
benefited us in stalling the re-clustering process to a large number of rounds. It seems to
be a straight line close to x-axis, although re-clustering has been done after the expira-
tion of slot value in Fig. 8.

Energy Consumption: Fig. 9 represents the graph for energy consumption when the
deployment of 50 devices is done into the monitoring area. It denotes the dissipation
in the significant operations. From the graph, we can see that the energy consumption
is very less for ECFEL. It is more stable than ECF, MOD-LEACH, DkLEACH, Novel-
PSO-LEACH, FM-SCHEL, M-IWOCA, and LEACH as well because of the variance
in the energy consumption w.r.t. ECFEL is less in comparison to rest. In ECFEL, re-
clustering happens only when the slot duration gets over. Hence, the effective energy
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Fig. 8 Number of times re-clustering is done for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH,
FM-SCHEL, M-IWOCA, ECF, and ECFEL
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Fig. 9 Energy consumption per round for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-
SCHEL, M-IWOCA, ECF, and ECFEL w.r.t. 50 devices

consumption in ECFEL is very less among all of them. However, its impact can only
be visualized from Fig. 8. In the simulation, we have not assumed any energy con-
sumed in the re-clustering process. MOD-LEACH, DkLEACH, Novel-PSO-LEACH,
FM-SCHEL, M-IWOCA, and ECF are consuming less energy than LEACH, but it is
high in comparison to ECFEL. Among ECFEL is doing better because, while doing the
selection of CHs, residual energy, node centrality, and a lifetime of a IoT device as a CH
is considered, which are absent in others. Also, a uniform selection of CHs is ensured in
both ECFEL which is absent in rest techniques. Note that energy consumption is shown
in Figs. 9, 10 and 11 are independent of energy consumption attributed to re-clustering,
as demonstrated in Fig. 8. The impact of stalling the re-clustering process is depicted in
Fig. 8. Clearly, ECFEL is saving energy compared to other approaches. Hence, its net-
work lifetime is much more than depicted in the graphs below. The network is then scaled
to 100 and 1000 devices to test the scalability of the network, as depicted in Figs. 10
and 11. We found that the energy expenditure by the proposed protocols is less for large
scale networks also.
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Fig. 10 Energy consumption per round for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-
SCHEL, M-IWOCA, ECF, and ECFEL w.r.t. 100 devices
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Fig. 11 Energy consumption per round for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-
SCHEL, M-IWOCA, ECF, and ECFEL w.r.t. 1000 devices

Uniform CHs Selection: We can see from the graphs that the uniform selection of CHs
is ensured in ECFEL (as shown in Fig. 12), while in rest, non-uniform selection of CHs
have been done (refer Fig. 13) which leads to more consumption in these techniques in
comparison to proposed ECFEL.

Packet Delivery Ratio (PDR): Fig. 14 represents the PDR. From the graph, it can be
deduced that ECFEL comes out to be better than rest. From the graph in Fig. 14, we
can see that LEACH, MOD-LEACH, DK-LEACH, Novel-PSO-LEACH, FM-SCHEL,
M-IWOCA, ECF, and ECFEL are performing equally good up to 700-800 rounds, but
in later rounds, ECFEL is outperforming comparably. The reason behind the drop-down
after approximately 800 rounds w.r.t. all can be understood better from the Figs. 5, 6
and 7. We have seen that FND and HND has occurred before and after 800 rounds
w.r.t. all. We know that with the time, energy will start decreasing as well, more devices
started dying and hence PDR also started dropping. But the drop-rate in ECFEL is less
in comparison to others which have a sharp fall after 1000 rounds. Because the key fac-
tors that can influence the energy consumption of sensors are taken into account. Major
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Fig. 12 Uniform selection of CHs in proposed protocol [blue stars are sensor devices, red diamond are
selected CHs and green star is sink]
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Fig. 14 Packet delivery ratio for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL,
M-IWOCA, ECF, and ECFEL w.r.t. 50 devices
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Fig. 15 Packet delivery ratio for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL,
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Fig. 16 Packet delivery ratio for LEACH, MOD-LEACH, DkLEACH, Novel-PSO-LEACH, FM-SCHEL,
M-IWOCA, ECF, and ECFEL w.r.t. 1000 devices

factors behind the energy consumption in IoT devices are as following: frequency of re-
clustering, properties of each device considered for CHs selection, and the distribution
of selected CHs. PDR for ECFEL is maintained high even when the network is scaled to
100 and 1000 devices which is not the case for MOD-LEACH, as depicted in Figs. 15
and 16.
Now, if the lifetime of the network is specified as 50% PDR or more, ECFEL's network
lifetime is better than others. The reason behind it is better CH selection by considering
CH lifetime of devices and their spatial or geographic placement w.r.t. each other. Fur-
thermore, from all of the above graphs, it is very much clear that the proposed technique
doing efficiently for large scale networks as well. So, ECFEL ensures scalability, which
is again one of the significant achievements of this approach, which is absent in MOD-
LEACH, DkLEACH, and Novel-PSO-LEACH, FM-SCHEL, M-IWOCA techniques.

6 Conclusion

In this paper, we presented the ECFEL protocol, which elongates the lifetime of WSNs
assisted IoT. It is an improvement over M-IWOCA, FM-SCHEL, Novel-PSO-LEACH,
MOD-LEACH, DkLEACH, and LEACH protocol. We have already estimated the lifetime
of IoT devices as CHs by utilizing the linear optimization. In ECFEL, we have considered
the node centrality, residual energy, and estimated the lifetime of a IoT device as a CH. We
selected the CHs by using the chance of election value obtained using FLC. We have stalled
the re-clustering process and hence minimized energy consumption. The comparison of
ECFEL with M-IWOCA, FM-SCHEL, Novel-PSO-LEACH, MOD-LEACH, DkLEACH,
and LEACH clearly favors the proposed protocol. To showcase the benefits provided by
the parameter i.e. estimated lifetime of IoT devices as CH, we have passed only residual
energy and node centrality parameters into fuzzy logic (ECF) and kept its results as well
in the graphs. We have found that ECFEL outperforms M-IWOCA, FM-SCHEL, Novel-
PSO-LEACH, MOD-LEACH, DkLEACH, and LEACH. It enhances the network lifetime,
balances the energy consumption, and improves packets delivered to the sink. The results
have also shown that the proposed approach is an excellent choice for large scale networks.
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However, the computation required to estimate the novel parameter may lead to high
computational complexity. Along with it, there is a requirement of hardware and software
which provide a precise estimation. In future, soft computing techniques can be utilized
to estimate the lifetime of IoT devices as CHs and CMs to reduce the complexity. CHs
selection on IoT based on different attributes can also be explored further. Thereafter, multi-
path routing can be further incorporated to minimize energy consumption.
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