
A novel hybrid DCT and DWT based robust watermarking
algorithm for color images

Ahmed Khaleel Abdulrahman1 & Serkan Ozturk1

Received: 28 May 2018 /Revised: 8 November 2018 /Accepted: 18 December 2018 /
Published online: 3 January
# Springer Science+Business Media, LLC, part of Springer Nature 2019

Multimedia Tools and Applications (2019) 78:17027–17049
https://doi.org/10.1007/s11042-018-7085-z

* Ahmed Khaleel Abdulrahman
ahmedkhaleel.ahkh@gmail.com

Serkan Ozturk
serkan@erciyes.edu.tr

1 Computer Engineering Department, Erciyes University, Talas Cad, 38039 Kayseri, Turkey

Abstract
In this paper, a novel robust color image watermarking method based on Discrete Cosine
Transform (DCT) and Discrete Wavelet Transform (DWT) is proposed. In this method, RGB
cover image is divided into red, green and blue components. DCT and DWT are applied to
each color components. Grayscale watermark image is scrambled by using Arnold transform.
DCT is performed to the scrambled watermark image. Transformed watermark image is then
divided into equal smaller parts. DCT coefficients of each watermark parts are embedded into
four DWT bands of the color components of the cover image. The robustness of the proposed
color image watermarking has been demonstrated by applying various image processing
operations such as rotating, resizing, filtering, jpeg compression, and noise adding to the
watermarked images. Experimental results show that the proposed method is robust to the
linear and nonlinear attacks and the transparency of the watermarked images has been
protected.

Keywords Color imagewatermarking . RGB . DCT. DWT. Arnold transform

1 Introduction

Distribution of multimedia data has become widespread with the development of internet and
mobile technologies. These multimedia data, consisting of digital images, video, audio and
texts, can easily be copied and modified. Therefore, the protection of the copyright of these
data has become important. Digital watermarking has emerged to provide copyright protection
and has become one of the most widely used methods. The process of embedding or hiding a
digital data as a watermark into another digital data, and then extracting the hidden information
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can be defined as digital watermarking [72]. Digital watermarking is also used in application
areas such as content authentication, digital forensic, content identification and management,
fingerprinting, tamper detection, broadcast monitoring and media file archiving [36].

Digital image watermarking, which is categorized into two classes such as visible and
invisible, is the most commonly used watermarking technique. Visible watermarks are visual
patterns like logos or labels that can easily be perceived. These watermarks are inserted into an
image to specify the content ownership [44]. Invisible watermarks are embedded into un-
known parts of an image and cannot be perceived by the human vision system [6]. Depending
on the requirements of the application, invisible image watermarking techniques should have
major characteristics such as imperceptibility, robustness, security and computational com-
plexity. The digital watermark should be invisible in a watermarked image [33]. The water-
mark should still be detectable even if intentional or unintentional attacks are applied on the
watermarked image [27]. Secret keys should be used in the watermarking technique in order to
ensure security against attacks [76]. In copyright protection, the watermarking method should
have high computational complexity.

Image watermarking techniques can be generally classified namely spatial domain and
transform domain. Watermark embedding is performed by modifying the gray-level pixel
values of the original image in spatial domain watermarking techniques [43, 52, 68]. In the
transform domain, watermarks can be embedded by modifying the frequency coefficients of
discrete Fourier transform [25, 55, 66], discrete cosine transform (DCT) [28, 40, 64], discrete
wavelet transform (DWT) [8, 19, 35], Karhunen-Loeve transform [9, 10], Hadamard transform
[16, 38] and Contourlet transform [13, 70]. Apart from these transform domain techniques,
vector quantization and singular value decomposition (SVD) based image watermarking
techniques have also been proposed. In vector quantization based techniques, the watermark
is compressed by the quantization methods and then embedded into the original image in the
vector quantization domain [29, 51]. In SVD based techniques, the watermark embedding is
performed by using the diagonal matrix of the original image [4, 71].

With respect to the application area, image watermarking techniques can be categorized as
fragile, semi-fragile, and robust [29]. Fragile and semi-fragile watermarking techniques are
used for integrity identification, content authentication and tamper detection [5, 49, 67].
Robust watermarking techniques are mainly used for the purpose of copyright protection,
ownership identification, and fingerprinting. Therefore, robust watermarking techniques
should be able to resist against intentional and unintentional image modifications or attacks
such as rotation, scaling, filtering, compression, noise addition etc. [3, 82]. DCT and DWT are
most widely used transform domain methods for robust watermarking. DCT has excellent
energy compaction property; thus, it can achieve more robustness against lossy compression
attacks [31, 33, 81]. DCT based watermarking can be performed by applying DCT either on
the whole image [14, 63] or on non-overlapping blocks [42, 47]. On the other hand, DWT
provides excellent spatio-frequency localization properties [65, 81]. It decomposes the image
hierarchically into set of low-low (LL), high-low (HL), low-high (LH) and high-high (HH)
bands. DWT can identify the regions in the cover image in order to embed the watermark
imperceptibly. Furthermore, in robust watermarking techniques, in order to increase the
security, scrambling transformations have been used to shuffle watermark information before
embedding [39, 74, 83]. Arnold transformation is one of the simplest and most popular method
for watermark image scrambling [77].

Most of the robust watermarking techniques have been developed for grayscale
images. Block based DCT watermarking schemes have been commonly used in robust
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watermarking area [48, 64]. In these schemes, cover image has been divided into non-
overlapping blocks and DCT has been performed on each block separately to obtain low
frequency, middle frequency and high frequency sub-bands [32]. Watermark embedding
has been generally performed in the middle frequency sub-bands [26, 73]. DWT based
watermarking schemes have also been improved for robust watermarking. In these
schemes, cover image has been decomposed into one-level [24, 41] or multi-level
decomposition [1, 80] by Haar wavelet transform. Then, watermark has been commonly
embedded into LL band of the decomposed image. Moreover, in the past decades, many
watermarking techniques have been proposed for color images. In most of these tech-
niques, RGB color space of the cover image has been converted to YCbCr color space
[7, 39, 59–61, 76]. Then, YCbCr color space of the cover image has been separated into
luminance (Y) and chrominance (Cb and Cr) components. The watermark has been
usually embedded into the luminance component in these techniques. Furthermore, in
recent years, DWT and DCT based hybrid methods have been improved for robust
watermarking [18, 34, 54, 79, 84]. In these methods, firstly DWT has been applied to
the cover image to obtain the LL band. Then, DCT has been implemented to the obtained
LL band. Watermark embedding has been performed by modifying the DCT coefficients
of the LL band.

By considering the advantages of DCT and DWT algorithms in robust watermarking
applications, as mentioned above, a novel DCT-DWT based hybrid color image
watermarking method is proposed in this paper. Unlike the aforementioned methods, firstly
global DCT has been applied to RGB cover image’s color components in the proposed
method. Then, one-level DWT has been performed to the DCT coefficients of each color
components. Grayscale image is used as a watermark in this method. The watermark image
has been scrambled by using Arnold transform. DCT has been applied to the scrambled
watermark image. Then, transformed watermark image has been divided into equal smaller
parts. DCT coefficients of each watermark parts have been embedded into LL, HL, LH and
HH bands of each color components of the cover image. The proposed method provides high
robustness and imperceptibility due to embedding watermark parts separately into all the
DWT bands of the each color components of the cover image. The robustness of the
proposed color image watermarking has been evaluated by applying linear and nonlinear
attacks to the watermarked images. Normalized Correlation (NC) values between the ex-
tracted watermark and the original watermark have been used to determine the robustness of
the proposed algorithm. The Peak Signal to Noise Ratio (PSNR) value between the original
image and the watermarked image has also been used to determine the imperceptibility and
transparency.

The main contributions of this paper are as followings: 1) we introduce a new robust DCT-
DWT based hybrid color image watermarking method, in which firstly global DCT is applied
to RGB cover image’s color components and then one-level DWT has been performed to the
DCT coefficients of the each color components; 2) we divide grayscale watermark image into
12 equal smaller parts, and then we have embedded the DCT transformed watermark parts
separately into all the DWT bands of the each color components of the RGB cover image; 3)
we apply various attacks (such as rotation, noise addition, image filtering, resizing and etc.) to
the watermarked images, and we achieve high robustness.

The organization of the paper is as follows: Section 2 provides a literature review. Section 3
describes the proposed watermark embedding and extracting methods. Experimental results
are demonstrated in Section 4. The conclusion and future work are given in Section 5.
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2 Related work

In recent years, researchers have studied to improve DCT and DWT based color image
watermarking methods. Lin et al. [39] proposed a DCT-based image watermarking method
against JPEG compression. In this method, binary watermark image was permuted based on
Torus automorphism and then it was embedded into the low-frequency bands of DCT
transformed luminance component of the cover image. Su et al. [69] presented a robust color
image watermarking method based on two-level DCT. Color watermark image was embedded
into the direct current (DC) and the alternating current (AC) coefficients of the color cover
image using one-level and two-level DCT transformations in this method. Parah et al. [47]
proposed a blind and robust DCT based color image watermarking method, where the
watermark embedding was performed by using inter-block coefficient differencing. Roy and
Pal [57] presented a DCT based color watermarking method, in which two binary watermarks
were embedded into color image. In this method, binary watermarks were scrambled using
Arnold transform and then they were embedded into the middle-frequency bands of the DCT
transformed green and blue components of the cover image. Chang et al. [12] proposed a DCT
based color image watermarking method using two-dimensional Linear Discriminant Analysis
scheme in YIQ color space. In this method, two binary watermarks were embedded into the
AC coefficients of DCT transformed quadrature chrominance component of the cover image.
Moosazadeh and Ekbatanifard [42] presented a DCT based robust image watermarking
method in YCoCg color space. Arnold transformed binary watermark was embedded into
the luminance component of the cover image by using block-based DCT coefficients relation-
ship. Gao et al. [17] proposed a 2-level DWT based color image watermarking method. Arnold
transformed grayscale watermark image was embedded into the LL bands of DWT trans-
formed blue and green components of the cover image in this method. Giri et al. [20] presented
a DWT based color image watermarking method, where watermark was embedded into the
HL band of one-level DWT transformed cover image. Gupta et al. [21] improved the DWT
based color image watermarking method using artificial bee colony algorithm and uncorrelated
color space. In this method 3-level DWT decomposition was applied on each color compo-
nents of the cover image and LL, HL, LH, and HH bands were chosen for embedding process.
Huynh et al. [30] presented a selective bit watermark embedding method in the one-level
wavelet domain. In this method, grayscale watermark was embedded into the middle-
frequency bands of the two optimal color channels of cover image by using difference
quantization algorithm. Rosales-Roldan et al. [56] proposed DWT, DCT, and SVD based
color image watermarking methods using quantization index modulation technique. In these
methods, QR code generated with the personal information was used as a binary watermark
sequence and watermark embedding was performed in the luminance component of the cover
image. In the DWT based method, two-level decomposition was performed, and the LL band
was used for watermark embedding.

Hybrid methods have also been developed by the researchers using transform domain
techniques. Sari et al. [61] presented a SVD-DCT based color image watermarking method. In
this method, singular values of the binary watermark image were embedded into the SVD
performed DC coefficients of the luminance component of the cover image. Li et al. [38]
proposed a quaternion DCT (QDCT) and SVD based color image watermarking method, in
which encrypted binary hologram watermark was generated by using computer-generated
hologram technique and particle swarm optimization algorithm. The encrypted hologram
watermark was embedded into the QDCT-SVD transformed cover image in this method.
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Bajracharya and Koju [7] presented a SVD-DWT based image watermarking method in
YCbCr color space. Singular values of the 3-level DWT transformed red color component
of the watermark image were embedded into the singular values of the 4-level DWT
transformed luminance component of the cover image. HH band was chosen for embedding
process in this method. Vaidya and Mouli [76] proposed a color image watermarking method
based on multiple decompositions such as DWT, contourlet transform, Schur decomposition
and SVD. In this method, singular values of the Arnold transformed grayscale watermark
image were embedded into the multiple decomposition performed LL band of the DWT
transformed luminance component of the cover image. Rasti et al. [53] presented a color
image watermarking method based on DWT, SVD, orthogonal-triangular decomposition, and
chirp z-transform. Singular values of the grayscale watermark image were embedded into the
multiple decomposition performed LL band of the 2-level DWT transformed cover image
based on entropy of each color components in this method. Roy et al. [60] proposed a DWT-
SVD based color image watermarking method in YCbCr color space. 4-level DWT was
applied to Cb component of the cover image. In this method, singular values of the watermark
were embedded into singular values of the Cb component of the cover image in the HL band.
Lakrissi et al. [37] presented a DWT-SVD based dynamic color image watermarking method.
3-level DWT was applied to luminance component of the cover image and a dynamic block
was selected randomly using a pseudo random generator from the LL band. In this method,
encrypted binary watermark was embedded into the singular values of the selected dynamic
block. Roy and Pal [58] proposed a DWT-SVD based image watermarking method for
copyright protection and authentication of color images. Block based 3-level DWT was
applied to the luminance component of the cover image. In this method, decomposed
watermark image blocks were embedded into the singular values of the DWT transformed
blocks. Also, Roy and Pal [59] improved a similar study by using block based redundant DWT
and SVD algorithms, in which Arnold scrambled grayscale watermark was used. Pandey et al.
[45, 46] presented a stationary wavelet transform (SWT) and SVD based image watermarking
methods in YCbCr color space. SWT and SVD were applied to the luminance components of
the color watermark and the cover image. In these methods, singular values of the color
watermark were embedded into corresponding singular values of the cover image in the LL
band. Gill and Soni [18] proposed a color image watermarking method based on DCT and
DWT. DCT coefficients of the red color component of the watermark image were embedded
into the DCT transformed red color component of the cover image. Also, in this method, DWT
decomposition was applied on green and blue color components of the watermark and the
cover images, and the watermark embedding was performed by using the LL band. Kalra et al.
[33] presented a color image watermarking method using DWT and DCT. In this method,
DWT was performed on luminance color component of the cover image, and the binary
watermark image was encrypted using Hamming codes, Chaos and Arnold transform.
Encrypted watermark image was embedded into the DCT transformed HL band of the cover
image. Chaitanya et al. [11] proposed a DWT-DCT-SVD based color image watermarking
method. 2-level DWT decomposition was applied on blue color component of the cover
image, and by using median energy a sub-band was chosen for embedding process in this
method. Singular values of the grayscale watermark image were embedded into the singular
values of the DCT transformed sub-band of the cover image. Divecha and Jani [15] presented
a DWT-DCT-SVD based color image watermarking method, where 2-level DWT decompo-
sition was applied on color components of the cover image. Singular values of the color
watermark image were embedded into the singular values of the DCT transformed LL-HH
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sub-bands of the cover image. Similar study was proposed by Hallur et al. [22], in which red
color component was used for watermark embedding process. Zear et al. [81] improved the
DWT-DCT-SVD based watermarking method using Back Propagation Neural Network for
healthcare applications, where three watermarks were used such as medical image, the
signature code and diagnostic information. He and Hu [23] presented a DWT-DCT-SVD
based color image watermarking method in YUV color space. One-level DWT decomposition
was applied to the luminance component of the cover image. Arnold scrambled watermark
image was embedded into the singular values of DCT transformed HH band of the cover
image. Similar study was proposed by Xu et al. [79], in which LL band of the cover image was
used for watermark embedding. Al-Afandy et al. [2] presented DWT-SVD based and Station-
ary Wavelet Transform (DSWT)-DCT based color image watermarking methods. In DWT-
SVD based method, one-level DWT decomposition was applied to each color components of
the cover image. The watermark was embedded into the singular values of the LL bands of
each color components. On the other hand, in DSWT-DCT based method, the DCT was
applied on each color components of the cover image. Then, 3-level DSWTwas performed to
the DCT coefficients of the color components and watermark embedding was performed in the
LL band. Thanki and Borra [75] proposed Finite Ridgelet Transform (FRT) and DWT based
color image watermarking method. FRT was applied to each color components of the cover
image. Then, one-level DWT was performed to the ridgelet coefficients of each color
components. In this method, Arnold scrambled color watermark image was embedded into
the wavelet coefficients in the LL band.

In the literature, most of the color image watermarking techniques have been developed
based on DCT and DWT transform domains. Block based DCTwatermarking techniques have
been commonly used, in which DCT has been performed on non-overlapping blocks of the
cover image, and watermark embedding has been generally performed in the middle frequency
sub-bands. On the other hand, in DWT watermarking techniques, multi-level decomposition
has been usually used which decomposes the cover image hierarchically into set of LL, HL, LH,
and HH sub-bands. Watermark embedding has been commonly performed in the LL sub-band
in these techniques. Moreover, DWT, DCT, and SVD based hybrid color image watermarking
methods have been improved in recent years. In most of these methods, firstly multi-level DWT
has been applied to the cover image. Then, only one sub-band (generally the LL sub-band) has
been selected for watermark embedding. Block based DCT has been applied to the selected sub-
band. Finally, watermark has been generally embedded into the singular values of the DCT
transformed sub-band. Furthermore, in most of the color image watermarking techniques, RGB
color space of the cover image has been converted to YCbCr color space, and the watermark has
been usually embedded only into the luminance color component.

In this paper, an efficient DCT-DWTbased hybrid color imagewatermarkingmethod in RGB
color space is proposed. Unlike the related methods, firstly global DCT has been performed to
each color components of the RGB cover image in the proposed method. Then, one-level DWT
has been applied to the DCT coefficients of each color components. In this method, grayscale
image has been used as a watermark. Before embedding process, this watermark image has been
scrambled by using Arnold transform. DCT has been implemented to the scrambled watermark
image. Then, DCT transformed watermark image has been divided into 12 equal smaller parts.
Finally, DCT coefficients of each watermark parts have been embedded into LL, HL, LH and
HH bands of each color components of the RGB cover image. By embedding the watermark
parts separately into all the DWT bands of each color components of the cover image, high
robustness and imperceptibility have been obtained with the proposed method.
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3 Proposed method

DCT and DWT based color image watermarking method is proposed to provide copyright
protection. The proposed method consists of two main parts; watermark embedding and
watermark extracting.

3.1 Watermark embedding method

The block diagram of the proposed watermark embedding method is given in Fig. 1. Also, the
pseudocode form of the watermark embedding process is presented in Algorithm 1. In this
method grayscale watermark image of size 96x96 is embedded into the RGB cover image of
size 1024x1024x3. The basic steps of the watermark embedding method are as follows:

1. Separate the original RGB cover image, Io, into color components of red, green and blue,
Ioc c ¼ R;G;Bð Þ.

2. Apply DCT to each color components:

IDCTc ¼ DCT Ioc
� �

3. Apply one-level DWT using Haar wavelet to each DCT coefficients of the color compo-
nents to obtain 512x512 LLc, LHc, HLc, HHc bands:

LLc; LHc;HLc;HHc ¼ DWT IDCTc

� �
4. Scramble the grayscale watermark image, W, using Arnold transform.
5. Convert the 96x96 scrambled watermark, Ws, to 9216x8 binary watermark, Wbin.
6. Divide the binary watermark, Wbin, into three parts, and by using zero-padding obtain

three 160x160 binary watermark blocks, Wc(c = R,G, B).
7. Apply DCT to each watermark block:

WDCT
c ¼ DCT Wcð Þ

8. Divide DCT coefficients of each 160x160 watermark block into 80x80 non-overlapped
sub-blocks:

WDCT
c ¼ ⋃

2

k¼1
⋃
2

l¼1
WDCT

c k; lð Þ

9. Insert each 80x80 sub-block into the upper left corner of 512x512 zero matrix to obtain
four 512x512 watermark blocks, Wc, s(c = R,G, B and s = A, B,C,D), for each color
component’s DWT bands.

10. Embed the watermark blocks, Wc, s, into the coefficients of the LLc, LHc, HLc, and HHc

bands by using scaling factor, k, for each color components:

LLc;w ¼ LLc þWc;A*k
LHc;w ¼ LHc þWc;B*k
HLc;w ¼ HLc þWc;C*k
HHc;w ¼ HHc þWc;D*k
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11. Apply inverse DWT (IDWT) to LLc, w, LHc, w, HLc, w, and HHc, w bands for each color
components:

IDCTc;w ¼ IDWT LLc;w; LHc;w;HLc;w;HHc;w
� �

12. Apply inverse DCT (IDCT) to obtain watermarked color components:

Fig. 1 Block diagram of proposed watermark embedding method
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Ic;w ¼ IDCT IDCTc;w

� �

13. Reconstruct watermarked color components, IR, w, IG, w, and IB, w to obtain watermarked
color image, Iw.

Algorithm 1: Watermark Embedding Process

3.2 Watermark extracting method

The block diagram of the proposed non-blind watermark extracting method is illustrat-
ed in Fig. 2. In addition, the pseudocode form of the watermark extracting process is
given in Algorithm 2. Original RGB cover image is required to extract the watermark
image in the proposed method. The basic steps of the watermark extracting method are
as follows:

1. Separate the original cover image, Io, and watermarked image, Iw, into red, green and blue
color components, Ioc and Iwc ; (c = R,G, B).

2. Apply DCT to each color components of the watermarked image:

IDCTc;w ¼ DCT Iwc
� �

3. Apply one-level DWT to each DCT coefficients of the color components of the
watermarked image to obtain LLc, w, LHc, w, HLc, w, HHc, w bands:

LLc;w; LHc;w;HLc;w;HHc;w ¼ DWT IDCTc;w

� �

4. Apply DCT to each color components of original cover image:

IDCTc ¼ DCT Ioc
� �
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Fig. 2 Block diagram of proposed watermark extracting method
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5. Apply one-level DWT to each DCT coefficients of the color components of original cover
image:

LLc; LHc;HLc;HHc ¼ DWT IDCTc

� �

6. Extract four 512x512 watermark blocks, Wext
c;s , from the coefficients of the LLc, w, LHc, w,

HLc, w, and HHc, w bands by using scaling factor, k, for each color components:

Wext
c;A ¼ LLc;w−LLc

� �
:=k

Wext
c;B ¼ LHc;w−LHc

� �
:=k

Wext
c;C ¼ HLc;w−HLc

� �
:=k

Wext
c;D ¼ HHc;w−HHc

� �
:=k

7. Get four 80x80 sub-blocks from the upper left corners of 512x512 extracted watermark
blocks, Wext

c;s , for each color components.

8. Merge the 80x80 sub-blocks to obtain 160x160 extracted watermark DCT coefficients,

Wext;DCT
c .

9. Apply IDCT to each 160x160 extracted watermark DCT coefficients for each color
components:

Wext
c ¼ IDCT Wext;DCT

c

� �

10. Merge three 160x160 color watermark blocks (Wext
R , Wext

G , and Wext
B ) and

reconstruct 9216x8 extracted binary watermark, Wext
bin.

11. Convert the 9216x8 extracted binary watermark, Wext
bin, to 96x96 grayscale scrambled

watermark, Wext
s .

12. Descramble the extracted watermark, Wext
s , using inverse Arnold transform to obtain

extracted grayscale watermark image, Wext.

Algorithm 2: Watermark Extracting Process

Multimedia Tools and Applications (2019) 78:17027–17049 17037



4 Experimental results

In order to demonstrate the performance of the proposed method, 1024x1024x3 Baboon,
Pears, Peppers, Jet Plane, and Barbara, cover images (as shown in Fig. 3) and 96x96 grayscale
Lena, Cameraman and Saturn watermark images (as shown in Fig. 4) are used.

To determine the transparency of the watermarked images, PSNR are calculated using the
equation as given below:

PSNR ¼ 10log10
2552

1

mxnxp

� �
∑m

i¼1∑
n
j¼1∑

p
k¼1 Ioi; j;k−I

w
i; j;k

� �2

0
BB@

1
CCA

where, mxnxp is the size of the original cover image, Ioi; j;kð Þ and Iwi; j;kð Þ denote the pixel values
at position (i, j, k) of the original covet image, Io, and the watermarked image, Iw, respectively.

NC values between the embedded watermarks and extracted watermarks are calculated as
follows:

NC ¼ ∑M
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where, MxN is the size of the grayscale watermark image, W(i, j) and Wext(i, j) are the pixel
values of the embedded original watermark and the extracted watermark, respectively.Wm and
Wext

m denote the mean values of the embedded and extracted watermarks, respectively.

(a) (b) (c)

(d) (e)

Fig. 3 Original 1024x1024x3 RBG cover images a Baboon, b Pears, c Peppers, d Jet Plane, e Barbara
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The watermarked images embedded by Lena watermark for scaling factor, k, values of
B40^ and B70^ are illustrated in Fig. 5. The period of the Arnold transform is chosen as 10
to scramble watermark images [62]. The PSNR values of the watermarked images are
higher than 35 and 30 dB for scaling factor values of B40^ and B70^, respectively. It can be
seen from the figure that the quality and the transparency of the watermarked images have
been protected.

The robustness of the proposed color image watermarking method is conducted by
applying various image processing operations to the watermarked images. Median filter
(MF), average filter (AF) and sharpen attacks have been applied with 3x3 kernel size to the
watermarked images. For blurring, Gaussian low-pass filter with filter kernel size of 5x5 has
been performed. Gaussian white noise (GWN) with mean 0 and variance of 0.001, Speckle
noise (SN) with variance of 0.01, Salt-and-pepper noise (S&PN) with density of 0.01, and
Poisson noise (PN) have been added to the watermarked images. JPEG compression with
quality of 20%, clockwise 25° rotation, and bilinear resizing (1024→ 512→ 1024) have been
also performed.

(a) (b) (c)

Fig. 4 Original 96x96 watermark images a Lena, b Cameraman, c Saturn

(a) (b)

(c) (d)

Fig. 5 Watermarked images embedded by Lena watermark for scaling factor values of: a-b B40^ and c-d B70^
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Extracted watermarks from attacked watermarked Baboon images for the scaling factor
value of B40^ are shown in Fig. 6. It can be seen from the figure that watermarked Baboon
image is robust under blurring, AV, JPEG, MF, and GWN attacks. Also, extracted watermarks
are recognizable under sharpen, resizing, PN, SN, S&PN, and rotation attacks. For the scaling
factor value of B70^, extracted watermarks from attacked watermarked Baboon image are
illustrated in Fig. 7. As can be seen from the figure that the watermarked Baboon image is
more robust under all the attacks. Extracted watermarks from attacked watermarked Pears
images are shown in Figs. 8 and 9, for scaling factor values of B40^ and B70^, respectively. It
is clear from the figures that the watermarked Peers image is robust under all the attacks except

(a) (b) (c) (d) (e) (f) (g) (h) (i) (j) (k)

Fig. 6 Extracted watermarks from attacked Baboon image for scaling factor value of B40^ a sharpen, b blurring,
c AV, d resizing, e JPEG, f PN, g MF, h GWN, i SN, j S&PN, k rotation

(a) (b) (c) (d) (e) (f) (g) (h) (i) (j) (k)

Fig. 7 Extracted watermarks from attacked Baboon image for scaling factor value of B70^ a sharpen, b blurring,
c AV, d resizing, e JPEG, f PN, g MF, h GWN, i SN, j S&PN, k rotation

(a) (b) (c) (d) (e) (f) (g) (h) (i) (j) (k)

Fig. 8 Extracted watermarks from attacked Pears image for scaling factor value of B40^ a sharpen, b blurring, c
AV, d resizing, e JPEG, f PN, g MF, h GWN, i SN, j S&PN, k rotation
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(a) (b) (c) (d) (e) (f) (g) (h) (i) (j) (k)

Fig. 9 Extracted watermarks from attacked Pears image for scaling factor value of B70^ a sharpen, b blurring, c
AV, d resizing, e JPEG, f PN, g MF, h GWN, i SN, j S&PN, k rotation

Table 1 NC values of the extracted watermarks from attacked Baboon images

Attack Watermark Scaling factor (k)

10 20 30 40 50 60 70 80

Sharpen Lena 0.1930 0.3526 0.4975 0.6294 0.7487 0.8320 0.8912 0.9292
Cameraman 0.2641 0.4830 0.6413 0.7655 0.8507 0.9150 0.9463 0.9656
Saturn 0.2472 0.4578 0.6212 0.7391 0.8304 0.8932 0.9264 0.9487

Blurring Lena 0.2902 0.5353 0.7466 0.8679 0.9293 0.9543 0.9600 0.9663
Cameraman 0.4445 0.7237 0.8706 0.9419 0.9720 0.9820 0.9855 0.9870
Saturn 0.4446 0.7197 0.8806 0.9534 0.9791 0.9887 0.9927 0.9952

AF Lena 0.3870 0.6853 0.8683 0.9397 0.9553 0.9623 0.9659 0.9715
Cameraman 0.5573 0.8325 0.9433 0.9735 0.9810 0.9851 0.9872 0.9891
Saturn 0.5487 0.8338 0.9471 0.9805 0.9901 0.9931 0.9950 0.9961

Resizing Lena 0.1600 0.3465 0.4955 0.6435 0.7639 0.8619 0.9196 0.9589
Cameraman 0.2725 0.5121 0.6879 0.8118 0.8954 0.9437 0.9735 0.9864
Saturn 0.2834 0.5044 0.6781 0.8094 0.8928 0.9426 0.9721 0.9866

JPEG Lena 0.2196 0.4352 0.6765 0.8681 0.9556 0.9920 0.9976 0.9994
Cameraman 0.3245 0.5943 0.8075 0.9363 0.9807 0.9967 0.9996 0.9992
Saturn 0.3322 0.5978 0.8121 0.9282 0.9816 0.9956 0.9997 0.9997

PN Lena 0.2145 0.3812 0.5934 0.7665 0.8752 0.9288 0.9638 0.9760
Cameraman 0.2987 0.5658 0.7425 0.8868 0.9378 0.9713 0.9838 0.9889
Saturn 0.2773 0.5493 0.7449 0.8923 0.9484 0.9819 0.9910 0.9937

MF Lena 0.3545 0.6976 0.8947 0.9663 0.9857 0.9940 0.9970 0.9988
Cameraman 0.5244 0.8289 0.9519 0.9855 0.9931 0.9962 0.9979 0.9987
Saturn 0.5339 0.8589 0.9647 0.9901 0.9963 0.9982 0.9986 0.9987

GWN Lena 0.2406 0.5646 0.8305 0.9547 0.9891 0.9984 0.9999 0.9982
Cameraman 0.3959 0.7020 0.9035 0.9806 0.9972 0.9987 0.9995 0.9991
Saturn 0.3830 0.7062 0.9107 0.9795 0.9968 1.0000 0.9997 0.9999

SN Lena 0.1696 0.3377 0.4933 0.6207 0.7193 0.8090 0.8494 0.8770
Cameraman 0.2359 0.4839 0.6411 0.7774 0.8421 0.8887 0.9185 0.9391
Saturn 0.2404 0.4756 0.6620 0.7815 0.8720 0.9210 0.9565 0.9686

S&PN Lena 0.1664 0.3239 0.4870 0.6198 0.7733 0.8762 0.9316 0.9530
Cameraman 0.2597 0.4744 0.6393 0.7719 0.8760 0.9348 0.9656 0.9810
Saturn 0.2324 0.4625 0.6288 0.7676 0.8641 0.9355 0.9671 0.9843

Rotation Lena 0.0888 0.3173 0.4542 0.5768 0.6731 0.7531 0.8182 0.8669
Cameraman 0.1532 0.1857 0.2711 0.3646 0.4532 0.5370 0.6132 0.6809
Saturn 0.1667 0.3011 0.4343 0.5533 0.6495 0.7288 0.7858 0.8378
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Table 2 PSNR (dB) values of the watermarked images

Cover image Watermark Scaling factor (k)

10 20 30 40 50 60 70 80

Baboon Lena 47.1836 41.3806 37.9019 35.4195 33.4895 31.9127 30.5796 29.4254
Cameraman 47.1836 41.3806 37.9019 35.4195 33.4895 31.9127 30.5796 29.4254
Saturn 48.6431 42.9014 39.4399 36.9633 35.0358 33.4584 32.1251 30.9698

Pears Lena 47.1823 41.3793 37.9005 35.4176 33.4865 31.9075 30.5714 29.4137
Cameraman 47.3849 41.5863 38.1100 35.6272 33.6972 32.1182 30.7827 29.6251
Saturn 48.6419 42.9002 39.4388 36.9623 35.0343 33.4559 32.1210 30.9638

Peppers Lena 47.1961 41.4078 37.9356 35.4567 33.5284 31.9515 30.6173 29.4612
Cameraman 47.3959 41.6115 38.1411 35.6615 33.7338 32.1565 30.8223 29.6656
Saturn 48.6542 42.9290 39.4755 37.0035 35.0791 33.5033 32.1708 31.0157

Jet Plane Lena 47.1823 41.3792 37.9001 35.4168 33.4852 31.9056 30.5689 29.4106
Cameraman 47.3849 41.5863 38.1094 35.6257 33.6950 32.1153 30.7789 29.6204
Saturn 48.6419 42.9001 39.4384 36.9614 35.0330 33.4541 32.1188 30.9612

Barbara Lena 47.1823 41.3793 37.9003 35.4172 33.4861 31.9073 30.5715 29.4143
Cameraman 47.3850 41.5863 38.1095 35.6261 33.6958 32.1166 30.7809 29.6230
Saturn 48.6419 42.9002 39.4385 36.9617 35.0337 33.4553 32.1207 30.9638

Table 3 NC values of the extracted watermarks from attacked Pears images

Attack Watermark Scaling factor (k)

10 20 30 40 50 60 70 80

Sharpen Lena 0.3802 0.6649 0.8074 0.8726 0.9101 0.9312 0.9401 0.9491
Cameraman 0.5249 0.7981 0.8949 0.9354 0.9539 0.9665 0.9719 0.9753
Saturn 0.5333 0.7882 0.8814 0.9221 0.9464 0.9561 0.9618 0.9644

Blurring Lena 0.6430 0.8707 0.9305 0.9488 0.9593 0.9686 0.9709 0.9717
Cameraman 0.7791 0.9373 0.9681 0.9762 0.9824 0.9856 0.9871 0.9883
Saturn 0.7445 0.9211 0.9633 0.9759 0.9842 0.9870 0.9896 0.9908

AF Lena 0.7179 0.8911 0.9366 0.9500 0.9624 0.9692 0.9714 0.9736
Cameraman 0.8362 0.9463 0.9699 0.9780 0.9838 0.9868 0.9878 0.9888
Saturn 0.7996 0.9354 0.9657 0.9774 0.9847 0.9889 0.9907 0.9912

Resizing Lena 0.3878 0.7720 0.9355 0.9773 0.9923 0.9994 1.0000 1.0000
Cameraman 0.5971 0.9014 0.9775 0.9948 0.9989 0.9999 1.0000 1.0000
Saturn 0.5534 0.8743 0.9721 0.9934 0.9985 1.0000 1.0000 1.0000

JPEG Lena 0.2316 0.5130 0.7618 0.9391 0.9916 0.9997 0.9991 0.9994
Cameraman 0.3581 0.6978 0.8882 0.9705 0.9928 0.9988 0.9999 0.9999
Saturn 0.3703 0.6980 0.8876 0.9761 0.9946 0.9986 1.0000 1.0000

PN Lena 0.1794 0.3959 0.5916 0.7740 0.9002 0.9612 0.9869 0.9961
Cameraman 0.2685 0.5486 0.7447 0.8813 0.9495 0.9786 0.9914 0.9982
Saturn 0.3004 0.5563 0.7465 0.8857 0.9515 0.9814 0.9952 0.9978

MF Lena 0.8607 0.9960 1.0000 1.0000 1.0000 1.0000 1.0000 1.0000
Cameraman 0.9352 0.9982 1.0000 1.0000 1.0000 1.0000 1.0000 1.0000
Saturn 0.9129 0.9985 1.0000 1.0000 1.0000 1.0000 1.0000 1.0000

GWN Lena 0.2777 0.5522 0.8285 0.9515 0.9916 0.9986 0.9999 0.9999
Cameraman 0.3997 0.7057 0.9089 0.9789 0.9968 0.9997 0.9999 0.9998
Saturn 0.4055 0.7162 0.9133 0.9810 0.9970 0.9995 1.0000 1.0000

SN Lena 0.1849 0.3573 0.5163 0.6622 0.7917 0.8721 0.9259 0.9585
Cameraman 0.2415 0.4899 0.6659 0.7978 0.8737 0.9288 0.9607 0.9804
Saturn 0.2505 0.4600 0.6591 0.7996 0.8920 0.9367 0.9730 0.9842

S&PN Lena 0.1562 0.3417 0.4827 0.6615 0.7995 0.8805 0.9368 0.9664
Cameraman 0.2462 0.4785 0.6532 0.8030 0.8881 0.9366 0.9688 0.9861
Saturn 0.2317 0.4688 0.6615 0.7874 0.8942 0.9471 0.9729 0.9875

Rotation Lena 0.2047 0.4255 0.6222 0.7433 0.8199 0.8703 0.8988 0.9175
Cameraman 0.3375 0.6050 0.7829 0.8711 0.9185 0.9415 0.9590 0.9697
Saturn 0.3483 0.6190 0.7890 0.8862 0.9325 0.9590 0.9729 0.9816
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PN, SN, S&PN, and rotation attacks for the scaling factor value of B40^. However, extracted
watermarks are recognizable under all these attacks. Also, watermarked Pears images are more
robust under all the attacks for the scaling factor value of B70^. It can be also seen from the
figures that the visual effects of the extracted watermarks from attacked Pears images are better
than the extracted watermarks from attacked Baboon images.

Performance of the proposed color image watermarking method is evaluated for various
scaling factors. NC values of the extracted watermarks from attacked Baboon images are given
in Table 1. It can be seen from the table that, stronger robustness is obtained for larger scaling
factor values. PSNR values of the watermarked Baboon images are also shown in Table 2. It is
clear from the table that higher transparency can be obtained for smaller scaling factor values.
NC values of the extracted watermarks from attacked Pears, Peppers, Jet Plane, and Barbara
images and given in Tables 3, 4, 5, and 6 respectively. PSNR values of the watermarked
images are also shown in Table 2. As can be seen from the tables, as the scaling factor value
increases, the PSNR values decrease and NC values increase.

Table 4 NC values of the extracted watermarks from attacked Peppers images

Attack Watermark Scaling factor (k)

10 20 30 40 50 60 70 80

Sharpen Lena 0.3476 0.5885 0.7414 0.8375 0.8880 0.9232 0.9326 0.9388
Cameraman 0.4769 0.7296 0.8518 0.9147 0.9449 0.9600 0.9679 0.9719
Saturn 0.4620 0.7031 0.8272 0.8926 0.9289 0.9476 0.9590 0.9646

Blurring Lena 0.4915 0.7395 0.8428 0.8910 0.9192 0.9314 0.9415 0.9459
Cameraman 0.6578 0.8626 0.9254 0.9507 0.9615 0.9692 0.9730 0.9766
Saturn 0.6322 0.8609 0.9233 0.9506 0.9659 0.9739 0.9769 0.9811

AF Lena 0.5803 0.8054 0.8680 0.9076 0.9314 0.9419 0.9486 0.9545
Cameraman 0.7376 0.9034 0.9428 0.9580 0.9679 0.9722 0.9757 0.9780
Saturn 0.7108 0.8923 0.9394 0.9589 0.9696 0.9763 0.9809 0.9830

Resizing Lena 0.3114 0.6078 0.7784 0.8766 0.9256 0.9522 0.9624 0.9740
Cameraman 0.5014 0.7897 0.9040 0.9521 0.9754 0.9850 0.9905 0.9924
Saturn 0.4649 0.7510 0.8873 0.9466 0.9726 0.9845 0.9915 0.9963

JPEG Lena 0.1955 0.4038 0.6404 0.8178 0.9160 0.9606 0.9759 0.9784
Cameraman 0.2975 0.5811 0.8014 0.9231 0.9723 0.9830 0.9947 0.9947
Saturn 0.2635 0.5831 0.8000 0.9272 0.9749 0.9900 0.9944 0.9966

PN Lena 0.2135 0.4487 0.6445 0.7912 0.9063 0.9537 0.9817 0.9884
Cameraman 0.3206 0.5931 0.7951 0.9071 0.9611 0.9890 0.9950 0.9968
Saturn 0.3071 0.5897 0.7911 0.9016 0.9610 0.9848 0.9969 0.9974

MF Lena 0.8238 0.9681 0.9885 0.9911 0.9913 0.9903 0.9909 0.9908
Cameraman 0.9117 0.9845 0.9947 0.9971 0.9975 0.9976 0.9980 0.9979
Saturn 0.9166 0.9901 0.9962 0.9977 0.9978 0.9985 0.9985 0.9988

GWN Lena 0.2410 0.4914 0.7267 0.8697 0.9280 0.9421 0.9553 0.9625
Cameraman 0.3479 0.6764 0.8599 0.9418 0.9753 0.9838 0.9868 0.9893
Saturn 0.3431 0.6431 0.8429 0.9401 0.9753 0.9853 0.9898 0.9944

SN Lena 0.2252 0.3902 0.5583 0.6845 0.7918 0.8657 0.9214 0.9601
Cameraman 0.3130 0.5255 0.7163 0.8312 0.9005 0.9348 0.9628 0.9813
Saturn 0.2954 0.5317 0.6920 0.8092 0.8930 0.9460 0.9720 0.9858

S&PN Lena 0.1683 0.3000 0.4608 0.5941 0.7327 0.8151 0.8751 0.9117
Cameraman 0.2423 0.4372 0.6028 0.7415 0.8409 0.9007 0.9398 0.9662
Saturn 0.2220 0.4264 0.5987 0.7410 0.8332 0.9044 0.9414 0.9690

Rotation Lena 0.1745 0.3328 0.4554 0.5595 0.6439 0.7177 0.7640 0.7991
Cameraman 0.2999 0.5146 0.6564 0.7549 0.8203 0.8603 0.8906 0.9182
Saturn 0.2944 0.5049 0.6493 0.7523 0.8204 0.8699 0.9043 0.9293
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PSNR value higher than 30 dBs is considered to be acceptable transparency of the
watermarked image [50, 78]. Experimental results illustrate that the proposed method has
better transparency (PSNR > = 35 dBs) and is robust under various attacks for the scaling
factor value of B40^.

5 Conclusions

In this paper, an efficient DCT-DWT based hybrid image watermarking method has been
proposed for copyright protection of color images. RGB cover image has been divided into
red, green and blue components in this method. Firstly global DCT has been performed to
each color components, and then one-level DWT has been applied to the DCT coefficients
of the color components. Grayscale image has been used as a watermark. Before embed-
ding process, the watermark image has been scrambled, and then has been transformed

Table 5 NC values of the extracted watermarks from attacked Jet Plane images

Attack Watermark Scaling factor (k)

10 20 30 40 50 60 70 80

Sharpen Lena 0.2930 0.5400 0.7036 0.8030 0.8708 0.9111 0.9343 0.9521
Cameraman 0.4232 0.6834 0.8129 0.8920 0.9325 0.9550 0.9657 0.9742
Saturn 0.4026 0.6436 0.7863 0.8643 0.9120 0.9407 0.9584 0.9661

Blurring Lena 0.3713 0.6617 0.8102 0.8886 0.9260 0.9365 0.9442 0.9486
Cameraman 0.5269 0.8020 0.8982 0.9490 0.9657 0.9706 0.9730 0.9770
Saturn 0.5230 0.7739 0.8955 0.9488 0.9697 0.9752 0.9774 0.9775

AF Lena 0.4460 0.7489 0.8611 0.9141 0.9334 0.9413 0.9473 0.9520
Cameraman 0.6189 0.8611 0.9295 0.9630 0.9692 0.9722 0.9756 0.9795
Saturn 0.5941 0.8339 0.9239 0.9603 0.9737 0.9768 0.9776 0.9786

Resizing Lena 0.2956 0.5416 0.7236 0.8404 0.9114 0.9506 0.9739 0.9872
Cameraman 0.4634 0.7237 0.8602 0.9255 0.9617 0.9785 0.9895 0.9947
Saturn 0.4482 0.6937 0.8398 0.9187 0.9592 0.9803 0.9917 0.9961

JPEG Lena 0.2196 0.4718 0.7432 0.9066 0.9754 0.9936 0.9986 1.0000
Cameraman 0.3648 0.6782 0.8672 0.9577 0.9905 0.9983 0.9999 0.9999
Saturn 0.3390 0.6745 0.8788 0.9662 0.9920 0.9988 0.9999 1.0000

PN Lena 0.1821 0.3215 0.5108 0.6887 0.8055 0.9026 0.9649 0.9900
Cameraman 0.2389 0.4637 0.6776 0.8117 0.9052 0.9611 0.9841 0.9955
Saturn 0.2556 0.4505 0.6594 0.8136 0.8987 0.9581 0.9825 0.9942

MF Lena 0.8557 0.9832 0.9963 0.9991 0.9998 0.9998 0.9998 1.0000
Cameraman 0.9297 0.9921 0.9982 0.9999 0.9999 0.9999 0.9999 1.0000
Saturn 0.9227 0.9925 0.9987 0.9997 0.9999 0.9999 1.0000 1.0000

GWN Lena 0.2740 0.5468 0.8255 0.9551 0.9956 0.9992 1.0000 1.0000
Cameraman 0.4040 0.7257 0.9107 0.9826 0.9958 0.9997 1.0000 1.0000
Saturn 0.3893 0.7262 0.9025 0.9798 0.9967 1.0000 1.0000 1.0000

SN Lena 0.1147 0.2299 0.3586 0.4675 0.5919 0.7164 0.7985 0.8682
Cameraman 0.1807 0.3485 0.5263 0.6381 0.7507 0.8372 0.8958 0.9370
Saturn 0.1753 0.3403 0.5045 0.6356 0.7553 0.8398 0.9086 0.9441

S&PN Lena 0.1476 0.2964 0.4599 0.6018 0.7434 0.8275 0.8958 0.9413
Cameraman 0.2233 0.4174 0.5996 0.7483 0.8456 0.9108 0.9395 0.9689
Saturn 0.2278 0.4654 0.6615 0.7877 0.8868 0.9353 0.9723 0.9825

Rotation Lena 0.1533 0.3029 0.4421 0.5505 0.6342 0.7055 0.7617 0.8067
Cameraman 0.2448 0.4540 0.6058 0.7077 0.7842 0.8324 0.8791 0.9045
Saturn 0.2636 0.4633 0.6173 0.7220 0.7946 0.8492 0.8947 0.9217
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with DCT. Transformed watermark image has been divided into equal smaller parts.
Finally, DCT coefficients of each watermark parts have been embedded into all four
frequency bands of each color components of the RGB cover image. The robustness of
the method has been demonstrated by applying various attacks to the watermarked images.
Experimental results illustrate that the proposed method is robust under various attacks
and the imperceptibility and transparency of the watermarked images have been protected.
The most important contribution of our paper is that, by embedding the DCT transformed
watermark parts separately into all the DWT bands of each color components of the cover
image, high robustness and imperceptibility have been obtained with the proposed
method.

As a future work, in order to improve the proposed method, different scaling factors can be
used for the DWT bands and the color components. In addition, multi-level DWT can be
performed for the proposed method. Furthermore, the robustness of the proposed method can
be developed for print/scan attacks.

Table 6 NC values of the extracted watermarks from attacked Barbara images

Attack Watermark Scaling factor (k)

10 20 30 40 50 60 70 80

Sharpen Lena 0.2363 0.4595 0.6128 0.7437 0.8374 0.8891 0.9228 0.9395
Cameraman 0.3339 0.5966 0.7534 0.8496 0.9089 0.9425 0.9628 0.9727
Saturn 0.3431 0.5833 0.7338 0.8352 0.8906 0.9206 0.9454 0.9585

Blurring Lena 0.4485 0.7185 0.8650 0.9413 0.9690 0.9763 0.9779 0.9797
Cameraman 0.5936 0.8417 0.9361 0.9718 0.9848 0.9897 0.9897 0.9900
Saturn 0.5569 0.8247 0.9309 0.9761 0.9880 0.9937 0.9955 0.9962

AF Lena 0.5434 0.8268 0.9290 0.9636 0.9770 0.9782 0.9794 0.9799
Cameraman 0.6968 0.9090 0.9675 0.9823 0.9888 0.9897 0.9897 0.9906
Saturn 0.6589 0.8952 0.9666 0.9842 0.9921 0.9946 0.9962 0.9965

Resizing Lena 0.2548 0.4890 0.6849 0.8195 0.9090 0.9553 0.9818 0.9929
Cameraman 0.3994 0.6738 0.8344 0.9161 0.9653 0.9830 0.9912 0.9967
Saturn 0.3633 0.6341 0.8092 0.9057 0.9596 0.9838 0.9953 0.9977

JPEG Lena 0.2202 0.4399 0.6693 0.8569 0.9605 0.9904 0.9986 0.9986
Cameraman 0.3280 0.6152 0.8301 0.9457 0.9857 0.9969 0.9994 0.9997
Saturn 0.3170 0.6285 0.8393 0.9403 0.9878 0.9971 0.9996 0.9999

PN Lena 0.1997 0.4341 0.6370 0.8144 0.9263 0.9743 0.9903 0.9960
Cameraman 0.3120 0.5663 0.7882 0.9047 0.9619 0.9865 0.9961 0.9977
Saturn 0.3034 0.5992 0.7853 0.9039 0.9646 0.9887 0.9964 0.9984

MF Lena 0.7353 0.9553 0.9908 0.9962 0.9986 0.9994 1.0000 1.0000
Cameraman 0.8623 0.9826 0.9969 0.9988 0.9998 1.0000 1.0000 1.0000
Saturn 0.8300 0.9780 0.9976 0.9995 0.9998 1.0000 1.0000 1.0000

GWN Lena 0.2735 0.5581 0.8264 0.9636 0.9922 0.9992 0.9993 0.9994
Cameraman 0.4003 0.7130 0.9041 0.9807 0.9982 0.9996 1.0000 0.9998
Saturn 0.3968 0.7182 0.9061 0.9771 0.9973 1.0000 1.0000 1.0000

SN Lena 0.1934 0.3741 0.5570 0.7172 0.8384 0.8986 0.9387 0.9689
Cameraman 0.2730 0.5296 0.7078 0.8295 0.9052 0.9511 0.9727 0.9875
Saturn 0.2944 0.5189 0.7040 0.8343 0.9185 0.9571 0.9787 0.9894

S&PN Lena 0.1584 0.3307 0.4830 0.6468 0.7573 0.8535 0.9315 0.9539
Cameraman 0.2440 0.4544 0.6454 0.7735 0.8764 0.9286 0.9670 0.9806
Saturn 0.2331 0.4688 0.6256 0.7762 0.8624 0.9322 0.9624 0.9829

Rotation Lena 0.1071 0.2302 0.3492 0.4516 0.5419 0.6317 0.7117 0.7778
Cameraman 0.2075 0.3931 0.5335 0.6470 0.7319 0.8058 0.8558 0.8954
Saturn 0.1907 0.3916 0.5459 0.6574 0.7507 0.8186 0.8686 0.9093
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