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Abstract Distortion-free data embedding enables a cover image to be recovered from its
stego-image without any distortion after the secret data have been extracted. This distortion-
free property allows the appropriate recovery of highly sensitive images for which even the
smallest modification of the cover images cannot be allowed. In this paper, a new distortion-
free data embedding scheme is proposed for high-dynamic range (HDR) images. The proposed
scheme uses all homogeneous representations of each pixel in an HDR image efficiently and
effectively for data embedding to enhance the embedding capacity of the HDR cover image.
First, in the embedding phase, all homogeneous representations are used, and each homoge-
neous representation is used to represent one pattern of secret bits. Then, to conceal the secret
bits, the current homogeneous representation of the current processing pixel is modified by the
corresponding homogeneous representation of the hidden secret bits. Experimental results
confirmed that the proposed scheme has greater embedding capacity than three other existing
schemes. In addition, the experimental results indicated that our scheme matched the visual
quality of the stego-image by producing a tone-mapped cover image and its stego-image that
were exactly the same. In other words, our scheme also provided the desired, distortion-free
property.
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1 Introduction

Data embedding is a very important component of making sure that information is secure. In
data embedding, the secret information is embedded into cover digital media, such as images,
videos, audios, or texts, before it is transmitted over a public channel, e.g., the Internet. Data
embedding ensures that the original form of the cover media is maintained even though the
cover media contain the secret message. This makes it difficult for malicious attackers to
determine whether media contain secret data or not, thereby guaranteeing the security of the
embedded secret data.

In principle, data embedding schemes designed for images can be classified into three
domains. The first domain consists of spatial domain schemes [1, 4, 6, 18, 24, 30], in which
each pixel value of a cover image is modified to embed the secret data. The second domain is
the transform domain [16, 28] in which the cover image is converted into coefficient values by
using various transform techniques, such as the integer discrete cosine transform [16] and the
integer wavelet transform [28]. Then, these coefficients are modified to embed the secret data.
The third domain is the compression domain [2, 3, 11, 15] in which the cover image is
compressed by some popular techniques, such as vector quantization [2, 15], block truncation
coding [3], and JPEG coding [11], after which the compressed codes of an image are processed
to hide the secret message.

Data embedding also can be divided into two basic types based on reversibility. The first
type is irreversible data embedding [1, 18, 24, 25]. By using irreversible data embedding, a
large amount of secret data can be hidden and transmitted through popular channels at the cost
of not being able to recover the cover images. The second type is reversible data embedding [2,
22, 27], which is also called distortion-free data embedding or lossless data embedding.
Distortion-free data embedding was proposed to overcome the weakness of irreversible data
embedding in that it allows the original cover image to be recovered after the hidden secret
data have been extracted. This property makes distortion-free data embedding useful for some
sensitive applications, such as medical and military applications, for which the cover images
must be fully restored after the extraction of the hidden secret data.

In the last decade, many scholars have designed irreversible data embedding schemes for
low-dynamic range (LDR) images. In contrast with LDR images, high-dynamic range (HDR)
images have a greater dynamic range of luminance between the lightest and darkest areas of an
image. With their wide dynamic range, HDR images can represent the range of intensity levels
found in real scenes, from direct sunlight to the deepest shadows, more accurately than LDR
images. This capability of HDR images has attracted the attention of many researchers in
several fields, such as movie/computer games, computer graphics, remote sensing, digital
photography, and medical images. Over the last 3 years, many data embedding schemes [2–30]
for high-dynamic range (HDR) images have been presented. In 2009, Cheng and Wang [8]
proposed an adaptive steganography approach for HDR images. To embed secret data, they
used a two–sided algorithm that was modified from that used in Chang and Tseng’s scheme
[6]. Then, they proposed their own L-sided algorithm, which was inspired by Zhang and
Wang’s work [30]. Cheng and Wang’s scheme provides high embedding capacity, in the range
5.13–9.69 bits out of 32 bits of RGBE encoding. However, the visual quality of the original
image is diminished, and the original cover image cannot be reconstructed exactly after the
embedded secret data are extracted. To improve the embedding rate of Cheng and Wang’s
scheme, Li et al. [14] proposed a new data hiding scheme for HDR images. Instead of using
HDR images encoded in 32-bit RGBE coding, Li et al.’s scheme used 48-bit TIFF coding of
HDR images and the LSB substitution technique for embedding data. By doing that, Li et al.’s
scheme achieves a high embedding rate, since each pixel can carry seven secret bits. However,
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by using 48-bit TIFF coding of HDR images, their scheme significantly increased the
size of the original image. In addition, their scheme cannot reconstruct the original HDR
image after the data have been extracted. To the best of our knowledge, in 2011, Yu et al.
[29] were the first to introduce a distortion-free, data embedding technique for HDR
images, which was encoded by the radiance RGBE format [26]. In their scheme for
embedding secret data, only partial, homogeneous representations of each pixel in the
radiance RGBE encoding format were used to generate a homogeneous representation
group, and this approach has been used extensively in the graphics community. Their
scheme can obtain an embedding capacity of about 0.12 bpp. In addition, the scheme
maintains good visual quality of the stego-image, because the tone-mapped cover image
and the tone-mapped stego-image are exactly the same. However, in their scheme, partial
homogeneous representations in the homogeneous representation group are excluded
when the data are being embedded. Hence, the embedding capacity of Yu et al.’s scheme
is less than 0.13 bpp. To further improve the performance of Yu et al.’s scheme, in 2012,
Wang et al. [23] introduced a segment-based data hiding scheme. In their scheme, some
neighboring pixels are segmented into groups. Then, each group is used to embed a
decimal digit. By doing that, all homogeneous representations are used flexibly. In 2013,
Solachidis et al. [14] introduced a watermark scheme for HDR images based on
bracketing decomposition. Their scheme obtains high detection rates of attacks while
ensuring the imperceptibility of the embedded watermark. Also in 2013, Chang et al. [5]
proposed a new, distortion-free data hiding scheme for HDR images. In their scheme,
the Cartesian product is applied to try to use all of the homogenous representations of
the HDR pixels in a practical manner. Their scheme obtains a better embedding rate
than Yu et al.’s scheme, but the embedding capacity of their scheme is still low, i.e.,
less than 0.14 bpp. In this paper, we propose a new, distortion-free data embedding
scheme that uses all homogeneous representations of the HDR images encoded with
the radiance RGBE format [26] to provide greater embedding capacity than three
existing schemes [5, 23, 29]. The experimental results confirmed that our scheme
provides a greater embedding capacity than these three existing schemes. In addition,
the identities of the tone-mapped cover image and the stego-image generated by our
scheme are guaranteed to be the same.

The rest of the paper is organized as follows. A review of Yu et al.’s scheme [29]
is presented in Section 2, and the details of our proposed scheme are provided in
Section 3. The experimental results are presented in Section 4, and our conclusions
are presented in Section 5.

2 Yu et al.’s scheme

The format of HDR images, also known as the 32-bit radiance RGBE format, was first
introduced by Ward [26] in 1991. Since then, HDR images have become increasingly
popular in graphic communications. Basically, the pixel value in the HDR image encoded
in the radiance RGBE format consists of four components, i.e., three primary compo-
nents (r, g, b) and one exponential component, e. Thus, P(r, g, b, e) is used to denote an
HDR pixel. Each component of the HDR pixel uses eight bits to present its value.
Therefore, the value of each component is in the range of 0 to 255. Figure 1 shows an
HDR pixel encoded in the radiance RGBE format.

A pixel value, P(r, g, b, e), in the radiance RGBE format can be converted from a color
pixel with a floating point (R, G, B) by using integer conversion, as shown in Eq (1).

Multimed Tools Appl (2016) 75:145–163 147



e ¼ log2 max R;G;Bð Þ½ � þ 128½ �
r ¼ 256� Rð Þ

.
2e−128
� �h i

g ¼ 256� Gð Þ
.

2e−128
� �h i

b ¼ 256� Bð Þ
.

2e−128
� �h i

; ð1Þ

where (r, g, b) are three primary components, e is one exponential component of the pixel
value in the radiance RGBE format, and (R, G, B) are the three components of the color pixel.,
() is round bracket, and [] denotes the square bracket.

There is a special case for an input color pixel with the floating point (R, G, B) in which the
maximum (R, G, B) is less than 10−38. In this case, the pixel value, P(r, g, b, e), can be written
as (0, 0, 0, 0), which also is known as the zero pixel.

Similarly, a color pixel with a floating point (R, G, B) can be derived by using the floating
point conversion, which is shown in Eq (2):

R ¼ r þ 0:5ð Þ
.
256

� �
� 2 e−128ð Þ

G ¼ g þ 0:5ð Þ
.
256

� �
� 2 e−128ð Þ

B ¼ bþ 0:5ð Þ
.
256

� �
� 2 e−128ð Þ

; ð2Þ

where color pixel (R, G, B) represents the floating point, and P(r, g, b, e) indicates the pixel
encoded with radiance RGBE format; r, g, and b are the three primary color components, and e
is the exponent component.

Obviously, the exponent component, e, used in the radiance RGBE format, allows
the color pixel to have more than one representation. For example, assume that the
original pixel is P(r, g, b, e). We can divide each primary component by two and add
one to the exponent component. Then, the new representation can be generated as
D(r/2, g/2, b/2, e+1) by using division and addition operations. Similarly, we also can
multiply each primary component by two and subtract one from the exponent com-
ponent. By doing this, the new representation of the pixel would be M(r*2, g*2, b*2,
e-1). After the above processes, many homogeneous representations of one pixel can
be derived, providing an exactly identical color after tone-mapping. However, for the
new representation D(r/2, g/2, b/2, e+1), the value of each primary component is
required in integer form, and, for M(r*2, g*2, b*2, e-1), the value of each primary
component is required in the range between 0 and 255. By using the division and
multiplication operations, a set of different homogeneous representations is produced
that also is referred to as the homogeneous representation group (HRG). Each element
of the HRG group can show the same color value as the original element. The
number of elements in the HRG group is defined as the homogeneity value N.
Examples of sorted homogeneous representation HDR groups are provided in Table 1.

In 2011, Yu et al. [29] proposed the first distortion-free data embedding in an HDR image
encoded with the radiance RGBE format. To embed secret data, first, Yu et al.’s scheme
determines all homogeneous representations of each pixel. A homogeneity index table (HIT),

Fig. 1 HDR pixel encoded in the 32-bit radiance RGBE format
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as shown in Table 2, is generated in advance to provide support for both the data embedding
and data extracting phases.

During the data embedding phase, the cover pixel P(r, g, b, e) can have secret bits
embedded based on the HIT. When a pixel P is read from a cover image, the
homogeneity value N of P is determined. The first column of Table 2 lists the number
of embedded bits |b|, which is computed according to homogeneity value N, as shown
in Eq (3):

bj j ¼ log2 Nð Þb c: ð3Þ
The third column of Table 2 shows the bit pattern of the secret message, which is hidden

with respect to different indices. By using the HIT, secret bits can be embedded into each pixel.
The following example is provided to illustrate the process and further clarify Yu et al.’s data
embedding process. Assume that an original pixel P(20, 16, 60, 127) is given. Hence, to
embed secret data, the sorted homogeneous group HRGP and homogeneity value N are
determined, as shown in Table 3. By utilizing Eq (3), the number of secret bits that can be
embedded into pixel P can be determined, and it is |b|=2. Suppose that secret bits b
are read as “01.” Based on homogeneity value N=5 and secret bits b=“01,” the
homogeneity index value HI=0 is selected from the HIT table. To hide two secret
bits, i.e., “01,” the stego-pixel is provided as an output element of the homogeneous
representation group HGRP. This element must have the same homogeneity index, i.e.,
HI=0. In this case, the stego-pixel becomes P′(80, 64, 240, 125) in Table 3. In
another example, if the secret bits b=“00” are to be embedded, the homogeneity
index HI=3 would be chosen based on the homogeneity value N=5 from the HIT.
Finally, the stego-pixel P′ is changed to the element in the homogeneous representa-
tion group, which has the same homogeneity index. In other words, the pixel P′(10, 8,
30, 128) is sent out as the stego-pixel.

Table 1 HDR groups and the homogeneity value N of pixel (34, 18, 124, 128)

Color Pixel P Homogeneity
value N

Homogeneity
index

Sorted homogeneous representation
group, HRG

P(34, 18, 124, 128) 3 0
1
2

(68,36,248,127) (34,18,124,128)
(17,9,62,129)

Table 2 Homogeneity index table
(HIT) Numbers

of
embedded
bits |b|

Homogeneity
value N

Homogeneity index

0 1 2 3 4 5 6

0 1 NP – – – – – –

1 2 “0” “1” – – – – –

1 3 “1” “0” NA – – – –

2 4 “00” “01” “10” “11” – – –

2 5 “01” “10” “11” “00” NA – –

2 6 “10” “11” “00” “01” NA NA –

2 7 “11” “00” “01” “10” NA NA NA
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3 Proposed scheme

In this section, our proposed scheme is described in detail. Here, we assume that the cover
image is an HDR image I sizedW×H and that the secret message B with size of k is defined as
B=(b0,b1,…,bk), where bj is the secret bit generated randomly, i.e., bj={0,1} and 0≤j≤k. The
proposed scheme is broken into two phases, i.e., the data embedding phase and the data
extracting phase, which are discussed in Subsections 3.1 and 3.2, respectively.

3.1 Data embedding phase

After we deeply explored Yu et al.’s hiding scheme [29], we realized that it did not use the
homogeneous representation group (HRG) efficiently. The total embedding capacity of Yu
et al.’s scheme with a cover image I with the size of W×H is computed as shown in Eq (4):

capacity ¼
XW�H

i¼1

log2 Nið Þb c; ð4Þ

where N is the number of elements in the HRG group. The number of embedded secret data
of each pixel is ⌊log2(N)⌋ bits. Hence, partial homogenous representations in the homogeneous
representation group are not used to carry secret bits. In this paper, we proposed an improved,
distortion-free data embedding scheme to enhance the embedding capacity of Yu et al.’s
scheme while maintaining the high quality of the stego-image.

In our data embedding scheme, the homogeneity index table is created in advance for use
during the data embedding and data extracting phases. Table 4 shows our homogeneity index
table (HIT). Comparing Table 2 generated by Yu et al.’s scheme with Table 4 generated by our
scheme, it is apparent that only the first four indices are used to embed two secret bits when the
homogeneity value, N, is equal to 6 in Yu et al.’s scheme. However, in our proposed scheme, all
homogeneity indices are used to carry two or three secret bits.

Figure 2 shows a flowchart of our data embedding phase. It contains three operations for
each pixel, i.e., generating the homogeneity index table, determining the sorted homogeneous
representation group HRG, and the data embedding operation.

To determine the sorted homogeneous representation group HRG, the division and multi-
plication operations are used to find all the homogeneous representations of each pixel, just as
Yu et al.’s scheme does. Then, all of the homogeneous representations that are found are set as
the homogeneous representation group. The homogeneous representation group is sorted by
the exponent component. In addition, the homogeneity value N is determined as the number of
elements of the sorted homogeneous representation group HRG.

As for the second operation, i.e., generating the homogeneous index table, the homoge-
neous value N means that there are N homogeneity indices, which are labeled from 0 to N-1,

Table 3 Sorted homogeneous representation group HRGP of pixel P (20, 16, 60, 127)

Color Pixel P Homogeneity
value N

Homogeneity
index

Sorted homogeneous
representation
group, HRGP

P (20, 16, 60, 127) 5 0
1
2
3
4

(80, 64, 240, 125)
(40, 32, 120, 126)
(20, 16, 60, 127)
(10, 8, 30, 128)
(5, 4, 15, 129)
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and the homogeneous value N must be between 1 and 7. Then, the binary tree of N
homogeneity indices is created. The pattern of secret bits of each homogeneity index is set
up based on the binary tree. The algorithm for generating the homogeneous index table is
provided below, and Fig. 3 shows an example of a binary tree and the pattern of the secret bits
after the algorithm to better explain it.

Step 1 If homogeneous value N=1, the binary tree cannot be created, meaning that this is a
non-embeddable case and is not applicable (NA) for embedding secret bits.
Therefore, the homogeneity index 0 of homogeneous index is marked as NA.

Step 2 Otherwise (i.e., N≠1), it is an embeddable case and the binary tree can be created.
Step 3 Create set M={M1, M2,…, MN} of N nodes, and all elements of set M are leaf nodes

of the binary tree. Assign a node Mi with the homogeneity index i, where Mi is
labeled as the name of the node, and i is set as the value of node.

Step 4 Sort the N nodes according to the value of the homogeneity index i in ascending order.
From the N nodes, select the two nodes that have the largest values and generate the
new node as the parent of both nodes. When a new parent node is created, it is labeled

Table 4 Our homogeneity index table (HIT) that is used for both the embedding and extracting processes

Number of embedded bits |b| Homogeneity value N Homogeneity index

0 1 2 3 4 5 6

0 1 NA – – – – – –

1 2 “1” “0” – – – – –

1 or 2 3 “1” “01” “00” – – – –

2 4 “11” “10” “01” “00” – – –

2 or 3 5 “11” “10” “01” “001” “000” – –

2 or 3 6 “11” “10” “011” “010” “001” “000” –

2 or 3 7 “11” “101” “100” “011” “010” “001” “000”

Fig. 2 Flowchart of data embedding phase
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with a character (e.g., A, B, C,…), and the value of the parent node’s homogeneous
index is set as the sum of the values of two child nodes. Note that the larger node is
the right child node, and the smaller node is the left child node.

Step 5 Set the branch value between the left child node and its parent node as “1,” and set the
branch value between the right child node and its parent node as “0.”

Step 6 Set M is updated by replacing the two child nodes with their newly-generated parent
node.

Step 7 If the number of elements in set M is greater than 1, go to Step 4. Otherwise, go to
Step 8.

Step 8 Traverse from the root of the generated binary tree to each leaf node Mi to create the
pattern of the secret bits of the corresponding homogeneity index i, by concatenating
the branch value (1 or 0) from the root to the leaf node.

Repeat the eight steps listed above until all of the homogeneity values, i.e., the Ns, are
processed completely to derive the pattern of the secret bits of each homogeneity index of
homogeneity value N in the range of [1, 8]. To give a clear explanation, an example of a binary
tree is provided for a homogeneity value, N, of 5. In this case, the homogeneity index ranges
from 0 to 4. After using the above eight steps, a binary tree and the pattern of the secret bits of
each homogeneity index can be generated, as shown in Fig. 3.

Our proposed data embedding algorithm can be broken down into six steps, which are
shown in detail below.

Data embedding algorithm:
Input: Original HDR cover image I sized W×H, secret message B, homogeneity index

table HIT
Output: Stego-image I′
Step 1: Read pixel P from original HDR cover image I.
Step 2: Determine the sorted homogeneous representation group HRG and homogeneity

value N of pixel P.
Step 3: If N≤1, pixel P belongs to a non-embedding case, meaning that no secret bits are

hidden in this case.
Step 4: Otherwise, read secret bits b. Depending on secret bits b and homogenous value

N, the corresponding homogeneity index d is selected from the HIT table.

Fig. 3 Binary tree and pattern of the secret bits for each corresponding homogeneity index
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Step 5: Based on the selected index d, choose the corresponding homogeneous repre-
sentation, which is the stego-pixel P′ of pixel P. Finally, stego-pixel P′ is output to stego-image
I′.

Step 6: Repeat Steps 1 through 5 until all pixels of image I have been processed.
After the data embedding algorithm is completed, the stego-image I′ is obtained.

Finally, stego-image I′ is sent to the receiver. To give a better explanation of the data
embedding algorithm, the following example is given. Assume an original HDR pixel
P is (20, 16, 60, 127). The homogeneity value N=5 of pixel P and its homogeneous
representation group HRG are determined based on the division and multiplication
operations, and they are sorted depending on the exponent component, which is
shown in Table 3. According to the proposed HIT shown in Table 4, two or three
secret bits can be embedded in each index. Assume that the secret bits b are “001,”
and the corresponding homogeneity index d=3 is selected. Finally, we choose the
corresponding homogeneous representation of index d in homogeneous representation
group HRG, i.e., (10, 8, 30, 128), which is the stego-pixel P′. Then, P′ is in the
RGBE format, and it is sent to stego-image I′.

3.2 Data extracting phase

Once the receiver receives stego-image I′ and homogeneity index table HIT from the sender, he
or she extracts secret message B exactly by utilizing our data-extracting phase, the flowchart
for which is shown in Fig. 4. It contains three operations for each pixel, i.e., generating the
homogeneity index table, determining the sorted homogeneous representation groupHRG, and
the data extracting operation. The first and second operations are the same as those in the data
embedding phase; therefore, they are not repeated here

The data extracting algorithm is presented below.
Data extracting algorithm:
Input: Stego-image I′, homogeneity index table HIT
Output: Extracted secret message B
Step 1: Read stego-pixel P′ from stego-image I′.

Fig. 4 Flowchart of our data extracting phase
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Step 2: Determine the sorted homogeneous representation group HRG and homogeneity
value N of stego-pixel P′ based on the division operation and the multiplication operation.

Step 3: If N≤1, no secret bits are extracted from the current processing of stego-pixel P′.
Otherwise, go to Step 4.

Step 4: Based on the value of stego-pixel P′, select the corresponding homogeneity index
d from the homogeneous representation group HRG.

Step 5: Depending on the index d and homogeneity value N, the extracted secret bits b are
determined from the HIT table. Then, b is sent to secret message B.

Step 6: Repeat Steps 1 through 5 until all pixels of image I′ are processed.
After the above data extracting algorithm is processed completely, the secret

message B is extracted correctly. To describe the data extracting phase in detail, the
following example is a continuation of the example given above to illustrate the data
embedding phase. Assume that the stego-pixel P′ (10, 8, 30, 128) is given. First, the
homogeneity index table HIT is generated by using the same operation of the data
embedding phase. The homogeneous representation group HRG of pixel P′ is deter-
mined by using the division and multiplication operations. Then, this homogeneous
representation group is sorted based on the exponent component, and homogeneity
value N=5 is determined as the number of the sorted homogeneous representation
group’s (HRG’s) elements, as shown in Table 3. According to Table 3, the homoge-
neity index d that corresponds to P′ is three. By using homogeneity index d and
homogeneity value N, we can determine the extracted secret bits b=“001” in the
homogeneity index table HIT. Then, the extracted secret bits b are concatenated to
secret message B.

(a) Church (b) Hall

(c) Aspen (d) Bush

Fig. 5 Ten HDR test images. a Church, b Hall, c Aspen, d Bush, e Pine, f Clay, g Cube, h Park, i Plant, j Nancy
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4 Experimental results

In this section, the hiding capacity performance of our proposed scheme is compared
with that of four existing schemes, i.e., Yu et al.’s scheme [29], Wang et al.’s scheme
[23], Chang et al.’s scheme [5], and Li et al.’s scheme [14]. Ten HDR test images,
shown in Fig. 5, were used in our experiments. Notably, the first four test images,
i.e., images (a) – (d), were 720×480 pixels in size, and two of the test images, i.e.,

(e) Pine (f) Clay

(g) Cube (h) Park

(i) Plant (j) Nancy

Fig. 5 (continued)
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images (e) and (g), were 2,000×1,312 pixels, whereas test image (f) was 3,840×
2,160 pixels, and test image (h) was 2,048×1,536 pixels. Secret message B was
generated using a pseudo-random number generator. These 10 HDR test images were
formatted in the 32-bit RGBE coding and considered as input images in the proposed
scheme, as well as in Yu et al.’s scheme [29], Wang et al.’s scheme [23], and Chang
et al.’s scheme [5]. In Wang et al.’s scheme, each input image is segmented into 1,000
groups for embedding the secret data. In Li et al.’s scheme, the 10 HDR test images
are converted to 48-bit TIFF coding that are considered as the input images for
embedding the secret data. These settings ensured that each of the previous schemes
could provide its best performance in order to make a fair comparison of our
proposed scheme with their schemes. The experimental setup included a PC with an
Intel(R) Core™ 2 CPU @ 2.1-GHz and a 2-GB RAM. The operating system used for
the tests was Windows 7 Professional 32-bit. In this paper, all of the algorithms were
implemented by MATLAB R2010a.

To give the reader an understanding of the number of embeddable and non-
embeddable cases regarding the test images presented above, the number of pixels
with different homogeneity values in each image is demonstrated in Table 5. For
example, the “Church” HDR image has 302,482 pixels that have a homogeneity value
equal to 1. However, these pixels contain a special pixel, known as the zero pixel,
that has three primary components and an exponent component, all of which are
zeros. This means that secret bits cannot be embedded in zero pixels because, when
pixel P is a zero pixel, we can divide 255 times to generate the homogeneous
representation group with the homogeneity value of N=256, such as {(0,0,0,0),
(0,0,0,1),…, (0,0,0,255)}. By doing this, we can embed eight bits for this pixel.
However, an unexpected pixel difference could occur, which would degrade the visual
quality of the image because of the repeated application of the division operation. The
reason is that 0.5 was added to the floating point conversion in Eq (2). In addition,
the floor function was used in the integer conversion in Eq (1). Therefore, in our
scheme, zero pixels are not used to embed secret bits to avoid having a visual
difference between the tone-mapped cover image and the tone-mapped stego-image
when the tone-mapping schemes are used. Another example is that, in the “Hall”
image, there are a total of 2,397 zero pixels that are not used to embed secret bits.

Table 5 Detailed characteristics of the five HDR test images

Test images Homogeneity values (N)

1 2 3 4 5 6 7

Church 302,482 (2618) 37,640 4,786 600 82 8 2

Hall 302,411 (2397) 37,540 4,999 558 83 9 0

Aspen 302,036 (2779) 38,021 4,823 606 92 21 1

Bush 302,876 (2807) 37,405 4,645 587 74 12 1

Pine 2,294,522 (0) 287,488 36,178 4,776 1,008 27 1

Plant 2,297,199 (0) 286,745 34,396 5,113 482 62 3

Clay 2,290,174 (0) 286,867 36,969 4,359 585 48 3

Cube 2,289,761 (0) 287,038 36,517 4,701 527 48 66

Nancy 2,746,982 (0) 349,570 42,853 5,533 643 147 0

Park 7,252,915 (0) 910,910 114,190 14,248 1,895 237 5
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Also, the “Hall” image contains 37,540 pixels, has a homogeneity value of N=2, and
has 558 pixels that have homogeneity values of three, as shown in Table 5.

Table 6 shows that the embedding capacity (EC) and embedding rate (ER) performance of
the proposed scheme, Yu et al.’ scheme [29], Wang et al.’s scheme [23], Chang et al.’s scheme
[5], and Li et al.’s scheme [14]. Table 6 shows that Li et al.’s scheme provided the highest
embedding rate among the five schemes. This is because their scheme used the LSB substi-
tution technique for embedding secret data. As a consequence, their scheme cannot reconstruct
the original image after the data have been extracted. Obviously, for the four reversible data
hiding schemes, the embedding capacity of the proposed scheme is superior to that of the other
three schemes. The average embedding capacity of the proposed scheme is 0.1445 bpp. By
contrast, the average embedding capacities of Chang et al.’s scheme, Wang et al.’s scheme, and
Yu et al.’s scheme are only 0.1355 bpp, 0.1337 bpp, and 0.1273 bpp, respectively. The
embedding rate of our scheme is better because all homogeneous representations in our
scheme are used to embed secret bits. In contrast, Yu et al.’s scheme has the worst embedding
rate of the four schemes. In Yu et al.’s scheme, only some first homogeneous representations
are used to embed secret bits, because once the homogeneity value is N, the number of
embedded secret data of each pixel is ⌊log2(N)⌋ bits. Thus, some of the last homogenous
representations in the homogeneous representation group are not used to carry secret bits. For
example, in line 8 of Table 2, when the homogeneous value N=6, only the first four
homogeneous representations are used to embed two secret bits in Yu et al.’s scheme.
However, all homogeneous representations are used in our scheme to embed two or three
secret bits, as shown in line 8 of Table 4.

In Fig. 6, tone-mapping results are presented in which the Luminance HDR software was
used for the three HDR images “Hall,” “Aspen,” and “Bush.” For the “Hall” images, Reinhard
et al.’s tone-mapping method [19] was used for “Hall” with four parameters, i.e., gamma =
1.000, brightness = −10.0, chromatic = 1.00, and light = 0.00. Figure 6a shows the exact
identity of the tone-mapped cover image “Hall” and the tone-mapped stego-image “Hall.” The
tone-mapping results of HDR image “Aspen” are presented in Fig. 6b with the tone-mapping
method of Durand and Dorsey [10] and four parameters, i.e., gamma = 1.000, spatial = 8.00,
range = 0.40, and contrast = 5.00. In Fig. 6c, the tone-mapping scheme of Mantuik et al. [17]
was used for the “Bush” image, which has three parameters, i.e., gamma, contrast, and
saturation, which were set as 1.000, 0.300, and 0.800, respectively. Obviously, in Fig. 6, the
exact identity of the tone-mapped cover image and the tone-mapped stego-image are present-
ed. In addition, this result can be derived from Eq (2), in which the exponent component e,
used in the radiance RGBE format, allows the color pixel to have more than one representa-
tion. For example, the original pixel, P(r, g, b, e), can be shown by the new representation as
D(r/2, g/2, b/2, e+1) by using division and addition operations. Similarly, each primary
component can be multiplied by two, and the exponent component is subtracted to one to
generate a new representation of the pixel as M(r*2, g*2, b*2, e-1). Since e is the exponent
component, to guarantee that the color of the pixel with floating point (R, G, B) in Eq (2)
remains unchanged, three primary components must be divided by 2 when the value of e is
increased by 1 in D(r/2, g/2, b/2, e+1). In contrast, to guarantee that the color pixel with
floating point (R, G, B) in Eq (2) remains unchanged, three primary components must be
multiplied by 2 when the value of e is decreased by 1 in M(r*2, g*2, b*2, e-1),. By doing that,
many homogeneous representations can be determined with the original pixel being exactly
the same color. Thus, using the division and multiplication operations, a set of different
homogeneous representations is produced, and each homogeneous representation is used for
indicating for a pattern of secret bits in the proposed scheme. As a result, the proposed scheme
can embed the secret bits by using one element of the set of different homogeneous
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representations generated from the original pixel. Therefore, we can confirm that our proposed
scheme provides a distortion-free, data embedding technique for HDR images that are encoded
in the 32-bit RGBE format.

Table 7 compares the average execution times of our proposed scheme and three existing
schemes. Obviously, Wang et al.’s scheme requires the highest average execution time (3.068 s)
in both the embedding and extracting phases, followed by Chang et al.’s scheme (2.647 s), Yu
et al.’s scheme (2.264 s), our proposed scheme(2.264 s), and Li et al.’s scheme (1.237 s). Wang
et al.’s scheme is the worst one among the four schemes. This is because Wang et al.’s scheme
takes much more time than others for dividing the image into groups of pixels and embedding
secret decimal digits into each group separately. Li et al.’s scheme has the lowest execution time,

(a) Tone-mapped cover image “Hall” and tone-mapped stego-image “Hall”

(b) Tone-mapped cover image “Aspen” and tone-mapped stego-image “Aspen”

(c) Tone-mapped cover image “Bush” and tone-mapped stego-image “Bush”

Fig. 6 Tone-mapped cover images and corresponding tone-mapped stego-images. a Tone-mapped cover image
“Hall” and tone-mapped stego-image “Hall”. b Tone-mapped cover image “Aspen” and tone-mapped stego-
image “Aspen”. c Tone-mapped cover image “Bush” and tone-mapped stego-image “Bush”
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because their scheme applied LSB substitution for embedding secret data, and it does not take
time for searching the homogeneity representations of each pixel. However, Li et al.’s scheme is
an irreversible data hiding scheme. Yu et al.’s scheme and our proposed scheme showed the best
performance in saving processing time. The two schemes provided the same results, because
they were based on the same characteristics of the HDR image used to embed the secret data.
However, our proposed scheme provided better embedding capacity.

5 Conclusions

In this paper, we proposed a new, distortion-free, data-embedding scheme for an HDR image
encoded in the 32-bit radiance RGBE format. In comparison, with three other reversible data
hiding schemes [5, 23, 29] for HDR images, our scheme achieved the best performance. The
average embedding rate of our scheme was around 0.1445 bpp, which is superior to the 0.1355
bpp provided by Chang et al.’s scheme, the 0.1337 bpp provided by Wang et al.’s scheme, and
the 0.1273 bpp provided by Yu et al.’s scheme. This is because all homogeneous representa-
tions are used to embed secret bits in our scheme. In addition, in the experiment, the tone-
mapped cover image and the tone-mapped stego-image were exactly identical, which is similar
to Yu et al.’s scheme. In other words, our scheme is a distortion-free, data-embedding
technique. Moreover, the proposed scheme reduces the execution time as does Yu at al.’s
scheme. Therefore, due to our scheme’s high performances mentioned above, it can be
concluded that our proposed scheme is sufficiently efficient and flexible to apply directly in
some applications, such as digital libraries or online multi-media transmissions.
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