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Abstract The current study examined concurrent and

longitudinal predictors of early adolescents’ involvement

in Internet aggression. Cross-sectional results (N = 330;

57% female) showed that the likelihood of reporting

Internet aggression was higher among youth who spent

more time using Internet-based technologies to communi-

cate with friends and who were themselves targets of

Internet aggression. Offline relational aggression and

beliefs supportive of relational and physical aggression

also predicted concurrent involvement in Internet aggres-

sion. We used longitudinal data (N = 150; 51% female) to

distinguish between youth who were aggressive in tradi-

tional contexts only (i.e., school) from those who were

aggressive both online and offline. These results indicated

that youth who were aggressive both online and offline

were older at the initial assessment, were targets of Internet

aggression, and held beliefs more supportive of relational

aggression than youth who were aggressive offline only.

Implications and directions for future research are

discussed.
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Introduction

Attention to the role of the Internet and other forms of

electronic media on child and adolescent development has

increased dramatically in recent years (David-Ferdon and

Hertz 2007; Greenfield and Yan 2006; Lenhart et al. 2001;

Wartella et al. 2004). This is not surprising in light of

estimates indicating that more than 90% of youth between

the ages of 12 and 18 are Internet users (Macgill 2007), and

that 52% of adolescent Internet users go online at least

once a day (Lenhart et al. 2005). To date, much of this

attention has focused on describing trends in youth Internet

use, exploring the functions of new forms of electronic

media for youth, and examining the characteristics of

Internet users (e.g., Gross 2004; Subrahmanyam et al.

2001). In addition, researchers have paid increasing atten-

tion to the implications of Internet use for adolescent social

adjustment (e.g., Gross et al. 2002; Valkenburg and Peter

2007).

One particular topic of interest to professionals across

diverse fields of study has been Internet aggression.

Although definitions vary across studies, at the broadest

level Internet aggression includes ‘‘overt, intentional acts

of aggression toward others online’’ (Ybarra and Mitchell

2004a, p. 1,308). Research to date indicates that a small but

significant minority of adolescent Internet users are

involved in Internet aggression, with some reporting neg-

ative consequences of their experiences online (Li 2006;

Patchin and Hinduja 2006; Wolak et al. 2007; Ybarra and

Mitchell 2004a, b). Because only a few empirical studies

have been conducted thus far, our understanding of this

phenomenon is still in its infancy. The current study was

designed to increase knowledge about factors associated

with Internet aggression during early adolescence, partic-

ularly those that distinguish youth who are aggressive
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online and offline from those who are aggressive offline

only.

Trends in Adolescent Internet Use and Computer-

Mediated Communication

Adolescents are using the Internet for diverse purposes

including education, shopping, and gaming, however social

communication has become the primary function of Internet

use among youth (Gross 2004). Currently, a wide variety of

Internet-based tools are available for computed-mediated

communication (CMC): email, instant messaging (IM), text

messaging on cellular phones, chat rooms, web logs (blogs),

and social networking sites, such as Myspace. According to a

report from the Pew Internet and American Life Project

(Lenhart et al. 2005), 89% of adolescents surveyed used

email, 75% used IM (48% of whom reported exchanging IMs

every day), and 33% used cell phones to send text messages.

A more recent Pew survey found that 55% of adolescent

Internet users visit social networking sites, 26% of whom do

so on a daily basis (Lenhart and Madden 2007). The same

survey reported that older females utilize social communi-

cation Internet technologies to a greater degree than do

males, although this gap may be decreasing. The majority of

online communications appear to take place between youth

and their offline friends and family, rather than with strangers

(Gross 2004; Valkenburg and Peter 2007). Clearly, the

Internet has created a new and highly complex social envi-

ronment for youth.

Internet Aggression

Although the majority of adolescents’ online social inter-

actions are likely pleasurable, recent evidence suggests that

a significant minority of youth are involved in negative

interactions, either as the perpetrator, target, or both.

Referred to as Internet aggression, Internet harassment or

cyberbullying, definitions of this phenomenon have varied

across studies. Specific behaviors include rude, embar-

rassing, threatening or harassing comments; unwanted

sexual comments; and exclusion [e.g., blocking someone

from a buddy list] (Finkelhor et al. 2000; Patchin and

Hinduja 2006; Ybarra and Mitchell 2004a, b). Using data

from the Youth Internet Safety Study (YISS) of 1,501

Internet users between the ages of 11 and 17, Ybarra and

Mitchell (2004a) reported that 15% engaged in acts of

Internet aggression in the previous year. Similar estimates

of 11% were reported by Patchin and Hinduja (2006) in an

online survey completed by 384 youth aged 18 and under;

and by Kowalski and Limber (2007), who surveyed more

than 3,000 middle school students. These rates are similar

to national estimates of the prevalence of traditional, or

offline, bullying in U.S. schools. For example, Nansel et al.

(2001) found that 13% of 6th through 10th graders reported

bullying others at school. Higher estimates have been

reported for specific acts of Internet aggression. For

example, a recent Pew survey found that 82% of IM-using

teens reported blocking someone, although 52% indicated

that they engaged in this behavior less than every few

months (Lenhart et al. 2005). When youth have been asked

whether they have been the targets of Internet aggression,

prevalence estimates have ranged from 6 (Finkelhor et al.

2000) to 43% (Patchin and Hinduja 2006). These discrep-

ant results are likely due to the varied sampling techniques,

operational definitions, and data collection methods used in

prior studies on this topic.

The anonymous nature of the Internet is commonly cited

as an explanation of its attractiveness as a vehicle of harm in

online interactions. Social psychologists have argued that

anonymity operates to reduce an individual’s self-awareness

resulting in deindividuation (Diener 1980; Zimbardo 1970).

Deindividuated persons are presumed to have difficulty

regulating their behavior, an outcome that is likely exacer-

bated by concomitant lower levels of concern about others’

evaluation (Zimbardo 1970). A related concern is the

absence of contextual cues in online social interactions that

serve important regulatory functions, such as posture, facial

expression, and tone of voice (Sproull and Kiesler 1986). Not

only can their absence result in more self- rather than other-

centered behavior on the part of senders, but receivers also

run the risk of making attributional and other perceptual

errors when interpreting others’ communication devoid of

nonverbal cues. In support of these hypotheses, several

studies report higher levels of interpersonal misunderstand-

ing, hostility and aggression, and nonconforming behavior in

adults’ online interactions relative to face-to-face interac-

tions (see McKenna and Bargh 2000, for a review).

Consideration of other features of CMC and the use of

multimedia technology might shed further light on the phe-

nomenon of Internet aggression. For example, chat rooms

and social networking sites such as Myspace allow youth to

harass and humiliate peers in public settings. In addition, the

text-based nature of email and IM present opportunities for

aggressors to gather and distribute (i.e., via cutting and

pasting, forwarding, or linking) damaging information to

broader audiences than is possible in the traditional school or

neighborhood context. Email and IM text, as well as digital

photos, can also be altered by savvy Internet users prior to

circulation to craft even more hurtful material.

The asynchronous nature of many online exchanges is

yet another unique feature of CMC. Adolescents can

carefully construct emails, comments to social networking

sites, and blog entries, rather than having to respond

immediately as is typically the case in a telephone or face-

to-face conversation. McKenna and Bargh (2000) suggest

that ‘‘these differences in timing and pacing provide an
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individual with a great deal more control over his or her

side of a conversation. This higher degree of control,

coupled with anonymity, seems to contribute to individuals

taking greater risks and chances with making self-disclo-

sures to those with whom they talk…’’ (p. 67). It is rea-

sonable to expect that these same features also impact

adolescents’ aggressive behavior online.

Correlates of Internet Aggression

Several studies have explored the individual, familial and

school correlates of involvement in Internet aggression.

Ybarra and Mitchell (2004a) and Patchin and Hinduja

(2006) found that Internet aggressors differed from non-

aggressors with respect to their patterns of Internet use. Not

surprisingly, youth who go online more frequently, and

who engage in more social communicative activities

online, are more likely to behave aggressively online. In

other research, poor quality parent–child relationships, low

levels of parental monitoring, norms supportive of bullying

and poor school climate have been linked to Internet

aggression (Williams and Guerra 2007; Ybarra and

Mitchell 2004b, 2007).Taken together, these findings

indicate that the characteristics of youth who use Internet

aggression are remarkably consistent with the familial,

social and behavioral profiles of youth who are aggressive

in traditional contexts, such as in school. This has led some

to question whether the Internet offers already aggressive

youth another outlet to express hostility against disliked

peers (e.g., Rauskauskas and Stoltz 2007).

Evidence to support the notion that young adolescents

with a history of offline aggressive behavior will diversify

their problem behavior to include Internet aggression dur-

ing the middle school years can be found in literature

demonstrating (1) the continuity of aggression across

childhood and adolescence (see Coie and Dodge 1998, for

a review), and (2) the escalation of deviancy during ado-

lescence among aggressive children to include involvement

in delinquency and other rule-breaking behaviors (e.g.,

Patterson et al. 2000). Importantly, several studies have

found that online aggression is, in fact, associated with

traditional aggressive behavior, delinquency, substance use

and other problem behaviors (Ybarra and Mitchell 2004a,

b, 2007). In a recent investigation, Raskauskas and Stoltz

(2007) surveyed middle school students and found that all

but one student who reported engaging in electronic bul-

lying also reported bullying peers offline. Furthermore,

regression analysis indicated that offline bullying explained

27% of the variance in electronic bullying status after

controlling for sex and grade. Taken together, results from

these studies provide support for the idea that adolescent

aggression online is committed primarily by those youth

who are predisposed to aggressive behaviors in general.

Other researchers have suggested that victimized youth

might be likely to turn to the Internet as a way to retaliate

against their aggressors. As discussed previously, the

anonymous nature of the Internet might be particularly

important for socially marginalized adolescents who lack

traditional forms of power (e.g., social status, strong

physical stature)—a profile that characterizes many victims

of peer aggression (e.g., Olweus 1978; Schwartz et al.

1993). Direct tests of this hypothesis, however, have yiel-

ded mixed findings. Participants in the YISS were asked to

report how often they were ‘‘hit or picked on’’ by another

child in the previous year. Their results showed that youth

who engaged in Internet aggression were more likely to

have been victimized offline compared to youth not

involved in Internet aggression (Ybarra and Mitchell

2004a, b). In contrast, no evidence to support the associa-

tion of traditional victimization with Internet aggression

was found by Raskauskas and Stoltz (2007). In light of the

small sample used in the latter study, differing definitions

and assessments of online aggression and offline victim-

ization, and the reliance on cross-sectional data, additional

research is needed before drawing firm conclusions.

The Role of Relational Aggression

Despite interest in the role of offline aggression for youth

aggression online, few studies have considered whether

certain forms of traditional aggression are uniquely pre-

dictive of online aggression. Of interest in the current

study was the role of relational aggression, a form of

aggression characterized by attempts to harm others by

damaging peer relationships and social status (Crick and

Grotpeter 1995). Although some relationally aggressive

behaviors are overt in nature (e.g., threats to withdraw

friendship), relational aggression is often covert (e.g.,

spreading rumors about a disliked peer). In a study of

children’s social goals and aggression, Delveaux and

Daniels (2000) reported that youth who prefer relational

aggression over more overt forms of aggression wish to

avoid detection and possible retaliation from their victims.

These findings raise the possibility that the Internet may

offer another avenue for relationally aggressive youth to

harm others while maintaining their anonymity. In the

only study, to date, to explore these issues, Raskauskas

and Stoltz (2007) found that Internet bullying was sig-

nificantly positively correlated with physical and verbal

aggression (i.e., teasing) in addition to spreading rumors

and excluding others perpetrated offline (each construct

was assessed with a single item). However, a composite

measure of traditional bullying was used in the regression

analysis predicting Internet bullying, thus limiting our

understanding of the unique impact of different forms of

aggression.
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The Role of Normative Beliefs About Aggression

Social information processing theories conceptualize

beliefs about the legitimacy of aggression as a type of

knowledge structure housed in the individual’s ‘‘database’’

(Crick and Dodge 1994; Huesmann 1988). This database

functions as a cross-situational, distal storehouse of infor-

mation that controls behavior by imposing limits on the

individual’s processing of information in the immediate

social environment. According to Huesmann, knowledge

structures function as scripts or schemas that are influenced

by past social experiences (e.g., harsh discipline or peer

victimization) and, in turn, influence behavior by becoming

a ‘‘lens’’ through which children process more proximal

social information. These schemas are particularly likely to

be activated when social cues in the immediate environ-

ment are unfamiliar, ambiguous, and/or complex (Burks

et al. 1999). The dearth of social and contextual cues

available during CMC might lead to the activation of

aggressive scripts during online interactions in some youth,

particularly those with a history of aggressive peer

interactions.

Previous research has demonstrated that youth who hold

relatively positive views of aggression are more likely to

engage in aggressive behavior as rated by teachers, parents,

and children (Bentley and Li 1995; Huesmann and Guerra

1997; Zelli et al. 1999). In more recent work, Werner and

Nixon (2005) and Bailey and Ostrov (2008) demonstrated

that normative beliefs about different forms of aggression

(relational and physical) were uniquely predictive of the

corresponding aggressive behaviors. In the only study to

examine the relation of normative beliefs and Internet

aggression, to date, Williams and Guerra (2007) found that

increases of one unit on their normative beliefs scale

resulted in a 24% increase in the odds of being an Internet

bully. Clearly, further investigation is necessary to better

understand the role of adolescents’ socio-cognitive pro-

cesses in the development of online aggression.

Study Hypotheses

The current study was designed to extend our knowledge of

Internet aggression among early adolescents, and it had two

primary goals. Our first research goal was to further

investigate predictors of Internet aggression using cross-

sectional data. We considered the role of sex, grade, and

CMC frequency for youth engagement in aggression

online. On the basis of past studies, we expected that older

adolescents and those who used CMC at higher levels

would be more likely to report being aggressive online

compared to younger adolescents and those who used CMC

at lower frequencies. We further predicted that offline

aggression, particularly relational aggression, would be a

better predictor of Internet aggression status than offline

victimization, and that youth who held positive beliefs

about aggression would be more likely to engage in

Internet aggression compared to those who evaluated

aggression less positively. Finally, given prior findings of

overlap between aggression and victimization online (e.g.,

Ybarra et al. 2007), we expected that youth who were

victimized online to report being aggressive online.

Our second research goal was to increase our under-

standing of youth who are aggressive in both contexts

compared to those who are aggressive in traditional con-

texts only. It is quite possible that the conditions underlying

aggressive behavior may be unique for youth who are

aggressive in both settings; this study represents a first

attempt to disentangle these groups of adolescents. We

expected that youth who spend more time communicating

with friends online, who are more aggressive in traditional

contexts, who hold positive beliefs about aggression, and

who experience more frequent online victimization would

be at increased risk of being aggressive in both contexts

1 year later.

Method

Participants

In the first year of data collection (T1), 330 students (57%

female) in grades 6–8 took part in this study. This number

represents 76% of the total population of 6th through 8th

graders in a small northwestern city. Participants were

fairly evenly distributed across the grades: Grade 6:

N = 120; Grade 7: N = 102; Grade 8: N = 108. The fol-

lowing year (T2), 150 students in grades 7–8 completed the

survey again (51% female). Information about ethnicity

and SES were not gathered in this study. Data provided by

the school district in which this study was collected,

however, reveals a student population consisting of 79%

White, 11% Asian, 4.5% Hispanic, 4.1% Black, and 1.3%

American Indian/Alaskan Native students. Twenty-six

percent of students in the district are eligible for free or

reduced meals.

It is important to note that the PI did not have per-

mission to collect data in the high school, which pre-

vented us from collecting data from 9th graders in the

second year of the study. Comparison of students who

took part in the first year of data collection only with

those who took part in both years revealed that the

former group of students reported more frequent use of

computer-mediated technologies compared to the longi-

tudinal sample, F(1, 327) = 7.88, p \ .01. No other

differences were found.
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Procedure

This project emerged from a collaborative effort involving

a local middle school and university faculty intended to

increase opportunities for faculty research by providing

schools with useable empirical data on school climate

issues. In two consecutive years, students in grades 6–8

were sent home with consent forms describing the study.

Active parental consent and child assent were required for

participation.

Surveys were administered by trained research assistants

in students’ homerooms during a 1-week period in the

middle of the spring semester. Research assistants first read

instructions aloud and completed sample items with the

group. Students then completed the surveys on their own

while research assistants monitored the room. The order of

administration of the measures of interest here was: nor-

mative beliefs, Internet aggression and victimization, tra-

ditional aggression and victimization. However, due to the

inclusion of other survey instruments not analyzed in this

study, none of the instruments of interest in this study were

administered back-to-back. Data collection took approxi-

mately 30 min per classroom. Efforts were made to include

students who were absent on the day of data collection by

surveying them in groups during the week after initial

administration. All study procedures were approved by the

Institutional Review Board of the university where the first

author is a faculty member.

Measures

Internet Aggression

Students’ experiences of Internet aggression were assessed

using 4 items. One item (use the Internet to threaten or

embarrass someone, e.g., by posting or sending messages

about them for other people to see) was developed for the

Youth Internet Safety Study (Finkelhor et al. 2000), and a

second item (tell others to block instant messages from

someone you don’t like or are mad at) was adapted from

the Pew Internet and Family Life Project survey (Lenhart

et al. 2005). The remaining 2 items (use the Internet to play

a joke or annoy someone you were mad at; make rude or

nasty comments about someone else online) were written

for the current study to capture other examples of aggres-

sive behavior online. Students were asked to report how

often in the previous 30 days they engaged in each act of

Internet aggression on a scale that ranged from 0 (never) to

3 (5 or more times).

To our knowledge, the factor structure of existing

measures of aggressive behavior on-line has not been

investigated in prior research. Thus, we computed principal

components factor analyses on the Internet aggression

items at both assessments. The analysis conducted on items

at T1 yielded a one-factor solution (eigenvalue = 2.10)

that explained 52% of the variance in Internet aggression

scores. All factor loadings exceeded .57. The analysis

conducted on T2 scores yielded similar results. We com-

puted a score for Internet aggression by calculating the

mean of the 4 items. Cronbach’s alpha for the scale was .70

at T1 and .71 at T2.

Internet Victimization

Students’ experiences of Internet victimization were asses-

sed using 4 items identical to those measuring Internet

aggression but with wording indicating that the participant

was the target of each behavior. A principal components

factor analysis conducted on the Internet victimization items

at T1 yielded a one-factor solution (eigenvalue = 2.77) that

explained 69% of the variance in Internet victimization

scores. All factor loadings exceeded .75. Similar results were

found when this analysis was conducted on T2 Internet

victimization scores. We computed a score for Internet vic-

timization by calculating the mean of the 4 items. Cron-

bach’s alpha for the scale was .85 at T1 and .67 at T2.

Computer-Mediated-Communication (CMC)

Participants rated how frequently they used Internet-based

tools for the purpose of social communication (i.e., When

you’re not actually with your friends, how often do you

communicate with them using…) on a scale ranging from 1

(less often than a few times per year) to 5 (every day).

Students reported on their use of: email, chat rooms, instant

messaging, and blogs. A principal components factor

analysis conducted on the CMC items yielded a single

factor (eigenvalue = 2.1) and explained 53% of the vari-

ance in scores. Factor loadings ranged from .56 to .81. The

factor structure was similar at T2 with loadings ranging

from .47 to .85. A composite variable for CMC was created

by summing across the individual items. Cronbach’s alpha

was .70 at T1 and .68 at T2.

‘‘Regular users’’ were defined as participants who repor-

ted daily use of at least one Internet tool. Using this criterion,

30% of youth at T1 were regular users, and 31% reported

never using an Internet tool for social communication.

Traditional (Offline) Aggression

Traditional peer aggression was assessed with 9 items rated

on 4-point scales ranging from 0 (never in the last 30 days)

to 3 (5 or more times in the last 30 days). Four items

assessed physical and verbal forms of aggression (e.g.,

push, shove, slap, or kick; tease). These items were taken

from the Bullying Scale (Bosworth et al. 1999), an
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instrument with demonstrated psychometric properties.

Five items assessing relational aggression were written for

the current study and included ‘‘exclude students’’ and ‘‘try

to get your friends to turn against a student’’. Previous

studies with younger samples using other instruments have

demonstrated that relational and overt (i.e., physical and

verbal aggression) forms of aggression are correlated yet

distinct constructs (see Crick et al. 1999).

To evaluate the factorial structure of the items used in

the current study, we conducted a confirmatory factor

analysis using MPlus 4.21 (Muthén and Muthén 2007) on

the 9 aggression items. Results confirmed that a three-

factor model in which items were allowed to load on their

respective factors of physical aggression, verbal aggres-

sion, and relational aggression fit the data better than the

one- and two-factor models. Overall fit of the three-factor

model was adequate (RMSEA = .057, SRMR = .039,

CFI = .96). We computed scores for relational aggression

(a = .65 at T1 and .67 at T2), verbal aggression (a = .72

at T1 and .73 at T2) and physical aggression (a = .50 at T1

and .60 at T2) by averaging across the items making up

each subscale.

Traditional (Offline) Victimization

Traditional peer victimization was assessed using 9 items

that were identical to those measuring aggression but with

wording indicating that the participant was the target of the

behaviors. Items were rated on 4-point scales ranging from

0 (never in the last 30 days) to 3 (5 or more times in the last

30 days). Confirmatory factor analysis indicated that a

three-factor model fit the data better than the one- and two-

factor models. Overall fit of the three-factor model was

good (RMSEA = .049, SRMR = .031, CFI = .98). We

computed scores for relational victimization (a = .82 at

T1 and .77 at T2), direct verbal victimization (a = .81 at

T1 and .82 at T2) and physical victimization (a = .62 at T1

and .66 at T2) by averaging across the items making up

each subscale.

Creation of Aggression and Victimization Groups

Due to the fact that the variables described above were

not normally distributed, we created groups based on

students’ reported experiences of traditional and online

aggression and victimization. The majority of prior stud-

ies of Internet aggression have defined aggressors as

individuals reporting engagement in any aggressive

behavior online within the specified reporting period (e.g.,

Raskauskas and Stoltz 2007; Wolak et al. 2007; Ybarra

and Mitchell 2004a). Ybarra and Mitchell (2007) recently

compared the dichotomous definition with a categorical

definition based on the frequency of Internet aggression

perpetration (none, limited, occasional and frequent) and

found that the associations with behavioral and psycho-

logical problems were similar across the definitions. To

ensure adequate cell sizes for conducting statistical anal-

yses, we classified students who reported any acts of

Internet aggression (as perpetrator or victim) in the pre-

vious month as Internet aggressors or victims. Eighteen

percent of students met the criteria for Internet aggressor,

and 17% were Internet victims.

For the sake of consistency, we used the same criteria

described previously to classify students as traditional

aggressors and victims. Eighty-three percent of youth were

identified as traditional aggressors; and 81% were tradi-

tional victims. The percentage of youth classified as tra-

ditional aggressors was somewhat higher in this study than

in other reports (e.g., Raskauskas and Stoltz 2007),

although differing operational definitions of aggression and

cut-off scores for identifying aggressors are likely the

cause. For example, in the Raskauskas and Stolz study,

traditional aggression items were rated on a 4-point scale

ranging from ‘‘not at all like me’’ to ‘‘a lot like me’’.

Traditional aggressors (64% of the sample) included youth

who rated at least one item higher than ‘‘not at all like me’’.

This measurement strategy differs from that used in the

current study, in which participants rated their aggression

on a scale that included discrete frequency estimates (i.e.,’’

never in the last 30 days’’ to ‘‘5 or more times in the last

30 days’’).

Normative Beliefs About Aggression

Normative beliefs about relational and overt (physical

and direct verbal) aggression were assessed at T1 and T2

with items used in prior research (Huesmann and Guerra

1997; Werner and Nixon 2005). Participants rated the

acceptability of aggressive behaviors on 5-point Likert

scales, with higher scores reflecting greater approval of

aggression. Normative beliefs about relational aggression

were assessed with 3 items (e.g., ‘‘In general, it is OK to

tell your friends not to be friends with someone you

don’t like’’); beliefs about overt aggression were assessed

with 4 items (e.g., ‘‘In general, it is OK to hit other

people’’).

To evaluate the factorial structure of these scales, we

conducted a confirmatory factor analysis using MPlus

4.21 (Muthén and Muthén 2007) on the 7 normative

beliefs items. The two-factor model provided an excellent

fit to the data at T1 (RMSEA = .04, SRMR = .02,

CFI = .99) and a better fit than a one-factor model. Scale

scores were created by averaging across the items making

up each scale. In the current study, the beliefs about

relational aggression and beliefs about overt aggression

scales demonstrated acceptable reliability at T1 (a = .64
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and .87, respectively) and at T2 (a = .62 and .85,

respectively).

Results

Descriptive Analyses

Table 1 provides descriptive statistics and intercorrelations

for all study variables. We first examined students’ use of

CMC and sex and grade differences in their reports of

Internet aggression and victimization. To explore grade and

sex differences in CMC (regular users vs. not regular users),

we computed a series of Chi square analyses on data from T1.

There was a significant sex difference in group composition,

v2 (1, N = 322) = 8.67, p \ .01. In addition, the effect of

grade was significant, v2 (2, N = 322) = 12.20, p \ .01.

These analyses showed that the regular user group was

comprised of more females than males (68.9 vs. 31.1%), and

of more 8th graders (47.8%) than 6th (26.7%) or 7th graders

(25.6%).

Sex and grade differences in students’ experiences of

Internet aggression and victimization were explored by

computing a 2 (sex) by 2 (aggression/victimization group:

aggressive/victimized vs. non-aggressive/victimized) Chi

square analysis and a 3 (grade) by 2 (aggression/victimiza-

tion group) analysis. No significant differences in Internet

aggression were found for grade, v2 (2, N = 322) = 2.56,

p [ .05 or for sex, v2 (1, N = 322) = .60, p [ .05. Simi-

larly, youth experiences of Internet victimization did not

vary by grade, v2 (1, N = 322) = .16, p [ .05 or sex, v2

(1, N = 322) = 1.34, p [ .05.

Goal 1: Concurrent Predictors of Internet Aggression

Our first research question concerned predictors of youth

involvement in Internet aggression at the initial assessment.

We used logistic regression to test hypotheses pertaining to

the roles of CMC, normative beliefs about aggression, and

traditional aggression and victimization in youth reports of

engaging in at least one recent act of Internet aggression.

We also included students’ reports of online victimization

as a predictor of involvement. Predictors were entered in a

stepwise fashion to evaluate the unique and additive effects

of each variable or set of variables. We initially ran models

with interaction terms involving adolescent sex (e.g., CMC

X sex) and found no significant associations. For clarity,

we do not discuss them or present them in the tables. In

Table 2, we present the results from this series of logistic

regressions. The unstandardized coefficients are given

along with the odds ratios in parentheses.

In the first step, three control variables were entered:

sex, grade, and CMC. Only CMC emerged as a significant

predictor of Internet aggression. Consistent with hypothe-

ses, youth who engaged in higher levels of CMC were

more likely than other youth to engage in Internet

aggression. The odds ratio of CMC in step 1 (1.22) indi-

cates that for every unit increase in CMC, the odds of

engaging in Internet aggression increase by 22%.

In the second step, we examined whether normative

beliefs about overt and relational aggression were associ-

ated with Internet aggression. Both variables were signifi-

cant predictors, such that greater approval of aggression

was associated with an increased likelihood of engaging in

Internet aggression. For norms about relational aggression,

Table 1 Correlations and descriptive statistics for all study variables (N = 350)

Variables 1 2 3 4 5 6 7 8 9 10 11

1. Relational agg -

2. Verbal agg .61*** -

3. Physical agg .38*** .51*** -

4. Internet agg .45*** .33*** .36*** -

5. Relational vic .41*** .37*** .32*** .26*** -

6. Verbal vic .31*** .47*** .34*** .16** .66*** -

7. Physical vic .28*** .38*** .51*** .18** .47*** .56*** -

8. Internet vic .45*** .28*** .23*** .64*** .37*** .27*** .25*** -

9. RA norms .46*** .35*** .30*** .31*** .20*** .20*** .16** .18** -

10. OA norms .37*** .43*** .44*** .29*** .12* .22*** .25*** .16** .65*** -

11. CMC .07 .05 .36*** .27*** -.02 .04 .18*** .15** .11 .09 -

M .39 .50 .54 .36 .55 .61 .48 .43 2.02 1.62 1.89

SD .46 .70 .58 1.11 .68 .86 .66 1.41 .78 .69 .95

Range 0–2.5 0–3 0–3 0–2.25 0–3 0–3 0–3 0–3 1–4 1–4 1–5

RA relational aggression, OA overt aggression, CMC computer-mediated communication, Vic victimization, Agg aggression

* p \ .05, ** p \ .01, *** p \ .001
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a change of one unit was associated with a 78% increase in

the odds of participating in Internet aggression. A change

of one unit in overt aggression norms was associated with

an increase of 114% in the odds of engaging in Internet

aggression.

In the third step, we considered the impact of adding

students’ reports of traditional relational, physical, and

verbal aggression as predictors of Internet aggression.

Relational aggression—but not physical or verbal aggres-

sion—emerged as a significant positive predictor of Internet

aggression. The odds ratio for relational aggression indi-

cated that a one-unit change in relational aggression was

associated with an increase of 457% in the likelihood of

participating in Internet aggression. It is also important to

note that in the third step, normative beliefs about

aggression were no longer significant predictors of Inter-

net aggression, suggesting that engaging in traditional

aggression may mediate the association between youth

normative beliefs and their online aggression.

The fourth step involved an examination of whether

various forms of victimization were predictive of Internet

aggression. Note, first, that our full model explained well

over 50% of the variance in Internet aggression. Results at

this step revealed that Internet victimization, but not tra-

ditional forms of victimization, predicted involvement in

Internet aggression. Internet victimization was strongly

positively associated with being aggressive online: a one-

unit change in Internet victimization was associated with

an increase of 1,500% in the likelihood of engaging in

Internet aggression.

Goal 2: Distinguishing Online ? Offline Aggressors

from Online Aggressors Only

Our final series of models was designed to disentangle

youth who participated only in traditional aggression (but

who were not aggressive online; N = 90) from youth who

reported engaging in both traditional and Internet aggres-

sion (N = 36) using data collected 1 year prior. We used

the same predictors as in the previous analysis; however

the order of entry was modified such that normative beliefs

about aggression were entered last in the models to deter-

mine if beliefs predicted unique variance in aggression

status after all other predictors were included. As with the

cross-sectional models, we tested interactions involving

adolescent sex and found no significant associations. The

results of this analysis can be found in Table 3.

In step one, we considered the same three control vari-

ables as in the previous set of analyses. Only grade was a

longitudinal predictor of group status. The odds ratio

indicated that an increase of one unit (i.e., one grade) was

associated with an increase of 154% in the likelihood of

students engaging in both Internet and traditional aggres-

sion versus traditional aggression only. In the second step,

we added reports of traditional relational, physical and

verbal aggression, in addition to Internet aggression scores

at the initial assessment. Contrary to predictions, none of

the aggression variables distinguished between groups of

Internet aggressors the following year.

The third step involved the addition of victimization

variables. Only prior levels of Internet victimization

emerged as a significant predictor of group membership.

The odds ratio for Internet victimization (4.85) indicated

that for every unit increase in Internet victimization, the

odds of membership in the group characterized by engag-

ing in Internet plus traditional aggression, versus traditional

aggression only, increased by 385%.

In the final step, we considered normative beliefs about

aggression. For beliefs about relational aggression—but

not overt aggression—a significant pattern materialized.

Table 2 Logistic regression models predicting Internet aggression at

T1 (N = 322)

Predictors Step

1 2 3 4

Sex -.09

(.91)

-.46

(.63)

-.62

(.54)

-.53

(.59)

Grade .03

(1.03)

-.06

(.94)

-.15

(.86)

-.16

(.86)

CMC .20***

(1.22)

.20***

(1.22)

.23***

(1.26)

.21***

(1.23)

RA norms – .57*

(1.78)

.01

(1.01)

-.28

(.76)

OA norms – .76**

(2.14)

.51

(1.66)

.78

(2.19)

Relational agg – – 1.72***

(5.57)

2.38***

(10.78)

Physical agg – – .24

(1.27)

.43

(1.53)

Verbal agg – – .46

(1.58)

.64

(1.89)

Internet vic – – – 2.78***

(16.16)

Relational vic – – – -.57

(.57)

Physical vic – – – .22

(1.25)

Verbal vic – – – 0.34

(.71)

df 3 2 3 4

Model R2 .15 .28 .43 .57

Step Dv2 30.35*** 29.12*** 37.46*** 40.89***

Unstandardized logistic coefficients with odds ratios in parentheses

* p \ .05, ** p \ .01, *** p \ .001
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For every unit increase in approval of relational aggression,

the odds of being an Internet plus traditional aggressor

increased by 198%.

Discussion

The present study was designed to increase our under-

standing of adolescent aggressive behavior on the Internet.

The majority of prior studies on this topic have focused on

older adolescents, reflecting the assumption that these

behaviors occur infrequently at younger ages. Our results

demonstrated that early adolescence is a time of significant

growth in the use of the Internet for social communication

purposes, and that a significant percentage of youth in

grades 6 through 8 have been involved in Internet

aggression either as perpetrators (18%), victims (17%), or

both (9.5%). These findings are consistent with those of a

recent study of over 3,000 middle school youth (Kowalski

and Limber 2007). In contrast to some research, we did not

find significant grade or sex differences in Internet

aggression or victimization, although this might have been

due to our relatively small sample and the restricted range

of grades studied. Our findings add to a growing body of

literature pointing to the need for prevention efforts

beginning in late middle childhood that target online

harassment prior to the onset of children’s use of the

Internet for CMC.

Our first research goal was to examine concurrent pre-

dictors of Internet aggression. Consistent with prior

investigations, we found that regular users of CMC appli-

cations such as IM, email, and social networking sites

engaged in higher levels of online aggression. These find-

ings might simply reflect an increased opportunity for more

‘‘wired’’ youth to become involved in aggressive exchan-

ges online. Another interpretation has been offered by

Patchin and Hinduja (2006), who suggested that ‘‘online

‘power’ stems from proficiency’’ rather than from physical

stature or social status (p. 152). According to this view,

adolescents who are more knowledgeable regarding tech-

nology have power over less knowledgeable youth, and this

power imbalance might lead to bullying online. Regardless

of our interpretation, these findings point to the need to

educate adults about the risks associated with children’s

online social interaction during the early adolescent years,

particularly when use is frequent. Psychologists and edu-

cators have been very successful in recent decades in dis-

seminating information to the public about the need to

actively monitor children’s television use. With the

exception of advocating the use of filtering software to

protect children from harmful Internet content, however,

relatively little is understood about other strategies that

parents use to monitor children’s behavior online and to

enforce rules about Internet use. This is clearly an impor-

tant direction for future research.

Another important finding from the current study was

that youth who reported being the targets of Internet vic-

timization were 16 times more likely than non-victimized

peers to report engaging in aggression themselves over the

Internet. These findings are consistent with other work in

this area (Kowalski and Limber 2007; Ybarra and Mitchell

2004b; Wolak et al. 2007), suggesting that there is sub-

stantial fluidity in the aggressor and victim roles when the

Internet is the so-called battleground. Longitudinal

research is needed to determine the direction of effects.

Does online victimization lead to aggressive retaliation

online, or does online aggression incite retaliatory attacks

Table 3 Logistic regression models predicting involvement in tra-

ditional aggression alone (N = 90) versus traditional plus Internet

aggression (N = 36) at T2 from T1 predictors

T1 predictors Model

1 2 3 4

Sex -.03

(.97)

.17

(1.18)

.05

(1.05)

.15

(1.16)

Grade .93*

(2.54)

.93*

(2.54)

1.26*

(3.51)

1.58**

(4.85)

CMC .11

(1.11)

.11

(1.12)

.14

(1.16)

.11

(1.12)

Relational agg – .23

(1.26)

.25

(1.28)

-.28

(.75)

Physical agg – .32

(1.41)

.60

(1.81)

.73

(2.08)

Verbal agg – .81

(2.25)

.65

(1.92)

.84

(2.31)

Internet agg -.21

(.81)

-.91

(.40)

-1.26

(.29)

Internet vic – – 1.58*

(4.85)

1.76*

(5.83)

Relational vic – – .78

(2.17)

.65

(1.91)

Physical vic – – -.45

(.64)

-.38

(.69)

Verbal vic – – .03

(1.04)

-.10

(.91)

RA norms – 1.09*

(2.98)

OA norms – -.44

(.65)

df 3 4 4 2

Model R2 .09 .19 .30 .36

Step Dv2 7.61 9.24 12.29* 6.12*

Unstandardized logistic coefficients with odds ratios in parentheses

* p \ .05, ** p \ .01
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by victims? It will also be important to distinguish youth

who are involved in both roles online from those who are

victimized but not aggressors. Important clues are found in

the studies by Kowalski and Limber, who reported that

girls were overrepresented in the bully/victim group, and

by Wolak et al., who found that the likelihood that vic-

timized youth would engage in Internet aggression was

particularly high when youth were victimized on the

Internet by known peers (the majority of whom were

female) as compared to online contacts only. Together,

these results suggest that girls might be particularly sus-

ceptible to becoming entrenched in cycles in which

aggressive attacks against classmates incite retaliation and

so on.

We sought to examine the relations of different forms of

traditional aggression and victimization with adolescents’

engagement in Internet aggression. Consistent with one

recent study (Raskauskas and Stoltz 2007), we found no

evidence to support the hypothesis that youth who are vic-

timized in traditional contexts are drawn to the Internet,

perhaps as a means for retaliating against offline aggressors.

In contrast, our results showed that adolescents who were

aggressive in traditional contexts were more likely to report

engaging in aggression on the Internet. These findings pro-

vide support for the hypothesis that the Internet offers a tool

for already aggressive youth to aggress against disliked peers

in perhaps more damaging ways and with increased ano-

nymity than is permitted in traditional contexts. Another

interpretation is that online aggression reflects a general

deviancy escalation process, whereby aggressive children

diversify their antisocial behavior during adolescence with

the help of deviant peers (Patterson et al. 2000; Werner and

Crick 2004). Some support for this hypothesis is found in the

results of the Wolak et al. (2007) study in which harassment

by known peers was somewhat more likely to involve mul-

tiple peers compared to harassment by on-line contacts only.

It is noteworthy that traditional relational aggression,

but not overt forms of aggression, was associated with

online aggression. In fact, youth who were relationally

aggressive offline were approximately ten times more

likely than non-relationally aggressive youth to aggress

over the Internet. Raskauskas and Stoltz (2007) also found

significant associations between Internet bullying and tra-

ditional forms of aggression (physical, teasing, rumor-

spreading, and exclusion); however, they did not examine

the unique contributions of each form to online aggression.

Although not all harassing behavior perpetrated online fits

the definition of relational aggression (e.g., online threats to

physically harm someone would be considered physical

aggression, an email sent to a single recipient containing

racial insults would constitute verbal aggression), the

Internet clearly offers unique and powerful tools for ado-

lescents to harm others by manipulating relationships and

feelings of inclusion. For example, the size of one’s IM

buddy list and the number of comments posted to one’s

Myspace page are visible indicators of social impact, and

as such, can be utilized in a relationally aggressive attack.

The high levels of disclosure of personal information in

private (e.g., email) as well as public (e.g., social net-

working sites) domains (McKenna and Bargh 2000) also

provides online youth with opportunities not present in

traditional contexts to inflict harm on peers. Support for

this hypothesis comes from Wolak et al. (2007), who found

that harassment by peers known to the victim was likely to

involve someone sending or posting messages for others to

see (similar to gossip), whereas harassment by on-line

contacts only was more likely to involve direct exchanges

between aggressor and victim.

It is important to note that not all aggressive youth in our

sample were aggressive online. Our second research aim was

therefore to utilize longitudinal data to distinguish youth who

were aggressive in traditional contexts only from those who

were aggressive in traditional and online contexts. This is the

first study, to date, to address this important question. We

were surprised to find that frequency of CMC assessed 1 year

prior did not significantly differ between these two groups of

adolescents. Being a victim of Internet aggression, on the

other hand, increased adolescents’ risk 1 year later of being

an aggressor in both traditional and online contexts by more

than five times. It appears that specific negative experiences

online, rather than the amount time adolescents spend

engaged in CMC, might be able to shed some light on why

some aggressive youth are attracted to the Internet as a

medium for the expression of aggression.

We were also surprised to find that prior levels of tra-

ditional aggression did not distinguish traditional plus

Internet aggressors from traditional aggressors only 1 year

later. In contrast, students who held positive views of

relational aggression were almost three times more likely

to be traditional plus Internet aggressors, as compared to

students who held beliefs that were unsupportive of rela-

tional aggression. Given that relational and overt aggres-

sion were uncorrelated with future Internet aggression in

these analyses, the predictive utility of normative beliefs

cannot be explained by its covariation with traditional

aggression at the initial assessment. Only one other study,

to date, has explored the role of normative beliefs about

aggression for youth involvement in Internet aggression.

Williams and Guerra (2007) found that students’ moral

approval of bullying increased their risk for engagement in

Internet bullying.

Some researchers have suggested that the absence of

nonverbal cues that signal appropriate interactions can

result in offensive online behavior, albeit unintentional

(Ybarra and Mitchell 2004a). The current findings take this

explanation a step further by positing that the dearth of
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contextual information in CMC, coupled with other unique

features of this form of communication, might influence

online behavior via activation of social information pro-

cessing patterns. Consider the following illustration. An

adolescent girl is working on her homework online in the

evening from home. She sees that her best friend is online

too, and she sends her an instant message, however, the

friend does not respond. According to social information

processing theories (Crick and Dodge 1994), the ambigu-

ous nature of this brief online exchange should elicit

individual differences in the encoding and interpretation of

the exchange. In addition, schemas and scripts, derived

from past experience, will influence how the individual

processes the available information. An adolescent who

holds a generalized set of beliefs that support the use of

relational aggression is at increased risk of interpreting this

situation as threatening and responding in an aggressive

manner, particularly if she has had negative experiences

online in the past. Of note in the current study is that

normative beliefs about relational aggression predicted

membership in the group of youth aggressive in both

contexts above and beyond Internet victimization, sug-

gesting that being an online victim alone does not fully

explain aggressive behavior online. On a positive note,

previous research has shown that children’s social cogni-

tions about aggression can be modified (Conduct Problems

Prevention Research Group 1999; Hudley et al. 1998;

Hudley and Graham 1993, 1995) and as such, efforts to

influence perceptions regarding the appropriateness of

online aggression might prove to be a fruitful avenue for

prevention in this area.

The current study is not without limitations. First,

because we did not attempt to follow students across the

transition to high school, our sample size and resulting

statistical power for longitudinal analyses was smaller than

for the concurrent analyses. In addition, we were limited to

students’ self-reports of aggression (traditional and online),

which might have been susceptible to social desirability

bias and problems with shared method variance. Although

there are certainly limitations to using self-reports of

aggressive behaviors, when studying adolescents’ use of

more covert forms of aggression (e.g., relational, online)

this methodology may in fact be preferable over relying on

the perspective of another reporter. Of particular note is the

fact that adolescents spend less time under the direct

supervision of parents or a single classroom teacher com-

pared to middle childhood, and as such these informants

may have an incomplete understanding of the adolescent’s

daily experiences. Although we relied on self-reports, as a

part of the larger study we collected teacher ratings of

traditional relational aggression for a subsample of partic-

ipants and found that self-reports of relational aggression

and Internet aggression were significantly correlated with

teacher ratings of the same constructs (however, only for

females). These findings increase our confidence in the

self-report methodology used here. That being said, other

methods are available for studying adolescent online

behavior, and future studies will benefit from utilizing

methods such as content analysis of IM logs, Myspace

comments, and blogs; having adolescents keep dairies

documenting their online interactions; and conducting

online surveys (e.g., Schmitt et al. 2008; Subrahmanyam

et al. 2004, 2008).

A final limitation concerns the fact that we were not able

to determine the role of SES, race or ethnicity for youth

engagement in Internet aggression. Internet usage patterns

have been found to vary across SES and ethnic groups

(Pew Internet & American Life Project 2008). Nonetheless,

very little attention has been paid to demographic differ-

ences in adolescent Internet aggression. Studies that have

addressed this issue have yielded inconsistent findings. For

example, Ybarra and Mitchell (2007) found that White

youth and Hispanic youth were overrepresented in the

frequent perpetrator of Internet harassment group, whereas

Wolak et al. (2007) reported non-significant effects of

demographic characteristics on Internet harassment.

Household income and parental education were not asso-

ciated with Internet aggression in either study. It is possible

that demographic characteristics would have distinguished

between youth in the present study who were aggressive

offline only with those aggressive offline and online, with

Anglo-American youth falling disproportionately in the

latter group due to greater access to wireless technologies.

Because frequency of CMC use was not a significant lon-

gitudinal predictor of online plus offline aggression in the

current study, however, this hypothesis is implausible. It

will be important for future studies, particularly those with

large and diverse samples (e.g., YISS), to consider the role

of SES, race and ethnicity for Internet aggression more

critically.

The results of the current study provided needed infor-

mation about online aggressive behavior during early

adolescence, and in particular, about the roles of traditional

relational aggression and normative beliefs about relational

aggression for Internet aggression. Our findings indicate

that early adolescent online aggressors closely resemble

traditional aggressors; however, additional longitudinal

research is needed to further investigate the extent to which

unique predictors of online aggression can be identified.

Another topic for future investigation is the psychosocial or

academic impact of youth involvement in Internet

aggression. Existing data on this issue are mixed, with the

popular press often portraying cyberbullying as a ‘‘serious’’

problem that causes high levels of emotional distress and

damage (e.g., Beckerman and Nocero 2003; Blair 2003),

whereas the results of empirical studies, on the other hand,
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are widely discrepant regarding the percentage of online

victims who describe these experiences as very disturbing

(Finkelhor et al. 2000; Lenhart et al. 2001; Patchin and

Hinduja 2006; Wolak et al. 2007). Nonetheless, most

experts agree that technology is dramatically altering

children’s social lives, and that continued research is nee-

ded into the complex ways in which child development is

impacted by technology.

Acknowledgments This study is based in part on the M.A. thesis

project of the third author. Portions of this manuscript were also

presented at the 2006 biennial meeting of the Society for Research on

Adolescence, San Francisco, CA. Special thanks to our co-principal

investigator on the ISOP project, Dr. Laura Griner Hill, and to the

numerous graduate and undergraduate students who worked on this

study over the years. We would also like to thank the principals,

teachers, and students who participated for their support of this

project.

References

Bailey, C. A., & Ostrov, J. M. (2008). Differentiating forms and

functions of aggression in emerging adults: Associations with

hostile attribution biases and normative beliefs. Journal of Youth
and Adolescence, 37, 713–722. doi:10.1007/s10964-007-9211-5.

Beckerman, L., & Nocero, J. (2003). High-tech student hate mail. The
Education Digest, 68, 37–40.

Bentley, K. M., & Li, A. K. F. (1995). Bully and victim problems in

elementary school and students’ beliefs about aggression.

Canadian Journal of School Psychology, 22, 153–165.

Blair, J. (2003). New breed of bullies torment their peers on the

internet. Education Week, 22, 6–7.

Bosworth, K., Espelage, D. L., & Simon, T. R. (1999). Factors

associated with bullying behavior in middle school students. The
Journal of Early Adolescence, 19, 341–362. doi:10.1177/

0272431699019003003.

Burks, V. S., Laird, R. D., & Dodge, K. A. (1999). Knowledge

structures, social information processing, and children’s aggres-

sive behavior. Social Development, 8, 220–236. doi:

10.1111/1467-9507.00092.

Coie, J. D., & Dodge, K. A. (1998). Aggression and antisocial

behavior. In W. Damon & N. Eisenberg (Eds.), Handbook of
child psychology: Vol. 3. Social, emotional, and personality
development (5th ed., pp. 779–862). New York: Wiley.

Conduct Problems Prevention Research Group. (1999). Initial impact

of the fast track prevention trial for conduct problems: II

Classroom effects. Journal of Consulting and Clinical Psychol-
ogy, 67, 648–657. doi:10.1037/0022-006X.67.5.648.

Crick, N. R., & Dodge, K. A. (1994). A review and reformulation of

social information-processing mechanisms in children’s social

adjustment. Psychological Bulletin, 115, 74–101. doi:10.1037/

0033-2909.115.1.74.

Crick, N. R., & Grotpeter, J. K. (1995). Relational aggression, gender,

and social psychological adjustment. Child Development, 66,

710–722. doi:10.2307/1131945.

Crick, N. R., Werner, N. E., Casas, J. F., O’Brien, K. M., Nelson, D. A.,

Grotpeter, J. K., et al. (1999). Childhood aggression and gender: A

new look at an old problem. In D. Bernstein (Ed.), Gender and
motivation, volume 45 of the Nebraska symposium on motivation
(pp. 75–141). Lincoln: University of Nebraska Press.

David-Ferdon, C., & Hertz, M. F. (2007). Electronic media, violence,

and adolescents: An emerging public health problem. The

Journal of Adolescent Health, 41, S1–S5. doi:10.1016/j.

jadohealth.2007.08.020.

Delveaux, K. D., & Daniels, T. (2000). Children’s social cognitions:

Physically and relationally aggressive strategies and children’s

goals in peer conflict situations. Merrill-Palmer Quarterly, 46,

672–682.

Diener, E. (1980). De-individuation: The absence of self-awareness

and self-regulation in group members. In P. Paoulus (Ed.), The
psychology of group influences (pp. 1160–1171). Hillsdale, NJ:

Lawrence Erlbaum Associates, Inc.

Finkelhor, D., Mitchell, K., & Wolak, J. (2000). Online victimization:

A report on the nation’s youth. National Center for Missing &
Exploited Children. Retrieved July, 2003, from http://www.unh.

edu/ccrc/Youth_Internet_info_page.html.

Greenfield, P., & Yan, Z. (2006). Children, adolescents, and the

internet: A new field of inquiry in developmental psychology.

Developmental Psychology, 42, 391–394. doi:10.1037/0012-

1649.42.3.391.

Gross, E. F. (2004). Adolescent internet use: What we expect, what

teens report. Journal of Applied Developmental Psychology, 25,

633–649. doi:10.1016/j.appdev.2004.09.005.

Gross, E. F., Juvonen, J., & Gable, S. L. (2002). Internet use and well-

being in adolescence. The Journal of Social Issues, 58, 75–90.

doi:10.1111/1540-4560.00249.

Hudley, C., Britsch, B., Wakefield, W. D., Smith, T., Demorat, M., &

Cho, S.-J. (1998). An attribution retraining program to reduce

aggression in elementary school students. Psychology in the
Schools, 35, 271–282. doi:10.1002/(SICI)1520-6807(199807)

35:3\271::AID-PITS7[3.0.CO;2-Q.

Hudley, C., & Graham, S. (1993). An attributional intervention to

reduce peer-directed aggression among African-American boys.

Child Development, 64, 124–138. doi:10.2307/1131441.

Hudley, C., & Graham, S. (1995). School-based interventions for

aggressive African-American boys. Applied & Preventive Psy-
chology, 4, 185–195. doi:10.1016/S0962-1849(05)80057-5.

Huesmann, R. L. (1988). An information-processing model for the

development of aggression. Aggressive Behavior, 14, 13–24. doi:

10.1002/1098-2337(1988)14:1\13::AID-

AB2480140104[3.0.CO;2-J.

Huesmann, R. L., & Guerra, N. G. (1997). Children’s normative

beliefs about aggression and aggressive behavior. Journal of
Personality and Social Psychology, 72(2), 408–419. doi:

10.1037/0022-3514.72.2.408.

Kowalski, R. M., & Limber, S. P. (2007). Electronic bullying among

middle school students. The Journal of Adolescent Health, 41,

S22–S30. doi:10.1016/j.jadohealth.2007.08.017.

Lenhart, A., & Madden, M. (2007). Social networking websites and
teens. Washington, DC: PEW Internet and American Life

Project.

Lenhart, A., Madden, M., & Hitlin, P. (2005). Teens and technology:
Youth are leading the transition to a fully wired and mobile
nation. Washington, DC: Pew Internet and American Life

Project.

Lenhart, A., Rainie, L., & Lewis, O. (2001). Teenage life online: The
rise of the instant-message generation and the internet’s impact
on friendships and family relationships. Washington, DC: PEW

Internet and American Life Project.

Li, Q. (2006). Cyberbullying in schools: A research of gender

differences. School Psychology International, 27, 157–170. doi:

10.1177/0143034306064547.

Macgill, A. R. (2007). Parent and teenager internet use. Washington,

DC: Pew Internet and American Life Project.

McKenna, K. Y. A., & Bargh, J. A. (2000). Plan 9 from cyberspace:

The implications of the internet for personality and social

psychology. Personality and Social Psychology Review, 4, 57–

75. doi:10.1207/S15327957PSPR0401_6.

618 J Youth Adolescence (2010) 39:607–619

123

http://dx.doi.org/10.1007/s10964-007-9211-5
http://dx.doi.org/10.1177/0272431699019003003
http://dx.doi.org/10.1177/0272431699019003003
http://dx.doi.org/10.1111/1467-9507.00092
http://dx.doi.org/10.1037/0022-006X.67.5.648
http://dx.doi.org/10.1037/0033-2909.115.1.74
http://dx.doi.org/10.1037/0033-2909.115.1.74
http://dx.doi.org/10.2307/1131945
http://dx.doi.org/10.1016/j.jadohealth.2007.08.020
http://dx.doi.org/10.1016/j.jadohealth.2007.08.020
http://www.unh.edu/ccrc/Youth_Internet_info_page.html
http://www.unh.edu/ccrc/Youth_Internet_info_page.html
http://dx.doi.org/10.1037/0012-1649.42.3.391
http://dx.doi.org/10.1037/0012-1649.42.3.391
http://dx.doi.org/10.1016/j.appdev.2004.09.005
http://dx.doi.org/10.1111/1540-4560.00249
http://dx.doi.org/10.1002/(SICI)1520-6807(199807)35:3%3c271::AID-PITS7%3e3.0.CO;2-Q
http://dx.doi.org/10.1002/(SICI)1520-6807(199807)35:3%3c271::AID-PITS7%3e3.0.CO;2-Q
http://dx.doi.org/10.2307/1131441
http://dx.doi.org/10.1016/S0962-1849(05)80057-5
http://dx.doi.org/10.1002/1098-2337(1988)14:1%3c13::AID-AB2480140104%3e3.0.CO;2-J
http://dx.doi.org/10.1002/1098-2337(1988)14:1%3c13::AID-AB2480140104%3e3.0.CO;2-J
http://dx.doi.org/10.1037/0022-3514.72.2.408
http://dx.doi.org/10.1016/j.jadohealth.2007.08.017
http://dx.doi.org/10.1177/0143034306064547
http://dx.doi.org/10.1207/S15327957PSPR0401_6


Muthén, L. K., & Muthén, B. O. (2007). MPlus user’s guide (4th ed.)

Los Angeles, CA: Muthén & Muthén.

Nansel, T. R., Overpeck, M., Pilla, R. S., Ruan, W. J., Simons-

Morton, B., & Scheidt, P. (2001). Bullying behaviors among

U.S. youth: Prevalence and association with psychosocial

adjustment. Journal of the American Medical Association, 285,

2094–2100. doi:10.1001/jama.285.16.2094.

Olweus, D. (1978). Aggression in the schools: Bullies and whipping
boys. Washington, DC: Hemisphere Press (Wiley).

Patchin, J. W., & Hinduja, S. (2006). Bullies move beyond the

schoolyard: A preliminary look at cyberbullying. Youth Violence
and Juvenile Justice, 4, 148–169. doi:10.1177/1541204006

286288.

Patterson, G. R., Dishion, T. J., & Yoerger, K. (2000). Adolescent

growth in new forms of problem behavior: Macro- and micro-

peer dynamics. Prevention Science, 1, 3–13. doi:10.1023/A:

1010019915400.

Pew Internet and American Life Project. (2008). Latest trends: Who’s
online. Washington, DC.

Raskauskas, J., & Stoltz, A. D. (2007). Involvement in traditional and

electronic bullying among adolescents. Developmental Psychol-
ogy, 43, 564–575. doi:10.1037/0012-1649.43.3.564.

Schmitt, K. L., Dayanim, S., & Matthias, S. (2008). Personal

homepage construction as an expression of social development.

Developmental Psychology, 44, 496–506.

Schwartz, D., Dodge, K. A., & Coie, J. D. (1993). The emergence of

chronic peer victimization in boys’ play groups. Child Devel-
opment, 64, 1755–1772. doi:10.2307/1131467.

Sproull, L., & Kiesler, S. (1986). Reducing social context cues:

Electronic mail inorganizational communication. Management
Science, 11, 1492–1512.

Subrahmanyam, K., Greenfield, P., Kraut, R., & Gross, E. (2001). The

impact of computer use on children’s and adolescents’ develop-

ment. Journal of Applied Developmental Psychology, 22, 7–30.

doi:10.1016/S0193-3973(00)00063-0.

Subrahmanyam, K., Greenfield, P., & Tynes, B. (2004). Constructing

sexuality and identity in an online teen chat room. Journal of
Applied Developmental Psychology, 25, 651–666. doi:10.1016/j.

appdev.2004.09.007.

Subrahmanyam, K., Reich, S. M., Waechter, N., & Espinoza, G.

(2008). Online and offline social networks: Use of social

networking sites by emerging adults. Journal of Applied
Developmental Psychology, 29, 420–433.

Valkenburg, P. M., & Peter, J. (2007). Preadolescents’ and adoles-

cents’ online communication and their closeness to friends.

Developmental Psychology, 43, 267–277. doi:10.1037/0012-

1649.43.2.267.

Wartella, E., Caplovitz, A. G., & Lee, J. H. (2004). From baby Einstein

to leapfrog, from doom to the Sims, from instant messaging to

internet chat rooms: Public interest in the role of interactive media

in children’s lives. Social Policy Report, 18, 3–19.

Werner, N. E., & Crick, N. R. (2004). Peer relationship influences on

the development of relational and physical aggression during

middle childhood: The roles of peer rejection and association

with aggressive friends. Social Development, 13, 495–513. doi:

10.1111/j.1467-9507.2004.00280.x.

Werner, N. E., & Nixon, C. (2005). Normative beliefs and relational

aggression: An investigation of the cognitive bases of adolescent

aggressive behavior. Journal of Youth and Adolescence, 34,

229–243. doi:10.1007/s10964-005-4306-3.

Williams, K. R., & Guerra, N. G. (2007). Prevalence and predictors of

internet bullying. The Journal of Adolescent Health, 41, S14–

S21. doi:10.1016/j.jadohealth.2007.08.018.

Wolak, J., Mitchell, K. J., & Finklehor, D. (2007). Does online

harassment constitute bullying? An exploration of online

harassment by known peers and online-only contacts. The
Journal of Adolescent Health, 41, S51–S58. doi:10.1016/j.

jadohealth.2007.08.019.

Ybarra, M. L., Diener-West, M., & Leaf, P. J. (2007). Examining the

overlap in internet harassment and school bullying: Implications

for school intervention. The Journal of Adolescent Health, 41,

S42–S50. doi:10.1016/j.jadohealth.2007.09.004.

Ybarra, M. L., & Mitchell, K. J. (2004a). Online aggressors/targets,

aggressors, and targets: A comparison of associated youth

characteristics. Journal of Child Psychology and Psychiatry and
Allied Disciplines, 45, 1308–1316. doi:10.1111/j.1469-

7610.2004.00328.x.

Ybarra, M. L., & Mitchell, K. J. (2004b). Youth engaging in online

harassment: Associations with caregiver–child relationships,

Internet use, and personal characteristics. Journal of Adoles-
cence, 27, 319–336. doi:10.1016/j.adolescence.2004.03.007.

Ybarra, M. L., & Mitchell, K. J. (2007). Prevalence and frequency of

internet harassment instigation: Implications for adolescent

health. The Journal of Adolescent Health, 41, 189–195. doi:

10.1016/j.jadohealth.2007.03.005.

Zelli, A., Dodge, K. A., Lochman, J. E., & Laird, L. D. (1999). The

distinction between beliefs legitimizing aggression and deviant

processing of social cues. Testing measurement validity and the

hypothesis that biased processing mediates the effects of beliefs

on aggression. Journal of Personality and Social Psychology, 77,

150–166. doi:10.1037/0022-3514.77.1.150.

Zimbardo, P. (1970). The human choice: Individuation, reason, and

order versus deindividuation, impulse, and chaos. In W. J.

Arnold & D. Levine (Eds.), Nebraska symposium on motivation
(Vol. 17, pp. 237–307). Lincoln: University of Nebraska Press.

Author Biographies

Nicole E. Werner received her Ph.D. in Child Psychology from the

University of Minnesota—Twin Cities Campus in 2000. Her research

interests include parental influences on relational aggression across

childhood and adolescence; cyberbullying; social-cognitive influences

on parenting and child adjustment; and community-based prevention.

Matthew F. Bumpus received his Ph.D. in Human Development and

Family Studies from the Pennsylvania State University in 2000. His

research interests include work and family, especially concerning

linkages between work-related stress and family processes; mother–

child and father–child relationships; parental monitoring/knowledge;

and social development during middle childhood and adolescence.

Daquarii Rock received her M.A. in Human Development from

Washington State University in 2008. She currently works as the

Grant Manager for Project ACCESS, a program designed to assist

rural communities help the elderly live healthy lives in their own

homes while increasing an overall sense of community.

J Youth Adolescence (2010) 39:607–619 619

123

http://dx.doi.org/10.1001/jama.285.16.2094
http://dx.doi.org/10.1177/1541204006286288
http://dx.doi.org/10.1177/1541204006286288
http://dx.doi.org/10.1023/A:1010019915400
http://dx.doi.org/10.1023/A:1010019915400
http://dx.doi.org/10.1037/0012-1649.43.3.564
http://dx.doi.org/10.2307/1131467
http://dx.doi.org/10.1016/S0193-3973(00)00063-0
http://dx.doi.org/10.1016/j.appdev.2004.09.007
http://dx.doi.org/10.1016/j.appdev.2004.09.007
http://dx.doi.org/10.1037/0012-1649.43.2.267
http://dx.doi.org/10.1037/0012-1649.43.2.267
http://dx.doi.org/10.1111/j.1467-9507.2004.00280.x
http://dx.doi.org/10.1007/s10964-005-4306-3
http://dx.doi.org/10.1016/j.jadohealth.2007.08.018
http://dx.doi.org/10.1016/j.jadohealth.2007.08.019
http://dx.doi.org/10.1016/j.jadohealth.2007.08.019
http://dx.doi.org/10.1016/j.jadohealth.2007.09.004
http://dx.doi.org/10.1111/j.1469-7610.2004.00328.x
http://dx.doi.org/10.1111/j.1469-7610.2004.00328.x
http://dx.doi.org/10.1016/j.adolescence.2004.03.007
http://dx.doi.org/10.1016/j.jadohealth.2007.03.005
http://dx.doi.org/10.1037/0022-3514.77.1.150

	Involvement in Internet Aggression During Early Adolescence
	Abstract
	Introduction
	Trends in Adolescent Internet Use and Computer-Mediated Communication
	Internet Aggression
	Correlates of Internet Aggression
	The Role of Relational Aggression
	The Role of Normative Beliefs About Aggression

	Study Hypotheses
	Method
	Participants
	Procedure
	Measures
	Internet Aggression
	Internet Victimization
	Computer-Mediated-Communication (CMC)
	Traditional (Offline) Aggression
	Traditional (Offline) Victimization
	Creation of Aggression and Victimization Groups
	Normative Beliefs About Aggression


	Results
	Descriptive Analyses
	Goal 1: Concurrent Predictors of Internet Aggression
	Goal 2: Distinguishing Online + Offline Aggressors from Online Aggressors Only

	Discussion
	Acknowledgments
	References



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (ISO Coated v2 300% \050ECI\051)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.3
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Perceptual
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 149
  /ColorImageMinResolutionPolicy /Warning
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 149
  /GrayImageMinResolutionPolicy /Warning
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 150
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 599
  /MonoImageMinResolutionPolicy /Warning
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /BGR <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>
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <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>
    /DAN <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>
    /ESP <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>
    /ETI <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>
    /FRA <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>
    /GRE <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>
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
    /HRV (Za stvaranje Adobe PDF dokumenata najpogodnijih za visokokvalitetni ispis prije tiskanja koristite ove postavke.  Stvoreni PDF dokumenti mogu se otvoriti Acrobat i Adobe Reader 5.0 i kasnijim verzijama.)
    /HUN <FEFF004b0069007600e1006c00f30020006d0069006e0151007300e9006701710020006e0079006f006d00640061006900200065006c0151006b00e90073007a00ed007401510020006e0079006f006d00740061007400e100730068006f007a0020006c006500670069006e006b00e1006200620020006d0065006700660065006c0065006c0151002000410064006f00620065002000500044004600200064006f006b0075006d0065006e00740075006d006f006b0061007400200065007a0065006b006b0065006c0020006100200062006500e1006c006c00ed007400e10073006f006b006b0061006c0020006b00e90073007a00ed0074006800650074002e0020002000410020006c00e90074007200650068006f007a006f00740074002000500044004600200064006f006b0075006d0065006e00740075006d006f006b00200061007a0020004100630072006f006200610074002000e9007300200061007a002000410064006f00620065002000520065006100640065007200200035002e0030002c0020007600610067007900200061007a002000610074007400f3006c0020006b00e9007301510062006200690020007600650072007a006900f3006b006b0061006c0020006e00790069007400680061007400f3006b0020006d00650067002e>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /LTH <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>
    /LVI <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /POL <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>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f0062006500200050004400460020006d00610069007300200061006400650071007500610064006f00730020007000610072006100200070007200e9002d0069006d0070007200650073007300f50065007300200064006500200061006c007400610020007100750061006c00690064006100640065002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /RUM <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>
    /RUS <FEFF04180441043f043e043b044c04370443043904420435002004340430043d043d044b04350020043d0430044104420440043e0439043a043800200434043b044f00200441043e043704340430043d0438044f00200434043e043a0443043c0435043d0442043e0432002000410064006f006200650020005000440046002c0020043c0430043a04410438043c0430043b044c043d043e0020043f043e04340445043e0434044f04490438044500200434043b044f00200432044b0441043e043a043e043a0430044704350441044204320435043d043d043e0433043e00200434043e043f0435044704300442043d043e0433043e00200432044b0432043e04340430002e002000200421043e043704340430043d043d044b04350020005000440046002d0434043e043a0443043c0435043d0442044b0020043c043e0436043d043e0020043e0442043a0440044b043204300442044c002004410020043f043e043c043e0449044c044e0020004100630072006f00620061007400200438002000410064006f00620065002000520065006100640065007200200035002e00300020043800200431043e043b043504350020043f043e04370434043d043804450020043204350440044104380439002e>
    /SKY <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>
    /SLV <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>
    /SUO <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>
    /SVE <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>
    /TUR <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>
    /UKR <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
    /DEU <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>
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [595.276 841.890]
>> setpagedevice


