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Abstract In this paper, we present Esteem (Emergent Semantics and cooperaTion
in multi-knowledgE EnvironMents), a community-based P2P platform for support-
ing semantic collaboration among a set of independent peers, without prior recip-
rocal knowledge and no predefined relationships. Goal of Esteem is to go beyond
the existing state-of-the-art solutions for P2P knowledge sharing and to provide an
integrated platform for both data and service discovery. A distinguishing feature of
Esteem is the use of semantic communities to explicitly give shape to the collective
knowledge and expertise of peer groups with similar interests. Key techniques of
Esteem will be presented in the paper and concern: shuf f ling-based communication,
ontology and service matchmaking, context management, and quality-aware data
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integration. An application example of data and service discovery in the health-care
domain will be presented, by also discussing results of system and user evaluation.

Keywords Ontologies · Semantic collaboration · Emergent collective knowledge ·
Data and service discovery

1 Introduction

Traditional information integration architectures, characterized by moderately static
scenarios, shared understanding of the domain of interest, and closed, or at least
access-controlled, set of participating sources (Lenzerini 2002) are leaving the floor
to modern knowledge sharing infrastructures, characterized by dynamic collabora-
tion, emerging knowledge of the domain, and peer-to-peer participation. Systems
are actually shifting from hierarchical, supervised networks, where a set of possibly
predefined nodes are in charge of coordinating the system organization, to open net-
worked infrastructures, where local agreements and peer interactions autonomously
emerge and automatically disappear when they are no longer required (Aberer et al.
2004). In such a scenario, autonomy and independence of network peers become
crucial requirements which need to be addressed by proper techniques, for allowing
nodes to act as completely decentralized agents available for collaboration. In this
respect, ontologies, along with Semantic Web technologies like ontology matching
(Shvaiko and Euzenat 2005) and semantic search (Fagin et al. 2005), come into
play as key solutions for effectively addressing the various building blocks of these
innovative collaborative platforms. Examples of these building blocks are semantics-
and context-driven resource discovery (Haase et al. 2008), semantic routing (Löser
et al. 2007), and P2P data management (Halevy et al. 2004). Open issues still concern
the ability to go beyond simple peer-to-peer collaboration, moving towards more
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sophisticated interaction models where peers with similar interests are interlinked in
a sort of collective knowledge space.

In this paper, we present Esteem (Emergent Semantics and cooperaTion in
multi-knowledgE EnvironMents), a comprehensive platform for data and service
discovery/sharing in a community-based P2P environment.1 Peculiar feature of
Esteem is the integration in a unique and comprehensive platform of a number of
advanced Semantic Web techniques, concerning i) shuf f ling-based communication,
for supporting P2P interactions and the autonomous formation of semantic commu-
nities of peers, ii) semantic matchmaking, for enforcing data and service discovery at
diffferent levels of flexibility and granularity, ii) context management, for profiling
the peer behavior and for filtering the available resources according to the peer
current context and preferences, and iv) quality-aware data integration, for specifying
diffferent levels of peer/data reliability. Focus of the paper is to present architectural
and functional aspects of the Esteem approach. A semantic community is the core
notion of Esteem around which the collective knowledge belonging to a group of
peers with similar interests has the opportunity to be transparently recognized and
to become explicitly aware, without sacradicing the autonomy of each single node. To
clearly motivate the proposed approach, an application example of data and service
discovery in the health-care domain will be presented. The platform demonstrator,
that has been accessed by real users (i.e., doctors) during the evaluation phase
of Esteem, will be described by means of examples concerning the main Esteem
functionalities. Examples will show, on one side, how a doctor can join the Esteem
network to get in contact with focused communities of highly specialized experts,
with the aim of submitting queries and invoking services, and, on the other side, how
users can bring their personal data and knowledge into the network for collaboration
purposes.

We want to remark that the value of this paper primarily consists in i) the
capability of addressing both data and service discovery and sharing in a unique
picture, rather than separately considering each of them through ad hoc techniques
as in most of the existing approaches, and ii) the proposal of a comprehensive
infrastructure where the gain is on the integration aspects of the diffferent techniques
involved, rather than in the specieic contribution of each of them. The Esteem
platform is the result of a joint research project combining techniques and tools that
the participant groups have separately developed either for overlay-based network
management and for data or service semantic interpretability. In this paper, to
highlight the project achievements, the various Esteem techniques are described
by focusing on their roles and functionalities in the integrated platform and by
characterizing their original contribution with respect to other similar solutions
proposed in the literature. Appropriate references to more technical publications on
the Esteem techniques are provided throughout the paper for the interested reader.

The paper is organized as follows. Motivations and original contributions of
Esteem are presented in Section 2. In Section 3, we discuss the role of semantic
communities for Esteem and we present the architectural organization of the
proposed platform. In Section 4, we provide details about semantic community
formation and advertisement. Esteem techniques to enforce community-based data

1http://www.dis.uniroma1.it/∼esteem/

http://www.dis.uniroma1.it/~esteem/
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and service discovery are presented in Section 5 and 6, respectively. In Section 7, we
discuss selected experimental results we performed to evaluate the effectiveness of
the Esteem platform. Finally, concluding remarks are provided in Section 8.

2 Motivations and goals of Esteem

The goal of Esteem is to enhance the existing solutions for P2P knowledge sharing
and to provide an integrated platform for both data and service discovery. A
distinguishing feature of Esteem is the use of semantic communities to explicitly
give shape to the collective knowledge and expertise of peer groups with similar
interests. In this sense, the Esteem platform can be considered as a concrete
attempt to combine the beefits of recently emerging social-based approaches with
more consolidated Semantic Web technologies, as argued in Gruber (2008). In
particular, the Esteem techniques have been developed to provide an integrated
and comprehensive approach capable of addressing the following open issues in the
current state-of-the-art of P2P systems.

To overcome the lack of techniques for supporting semantic interpretability across
heterogeneous depastures Semantic interpretability is a crucial problem in open
distributed systems like P2P, due to the need of enabling peers to a seamless
access of the right information resource, both in case of data retrieval and service
invocation. Currently, most of the existing solutions in the field rely on the creation
of a semantic overlay network where the links among peers, called semantic links,
are established according to the content similarity of nodes rather than to their
topological proximity (Zeinalipour-Yazti et al. 2005; Löser et al. 2007). In this
respect, a number of matching techniques have been proposed for supporting the
P2P discovery of semantic links and to enable the overlay management. However, the
choice of the most suitable family of matching functions is still a matter of research
due to the inherent trade-off between the need of scalability and accuracy that are
both crucial requirements for enforcing effective semantic collaboration.

Ontology and service matching techniques have been developed in Esteem to
enforce both data and service discovery within a single comprehensive framework.
Specieic modules for ontology and service matching are included in the Esteem ar-
chitecture, based on the HMatch 2.0 ontology matching engine (Castano et al. 2006b)
and on the FC-Match (FunctionalCompatibility-Match) service matchmaking ap-
proach (Bianchini et al. 2008), respectively. Focused versions of both HMatch 2.0
and FC-Match have been developed for Esteem to specieically work in the P2P
environment, by strengthening the dynamic conf igurability of the matching process
instead of proposing a novel set of matching techniques. This means that the
execution of the matching process can be customized at runtime according to the
features of the specieic matching scenario to consider, by flexibly combining the
invocation of the matching techniques that are more appropriate. An extensive
experimentation of the ontology matching techniques adopted in Esteem have been
performed over the 2006, 2007, and 2009 benchmarks of the Ontology Alignment
Evaluation Initiative (OAEI)2 (Castano et al. 2006a).

2http://oaei.ontologymatching.org/

http://oaei.ontologymatching.org/
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To overcome the lack of techniques for enforcing ef f icient and unsupervised recogni-
tion/aggregation of peers with similar content In the recent years, the idea to move
from a network of random peer interconnections towards a grid of semantic links,
each one denoting the existence of a relationship between the knowledge of the
involved nodes, is getting more and more importance. The idea is that grouping
nodes according to similarity-based criteria can have a positive impact on both traffic
load and effectiveness of the search processes. In most cases, the notion of peer group
is not explicitly supported and each node only maintains a semantic neighborhood,
namely a set of peer-to-peer connections with other nodes storing similar contents
(Hidayanto and Bressan 2007; Haase et al. 2008). In other approaches, the notion
of peer community is explicitly supported, but the maintenance of a community
structure requires some forms of supervising authority, thus loosing the inherent
autonomy and independence of peers (Wang and Vassileva 2004).

On this topic, the Esteem contribution is twofold. First, community formation in
Esteem is unsupervised and it is enforced through lightweight handshake techniques.
In contrast with most of the existing solutions, community membership is open
and approval/rejection of a peer is not determined by the decision of a supervisor.
Moreover, community maintenance is efficient due do the fact that peers can
autonomously join/leave communities at any moment, according to their collabo-
ration needs, without requiring community re-organization or structural adjustment.
Second, query propagation in Esteem is enforced through a routing-by-community
mechanism. The idea of routing-by-community is to use communities as query
recipients, thus allowing to evaluate the relevance of a query against the topic of
a community, and to reach all the members of a relevant community with a single
request. Routing-by-community has been specieically developed for Esteem and it
is an extension of H-Link (Castano and Montanelli 2007), a content-based routing
approach based on semantic similarities among peer contents and on the use of
single-peer recipients.

To overcome the lack of techniques for assessing the reliability of peers In some P2P
scenarios, the effectiveness of a semantic collaboration depends on the capability
of delimiting the peer-to-peer interaction among a restricted set of peers that are
considered as more reliable than others. In Esteem, we deal with two diffferent kinds
of reliability, namely trust-based reliability and context-based reliability.

Trust-based reliability allows a peer to select the collaboration partners according
to their level of trust and to the quality of the data they provide. Trust and data
quality issues in P2P systems are only marginally considered in the current literature,
though some interesting proposals are available (Xiong and Liu 2004; Rana and
Hinze 2004). When considering quality-aware data integration systems, both tradi-
tional and P2P, two principal types of conflicts may arise: key-level conflicts (i.e.,
conflicts on key attributes) and attribute-level conflicts (i.e., conflicts on attributes
that are not keys) (Fan et al. 2001; Sattler et al. 2003). Most of the existing systems
are focused on attribute-level conflicts, and they do not explicitly deal with key-
level conflicts. The DaQuinCIS system (Scannapieco et al. 2004) provides key
conflict resolution in the framework of traditional data integration systems. The
Esteem platform adopts the DaQuinCIS system to support trust and data quality,
by solving key-level conflicts at query processing time. Moreover, Esteem extends
the DaQuinCIS system by introducing specieic solutions targeted to work in a P2P
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environment, such as the full automation of the discovery procedure of the key
attributes to match.

Context-based reliability allows a peer to select the collaboration partners ac-
cording to the level of match of their corresponding contexts. This way, it is
possible to assign a higher priority to those resources coming from peers with a
matching context and to filter-out/discard information coming from other peers. The
notion of context in Esteem is introduced to enable a peer to reduce the load of
irrelevant (or loosely relevant) resources collected for a potentially high number of
replying peers during a search interaction. The notion of context, formerly emerged
in various fields of research like psychology and philosophy (Chalmers 2004), is
acquiring a great importance also in the computer science field. In the last few years,
sophisticated and general context models have been proposed to support context-
aware applications, and a rather comprehensive survey can be found in Bolchini et al.
(2007a). Community-based approaches to context definition are also being proposed
for the P2P environment, with the aim at enabling peers to incrementally build a
shared knowledge base (Chen et al. 2003; Ouksel 2003). However, in these kinds of
approach, the notion of context is embedded in the considered P2P system, and it is
hard to adapt to a diffferent application scenario. The notion of context proposed in
Esteem is the P2P application of a more general context model based on the Context
Dimension Tree (CDT) (Bolchini et al. 2009, 2007b). The CDT allows the flexible
representation of all the possible profiles of a peer and it can be combined with
other techniques (i.e., routing-by-community, ontology/service matching) to enforce
semantic collaboration in a more effective way.

Running example Throughout the paper, we consider an application scenario in
the health-care domain with the goal of presenting the main Esteem contributions
described above and the associated demonstrator. In the example, we consider a
doctor working in a hospital of the Central Africa who is aimed at finding data and
services for healing a patient with malaria and adrenal insufficiency. The Unified
Medical Language System3 is exploited as a reference knowledge source for defining
both the community interests and the peer ontologies. From the system point of view,
the device used by the doctor for interacting with the network (e.g., a laptop, a PDA,
a smartphone) represents a network peer equipped with the Esteem demonstrator.

3 Emerging collective knowledge in Esteem

Esteem is defined as a community-based P2P platform for supporting semantic
collaboration among a set of independent peers, without prior reciprocal knowledge
and no predefined relationships. Such a collaboration scenario is multi-knowledge,
in that no centralized authority is defined to manage a comprehensive view of the
resources shared by all the nodes in the system, while preserving the autonomy of
each participating peer.

3http://umlsinfo.nlm.nih.gov/

http://umlsinfo.nlm.nih.gov/
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3.1 Knowledge equipment

An Esteem community autonomously emerges as a peer group built around a de-
clared interest expressed in the form of an ontology-based manifesto. The community
manifesto can be seen as a conceptual means to enable the system peers to become
aware of their common interests and, thus, to recognize the existence of a collective
knowledge that can be handled and organized in a concrete structure (i.e., the
community). In other words, an Esteem community and the associated manifesto
enables a peer to move from a peer knowledge space, where it is considered as a single
agent with its personal knowledge, towards collective knowledge space, where it is
considered as a member of multiple groups storing a portion of the group knowledge
(see Fig. 1). In particular, in Esteem, the knowledge that a peer can bring in the
system is characterized as follows.

The peer ontology is the core knowledge of a peer and it provides a semantically
rich description of the peer data that are available for sharing. The peer ontology is
exploited to evaluate whether matching knowledge can be returned to a requesting
peer in reply to an incoming query. Furthermore, the peer ontology is also exploited
for deriving the current peer interests and for determining the semantic communities
to join. Besides the classical methodologies and editing tools for manual ontology
engineering, tool-supported approaches can be adopted for creating a peer ontology
(Gomez-Perez et al. 2003). A viable approach is based on (semi-)automated deriva-
tion of OWL axioms from ER/UML schemas and from relational database schemas
of the peer resources (e.g., Baader et al. 2003; Curino et al. 2009). This way, domain
knowledge already encoded in data schemas can be reused in form of peer ontologies,
thus sensibly reducing the manual effort required. In more recent work, approaches
suitable for non-specialist users are being proposed to generate the peer ontology by
relying on the results of semantic annotation of the peer resources (e.g., Specia and
Motta 2007; Mukherjee and Ramakrishnan 2008). As an additional feature available
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in Esteem, the peer ontology can be built starting from an initial list of keywords
denoting the interests of the final user (i.e., the doctor in the considered application
example). A reference peer ontology can be obtained by acquiring one ore more
ontology fragments from the Semantic Web and/or from the network nodes with
similar interests according to the specieied keywords. This is possible, for example,
in the health-care domain considered in the Esteem scenario, where a number of
taxonomies/ontologies are available and can be exploited/downloaded by a peer
(e.g., MeSH - Medical Subject Headings,4 SNOMED - Systematized Nomenclature
of Medicine5). As an example, in Fig. 2, we show a portion of the ontologies of the
peer pd and pf , respectively.

The service ontology provides a semantically rich description of the peer services
that are available for sharing. Service description represents functional aspects
of a service, based on the WSDL standard for service representation, in terms
of service category, service functionalities (operations) and input/output messages
(parameters). According to Bianchini et al. (2009), semantic service descriptions
are obtained by means of a Service Message Ontology (SMO), whose concepts
are used to add semantics to service I/O parameters, and a Service Functionality
Ontology (SFO), whose concepts are used to add semantics to service functionalities
(operations). In particular, in Esteem, where semantic interpretability of both data
and services is supported, the SMO coincides with the peer ontology. The SFO is
used to conceptualize the functionalities that a service provides. In Fig. 3, we show an
example of SFO derived from the HL7 health-care standard.6 The SFO is formalized
as a taxonomy, where generic terms represent service categories, that are specialized
into concepts representing single service operations.

The current context of a peer is a subtree of the Context Dimension Tree
(CDT) and it describes the peer profile, its interests, situation, and spatial/temporal
coordinates at the time of the interaction with the Esteem network. The CDT
expresses the several perspectives (dimensions) determining what portion of data
is interesting in the various situations. The user category, actor, the situation, and

4http://www.nlm.nih.gov/mesh/meshhome.html/
5http://www.nlm.nih.gov/research/umls/Snomed/snomed_main.html/
6HL7 (Health Level 7): http://www.hl7.org/.

http://www.nlm.nih.gov/mesh/meshhome.html/
http://www.nlm.nih.gov/research/umls/Snomed/snomed_main.html/
http://www.hl7.org/
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Fig. 3 Example of Service
Functionality Ontology from
the HL7 health-care standard

HealthCare
Services

Shipping
Services

OnLineShipping
Services

drugOrdering

PatientAdministration
Services

Laboratory
Services

getDrugInformation

OutPatient
Services

getDrugSideEffects

PatientTreatment
Services

buyDrug

Pharmaceutical
Services

the interest topic are some of the most commonly significant dimensions, driving the
selection of relevant information/services. A dimension value can be further analyzed
w.r.t. diffferent viewpoints, generating further (sub)dimensions organized in a tree-
like structure. The current context of a peer is obtained by appropriately choosing a
set of dimension values of the CDT. Each context determines a portion of the entire
data set (a data chunk), specieied as a view, representing the data that are relevant
when the corresponding context becomes the current one. In Fig. 4, we show an
example of CDT modeling all the possible contexts in a health-care scenario, like the
one considered by Esteem. The grey area identifies the specieic context of a doctor
in the field, interested in textual information on drugs useful for pathologies present
in the specieic region she is in.

The data quality and trust profile involves the computation of data quality
metrics on the peer data that are available for sharing with the other peers. Each
peer has the opportunity of semi-automatically associating quality metadata with
the exported data. Such metadata represent data quality measures corresponding
to specieic quality dimensions. Currently, the implemented metrics refer to the
dimensions most commonly defined for data quality, namely: column completeness,
format consistency, accuracy and internal consistency (Batini and Scannapieco 2006,
chap. 2).
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The community manifestos of the joined semantic communities are locally stored
by each peer. A community manifesto is defined according to the preferences of
the community founder (i.e., a peer) which proposes the community formation.
In general, the community manifesto is extracted from the peer ontology of the
founder and consists of a focused ontology. The level of detail used for specifying
the community manifesto depends on the community goal. Portions of the SFO, the
CDT, and the data quality and trust profile can be also included in a community
manifesto to further specify the community target. For example, by associating a
CDT with the focused ontology of the manifesto, the founder specieies which context
dimensions are suitable for the community. In this respect, the founder specieies
the correspondence between each given context of the CDT and the portion of the
manifesto ontology (i.e., data chunk) that is relevant to it.

As an example of community manifesto extracted from a peer ontology, in Fig. 5,
we show the manifestos of four diffferent communities, namely sc1, sc2, sc3, and sc4,
featuring their specieic focus of interest in the health-care domain.

3.2 System architecture

The Esteem platform relies upon an unstructured P2P network where a semantic
community is defined as an overlay, namely a logical layer built on top of a basic P2P
infrastructure called global overlay (see Fig. 1). In Esteem, a semantic community sc
is defined as a 4-tuple of the form sc = 〈UCI, N, L, M〉 where UCI is the Universal
Community Identifier that univocally characterizes the community sc, N and L are
a symbolic name and a natural-language description of the community interests,
respectively, and M is the community manifesto. In particular, UCI and M are used
in Esteem to enforce identification and characterization of a semantic community
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at the system level, while N and L provide a community description at the user-
interface level. According to its interests, an Esteem peer can be included in zero or
more communities by joining the corresponding community overlay. For instance, in
the example of Fig. 1, the peer pg joins all the existing communities sc1, sc2, and sc3,
while the peer pa does not participate in any semantic community and it is included
only in the global overlay.

A probe/search mechanism is defined in Esteem to distinguish:

– the discovery phase, based on ontology matching, where probe queries are
defined to identify the communities/peers that are capable of providing relevant
knowledge with respect to a given topic of interest;

– the sharing phase, based on P2P mapping definition, where standard search
queries are defined to point-to-point interact with a previously discovered peer
for actual data acquisition and/or service invocation.

To this end, an Esteem peer is organized in a component-based architecture as
described in Fig. 6. The user exploits Esteem for satisfying its collaboration needs
(Data & service discovery). Techniques for context and quality/trust management
can be invoked during peer interactions to improve the effectiveness of the sharing
phase according to the specieic requirements of the collaboration that is considered
in a given moment. At the system level, semantic communities are used during the
discovery phase as the enabling infrastructure for allowing the request of a single
user to be propagated towards the groups of potential replier (Semantic community
& routing). As a peculiarity of Esteem, ontology and service matching techniques
are used to guide the system choices in handling both community formation and
message routing (Semantic matchmaking). Appropriate techniques are provided
for managing the peer connectivity and for maintaining the community overlays
(Network & overlay).

Fig. 6 The architecture of an
Esteem peer User Interface
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4 Esteem communities for P2P semantic collaboration

Esteem peers are initially inserted in a global overlay where interactions are enforced
among all the system nodes and peer connectivity is maintained by means of a
shuf f ling-based mechanism (Voulgaris et al. 2005). A community overlay, namely
an Esteem community, emerges in the system when a peer pi, called community
founder, triggers the formation of the community sc by manually specifying a
manifesto and by invoking the lightweight handshake techniques as follows (see
Fig. 7).

Community advertisement It is performed by the community founder pi and it
consists in the dissemination of an advertisement message containing the identifier
(UCIi) and the manifesto (Mi) of the emerging community sci. Advertisement
propagation throughout the network is performed in an automatic way through
the Global Overlay module by appending these messages to ordinary shuffling
communications.

Membership identif ication Receiving the incoming advertisement, each candidate
peer pj in the global overlay has to decide whether to join the emerging community
sci. The peer pj invokes the Community Membership module for assessing its level
of interest in the community by relying on the Ontology Matching module. The
underlying idea is that the level of interest of a peer in a community can be measured
as the level of similarity between the ontology of the peer pj and the incoming
manifesto Mi. The user of the peer pj has to specify a set of join constraints for
configuring the ontology matchmaker (i.e., HMatch 2.0) and for defining the minimal
matching conditions that are required to join a community (e.g., at least one concept
in the peer ontology that matches the manifesto Mi with a given semantic affinity
value). In case that the join constraints are satisfied, the peer pj automatically joins
the community by storing the associated UCIi and Mi, otherwise the advertisement
message is discarded. At the same time, the advertisement message is also exploited
by the Global Overlay module for forwarding.

Fig. 7 Lightweight handshake
of a semantic community
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We note that the Global Overlay module maintains a listening socket as long as
the peer is active in the system in order to receive community advertisements and
to update the list of available communities. Through lightweight handshake, each
peer maintains in the Community Membership module a list JSC of the joined
semantic communities with JSC = {〈UCI1, M1〉 . . . 〈UCIk, Mk〉} where 〈UCIi, Mi〉
are the identifier and the manifesto of a joined community, respectively. Such a list is
managed with a LRU policy in order to drop the less interesting communities. As a
result, no explicit procedure for community disbandment is required. An Esteem
community is considered as disbanded when the associated identifier is dropped
by all the peers in the network and the associated overlay is no longer exploited.
Furthermore, we note that the Esteem peers are not responsible for member deletion
and failure events. A leaving member is not required to notify the system about
its change of status, since the network organization is unstructured and since no
supervising authority is defined to coordinate the peer behavior.

Creation of a new semantic community In Esteem, the choice of a peer to become
community founder and to initiate the formation of a new community is autonomous.
Community formation can be manually triggered by the user of a peer when the
query results collected from the members of the currently joined communities are
poor and the semantic collaboration is not satisfactory. Moreover, the proposal
of a new community is “tool-assisted”, in the sense that Esteem automatically
suggests to create a community by sniffing the sharing traffic among the peers and
by collecting statistical data to detect the concepts that are mostly queried in the
network. Statistical observations on traffic are also useful to support a sort of semi-
automatic community splitting mechanism. The formation of a new community with
a more focused manifesto can be promoted by the user of a peer when the traffic
of an existing community is becoming intensive. The idea is that if a community is
highly exploited for collaboration, more fine-grained overlays can be generated to
satisfy more focused collaboration needs.

4.1 Esteem contribution

The following contributions characterize formation and advertisement of the Esteem
communities.

Shuf f ling-based communication Shuffling techniques are used in the Network &
Overlay component of the Esteem architecture to maintain the peer connectivity
within the basic global overlay and within the various community overlays. The
Global Overlay module (GO) and the Community Overlay module (CO) are defined
to this end. The GO module relies upon the use of an Overlay Management Protocol
(OMP) to arrange the peer connections despite the continuous and interleaved
process of arrival/departure of nodes. In Esteem, a shuffling-based OMP is adopted.
Shuffling is a robust gossip-based mechanism which exploits randomness to dissemi-
nate information across the P2P network (Allavena et al. 2005; Voulgaris et al. 2005).
The basic idea of this OMP is to keep a node connected to a small set of other
nodes that are continuously changed through random exchange of neighborhood
(i.e., shuffling operation). This way, message propagation in the global overlay is
epidemic and inexpensive in terms of traffic overhead since piggy-backed on the basic
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shuffling operations. A shuffling-based OMP has been chosen for Esteem due to its
scaling capability without affecting the peer load and the communication latency.
Moreover, experiments show that shuffling-based networks like Cyclon (Voulgaris
et al. 2005) are robust and self-healing to multiple peer failures under the assumption
that the dynamism of the network is not too high (as occurs in the Esteem scenario).
In the GO module, each peer maintains an Access Point (AP) table, where it stores
information about the discovered communities. Besides community advertisement,
a peer can speed up the discovery of existing communities by querying a random set
of peers in the global overlay through the GO module. The querying peer defines a
random walk in the global overlay and it acquires from the peers on the walk their AP
tables, thus discovering the semantic communities contained in them. The manifesto
of the discovered communities is then evaluated for possible join as described in the
membership identification step. Within a community sc, the shuffling-based OMP is
executed by the CO module to maintain the peer connectivity within the community
overlay of sc.

Ontology matchmaking In Esteem, ontology matchmaking is performed by relying
on the HMatch 2.0 engine and it has the role of measuring the level of match
between concept descriptions of diffferent peers through a process of semantic
affinity evaluation. In particular, HMatch 2.0 is invoked during the handshake
of an Esteem community to measure the level of semantic affinity between the
proposed community manifesto and the peer ontology of a receiving peer. More-
over, HMatch 2.0 is invoked during the discovery phase of Esteem i) to select the
more adequate query recipients in the routing-by-community mechanism, and ii) to
evaluate whether a peer can provide matching knowledge in reply to an incoming
probe query (see Section 5). Matching in HMatch 2.0 is defined as a process which
takes as input two ontologies and that returns as output the mappings between those
pairs of concepts in the two ontologies that are considered as similar with respect to
their name and their structure/context. Given two concepts c′ and c′′, the function
SA(c′, c′′) → [0, 1] calculates a semantic affinity value as the linear combination of
a linguistic affinity value LA(c′, c′′) and a contextual affinity value CA(c′, c′′). The
linguistic affinity function of HMatch 2.0 provides a measure of similarity between
two concepts computed on the basis of their linguistic features, namely their names.
For the linguistic affinity evaluation, HMatch 2.0 relies on a thesaurus of terms and
terminological relationships automatically extracted from the WordNet lexical sys-
tem. The contextual affinity function of HMatch 2.0 provides a measure of similarity
between two concepts by taking into account their contextual features, namely their
semantic relations and corresponding range values. In this respect, four matching
models are available in HMatch 2.0 to customize the behavior of the contextual
affinity function by allowing to choose the diffferent kinds of ontology axioms to
consider in the context of c′ and c′′ (e.g., equivalentClass and subClassOf axioms).
The comprehensive semantic affinity value computed by SA(c′, c′′) is defined as
follows:

SA(c′, c′′) = WLA · LA(c′, c′′) + (1 − WLA) · CA(c′, c′′)

where WLA is a weight expressing the relevance assigned to the linguistic affinity in
the semantic affinity evaluation process. A threshold-based mechanism is enforced
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to set the minimum level of semantic affinity required to consider two concepts as
matching concepts.

4.2 Example

To join the Esteem network, the doctor needs to specify a list of keywords
representing her interests, and/or other possible knowledge equipments (i.e., peer
ontology, service ontology, current context, and data quality & trust profile) when
available. The following list of keywords are specieied to describe the doctor interests
in the considered running example: medicines, contagious diseases, and medical
structures. The doctor enters the global overlay of the Esteem network where it is
denoted as peer P. By receiving the community advertisement and by performing
random walks, the peer P becomes aware of a number of existing communities. In
particular, the community manifestos in the example of Fig. 5 are discovered by the
peer P. The doctor interests are exploited by the Community Membership module
to evaluate the possible participation of the peer P in these communities and the
Ontology Matching module is invoked to this end. By relying on HMatch 2.0, the
community manifestos of Fig. 5 are matched against the doctor interests and a list of
semantic affinity results SA is produced as follows:

SA(Contagious Disease, Disease) = 0.94
SA(Medicine, Drug) = 0.74
SA(Medical Structure, Hospital) = 0.74
SA(Medical Structure, Health-Care Structure) = 0.60
SA(Medicine, Surgical Technique) = 0.13

In the standard configuration, the Esteem demonstrator is set to automatically join
a community sc when at least one matching concept is found between the doctor
interests and the manifesto of sc (a threshold t = 0.5 is set in HMatch 2.0). For
this reason, the community sc4 is not joined and its manifesto is discarded. On the
opposite, the communities sc1, sc2, and sc3 match the doctor interests and they are
joined. The list of joined communities can be visualized in the demonstrator by the
doctor, in order to eventually change the choice of the communities to join.

5 Community-based data discovery

Data discovery in Esteem allows a node to detect which communities/peers are
capable of providing relevant matching knowledge with respect to a given target
request. Two steps are defined as follows.

Query formulation and routing Discovery in Esteem starts when a requesting
peer pi formulates a probe query q to identify potential partners for data/service
sharing. As shown in Fig. 8, the user formulates the query q by relying on the
Query Manager with (optional) involvement of the Context Manager in case of
context-oriented queries. The Query Routing module is then invoked to execute
the routing-by-community mechanism of Esteem and to select the query recipients
by considering the joined semantic communities stored in the JSC list. Semantic
communities are used as “virtual query recipients” on the basis of their associated
community manifesto. This way, queries are propagated throughout the network
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Fig. 8 Community-based data discovery

according to shuffling and peer members of a community sc can filter the incoming
queries by considering (i.e., processing) only requests having sc (and the other joined
communities) as recipient. The following steps constitute the routing-by-community
mechanism.

1. Selection of candidate communities. It is performed by matching q against the
community manifestos in the JSC list. A community sci is considered as a
candidate recipient for the query q when at least one matching concept c ∈ Mi is
found for q by HMatch 2.0.

2. Selection of recipient communities. Candidate communities are ranked according
to the semantic affinity values produced by HMatch 2.0. Candidate communities
with the highest ranking are then selected as recipients of the query q. In this
respect, diffferent strategies can be adopted by the peer to govern the scale
of recipients. For example, top-k communities in the ranking can be selected.
This way, by setting the parameter k, the peer can specify the exact number of
query recipients to contact. Alternatively, a threshold-based mechanism can be
enforced. In this case, through the threshold, the peer specieies the minimum
level of semantic affinity of a recipient community, thus obtaining a (potentially)
larger set of recipients than in the previous case.

The Community Overlay module is then invoked to propagate the query q
throughout the overlays of the semantic communities selected as recipients by the
routing-by-community mechanism.
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Answer composition and management Receiving a query q, a peer pj invokes its
Ontology Matching module to compare q against its peer ontology and to identify
possible semantic affinities. A (possibly empty) ranked list of matching concepts (i.e.,
concepts semantically related to the target request q) is then returned. If a non-empty
result is produced, a query answer is composed by the Query Manager and returned
back to the requesting peer pi. In answer composition, the Quality Manager can be
optionally invoked to attach the list of discovered matching concepts with associated
trust and quality metadata. Collecting request answers, the peer pi exploits the
obtained results for deciding the subsequent actions. On one side, the matching
values provided by an answering peer pj are used by peer pi to set a confidence value
featuring pj as a semantic neighbor on the q topics. To this end, those answering peers
that provided high matching results for the request q (i.e., matching results over a
predefined threshold) are passed to the Semantic Neighbor module for being stored.
Furthermore, the Preferential Link module is used to establish a direct connection
to the semantic neighbors with the highest confidence values in order to foster the
interactions with the (potentially) most interesting peers. On the other side, the peer
pi has to decide whether to further “point-to-point interact” with one or more of
the answering peers (i.e., semantic neighbors) for sharing. The choice of the peer
pi highly depends on the collaboration goal that is pursued and on the quality of
the obtained answers. The received matching results are exploited for assessing the
relevance of the discovered data sources. In this respect, interaction with the user is
supported for semi-automatic selection of the most appropriate semantic neighbor
to interact with. When the collaboration partners are chosen, the sharing phase
can take place. According to Fig. 8, the P2P Mapping Manager and the Query
Manager are invoked for defining appropriate P2P mappings and for subsequently
specifying search queries of interest, respectively. The solution adopted in Esteem
is similar to the approach proposed in Halevy et al. (2004), and it is characterized
by the use of P2P mappings for allowing the requesting peer pi to access the
resources (i.e., data and services) provided by another peer (pj) discovered during
probing.

5.1 Esteem contribution

The following contributions characterize community-based data discovery in
Esteem.

Context use and management In Esteem, the use of context supports data discovery
by enabling a peer to specify more focused probe queries, thus allowing to collect
a more precise set of matching results. In particular, the Context Manager module
supports the user in defining the mappings between each context represented in the
CDT and portions of the peer ontology of the user, in turn corresponding to chunks
of relevant data. This phase is semi-automatic and the Ontology Matching module is
invoked to suggest to the user the possible correspondences between elements of the
CDT and sets of concepts and roles of the peer ontology. Two possible uses of the
context are available in Esteem.

– Context-based query formulation. The Context Manager module is invoked
during query formulation to attach the current context of a peer to the probe
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query. A receiving peer invokes the Context Matching module to evaluate the
level of match between its context and the context of the requesting peer. For
a peer receiving the probe query, context matching is an additional require-
ment to satisfy besides the semantic affinity evaluation of the probe query
previously described, which allows to obtain a more precise and reliable set of
results.

– Context-based preferential link establishment. The Context Manager module
can be invoked by a peer to discover other peers using a similar context and
to establish a preferential link with them for subsequent uses in the sharing
phase. To this end, the user can trigger the submission to the network of a
specieic kind of probe query only containing the current context of the peer.
A receiving peer invokes the Context Matching module to evaluate the level of
match between the context of the requesting peer and its own current context.
A reply is sent to the requesting peer when a matching context is discovered.
A preferential link with the peers storing the most similar contexts is estab-
lished by the requesting peer in a semi-automatic way according to the user’s
preferences.

Quality-aware data integration The metadata provided in the data quality and trust
profile of an Esteem peer are used to support community-based data discovery as
described in the following.

– Trust-aware query answer. A peer replying to a probe query can attach the
quality metadata to its answer. This implies that an object identification step is
performed by a replying peer to choose those attributes called matching keys that
have to be used to solve potential key-level conflicts. In Esteem, an additional
quality metadata, called identif ication power, is defined to specify how much a
given attribute is discriminating when trying to match objects. The identification
power of an attribute is calculated in Esteem in a fully automatic way through
the Quality Manager module (Bertolazzi et al. 2003). The attributes with higher
identification power are then chosen as matching keys and they are used to solve
key-level conflicts during query processing.

– Peer trust evaluation. The quality metadata of an Esteem peer are used to
calculate a comprehensive trust measure of the node. In Esteem, we adopt
the generally-accepted approach to trust a peer as a whole, with respect to the
totality of the exchanged data, and/or to the number of transactions performed
with the other peers (e.g., Aberer and Despotovic 2001). However, the Esteem
approach is characterized by two main extensions. First, we consider only a
specieic kind of transactions, namely, the data exchange transactions. Second, we
measure the peer trust with respect to a specieic kind of data. The atomic unit of
trust considered in Esteem is the couple 〈pi,D〉, where D is an element of the
peer ontology of pi. The trust of a peer pi is computed at the level of semantic
communities in a fully automatic way on the basis of the number of complaints
fired by other community members, for which pi worked as a data provider (De
Santis et al. 2003). In the data discovery phase, a peer can exploit the trust value
of another peer pi in order to assess the reliability of a query answer provided by
pi in reply to a certain probe query.
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5.2 Example

We consider the scenario where the doctor (i.e., the peer P) is interested in
discovering network nodes that are capable of providing relevant knowledge about
malaria and possible drugs for treating this disease. The Esteem demonstrator is
used by the doctor to input the search keywords that will be used for probing. By
invoking the Query Manager module, a probe query q1 is formulated containing
the user-defined keywords Medicine, Vaccine, Disease, Treats, and Malaria. The
routing-by-community mechanism is exploited to select the semantic communities
to choose as q1 recipients and the query q1 is matched against the manifesto of the
joined communities sc1, sc2, and sc3. Through HMatch 2.0, the following semantic
affinity results are calculated.

HMatch(q1,Msc1 ) HMatch(q1,Msc2 )
SA(Disease, Disease) = 0.76 SA(Disease, Tropical disease) = 0.65
SA(Medicine, Drug) = 0.64 SA(Disease, Disease) = 0.6
SA(treats, treats) = 0.50 SA(Disease, Infectious Disease) = 0.54

According to these results of HMatch 2.0, the communities sc1 and sc2 are selected
as q1 recipients since their manifestos contain similarities with the query topics,
while the community sc3 is not selected since no semantic affinities are detected.
The selected communities are then passed to the Community Overlay module
for subsequent submission to the network on the corresponding overlays (i.e., the
overlays of sc1 and sc2). Each peer in the selected communities receives the request
through shuffling and it invokes the Ontology Matching module for comparing the
query q1 against its peer ontology. In this example, we consider the peer ontologies
of peer D ∈ sc1 and peer F ∈ sc2 that are shown in Fig. 2a and b, respectively. For
what concern the peer D and peer F, by using HMatch 2.0, the matching results
obtained by comparing the query q1 with their respective peer ontologies are the
following.

HMatch(q1,OpeerD) HMatch(q1,OpeerF)
SA(Malaria, Malaria) = 1.0 SA(Malaria, Malaria) = 0.8
SA(Disease, Infectious Disease) = 0.94 SA(Medicine, Antimalarial Drug) = 0.74
SA(Medicine, Drug) = 0.74
SA(Medicine, Doxycycline) = 0.54
SA(Medicine, Quinine) = 0.54

As a consequence, both peer D and peer F reply to the requesting peer P and
the results are visualized in Fig. 9. Collecting the replies, the peer P invokes its
Semantic Neighbor module to store both the replying peers as semantic neighbors
and to set a preferential link with them by relying on the Preferential Link module.
Moreover, the peer P can decide to further interact with one of the replying peers
for data acquisition. By exploiting the received replies, the doctor recognizes that
the peer ontology of the peer D provides knowledge about drugs to treat malaria,
while the peer ontology of the peer F is concerned with a symptomatical description
of malaria. Since the doctor is interested in retrieving data about drugs for malaria,
the peer D is selected as a partner for the subsequent sharing phase and for data
acquisition.
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Fig. 9 Esteem demonstrator: probe query results

6 Community-based service discovery

The members of a community can share functional facilities by means of services
that are made available and invocable via their interfaces. The two steps of query
formulation and routing and of answer composition and management previously
introduced support the discovery of both data and services. However, due to the
peculiarities of service conceptualization, specieic techniques for service discovery
are enforced in Esteem. In particular, service discovery is characterized by the
following aspects.

– Service descriptions represent functionalities provided on the network. A service
request and a service advertisement are described in terms of: (i) a concept
representing the required service functionality (e.g., drug ordering, product
delivery, remote diagnosis, laboratory testing), (ii) a set of concepts representing
the desired results (outputs), (ii) a set of concepts representing the data that must
be provided for service execution (inputs).

– Dif f ferent matching information are considered. Matching between two service
descriptions can be diffferentiated by taking into account: (a) the kind of match
(total, partial, mismatch), to establish if a service advertisement fully or partially
satisfies the requested functionalities or does not satisfy the request at all, (b) the
degree of match, to establish how much the service advertisements satisfies (even
partially) the request.
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The Service Matching module is in charge of performing service comparison for
discovery purposes. The adopted service matchmaking approach, namely FC-Match
(FunctionalCompatibility-Match), is presented in Bianchini et al. (2008), where also
a comparative analysis with other existing approaches in literature is given. In
FC-Match, service matchmaking is performed on the basis of concept definitions
in the Service Functionality and Message Ontologies, taking into account the de-
scription of services in terms of operations, inputs and outputs. In particular, two
diffferent matching models are combined. First, a deductive model is used to qualify
the kind of match MatchType(R,S) between the descriptions of a service request
R and a service advertisement S . The deductive model checks if: (i) for each
operation in the request, there is an equivalent or more generic operation in the
advertisement, according to the SFO; (ii) for each output in the request, there is an
equivalent or more generic output in the advertisement, according to the SMO; (ii)
for each operation in the request, there is an equivalent or more generic operation
in the advertisement, according to the SFO. Inputs are used in a dual way w.r.t.
outputs, looking for an equivalent or more generic input the requester is able to
provide for each input found in the advertisement. This distinction between inputs
and outputs is derived from the definition of plug-in between software components
(Zaremski and Wing 1995). According to the deductive model, it is possible to
state if S exactly provides the required functionalities (S Exact R), if S provides
additional functionalities with respect to the required ones (S Extends R), if there
is a non empty intersection between functionalities provided by R and S , but not
all the required functionalities are provided (S Intersects R), or if R and S have
nothing in common (S Mismatch R). In case of partial match (S Intersects R),
a similarity-based matchmaking model is used to quantify the degree of match
GSim(R,S) between service descriptions through coefficients properly defined to
compare input and output names (Entity-based service similarity ESim(R,S)) and
between functionality names (Functionality-based service similarity FSim(R,S)).
These coefficients are based on SFO and SMO and also rely on a thesaurus
extracted from WordNet likewise the computation of semantic affinity value between
ontological concepts explained in Section 4. The ESim and FSim coefficients are
linearly combined to obtain a comprehensive measure of the degree of match. Exact
and Extends match correspond to the case GSim(R,S) = 1.0 (total match), while
Mismatch corresponds to the case GSim(R,S) = 0.0. In the literature, techniques
for service matchmaking have been proposed by separately considering deductive
approaches (Horrocks and Li 2004; Kawamura et al. 2002) and similarity-based
ones (Dong et al. 2004). In Esteem the FC-Match approach has been used in
combination with the routing-by-community mechanism to implement diffferent
forwarding policies, as explained in the following.

6.1 Esteem contribution

When a service request is formulated on a peer pi by relying on the Query
Manager, a Service Semantic Affinity value SSA is evaluated to select the com-
munities to be considered as candidate request recipients. This value is defined as
SSA = α · SA1 + (1 − α) · SA2, where SA1 represents the semantic affinity value
obtained by comparing the requested service functionality against the concepts of
the Service Functionality Ontology of the community manifesto; SA2 represents the
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semantic affinity value obtained by comparing the requested inputs/outputs against
the concepts in the Service Message Ontology of the community manifesto; α is a
weight expressing the relevance assigned to the previous semantic affinity values.
SA1 and SA2 are computed by applying the ontology matching techniques that will
described in Section 4. According to the SSA value, query formulation and propa-
gation are performed towards other peers pj. The FC-Match algorithm is applied
on peer pj to obtain a list MS(R) = {〈S1X , GSim1, mt1〉 , . . . 〈SnX , GSimn, mtn〉}
of matching service descriptions such that GSimi = GSim(R,SiX) ≥ δ and mti =
MatchType(R,SiX) ∈ {Exact, Extends, Intersects}, where δ is the similarity
threshold set up experimentally to filter out non relevant results. Peer pi can
designate an answering peer pj as its semantic neighbor and can decide whether to
interact with it according to trust and quality of the obtained results. The degree
of match is used as the confidence value of the semantic neighbor and the kind
of match is used to state if the semantic neighbor is able to provide additional
functionalities with respect to those already provided by local services on pi. This
information will be used to serve future service requests, according to diffferent for-
warding policies. We distinguish between two policies: an exhaustive and a minimal
policy.

According to the minimal policy, service discovery stops when matching services
which fully satisfy the service request have been found. Formally, if ∃SiX∈MS(R)

such that SiX Exact | Extends R, it is not necessary to forward the service request
to the semantic neighbors of the current peer, since SiX already satisfies the request.
Otherwise, the list of semantic neighbors is investigated to find remote services
that potentially offer additional functionalities with respect to local services. A
semantic neighbor sn is considered for service request forwarding if the kind of match
labeling the semantic neighbor is Extends or Intersection. In fact, according to the
meaning of these kinds of match, this means that sn provides services with additional
functionalities with respect to those locally found.

According to the exhaustive policy, service discovery does not stop when matching
services that fully satisfy the request have been found, in order to find other
services that could present, for example, better non functional features, such as QoS,
contextual information, service peer reliability. A Time-To-Live mechanism (TTL)
is implemented to avoid cycles and unbounded request propagation on the network
(Bianchini et al. 2009).

According to this service discovery model, a peer raising a service request: (i)
identifies the communities acting as request recipients, through the application
of routing-by-community mechanism; (ii) collects answers and sets or updates in-
formation about its semantic neighbors. On the other hand, a peer receiving a
request: (i) applies FC-Match between the request and locally available services;
(ii) applies forwarding policies to send the request towards semantic neighbors. If
no semantic neighbors can be identified according to the forwarding policies (e.g.,
no local matching services have been found or no semantic neighbors have been
set yet), a peer randomly selects a subset of peers in the communities acting as
request recipients. In Esteem, the choice of FC-Match is motivated by the fact
that the combined use of the kind and the degree of match between services is
useful both to reduce the complexity of matching and to implement the forwarding
policies that aim at keeping low the network overload (e.g., a peer forwards only to
semantic neighbors featured by high degree of match and whose services provide
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additional operations with respect to the local services, according to the kind of
match).

6.2 Example

We consider that the peer P needs to find nodes on the network providing services
for on-line drug ordering and purchasing. By invoking the Query Manager, a service
query Sq

1 is formulated as follows:

OPERATION: buyDrug

INPUTS: Kinin, Quantity

OUTPUTS: ShippingTime, Price

Firstly, peer P is interested in identifying which communities are able to satisfy
this service query. The peer P applies the routing-by-community mechanism and
compare the service query Sq

1 against the manifesto of each joined semantic com-
munity sc1, sc2, and sc3 by invoking the Ontology Matching module. According to
the obtained matching results, only the community sc1 is selected as Sq

1 recipient.
Peer P sends the query Sq

1 to peers B and peer G that are known to belong to
the semantic community sc1. On peers B and peer G the service query is matched
against the local service descriptions as shown in Fig. 10. Similarly, peer G forwards
the query to peer C since it knows that peer C is in the list of peers belonging to sc1
and obtained results are collected and sent back to peer P, where they are displayed
to the doctor through the Esteem demonstrator (see Fig. 11). Furthermore, as shown

p

Fig. 10 Community-based service discovery
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Fig. 11 Esteem demonstrator: service request results

in Fig. 10, peer P sets preferential links towards peer B and peer G on the basis of
received results, labeling them with matching information. In the same way, peer G
sets a preferential link towards the peer C.

Let suppose now that peer P formulates another service request Sq
2 to find a

service for drug ordering and shipping:

OPERATION: drugOrdering

INPUTS: Kinin, Quantity, Address

OUTPUTS: Price

The Peer P matches Sq
2 against the previous query Sq

1 and finds that
match(Sq

2,Sq
1) = Intersects and GSim(Sq

2,Sq
1) = 0.85. At this point peer P can

exploits the preferential links previously set to speed up service discovery over the
network. Peer P forwards Sq

2 to semantic neighbors (B and G) with respect to Sq
1.

Service query Sq
2 is matched against the service descriptions provided by the peer B

and the peer G and matching results are sent back to the peer P. According to the
minimal forwarding policy, since on peer G the query Sq

2 is only partially satisfied by
the service description provided locally (SG), but semantic neighbors of peer G (in
this example, peer C) do not add further capabilities with respect to those already
provided on peer G (Exact match), then the query Sq

2 is not further propagated.
The results are visualized as in Fig. 11.
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Fig. 12 Simulation results with variation of the network size: a Traffic b Recall

7 Experimental results

The evaluation of the Esteem platform has been performed at both system and user-
interface level.

System evaluation and comparison with existing approaches A dedicated evaluation
session has been specieically executed for each component of the Esteem architec-
ture. These tests were devoted to measure the performance of Esteem for what
concerns community formation and routing-by-community. In particular, the
routing-by-community mechanism has been compared with the Gnutella protocol
(The Gnutella Protocol 2001) and with the H-Link routing mechanism (Castano
and Montanelli 2007). The choice of Gnutella is due to the fact that this routing
protocol is well-known and it is frequently considered as a reference example.
The choice of H-Link is motivated by the need of a comparison with a content-
based routing approach enforcing the use of single-peer recipients. Moreover, both
Gnutella and H-Link are based on network overlays posed on top of an unstructured
P2P infrastructure, as for Esteem. In the evaluation, the Neurogrid P2P simulator7

has been employed. The evaluation is expressed in terms of generated traf f ic and
recall. By generated traffic, we mean the overall number of messages routed during
a complete simulation run. According to the classical definition of Information
Retrieval, recall is defined as the ratio of the number of relevant concepts retrieved
by an Esteem query to the total number of relevant concepts available in the
network. Detailed experimental results are provided in Catarci et al. (2007b). In the
following, we report a selection of the most interesting results.

The first test is devoted to measure scalability of Esteem and results are shown
in Fig. 12. In this test, the number of network nodes #nodes gradually grows in
the range [#nodes = 500, #nodes = 2,500]. The number of connections per node
are proportionally increased during the simulation, while the number of queries per
simulation is fixed and it corresponds to #queries = 1,000. This test highlights the
excellent behavior of the routing-by-community mechanism in terms of scalability.

7http://www.neurogrid.net/

http://www.neurogrid.net/
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The test shows that the traffic performance of both Gnutella and H-Link are affected
by the growing size of the network, while the traffic generated by routing-by-
community is stable due to the efficiency of shuffling-based communications within
semantic communities. Moreover, we want to stress that the better performance
of routing-by-community when compared with H-Link are also motivated by the
simulation of peer volatility during the experiment. To simulate the event of peer
disconnection that frequently occurs in real P2P sharing networks, a random subset
of the network peers was hidden at a certain step of the test. The disconnection
event of a peer negatively impacts on the performance of single-recipient routing
mechanisms like H-Link since new paths have to be discovered to replace those
previously learned and no more active. On the opposite, routing-by-community is
not affected by peer volatility since an Esteem community can be viewed as a virtual
peer that is persistently active in the system apart from the availability of the single
community members. Concerning recall, we observe that although both Gnutella and
H-Link outperform routing-by-community, the results of the Esteem approach are
very interesting on the whole. Indeed, if we consider both generated traffic and recall,
routing-by-community enforces a better trade-off than Gnutella and H-Link, since it
provides a stable recall value around 90% while requiring a low network traffic, at
the same time.

The second test is devoted to assess how the number of communities joined by
a peer impacts on the recall measures of routing-by-community. Results are shown
in Fig. 13. The test has been performed on a network with #nodes = 500 and by
varying i) the number of communities that each peer can join (i.e., #manifestos),
and ii) the total number of communities available (i.e., created) in the network (i.e.,
#communities). The experiment shows that by increasing the number of communities
that can be joined by a peer, the recall value also increases as a result. This is due to
the fact that the higher is the number of possible communities to join, the higher is
the likelihood of a peer to get reached by a query. However, the experimental results
also indicate that with #manifestos ≥ 15, the impact on the recall measure becomes
stable. Experimental results indicate that the #manifestos parameter should be set
to 20% of the #communities value for enforcing high recall measures.

User-interface evaluation We believe that the relevance/success of the Esteem
platform resides both in its functionalities and in its usability. In fact, since Esteem
is conceived for a wide range of users, most of which are non ontology-expert
users, the usability aspects must be considered as an essential requirement of the

Fig. 13 Recall simulation
results with variation in the
number of existing
communities
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system. The design phase of the demonstrator has been based on the results of an
initial interview posed to a sample personnel employed in diffferent Italian medical
structures. Subsequently, the Esteem demonstrator has been validated by a selected
group of doctors belonging to diffferent medical fields and with diffferent expertise.
These users have been recorded during their usage of the demonstrator and data
have been gathered with a think aloud method (Dix et al. 2003). After the experience,
a satisfaction questionnaire concerning both the research topics of Esteem and
the usability issues of the demonstrator has been submitted to the doctors. The
questionnaire results show that knowledge exchange between medical operators
with similar expertise (i.e., community-based knowledge exchange) is very positively
considered. The potentially interesting role of the Esteem project in improving the
communication based on Semantic Web technologies has been also stressed. Details
about the user-interface evaluation are reported in Catarci et al. (2007a).

8 Concluding remarks

In this paper, we have presented the Esteem platform for P2P semantic collaboration
based on collective knowledge emerging from peer semantic communities. Esteem is
the result of a national research project funded by the Italian Ministry of Education,
University, and Research. A key feature of Esteem is the preservation of the
autonomous and spontaneous nature of peer community formation while offering an
integrated approach to data and service discovery/sharing at the same time. Original
contributions of Esteem can be summarized as follows: i) the combination of a
shuffling-based communication mechanism with ontology matchmaking techniques
to enforce the construction of a semantic overlay network, ii) the definition of a
probe query approach for both data and service discovery in P2P systems, and ii)
the capability of incorporating information about the user’s context and the trust &
quality of data into the query answer and thus into the knowledge sharing process.

The positive feedback of the first Esteem evaluation, both in terms of satisfaction
and usability of the designed functionalities, encourages to continue working on
community-based P2P semantic collaboration. By relying on the research achieve-
ments of Esteem, new research directions are raising. In particular, we plan to work
on on-the-f ly data/service integration techniques specieically conceived for highly
dynamic scenarios where quality and context are essential system requirements.
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