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Abstract
The purpose of this research is to assess the impact of trust, when balanced with risk and benefit, on consumer intention to adopt
mobile payment systems. A research model is created to assess intent based on perceived trust, along with three antecedents –
privacy, security, and familiarity – and packaged with an extended valence framework that takes into account the opposing
notions of perceived risk and perceived benefit. Following a pilot study of 76 participants, data is collected from a survey of 234
respondents and is analyzed using consistent Partial Least Squares (PLSc). Results indicate that perceived benefit and perceived
trust are the most important influences on the intention to use mobile payment systems, and that the perceived risk of using
mobile payment systems has little or no impact on intention to use. The risk result is explained by motivational avoidance theory
and institutional dependence.
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1 Introduction

The ubiquitous penetration of mobile gadgets combined with
the unequivocal advances in wireless communications have
empowered a commonplace usage and commitment to mobile
technology and consequently, a substantial boon to
ecommerce, in particular, ecommerce facilitated by mobile
devices, or mobile commerce (mcommerce). Mobile devices
include smartphones, tablets, gaming consoles, fitness
trackers, smart watches, smart rings, bracelets, personal digital

assistants (PDAs), and e-readers, (Chin et al. 2020; Harris and
Patten 2014; Infineon n.d.; Jones 2018). Studies estimate
some 3.9 billion smartphones were used globally in 2016,
and this number will grow to 6.8 billion by 2022 (Ericsson
2017). Furthermore, with the availability of 5G in 2018, mo-
bile data traffic, which is driven by both the rising number of
smartphone subscriptions and the average data volume used
per subscription, grew 54% in Q1 2018 with Q4 2018
witnessing a staggering addition of 43 million subscriptions
(Jonsson et al. 2019). The various mobile apparatuses are not
only used for entertainment, social exchanges, and academic
pursuits, but have also become the predominant devices for
executing business transactions (Chin et al. 2020; Jones and
Chin 2015; Qasim and Abu-Shanab 2016), that is, for partic-
ipating in mobile commerce. The two key devices that are
propelling the mcommerce movement are smartphones and
tablets (Meola 2019). Consumer engagement in shopping
and purchasing using mobile devices, specifically feature-
rich smartphones and tablets, is predicted to grow to
$488.0 billion, or 44% of ecommerce, in 2024 (Meola
2019). Therefore, mobile commerce, and in particular, the
payment systems used to complete online and in-person trans-
actions, have become important topics of investigation for
both industry and academia (Gao et al. 2015).

A mobile payment is a regulated digital transaction that
takes the form of a cashless, checkless, physical credit card-
less payment made through a mobile device (Infineon n.d.). A
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mobile payment can be a credit card payment using a mobile
wallet, where consumers can securely store the bank details
associated with a debit card or one or more credit cards.
Instead of using a physical credit card, which can be lost or
stolen, credit card payment can be electronically made using
the consumer’s mobile device. A mobile payment can also
occur when transferring money between individuals. For ex-
ample, Venmo is very popular among college students be-
cause they can easily transfer money digitally to one another
for a shared pizza or other purchases. Additional examples of
popular mobile payment systems include Apple Pay, Google
Pay, Samsung Pay, and PayPal (Viswanathan 2018). Mobile
payments can occur in a variety of manners, such as paying at
restaurants with a smartphone, using a smart watch or bracelet
to pay at a vending machine, or transferring money to a friend
without having to use cash (Jones 2018; Pinola 2018).

There are multiple technologies that mobile payment
systems may use, such as near field communication
(NFC) payments, magnetic security transmission (MST)
payments, quick response (QR) code payments, and short
message service (SMS) based payments (Sorensen 2018).
NFC is a subset of radio frequency identification (RFID)
that works with an NFC chip in the personal device and an
NFC reader in the point-of-sale (POS) system (Cipriani
2015). MST works by sending encrypted data through a
magnetic signal to the POS swipe card reader, essentially
mimicking the swipe of a credit card (Cipriani 2015). MST
and NFC are both currently available with Samsung Pay,
but MST is not available on Apple Pay, Google Pay, or
PayPal. Both NFC and MST need the personal device to
be within a few inches of the POS in order to work, but
devices do not need to touch the POS. QR payments work
by scanning the merchant’s bank-issued QR code with a
personal device and entering the payment amount and per-
sonal identification number (PIN) (American Express n.d.).
QR is gaining popularity because merchants only need to
print their QR code and not invest in expensive technology
(American Express n.d.). SMS based payments work by
entering the correct information into a text message and
sending it to a vendor specific number (Cipriani 2015).
SMS payments began losing popularity as other technolo-
gies became more prevalent on smartphones (Cipriani
2015).

Consumers undergo an evaluation process, often sub-
consciously, when choosing a method of payment – cash,
check, credit card, debit card, or mobile payment. Given the
multitude of choices that are available to consumers, and
the wide assortment of backend technologies powering the
systems, each with varying security and privacy concerns,
it has become of paramount importance to investigate the
factors that sway consumers to adopt a mobile payment
system. This decision may be based on a risk assessment
of the technology (Kapoor et al. 2015), or a trust in the

vendor based on reputation (Harris and Chin 2016; Harris
et al. 2015), or another factor such as a familiarity with the
system or a perceived benefit of using the system.

The purpose of this research is to assess the impact of trust,
when balanced with risk and benefit, on consumer intention to
adopt mobile payment systems. Following a review of the
published literature relating to mobile technology, a trust-
based extended valence framework (EVF), adopted from
Kim et al. (2009), is further enhanced to create a unique con-
sumer decision-making model that incorporates privacy, se-
curity, and familiarity as antecedents to perceived trust and
risk. Furthermore, in addition to considering trust as previous-
ly defined in the extant literature, this study extends previous
work by incorporating motivational avoidance theory and in-
stitutional dependence (Shepherd and Kay 2012) from the
psychology literature as a component of consumer trust in
enigmatic circumstances, for example, when choosing to use
a mobile payment system to complete a transaction. A new
survey instrument is developed based on the multiple facets of
trust as identified in previous works, balanced with both the
assessment of risk and the perception thereof, and with the
potential for benefit. Following a pilot study of 76 partici-
pants, data is collected from a survey of 234 respondents
and is analyzed using consistent Partial Least Squares
(PLSc). Finally, we present our results followed by a discus-
sion on the research implications of our findings.

2 Previous Research

A review of the previous literature identified hundreds of pub-
lications relating to mobile payments, however, the majority
of these prior works did not investigate mobile payment adop-
tion. Three empirical studies recapitulated the previously pub-
lished body of works. The first study reviewed 73 mobile
payment manuscripts between 1999 and 2006 (Dahlberg
et al. 2008). In the second, Dahlberg et al. (2015) continued
with a follow-up summary of mobile payment research by
investigating another 188 studies between 2007 and 2014. In
both studies, the researchers did not focus on mobile payment
adoption by consumers, but instead investigated multiple cat-
egories of mobile payment research, one of which was adop-
tion. The first review found 14 adoption studies and concluded
that these studies were dominated by models based on the
Technology Acceptance Model (TAM), the Unified Theory
of Acceptance and Use of Technology (UTAUT), and
Diffusion of Innovation (DOI). In the second empirical re-
view, the authors reviewed 34 adoption studies and deter-
mined that while researchers continued to rely on TAM,
UTAUT, and DOI, they also started including Task-
Technology Fit (TTF) theory, the Theory of Reasoned
Action (TRA), and the Theory of Planned Behavior (TPB)
(Dahlberg et al. 2015). The authors concluded that studies
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after 2007 have failed to include innovative constructs and
suggested that researchers introduce new theories beyond
TAM and UTAUT for mobile payment adoption research
(Dahlberg et al. 2015).

The third empirical review (Harris et al. 2019) of mobile
payment studies identified 57 mobile payment adoption stud-
ies through 2018, 29 of which were published since 2014, the
end of the second empirical review mentioned above. Harris
et al. (2019) only included studies that used theoretical models
and hypotheses to investigate mobile payment adoption. The
most frequently employed theories across all years were
TAM, UTAUT/UTAUT2, and DOI. The first two continued
to be the recurrently used theories since 2014, again demon-
strating the need for new theoretical models in investigating
mobile payment adoption (Harris et al. 2019).

Our current research proposes the use of a trust-based ex-
tended valence framework, adopted from Kim et al. (2009),
that includes trust, risk, benefit, and intention. The model is
further enhancedwith the antecedents of privacy, security, and
familiarity. This model is further explained in the next section.
Our literature review only found a few other mobile payment
adoption studies that utilized a valence framework and none
like ours. There were quite a few differences in these models,
with most utilizing different theories and constructs, such as
TAM,UTAUT, and DOI. One was a study by Lu et al. (2011),
where they used DOI within the valence framework. They
found significant relationships within the valence framework,
with trust being more significant than risk. The researchers did
not investigate benefit, privacy, security, or familiarity.
Another valence framework mobile payment adoption study
was from Ozturk et al. (2017), where that authors investigated
negative and positive valence groups of constructs. Risk and
privacy concerns were negative valence constructs and
convenience and utilitarian value were positive valance
constructs. The researchers also investigated individual
differences. Results show significant relationships between
intent and privacy concerns, convenience, and utilitarian
value. However, the relationship between risk and intent was
not significant, which is unusual. Another study from Yang
et al. (2011) investigated a valance framework consisting of
negative valence risk constructs and positive valance benefit
constructs. This was not a risk/trust model and did not include
privacy, security, or familiarity. There was a significant rela-
tionship between risk and intention. Another study that uti-
lized the valence framework was from Guo and Waechter
(2017). Their model was a TAM hybrid model that investigat-
ed initial trust and was not a risk/trust model. The researchers
found a significant relationship between initial trust and per-
ceived benefit.

A study by Park et al. (2019) did not introduce their model
as a valence framework, but did contain the constructs risk,
trust, benefit, and intention. The researchers did not
investigate privacy, security, or familiarity, but instead

investigated moderating demographic variables gender,
income, age, and education. All results were significant
except benefit to intention, which was not significant.
Cocosila and Trabelsi (2016) also did not list their model as
a valence framework, but utilized constructs grouped as gain
constructs and cost constructs. The researchers integrated per-
ceived risk into perceived value. The model did not investi-
gate trust, but it did find significant relationships between
overall risk and integrated value risk and also between inte-
grated value risk and intention. No valence framework study
we found considered motivational avoidance or institutional
dependence, as in our study.

We found other studies that investigated risk and trust in
relation to the intention to adopt mobile payments. A study
from Slade et al. (2015) found positive relationships be-
tween trust and risk, risk and intention, but not trust and
intention. These findings contradict most research that
includes trust. In another study, Khalilzadeh et al. (2017)
investigated risk, trust, and security in an UTAUT model
and found significant relationships between all three con-
structs and intention. Liébana-Cabanillas et al. (2014) used
a TAM model to investigated risk and trust and found both
had significant relationships with intention. A relationship
between risk and trust was not tested. In other research from
Liébana-Cabanillas et al. (2014), the researchers investigat-
ed risk and trust and found they have significant relation-
ships between each other. Also, risk had a significant rela-
tionship with intention, but the relationship between trust
and intention was not investigated.

Beyond the studies that used valence frameworks, we
found other studies that used one or more of our antecedents
of privacy, security, and familiarity. Familiarity was not
found in any other mobile payment adoption study, but
one study investigated similarity (Cao 2017). The authors
defined similarity as “the degree to which mobile and PC-
based online payments are perceived as similar in several
dimensions, such as function and operation.”Our definition
of perceived familiarity refers to “the consumer being com-
fortable with conducting transactions through a mobile pay-
ment system.” This implies the consumer is comfortable
with dimensions such as function and operation and, thus,
we see these constructs as analogous. In their study, per-
ceived similarity was found to have a significant relation-
ship with trust (p < .05).

Privacy is not a common construct in mobile payment
adoption research and is often seen as a component of risk
and not often investigated with trust. In one study, Yang
et al. (2011) investigated perceived privacy risk in relation
to acceptance intention. Perceived privacy risk is a part of
the uncertainty-risk-value framework and was found to
have a significant relationship with acceptance intention.
Security was not investigated. In another example,
Morosan and DeFranco (2016) investigated privacy and
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mobile payment adoption through two different constructs.
Specific privacy measured a consumer’s concern about
their personal information while using NFC mobile pay-
ment and was found to have a significant relationship with
intention. General privacy measured a consumer’s general
concern about their personal information and was found to
not have a significant relationship with intention. In another
study, Thakur (2014) investigated privacy risk as an ante-
cedent of perceived risk and found it to be significant. The
study did not investigate trust. Another study mentioned
earlier that used a valence framework, but not trust, found
that privacy risk had a significant relationship with inten-
tion (Ozturk et al. 2017).

The construct security was more abundant in studies
than privacy and familiarity, but none were found that
investigated security in a valence framework. Morosan
and DeFranco (2016) investigated perceived security in re-
lation to NFC specific privacy and intention. The
relationship with NFC specific privacy was significant,
but the relationship with intention was not significant. In
another study, Thakur (2014) investigated perceived
security and perceived risk and found the relationship
between them to be significant. Zhou (2011) investigated
perceived security and found it to have a significant rela-
tionship with trust. Trust was also found to have a signifi-
cant relationship with intention. In addition, multiple other
studies were found that demonstrated significant relation-
ships between security and intention (Di Pietro et al. 2015;
Aydin 2016; Oliveira et al. 2016; Liébana-Cabanillas et al.
2014; Yang and Lee 2016).

Overall, no study was found that utilized the trust/risk-
based valence framework as we propose with the anteced-
ents of familiarity, privacy, and security. We also found no
studies in the information systems literature that considered
motivational avoidance and institutional dependence as a
component of trust. A few valance framework papers were
found that investigated mobile payment adoption, but those
frameworks utilized different theories, base-models, and
antecedents. Most works included the construct of risk; all
but one study found risk to have a significant relationship
with intention (Ozturk et al. 2017). For our antecedents, the
use of familiarity was not found, but an analogous use of
similarity was found and had a significant relationship with
trust. Privacy was mentioned in a few studies, but most
studies did not investigate privacy. In general, privacy
was found to have significant relationships with perceived
risk and intention. Security was found in more studies than
familiarity and privacy and typically had significant
relationships with perceived risk and intention. Based on
our literature review, we believe that our proposed model
fits the statement from Dahlberg et al. (2015) in their call
for new research that utilizes new theoretical ways to inves-
tigate mobile payment adoption.

3 Theoretical Background

The explosive saturation and subsequent omnipresence ofmo-
bile technology, or mTechnology as coined in (Chin et al.
2018), amalgamated with the tremendous burgeoning of util-
itarian mobile apps, or mApps, that ease and expedite the
performance of routine tasks and provide ready access to en-
tertainment has entrenched a prodigious customer base. New
retail channels, which are often devoid of a traditional brick-
and-mortar presence, have necessitated a need for mobile pay-
ments in lieu of physical payment mediums, such as cash or
cards, combined with geographic proximity. The massive pro-
liferation of mobile phones has resulted in these devices serv-
ing as ideal conduits and enablers of mobile payment systems
(Chin et al. 2020). For example, mobile phones can be used to
send an SMS to execute a mobile payment and have the
charge appear on a customer’s phone bill (Menke and de
Lussanet 2006) or can be used to execute an electronic pay-
ment using traditional means such as a bank account or a debit
or credit card (Mallat 2007).

While disclosing personal information using this new me-
dium for payment can be disconcerting to consumers and may
serve as somewhat of a deterrent for engagement (Dinev and
Hart 2006; Groß 2016), eCommerce sales have continued to
rise. Consumers are cognizant, at least at some conscious lev-
el, of the plethora of risks that are a component of eCommerce
but realize that they cannot anticipate and mitigate all of these
risks (Groß 2016). A calculus of a cumulative antecedent to
information disclosure, where the consumer must balance
multiple criteria including perceived risk, institutional norm,
personal beliefs and trust, with anticipated benefit, to then
settle on a paradoxical choice has been identified in previous
works (Dinev and Hart 2006; Culnan and Armstrong 1999;
Laufer andWolfe 1977). The extant literature includes numer-
ous studies focused on predicting human behavior, particular-
ly in the context of a trust-risk relationship (Gu et al. 2016;
Hassoy et al. 2013; Hillman and Neustaedter 2016; Qiu et al.
2013; Yan et al. 2013). Consumers choose to participate in
eCommerce, facilitated by mobile payments, intrinsically as-
suming some level of institutional dependence and subsequent
personal protection, as mobile payments provide numerous
benefits including expediency in purchasing.

In the present research, our theoretical model draws from
the theory of reasoned action to understand user tendencies to
adopt mobile payment systems. Furthermore, we apply the
theory of motivated avoidance of sociopolitical information
to better explain the results of the theoretical model. We con-
tribute to the established body of knowledge by evaluating the
impact of trust –with the antecedents of privacy, security, and
familiarity – balanced with risk and benefit as antecedents to
consumer intent to adopt mobile payment systems.

The theory of reasoned action (TRA) (Fishbein and Ajzen
1975) posits that behavioral intentions are the immediate
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antecedents to actual behavior and are influenced by beliefs
about the likelihood that performing a particular behavior will
lead to a specific outcome (Madden et al. 1992). That is, the
TRA addresses the relationship between an individual’s atti-
tudes, subjective norms, and perceived behavioral control as
constructs that influence intentions. At its core, the theory
assumes that human beings are rational and make rational
choices based on the information that they have available to
them. The TRA suggests that the best immediate determinant
of a person’s actual behavior is the person’s intent, which is
the cognitive representation of readiness to perform a given
behavior (Ajzen and Fishbein 1980). The theory of planned
behavior (TPB) (Ajzen 1991), an extension to the TRA, has
been extensively utilized in the literature to model intentions
to engage in a behavior and to study intentions in order to
predict behavior under various scenarios.

Relying on the TRA as the theoretical foundation, Kim
et al. (2009) developed the extended valence framework
(EVF), a risk- and trust-based consumer decision-making
model, as shown in Fig. 1. The EVF integrates the TRA-
based trust building model (TBM) (McKnight et al. 2002)
and the valence framework (Goodwin 1996) to explain pur-
chase intention, in particular as it pertains to eCommerce, as
an immediate precursor to actual purchase behavior.

The TBM posits that trusting beliefs (in the competence,
benevolence, and integrity of the vendor) lead to trusting in-
tentions (making oneself vulnerable to the vendor), which in
turn influence trust-related behaviors (McKnight et al. 2002).
That is, trust is a direct precursor to intention. The valence
framework, derived primarily from the economics and psy-
chology literature, has been used by game theorists and mar-
ket researchers to understand behaviors that incorporate the
simultaneous perception of risk and benefit (Peter and
Tarpey 1975). Perceived risk and perceived benefit are funda-
mental aspects of consumer decision-making. In this dichoto-
mous relationship, consumers are motivated to minimize the
negative facets of risk while maximizing the positive facets of
benefit. This yields a perceived value from the activity, or net
valence, which is computed as the difference of the attributes
of risk and the attributes of benefit.

To better understand the results of the theoretical model,
we turn to Shepherd and Kay (2012) and their theory of

motivated avoidance of sociopolitical information, which is
based on system justification theory (Jost and Banaji 1994)
and the subsequent compensatory control theory (Kay et al.
2008). Shepherd and Kay (2012), invoking cognitive disso-
nance theory, argue that “to the extent that people increasingly
trust or justify the legitimacy of an authority to cope with their
dependence on it, they should be motivated to avoid informa-
tion that could potentially rupture this trust” (Shepherd and
Kay 2012).

Using three distinct hypothetical scenarios, Shephard and
Kay (2012) show that when feeling overwhelmed and un-
knowledgeable about significantly alien subject matter, rather
than foraging for additional information, consumers are likely
to increase their dependence on the institutional authority
governing a system, which in turn increases their level of trust
in the systems that they are using and in the institution
(McKnight et al. 2002; Suh and Han 2003; Kim and
Prabhakar 2004). Furthermore, given this established trust,
consumers inherently resist any new data that could weaken
their trust in the institution, and they actively avoid new infor-
mation about complex topics. Our increasing dependence on
device manufacturers, software vendors and government
agencies to guarantee our security leads us from dependence
on these entities to a psychological acceptance of blind trust in
these entities and a convenient relinquishment and amotivated
avoidance of individual duty for ensuring safety when issuing
a mobile payment (Chin et al. 2016).

The theory of motivated avoidance was operationalized in
Chin et al. (2018) to explain user acquiescence when
downloading mApps. However, it has never previously been
applied to mobile payment systems, and in particular, to the
intent of consumers to participate in a mobile payment system.
The theoretical propositions of motivational avoidance can be
used to rationalize the psychological inclinations of
complacency toward security when originating a mobile
payment transaction. The Shepherd and Kay (2012) model
describes a behavioral path beginning with a “psychological
discomfort associated with epistemic uncertainty.” With the
myriad of options now available for mobile payments, includ-
ing for example, Apple Pay, Google Pay, Samsung Pay and
PayPal, and the multitude of vendors that are readily equipped
to accept such payments, submitting an electronic transfer of

Trust Intent

Risk

Benefit

Purchase

(-) (-)

(+)

(+)(+)

(+)

Fig. 1 Extended Valence
Framework (EVF) from Kim
et al. (2009)
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funds has come in vogue and its efficiency incontrovertible in
spite of the fact that the technical aspects and the intricate web
of processes that must transpire when utilizing a mobile pay-
ment remains a source of perplexity and uncertainty for most
individuals (Chin et al. 2018). Individually mastering and
disentangling the multifarious issues associated with securing
one’s mobile payments is a complex and arguably insur-
mountable activity, and the associated anxiety from the inabil-
ity to decipher and process information particulars leads indi-
viduals to “simply outsource personal responsibility to sup-
posed qualified others” (Shepherd and Kay 2012). The dom-
inating desire and expectation for the resulting benefit – an
increase in personal productivity or personal pleasure – then
prevails over the notions of perceived risk in favor of an im-
plicit assumption of institutional dependence.

Trust is a key underlying element of any transactional ac-
tivity, where trust can be broadly defined as “the willingness
of one party (trustor) to depend or rely on the actions of an-
other party (trustee) (Bisdikian et al. 2014).” Users are unable
to establish indisputable and absolute trust when processing a
mobile payment but are unwilling to succumb to the fears of
risk and uncertainty to the extent of disengaging from an on-
line transaction, and therefore, are willing to accept depen-
dence on institutions, institutional norms and processes for
their safety. That is, it becomes reasonable to trust the device
manufacturers and software companies to fortify our devices
and safeguard us against risk, in effect tempering our need for
security awareness and actual security behavior. For example,
users rely on the seller feedback rating on eBay, and they are
more likely to purchase an item, especially a large ticket item,
from a seller with a high number of positive ratings rather than
from a seller with low feedback or consistent negative ratings

(Masclet 2012; Yan et al. 2012). Individuals are unable to
personally investigate each seller, and therefore, delegate the
establishment of trust to eBay, creating a personal dependence
on this institution and its filtering protocols. Similarly, in is-
suing a mobile payment, consumers place their trust in
established eTailers including Apple, Google, and PayPal,
for example. In so doing, the fears of the potential invasion
of personal privacy, the resulting threats to security, and other
possible negative ramifications resulting from generating a
mobile payment are relegated to obscurity in favor of a reli-
ance on trust in these institutions.

4 Research Model and Hypotheses

We base our research model to assess the impact of trust on
the intent to adopt mobile payment systems on multiple relat-
ed models previously published in the recent literature. Harris
et al. (2016) developed a research model to evaluate several
antecedents to trust when investigating consumer intention to
install mobile applications, including perceived security, per-
ceived reputation, familiarity, and desensitization (see Fig. 2).
They concluded that only perceived security and familiarity
were significant to perceived risk and perceived trust. While
perceived benefit was included in their model, it was not
linked to perceived trust. Chin et al. (2018) extended Trust-
to-Risk and Risk-to-Trust unidirectional models from Kim
and Koo (2016) to construct a bidirectional model between
trust and risk as indicators of intention to install mobile appli-
cations (see Fig. 3). In this model, privacy was independently
evaluated as an antecedent to risk while security was indepen-
dently evaluated as an antecedent to trust. Risk and trust were

Fig. 2 Reduced research model
from Harris et al. (2016)
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hypothesized to have a significantly negative relationship with
each another, however, this was not supported by their data.
The effect of perceived benefit was not considered in this
model.

Kim et al. (2009) proposed an Extended Valence
Framework (EVF) which incorporates both risk and benefit
into the research model (see Fig. 1), and valence is the sub-
jective value, attachment or preference that each individual
attributes to a reward. The valence framework stemming from
economics and psychology literature (Goodwin 1996) has
been used to better understand the decision-making process
where the perception of risk is offset with the expectation of
benefit (Kim et al. 2009). That is, consumers are motivated to
engage in transactions that minimize risk of loss or failure and
at the same time, are motivated to accept actions that will
maximize potential gain or benefit. Peter and Tarpey (1975)
consider perceived risk/cost and perceived benefit as two fun-
damental aspects of decision-making. Risks and costs are de-
fined as a seller’s belief about the potential uncertain negative
outcomes from an online transaction. Benefits are defined as a
seller’s belief about the extent to which the seller will become
better off from an online transaction through a certain website.
According to the theory, a net positive valence, i.e. a situation
where benefits exceed the costs, should result in a higher
positive behavioral intention. In the context of the intent to
use a mobile payment system, valence is computed as the
difference between the perceived risk in engaging in a mobile
payment transaction – for example, loss of privacy – and the
perceived benefit – for example, the convenience – of such
participation. If the risk outweighs the benefit, the valence is
negative whereas benefit prevailing over risk results in a pos-
itive valence. Given this simultaneous tug-of-war of positive
versus negative, the valence framework assumes consumers
will opt to maximize the net valence in an action (Kim et al.
2009; Peter and Tarpey 1975).

In developing our research model, we logically coalesce
these previously published frameworks to facilitate a robust
examination of consumer intention to purchase online goods/
services and extend them to investigate consumer intent to
adopt mobile payment systems. The reduced, refined model
in Harris et al. (2016) included two antecedents to perceived
risk, namely, perceived security and familiarity. The authors
elected to include both security and privacy as components of

their security antecedent rather than creating two distinct an-
tecedents to represent these important factors. While combin-
ing privacy and security is commonplace in the research liter-
ature (Harris et al. 2016; Amoroso and Magnier-Watanabe
2012; Schierz et al. 2010; Mallat 2007; Albashrawi and
Motiwalla 2019), we believe that privacy and security should
be modeled as two distinguishable antecedents in order to
garner a better understanding of their unique relationship with
trust and risk. This notion is consistent with multiple previous
works that have separated privacy and security into two dis-
tinct terms (Sicari et al. 2015; Pearson 2013; Chin et al. 2012;
Bélanger et al. 2002; Ismagilova et al. 2020). Next, we extend
the model in Chin et al. (2018), where privacy is considered
only as an antecedent to risk with no direct relation to trust, to
serve as an antecedent to both risk and trust. While Kim et al.
(2009) propose the EVF to show consumer decision making
as it pertains to executing purchases in the online space, we
employ EVF in two different ways. First, we investigate fac-
tors that input into the EVF. That is, as a logical precursor to
evaluating consumer decision-making based on the net va-
lence of risk and benefit as indicators of intent, we position
the three antecedents of privacy, security, and familiarity as
factors that influence trust. Second, we capture the paradoxi-
cal relationship between risk and benefit using the EVF in the
context of consumer decision making to adopt mobile pay-
ment systems. All constructs, antecedents, and related hypoth-
eses of our research model are detailed in Fig. 4.

4.1 Intention to Use

Previous theoretical research has demonstrated that a con-
sumer’s intention is a significant predictor of their actual be-
havior (Taylor and Todd 1995; Venkatesh et al. 2003; Pavlou
2003; Kim et al. 2008; Shin 2009; Yang 2013). In mobile
payment adoption research, Shin (2010) found that the inten-
tion to adopt a mobile payment system had a significant rela-
tionship with actual adoption. Therefore, in our research, a
consumer’s intention to adopt a mobile payment system is
seen as a significant predictor of their actual adoption of such
a system.

4.2 Perceived Risk

Researchers have identified many different variants of risk.
For example, Jacoby and Kaplan (1972) identified seven types
of risks: financial, performance, physical, psychological, so-
cial, time, and opportunity cost risk. Kim et al. (2008) identi-
fied information risk as associated with transaction security
and privacy. In studying the adoption of a mobile payment
system, perceived risk is best aligned with financial risk and
information risk, where perceived risk is defined as a con-
sumer’s “subjective expectation of suffering a loss in pursuit
of a desired outcome (Warkentin et al. 2002).” Pavlou (2003)
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and Kim et al. (2008) found that perceived risk had a negative
effect on the intention to conduct ecommerce transactions.
However, Wu and Wang (2005) found that perceived risk
had a significantly positive effect on the intention to use cer-
tain services, including for example, eGovernment services
(Bélanger and Carter 2005). Looking more specifically at mo-
bile payment adoption research, Shin (2010) used a hybrid of
the Technology Acceptance Model (Davis 1989) and found
that perceived risk had a significant negative relationship with
intention. In other mobile payment adoption research, Lu et al.
(2011) also found that perceived risk had a significant nega-
tive relationship with intention. In research investigating mo-
bile application installation and online purchases, researchers
discovered significant negative relationships between per-
ceived risk and intent Harris et al. 2016; Kim et al. 2008;
Pavlov and Gefen 2004). Thus, we propose (see Fig. 4) that:

Hypothesis 1A consumer’s perceived risk negatively affects a
consumer’s intention to use mobile payment systems.

4.3 Perceived Trust

When using mobile payment systems to make purchases and
transfer money, there is a level of risk that the consumer must
consider, such as losing their personal funds. To combat risk, a
consumer may rely on trust in the merchant. For example, an
inverse relationship is expected where a consumer may per-
ceive less risk if they have increased trust, such as performing
transactions through a trusted provider. The more a consumer
trusts their mobile payment platform, the less risk they will
perceive, and the more intent they will have to adopt the plat-
form. These relationships have been demonstrated in multiple
studies in mobile payment adoption, where results have
shown that trust had a significant positive relationship with
the intention to adopt mobile payment systems (Shin 2009,
2010; Matemba et al. 2018). It has also been shown that trust

has a significant negative relationship with perceived risk
(Khalilzadeh et al. 2017; Slade et al. 2015; Liebana-
Cabanillas et al. 2014). In the EVF, Kim et al. (2009) assume
that in addition to directly effecting the intention to make an
online purchase, trust indirectly effects intent through its two
mediators, perceived risk and perceived benefit.

The benefit a consumer receives from adopting a mobile
payment system can come in various forms. The relationship
between trust and benefit is rarely researched (Kim et al.
2009). Kim et al. (2009) argue that consumers can receive
benefits from using trusted services, such as cost savings, time
savings, convenience, and ease of use. Gao and Waechter
(2017) and Kim et al. (2009) investigated this relationship
and found the relationship was significantly positive.
Therefore, we propose the following hypotheses (see Fig. 4):

Hypothesis 2 A consumer’s perceived trust positively affects
the consumer’s intention to use Mobile Payment Systems.

Hypothesis 3 A consumer’s perceived trust positively affects
the consumer’s perceived benefit of Mobile Payment
Systems.

Hypothesis 4 A consumer’s perceived trust negatively affects
the consumer’s perceived risk of Mobile Payment Systems.

4.4 Perceived Benefit

Perceived benefit is defined as the extent to which a consumer
believes he or she will benefit from adopting a mobile pay-
ment system. Potential consumer benefits of using mobile
payment systems may include cost savings, time savings,
and convenience. Benefit in the valence framework works in
contrast with perceived risk. While perceived risk discourages
online activity, perceived benefit encourages consumers to
engage in online transactions. Consumers perceive both
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negative and positive attributes in making a decision (Kim,
Ferrin, and Rao 2008). As perceived benefit increases, it is
expected that the intent to adopt will increase.

De Kerviler et al. (2016) investigated this relationship and
the results indicate a positive significant relationship. In other
research, Harris et al. (2016) investigated factors that impact
the installation of mobile apps and found that benefit had a
significant positive relationship with intent to install. In online
purchasing research, Kim et al. (2008) also found a significant
positive relationship. Accordingly, we propose the following
hypothesis (see Fig. 4):

Hypothesis 5 A consumer’s perceived benefit positively af-
fects a consumer’s intention to use mobile payment systems.

4.5 Perceived Privacy

A consumermay beworried that mobile payment systems will
collect and share their personal information with other entities
(Keith et al. 2015), violating their privacy. The lack of privacy
and security in online transactions, including the breach of
personal data and the insecure transfer of financial data, con-
tinues to hinder the adoption of ecommerce (Quelch and Klein
1996; Aldás-Manzano et al. 2009). In our research, we expect
that as privacy concerns increase, perceived trust will decrease
and perceived risk will increase. Contrarily, as perceived pri-
vacy concerns decrease, perceived trust will increase and per-
ceived risk will decrease.

No prior mobile payment adoption studies were found that
measured the influence of perceived privacy concern on per-
ceived risk or trust. However, other research has demonstrated
that as privacy concerns decrease, perceived trust increases
and perceived risk decreases. (Aloudat et al. 2014; Currás-
Pérez et al. 2013; Kim et al. 2008). Therefore, we posit (see
Fig. 4) that:

Hypothesis 6 A consumer’s perceived privacy concern nega-
tively affects the consumer’s perceived trust of mobile pay-
ment systems.

Hypothesis 7 A consumer’s perceived privacy concern posi-
tively affects the consumer’s perceived risk of mobile pay-
ment systems.

4.6 Perceived Security

Perceived security is “the subjective probability with which
consumers believe that their personal information will not be
viewed, stored, and manipulated during transit and storage by
inappropriate parties in a manner consistent with their confi-
dent expectations” (Flavian et al. 2006). Even more important
than the actual security measures that are in place is the con-
sumer’s own perceptions of achieved security that mainly

influences trust and intention (Chellappa and Pavlou 2002).
Given that successful electronic transactions require the shar-
ing of personal and financial information, concerns over the
security of this information and its protection from unautho-
rized interception and fraudulent use have become paramount,
especially in light of the recent data security breaches from
compromised corporate systems, including that of Target and
Home Depot. A consumer’s perceived security refers to their
perception that themobile payment systemwill provide secure
transactions. For example, consumers want to know their fi-
nancial accounts are secure, data is protected, and payments
go to the correct parties for the correct amounts. It is expected
that as perceived security increases, trust will increase and risk
will decrease.

In mobile payment research, several researchers have
found that perceived security had a significant positive rela-
tionship with trust (Khalilzadeh et al. 2017). However, most
mobile payment adoption research used TAM and UTAUT/
UTAUT2 models, so no studies were found that investigated
perceived security and perceived risk. In other research, per-
ceived security was found to have a positive relationship with
trust and a negative relationship with risk (Harris et al. 2016;
Kim et al. 2008). Thus, we propose the following hypotheses:

Hypothesis 8 A consumer’s perceived security positively af-
fects the consumer’s perceived trust of Mobile Payment
Systems.

Hypotheses 9 A consumer’s perceived security negatively
affects the consumer’s perceived risk of Mobile Payment
Systems.

4.7 Perceived Familiarity

Alba and Hutchinson (1987, p. 411) define familiarity as “the
number of product-related experiences that have been accu-
mulated by the consumer.” In the context of ecommerce, a
consumer’s perceived familiarity refers to the consumer being
comfortable with conducting transactions through a mobile
payment system. Consumers that are successful and satisfied
with this process are likely to engage in the process again. The
more familiar consumers are with the successful process, the
more they expect the vendors to continue to honor their obli-
gations; thus, consumers may feel more comfortable with the
overall process (Kim et al. 2008; Harris et al. 2016) and, thus
have an increased perception of trust and a reduced perception
of risk.

Previous research literature has studied familiarity in the
context of consumer behavior, where it has been shown that
familiarity affects consumer decision making and is thus a
central construct with which to explain consumer choices
(Park and Lessing 1981; Johnson and Russo 1984; Rao and
Monroe 1988). Several prior studies have examined the
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effects of familiarity on consumer behavior and intentions
(Coupey et al. 1998; Arora and Stoner 1996). Previous re-
search has found that familiarity has a positive relationship
with perceived trust (Gefen 2000) and a negative relationship
with perceived risk (Kim et al. 2008; Harris et al. 2016;
Miyazaki and Fernandez 2001). Thus, we posit the below
hypotheses (see Fig. 4):

Hypothesis 10 A consumer’s perceived familiarity positively
affects the consumer’s perceived trust of Mobile Payment
Systems.

Hypothesis 11 A consumer’s perceived familiarity negatively
affects the consumer’s perceived risk of Mobile Payment
Systems.

5 Data Collection

A survey questionnaire was used to collect data. The survey
was administered online using Qualtrics and was designed to
measure the antecedent predispositions of consumers, includ-
ing their perception of the security of mobile payment sys-
tems, their perception of the degree to which the system will
protect their privacy, and their familiarity with mobile pay-
ment systems. The survey assessed their perception of risk
involved in using mobile payment systems as well as their
trust in the systems. In addition, user perceptions of the ben-
efits of using the system was measured, along with their in-
tention to use mobile payment systems. Finally, the survey
collected basic demographic information.

Measurement scales from previous research were adapted
for the present study. In particular, the measures of perceived
security and perceived privacy were adapted from similar
measures used by Kim et al. (2008). The measures of famil-
iarity were adapted from Gefen (2000). Perceived risk mea-
sures were adapted from Pavlou and Gefen (2004). The indi-
cators of trust were adapted from Pavlou and Gefen (2004)
and Nicolaou and McKnight (2006). Indicators of benefit
were adapted from Kim et al. (2008), along with new items
constructed for this study. Measures of intention to use were
adapted from Kim et al. (2008) and Pavlou and Gefen (2004).
All attitude items were measured with a seven-point Likert
scale ranging from “strongly disagree” to “strongly agree.”
Appendix contains details on the questions used to measure
the constructs as well as descriptive statistics for the measures.

Prior to administering the formal survey, a pilot study was
conducted using the online survey instrument with 76 infor-
mation technology students at a large southeastern research
university. The resulting construct reliabilities as measured
by Cronbach’s alpha were all greater than 0.70; therefore, no
changes to the measurement items were made.

Following the pilot study, invitations to participate in this
research study were sent by email to students enrolled in busi-
ness technology classes at two large public research universi-
ties in the southeastern United States. The invitations were
sent by the instructors of the classes. Several rounds of invi-
tations were sent during the academic semester. The final
number of students who agreed to participate was 234.

As shown in Tables 1 and 62.4% of the respondents were
male and 37.6% were female. The ages of the participants
ranged from 18 to 66, with a mean of 22.38, which is consis-
tent with the survey being administered to college students.
While 50% of the respondents identified their ethnicity as
“white, not Hispanic,” 22% indicated they were African
American, 13% were Asian, 5% were Hispanic or Latino,
and 9% were of other ethnicities; 1% of the respondents pre-
ferred not to specify their ethnicity. The majority of the re-
spondents were undergraduate students enrolled in a business
major, including information systems.

6 Results

The construct reliability of the measures was evaluated first by
examining the convergent validity of the measurement items.
As shown in Table 2, all of the item loadings are greater than
0.708, indicating adequate shared variance between the items
and their constructs (Hair, et al. 2019). Reliability measures
for the latent variables in the model are shown in Table 3.
Values for Chronbach’s alpha all exceed 0.70 and range from
0.828 to 0.919. Composite reliabilities all exceed 0.80 and
range from 0.826 to 0.920. Likewise, all measures of the av-
erage variance extracted (AVE) are greater than 0.50, ranging
from 0.617 to 0.850.

The discriminant reliability of the measures was evaluated
by examining the loadings of the indicators on their constructs
compared to their loadings on other constructs. As seen in
Table 3, all indicators loaded at or above the cutoff value of
0.70, and the loadings of each indicator on its construct were
well above 0.10 higher than their loadings on other constructs.

Table 1 Respondent
demographics Gender n %

Male 146 62.4

Female 88 37.6

Ethnicity

White 117 50.0

African American 52 22.2

Asian 31 13.2

Hispanic 11 4.7

Other 20 8.5

Not specified 3 1.3
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Table 2 Item loadings and
reliability measures Construct Item Standardized

Loading

Cronbach’s

Alpha

Composite Reliability AVE

1. Perceived Security 1.1 0.806 0.891 0.899 0.730

1.2 0.804

1.3 0.946

2. Perceived Privacy 2.1 0.920 0.883 0.880 0.711

2.2 0.816

2.3 0.788

3. Familiarity 3.1 0.923 0.909 0.909 0.770

3.2 0.867

3.3 0.839

4. Perception of Risk 4.1 0.893 0.899 0.900 0.750

4.2 0.797

4.3 0.905

5. Perception of Trust 5.1 0.920 0.828 0.826 0.617

5.2 0.705

5.3 0.712

6. Perception of Benefit 6.1 0.870 0.919 0.920 0.793

6.2 0.858

6.3 0.941

7. Intention to Use 7.1 0.917 0.955 0.955 0.877

7.2 0.927

Table 3 Measurement item
crossloadings Indicator Perceived

Security
Perceived
Privacy

Familiarity Perception
of Risk

Perception
of Trust

Perception
of Benefit

Intention
to Use

1.1 0.806 -0.104 0.204 -0.228 0.527 0.429 0.431

1.2 0.804 -0.045 0.194 -0.189 0.541 0.371 0.467

1.3 0.946 -0.185 0.287 -0.246 0.627 0.535 0.722

2.1 -0.128 0.920 -0.039 0.403 -0.272 -0.144 -0.125

2.2 -0.099 0.816 -0.135 0.334 -0.274 -0.205 -0.149

2.3 -0.113 0.788 -0.116 0.324 -0.263 -0.167 -0.124

3.1 0.296 -0.148 0.923 -0.074 0.359 0.408 0.532

3.2 0.226 -0.082 0.867 -0.008 0.344 0.406 0.509

3.3 0.184 -0.059 0.839 -0.037 0.33 0.340 0.442

4.1 -0.216 0.393 -0.082 0.893 -0.171 -0.004 -0.145

4.2 -0.212 0.330 -0.006 0.797 -0.142 -0.076 -0.133

4.3 -0.246 0.369 -0.029 0.905 -0.155 -0.028 -0.155

5.1 0.647 -0.275 0.356 -0.212 0.920 0.413 0.567

5.2 0.429 -0.261 0.295 -0.055 0.705 0.384 0.444

5.3 0.463 -0.217 0.268 -0.139 0.712 0.401 0.414

6.1 0.454 -0.173 0.351 -0.035 0.463 0.870 0.537

6.2 0.459 -0.192 0.402 -0.049 0.429 0.858 0.550

6.3 0.489 -0.176 0.419 -0.024 0.459 0.941 0.612

7.1 0.590 -0.155 0.518 -0.126 0.545 0.600 0.917

7.2 0.593 -0.134 0.523 -0.181 0.581 0.574 0.927
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The heterotrait-monotrait matrix was also used to eval-
uate the discriminant validity of the indicators. As shown
in Table 4, all the values are well less than 0.85 (Henseler
et al. 2014), indicating adequate discriminant validity.
Common method bias was examined with Harman’s sin-
gle factor test (Harman 1976; Podsakoff et al. 2003),
which indicated that a single factor accounted for less
than 35% of the total variance of the measures.

The model was estimated with consistent partial least
squares (Dijkstra and Henseler 2015) using SmartPLS
3.2.7 (Ringle et al. 2015). Bootstrapping was used to cal-
culate confidence intervals. See Park et al. (2019) for a
succinct discussion of the use of partial least squares in
information systems research. The structural model was
evaluated by examining the direction and significance of
the hypothesized relationships as described in the previ-
ous section.

The results of the hypothesis testing are shown in
Fig. 5 and summarized in Tables 5, 6 and 7. R2 values
indicate moderate to strong explanatory power of the en-
dogenous variables, and the values of Q2 are mostly con-
sistent with the values of R2 (Hair et al. 2019). In partic-
ular, the Q2 value for intention to use mobile payments
was the largest of all endogenous variables. Our research
model accounted for some variability in the respondents’
perceived risk (adjusted R2 = 0.233) and their perception
of benefit (adjusted R2 = 0.256) from mobile banking sys-
tems. In addition, our model accounted for substantial
variability in perceived trust (adjusted R2 = 0.536) and
the intention to use these systems (adjusted R2 = 0.524).

Looking at the path coefficient statistics in Table 6, the
f = values of f2 are consistent with the t values, and the
variance inflation factor values are all below 3.0, indicat-
ing little threat to the results from collinearity (Hair et al.
2019).

Hypothesis 1 was not supported; although the relation-
ship was in the predicted direction, it was not statistically
significant (t = 1.516, p = .130). Hypothesis 2 was sup-
ported, as the consumers’ perceived trust positively

affects their intention to use mobile payment systems
(t = 4.801, p < .001). Hypothesis 3 was supported, as per-
ceived trust positively affects perceived benefit (t = 9.164,
p < .001). Hypothesis 4 was not supported, as the predict-
ed relationship between perceived trust and perceived risk
was not statistically significant (t = 1.110, p = .268).

Hypothesis 5 was supported — perceived benefit pos-
itively impacts the consumers’ intention to use mobile
payment systems (t = 6.645, p < .001). Likewise, hypothe-
sis 6 was supported, as consumers’ privacy concerns neg-
atively affect their perceived trust in mobile payment sys-
tems (t = 3.015, p = .003). Hypothesis 7 was also support-
ed, as their privacy concerns positively influence their
perception of risk in these systems (t = 5.903, p < .001).

Our analysis found evidence to support hypothesis 8,
that consumers’ perceived security positively affects their
perceived trust in mobile payment systems (t = 9.651, p
< .001). Likewise, their perception of the security of these
systems negatively affects their perception of risk when
using them, supporting hypothesis 9 (t = 2.747, p = .006).
Hypothesis 10 was supported, as consumers’ familiarity
with mobile payment systems positively affected their
perceptions of trust in those systems (t = 3.218,
p = .001). However, we did not find evidence to support
hypothesis 11, that their familiarity with mobile banking
systems negatively affected their perception of risk when
using them (t = 0.306, p = .760).

7 Discussion and Conclusion

The rapid growth of eCommerce, fueled by the unequiv-
ocal growth of mTechnology, and including the recent
surge in mobile payment systems that further enable
eCommerce transactions, has focused concern on issues
of privacy, trust, and personal risk. Prior empirical studies
(Jones et al. 2014; Jing et al. 2014; Jorgensen et al. 2015)
indicate that consumers are apprehensive about
relinquishing personal and financial information in order

Table 4 Heterotrait-monotrait (HTMT) matrix

Construct Perceived
Security

Perceived
Privacy

Familiarity Perception of
Risk

Perception of
Trust

Perception of
Benefit

Intention to
Use

Perceived Security

Perceived Privacy 0.142

Familiarity 0.290 0.117

Perception of Risk 0.268 0.395 0.057

Perception of Trust 0.658 0.311 0.391 0.173

Perception of
Benefit

0.530 0.205 0.428 0.045 0.495

Intention to Use 0.677 0.142 0.574 0.169 0.610 0.636
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to engage in mobile transactions. While the popularity of
mobile payment has been increasing worldwide, the adop-
tion rates in the United States and Canada are relatively
low. The United States’ adoption rate is 17%, Canada is
14%, but Mexico is 38% (Inscoe 2017). The Asia-Pacific
region has higher adoption rates, including 56% in India
and 51% in Thailand (Inscoe 2017). Europe, the Middle
East, and Africa also have higher rates of adoption. For
example, Spain has a 25% adoption rate, Italy 24%, UAE
38%, and South Africa 23% (Inscoe 2017). Inscoe (2017)
reports that adoption rates are higher in countries that lack
other electronic payment options, such as credit cards. In
contrast, adoption rates are lower in countries, like the
U.S. and Canada, where consumers have a strong finan-
cial infrastructure and strong credit card options.

Despite their growing global popularity, it may be that
using mobile payments systems is perceived as one of the
riskier actions consumers can take with their mobile de-
vices. Users are relying on third-party companies to me-
diate between retailers and service providers on the one
hand and their banks or credit card companies on the

other. Thus, perceptions of the risk, trust, and benefit as-
sociated with these systems could play a major role in
their adoption.

The purpose of our study was to assess the impact of
perceived trust on consumer intent to adopt mobile pay-
ment systems. The extended valence framework from
Kim et al. (2009) that incorporates net utility from per-
ceived risk and perceived benefit was included in the new
research model, along with three antecedents to trust,
namely, privacy, security, and familiarity. Within the ex-
tended valence framework, we found positive significant
relationships from trust to perceived benefit and from per-
ceived benefit to intention to use. As consumer’s per-
ceived trust increased, so did the perceived benefit they
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Table 6 PLSc structural model results

Path β t value p value f2 VIF

Risk to intention -0.082 1.516 0.130 0.014 1.037

Trust to intention 0.370 4.801 0.000 0.207 1.392

Trust to benefit 0.506 9.164 0.000 0.344 1.000

Trust to risk 0.153 1.110 0.268 0.014 2.153

Benefit to intention 0.446 6.645 0.000 0.310 1.349

Privacy to trust -0.218 3.015 0.003 0.100 1.025

Privacy to risk 0.431 5.903 0.000 0.215 1.127

Security to trust 0.577 9.651 0.000 0.656 1.092

Security to risk -0.310 2.747 0.006 0.069 1.807

Familiarity to trust 0.213 3.218 0.001 0.090 1.085

Familiarity to risk 0.025 0.306 0.760 0.001 1.183

Table 5 PLSc construct measures

Construct R2 Adjusted R2 Q2

Benefit 0.256 0.253 0.169

Intention 0.524 0.517 0.402

Risk 0.233 0.220 0.144

Trust 0.536 0.530 0.287

341Inf Syst Front (2022) 24:329–347



saw in using mobile payment systems. As consumer’s
perceived benefit increased, so did their intention to use
mobile payment systems. These relationships were hy-
pothesized and supported. Another supported hypothesis
we found was a significant positive relationship between
perceived trust and intention to use. As consumer’s per-
ceived trust increased, so did their intention to use mobile
payment systems. Overall, there is a very significant in-
fluence (p < .001) between perceived trust and perceived
benefit and between perceived trust and intention to use.
However, our hypotheses were not supported when we
evaluate perceived risk within the extended valence
framework.

The relationship between perceived trust and perceived
risk is not significant and the hypothesis was not support-
ed. The relationship between perceived risk and intention
to use was also not significant and the hypothesis was not
supported. We turn to motivational avoidance theory to
better explain these results. These systems and technolo-
gies are so complex, and users depend on them so much,
that they have essentially given up worrying about poten-
tial risks involved in their use. As stated by Shepherd and
Kay (2012), they “simply outsource personal responsibil-
ity to supposed qualified others.” Chin et al. (2018) orig-
inally demonstrated the impact of motivational avoidance
on risk in a valence framework. In their work, the rela-
tionships between trust and risk in a bi-directional model
were insignificant both ways. In addition, the relationship
between perceived risk and intention was also insignifi-
cant. The authors concluded motivational avoidance was

the contributing component and consumers simply relied
on institutional dependence.

The three antecedents tested in this model were privacy
concerns, security, and familiarity. All three had signifi-
cant relationships with perceived trust, as hypothesized. In
a negative relationship, as privacy concerns increased,
perceived trust decreased. If a consumer has increased
concerns about their privacy while using a mobile pay-
ment system, it makes sense their trust in the mobile pay-
ment system would decrease. Security had a significant
positive relationship with trust. As a consumer perceives
more security in their mobile payment system, the more
they will trust the mobile payment system. Likewise, fa-
miliarity also had a positive significant relationship with
trust. The more familiar a consumer is with the mobile
payment system, the more they trust the mobile payment
system.

For risk, privacy concerns and perceived security had
significant relationships, as hypothesized. As privacy
concerns increased, perceived risk increased. In a nega-
tive relationship, as perceived security increased, per-
ceived risk decreased. Consumers feel mobile payments
systems are riskier when they have more concerns with
privacy, and they feel mobile payment systems are less
risky when they believe security is enhanced. However,
familiarity did not have a significant relationship with
perceived risk, as it did with perceived trust. With trust,
consumers were less trusting if they were less familiar.
Contrarily, with risk, they did not perceive more risk if
they were less familiar with the mobile payment system.

Table 7 Summary of hypothesis
tests Hypothesis Supported

H1. A consumer’s perceived risk negatively affects a consumer’s intention to use Mobile
Payment Systems.

No

H2. A consumer’s perceived trust positively affects the consumer’s intention to use
Mobile Payment Systems.

Yes**

H3. A consumer’s perceived trust positively affects the consumer’s perceived benefit of
Mobile Payment Systems.

Yes**

H4. A consumer’s perceived trust negatively affects the consumer’s perceived risk of
Mobile Payment Systems.

No

H5. A consumer’s perceived benefit positively affects a consumer’s intention to use
Mobile Payment Systems.

Yes**

H6. A consumer’s perceived privacy concern negatively affects the consumer’s perceived
trust of Mobile Payment Systems.

Yes*

H7. A consumer’s perceived privacy concern positively affects the consumer’s perceived
risk of Mobile Payment Systems.

Yes**

H8. A consumer’s perceived security positively affects the consumer’s perceived trust of
Mobile Payment Systems

Yes**

H9. A consumer’s perceived security negatively affects the consumer’s perceived risk of
Mobile Payment Systems.

Yes*

H10. A consumer’s perceived familiarity positively affects the consumer’s perceived trust
of Mobile Payment Systems.

Yes*

H11. A consumer’s perceived familiarity negatively affects the consumer’s perceived risk
of Mobile Payment Systems.

No

Note: significance levels: *p < .01, **p < .001; two-tailed probabilities
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One potential explanation for this is that consumers are
not as familiar with a mobile payment system when they
first start using it as they are after using it a few times.
As with most apps and new devices, there is a learning
curve. Because consumers go through this often and fre-
quently end up trusting the app or device, it may be that
they do not inherently see increased risk at the begin-
ning, knowing that they will likely become more famil-
iar over time and will eventually trust the system.
According to our results, consumers will not perceive
increased risk at the beginning when they are less famil-
iar with the mobile payment system, but they will per-
ceive increased risk if they perceive privacy concerns or
security threats.

To summarize, the purpose of this research was to as-
sess the impact of trust, when balanced with risk and
benefit, on consumer intention to adopt mobile payment
systems. We used an extended valence framework and
concluded that trust and benefit were the dominant con-
structs in determining the factors that influence con-
sumer’s adoption of mobile payment systems. We found
that motivational avoidance theory played an important
role in suppressing the risk construct, thus revealing con-
sumer reliance on institutional dependence. Our anteced-
ents of privacy, security, and familiarity all had signifi-
cant relationships with trust, while security and privacy
also had significant relationships with risk.

7.1 Research Implications

7.1.1 Practical and Managerial

The implications of this research affect all of the parties
that engage in mobile payment systems. With the popu-
larity of mobile devices and the expanding options for
using mobile payment systems, there are positive benefits
for consumers and vendors. From the consumer’s perspec-
tive, they can make purchases or transfer money without
needing cash, physically possessing a credit card, or going
to the bank. They do not even need to carry a smartphone,
as mobile payment services are now available on smart
watches, smart rings, and bracelets. From the vendor per-
spective, they may be able to increase sales by catering to
the convenience consumers seek. Providing mobile pay-
ment service options may help them capture consumers
that might otherwise not make a purchase due to lack of
cash. Impulse purchases by consumers may increase ven-
dor revenue.

Mobile payment system vendors can also be encour-
aged that customers trust these systems and do not per-
ceive that using them is overly risky. At the same time,
this trust may be quite fragile, and any breach of security
or privacy in a mobile payment system could dramatically

reduce this trust, sending users to other mobile payment
platforms or to other payment technologies. A significant
breach affecting one mobile payment system could jeop-
ardize all other mobile payment systems by diminishing
the trust consumers have in all such systems, not just the
one suffering the breach. As other research has shown
(Chin et al. 2018), users of mobile devices tend to trust
the platforms that provide them goods and services, but if
this trust is weakened, it could threaten the relationship
consumers have with their vendors.

7.1.2 Theoretical

A primary contribution of this research is the use of the
extended valance framework to investigate factors that
influence the adoption of mobile payment systems. This
is a new theoretical approach in mobile payment research,
as much of the previous research has focused on TAM,
UTAUT, and UTAUT2 (Harris et al. 2019). Another the-
oretical contribution is the introduction of motivational
avoidance theory to mobile payment research. This is an
important contribution with significant implications.
Because consumers have institutional dependence, the
risk construct has no significance with trust or intention
to use mobile payment systems. Trust and benefit are the
primary predictors.

7.2 Research Limitations and Future Research
Directions

As with all research, our research has several limitations.
First, all of the survey respondents in this study were
college students, by definition having higher educational
attainment than the general population. Second, the par-
ticipants were young, with an average age of a little more
than 22 years. Most of them are “digital natives” who are
comfortable using technology to enhance many of their
activities. Younger respondents may have different atti-
tudes toward financial transactions than older people. It
is important that similar studies be carried out with re-
spondents from other age groups to determine if different
outcomes prevail. Likewise, the respondents in this study
were all from the United States, were consumers have
more options when it comes to payment methods.
Mobile payment systems are used more ubiquitously in
many other countries, so the relationships revealed in
the current study may be substantially different than in
other countries where the financial system is configured
differently. Future research directions include conducting
studies that alleviate the limitations of a homogeneous
population and of geography.
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