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Abstract
Speech network analysis and anomaly detection based on the FSS model is analyzed in this research. Aiming at the problem 
of parallel detection and processing of massive data in distributed intrusion detection, a data segmentation algorithm based 
on capability and load is proposed. The algorithm evaluates the capabilities and actual load of the nodes, weighs the actual 
state of each node and the data distribution relationship in the cluster, and allocates more data to be processed to nodes with 
strong data processing capabilities and light loads. High-order statistics are used to describe the intrusion characteristics of 
persistent attacks in the link layer of the speech sensor networks, and vector quantitative decomposition is used to analyze the 
fusion characteristics of advanced persistent intrusion symbols in mobile terminals. Different terminals are estimated based 
on the machine learning algorithms, and the FSS model is integrated to achieve the comprehensive analysis of the speech 
analytic models. The experiment compared with the state-of-the-art methods have proven the efficiency of the framework. 
The detection accuracy is higher than the latest methodologies.
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1 Introduction

As machine learning algorithms have gradually been widely 
used in intrusion detection systems, especially neural net-
work-based intrusion detection algorithms, due to their 
unique advantages, they have been widely used in intrusion 
detection systems. Network anomalies can significantly dam-
age and reduce the quality of the network services, and they 
usually appear as anomalies in traffic. Therefore, real-time 
monitoring and management of network traffic is of great 
significance for timely detection of the network anomalies 
and improvement of network reliability and availability. The 
anomaly detection idea is to first establish a feature model 
of the normal data, and determine whether an attack occurs 
based on whether the current data fits the model effectively 
during the detection. Since anomaly detection does not 
require an attack to establish a knowledge base, it is only 
necessary to ensure that most of the training data is normal 
data, so the actual application has more practical promotion 

and engineering application value (Faizin et al. 2018; Sai-
lunaz et al. 2018; Muckenhirn et al. 2018).

Based on the literature review, the existing detection mod-
els need to face with the following challenges. (1) Because 
most of the existing anomaly detection systems use one or 
more single network feature vectors as the basis for learning 
and judging, the description of network data flow anomaly is 
also relatively thin. Secondly, fewer network feature vectors 
are selected in the cooperative operation of intrusion detec-
tion system, which may affect the scalability of the detection 
system. (2) Because the complex cloud environment is an 
interconnected network without centralized management of 
the multiple management domains, but the intrusion detec-
tion requires that all detection systems operate cooperatively, 
so it is very important to provide shared data as the main 
content of cooperative operation. (3) Since the above intru-
sion detection method only detects one or several feature 
vectors in the network data stream, and the selected feature 
vectors have no specific attack meaning, when the detection 
system alarms, it only knows that some feature vectors in 
the network are abnormal, but it cannot judge what kind of 
attack has occurred. In the Fig. 1, we present the normal 
system for the references (Savchenko and Savchenko 2019; 
Ekberg et al. 2019; Shadiev et al. 2019).
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In recent years, more and more methods have been intro-
duced into the field of network anomaly detection, such as 
the neural networks, support vector machines, improved 
Naive Bayes classification, and push-through network anom-
aly detection methods. Compared with some other methods, 
the direct push network anomaly detection method has the 
advantages of high detection rate and low false alarm rate. 
Early production systems usually used index count match-
ing. The basic idea is to create an index table for all patterns 
of all the rules. A specific fact in the working memory can 
be used to find all possible matching pattern instances; for 
each pattern instance, a count field is given to record in the 
working memory as the number of facts that can match this 
pattern; for each rule, also give a count field, record the 
number of patterns that can match the working memory; the 
initial value of the count field of each pattern and rule is 0, 
whenever When the working memory is modified, the index 
count matching algorithm starts to work. The implementa-
tion of the semantic network display algorithm is to bet-
ter demonstrate the correctness of the knowledge matching 
algorithm, and it is based on dynamic demonstration. The 
premise of displaying a semantic network is to decompose a 
semantic network first, and then further display.

For enhancing the current methodologies, the speech net-
work and the latest anomaly detection framework should be 
integrated. The research on the sentiment intensity is part of 
sentiment analysis. Emotion analysis is to divide the user’s 
point of view, whether it is for or against it, and sentiment 
intensity is an analysis of the strength of criticism. It can 
reflect subjective information and capture hot events and 
public opinion. Before the rise of deep learning, the main-
stream method for saliency detection was to model low-level 
features such as the color, texture, and location information. 
With the introduction of the deep learning, more and more 
advanced features are introduced into saliency detection, 
such as shape matching, template matching, deformable 
templates, active contours, etc. Advanced features can well 
evaluate target objects in images, but multi-level convolution 

and pooling layers will cause the target boundary to become 
more blurred, the high-level features obtained by the output 
layer perform poorly, and there is a problem that the target 
cannot be accurately located. For the comprehensive analy-
sis, the reference (Zheng et al. 2018) used the bidirectional 
recurrent neural network model for Chinese word segmen-
tation on the premise of sequence labeling. By adding the 
context information of the word, it can effectively solve the 
gradient explosion problem, and achieved relatively good 
word segmentation effect. Proposed in Sailunaz et al. (2018) 
with the method to analyze whether a comma is a clause 
boundary by extracting features such as syntax, vocabu-
lary, length, etc. However, in this paper’s semantic integrity 
analysis research, if the traditional method is used to deter-
mine whether a sentence is semantically complete, on the 
one hand, the sentence must be syntactic and grammatical 
analysis, on the other hand, we need to extract appropriate 
features from the analysis results and analyze the causal rela-
tionship between the features and the results. When the prob-
lem is more complicated, this method is basically not feasi-
ble. Plageras et al. (2018) and Peng et al. (2018) proposed 
a method based on recurrent nerves. The ancient sentence 
automatic segmentation method of the network.This method 
uses the GRU-based two-way recurrent neural network to 
segment ancient sentences. For visualized understanding, 
Table 1 gives the core perspectives of the speech networks 
and analytic framework.

Hence, after considering the speech network analysis, 
we consider the anomaly detection framework. In order to 
realize the detection of the advanced persistent intrusion 
symbols for mobile terminals in wireless sensor networks, 
the distributed sensor network design of the network attack 
nodes and also the symbol channel transmission model 
design of the network intrusion must first be designed, while 
combined with the intrusion interference node deployment 
and intrusion symbol amplitude feature extraction method, 
which performs envelope filtering and feature extraction to 
improve the ability to detect and identify network intrusion 
symbols. Our previous inspection methods have exposed a 
lot of the problems to our modern technology, and he has 
been unable to meet our needs. For some of the virus and 
unknown hazards he cannot identify the whole, thus a loop-
hole, affecting our application, at the same time, his bit error 
rate is abnormal, down to our latest technology to apply it 
can improve the situation, the genetic algorithm is a good 
solution to these problems (Wang et al. 2018; Nautsch et al. 
2019; Anchalia et al. 2019). We have so many methods in 
the calculation, the ability to solve is a test of our ability, he 
does not need very high technology, as long as you have a 
certain understanding of the problem solved, through a cer-
tain way to get the answer. One of the best ways to do this 
is to calculate the genetic formula, where he has achieved 
good results and, of course, has some problems. To improve 

Fig. 1  The normal anomaly detection framework
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people’s intrusion technology, we should update the types 
and types of viruses in a timely manner. We often do not 
pay attention to some subtle unnoticeable viruses in new 
virus input. Therefore, in the unsupervised learning process, 
We must pay more attention to these issues. We should pay 
attention to cooperation in learning. We must learn from 
the surrounding environment. In the absence of a teacher, 
we must eliminate interference. Feedback and corrections to 
our learning and make the right assessment. In the Fig. 2, the 
detection details are presented. In the following sections, we 
will introduce the proposed analytic methodology in detail 
(Fig. 3).

2  The proposed model

2.1  FSS model framework and details

Computer-aided simulation is an analysis process deduced 
by a computer when the system structure is sufficiently 
defined and there are also calculation methods describing 

the expected performance of the system. However, there 
are many unsatisfactory aspects of the traditional computer 
simulation technology. First, the mathematical models of 
complex systems often involve expertise in many fields and 
are difficult to establish; Second, because the user does not 
understand the internal mechanism of the system simulation, 
it is difficult for the simulation results to win the user’s trust. 
The optimal solution is transferred into Formula 1 (Ren et al. 
2019; Ting 2019).

In the process of multi-attribute decision-making, in addi-
tion to considering the objective factors of decision-making, 
it is also necessary to consider the subjective factors of the 
decision-maker, that is, the risk preference of the decision-
maker. In order to obtain FSS with the higher quality fre-
quency characteristics, that is, stable center frequency and 
steep edge characteristics, the design and analysis results of 
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Table 1  The core perspectives of the speech networks and analytic framework

Speech networks Core perspectives characteristics

Composition and cognition of network resources Because the network entity resources exist in physical space and have typical geo-spatial 
distribution characteristics, they can also be used as geo-spatial entities. Network virtual 
resources are composed of a series of digital behavior activities on the physical level 
of network entity resources, which can be divided into the three categories: application 
services, virtual entities and primary data resources (Yoshimura et al. 2019; King 2019; 
Deng et al. 2019)

Symbolic structure and semantic model of network 
resources

In natural linguistic theory, phonetics, grammar, and semantics are the three elements that 
make up a linguistic system. Phonetics and semantics are the two poles of the structure 
of language symbols. Grammar is a language component formed by the combination of 
both speech and semantics. Therefore, speech and semantics are the basic components of 
language components

Construction of symbol morphemes The designed or specified sememes can merge and cluster their semantic meanings to form 
the semememes database, and the semememes are the product of the combination of the 
semememes database and the corresponding rule set. Any symbol is composed of a sin-
gle sign morpheme or a number of sign morphemes. The symbol can also be combined 
with other symbol morphemes or basic units to form a new symbol

Fig. 2  The anomaly detection with node information

Fig. 3  The FSS model framework
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the dual-screen or multi-screen FSS structure have also been 
published. However, in practical engineering applications, 
the process size error exists objectively (Muhammad et al. 
2018; Kim and Kweon 2019; Deka et al. 2019).

Fuzzy logic obtains expert experience and knowledge 
from experts, which uses qualitative knowledge and expe-
rience with unclear expression boundaries to make fuzzy 
reasoning with the help of membership function, thereby 
solving the problem of regular fuzzy information that is diffi-
cult to deal with by conventional methods. This paper intro-
duces the risk preference factor in the fuzzy environment of 
interval two types to explore the basic influence of different 
risk preference attitudes on decision-making. Because the 
risk attitudes of different decision makers are different, some 
people may prefer the stimulus of big gains and losses, and 
some people may prefer to "seek stability ", which can be 
divided into the risk aversion, relative risk aversion, risk 
neutrality, relative risk preference, and risk preference 
according to the risk attitude of decision makers. Hence, 
Formula 2 defines the risk function (Vilas et al. 2019). The 
function is achieved throug the curve optimization.

This function reflects the risk preference score of inves-
tors in the case of the risk preference attitude towards risk. 
In the next sections, we will consider using this core optimal 
function as the kernel parameter.

2.2  The speech signal feature extraction

An important step in speaker recognition is to sample fea-
ture parameters from the speech signal that collectively then 
reflect the personality of the speaker. These speech features 
have these characteristics: the ability to distinguish speak-
ers is very strong which can clearly show the differences 
between different speakers, maintain relative stability when 
the speaker’s own voice changes due to various factors; 
when recognition system when affected by changes in the 
environment, speech features have a stronger ability to adapt. 
In pattern recognition, how to effectively select the feature 
parameters is an important issue. One of the currently used 
solutions is to transform the original feature parameters into 
a vector space with a lower dimension through a data-driven 
linear feature transformation method, and further reduce the 
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dimensions while retaining important distinguishing compo-
nents. Before the core analysis, we firstly define the param-
eters as the follows (Wu et al. 2019; Mukherjee et al. 2020).

The discovery of new emotional words is not limited to 
the words found around emotional dictionaries as many new 
words are produced with emotional tags. For example, "girl-
friend" is a noun, but it can express one’s intimate emotions 
towards another. In addition, the emotion of some new emo-
tional word is not the single classification, but there are mul-
tiple emotions in it, and the proportion is different. There-
fore, the tendency of new emotional words should be then 
multi-classified. The speech signal is a non-stationary time-
varying signal. When analyzing speech signals and extract-
ing feature parameters, they must be first pre-processed. 
Preprocessing mainly includes general endpoint detection, 
pre-emphasis, and windowing and frame processing. The 
traditional method of new word mining is to segment the 
text first, assuming that the remaining segments of the text 
that failed to match are new words, and then extract these 
segments. However, the accuracy of the segmentation results 
depends on the integrity of the segmentation lexicon If there 
are no new words in the word segmentation thesaurus, the 
result of the word segmentation may make it difficult to form 
the new words. Hence, following aspects should be consid-
ered (Li et al. 2019).

(1) The primary criterion for judging whether a word can 
be formed is the degree of cohesion of the word. A 
notable problem is that in the process of the calculation 
there is no a priori knowledge. In other words, the word 
"designer" may be the “design” and “feeling”, also may 
be “set” and “plan”, so at the time of the calculation 
need to enumerate a variety of combination method of 
a field, and then take the combination with the highest 
probability.

(2) In addition to the degree of cohesion within a word, 
another criterion is the degree of freedom outside the 
word. The adjacent entropy statistic uses information 
entropy to measure the uncertainty of the left and right 
neighbor characters of the candidate new word t. The 
higher the uncertainty, the more confused and unstable 
the string before and after the candidate new word t, so 
its higher the probability of word formation.

(3) Community is also a special sub structure, that is, the 
internal connection is more closely related to the exter-
nal structure. According to this definition of density, 
the meaning of community means that there are many 
interrelated groups. Of course, there are different defi-

(3)Y =
[
y(1),… , y(N)

]T

(4)X = [x(1),… , x(N)]T

RETRACTED A
RTIC

LE



71International Journal of Speech Technology (2021) 24:67–76 

1 3

nitions of community, but it is considered that com-
munity is a closely connected group based on some 
similar goals or commonalities (Madhavaraj and Ram-
akrishnan 2019).

Therefore, in our research, the model is designed as 
Fig. 4.

Linear prediction analysis is to gradually approach a 
speech sampled signal by using several previously sampled 
speech signals or core linear combination between them. 
According to a certain criterion, the error value between the 
actual speech sampling signal and the linear prediction sam-
pling reaches a minimum value to then obtain its unique set 
of the prediction coefficients and use such a set of prediction 
coefficients in speech recognition and speech synthesis. To 
this regard, the question can be transferred into the following 
optimization issue.

The topology semantics of graphs include not only the 
types of sub-graphs or the local structure semantics of sub-
graphs, but also the relationships among sub-graphs. The 
most important relationship between the sub-graphs is the 
overlap relationship. When two sub-graphs share a point, 
it indicates that the common point may have two different 
identities or roles, or it may be the intermediary connecting 
the two groups. For obtaining the optimal solution, the fol-
lowing steps should be referred. (1) The text content in the 
web page is extracted from the text library to be retrieved 
by analyzing the xml language or html language. (2) The 
text is divided into several fields with a length less than 
6. The degree of agglutination and information entropy of 
each field is calculated. The new vocabulary is obtained by 
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filtering based on the optimal threshold obtained from the 
experiment. (3) Word segmentation is carried out on the text. 
Generally, word segmentation should be then removed after 
word segmentation, but word vector learning needs to be 
based on the context, and word segmentation will also have 
an impact on word. Therefore, word segmentation is not 
removed at this step. (4) The segmented file is trained using 
the model, and the parameters are continuously adjusted to 
obtain satisfactory results. The word vector of all words is 
obtained after the training.

2.3  The speech and semantic networks

In Chinese text, the smallest unit of text is a word, but it 
is usually not practical to study a single Chinese charac-
ter. Therefore, most studies on the similarity of the Chinese 
text are based on the words, sentences, or paragraphs. By 
calculating the number of words, sentences, or paragraphs 
in the text, the similarity between the different texts, and 
the corresponding similarity between different texts can be 
then obtained after corresponding processing. From the cal-
culation steps, text similarity is mainly divided into three 
processes: text representation, feature extraction and the 
similarity calculation. Text after pre-processing is designed 
to get the corresponding formalized representation, items 
tend to get a lot of characteristics, and also some character-
istics of a text message not much use for not only still can 
make text mining work multifarious, so some scholars from 
the improved feature extraction method of basic irrelevant 
information was lost in the guarantee only the realization of 
text dimension reduction at the same time. In co-occurrence 
network, the relationship between node features is deter-
mined by the distance between words in the same sentence. 
However, linguistics shows that there is a syntactic structure 
between components in a sentence, so it is more practical to 
determine the related word pairs by dependency syntactic 
analysis. We define the model as Formula 6.

Supervised learning method regards relation extrac-
tion as a basic classification problem, and extracts fea-
tures from training data to build a classification model. 
Although the supervised learning relation extraction 
method has high accuracy and recall, it depends on the 
relationship type system and labeled sequence set to be 
quite high. It requires a lot of training data to get a good 
classification model. The selection of the initial subset and 
the interference in the iteration process often affect the 
experimental results. The unsupervised learning method 
is essentially a clustering process that uses the context 
information of each entity pair to express the semantic 

(6)

Q(h, h(j)) = EX|Y ,h
[
logP(Y ,X|h)] = ∑

X

P(X|Y , h(j)) log(Y ,X|h)

Fig. 4  The designed framework for the analysis
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relationship of the core entity pair. Because the unsuper-
vised learning method is difficult to determine the cluster-
ing threshold, the basic accuracy of the extracted results 
is low. Therefore, we define the operation as the follows.

In this model, the following procedures are integrated.

(1) A semantic density clustering algorithm is introduced 
to globally cluster predicates in the corpus using the 
concept of the density, replacing sparse predicates 
with common predicates in the clustering set to which 
they belong. Multi-channel semantic synthesis of the 
CNN, first of all, emotional dictionaries are used to add 
emotional tendency weights to key words in sentences 
according to the attention mechanism during data pro-
cessing. Then the multi-channel approach is adopted 
to input the text in parallel, and the weight matrix is 
Shared between the same layer, which greatly reduces 
the training complexity of the neural network

(2) The fuzzy mechanism is introduced, and the concept 
of distance is used to reduce the semantics of the 
original word vector and improve the correlation with 
the predicate vector. Choosing a kernel convolution 
requires multiple convolution operations on the same 
input. Therefore, while extracting the multi-scale spa-
tial information, it also brings a lot of network param-
eters and calculations. Therefore, high-precision con-
volutional neural networks often have a large number 
of network parameters and calculations, which is not 
conducive to the application of the model in unmanned 
systems.

(3) Dropout regularization was introduced during the train-
ing phase to avoid the problem of neural network over-
fitting. Finally, the CRF is used to globally normalize 
the label probabilities to complete the optimal sequence 
labeling. In the training process, the hidden nodes that 
are "discarded" are random, that is, the networks used 
are different in each training process. Because each hid-
den node used for training is random, not every node 
can appear in every training process at the same time, 
which can ensure that the updating of weights does not 
depend on the joint action of hidden nodes with fixed 
relation, and ensure the validity and randomness of fea-
tures to a great extent.

As presented in Fig. 5, the topology of the network is 
presented. It is the characteristic of language to express the 
infinite and complex real world through limited symbols. 
Modern linguistics, which is heavily influenced by struc-
turalism, as forms a complete methodological foundation, 
which can systematically study the discrete characteristics 

(7)Y(k) = X(k)H(k) +W(k)

of objects from the overall concept. The combination of 
the geo-spatial information and map semiotics with mod-
ern linguistics methodology has formed a spatial infor-
mation linguistic model and a map linguistic model. The 
remote supervision assumes that there is some correspond-
ence between the entity pairs contained in the training 
corpus, and then all sentences in the corpus that contain 
the same entity pair express this relationship. The remote 
supervision will generate a lot of noise during the feature 
extraction process. To solve this problem, this paper intro-
duces the attention mechanism to de-noise the impossible 
relations. In Formula 8, we define the model is detail.

When the model is used for prediction, all hidden nodes 
will be used, which is equivalent to the effective combina-
tion of all training models to get perfect model.

2.4  The anomaly detection pipelines

Collect network traffic in the transmission channel of the 
core wireless sensor network, we construct a transmission 
channel model for network intrusion, combine abnormal 
feature extraction methods to implement network intrusion 
detection, and use high-level statistics to describe persistent 
attacks in the link layer of the wireless sensor network Inva-
sion characteristic information. On the basis of constructing 
the distribution model of wireless sensor network’s symbol 
transmission channel and feature extraction, the network 
intrusion detection algorithm is then improved and designed. 
Figure 6 presents the framework.

In the distributed intrusion detection, in order to improve 
system performance, network data are collected in parallel 
through multiple distributed sensor nodes, and then the col-
lected massive data are segmented and distributed to mul-
tiple nodes for parallel detection and processing, so as to 

(8)sup
h,h,s.t.hk=hk

||||Ui(h) − Ui(
∼

h)
|||| → 0

Fig. 5  Speech and semantic network topology and details
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then improve the system’s data processing capacity. As the 
essential parameter, the distance is designed as the follows.

The capacity of a node is an important basis for deter-
mining the granularity of the data allocated to the node. 
It is mainly determined by hardware configuration of the 
node, and relevant performance indicators can be collected 
through system monitoring. The load of a node is another 
important factor affecting the granularity of the data allo-
cated to the node. The load evaluation of the data analysis 
node is completed according to the utilization of the node 
CPU, memory and the network bandwidth collected by the 
system monitoring. Figure 7 provides the comparison.

There are many encoding and decoding methods of VAE. 
According to the data type of intrusion detection, a relatively 
simple MLP encoding method is selected. Multivariate Gauss-
ian with diagonal covariance structure is used as the encoder 
and decoder of general MLP. Quantization noise is always in 
the digital system, which is determined by the digital system 
itself. Most of the signals in nature are analog signals, but the 
storage method of the computer determines that it can only 
process digital information, so in order to simulate, store, 
and process signals in nature as much as possible, the analog 
signals collected by the system are sent to a quantizer and 

(9)d(i,j) =

√(
P(1,i) − P(1,j)

)2

+⋯ +

(
P(n,i) − P(n,j)

)2

encoded into digital Signal, each number represents the instan-
taneous value of the signal obtained by one sampling. During 
quantization, the quantization level of the signal also brings 
quantization noise while completing the analog-to-digital con-
version. Although the analog signal in nature cannot be fully 
obtained, the digitized signal is conducive to the transmission 
and processing of the signal, and it inevitably brings quantiza-
tion noise. Formula 10 defines the denoise operator.

This paper focuses on improving the performance of the 
system through parallel detection and processing of massive 
data. Therefore, in the test, the rationality of the data segmenta-
tion algorithm for the mass data segmentation is mainly tested. 
After the data segmentation, the system load is distributed to 
the data analysis node for parallel detection and processing 
balance and improvement of system performance. In the next 
section, the experiment will be done for the general analysis.

3  Experiment

In this section, the simulation will be finalized to obtain the 
testing on the proposed methodology. On the data analysis 
node, in order to then ensure the consistency and validity of 
the detection results, the Snon system is installed and config-
ured. After receiving the divided and distributed data to be 
detected, the Snort system performs data detection; the system 
monitoring uses the open source tool Sigar to collect all data 
analysis node running status; alarm response node performs 
alarm processing on detected intrusion behavior. Overall test-
ing on the detection accuracy under various scenarios is pre-
sented in Fig. 8, the definitions of the axis can be referred to 
(Deka et al. 2019; Li et al. 2019; Zheng et al. 2018). When the 
model depth is 4, the detection accuracy is the highest, and 
when the model depth is 5, the detection accuracy is greatly 
reduced. This is because when the number of hidden layers is 
set to 300, the model’s feature learning ability has reached a 
strong level. Continue Increasing the depth of the model not 
only greatly increases the training time, but also leads to over-
fitting. Therefore, for a test set with more "unknown" or even 
unknown attribute values, the accuracy of model detection 
will decrease. At the same time, the comparison simulation 
is validated in Fig. 9.

4  Conclusion

Speech network analysis and anomaly detection based on 
the FSS model is well analyzed in this research. Network 
intrusion detection method can be divided into general mis-
use detection and anomaly detection. Most belong to misuse 

(10)R
2
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=
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𝛿
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Fig. 6  The designed framework for the detection system

Fig. 7  The comparison of the different models
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detection signature-based attacks, after being identified and 
analyzed, must be defined by security experts in the attack, 
after defining signature, all traffic coming into the network 
to compare the signature to determine whether the service 
trying to attack. Accordingly, signature-based error detection 
has better performance for a known type of attack detected. 
Anomaly detection is suspicious and also normal business 
operations to cope with a way to compare the attacks, its 
goal is to stop them before their success in unknown attacks. 
This paper focuses on the integration of the detection and 
speech network analysis. The saliency detection and the fea-
ture style analysis are integrated to achieve the balance. The 
experiment has proven the overall performance. In the next 
stage of the research, we will consider using the proposed 
algorithm into the voice assisted applications.
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