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Abstract
Without a proper mechanism to track and authenticate drugs, both stakeholder and consumer experience dilemmas. The
dilemmas arise between stakeholders and consumers are related to of coordination, inventory management, human resource
dependency, order management, stock management, expiry of medicines data etc. Stakeholders are unable to analyse the
demands, hence becoming incapable of optimizing their production and storage. Likewise, a consumer remains suspicious about
the authenticity of the drug. A medical supply chain promotes updating medicine status at each checkpoint, reducing the disputes
caused by medicine ' s unseen journey. In the current market, medical supply chains are present, but they are centralized. A
centralized medical supply chain is typically tedious and expensive to maintain and does not provide adequate features to analyse
markets. Above all, it brandsmerely a certificate to prove the authenticity of a drug. However, by using a blockchain platform, the
medical supply chain problems can be solved efficiently. This blockchain-based medical supply chain’s key feature is to system
stores all the medicine batch ' s transfer history. First, a pharmaceutical company is permitted to register a medicine. After the
manufacturing of a registered medicine, a batch-manager uploads its details on the platform ' s network. Hereafter, any further
exchange of this batch needs both sender and receiver ' s approval. Only after the successful completion of this procedure, an
exchange occurs. A corresponding exchange transaction is permanently stored on the network. This sequence shapes the system
to follow a systematic order and eliminates the possibility of a third-person fraud. Lastly, we made a DApp (Decentralized
Application) for the tracking of the medical supply chain. A medical supply chain built on the blockchain provides immutability,
transparency, automation, and integrity. This paper aims to introduce a model to maintain medical supply chain records on the
blockchain while explaining blockchain technology. Moreover, the blockchain platforms and their dependencies are explained
lucidly. The medical supply chain’s implementation and design are performed using smart contracts, Web3.js library, and
JavaScript. Furthermore, the system is tested on both a local network, the Truffle suite, and the Kovan test network. In the
future, the use of IoT inculcating integrated chip that can automatically update a batch’s location, temperature, and other physical
conditions periodically can be developed.
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1 Introduction

A medical supply chain intends to keep a log of medicine at
each stage of its journey. It tracks the status of a batch of
medicine from manufacturers to wholesalers, distributors,
and retailers. This status tracking characteristic of a medical
supply chain offers numerous benefits to both stakeholders
and consumers. In a medical supply chain, pharmaceutical
companies, wholesalers, hospitals, and retailers are the prima-
ry stakeholders. Consumers and governing healthcare agen-
cies are, likewise, a vital part. By leveraging the medical sup-
ply chain, the stakeholders can analyse and optimize their
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storage and production. Also, the consumers and governing
agencies can verify the authenticity of a drug by inspecting its
journey. As medical supply chain was centralized [1], it was
not meet healthcare standards, fail to meet profit for genuine
manufacturers, and also not track the counterfeit drugs from
the market. Without a proper medical supply chain, it is ardu-
ous to achieve network integrity and leads to inadequate in-
formation about medicine ' s journey, henceforth setting pa-
tients’ health at risk and affects billions to stakeholders. These
are often hard to maintain and are prone to fraud. Moreover,
appointing a single entity sprouts monopoly over the informa-
tion. Although, the burdensome of a centralized system can be
dealt with by employing blockchain technology.

Blockchain, a rising technology, acquired popularity after
the creation of Bitcoin [2]. It has become the most suitable
way to create trust between third parties [3]. It can potentially
revolutionize the current medical [4–7], financial [8–10], pub-
lic [11, 12], insurance [13–16], supply chain [17], and busi-
ness sectors [18–21]. As its name suggests, a blockchain is a
structure where blocks containing information and transac-
tions are tied together using cryptography [22]. It is an immu-
table [23] peer-to-peer [24] distributed network. This distrib-
uted network functions as a shared trusted ledger between
individuals [25]. Anyone who is entering a blockchain net-
work becomes a node. Any change in the ledger can only be
processed via transactions, and nodes inside a blockchain net-
work can initiate transactions. A transaction needs to be vali-
dated to get recognized in the network. Here, a miner plays an
important role. A miner is also a node, but it serves to generate
new blocks of transactions. For mining a block on most
blockchain networks, a miner needs to solve a mathematical
puzzle called Proof of Work (PoW). The PoW mathematical
puzzle requires brute force for obtaining a hash value less than
a specific number. Obtaining the required hash has a very low
probability and requires multiple compilations, taking around
tenminutes and high computational resources [26]. The nature
of mining makes it impractical to change the previous trans-
actions. If a malicious user aims to change any previous trans-
action, all the blocks, from that transaction to the latest, need
to be re-mined, and because mining is time taking and re-
source expensive, it is nearly impossible to do so. Hence, once
a block is appended following successful mining, it is filed
permanently on the network. As a result, blockchain reduces
fraud and prospers trust in a network [27]. Blockchain uses
asymmetric key cryptography [28] to identify and validate a
transaction. It is a technique for encrypting and decrypting a
message consisting of two keys, public and private. A public
key is an account’s address shared publicly and used for tasks
such as viewing an account ' s history. On the other hand, a
private key is like a password, which needs to be kept secret. It
is used for authorizing a transaction on behalf of a user. When
a user creates an account on a blockchain platform, both pri-
vate and public keys are generated. Elliptic Curve

Cryptography (ECC) [29] is a public key cryptography algo-
rithm based on the elliptic curve theory. This theory is useful
for generating small, efficient, and faster cryptography keys
and requires less computational power for creating keys. This
type of cryptography algorithms suitable for less power con-
sumption devices like mobile phones due to the small-sized
key for developed decentralized applications (DApps).
Bitcoin was the first most popular blockchain implementation.
Since it was designed only for cryptocurrencies, it was incom-
plete and low-level [30]. Although in 2015, Ethereum [31, 32]
was developed by Vitalik Buterin, with the idea of a network
that can exchange cryptocurrencies and assets. Ethereum in-
troduced smart contracts [33], employing which complex
business logic can be embedded easily into a network. As its
name suggests, a smart contract is a predefined set of rules that
can cause changes in the network according to a situation. It is
also capable of sending and receiving ethers (cryptocurrency
on an Ethereum-based platform). The smart contracts, de-
ployed on an Ethereum-based platform, are written using the
Solidity programming language. Solidity [34] is a statically
typed, contract-oriented, high-level language. The bytecode
produced by a solidity program can execute on Ethereum
Virtual Machine (EVM) [35]. The smart contracts are stored
on the blockchain-platform, in its binary form, thus unchange-
able. Due to smart contracts' stated properties, these are highly
useful for automating a process while still maintaining trust
between the parties.

Blockchain features such as decentralization, automation,
immutability, and transparency can create a highly secure and
robust medical supply chain. In this paper, we will review the
various characteristics, components, and platforms of
blockchain. Furthermore, we will see how it can be adopted
for enhancing the drug supply chain. We will perform the
network' s implementation and design using smart contracts,
Web3.js library, and JavaScript. At first, we will deploy the
network on a local private network and then later on the
Kovan test network. Furthermore, the whole code will be
analysed and tested using the Truffle suite. Finally, we will
critique the future scope of the paper.

1.1 Literature survey

This section reviewed the previous work done in our research
and summarize the vital background knowledge required to
understand the paper.

1.1.1 Medical supply chain

A supply chain is a practice of maintaining the status of goods
at each stop. For example, a supply chain for diamonds [36]
will store all the information from mining, sorting,
manufacturing, till retailing. Similarly, a Medical Supply
chain [37, 38] accounts for medicine’s status and condition
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at each intermediate station. It tracks the medicine status from
pharmaceutical companies to wholesalers, distributors, and
retailers. A medical supply chain brings multiple benefits to
both consumers and stakeholders. It enables the consumer to
check the authenticity of the drug by checking its journey
among different intermediaries and, as a result, eliminating
counterfeit drugs from the market. Moreover, other stake-
holders like manufacturers or wholesalers can also use the
supply chain for analyzing drug demands to optimize the qual-
ity [39], manufacturing and storage. Furthermore, information
about expired medicine and waste management can be easily
accessed and analyzed. Figure 1 shows an overview of a med-
ical supply chain proposed by the paper.

Generally, there is very little to no information about a product '
s journey without a supply chain. This unseen journey spells fi-
nancial and reputational losses for the firm, plus increases the risk
of entering counterfeit products. The US Trade Representative
office’s annual reports suggest that 20% [40] of medicine in the
Indian market are counterfeit. In 2017, a report by the World
Health Organization declared roughly 10% of India ' s medicine
are of inferior quality [41]. Counterfeit and substandard drugs
account for $200 billion globally [42]. By using a medical supply
chain, the issues in medical healthcare can be solved.

1.1.2 Problems in current medical supply chain

Mostly, a centralized organization handles the current
medical supply chain system which is not trustworthy,
below we were pointed some issues related to current
medical supply chain system.

& The medical supply chain in centralized organization or a
single organization is believed to be inherently complex
and as a result it is quite a tough task to recognize, manage
and update any magic button that will help remove the
inefficiencies to drive down costs.

& About 25% of the pharmaceutical cost is for its supply
chain. Moreover, in medical devices, this cost increases
by up to 40% [43]. The medical supply chain costs about
$230 billion annually [43].

& For a centralized organization, such as Fairtrade [44], it is
hard to collect and secure accurate data. Since a singular
entity governs the data, other stakeholders cannot check
the medicines ' journey, hence incapable of optimizing
their production and storage. Thus, even a small improve-
ment in it can redeem a large sum.

& Moreover, relying on a single organization tip it with ex-
traordinary power over the sensitive data. Additionally, it
develops the chance of fraud, corruption, counterfeit drugs
and a single-point of failure.

& Finally, the consumers solely need to trust the logos cer-
tified by the third-party organization.

In the literature [43–52], we found that the researchers are
suggested, presented, and addressed the issues related to med-
ical supply chain, but very little work done so far using
blockchain driven model, and implementation, which was
motivated us doing research in this area.

All the shortcomings of the centralized system can resolve
by using blockchain. A blockchain-based platform, such as
Ethereum, can be employed for forming a robust medical
supply chain.

Fig. 1 Medical supply chain
overview
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1.1.3 Related work on medical supply chain using Blockchain

Shrikant [45] has talked about permission blockchain for the
traceability of drugs used by a pharmaceutical company. He
also pointed out the feature to register a patient ' s reaction to
medicine. In his system, he only allows trusted-actors to join
the supply chain network, and hence only these users can
upload data. Randhir Kumar [46] discussed how counterfeit
medicines are damage the healthcare sector and how
blockchain technology would help create a medical supply
chain from the manufacturer to the consumer. He suggests
using blockchain with an encrypted QR code imprinted on a
medicine. Kapoor D [47] sought to explain all complexities in
a medical supply chain in his paper. In a medical supply chain,
the most crucial entity, a pharmaceutical company, has vari-
ous risks, which result in corrupting the quality and quantity of
medicine. He presented that sharing information about the
medicine from producer to customer can help to remove fraud.
Yan Huang [48] has proposed scenario-driven drug traceabil-
ity and authenticity system, Drug ledger, based on the peer-to-
peer blockchain-based solution. He has talked about splitting
service elements into three independent segments. He also
revealed the algorithms utilized for drug supply chain logic.

1.1.4 Improvement of medical supply chain using blockchain

As discussed in the previous section, problems with a central-
ized medical supply chain can be rectified by adopting
blockchain. Blockchain is a distributed network [53]; hence
no single entity holds the data ' s monopoly [54]. The distrib-
uted nature of blockchain makes the entire system robust [55].
Plus, it enhances transparency in a supply chain [56]. For
example, even if a server (node) crashes on a blockchain plat-
form, the other nodes still have an identical copy [57].
Blockchain cryptographic security ensures data taper-
resistance [58]. Smart-contracts, running on a blockchain plat-
form, aids a medical supply chain by periodically updating
drugs ' status, automating transactions [59], and determining
access to information [60]. Due to all these stated reasons, a
blockchain network can significantly improve the medical
supply chain.

Let us further discuss the advantages of a blockchain-based
medical supply chain in detail.

Decentralization The blockchain concept of decentralization
will distribute the authority and access to all the various actors
of a medical supply chain. At every stage, the associated actor
will update the status of a batch of health care products.
Likewise, when a medicine reaches the next actor, it is their
responsibility to update the batch condition. This practice de-
preciates the control of a single centralized organization on the
data. Also, as multiple nodes affiliated with the supply chain
can access, update, and validate the batch of health care

products, this enhances transparency and ease the status up-
date process, hence eliminating monopoly and bribery.

Immutability All records on the blockchain network are cryp-
tographically [61] protected, consequently immutability.
When an actor updates the status of health care products, it
stores in a block of transactions. This block of transactions is
then required to be validated by the miners. The miners are
required to solve a puzzle, commonly Proof of Work (PoW),
in an Ethereum-based platform to validate a block of transac-
tions. A block is uploaded on the blockchain network only
once the puzzle is solved. This process makes it impracticable
to add false information or to alter the ledger. Hence making
the medical supply chain ledger tamper-proof and further re-
duces fraud.

Durability As the data is distributed on the blockchain, it se-
cures the ledger from a single point of failure. Multiple actors
(nodes) have a copy of the blockchain ledger. Hence even if
one fails, the data will be available with other nodes.
Therefore, making the whole system robust.

Transparency Since blockchain is decentralized, anyone can
access the ledger’s data. For example, the manufacturer can
scan and analyze the ledger to understand the drug require-
ments better. Similarly, consumers can also check the authen-
ticity of the drug by checking its journey. If there is a faulty
actor, he can be identified easily. Hence, increasing trust be-
tween the parties and eliminating fraud or counterfeit drugs.

Scalability On a public blockchain platform, such as
Ethereum, it is simple to add members into the medical supply
chain. An authorized member can easily add information to
the system. Moreover, the information on a public blockchain
network is public; hence anyone can access it. The newer
advancements in blockchain technology can solve scalability
issues [62]. In Ethereum 2.0, scalability issues solved by
sharding, and state channel. In sharding process, the network
was divided into sub networks and each node stores and man-
ages a fraction of blockchain (a shard), it also allows scaling
up as the network grows. In state channel, the states were
scaling by using off-chain transactions, can update the channel
multiple times, and only settlement transactions are on-chain.
Nevertheless, a private blockchain platform can be used for
higher scalability [63, 64].

Automation and integrity On Ethereum, a process can be
automated through smart contracts. Here, actors can work in
coordination and integrity among themselves since they all
have a specific job to perform and a platform to track
it. Using smart contracts, we can easily set limits, pa-
rameters or transfer funds between parties based on the
decided conditions [65–67].
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Data provenance In supply chain data provenance means to
track any products from its origin, here, in Blockchain the
token was designated basically for the product at origin, once
the product is in supply from one party to another party the
token value must be re-assigned according to the phases that
product travels [29, 68, 69].

1.2 System model

A medical supply chain starting from manufacturers to con-
sumers has many actors (entities). For simplicity, we have
taken a few major actors: pharmaceutical company (manufac-
turer), wholesaler, distributor, retailer, regulatory agency, gov-
ernment, and an insurance company. All the actors, except the
regulatory and government, have the attributes of demand and
supply. A pharmaceutical company has an additional attribute
for adding information about a batch of medicine.
Furthermore, regulatory agencies and government can audit
the information present on the blockchain.

This section will look at the proposed system model and
implementation of a medical supply chain. We will under-
stand the relationships and transactions between two ac-
tors while exchanging a batch of medicine. To clarify
the proposed model, we will explain in a sequence,
following a real-world example.

1.2.1 Requirements for system security

The proposed medical supply chain system must meet the
following security requirements.

Data immutability For conveying the right information and
avoid fraud, the data present on the blockchain network must
be immutable.

Data transparency The data must be accessible to the partic-
ipants of the network. Transparency is the core requirement
for a medical supply chain that the paper proposes.

Automation and integrity The network must provide ways
to ease and automate logging events and process transactions.
It should be able to accept information from different actors
and, at the same time, arrange that information in the right
sequence.

1.2.2 System overview

As shown in Fig. 2, the prominent participants in the
blockchain-based medical supply chain, as proposed by the
paper, are pharmaceutical companies, distributors, whole-
salers, retailers, and regulators. Let us briefly discuss them.

Pharmaceutical company (manufacturers) Pharmaceutical
companies are the manufacturer of drugs. According to the
proposed system, their job is to register a batch of medicines,
log all batch-related information, and store details about the
next actor in the supply chain.

DistributorDistributors are in direct relations with pharmaceu-
tical companies and buys medicine from them. They sell med-
icine to the next actor in the supply chain, namely wholesalers.
In the proposed network, distributors log information regard-
ing medicine arrival, storage condition, location, departure,
and the new owner (actor).

WholesalerWholesalers directly buy a large quantity of med-
icine from the distributors and sell them to smaller retailers. In
the proposed network, the wholesalers’ task is similar to that
of the distributor.

Retailer Let it be a retailer, hospital, or clinic they all buy
medicines from wholesalers or distributors and sell to cus-
tomers. Their job is similar to distributors or wholesalers in
the network, but instead of adding information about the next
actor, they end the supply chain for the medicines sold.

Consumers Consumers buy medicine from retailers. They are
the final participant of a medical supply chain. In the proposed
model, consumers do not add any information to the network;
instead, they can view the information present in the network
about medicine. Using the information present in the network,
they can check the authenticity of a drug.

Regulatory agency and government Regulatory agency and
government are public healthcare protectors. They set all the
healthcare rules and regulations. The proposed system has
access to see all transactions present on the medical supply
chain network. Through this network, they can monitor and
verify the quality of the medicines.

1.2.3 System smart contract design

For the implementation of the proposed system, there are three
main smart contracts- Medicine Registration Contract (MRC),
Batch Addition Contract (BAC), and Transaction Update
Contract (TUC). The MRC is responsible for registering a
medicine type on the network. Inside MRC, there is a link to
invoke BAC. The BAC is used to adding batch information to
the network. BAC contains a link to invoke TUC. The TUC is
employed while updating the status of a batch of medicine.
We can observe that each contract has an option to invoke
another contract. This feature brings coherence to the system.
In this way, each medicine has batches related to it, and each
batch has corresponding transactions. An authorization list is
also maintained. Only the actors belonging to the
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authorization list are allowed to inculcate changes in the net-
work. By entering a medicine ' s product id and batch number
on the network, consumers can view the corresponding trans-
actions and authenticate the medicine. Let us briefly under-
stand the purpose of each smart contract.

Medicine registration contract (MRC) A pharmaceutical com-
pany uses the MRC contract for adding specific medicine infor-
mation. A pharmaceutical company calls the register () function
(shown in Algorithm 1.1.) and adds information such as medicine
id, name, owner, and expiry period (shown in Table 1). The reg-
ister () function automatically takes the current universal
timestamp and saves it. This timestamp property later helps to
check the medicine status at different timelines. After registration
of medicine, the MRC automatically deployed a BAC contract
from the holder’s address. This BAC contract will provide func-
tionality for adding new batches of medicine to the network.

Batch addition contract (BAC) After registering a medicine, a
batch addition contract is deployed automatically. The BAC
contract allows the addition of a new batch by calling the
function addBatch() (shown in Algorithm 1.2.). The batch
manager calls the function addBatch() and adds information
such as batch number, medicine id, number of medicines in
the batch, expiry date, and timestamp (shown in Table 2).
After adding a batch, a BAC automatically deployed a TUC
contract from the manager ' s address. This TUC contract will
record all the transactions related to the flow of a batch of
medicine.

Transaction update contract (TUC)After successfully adding a
batch, a TUC contract is automatically deployed. The TUC
contract is accountable for storing all the transaction-related
information. For updating the status of a batch of medicine,
the TUC contract provides a function updateTran() (shown in

Fig. 2 Blockchain-based medical
supply chain

Table 1 Illustration of medicine
registration list of MRC contract S.no. Medicine

Id
Medicine
Name

Expiry
Period

Medicine
Owner

Timestamp BAC
Address

1 234156 Acetaminophen 6 months 0x23…9ad7 1512918335 0xa3…9862

2 348975 Adderall 6 months 0x33…9dfe 1512919005 0x23…9ad8

3 462990 Alprazolam 9 months 0x98…dea2 1512919020 0x33…9dfe

4 542799 Amitriptyline 9 months 0xa3…9863 1512951021 0x98…dea3
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Algorithm 1.3.). These status updates are used for checking
the journey of medicine.

At first, the owner of the batch creates a transaction request
to a receiver. If it is the first transaction, details such as med-
icine id and batch number are specified; otherwise, specify the
previous transaction ' s hash (shown in Table 3). Once the
receiver accepts the request, this transaction is uploaded to
the blockchain network with the timestamp, current hash, pre-
vious hash, sender’s and receiver’s address. All the transac-
tions will be first checked and then only uploaded on the
network.

1.2.4 System functionality

In this section, we will understand how our proposed model
will work. In Fig. 3, we can observe the medicine flow from a
pharmaceutical company to a customer, with distributor and
retailer ( or wholesaler, hospital) as mediators. It shows the
process of registration of medicine and the deployment of the
corresponding BAC contract. The method of batch addition
and, with it, the deployment of the TUC contract. The process
of storing transactions in the TUC contract. Moreover, the
method for a customer to check the medicine source is
discussed. To summarize, we will observe the steps in-
volved in the registration of medicine, the addition of
batch, and the transferring (or exchanging) of a batch.
Let us understand each step.

Contract deployment The platform administrator deploys the
MRC contract on the blockchain network and publicly shares
its address. Later, when a pharmaceutical company registers a
medicine by calling the register () function on the MRC con-
tract, the BAC is automatically invoked. Moreover, when a

batch manager creates a new batch by calling the addBatch()
function on the BAC contract, a TUC contract is automatically
deployed. The deployed BAC and TUC contracts store batch
details of medicines and transactions related to a batch.

Medicine registration The pharmaceutical company registers
a medicine by calling the register () function on the MRC
smart contract. It needs to provide all the required information
to the agreement (as shown in Table 1). Parallelly, the MRC
contract automatically deploys a BAC (name it as BAC A) on
the network and adds its address to the registration details.
Steps 2 to 5 of Fig. 3 shows the registration of medicine.
Now, the pharmaceutical company ' s batch manager divides
the medicines into batches and stores the information (as
shown in Table 2) of each batch. For storing this information,
the batch manager employs the addBatch() function of the
BAC A contract. Parallelly with the function call
addBatch(), a TUC A1 contract is deployed, and its
address is stored in the BAC A contract. Steps 6 to 9
of Fig. 3 shows this addition of batch.

Medicine buyer-seller consensus For transferring a batch of
medicine, proper communication and tracking systemmust be
present. This section will discuss how a buyer and seller come
to a consensus on medicine transfer. An elaboration of step 10
in Fig. 3 is shown in Fig. 4. Let us discuss this process step-by-
step. 1.) For requesting a medicine, a buyer calls the
buyRequest() function. The buyRequest() function parameters
stores buyer, seller Ethereum address, and medicine id.
Finally, it is signed by the buyer’s private key to authenticate
the transaction. 2.) At first, a seller with available medicine
checks the validity of the request. After validation, a buyer
then calls the requestResponse() function as a response to the
seller. This transaction includes information of a buyer ' s
Ethereum address, seller ' s Ethereum address, medicine id,
and finally, the buyer ' s signature. 3.) Now, when a seller
ships medicine, the sendMedicine() function is called. It is
required to prove that the seller has shipped the medicine.
The sendMedicine() function contains details of a seller ' s
Ethereum address, buyer ' s Ethereum address, medicine id,
batch number, and finally signed by the seller ' s private keys.
4.) When the buyer receives the medicine shipment, he calls
the function receiveMedicine() to endorse the shipment. To
call the function receiveMedicine(), the buyer provides the

Table 2 Illustration of a batch list of BAC contract for medicine-id:
348975 of Table 1

S.no. Batch Number Batch manager Timestamp TUC Address

1 4020252538 Ox33...9dfe 1512951364 Ox23...9ad10

2 4020252700 Ox33...6517 1512961171 Ox33...9gfe

3 4020252902 Ox98...dea3 1512970978 Ox98...dea5

4 4020025380 Oxa3...9864 1512980785 Ox23...9adll

Table 3 Illustration of transaction
list of TUC contract for batch
number- 4020025380 of Table 2

S.no. Transaction Hash Sender Receiver Previous Transaction Hash Timestamp

1 0x45…23we 0xe02...8D8a 0x36...6bfa 348975(4020025380) 1513029822

2 0xfd…45e4 0x9E...264B 0x59...7AF3 0x45…23we 1513039629

3 0xbf…9o1w 0x98...A91E 0xaC...99bA 0xfd…45e4 1513049437

4 0x43…yht6 0xfe...2D00 0x3e...ef59 0xbf…9o1w 1513059244
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buyer ' s Ethereum address, seller ' s Ethereum address, med-
icine id, batch number, and then finally signs it with his pri-
vate keys.

After fulfillment of the consensus between buyer and sell-
er, the buyer finally initiates a transaction using the
updateTran() function of the TUC (TUA A1, according to
Fig. 3) contract for updating the status of a batch.

The above procurement process was for the transfer of
medicine from a pharmaceutical company to a distributor.
Similarly, medicines are transferred from distributors to
wholesalers and from wholesalers to retailers. This process
is shown in steps 12 to 15 of Fig. 3. In Fig. 3, we have omitted
the entity wholesaler for reducing redundancy.

Customer query procedure Customers can enter the network by
either becoming a full or light node. After becoming a node, a
customer can verify the medicine ' s source and journey by using
the product id and batch number present on the medicine contain-
er. This process of customer query is shown in step 16 of Fig. 3.

Authorization of actors Any authorized actor can quickly au-
thorize a new actor into the network. Using the registerActor()
function and entering a new actor ' s address, an authorized
actor can authorize a new actor.

1.3 System implementation

To implement the medical supply chain using blockchain, we
have used local network through Truffle Suite [64] for creat-
ing the required environment. Using the Ganache-Cli [65],
part of Truffle Suite, we created a test private blockchain
network on the system [66]. Ganache allows us to create mul-
tiple local accounts, which is ideal for developing and testing
smart contracts. The IDE (editor) of choice was Visual Studio
Code [67], an open-source editor for macOS, Linux, and
Windows operating system. Visual Studio Code supports
many languages through extensions that are required for this
setup. A few of the required languages for this implementation
are Solidity, JavaScript, and HTML-CSS (Table 4) [67].

Fig. 3 Flow of information and medicine
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The decentralized application often used in Distributed
Ledger Technology, such as Ethereum, and Hyperledger
Fabrics. DApps have their backend code running on a
decentralized peer-to-peer network whereas the frontend code
and user interfaces written in solidity and serpant language that
can make calls to its backend. The main feature of a DApp is to
connect the features of smart contracts with a web application.
Smart contracts are the ruling factor in a decentralized app. With
the help of HTML and CSS, we can design a front-end, and with
the use of JavaScript, we can connect smart contracts to the front-
end. A popular JavaScript library in the Ethereum world,
Web3.js, is used for interactions with the blockchain network.
Users can easily interact with a DApp, as it provides a user-
friendly UI. Figure 5 shows how a user interacts with the
DApp and how a DApp can interact with the blockchain

network. A user can invoke any function on the DApp, and it
will interact with the blockchain as its backend. For a functional
DApp, it is first required to deploy a smart contract. After
deploying a smart contract on EVM, the EVM returns an auto-
matically generated Ethereum address. This Ethereum address
enables users to interact with the smart contract.With our system,
we have initially deployed the MRC contract. Hence, the
Ethereum address returned after deploying the MRC contract
will be saved in the DApp for further interactions. The other
contracts will be deployed automatically once invoked by the
MRC on a user’s request.

As our intention was only to test the proposed model;
hence, we choose to test the network locally. By using the
Truffle, we created a local Ethereum environment. A local
network is stored and processed entirely on the local memory.
This local environment helps us to develop in real-time, as
transaction delay is very minimal. First, it is always recom-
mended to check and verify the smart contracts in a local
environment before pushing them onto the main Ethereum
network. After successfully implementing the local network,
we needed to check our work on an Ethereum test network
[68]. Hence, we used the Kovan test network [69]. This is to
make sure that our contracts are functioning correctly. The
required gas amount to deploy our contract on the Kovan test
network is taken from Kovan Authenticated Faucet [69].

Fig. 4 Seller-buyer consensus

Table 4 Developing environment

Development Platform Truffle Suite v5.0.0

Operating System macOS Catalina

Editor Visual Studio Code

Programming Language Solidity, JavaScript, HTML-CSS

Front-end Connection Web3.js API

Test Network Ganache-cli Private Test Network
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As discussed earlier, there are three essential con-
tracts for the implementation of the medical supply
chain using blockchain. Let us discuss their algorithm
lucidly.

The system administrator deploys the MRC contract. It is
employed for registering and checking the registered medicines.
When registering a medicine, the MRC contract appends a BAC
contract address with it. The algorithm for the register () function
used to register a medicine is shown in Algorithm 1. 1.

Fig. 5 User-DApp-blockchain
relation
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The automatically deployed BAC contract is employed to
store batch details of medicine. The BAC contract function
addBatch(), explained in Algorithm 1.2., is used to create. It
also deploys a contract TUC that stores transactions related to
a batch.

TUC contract stores all the transactions related to a batch.
The function updateTran(), in the TUC contract, is used for
adding information of batch exchanges. Algorithm 1.3. de-
fines the pseudocode for updateTran(). With the help of the
TUC contract, a drug can be tracked and therefore authenti-
cated, as explained in Section 1.3.4.
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1.4 Experimental assessment

In this section, we share the outcome of the system
implemented.

1.4.1 Implementation result

Initially, the contracts are tested on a local private network using
the truffle suite. Figure 6 shows the deployment of contracts on

Fig. 6 Contract deployment on
Truffle (private network)
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the local private network. Here, the values of different parame-
ters such as transaction hash, Blocks, contract address, block
number, block time stamp, account, balance, gas used, gas price,
value sent, and total cost were addressed through Medicine
Registration Contract (MRC), Batch Addition Contract (BAC),
and Transaction Update Contract (TUC). After successful local
testing, the smart contracts are deployed on the Kovan test net-
work for a better gas consumption calculation.

At the time of deployment in Etherscan at Main Network on
Ethereum.org platform, the gas price involves for execution
process of smart contracts for Medicine Registration Contract,
Batch Addition Contract, and Transaction Update Contract was
given below in Table 5 (USD).

The cost of deploying smart contracts is shown in Table 5
(the conversion rate of ETH to USD may vary).

After testing the smart contracts, the decentralized app is
deployed. Figure 7 shows the registration page of the medi-
cine. This page allows the authorized pharmaceutical compa-
nies to register a new medicine and provide information about
the previously registered medicines. Here information about
different drugs is arranged according to their serial number,
expiry date, name, owner ' s address, BAC address, and
timestamp. A bottom section is provided for registering a

new medicine. It requires the medicine name, id, and expiry
date for a successful registration.

Coming to Fig. 8 shows the batch information related to a
medicine id. As shown, this page provides a section to enter
medicine id. Entering a medicine id and clicking the “ok”
button gives the medicine’s information, and also, all its
existing batches are displayed. To add a new batch, a user
can click on the “Add Batch” button, and it will redirect them
to the batch addition page.

The webpage, shown in Fig. 9, displays the batch related
information. By entering the medicine id and batch number, a
user or customer can check a medicine journey. It shows all
chains of exchanges that took place for a drug in the form of
transactions. These events are shown with their transaction
hash, sender ' s address, receiver’s address, and previous trans-
action hash. For the authorized user, an option is present for
updating the transaction details by entering the last transaction
and receiver’s address.

1.4.2 System security and analysis

The proposed medical supply chain using a blockchain-
platform satisfies the following system security requirements.

Table 5 Contract deployment gas
fee Contract Name Gas Used (gwei)

(1 gwei = 0.000000001 ETH)

USD

(1 ETH = 374 USD)

Medicine Registration Contract 420903 0.157417722

Batch Addition Contract 861272 0.322115728

Transaction Update Contract 420903 0.157417722

Fig. 7 Medicine registration page
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Data immutabilityThe proposed system allows the addition of
authorized nodes, and these nodes can add information to the
network. Once inserted, the information is saved permanently
in the form of a transaction. As this is a blockchain network,
any transaction made is immutable.

Data transparency The proposed system stores all the infor-
mation about medicine, its batch, and exchange.
Moreover, the system permits access to this information
to every node on the network. Thus, anyone on the
blockchain network, let it be a customer, a pharmaceu-
tical company, distributor, or wholesaler, can access the
information present on it, hence making the information
transparent.

Automation and integration By employing smart contracts in
our system model, we have uplifted the activities’ automation.
Moreover, by using smart contracts, it is possible to enforce a
step-by-step procedure for all actors. Each actor needs to fulfill
some predefined conditions, succeeding it, their transaction will
be identified as valid in the system. This obligation ensures that the
information is stored correctly. Furthermore, as all the actor needs
to work together, it brings integrity in the system.

1.4.3 System comparison

In this section of the paper, we have compared our system of
the medical supply chain with the other papers discussed in
Section 1.2.3. Table 6 shows the result of the comparison.

Fig. 8 Medicine batch
information page

Fig. 9 Batch transaction update
page
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Decentralization As we have introduced blockchain into our
medicine supply chain, we have distributed our net-
work’s access and control to every actor in the supply
chain. Moreover, even the customers are granted access
to the information present on the network. This decen-
tralization of information reduced the monopoly and
tempering done by a centralized organization and re-
duced fraud by a third-person. Hence, making our sys-
tem highly decentralized and transparent. The system
proposed in [47] is a centralized and non-distributed
network. Due to this reason, it is prone to frauds pri-
vately by organizations or other third-person.

Transparency Our system allows all the authorized medical
supply chain actors to add information to the network.
Also, all customers can access the data on the network
by becoming a partial or full node. Through this, they
can check the authenticity of the medicine. In contrast,
in [45], being a permissioned network, the drug supply
chain model does not allow customers to enter or check
medicine information. Hence it is less transparent.

Scalability As our medical supply chain system is on a public
network, it is easy to add members into the system. A
new actor, who wants to update a transaction on the
network, can quickly be authorized with any authorized
actor ' s request on the network. Moreover, the infor-
mation on the network is public; hence, anyone can
access it. Besides, many extension points are also pro-
vided in our network to increase the scalability.
Similarly, all the other models in this comparison also
offer scalability features.

User-friendliness TheDAppwe prepared is easy to use. Actors
or customers can easily interact with it. It has clear and
simple steps for updating and accessing information
present on the blockchain network. The proposed model
in [45, 57] does not provide a user-interface or DApp.
Hence, the operations in both these models need to be
executed via some high-level instruction, which is diffi-
cult for a layperson to understand.

2 Conclusions and future direction

In the paper, we proposed the drug traceability and transpar-
ency of a medical supply chain system using the blockchain.
This blockchain-based medical supply chain’s key feature is
to system stores all the medicine batch ' s transfer history,
register a medicine, batch-manager uploads its details on the
platform ' s network, further exchange of this batch needs both
sender and receiver ' s approval on exchange, and exchange
transaction is permanently stored on the network. This can
eliminate the possibility of a third-person fraud. Lastly, we
made a DApp (Decentralized Application) for the tracking
of the medical supply chain. The test result indicates that our
system is decentralized, transparent, and provides automation
and integrity.

The medical supply chain ' s future work using blockchain
may include the following features: 1) Quality check report to
be uploaded for each batch of medicine. 2) The use of IoT for
inculcating integrated chip that can automatically update a
batch ' s location, temperature, and other physical conditions
periodically. 3) Using QR to update a batch ' s status effort-
lessly. 4) Introducing other healthcare products into the
system.

Acknowledgements This research was supported by ICFAI Foundation
for Higher Education of INDIA under Grant IFHE/RC/Sep2020/68, in
part by the seed money, Case Research Center, ICFAI Foundation for
Higher Education, Hyderabad, INDIA.

Declarations

Competing interests The authors declare no competing interests.

References

1. McBride A (2019) How the supply chain can become the backbone
of health care anywhere. Retrieved October 04, 2020, from https://
www.ey.com/en_gl/health/how-the-supply-chain-can-become-the-
backbone-of-health-care-anywhere

2. Nakamoto S (2019) Bitcoin: A peer-to-peer electronic cash system.
Manubot

3. Beck R, Czepluch JS, Lollike N,Malone S (2016) "Blockchain–the
gateway to trust-free cryptographic transactions."

4. Mertz L (2018) (Block) chain reaction: a blockchain revolution
sweeps into health care, offering the possibility for a much-
needed data solution. IEEE pulse 9(3):4–7

5. Azaria A, Ekblaw A, Vieira T, Lippman A (2016) "Medrec: Using
blockchain for medical data access and permission management."
In 2016 2nd International Conference on Open and Big Data
(OBD), pp. 25-30. IEEE

6. Xia QI, Sifah EB, Asamoah KO, Gao J, Xiaojiang D, Guizani M
(2017) MeDShare: Trust-less medical data sharing among cloud
service providers via blockchain. IEEE Access 5:14757–14767

7. Ekblaw A, Azaria A, Halamka JD, Lippman A (2016) "A Case
Study for Blockchain in Healthcare: “MedRec” prototype for

Table 6 System Comparison

Scheme [45] [46] [47] Our System

Transparency Low High High High

Decentralization High High Low High

Scalability High High High High

User-friendly Low Low High High

89Pers Ubiquit Comput (2024) 28:75–91

https://www.ey.com/en_gl/health/how-the-supply-chain-can-become-the-backbone-of-health-care-anywhere
https://www.ey.com/en_gl/health/how-the-supply-chain-can-become-the-backbone-of-health-care-anywhere
https://www.ey.com/en_gl/health/how-the-supply-chain-can-become-the-backbone-of-health-care-anywhere


electronic health records and medical research data." In
Proceedings of IEEE open & big data conference, vol. 13, p. 13

8. Tapscott A, Tapscott D (2017) How blockchain is changing fi-
nance. Harv Bus Rev 1(9):2–5

9. Treleaven P, Brown RG, Yang D (2017) Blockchain technology in
finance. Computer 50(9):14–17

10. Hofmann E, Strewe UM, Bosia N (2017) Supply chain finance and
blockchain technology: the case of reverse securitisation. Springer

11. Berryhill J, Bourgery T, Hanson A (2018) Blockchains unchained:
Blockchain technology and its use in the public sector. OCED 28:
1–53

12. Ølnes S, Jansen A (2018) "Blockchain technology as infrastructure
in public sector: an analytical framework." In Proceedings of the
19th Annual International Conference on Digital Government
Research: Governance in the Data Age, pp. 1-10

13. Gatteschi V, Lamberti F, Demartini C, Pranteda C, Santamaría V
(2018) Blockchain and smart contracts for insurance: Is the tech-
nology mature enough? Future Internet 10(2):20

14. Lamberti F, Gatteschi V, Demartini C, Pranteda C, Santamaria V
(2017) Blockchain or not blockchain, that is the question of the
insurance and other sectors. IT Professional 20:62–74

15. Zhou L, Wang L, Sun Y (2018) Mistore: a blockchain-based med-
ical insurance storage system. J Med Syst 42(8):149

16. RaikwarM,Mazumdar S, Ruj S, Gupta SS, Chattopadhyay A, Lam
K-Y (2018) "A blockchain framework for insurance processes." In
2018 9th IFIP International Conference on New Technologies,
Mobility and Security (NTMS), pp. 1-4. IEEE

17. Wang S, Li D, Zhang Y, Chen J (2019) Smart contract-based prod-
uct traceability system in the supply chain scenario. IEEEAccess 7:
115122–115133

18. Morabito V (2017) Business Innovation Through Blockchain: The
B³ Perspective. Cham: Springer International Publishing

19. Weber I, Xu X, Riveret R, Governatori G, Ponomarev A, Mendling
J (2016) "Untrusted business process monitoring and execution
using blockchain." In International Conference on Business
Process Management, pp. 329-347. Springer, Cham

20. Miller D (2018) Blockchain and the internet of things in the indus-
trial sector. IT Professional 20(3):15–18

21. Beck R, Avital M, Rossi M, Thatcher JB (2017) "Blockchain tech-
nology in business and information systems research." 381-384

22. Coron JS (2006) What is cryptography? IEEE Secur Priv 4(1):70–
73

23. Hofmann F, Wurster S, Ron E, Böhmecke-Schwafert M (2017)
"The immutability concept of blockchains and benefits of early
standardization." In 2017 ITU Kaleidoscope: Challenges for a
Data-Driven Society (ITU K), pp. 1-8. IEEE.

24. Lua EK, Crowcroft J, Pias M, Sharma R, Lim S (2005) A survey
and comparison of peer-to-peer overlay network schemes. IEEE
Commun Surv Tutor 7(2):72–93

25. Zhang K, Jacobsen H-A (2018) "Towards Dependable, Scalable,
and Pervasive Distributed Ledgers with Blockchains." In ICDCS,
pp. 1337-1346

26. Kraft D (2016) Difficulty control for blockchain-based consensus
systems. Peer-to-Peer Netw Appl 9(2):397–413

27. Yaga D, Mell P, Roby N, Scarfone K (2019) "Blockchain technol-
ogy overview." arXiv preprint arXiv:1906.11078

28. Di Pierro M (2017) What is the blockchain? J Comput Sci Eng
19(5):92–95

29. Koblitz N Elliptic curve cryptosystems. Math Comput 48(177):
203–209

30. Okupski K (2014). "Bitcoin developer reference." In Eindhoven
31. Docs E (2018) https://www.Ethereum.org/, last accessed 2018/07/

27 Aldweesh, M. Alharby, E. Solaiman and A. van Moorsel,
"Performance Benchmarking of Smart Contracts to Assess Miner
Incentives in Ethereum," 2018 14th European Dependable
Computing Conference (EDCC), Iași, Romania, pp. 144-149.

32. Buterin V A next-generation smart contract and decentralized ap-
plication platform. https://github.com/Ethereum/wiki/wiki/White-
Paper/, last accessed 2018/07/27

33. Mohanta BK, Panda SS, Jena D (2018) "An Overview of Smart
Contract and Use Cases in Blockchain Technology," 2018 9th
International Conference on Computing, Communication and
Networking Technologies (ICCCNT), Bangalore, pp. 1-4.

34. Solidity, Docs. http://solidity.readthedocs.io/en/v0.4.24/, last
accessed 2018/07/30

35. Hirai Y (2017) "Defining the Ethereum virtual machine for interac-
tive theorem provers." In International Conference on Financial
Cryptography and Data Security, pp. 520-535. Springer, Cham

36. Rudnicka E, Mamros L, DeRiggi B, Munshower B (2010) "The
Diamond Supply Chain." In 8th Latin American and Caribbean
Conference for Engineering and Technology. Arequipa, Peru

37. Sousa RT, Liu S, Papageorgiou LG, Shah N (2011) Global supply
chain planning for pharmaceuticals. Chem Eng Res Des 89(11):
2396–2409. https://doi.org/10.1016/j.cherd.2011.04.005

38. Imran M, Kang C, Ramzan MB (2018) Medicine supply chain
model for an integrated healthcare system with uncertain product
complaints. J Manuf Syst 46:13–28

39. Kwon I-WG, Kim S-H, Martin DG (2016) Healthcare supply chain
management; strategic areas for quality and financial improvement.
Technol Forecast Soc Chang 113:422–428

40. Special 301 Report (2019) [ebook] Available at: https://ustr.gov/
sites/default/files/2019_Special_301_Report.pdf [Accessed 1 Mar.
2020]

41. Ozawa S, Evans DR, Bessias S, Haynie DG, Yemeke TT, Laing
SK, Herrington JE (2018) Prevalence and estimated economic bur-
den of substandard and falsified medicines in low-and middle-in-
come countries: a systematic review and meta-analysis. JAMA
Netw Open 1(4):e181662–e181662

42. United States Department of Commerce 2016 TopMarkets Report:
Pharmaceuticals. Available at: http://trade.gov/topmarkets/pdf/
Pharmaceuticals _Executive_Summary.pdf (accessed 9/7/2017)

43. Ebel T, Larsen E, Shah K (2013) Strengthening health care’s supply
chain: A five-step plan. McKinsey Q:1–6

44. “An Impact Evaluation of Fairtrade’s Supply Chain Interventions.”
fairtrade, October 2016. https://www.fairtrade.org.uk/~/media/
FairtradeUK/What is Fairtrade/Documents/Fairness-in-trade-
matters-for-sustainability.pdf.

45. Shrikant GP (2019) Traceability and detection of counterfeit med-
icine supply chain through Blockchain. J Gujarat Res Soc 21(8):
143–149

46. Kumar R, Tripathi R (2019) "Traceability of counterfeit medicine
supply chain through Blockchain," 2019 11th International
Conference on Communication Systems & Networks
(COMSNETS). Bengaluru, India, pp 568–570

47. KapoorD (2018) AnOverview on Pharmaceutical Supply Chain: A
Next Step towards GoodManufacturing Practice. DDIPIJ 1. https://
doi.org/10.32474/DDIPIJ.2018.01.000107

48. HuangY,Wu J, Long C (2018) Drugledger: A Practical Blockchain
System for Drug Traceability and Regulation. 10.1109/
Cybermatics_2018.2018.00206

49. Nasser EA; Iliyasu AM; Kafrawy PM; Song OH; Bashir AK; Latif
AAE (2020) DITrust Chain: Towards Blockchain-based Trust
Models for Sustainable Healthcare IoT Systems. IEEE Access

50. Bhavsar KA, Abugabah A, Singla J, AlZubi AA, Bashir AK, Nikita
A (2021) Comprehensive Review on Medical Diagnosis Using
Machine Learning. Comput Mater Contin 67(2):1997–2014

51. Bhavsar KA, Singla J, Al-Otaibi YD, Oh Y, Song Y, Zikriya B,
Bashir AK (2021) Medical Diagnosis Using Machine Learning: A
Statistical Review. CMC: Comput Mater Contin Tech Science
67(1)

52. Tsafack N, Sankar S, Abd-El-Atty B, Kengne J, Jithin KC, Belazi
A, Mehmood I, Bashir AK, Song OY, EL-Lati AA (2020) A new

90 Pers Ubiquit Comput (2024) 28:75–91

https://www.ethereum.org/
https://github.com/Ethereum/wiki/wiki/White-Paper/
https://github.com/Ethereum/wiki/wiki/White-Paper/
http://solidity.readthedocs.io/en/v0.4.24/
https://doi.org/10.1016/j.cherd.2011.04.005
https://ustr.gov/sites/default/files/2019_Special_301_Report.pdf
https://ustr.gov/sites/default/files/2019_Special_301_Report.pdf
http://trade.gov/topmarkets/pdf/Pharmaceuticals
http://trade.gov/topmarkets/pdf/Pharmaceuticals
https://www.fairtrade.org.uk/~/media/FairtradeUK/What
https://www.fairtrade.org.uk/~/media/FairtradeUK/What
https://doi.org/10.32474/DDIPIJ.2018.01.000107
https://doi.org/10.32474/DDIPIJ.2018.01.000107


chaotic map with dynamic analysis and encryption application in
Internet of Health Things. IEEE Access

53. Abeyratne SA, Monfared RP (2016) Blockchain ready manufactur-
ing supply chain using distributed ledger. Int J Eng Res Technol
5(9):1–10

54. Davidson S, De Filippi P, Potts J (2016) "Economics of
blockchain." Available at SSRN 2744751

55. Zelbst PJ, Green KW, Sower VE, Bond PL (2019) The impact of
RFID, IIoT, and Blockchain technologies on supply chain transpar-
ency. J Manuf Technol Manag 31:441–457

56. Tian F (2016). "An agri-food supply chain traceability system for
China based on RFID & blockchain technology." In 2016 13th
international conference on service systems and service manage-
ment (ICSSSM), pp. 1-6. IEEE

57. Beck R (2016), Jacob Stenum Czepluch, Nikolaj Lollike, and
SimonMalone. "Blockchain–the gateway to trust-free cryptograph-
ic transactions."

58. Liu X, Wang Z, Jin C, Li F, Li G (2019) A blockchain-based
medical data sharing and protection scheme. IEEE Access 7:
118943–118953

59. Chang SE, Chen Y-C, Ming-Fang L (2019) Supply chain re-
engineering using blockchain technology: A case of smart
contract-based tracking process. Technol Forecast Soc Chang
144:1–11

60. Cruz JP, Kaji Y, Yanai N (2018) RBAC-SC: Role-based access
control using smart contract. IEEE Access 6:12240–12251

61. Hussein AF, ArunKumar N, Ramirez-Gonzalez G, Abdulhay E,
Tavares JMRS, de Albuquerque VHC (2018) A medical record
managing and securing blockchain based system supported by a

genetic algorithm and discrete wavelet transform. Cogn Syst Res
52:1–11

62. Wels SJ (2019) "Guaranteed-TX: The exploration of a guaranteed
cross-shard transaction execution protocol for Ethereum 2.0."
Master ' s thesis, University of Twente

63. LiW, Sforzin A, Fedorov S, Karame GO (2017) "Towards scalable
and private industrial blockchains." In Proceedings of the ACM
Workshop on Blockchain, Cryptocurrencies and Contracts, pp. 9-
14

64. Suite T “Sweet Tools for Smart Contracts.” Truffle Suite. Accessed
April 1, 2020. https://www.trufflesuite.com/

65. Suite T “Ganache: Overview: Documentation.” Truffle Suite.
Accessed April 1, 2020. https://www.trufflesuite.com/docs/
ganache/overview.

66. Bogner A, Chanson M, Meeuw A (2016). "A decentralised sharing
app running a smart contract on the Ethereum blockchain." In
Proceedings of the 6th International Conference on the Internet of
Things, pp. 177-178

67. “Documentation for Visual Studio Code.” RSS. Microsoft, April
14, 2016. https://code.visualstudio.com/docs.

68. “Test Networks.” EthHub. Accessed April 2, 2020. https://docs.
ethhub.io/using-Ethereum/test-networks/.

69. Faucet K (n.d.). Retrieved October 11, 2020, from https://kovan.
faucet.enjin.io/

Publisher’s note Springer Nature remains neutral with regard to jurisdic-
tional claims in published maps and institutional affiliations.

91Pers Ubiquit Comput (2024) 28:75–91

https://www.trufflesuite.com/
https://www.trufflesuite.com/docs/ganache/overview
https://www.trufflesuite.com/docs/ganache/overview
https://code.visualstudio.com/docs
https://docs.ethhub.io/using-Ethereum/test-networks/
https://docs.ethhub.io/using-Ethereum/test-networks/
https://kovan.faucet.enjin.io/
https://kovan.faucet.enjin.io/

	Drug...
	Abstract
	Introduction
	Literature survey
	Medical supply chain
	Problems in current medical supply chain
	Related work on medical supply chain using Blockchain
	Improvement of medical supply chain using blockchain

	System model
	Requirements for system security
	System overview
	System smart contract design
	System functionality

	System implementation
	Experimental assessment
	Implementation result
	System security and analysis
	System comparison


	Conclusions and future direction
	References


