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Abs t r ac t  IEEE 802.11 Medium Access Control (MAC) is proposed to support asynchronous 
and time bounded delivery of radio packets. Distributed Coordination Function (DCF), which uses 
Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA) and binary slotted exponen- 
tim backoff, is the basis of the 802.11 MAC. This paper proposes a throughput enhancement for 
DCF by adjusting the Contention Window (CW) setting scheme. Moreover, an analytical model 
based on Markov chain is introduced to compute the enhanced throughput. The accuracy of the 
model and the enhancement of the proposed scheme are verified by elaborate simulations. 
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1 I n t r o d u c t i o n  

Recently, there is an increasing need towards 
portable and mobile computers or workstations 
with the development wireless packet computing 
technology. Wireless networks should provide com- 
munications between mobile terminals, and high 
speed access to backbone networks needs to be pro- 
vided too. 

Wireless Local Area Networks [1-61 (WLANs),  
which provide more flexibility and convenience 
than their wired counterpart ,  are being developed 
to provide high bandwidth access for users in a 
limited geographical area. IEEE Project 802 rec- 
ommends an international s tandard 802.11[ l-a] for 
WLANs. The standard includes detailed specifi- 
cations for both  Medium Access Control (MAC) 
and Physical Layer (PHY). In WLANs, the physi- 
cal medium, which is shared by all stations and 
has limited connection range, has significant differ- 
ences from wired media. Ttw IEEE 802.11 WLAN 
standard includes a basic Distributed Coordination 
Function (DCF) and an optional Point Coordina- 
tion Function (PCF).  

In 802.11, the DCF is the fundamental access 
method used to support  asynchronous data transfer 
on a best effort basis. As specified in the standards, 
the DCF must be supported by all the stations in 

a basic service set (BSS). The DCF is based on Car- 
rier Sense Multiple Access with Collision Avoid- 
ance (CSMA/CA).  CSMA/CD is not used because 
a station is unable to listen to the channel for colli- 
sion while transmitting. In 802.11 CS is performed 
both at physical layer, which is also referred to 
as physical carrier sensing, and at the MAC layer, 
which is known as virtual carrier sensing. The P C F  
in the 802.11 is a polling-based protocol, which is 
designed to support  collision free and real t ime ser- 
vices. This paper  focuses on the performance anal- 
ysis and modeling of DCF in 802.11 WLAN. 

There are two techniques used for packet trans- 
mitt ing in DCF. The default one is a two-way 
handshaking mechanism, also called basic access 
method. A positive acknowledgement (ACK) is 
t ransmit ted by the destination stat ion to signal 
the successful packet transmission. The other 
optional one is a four-way handshaking mech- 
anism, which uses request-to-send/clear-to-send 
(RTS/CTS)  technique to reserve the channel be- 
fore data  transmission. This technique has been 
introduced to reduce the performance degradation 
due to hidden terminals. However, the drawback 
of using the RTS/CTS mechanism is an increased 
overhead for short data frames. 

In DCF, a binary slotted exponential  backoff is 
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used with CSMA/CA. Whenever a backoff occurs, 
the backoff time is set with a uniform distribution 
over the interval [0, CW], where the Contention 
Window (CW) will double for a retry and reset 
for a new packet. This paper  proposes a little bit 
conservative way to reset the CW to improve the 
throughput  performance of DCF. 

To analyze the way to reset CW, the modeling 
of 802.11 has been examined. [7] considers the ef- 
fect of capture and hidden terminal and [8] gives 
the theoretical throughput limit of 802.11 based on 
a p-persistent variant. However, none of these mod- 
els take the effect of the Contention Window (CW) 
and binary slotted exponential back-off procedure 
used by DCF into consideration. Unlike those re- 
searches, [9, 10] use Markov process to analyze the 
saturated throughput of 802.11. Unfortunately, 
due to some false transition in the Markov chain 
and some false hypotheses, the results of [9] overes- 
t imate the throughput in 802.11. A more accurate 
model is proposed in [10], which also uses Markov 
chain to analyze the throughput  and correct the 
mistakes in [9]. This paper  analyze the effect of 
proposed CW reset scheme by a new Markov chain 
model, which is validated by elaborate simulations. 

The paper  is organized as follows. Section 2 
briefly describes the DCF of IEEE 802.11 MAC 
protocols, which includes both basic access and 
RTS/CTS  mechanisms. In Section 3, the new CW 
reset scheme is introduced and an analytical model 
to compute the saturated throughput is proposed. 
Section 4 validates the accuracy of this model and 
the performance of CW reset scheme by comparing 
the results of modeling and simulations. In Section 
5, the model is used to analyze throughput  perfor- 
mance with variable parameters.  Finally, Section 6 
concludes the paper. 

2 D i s t r i b u t e d  C o o r d i n a t i o n  F u n c t i o n  in 
802.11 

This paper  only gives a brief introduction to 
802.11, and the readers are referred to [1-3] for de- 
tailed information about  802.11. The DCF is based 
on CSMA/CA and it only provides asynchronous 
access for best effort data  transmission. 

2.1 Bas ic  A c c e s s  M e t h o d  

In 802.11, priority access to the wireless medium 
is controlled by the use of inter-frame space (IFS) 
time between the transmissions of frames. Totally 
three IFS intervals have been specified by 802.11 

J. Comput. Sci. gz Technol., Sept. 2003, Vol.18, No.5 

standard: short IFS (SIFS), point coordination 
function IFS (PIFS),  and DCF-IFS (DIFS). The 
SIFS is the smallest and the DIFS is the largest. 

The station may proceed with its transmission 
if the medium is sensed to be idle for an inter- 
val larger than the Distributed Inter Frame Space 
(DIFS). If the medium is busy, the station defers 
action until a DIFS is detected and then a random 
back-off period is generated before transmitt ing.  
The back-off timer counter is decreased as long as 
the channel is sensed idle, frozen when the channel 
is sensed busy, and resumed when the channel is 
sensed idle again for more than a DIFS. A stat ion 
can initiate a transmission when the back-off t imer 
reaches zero. The back-off t ime is uniformly cho- 
sen in the range (0, w - 1). Also (w - 1) is known 
as Contention Window (CW), which is an integer 
with the range determined by the PHY character- 
istics CWmi n and CWma• After each unsuccessful 
transmission, w is doubled, up to a maximum value 
2'~'W, where W equals (CWmin + 1) and 2m'W 
equals ( CWm~,x + 1). 

Upon receiving a packet correctly, the destina- 
tion station waits for an SIFS interval immediately 
following the reception of the da ta  frame and trans- 
mits a positive ACK back to the source station, 
indicating that  tile data  packet has been received 
correctly. In case the source stat ion does not re- 
ceive an ACK, the data frame is assumed to be 
lost and the source station schedules retransmission 
with the CW with back-off t ime doubled. When 
the data  frame is t ransmit ted,  all the other sta- 
tions hearing the data frame adjust their Network 
Allocation Vector (NAV), which is used for virtual 
CS at the MAC layer, based on the duration field 
value in the data  frame, which includes the SIFS 
and the ACK following the data  frame. 

2.2 R T S / C T S  Acces s  M e t h o d  

In 802.11, DCF also provides an optional way 
of transmitting data frames, which involves trans- 
mission of special short RTS and CTS frames prior 
to the transmission of actual data frame. An RTS 
frame is transmitted by a station, which needs to 
transmit a packet. When the destination receives 
the RTS frame, it will transmit a CTS frame after 
SIFS interval immediately following the reception 
of the data frame. The source stat ion is allowed to 
transmit its packet only if it receives the CTS cor- 
rectly. Note that all the other stations are capable 
of updating the NAVs based on ttle RTS from the 
source station and the CTS from the destination 
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station, which helps to combat the hidden termi- 
nal problems. In fact, a station able to detect the 
transmission of at least one of the RTS or CTS 
frames can avoid collision even when it is unable to 
sense the channel busy. If a collision occurs with 
two RTS frames, far less bandwidth is wasted com- 
pared with a larger data frame in collision. 

3 D C F  P e r f o r m a n c e  E n h a n c e m e n t  a n d  
A n a l y s i s  

In this paper, we focus on the saturated through- 
put, which is also examined in [9, 10].  This is 
a fundamental performance figure defined as the 
limit reached by the system throughput as the of- 
fered load increases, and represents the load that  
the system can carry in stable conditions. 

3.1 N e w  Backo f f  S c h e m e  P r e s e r v i n g  C W  

In 802.11 DCF, a binary exponential backoff [lt] 
is used with CSMA/CA. Whenever a backoff oc- 
curs, the backoff time is set with a uniform dis- 
tribution over the interval [0, w - 1], and (w - 1) 
is also known as CW (Contention Window). Af- 
ter each unsuccessful transmission, w is doubled, 
up to a maximum value 2roW, where W equals 
(CWmin + 1) and 2"~'W equals (CWmax + 1). Once 
it reaches C W  . . . .  the CW will remain at the value 
of CWma• until it is reset. CW will be reset to 
CWmi n after every successful transmission attempt 
of a data frame or an RTS frame, or where a retry 
counter reaches its limit, whose value is different 
for data frame and RTS frame in 802.11, i.e., 5 and 
7 separately [2] . 

Therefore, in binary exponential backoff scheme 
used by 802.11, the CW value, which controls the 
range of the backoff slot number taken by a sta- 
tion, is determined by the retransmission number 
of the current frame. It is easily understood that 
this scheme is chosen to dynamically adapt to the 
number of stations trying to send. Since a station 
uses CW to control the backoff window of packet 
transmission, the optimal setting of CW will af- 
fect the performance of DCF. The backoff proce- 
dure of CW can be considered as a progress to 
probe the optimal value of CW, however, the reset- 
ting scheme in binary exponential backoff of 802.11 
breaks this progress, which will degrade the perfor- 
mance of DCF. Then  the question is how to control 
the backoff counter, or CW, optimally. As we know 
that the CW value adapts to the number of stations 
trying to send, so a CW value for the current data 

frame is also meaningful to the next data frame to 
be transmitted, because it represents the adapta- 
tion result of the current backoff time slot to the 
current contention situation in WLAN. 

Therefore, this paper argues that the CW value 
should not be determined by the retransmission 
number of the current data frame to be transmit- 
ted as that in binary exponential backoff used by 
802.11, because CW value is the adaptation re- 
sult. All the adaptation procedures taken by the 
packet transmission, i.e., collisions or successful 
transmission, should affect the CW value and it is 
a value which is meaningful to all the transmitted 
and transmitting packets, not only for the currently 
sending packet. Thus the adaptation procedure of 
CW value to the current network contention is con- 
tinuous for every station. 

This paper proposes a simple but effective 
change to 802.11 to make the backoff counter oscil- 
late to the optimal value without complex calcula- 
tion and run-time estimation as in [8]. The way is 
conservative compared with that used in 802.11. It 
can be described as follows. 

1) Whenever the retry counter reaches the limit, 
the CW is kept unchanged rather than reset. 2) Af- 
ter a successful transmission, w is set to the value 
max[w/2, CWmin + 1]. 3) Whenever a transmission 
fails, w is set to the value min[2w, CWm~x + 1]. It 
will be referred to as new backoff scheme through- 
out this paper. 

The difference of our backoff scheme and the 
binary exponential backoff scheme of 802.11 is as 
follows. 

1) The backoff time slot of binary exponen- 
tial backoff scheme of 802.11 is determined by the 
retransmission number of the current data frame 
waiting for transmission or its corresponding RTS 
frame. However, the CW value in our backoff 
scheme is kept unchanged and will be used as the 
initial CW value of the next data  frame to keep the 
adaptation procedure continuous. 2) After every 
successful transmission, the CW value will be re- 
set in binary exponential backoff scheme of 802.11, 
while it will be reduced by half in our scheme. 3) 
After retry counter reaches the l imit ,  the CW is 
also reset in binary exponential backoff scheme of 
802.11, while it will be kept unchanged and used as 
the initial CW value of the next data frame in our 
backoff scheme. 

Another contribution of this paper is the analyt- 
ical evaluation of the saturated throughput of the 
new backoff scheme, with the assumption of ideal 
channel conditions. This paper does not choose the 
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way in [8], which uses a p-persistent  variant  t ha t  
does not capture  the effect of binary exponential  
sett ing of CW. This paper  uses Markov chain to 
analyze the effect of new backoff scheme. A new 
Markov chain is proposed,  which differentiates it 
from 802.11. The  analysis includes two parts:  1) 
with a Markov chain, the behavior  of a s ta t ion is 
examined, which we use to get the s ta t ionary  prob- 
ability r tha t  the s ta t ion t ransmits  a packet; 2) 
the th roughput  of bo th  basic and R T S / C T S  access 
methods  is examined. 

3 .2 M a r k o v  C h a i n  M o d e l  

We use the same assumpt ion  as in [9, 10] for 
the analysis. The  number  of contending stat ions is 
supposed to be fixed as n. Let b(t) be the stochas- 
tic process representing the back-off window size 
for a given s tat ion at slot t ime t. Note the slot 
time is referred to as the constant  value cr and 
the variable t ime interval between two consecutive 
backoff time counter  decrements.  As in [9], the 
key assumption in this model  is tha t  the proba- 
bility p tha t  a t r ansmi t ted  packet collides is inde- 
pendent  of the s tate  s(t) of the station. Thus,  the 
bi-dimensional process {s(t), b(t)} of our proposed 
scheme is a discrete-t ime Markov chain, which is 
shown in Fig. 1. 

l-p 

equal to 31 and 1,023 separately. Therefore,  we 
have 

{ w~ : 2~w, i.<re' 
W i = 2 ~ W ,  / > r e '  (1) 

where W = ( C W m i  n Jr- 1)  and 2 ' ~ ' W  = ( C W  . . . .  + 
1), so for DSSS, we have m '  = 5. 

Here we use re to represent mazimura backoff 
stage. As specified in 802.11 [11 this value could be 
larger than  re ' ,  while C W  will be held unchanged 
after that ,  which is shown in (1). In  fact, here 
m aiso means the max imum retransmission count,  
which is different for da ta  frame and RTS frame, 
i.e., 5 and 7 separately. In  this paper,  the backoff 
scheme to reset C W  is different f rom tha t  in 802.11 
DCF,  so the Markov chain in this paper  and tha t  
in [10] are different. 

In this Markov chain, the only non-null  one-step 

transi t ion probabilities are O 

I P{i, kli, k+ 1} = 1, k �9 [0, Vr --21, i �9 [0, m] 

P{i - l, kli, 0} = (1 - p)/Wo, 
k � 9  [0, W ~ _ ~ - t ] ,  i � 9  [1,m] 

P{i, kli - 1, 0} = p/W,, 
k �9 [0, W ~ - t ] ,  i �9 [t, ml 

P ( m ,  k l ~ ,  o} = p/W,., ~ �9 [o, w.~ - ~] 

P{0 ,k l0 ,0}  = ( 1 - p ) / W 0 ,  k �9 [ 0 , w o -  1] 

(2) 

These transi t ion probabili t ies account,  respec- 
tively, for: 1) the decrements of the backoff timer; 
2) tha t  after a successful t ransmission at backoff 
stage i, the backoff t imer of the new packet s tar ts  
with a backoff stage (i - 1); 3) tha t  an unsuccessful 
transmission makes the backoff stages increase; 4) 
tha t  at the maximum backoff stage, C W  will keep 
the same value if the t ransmission is unsuccessful; 
5) tha t  at backoff stage 0, it will s tay on the same 
stage if the transmission is successful. 

Let bi,k be the s ta t ionary  dis t r ibut ion of the 
Markov chain. First note tha t  

pbi-l,o = ( 1 -  p)b<o, O < i <<. m (3) 

Fig.  1. M a r k o v  c h a i n  m o d e l  of  t he  new back-of f  w i n d o w  and w e  

s c h e m e .  

This paper uses all the parameters  assigned for (4) 
the Direct Sequence Spread Spec t rum (DSSS) P H Y  

where in 802.I1; for o ther  P H Y  layers, the analysis pro- 
cess is similar. In  DSSS, CWmi,~ and CI, V, ..... are ac = p/(1 - p )  (5) 

( l )We a d o p t  t h e  s a m e  s h o r t  n o t a t i o n  used  in [11]: P{ i t ,  kl[io, k0} = P { s ( t  + 1) = i l ,b(t  + 1) = k l l s ( t )  = io, b(t) = ko}.  

have 

bi,o = xib0,0, 0 ~< i ~< re 
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Since the chain is regular, so for each k E 
(0, Wi - 1), we have 

b{,k W, - k ~ (I  - p)(bLo + bo,o), i = 0 
- - -  pbi-zo+(1-p)bi+l,o, 0 < i < m  

p(b,~,o + b,~-z,o), i = m 

(6) 

With  (4), (5) and transi t ions in the chain, (6) 
can be simplified to 

W i - k  
bi,k--  ~ b < 0 ,  0 ~ < i ~ < m  (7) 

Therefore, by using the normalizat ion condi t ion 
for s ta t ionary  distribution, we have 

m W ~ - Z  m W ~ - i  l 'Vi  -- k 

I : E  E b i , k : E b { , ~  E i/V W, 
i:0 k=0 i---0 k=0 

: E b<~ Vi+ l (8) 

i=0 

Using (1), (4), (5), (8), we have 

[2(1 - 2~)(~ - ~)1. [ w ( 1  - ( 2 ~ ) ~ - ~ ) ( 1  - ~) 

bo,o : / 

+ ( 1 - 2 x ) ( 1 - x ~ + ~ ) ] - ~ ,  ~ < ~  

[2(1 - 2x)(1 - x)]. [W(1 - (2x)m'+l)(1 - x) 
+(1  - 2~)(1 - r~+~)  + W2~'  . ' + ~  

-(l-2x)(l-x'~-'~')]-1, m>m' 
(9) 

Now the probabil i ty r tha t  a s ta t ion t ransmits  
in a randomly  chosen slot t ime can be expressed, 

T : f i b i , o - -  1 -- X m+l 1 -  z bo,o (10) 
i:0 

where b0,0 can be obta ined from (9) and x from (5). 
In  the s ta t ionary  state, a s ta t ion t ransmits  a 

packet with probabil i ty r ,  so we have 

p : l  - ( i  - T )  n - 1  (11) 

Therefore, (5), (9), (i0) and (Ii) represent 
a nonlinear system with two unknowns T and p, 
which can be solved by numerical approach. Note 
that we must have p E (0, i) and T E (0, I). 

Since the Markov chain transitions in Fig.l are 
different from those in [i0], the results obtained for 
b0,0 are different f rom those in [10], the same for r 
and p. In fact, under  the same parameters,  the val- 
ues of ~- and p are smaller than  those in [10] because 
of the new backoff scheme. 

3.3 T h r o u g h p u t  A n a l y s i s  

Let Pt~ be the probabi l i ty  tha t  there is at least 
one transmission in the considered stot time. And  
let Ps be the probabi l i ty  tha t  a t ransmission is suc- 
cessful with the given probabi l i ty  Pt~. So we have 

Pt~= l - ( l - r )  ~ 

~ ( 1 -  ~ ) ~ - 1  n ~ ( 1 -  ~ ) ~ - 1  Ps--  
Pt~ 1 - (1 - ~)~ 

(12) 

(13) 

Now we are able to express the normalized sys- 
t em th roughpu t  S as the ratio, 

S = E[Pay load  informat ion in a slot time] 

E [Leng th  of a slot time] 

P~PtTE[P] 
(i - P~)~ + P~P~T~ + (i - P~)P~Tc (14) 

where we use the same symbols as those in [10]. 
Here, T~ and Tc are the average times the channel  
is sensed busy because of a successful t ransmission 
or a collision, respectively. The  E[P] is the average 
packet length and ~ is the dura t ion  of an empty  
slot time. 

Let packet header be H = PHYhdr + MAChdr 
and let p ropagat ion  be 6. Then  we must  have the 
following expression. 

{ T?~0 

Tk~s 

= H + E[P] + SIFS + 6 + ACK 

+ D I F S  + 6 

= H + E[P*]  + SIFS + 6 + ACK 

+ D I F S  + 6 

(15) 

where bas means basic access me thod  and E[P*]  
is the average length of the longest packet payload 
involved in a collision. In  our cases, all the packets 
have the same fixed size, i.e., E[P] = E[P*]  = P .  

For the R T S / C T S  access method ,  assume tha t  
all the stations use R T S / C T S  for the da ta  frame 
for simplicity, then we have 

T_ rts ---- RTS + SIFS + 6 + CTS + SIFS + 6 + H 

+E[P] + SIFS + 6 + ACK + DIFS + 6 

T_ rt~ = RTS + SIFS + 6 + CTS + DIFS + 6 

(16) 
where rts means R T S / C T S  access method.  Note 
tha t  here we suppose collision only occurs between 
RTS frames. 
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4 M o d e l  Va l ida t i on  

This paper uses the well-known simulation tool 
NS2 [121 from Lawrence Berkeley National Labora- 
tory. To validate our model, we also compare the 
results with those obtained in [10]. 

All the simulation assumptions are kept the 
same as those in [10] to facilitate the results com- 
parison. Each wireless station is supposed to have 
enough data packets to transmit to satisfy the en- 
vironment for saturated throughput, which is used 
in [10] for performance evaluation. Note that in 
DSSS, CWmin and CWmax are equal to 31 and 
1,023 separately, and m'  -- 5. In this section, m, 
the maximum retransmission count, is 5 and 7 for 
data frame and RTS frame separately [21. We witl 
vary the value of m to see its effect on throughput 
performance in the next section. 

All the other parameters used in analytical 
model and our simulations follow the specifications 
in the standard [1] for DSSS, and are summarized in 
the following table. 

Packe t  pay load  8,224bits  
MAC header  224bits  
P H Y  header  192bits  
ACK l l 2 b i t s + P H Y  header  
RTS 160bits+PHY header  
CTS ll2bits+PHY header 
Channel bit rate iMbps 
Propagation delay I/~s 
Slot t i m e  20t~s 
SIFS 10t~s 
DIFS 50tLs 

Note that the MAC model equations are in- 
dependent of the parameters. Therefore, it does 
not matter when choosing parameters for different 
PHY layers. 

4.1 S i m u l a t i o n  R e s u l t s  for Bas ic  Access  
M e t h o d  

First we see the results of basic access method, 
which are shown in Fig.2. Here we use 802.11 to 
represent the model in [10] for 802.11 standards and 
New backoffto represent the model in this paper for 
new CW setting scheme. For a fixed number of sta- 
tions, we run 10 simulations with different random 
seeds separately. Each symbol '%" or "• repre- 
sents a simulation result, for 802.11 or new CW 
setting scheme. Note for some simulation series, 
some symbols are superposed because those results 
are identical or very close to each other. 

From the figure we are able to see that the an- 
alytical model of this paper is accurate and cap- 

tures the trend exactly. The model in [10] also is 
accurate to trace the results of 802.11 because it 
follows the standards closely both in the Markov 
chain transitions and in the throughput analysis. 
Our analysis closely models 802.11 and new back- 
off scheme especially when the number of stations is 
over dozens, which shows our assumption when the 
Markov chain is formed, i.e., that  the probability 
p that a transmitted packet collides is independent 
of the state s(t) of the station is accurate when the 
number of stations is large. We also see that the 
analysis for the new CW setting a little bit overes- 
timates the simulation results. This is because in 
simulation, the false transmission will trigger the 
transmission of routing packets, which are sent by 
broadcast and CW will be reset at the same time, 
therefore, it will break the CW resetting scheme 
proposed in this paper when the number of stations 
is very large. 

0.80 

a0 

0.70 

.E 
.~ o.6o 

0.50 

i i L i i i i 

* 802.11 s imula t ion  
802.11 ca lcu la t ion  

~IM~ • New backoff s imula t ion  
~ % . ~  - - �9 New backoff ca lcu la t ion  ~ - - - ~  

i , i , i , i , ~ , i F , i 

20 40 60 80 

Number  of s t a t i ons  

Fig.2. Basic access me thod .  

Also we can see that the CW resetting scheme in 
this paper could enhance the performance of 802.11 
DCF significantly, which is proved by both analysis 
and simulation results. Since the scheme is rather 
simple and effective, and can be regarded as an op- 
tion for 802.11, it can improve the stability of the 
system especially when the number of stations is 
large. 

4.2 S i m u l a t i o n  R e s u l t s  for  R T S / C T S  Ac-  
cess M e t h o d  

The result comparison for RTS/CTS access 
method is similar to that of basic access method. 
Note that in Fig.3, the vertical axis scale is differ- 
ent from that in Fig.2, so readers may feel that  it 
is much higher than simulation results. Another 
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0.85 reason for the analysis to overestimate the simula- 
tion results is that in our simulations, the routing 
packets in broadcast may cause collision with other ~ 0.75 
routing packets or RTS frame, therefore, the simu- 
lation performance is a little bit degraded. ~ 0.65 

From Fig.3, we are able to conclude that 
RTS/CTS access method is useful to compen- .-g 0.55 
sate the performance degradation due to collision, ~ 
whose probability increases with the number of sta- re 0.45 
tions. Note that we can get these results because in 
this paper the packet payload length, 1,028 bytes, 
is large enough to compensate the overheads intro- 0.35 

0 
duced by RTS/CTS. 

i , , i ~ , i i 

,, .. New backof f  

m = 3 "  ~ ,  xm = 7 - 

- - -  New backof f ]  

�9 i , i , i , L I J q I 

20 40 60 80 

N u m b e r  of s t a t i o n s  

0.84 

0.82 

0.80 

0.78 

,- 0.76 
O 

�9 ~ 0.74 

0.72 

0.70 

I * 802.11 s i m u l a t i o n  
! - -  802.11 c a l c u l a t i o n  
1 • N e w  backof f  s i m u l a t i o n  
i �9 New backof f  c a l c u l a t i o n  

r , i . i , i i , ~ J i 

0 20 40 60 80 

N u m b e r  of  s t a t i o n s  

Fig .3 .  R T S / C T S  access  m e t h o d .  
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Fig .5 .  Ef fec t  of  m:  R T S / C T S  access  m e t h o d .  

5 P e r f o r m a n c e  A n a l y s i s  

Since the accuracy of our model has been vali- 
dated by simulations, this paper uses the model to 
analyze the throughput performance with different 
parameters. As we know from (9), the values of 
m, m I and W will affect the results we achieve. 
Since rn / and W have been assigned values related 
to PHY in the standards, we will examine the effect 
of m in this paper. 

The effect of m is shown in Fig.4 and Fig.5, 
for basic and RTS/CTS access methods separately, 
which is obtained from our analysis model in Sec- 
tion 3. From these figures, we could see the effec- 
tiveness of our new backoff scheme. Note that the 
analysis with rn values of 5 and 7 for basic and RTS 
access methods has been verified by simulations in 
Section 4. Also, we find that rn can affect the per- 
formance greatly. Note in the standard, there is 
rn' = 5 for DSSS PHY. We find that the m values 
of 5 and 7 for basic and RTS/CTS access method 
is a good tradeoff. 

6 C o n c l u s i o n s  

This paper proposes a simple and effective Con- 
tention Window (CW) setting scheme to enhance 
the performance of IEEE 802.11 DCF. This paper 
also proposes a new and simple analytical model 
based on Markov chain to compute the through- 
put performance of the new proposed scheme in 
this paper. This model can be used for compu- 
tation both for the basic access method and the 
RTS/CTS access method. Comparisons with sim- 
Nations as well as the model presented in [10] show 
that this model is accurate in predicting the perfor- 
mance of new backoff scheme and the effectiveness 
of the new scheme is verified by both modeling and 
simulations. 
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