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Chapter 1 ®)
Introduction to UAV Communications Geda

Gaofeng Pan, Xiaqing Miao, Xuanhe Yang, and Ziyi Yang

Abstract Unmanned Aerial Vehicles (UAVs), also known as drones, have experi-
enced a remarkable surge in popularity across diverse sectors, including military,
civilian, and commercial domains. Their expansive array of applications promises
transformative benefits, but to harness this potential, UAVs rely critically on reliable,
efficient communication systems that enable real-time functionality. However, UAV
communication systems face several challenges, including limited bandwidth, unre-
liable connectivity, and susceptibility to interference. In response to these challenges,
researchers have diligently explored innovative techniques. Concepts like cognitive
radio (CR), cooperative communication, and multiple-input multiple-output (MIMO)
systems have emerged as promising strategies to overcome these hurdles, ensuring
UAVs can fulfill their missions effectively. Here, we will provide a comprehensive
overview of UAV communication systems, delving into the realm of UAV commu-
nication systems, exploring their diverse applications, the hurdles they confront, and
the cutting-edge solutions proposed to conquer them. Additionally, we spotlight the
latest advancements in UAV communications, encompassing the integration of 5G
technologies and the emergence of satellite-based communication systems. These
cutting-edge technologies hold the potential to redefine the capabilities and reach of
UAVs, promising to elevate the landscape of unmanned aerial vehicle technology.

1.1 Development of UAV Communications

Unmanned Aerial Vehicles (UAVs), more commonly referred to as drones, have
rapidly gained popularity in recent years. These autonomous aircraft operate with-
out a human pilot on board, offering exceptional versatility and the capability to tackle
tasks that are often too perilous or technically demanding for manned flight. UAVs
find applications in a wide range of fields, including military reconnaissance, com-
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mercial photography and videography, environmental monitoring, package delivery,
agricultural surveys, and search and rescue operations. The proliferation of UAVs
continues to transform industries and redefine what is achievable in various domains.
Yet, beneath the surface of their impressive capabilities lies a pivotal factor essential
to their functionality and success UAV communications. This vital aspect allows
these unmanned systems to seamlessly interact with operators, enabling real-time
control, data transmission, and situational awareness.

UAV communications encompass two vital categories: control link communica-
tions and data link communications, each serving distinct but interconnected pur-
poses.

e Control Link Communications: These communications primarily involve trans-
mitting commands from the Control Station (CS) to the UAV. Through the control
link, operators provide instructions, adjust flight paths, and ensure safe and precise
maneuvering. This real-time connection is essential for maintaining control over
the UAV’s movements and actions.

e Data Link Communications: In contrast, data link communications focus on the
exchange of information, data, and feedback between the UAV and the CS. This
two-way data flow enables the transmission of critical data, such as telemetry
information, payload data (such as images and sensor readings), and situational
awareness updates. These data links provide operators with a comprehensive view
of the UAV’’s status and the environment in which it operates.

Collectively, UAV communications empower operators and autonomous systems to
remotely control UAVs, continuously monitor their operational status, and receive
real-time data updates. This comprehensive approach fosters precise control, effi-
cient data transmission, and effective coordination among UAV's and their associated
communication systems.

As UAVs are inherently mobile and can operate in various environments, includ-
ing remote or hard-to-reach locations, UAV communications harness wireless com-
munication technologies to establish and sustain connectivity, facilitating seamless
interactions between UAVs and various devices, such as ground terminals, satellites,
and even other UAVs. The methods utilized within UAV communications encompass
a range of communication technologies, including radio frequency (RF) communi-
cation, such as Wi-Fi, Bluetooth, and dedicated RF links, as well as satellite commu-
nication for beyond-line-of-sight (BLOS) operations. Additionally, UAV commu-
nication systems may employ networking protocols and technologies like mesh or
ad-hoc networks to establish robust and resilient communication links, particularly
in scenarios involving multiple UAVs or challenging and remote environments.

While UAVs have transformed numerous applications with their capabilities, they
also bring forth a set of security challenges, particularly in the realm of wireless
communications. As UAVs become increasingly integrated into everyday operations,
ensuring the security of these communication systems is paramount. Here are some
key security concerns:
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Frequency Interference: UAVs rely on wireless communication systems that
operate in specific frequency bands. Frequency interference from other devices
or communication systems can disrupt or degrade UAV communication signals,
leading to loss of control or compromised data transmission. Proper frequency
allocation, spectrum management, and interference mitigation techniques are
essential to address this safety problem. The contribution of [1] is to explore the
vulnerability of UAVs to deceptive Global Positioning System (GPS) signals. It
investigate the potential risks and impacts of spoofing or jamming GPS signals
on UAV navigation and operation.

Signal Loss and Link Failure: UAVs may experience signal loss or link failures
due to obstructions, radio signal propagation limitations, or technical issues.
Loss of communication links can result in losing control over the UAV. Imple-
menting robust communication protocols, redundancy mechanisms, and fail-safe
procedures is crucial to ensure UAVs can safely return to a pre-defined state or
execute contingency plans during communication loss. Ref. [2] provided path
loss exponents for an open field and a campus scenario. Path loss exponent is
a parameter used to model the attenuation of wireless signals as they propagate
through a medium. This paper is likely to contain empirical measurements and
signal propagation analysis specific to these environments.

Cybersecurity Vulnerabilities: UAV communication systems are susceptible to
cybersecurity threats, including unauthorized access, data breaches, and cyber-
attacks. Malicious actors may attempt to intercept or manipulate UAV com-
munication, leading to unauthorized control, tampering with data transmission,
or disrupting the UAV’s operation. Strong encryption, authentication protocols,
intrusion detection systems, and secure communication standards are necessary
to mitigate cybersecurity risks and safeguard UAV communication.

Spectrum Congestion: As the number of UAVs in operation increases, airspace
congestion, and spectrum overcrowding can occur, especially in densely popu-
lated areas or during large-scale events. Spectrum congestion can lead to commu-
nication delays, decreased reliability, and compromised UAV operations. Imple-
menting effective spectrum management strategies, dynamic spectrum allocation
techniques and traffic control mechanisms can help alleviate this safety problem
[3, 4].

Human Error and Operator Training: UAV communications’ safety also depends
on the proficiency and training of the UAV operators. Human errors in manag-
ing communication systems, misinterpretation of data, or failure to respond to
communication issues can impact the safety of UAV operations. Proper train-
ing, certification, and adherence to standard operating procedures are crucial to
minimize human-related safety risks.

Environmental Factors: UAV communication is not immune to environmental
factors, which can include weather disturbances, electromagnetic interference,
or geographical obstacles. These external conditions, such as high winds, severe
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weather events, or signal reflection, have the potential to disrupt communica-
tion links or lead to signal degradation [5]. Recognizing and addressing these
environmental limitations is crucial for maintaining the safety and reliability
of UAV communications [6]. Implementing robust communication systems that
can withstand such challenges ensures that UAV operations remain secure and
effective, even in adverse conditions. By proactively considering environmental
factors and engineering solutions to mitigate their impact, UAV operators can
enhance the resilience and overall performance of their communication systems.

Addressing these safety problems requires a holistic approach that combines tech-
nical solutions, regulatory frameworks, operator training, and industry collaboration.
Ongoing research, development of standardized protocols, and adherence to safety
guidelines are essential to enhance UAV communications’ safety and foster the safe
integration of UAVs into airspace systems [7, 8].

These innovative solutions not only bolster security but also significantly expand
the capabilities of UAVs across a diverse range of applications. Below, we high-
light a selection of remarkable UAV-based communication systems that have gained
prominence in recent years. In the realm of relay networks, UAVs assume a piv-
otal role as intermediate nodes, facilitating signal transmission between source and
destination nodes. Reference [9], the authors focus on a UAV relay network where
UAVs serve as amplify-and-forward relays. This pioneering approach capitalizes on
UAVs’ exceptional mobility, which offers an enticing opportunity to enhance the per-
formance of wireless communication systems. Within the context of data collection,
UAVs play a transformative role. In [10] delves into a UAV-enabled data collection
framework, where UAVs are dispatched to acquire specific data volumes from fixed
ground terminals. The paper navigates critical facets such as data scheduling, energy
efficiency, and data quality, crucial considerations in optimizing UAV-enabled data
collection scenarios. The concept of non-orthogonal multiple access (NOMA) takes
center stage in Ref. [11], presenting a novel framework for UAV networks with mas-
sive access capabilities. This paper explores the application of NOMA techniques
in UAV networks, with the primary objective of enhancing spectral efficiency and
accommodating an extensive array of connected devices. These cutting-edge UAV-
based communication systems exemplify the ongoing commitment to advancing
UAV capabilities while simultaneously addressing the challenges posed by security
and performance. By harnessing UAVs’ unique attributes and integrating state-of-the-
art technologies, these systems pave the way for more robust, versatile, and efficient
UAV operations across numerous domains, ranging from telecommunications to data
collection and beyond. As research in this field continues to evolve, so too will the
possibilities for enhancing the potential of unmanned aerial vehicles.
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1.2 Basic Concept and Features

1.2.1 Composition of UAV Communications

UAV communications can be broadly categorized into different types based on the
communication links involved. Here are the four categories you mentioned:

(1) Satellite to UAV Communications: This refers to the communication link
between a satellite and a UAV, as shown in Fig. 1.1. Satellites can provide BLOS
communication capabilities, enabling UAVs to operate over long distances and
in remote areas where direct ground-based communication is limited. Satellite-
to-UAV communications typically utilize satellite links for data transmission,
control commands, and real-time telemetry, enabling UAVs to access global
communication coverage.

(2) UAV to UAV Communications: UAV to UAV communications involve commu-
nication links established between multiple UAVs, as shown in Fig. 1.2. This type
of communication is essential for tasks such as collaborative missions, swarm
operations, coordinated surveillance, or distributed sensing. UAV-to-UAV com-
munications allow for the exchange of information, coordination of actions, and
sharing of data among the UAVs, enabling them to work together efficiently and
achieve common objectives.

laser

Fig. 1.1 Satellite to UAV communications
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Fig. 1.3 UAV to ground communications

(3) UAV to Ground Communications: UAV-to-ground communications refer to the
communication link between a UAV and a ground station or control center, as
shown in Fig. 1.3. This link is vital for real-time control, command and control
functions, data transmission, and mission monitoring. UAV-to-ground commu-
nication allows operators or ground-based systems to control the UAV remotely,
receive telemetry data, and exchange commands, ensuring seamless operation
and monitoring of the UAV.
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(4) Hybrid Communications: Hybrid communications represent an integration of the
above-mentioned three communication types, as illustrated in Fig. 1.4. This inno-
vative approach creates a comprehensive communication network, facilitating
the seamless exchange of data and control commands between satellites, UAVs,
and ground stations. The result is a robust infrastructure that empowers BLOS
operations, long-range communication, and uninterrupted connectivity across
various platforms. This, in turn, significantly augments the range, versatility,
and overall capabilities of UAV communication systems, marking a significant
advancement in the field.

///' K"""-_\
i satellite s
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Fig. 1.4 Satellite-UAV-ground communications

These different types of UAV communications serve specific purposes and have
their own challenges and requirements. Advancements in technology, such as satel-
lite communication systems, networking protocols, and ground-based infrastructure,
improve the efficiency, reliability, and safety of UAV communications across these
different linkages.

1.2.2 Features of UAV Communications

UAV communication possesses several distinct characteristics that differentiate it
from traditional communication systems. Here are some critical attributes of UAV
communication:

(1) Wireless and Remote: UAV communications rely on wireless communication
technologies to establish and maintain links between the UAV and the ground
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station or other communication nodes. This wireless nature enables UAVs to
operate in remote areas, over challenging terrains, and in environments that may
be inaccessible or hazardous for humans. Moreover, UAVs can operate on var-
ious communication frequencies, including radio frequencies (RF) and satellite
communication. The choice of frequency affects factors like data transmission
speed, range, and susceptibility to interference.

LOS and BLOS communication: In the realm of UAV communication, two dis-
tinct modes exist, LOS and NLOS, each with its own unique characteristics and
implications. LOS communication is a fundamental concept in UAV operations,
where a direct, unobstructed LOS between the UAV and its control station is
required. This type of communication is widely used for remote piloting and
real-time data transmission. In LOS scenarios, UAVs typically operate within
the visual LOS of their ground stations or operators. This requirement is driven
by the nature of RF communication, which relies on a direct path between the
UAV and receiver. Any physical obstacles or interference in the LOS can dis-
rupt the RF signals, affecting communication reliability. Consequently, LOS
constraints naturally limit the range and operational capabilities of UAVs. In
contrast, Beyond-Line-of-Sight (BLOS) communication represents a significant
advancement that empowers UAVs to operate beyond the visual line of sight of
their operators. BLOS communication harnesses a range of technologies, includ-
ing satellite communication and long-range radio links, to overcome the limita-
tions of LOS. These technologies enable UAVs to establish communication over
extended distances and across obstacles, making them essential for applications
requiring long-range surveillance and autonomous package delivery.
Bandwidth Limitations: UAVs often have limited bandwidth available for com-
munication due to frequency spectrum allocation, RF hardware limitations, or
the need to conserve power. Therefore, communication protocols and data trans-
mission techniques for UAV's are designed to optimize the utilization of available
bandwidth while meeting the specific requirements of the mission or application.
Reliability and Resilience: UAV communication systems must be reliable and
resilient to ensure consistent connectivity between the UAV and the ground
station. Since UAVs may operate in dynamic and challenging environments,
communication systems must handle interference, signal degradation, and other
obstacles while maintaining a reliable and stable link. Encryption ensures that the
data transmitted between the UAV and the ground control station remains secure
and cannot be intercepted by unauthorized parties. This is crucial for maintaining
the privacy and integrity of sensitive information. To enhance reliability, some
UAVs incorporate redundant communication systems. If one communication
link fails, the UAV can seamlessly switch to a backup link to maintain control
and data transmission.

Low Latency Requirements: Some UAV applications, such as real-time surveil-
lance or autonomous operations, require low-latency communication. The ability
to transmit and receive data with minimal delay is crucial for timely decision-
making and responsiveness of UAV systems.
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(6) Multi-hop and Mesh Networks: UAVs can form multi-hop or mesh networks,
where data is relayed from one UAV to another until it reaches the destination.
This enables UAVs to extend their communication range and overcome LOS
limitations by leveraging intermediate UAVs as relays. Multi-hop and mesh
networking also enhance the resilience and fault tolerance of the communication
system.

These characteristics highlight the unique aspects of UAV communications and
the challenges involved in establishing reliable, efficient, and secure communication
links for UAVs.

1.2.3 Basic Aspects of UAV Communications
1.2.3.1 UAV Communication Channels

In UAV communication, the establishment of connectivity between two devices gen-
erally relies on wireless methods, primarily due to the mobility of UAV terminals.
Consequently, an in-depth examination of the wireless propagation channel assumes
paramount significance as it significantly influences the overall system performance.
Numerous existing resources comprehensively encompass the characteristics, ongo-
ing research advancements, as well as the persisting challenges within UAV commu-
nication channel modeling. For a more detailed exploration, readers are encouraged
to consult [12, 13]. In this section, we will provide an overview of the prevalent
channel models widely adopted in the existing literature.

Finding a unified channel model that can accurately represent the propagation
characteristics of various UAV communication applications is a challenging task. The
end-to-end channel experience for the transmitted signals is contingent upon several
factors, such as the selected frequency bands, the scattering properties within the
propagation environments, antenna configurations, and the Doppler effects induced
by UAV movements. To effectively characterize propagation behavior while operat-
ing under specific assumptions and parameters, two primary modeling approaches are
commonly embraced: deterministic modeling, stochastic modeling, and geometry-
based stochastic modeling.

e Deterministic Model This approach operates under the premise that environmen-
tal obstructions are arranged in specific layouts, making it particularly suitable for
situations where the size of environmental objects greatly exceeds the wavelength.
It can accurately depict the realistic behavior of electromagnetic wave propaga-
tion but is heavily reliant on the availability of environment-specific databases. In
other words, the accuracy of deterministic models hinges on the quality of infor-
mation pertaining to the environment, including details about terrain topography,
electrical properties of buildings, and other obstructive materials. Typically, this
type of model is implemented using 3D ray-tracing software. For example, in [14,



10 G. Pan et al.

15], analytical aerial-ground propagation models are proposed for urban environ-
ments, covering frequencies ranging from 200 MHz to 5 GHz and altitudes ranging
from 100 to 2000 m. Additionally, a generic path loss model is introduced in [16]
using statistical parameters recommended by the International Telecommunica-
tion Union at 700, 2000, and 5800 MHz. However, it’s important to note that these
models may not be readily applicable to different environments and often overlook
fading effects caused by small-scale variations.

e Stochastic Model These models are constructed on the premise that wireless chan-
nel behavior is inherently uncertain, shaped by a multitude of influencing factors
that include both large-scale fading and small-scale fading as critical components.
Large-scale fading encompasses factors like path loss, which quantifies how signal
strength diminishes with distance, and shadowing, which accounts for the effects
of obstacles and terrain by introducing random variations in signal strength. The
primary contributors to large-scale fading in UAV communication are the dynam-
ics of the UAV itself, including variables such as altitude, distance, and elevation
angle, as indicated in [13]. Small-scale fading, on the other hand, refers to rapid and
short-term signal strength fluctuations caused by the constructive and destructive
interference of multipath components. This phenomenon is typically represented
as a complex stochastic process. Small-scale fading is more localized and changes
rapidly, often occurring over a limited spatial or temporal scale. In UAV commu-
nications, small-scale fading can follow various statistical distributions such as
the Loo model, Rayleigh, Rician, or Nakagami, contingent on the specific charac-
teristics of the wireless channel. Stochastic models are valuable for analyzing the
time-varying attributes of the UAV channel. However, many existing results pri-
marily offer numerical analyses and often lack validation through measured data.
Developing effective stochastic frameworks tailored to the unique characteristics
of UAV channels is crucial to advancing our understanding of these systems.

It is worthy to mention that the integration of both deterministic and stochastic mod-
els can yield more comprehensive and versatile UAV propagation models. Given the
popularity of stochastic models in the performance analysis and system optimiza-
tion of UAV communications, we will provide a more in-depth introduction to this
approach, covering both its widely utilized large-scale and small-scale components.

(1) Large-Scall Fading Models: The large-scall fading occurs when the Line-
of-Sight (LOS) path between UAV communication terminals is obstructed by an
object that is significantly large relative to the wavelength. In situations where the
LOS path remains unobstructed, the only other substantial large-scale effect is the
two-ray variation stemming from multipath components. Numerous measurement
campaigns have been conducted in the existing literature to study this. One of the
most well-known models for this behavior is the log-distance free space path loss
model, which can be expressed as:

d
PL(d) = PLy+ 10y log,, (d_) + X, (1.1)
0
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where, P L, represents the path loss at the reference distance dj in free space and is
given by 101log [(47;—‘10)], A is the wavelength, y denotes the path loss exponential,
which is determined through minimum mean square error best fit and typically falls
within the range of 1.5-4. The aerial-aerial channel is generally better than aerial-
ground channel in terms of path loss exponent. The variable X accounts for random
effects, such as shadowing, or, in the case of LOS channels, variations around the
linear fit. The reference distance in the free space path loss model mentioned above
can be eliminated and represented by two additional parameters, the slope («) and

the intercept (8). This yields the following expression:
PL(d) = 10 log,, (d) + B + X. 1.2)

This modified model is commonly referred to as the “floating intercept model.” In this
model, the path loss is determined without the need for a reference distance, and linear
least square error regression is employed to fit the data. It’s worth noting that while
the floating intercept model offers increased flexibility, it may not be as accurate as
the free space path loss model at both short and long distances. To improve accuracy,
further evaluation of the slope parameter may be required, particularly for different
distance ranges. Furthermore, various models take into account shadowing for NLOS
paths, as well as additional losses incurred due to other obstacles, as described in
[17]. Additionally, modified free-space path loss models that factor in the altitude
of UAVs are developed to account for the three-dimensional motion of UAVs, as
discussed in [18, 19]. These models offer a more comprehensive understanding of
the path loss characteristics in UAV communication systems by considering various
environmental factors and UAV dynamics.

Another commonly used model for path loss in UAV communication systems is
one that averages the path loss over the probabilities of LOS and NLOS conditions,
as presented in [20]. It can be expressed as:

PL =Pr(LOS) x PL1os+ (1 —Pr(LOS)) x PLy1os, (1.3)

where PL; s and P Ly os represent the path loss in LOS and NLOS conditions,
respectively, while Pr (L O S) denotes the probability of having a LOS link between
the communication terminals. This mixture path loss model calculates an average
path loss over a large number of potential LOS and NLOS link possibilities. It’s
important to exercise caution when using this model in system-level analysis, espe-
cially when calculating end metrics such as throughput and outage. The accuracy of
this approach relies on the appropriate estimation of LOS probabilities and path loss
values in both LOS and NLOS conditions, which can be influenced by the specific
characteristics of the environment and the UAV communication system.

In summary, the free space path loss model is the most widely used due to its
simplicity and its ability to provide a standard platform for comparing measurements
in various environments using a reference distance. However, in scenarios where the
reference free space path loss model is not applicable, alternative forms of large-scale
models may be employed. The choice of an appropriate path loss model for a given
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UAV propagation scenario is of paramount importance, as it significantly impacts
the accuracy of system performance predictions and analysis. Careful consideration
of the specific environmental and operational conditions is essential in selecting the
most suitable model for the task at hand.

(2) Small-Scale Fading Models: Small-scale fading models are typically applied
to narrow-band channels or to individual multipath components, often referred to
as “taps” in tapped delay line wide-band models, within a certain bandwidth. These
stochastic fading models can be derived through various means, including theoreti-
cal analysis, empirical data collection, or geometric analysis and simulation. In the
following section, we will explore several commonly used models for small-scale
fading in the context of UAV communication. These models are crucial for under-
standing how signal strength fluctuates rapidly over short distances due to factors
like multipath propagation, interference, and scattering.

Rayleigh Fading Model: Rayleigh fading is a widely used fading model that
assumes a purely scattered propagation environment without a dominant LOS com-
ponent. It occurs when multiple uncorrelated paths exist between the transmitter
and receiver, resulting in a random and fluctuating signal strength. Rayleigh fading
is typically observed in urban and dense environments with significant multipath
reflections [21, 22]. The samples for the Rayleigh flat-fading samples are drawn in
Fig. 1.5 from the following random variableh = || X + jY | where X ~ N (O, (72/2)
andY ~ N (0, 5%/2). The average power in the distribution is P,v = o'2. Therefore
to model a channel with P,v = 1, the normal random variables X and Y should have
the standard deviation o = 1/4/(2). Rayleigh models was theoretically proved to
be accurate for cooperative relay based UAV systems, multiple-access ground-aerial
channels, and channels for the field measurements with large elevation angles in a
mixed-urban environment.

Rician Fading Model: Rayleigh distribution is well suited for the absence of
a dominant LOS path between the transmitter and the receiver. However when a
LOS path does exist, Rician is more preferred to approximate the fluctuations in
the fading channels. Rician fading is a multipath fading model that accounts for a
dominant LOS component and scattered or reflected paths. It assumes the received
signal combines a dominant signal and multiple weaker scattered signals. Rician
fading is applicable in scenarios with a strong LOS path, such as in open areas with
limited obstacles [23-25]. Specifically, the fading process can be represented as the
sum of a complex exponential and a narrowband complex Gaussian process g(z). If
the LOS component arrives at the receiver at an Angle of Arrival (AoA) 6, phase ¢
and with the maximum Doppler frequency fp, the fading process in baseband can
be represented as

K2 9]
ht) = (j2m fp cos(0)1+¢) 0, 1.4
O=yx31° TWrr18® (1.4
——— —_——

A= S:i=
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where K represents the Rician K factor given as the ratio of power of LOS component
(Az) to the power of scattered components (S 2) marked in the equation above, that

is, K = /S‘—zz. The received signal power §2 is the sum of power in the LOS component
and the power in scattered components, given as £2 = A? + S2. In fact, the severity
of the multipath fading in a Rician channel is quantified using the Rician K factor. In
Rician fading, the best-case scenario occurs when K = oo, representing a channel
with a strong LOS path where the signal behaves like a Gaussian channel. On the
other hand, the worst-case Rician fading channel corresponds to K = 0, indicating
a Rayleigh channel with no LOS path. In practical terms, a high K value signifies
a more dominant LOS component, while a low K value implies that the signal is
primarily affected by scattered components and lacks a strong LOS path.

Nakagami-m Fading Model: Nakagami-m fading is a statistical fading model
that characterizes the wireless channel as a gamma distribution, which are appropriate
for characterizing teh UAV fading channels intended for high altitude applications.
It represents a generalization of the Rayleigh fading model, accounting for different
levels of severity or fading depth. The parameter m determines the severity of fading,
with higher values indicating less severe fading and approaching a non-fading channel
[26, 27].

Loo Model: The Loo model is a composite channel model that combines elements
of both Rician and Log-Normal distributions. Specifically, it uses a Log-Normal
distribution to model the LOS component and typically employs the Rician model
for the multipath components. This model is designed to provide a more accurate
representation of fading statistics in wireless communication channels. The results
given in [28] show that Loo model is effective in capturing the statistical behavior
of the channel, particularly in urban settings where multipath and LOS components
play crucial roles in signal propagation.

As summarized in [13], fading channel statistics for most UAV communication
cases reported in the literature are analyzed with the Nakagami-m and Rician dis-
tributions. These fading models are essential for analyzing the performance of UAV
communication systems, as shown in Fig. 1.5. They help in designing efficient mod-
ulation and coding schemes, evaluating link quality, estimating channel capacity,
and optimizing communication strategies to compensate for the variations in signal
strength caused by fading effects.

When undertaking theoretical analyses of UAV communication systems, the
choice of communication channel model is a critical decision that should align with
various factors. These factors include the operational range, data transfer needs, reg-
ulatory stipulations, and the existing communication infrastructure specific to the
scenarios under consideration. Ensuring this alignment is essential for constructing
accurate theoretical models and predictions. Furthermore, strict adherence to local
regulations is imperative. This includes securing the requisite licenses or permissions
for utilizing particular frequency bands or communication channels in UAV opera-
tions. Compliance with these regulations not only fosters legality but also promotes
responsible and interference-free UAV communication practices, contributing to the
overall safety and reliability of unmanned aerial vehicle operations.
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1.2.3.2 Performance Metrics

Several metrics are commonly used when assessing the performance of UAV com-
munication systems. Here are three key performance indicators:

Outage Probability (OP): OP measures the probability that the UAV commu-
nication system fails to meet a specified quality of service (QoS) threshold, as
shown in Fig. 1.6. It is typically defined as a desired data rate or signal-to-noise
ratio (SNR) level. A lower OP indicates better system performance, implying a
higher likelihood of meeting the desired QoS target.

Ergodic Capacity (EC): EC represents a UAV communication system’s aver-
age achievable data rate over a long-term duration, considering fading channel
conditions as shown in Fig. 1.7. It captures the channel’s statistical behavior and
estimates the system’s capacity for data transmission. Higher EC implies better
overall performance in terms of achievable data rates.

Packet Error Rate (PER) or Bit Error Rate (BER): PER or BER measures the
ratio of erroneous packets or bits to the total transmitted packets or bits, respec-
tively, as shown in Fig. 1.8. These metrics quantify the quality of the received data
and assess the impact of errors in the communication system. Lower PER or BER
values indicate better system performance and higher reliability in terms of data
transmission.
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These performance metrics are commonly used to evaluate and optimize the per-
formance of UAV communication systems. By analyzing OP, EC, and PER/BER,
system designers can make informed decisions about communication protocols, mod-
ulation schemes, coding techniques, transmit power control, and other system param-
eters to ensure reliable and efficient communication between the UAV and the ground
station or other communication devices.

The transmission of data in UAV communications unfolds within the expansive
three-dimensional aerial space, presenting acute concerns regarding information
security. Within this context, the concept of PLS takes center stage, serving as a
linchpin for safeguarding the confidentiality and integrity of data as it traverses the
physical layer of communication. It utilizes the properties of the wireless channel,
such as channel fading, noise, and interference, to provide secure and confidential
communication. Through techniques such as beamforming, artificial noise injection,
cooperative communication, and the implementation of secure coding schemes, PLS
not only enhances the security of UAV communications but also effectively thwarts
unauthorized access and eavesdropping attempts. Here, we delve into two pivotal
components integral to the domain of PLS:

e Secrecy Outage Probability (SOP): SOP is a metric used to evaluate the level
of secrecy or confidentiality achieved in a communication system, as shown in
Fig. 1.9. It represents the probability that an eavesdropper can decode the transmit-
ted information above a certain threshold. A lower SOP indicates better protection
against eavesdropping and higher confidentiality.
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e Average Secrecy Capacity (ASC): ASC measures a communication system’s
maximum achievable secrecy rate or information-theoretic security over a long-
term average, as shown in Fig. 1.10. It considers both the legitimate receiver’s
quality of service and the secrecy requirement against eavesdroppers. ASC quan-
tifies the maximum secure communication rate sustained over time, considering
the channel conditions and system constraints.

By considering SOP and ASC and leveraging PLS techniques, UAV communica-
tion systems can achieve improved confidentiality, integrity, and protection against
eavesdropping attacks. These measures safeguard sensitive information transmitted
between the UAV, ground station, or other communication devices.

1.2.3.3 A Useful Tool of Modeling the Randomness of Nodes

Stochastic geometry serves as a robust mathematical framework employed to analyze
and model the random or probabilistic spatial distribution and behavior of objects.
In the context of UAV communication, stochastic geometry plays a pivotal role
in both the study and optimization of UAV networks. This branch of mathematics
specializes in elucidating spatial patterns and structures that emerge from random
geometric processes, encompassing the examination of random point patterns, ran-
dom tessellations, and various related objects. To provide a deeper understanding
of this mathematical discipline, we delve into fundamental formulas and concepts
commonly applied in stochastic geometry:

(1) Point process intensity: A point process represents a random collection of points
in a given space within stochastic geometry. The intensity of a point process refers
to the average number of points per unit area or volume. This parameter serves as
a foundational measure for quantifying the spatial distribution of objects within
a stochastic framework.

(2) Pair correlation function: The pair correlation function, denoted as g(r), stands
as a critical tool for measuring the relative density of points at a distance r from a
reference point compared to a random distribution. This function offers valuable
insights into the spatial clustering or repulsion characteristics present within a
point process.

(3) K-function: Another pivotal measure of spatial clustering or dispersion in a point
process is the K -function, denoted as K (7). This function quantifies the expected
number of points located within a distance r of a typical point in the process,
relative to a random distribution. It provides a complementary perspective on
spatial arrangement patterns.

(4) Void probability: The void probability, symbolized as V (r), represents the prob-
ability that a randomly chosen point in a point process lies at a distance greater
than r from the nearest neighboring point. This measure characterizes the degree
of clustering present in a point pattern.

(5) Second-order characteristics: Stochastic geometry often centers on exploring
the second-order characteristics of point processes, including the pair correla-
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tion function (g(7)), the K-function (K (r)), and other related measures. These
characteristics offer invaluable insights into the spatial organization of points
within a given context. They find application in modeling and analyzing diverse
phenomena, encompassing the distribution of objects, network connectivity, and
coverage within wireless communication systems.

Stochastic geometry provides indispensable tools and techniques for modeling

the locations and movements of UAVs, the distribution of ground users or devices,
and the intricate characteristics of the communication environment. It enables the
consideration of random spatial distributions, movement patterns, and environmental

fac

tors, thereby enhancing the understanding and performance of UAV networks.

Here are some key applications:

(D

2)

3)

“4)

&)

for

Coverage Analysis: Stochastic geometry is harnessed to assess the coverage
probability of UAVs within a designated area. By modeling the spatial arrange-
ments of UAVSs, ground users, and potential obstacles, engineers can estimate the
likelihood that a ground user will establish a reliable communication link with
a nearby UAV. This analysis proves invaluable in optimizing network coverage,
particularly in applications such as remote sensing or disaster response.
Interference Modelling: In the complex landscape of UAV networks, interference
is a significant concern. Stochastic geometry allows for the in-depth analysis of
interference patterns, taking into account the spatial distribution of UAVs and
their respective transmit powers. By evaluating interference levels experienced
by different users, engineers can strategize optimal deployment approaches to
mitigate interference and enhance network reliability.

Path Loss Modeling: Stochastic geometry excels in modeling path loss and sig-
nal propagation dynamics, even in intricate and unpredictable environments.
This modeling accounts for factors such as terrain, obstacles, and atmospheric
conditions, thereby enabling precise predictions of signal strength and the opti-
mization of communication range. Path loss modeling is instrumental in ensuring
reliable communication across varying landscapes.

Capacity Analysis: The estimation of network capacity is a crucial aspect of
UAV communication systems. Stochastic geometry allows for the modeling of
the spatial distribution of UAVs, ground users, communication requirements,
and constraints. This comprehensive analysis yields valuable insights into the
maximum achievable data rates and overall network capacity, guiding network
dimensioning efforts.

Trajectory Planning: Stochastic geometry plays a pivotal role in planning UAV
trajectories to optimize various tasks, including data collection, surveillance,
and communication. It accounts for diverse factors such as terrain characteristics,
obstacles, communication range constraints, and the spatial distribution of targets
or points of interest. Through trajectory planning, engineers ensure efficient UAV
paths, minimize travel time, and conserve energy resources.

In summary, stochastic geometry provides a powerful mathematical foundation
designing, analyzing, and optimizing UAV communication systems. It is essential
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to note that the specific mathematical formulations within stochastic geometry vary
according to the unique problem or model under consideration. Advanced topics
within this discipline delve into models such as Poisson point processes, random tes-
sellations (e.g., Voronoi tessellations), and more intricate spatial structures. Stochas-
tic geometry’s versatility and ability to address the spatial challenges inherent in
UAV operations make it an invaluable tool for ensuring the reliability, efficiency, and
effectiveness of UAV communication networks across diverse real-world scenarios.
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Chapter 2 ®)
UAV-Terrestrial Communications Check for

Gaofeng Pan, Tingting Li, Jinhui Fang, Hongjiang Lei, Jia Ye, and Sheng Ke

2.1 Secure UAV-Terrestrial Communication with Linear
Trajectory

By observing the fact that moving in a straight line is a common flying behavior
of UAVs in normal applications, e.g., power line inspections and air patrols along
with highway/streets/borders, in this section we investigate the secrecy outage per-
formance of a UAV system with linear trajectory, where a UAV (S§) flies in a straight
line and transmits its information over the downlink to a legitimate ground station
(G) while an eavesdropping UAV (E) trying to overhear the information delivery
between S and G. Meanwhile, some information is delivered to S over the uplink
from G, such as commanding messages to control S’s detecting operations, which can
also be eavesdropped by E. The locations of S, G, and E are randomly distributed.
We first characterize the statistical characteristics, including cumulative distribution
functions (CDF) and probability density function (PDF), of the received SNR over
both downlink and uplink. Then, the closed-form analytical expressions for the lower
boundary of the SOP of both downlink and uplink have also been derived accord-
ingly. Finally, Monte Carlo simulations are given to testify to our proposed analytical
models.
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The main contributions of this section are summarized as follows:

(1) We characterize the statistical characteristics (including CDF and PDF) of the
received SNR at E, G over the downlink, and S over the uplink, respectively;

(2) We derive the closed-form analytical expressions for the lower boundary of the
secrecy SOP of uplink and downlink, respectively;

(3) We systematically study and summarize the impacts of the radius of the coverage
space of S and G, the transmit SNR at S and G, and the height of UAV on the
secrecy performance of the considered system.

The rest of this section is organized as follows. In Sect.2.1.1, the considered
power-line inspection UAV system is described. In Sects.2.1.2 and 2.1.3 the secrecy
outage analysis is conducted for both the uplink and the downlink, respectively. Also,
closed-form analytical expressions for the lower boundary of the SOP of both uplink
and downlink are derived in Sects.2.1.2 and 2.1.3. In Sect.2.1.4 numerical results
for the secrecy outage are presented and discussed. Finally, we conclude the section
with some remarks in Sect.2.1.5.

2.1.1 System Model

In this section, a UAV system with linear trajectory is considered, in which S is
adopted to perform inspection/supervision. In particular, S moves in a straight line
(e.g., power line inspections and air patrols along with highway/streets/borders) and
sends back inspection data to G. Simultaneously, E tries to overhear the information
transmissions between S and G. In other words, E can eavesdrop on the information
delivery over the uplink link from G to S and the downlink from S to G. To facilitate
the illustration, we take power line inspection as an example of the considered system,
shown in Fig.2.1. Furthermore, an omnidirectional transmission antenna is assumed
tobe employed at S and G. In Sect. 2.1 we also assume that all links suffer independent
Rayleigh fading to reflect the effects of small-scale fading, namely, the channel gain
hje ~ CN (0, gji), where gj = E (}hjk}z) and j.k € (G, S, E}.!

Section2.1 assumes that the trajectory of § is in a straight line for tractability
purposes. This assumption is reasonable, as S normally flies along highways/streets/
borders to inspect/monitor and gather the state information. Furthermore, we also
assume that E is uniformly distributed in the airspace to eavesdrop the information
delivery between S and G.2

!'In Sect. 2.1 non-line-of-sight (NLOS) propagation scenarios (e.g., UAVs are employed to patrol
and monitor the urban streets) are considered to facilitate presenting the technical road map on
analyzing the SOP of the considered system, which can readily serve as a useful reference to study
the performance of similar systems, no matter in NLOS or LOS propagation scenarios.

2 In Sect. 2.1 passive eavesdropping is considered, which can realize the optimal eavesdropping from
E’s side. If the operating space of legitimate users is open, E can share this space with legitimate
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Inspection UAV (S)

Eavesdropping UAV (E)

L2 =
L o

Fig. 2.2 Uplink model

As depicted in Fig. 2.2, during the uplink transmission stage, the coverage space
of G is a hemisphere with radius R, the center of which is G.> As presented in
Fig.2.3, in the downlink delivery stage, the coverage space of S is a spherical cap

with height Ry + h (where R¢ =,/ R§ — h?) and the radius of the base R¢ (where

0 < h < Ry). Moreover, it is easy to obtain the volumes of the coverage spaces of
Gand S as Vg = 37 R and Vs, = Z (4R3 — 3Rsh? + h?), respectively.

The following two sections will present a secrecy outage analysis for the infor-
mation delivery over uplink and downlink.

users and pretend to be legal users. Then, it can approach legitimate users with no doubts. Therefore,
here, we do not consider the minimum distance between E and legitimate users for simplification.
3 In practical, UAVs suffer their minimum flying heights ranging from meters or more, which
depends on the designs and application purposes. Similar to the analysis on traditional wireless
systems, to facilitate theoretical analysis, in Sect.2.1 the minimum operating heights of the UAVs
and the height of the transceiver antennas at G are ignored.
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2.1.2 Secrecy Outage Analysis for the Uplink

As depicted in Fig. 2.2, it is assumed that S is uniformly distributed in a straight-line
segment AB, the length of which I (0 </ <2R;) is determined by the juncture
points of power-line and the coverage space of G. E is uniformly distributed in the
hemisphere with radius Rg and center G.

2.1.2.1 Signal Model

The received signals at S and E can be respectively written as

Vs =4/ PGdS_nthSG + 25 (2.1

and

Ve =+ Pedg"hGEsc + 2, (22)

where Pg is the transmit power at G, s denotes the transmitted symbols from G,
dy is the distance between G and S, df is the distance between G and E, n is the
path-loss exponent, zg and zg denote the independent complex Gaussian noise at S
and E, respectively. In Sect.2.1 to simplify the analysis, we assume that zg and zg
are with zero means and the same variances, Nj.

Therefore, the received SNR at S and E can be further given as

s — Pglhgsl> . lhos!?
ST AN, T

(2.3)
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and

Plhgel” | lhgel’
N, “Tan

YE = ) (2.4)

respectively, where Ag = %.

As in Sect.2.1 all links suffer independent Rayleigh fading, we can obtain the
PDF of |h|* (j, k € (G, S, E}) as

1 X
Fipp ) = —exp (——) , 2.5)
J g

jk 9jk

hi.

where g is the mean value of the power gain,

2.1.2.2 The Derivation of the CDF of yg

To facilitate the following analysis, we first give a useful Theorem (2.1.1) to charac-
terize the statistical characteristics of dg as follows:

Theorem 2.1.1 As shown in Fig. 2.4, given an isosceles triangle NG AB, in which
GA =GB =b, AB =1, S is uniformly distributed over AB, C is the midpoint of
AB, AS=x (0<x Sl)andGS:y(c=,/b2—% <y < b). Thus, the PDF of

y can be written as

. 2 S 2 _ 2
fr ) = | War+r—a’ ifyr—g=ysb . (2.6)
0

else

Proof Please refer to Appendix 1. O

Fig. 2.4 An isosceles
triangle
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Corollary 2.1 As shown in Fig.2.2, S is uniformly distributed in AB and G is at
the centra of the hemisphere. Then, the the PDF of the distance between S and G,
ds, can be given as

S 2_ B .
fas ) = | ivEmEe Ty — g sxsbe 2.7)
0, else
Proof Equation (2.7) can be easily achieved by applying Theorem (2.1.1). (]

Corollary 2.2 Considering the randomness of the position of S, the PDF of d§/ g
can be presented as

2
2k _(Agx)™

1
far ) =1 " Voeoi—c
e

0, else

. n
,1f/\ic2 <x<Z
G

e (2.8)

Proof Using Corollary 2.1, the CDF of dg can be given as

Fuy (x) = f fus )y
0

0, if x <.\/c;
= Z—WCZZ’C elseif /c < x < b; , (2.9)
1, else

2
where ¢ = b2 — L

T
So, one can have the CDF of dg/Ag as

Fao (x)=1— fx}
o AG

0, if x < ic?;
2
— 24/ (xAg)n —c . n "
WE)TC elseif Lot <x< i (2.10)

1, else

Therefore, the PDF of d§ /A can be obtained, as it is the derivation of Eq. (2.10).
Then, the proof is completed. (]

Observing Eq. (2.3), and using Eqgs. (2.5) and (2.8), the CDF of yg can be calculated
as
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lhgs|® }
T <V

N

FVS ()’) =Pr {)"G
dn
= Pr{thS|2 < —Sy}
AG
:/ Floop y) fap () dt
0 *G

2AG % ( ty ) ()»Gl‘)%_l
=1 - — , expl ——— | ———
9Gs /(AGt)% e

nl Je2
*G
For analytical tractability, in Sect.2.1 we only consider cases that the path loss
factor is n = 2, which is suitable for the case of infinite space and matches the
open-air space scenarios considered in Sect. 2.1 as suggested in [1].
Then, we can further calculate the CDF of yg as

dr. @2.11)

2
A G ty 1
F,(y)=1——/ ex <——>—dt
& l = P 9gcs/) ~/rgt —c¢
2
A G t 1
:1__~/Z_G[Ap exp(__y) R (2.12)
-

gGs It — )\L
G

=1 — Asy % exp (~ Bsy) erf (Csﬁ),

24/ A 2_
where Ag = =7465%¢ By = —<— and Cy = ‘/—VI’GSACG.

9GsrhG’

2.1.2.3 The Derivation of the PDF of yp

Lemma 2.1 As E is uniformly distributed in the coverage space of S, the PDF of
dg can be written as

3x2 .
2 if0<x < R~
fup vy = mpo HO=x=Rar 2.13)
” 0, else

Proof The PDF of the distance between E and S can be easily calculated as fp(x) =

ﬁ. Therefore, we can have the CDF of df as
T hg
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x 7@/2 2w

Fy, (x) = / / / sm¢,d2d9d¢,d(d)
0 0 0

0, ifx < Rg;
={ &, elseif 0 <x < Rg: . (2.14)
G
1 else

Thus, one can easily achieve the PDF of dg as the derivative of Eq. (2.14).
Then, the proof is completed. (]

So, it is easy to have the CDF of d}./A¢ as

5
ng x)=1—=<x
s AG
= {dE < \"/)LGX}
0, if x <0;
_ Aot . RG" .
= ;_ox" elseif 0 < x < ﬁ, . (2.15)
1, else
Accordingly, the PDF of dJ. /L can be derived as
3
3G 21 s Rg" .
fo ()= kg MO <x =505 (2.16)
G 0, else

Observing Eq. (2.4), and using [2, Eq. (3.351.1)] and Egs. (2.5) and (2.16), the
PDF of yg can be calculated as

[e¢]

Jre () = /yﬁhGE|2 ) fa () dy

0

3)LG% yXx 31
=—5— [ yexp(—=— )y 'dy
nR;96E 9GE

3 Rg"
=g r (142, 29 «), (2.17)
n AGYGE

(=)

3 3
where n = Mfﬂ% and Y (a,x) = [; e”'t*"dr is the lower incomplete gamma
G

function, as defined by [2, (8.350.1)].
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2.1.2.4 The Calculation of SOP

Therefore, the instantaneous secrecy capacity of the uplink transmission can be pre-
sented as

Cs.up (vs. ve) = max {log, (1 + ys) — log, (1 + yg), 0} . (2.18)

In Sect.2.1 SOP is defined as the probability that the secrecy capacity is less than
an outage threshold Ry, which can be written as

Pout,up =Pr {Cs,up (vs, vE) < Rs}
= Pr{log, (1 + ys5) —log, (1 + y&) < R}
=Pr{ys <Oy +06 -1}, (2.19)

where © = 2%,

It must be noted that obtaining a closed-form result for Eq. (2.19) is almost
impossible and/or too complex. Therefore in the subsequent section, the lower bound
of the SOP is considered,* which has been utilized in many works [3, 4], as

PL = Pr{ys < Oyg}

out,up
= / Fys (®VE) fre (VE) dVE. (2.20)
0

Then, using Egs. (2.12) and (2.17), Y (a.2) =Gy, [z|l,]. erf(x) =
703G [x% |50 ] exp (—x) = Gg) [x | ] and utilizing the integral equation pre-
sented in [5, (20)], we can calculate SOP as

o0
PoLut,up = ‘/0 F}/s (Ox) ny (x)dx

5 RZ

Agn [ 3 1 G
X exp(—BS®x)erf(C5v®x2>T -, x | dx
2 AGYGE

VO Jo
Agn

- Jor Jo
R2
1,1 G 1
x Gl —x’ dx
1’2|:)~GQGE 245,0}

2 3
Asn(CSQ)
B (OF/4

=1

® 310 1AL 20. 0
=1 x360 [Bsox |y | Gla[c3ox s, ]

4In Sect.2.1 the lower bound of SOP is considered by exploiting the fact that, compared with
Oy + © — 1, a lower outage threshold, ®yg, represents a more rigorous outage request for ys
and is more useful from the engineering perspective.
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AGYGE
662 2 2
_ _AsnCe®” o (1| -2 1 ¢ R (2.21)
Bovor 011212\ = |-25-31250| 5 BeOrcecr |

. . ﬁ F(b-—s) ﬁ 1"(1—!1,'"‘3)
. bp] _ 21? f x*ds is the Meijer’s G-
Lseees g l—[ p(] —b; Jﬂ) 1_[ F(ajfs)

j=m+1

function, as defined by [2, Eq. (9.301)], and G'I;’l" (;‘l{ I’,’qug?p’f}/f? [-] is the EGBMGF

function, which can be easily realized see Table 1 in [6].

m,n
where Gp,q [x

2.1.3 Secrecy Outage Analysis for Downlink

As shown in Fig.2.3, it is assumed that G is uniformly distributed in the base of

the cap with height (Rg + /), which is a circle with radius R¢ = / R§ — h2. In the
following, we name the spherical cap shown in Fig.2.3 as §; and its volume as
Vs, = Z (4R} — 3Rsh?® + h?).

Therefore, similar to the last section, we can obtain the SOP for the downlink
transmission as

o0
P(I:tt dn = / F)/G (®x) ny (x)dx, (2.22)
0
where yg = £ ;'h;\fl = As 'h 5°| is the received SNR at G, Ps is the transmit power
G
at S, Ag = 2, v = PZ‘,,}”E‘ = Ag ‘h‘E‘ is the received SNR at E.

As deplcted in Fig. 2. 3and con51dermg the randomness of the positions of G and
E, one can have

PoLm an = /PY{J/G < Opg}dVs,
Vs,
= [ Prtve < Oyeaavs - / Pr(y < OyzldVs,
Vsp VSz
h? 3Rs — h)
=I5y — T’sp (2.23)

where Is, = [ Pr{yg < Oyp}dVs,, Is, = [ Pr{yc < Oyg}dVs,, S, is the sphere
VS[) VSZ

with radius Rs and volume as Vs, = ‘3—51 Rs?, the spherical cap (S,) with the height

(Rs — h) and volume Vs, = wh* (Rg — ).

In the following, we will calculate s, and Ig,, respectively.
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2.1.3.1 The Derivation of I,

Lemma 2.2 When E is uniformly distributed in the ball with the centra, S, the PDF
of di;/As can presented as

3Mn 3_
Xn
fa (x) = { nR;
s

, else

.
Lifo<x < B,
=x =35

(2.24)

Proof As suggested in [7], when E is randomly distributed in S,,the CDF of dg
can be given as

x m 2w

Fip () = / / / T s drdedord ()

0, if x <O0;
= R;, elseif 0 < x < Ryg; . (2.25)
1, else

So, one can have the CDF of d./Ag as

Fo (x) = {ﬁ Sx}
el A

S

= {dE < \"/)Lsx}
0, if x <0;

= A;eg xi, elseif 0 < x < &2 (2.26)
1, else

Thus, one can easily obtain the PDF of d}; /As as it is the derivative of Eq. (2.24).
Then, the proof is completed. |

Observing Eq. (2.4), and using Egs. (2.5) and (2.24), the PDF of yg can be
calculated as

oo

For (1) = / Wi ) )y

0

3)»s% 3 yx
=— yrexp| —— )dy
nRygsE , JSE
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3(hsgse)" o ( 3 Ry" )
=——Xx "y X

1 + )
nR3 n AGYsE
= Bex TG [Cpx ‘}#,O], 2.27)

3
3(Asgse) Rs"
where Br = and = .
E nR Ce ASgSE

Lemma 2.3 When G is uniformly distributed in the circle with radius R¢, the PDF
of di,/Ls can presented as

2 2,32\3
2As1 %—1 T P (Rc*+h*)?
fo ()= app X G == s (2.28)
*s 0, else

Proof When G is uniformly distributed in the circle with radius R¢, as shown in
[8], one can have the PDF of r as

2x
RZ’

fr () = (2.29)

As d% = h>+r* and using Eq. (2.29), the CDF of d; = ~/h?+72 can be presented

x2 h2
Fy, (x)=R—%—R—é, h <x </ Rc*+h?= Rg. (2.30)

Therefore, one can have the CDF of dp/As as

as

dg
Fu (x) =1— <x
-G
rs )‘«S
= {dG < 4 Asx}
0, if x < i—n;
S n
= P2 2 o Re2+h?)?
= Algé " — z—%, elseif 2—5 <x< %; . (2.31)
1 else

So, the PDF of dj;/As can be obtained as it is the derivative of Eq. (2.31).
Then, the proof is completed. (]

So, using [2, Eq. (3.351.1)], and Egs. (2.5) and (2.28), the PDF of y; can be
calculated as
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(o]
Sre (x) = /yfmmz yx) fa, (v)dy
0 "
(Rc2+h2)%

*s

1 Qhen
= — yexp <—K) S2 y%fld

gsG gsé ) nR

) fo

Q_S

s is

Qs 2 yx Qg 2 yx
=— yrexp| ——|dy — — yrexp| ——|dy
nRcgsc J gsG nR¢gsG ) 9sG
2 (R + 1)’ 2
= CG}C7%71J/ (;—ng — CGxi%il)/ (;‘l—l x)

AsgsG ASgsG
1
14+2,0

. h" 1
—CexT Gy | —— : 2.32
o 2 )»Sgscx 1+2.0 (232

2
where Cg = 72“2-‘;;20)”

Accordingly, the CDF of yG can be easily obtained as

R +h?)*
= Cox 771Gy (ke + 1)
' As9sG

Eam=fmwm»
0

X n
_2_ R+ h?)?
:CG/ynlag<i7E£;Ly
0

[ 21151 h"
_CG/y_;_ Glzz()»sgscy
0

RC* +12)*
= Cor™i63 <( C)‘SQSG ) *

hn
—x
ASgSG

1+2,1
2 2
1+5,0,%

1
1+§,0>dy

1
1+§,o>dy

_2 1,2
— Cox "Gy (

1421

. ~2 12 —2 .12
= Cox TGy [Acx |11y, | - cor iai [Box |12y, | @33)
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_ (&) _w
where Ag = P and Bg = 7

Therefore, utilizing Eqgs. (2.27) and (2.33), Is, = f Pr{yc < yg}dVs, can be
Vsp

further derived as

Isp = /PT{J/G < Oygl}dVs,

Vsp

o0

= / F,, (Ox)f,, (x)dx

[o¢]
_2 2 12 I+
— 60 n/x nG”[AG@xx}H 02 ] Fre ) dx
0

o
_2 1431
—Cgfx Gé% [B(;@x‘H 0.2 ]ny (x)dx
0
3 s Ce |1.2,143,142
:CGBE(anAGnGZ;i[A S ]
G Heas

(2.34)

.y Ce |12+
—CGBE@)ZBGZGi;i[ E 1*]

B 335
Bg® 1145550

2.1.3.2 The Derivation of I,

Lemma 2.4 As shown in Fig.4.17, when E is uniformly distributed in the spherical
cap with height (Rg — h), the PDF of dy. /\s can presented as

nxaT Txil),if 1 L
fap () = !0 ; (hshai =g ) CEETERLL s
) clse

Proof When E is randomly distributed in S,, the CDF of dg can be given as

arccos() 2
Fy, (x) = Vs / / 82 sin (¢p) dOdsd ¢

ms(d))
2 arccos(;)
- 7” / 8 sin (¢) dsdgy
S Jo )

277 arccos (1)

_ m [x3 — W3sec? (¢)]sin (¢) d¢

= 3Vs (2x* = 3hx* + h?). (2.36)



2 Homogeneous Linear Systems 37

So, the CDF of d}/Ag can be obtained as

dg
Fa (x) =Pr )L—<x

iy N

=Pr{dE < (xsx)%}

= % [2((,\Sx)i)3 - 3h((xsx)%)2 + hﬂ

T
= 37 (2,\5 Xh = 3hhgixs + A ) (2.37)

Thus, the PDF of d},/As can be derived via performing differential operation on
Eq. (2.37).
Then, the proof is completed. |

Observing Eq. (2.4), and using [2, Eq. (3.351.1)], Egs. (2.5) and (2.35), the PDF
of yr can be calculated as

oo

B 00 = [ 3hue 2 f )y

0

/ p(=0m) (it =iyt s

0 w
3 ks 2 ks
2w Agn / 3 ( yx ) 2mhhgn / 2 ( VX )
= yrexp| ——— |dy — yrexp| ——)dy
nVsgsc J gsG nVsgsc J gsG
s rs
3 X X
=k / Vi exp (—y—> dy — E> f Vi exp (—y—> dy
9sE 9sE
n i
3 3 2 2
= Eigse" ' fi (;) — Exgsen ' fi (;) , (2.38)

n
Rs

3
where E; = 57‘2‘;;, E, = iﬂ‘zzsn and fj (a) = f‘S ya exp( gso) dy.

Therefore, using Eqs. (2.33) and (2.38), and the integral equation of Meijer’s

G-function presented in [9], I5, = f Pr{yc < yr}dVs, can be further derived as
Vs,
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where

and

G. Pan et al.

o0
Is, = / F,, (©x)f,, (x)dx
0
R D P, 1421
=Ce07 | xigl] [Ag®x‘l+20;]fm (x) dx
0 n’>’n
o0 2
_2 ~2 412 1+4,1
— €0 / x 7161 [Boox |15 . | e () dx
0 n’’n
= C6077 [f2(Ac) — f2(Bo)l, (2.39)

o0 2 1 g,l
b (t):/ xTiGy3 [t@x‘ligog]fn (x) dx
0 n’>’n

Evaseit [ (2 x-i6t2 [rox | 1a
~ Eagsar™ | fl o )x 23[’ x‘1+§,0,§] *
3 3
_ElgSG"+ [f3 (_al9CE>_f3 <_staDE>}
n n
241 2 2
— Exgscm T | f3 ;,I,CE - /f3 ;’t»DE (2.40)
2 1+2,1
f (s,t,b):/0 xTG [bx L0 ]G [t@x‘wj‘%,o,%]dx
2 03| 1O 142,12 14542
:bs+"(;444[7 S } (2.41)

Finally, the SOP over the downlink, P, 4n, can be obtained by inserting Eqgs.
(2.34) and (2.39) into Eq. (2.23).

2.14

Numerical Results

In this section, Monte Carlo simulations are carried out to validate our proposed
analytical expressions for the SOP over both downlink and uplink. The main adopted
parameters are set as Rg = 20m, 2 = 10 m, Rg = 15 m, R; =0.1 bits/s/Hz, .g = 5
dB, Ag = 1.25 dB and ggg = gsg = 1.1. Moreover, the coverage distance of the
source UAV is set from tens of meters to hundreds of meters to reflect the practical
scenarios of UAVs in civil applications. During each case, we run 10° trials for
the Monte Carlo simulations and also consider 10° times the realizations of the



2 Homogeneous Linear Systems 39

considered systems. Furthermore, all following numerical results are given while
the mean value of the power gain over the link between S and G (ggs or gsg)
increasing, to show the system performance that can be achieved in each potential
channel situations.

2.1.4.1 Secrecy Outage Over the Uplink

In this subsection, we will investigate the secrecy outage performance over the uplink
of the considered system shown in Fig.2.2.

In Fig.2.5, numerical results are presented to address the influence of ggg on
the secrecy outage performance of the considered system. We can see that the mean
value of the power gain over G — E link (g ) shows a negative effect on the secrecy
outage, as a large g g leads to degraded secrecy outage performance. Because a large
gor represents a high channel gain for the eavesdropping link from G to E.

The effect of A (the transmit SNR at G) on the secrecy outage performance of the
considered system is studied in Fig.2.6. A does not exhibit a significant influence
on the secrecy outage performance, while a large A incurs improved secrecy outage
performance. Moreover, as presented in Fig. 2.6, the lines for the lower boundary of
the SOP with A = 0 and 5 dB are almost overlapping. Then, we can conclude that
increasing A is not an effective way to improve the secrecy outage performance of
the considered system. Because the changing of A5 will show the same trend and
scale on the received SNR at S and E, which can be proved by Eqgs. (2.3) and (2.4).

=
Q:g
102
-+ ggr = 0.5 Simulation
O gep = 1 Simulation
gee = 2 Simulation D
103 F Analysis [
10 s 0 5 10 15 20 25 30

gas (dB)

Fig. 2.5 Secrecy outage versus ggs for various gg g
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10%:s
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—— ¢ = —5 dB Simulation
S— Mg = 0 dB Simulation
Mg = 5 dB Simulation K
— = Analysis \_
10-3 I L I I L I I
-10 -5 0 5 10 15 20 25 30

gcs (dB)

Fig. 2.6 Secrecy outage versus ggs for various Ag

Figure 2.7 presents the secrecy outage performance of the considered system. In
contrast, the radius of the coverage space of G, Rg = 1000, 2000 and 3000 m.> One
can easily observe that the P, ,, with various R is similar. Moreover, we can also
find that R (the radius of the coverage space of the ground receiver, G) negatively
affects the secrecy outage performance, which is more apparent when R is small.
This comes from the fact that alarge R leads to alarge coverage space of G, and then
the probability that the distance dg g gets large increases, resulting in bad channel
quality of the eavesdropping link.

In Fig. 2.8, the secrecy outage performance of the considered system with various
outage thresholds (Ry) is studied. A large R, shows a large P, up, Which means the
secrecy outage performance of the considered system gets worse. This is because a
large R; represents a large outage threshold.

Furthermore, it can be seen from Figs.2.5, 2.6, 2.7 and 2.8 that increasing g¢s can
improve the secrecy outage performance of the considered system. Because a large
ggs represents a high channel gain for the main link from G to §. Also, simulation
and analysis results match very well with each other, which verifies the correctness
of our proposed analytical model.

51n Sect.2.1 he effects of the radius of the coverage space of S and G on the secrecy outage
performance are considered. Because the radius of the coverage space of a transmitter not only
depends on the transmit power at the transmitter but also is determined by the sensitivity of the
receiver.
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Fig. 2.7 Secrecy outage versus ggs for various Rg
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Fig. 2.8 Secrecy outage versus ggg for various Rj
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2.1.4.2 Secrecy Outage Over the Downlink

In this subsection, the secrecy outage performance over the uplink of the considered
system (shown in Fig.2.3) will be studied.

Figure 2.9 depicts the numerical results of the secrecy outage performance with
various mean values of the power gain over S — E link, gsg, while ggs increasing.
One can observe that the secrecy outage performance with a small ggz outperforms
that with a large gsg, as a large gsg means better channel gain for the eavesdropping
link, which leads to more information being overheard.

In Fig.2.10, we investigate how the secrecy outage performance is influenced by
Mg (the transmit SNR at §). The secrecy outage lines for different Ag (namely, —5,
0, and 5 dB) overlap, indicating that adjusting A cannot improve the secrecy outage
performance of the considered system. This observation is similar to the one obtained
for the uplink from Fig. 2.6. Also, it can be explained that increasing A g will improve
the received SNR at both G and E, and then the secrecy outage performance of the
considered system cannot be improved anymore.

The impact of Ry (the radius of the coverage space of §) on the secrecy outage
performance of the considered system is shown in Fig.2.11, while gg¢ is increasing. It
is shown that the curves of P, 4n for Ry = 1000, 2000 and 3000 m fully overlap with
each other, which reveals that Ry does not influence the secrecy outage performance
of the considered system, because adjusting R; exhibits a same influence on the
transmission distances of S — E and S — G links. This finding is similar to the one
achieved from Fig. 2.7, both of which demonstrate that enlarging the coverage space
of the transmitter cannot improve the secrecy outage performance.

<10
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O gsg = 1 Simulation
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102 | [—— Analysis
-10 -5 0 5 10 15 20
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Fig. 2.9 Secrecy outage versus gs¢g for various gg g
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Fig. 2.12 Secrecy outage versus gs¢ for various Rj

Figure2.12 presents the secrecy outage performance of the considered system
with various outage threshold (R;). The results show that P, 4n With a small R
outperforms that with a large R;. Because a large R, implies that the probability that
the secrecy capacity of the considered system is less than the threshold will increase,
this observation is the same as the one seen in Fig. 2.8 for the uplink.

In Fig.2.13, the SOP lines for various heights of S, %, are depicted while
Rs = 1000 m. The height of S, &, negatively affects SOP because a large & leads
to a low received SNR at the ground receiver, G, and further incurs the degraded
secrecy outage performance. Though the secrecy performance will degrade while the
height of the UAV increases, optimizations can be set up to realize optimal secrecy
performance vis choosing suitable heights for the UAV, and some schemes can be
designed to safeguard the security of UAV system, e.g., jamming and artificial noise
schemes.

Finally, as presented in Figs.2.9, 2.10, 2.11, 2.12 and 2.13, it is noted that gsg
exhibits a similar effect on the secrecy outage performance of the considered system
as ggs does in Figs.2.5, 2.6, 2.7 and 2.8. This can also be explained by the idea of
the reason given at the end of the last subsection. Moreover, simulation and analysis
results show perfect matching with each other, which demonstrates the accuracy of
the proposed analysis model.
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Fig. 2.13 Secrecy outage versus gs¢ for various A

2.1.5 Conclusion

In this section, we have studied the secrecy outage performance of a UAV system
with linear trajectory and derived the closed-form analytical expressions for the lower
boundary of the SOP of both downlink and uplink. We consider the randomness of
the positions of all UAVs and the ground receiver to make the system more practical.
Observing from the numerical results, we can reach some remarks as follows:

(1) The radius of the coverage space of S does not exhibit an apparent impact on
the secrecy outage performance over the downlink, and that of G shows a weak
influence on the secrecy outage performance over the uplink.

(2) The transmit SNR at S and G provides a very weak impact on the secrecy outage
performance over the downlink and the uplink, respectively.

(3) The height of S negatively affects the secrecy outage performance of the con-
sidered system.

Appendix 1: Proof of Theorem (2.1.1)

As C is the midpoint of A B, obtaining AC = [/2 is easy. Then, we can have cos A =
ﬁ. According to the Cosine theorem, we can also achieve
b2 2_ .2

2.42
2bx ( )
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Solving this quadric equation leads

1+ /42112 —4p?
2
=g(). (2.43)

X =

Since S is uniformly distributed over A B, the PDF of x is given as
1
e @) =7 O=<x=L (2.44)

Using the transformation of a random variable, we can obtain the PDF of y as

= fi @O |d O]

if /b2 =& <y <b:

2y
S N vy (245)
05

else

Then, the proof is completed.

2.2 Secure UAV-to-Vehicle Communications

UAV communications have been widely exploited daily, leading to rising concerns
about security. Section 2.2 investigates the secrecy performance of a UAV-to-vehicle
(UAV-2-V) communication system, where the information delivered over both down-
link and uplink between a UAV (S) acting as a temporary aerial BS and a legitimate
vehicle (D) moving along a road is overheard by an eavesdropping vehicle (E) on the
same route. The location of S is assumed to be uniformly distributed in the sky, while
the locations of D and E are uniformly distributed on the highway. The statistical
characteristics, including the CDF and PDF of the received SNR over both downlink
and uplink, are characterized, respectively. Closed-form expressions for the approxi-
mate and asymptotic SOP of the downlink experiencing Rician fading channels have
been derived accordingly. Moreover, the secrecy outage performance of the uplink is
investigated by deriving the closed-form expression of the exact and asymptotic SOP
in two cases: the eavesdropping channel suffers Rician and Weibull fading, respec-
tively. Finally, Monte Carlo simulations are shown to verify our proposed analytical
models.
The main contributions of Sect. 2.2 are summarized as follows:

(1) We characterize the statistical characteristics, including CDF and PDF of the
received SNR at D, E over the downlink, at S over the uplink, and E from D
under different channel propagation, respectively.
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(2) We derive the approximate and asymptotic analytical expressions for the SOP
over the uplink, assuming all channels experience Rician fading.

(3) We derive closed-form analytical expressions for the exact and asymptotic SOP
over the downlink while two different kinds of channel fading between D and
E (namely, Rician and Weibull fading) are respectively considered.

(4) We systematically investigate the impacts of the radius of the coverage space of
S and the height of the UAV on the secrecy outage performance of the considered
UAV-2-V system.

2.2.1 System Model

In Sect.2.2 we consider a UAV-2-V communication system shown in Fig.2.14,
in which a UAV (S§) plays as a temporary aerial BS to deliver/collect information
to/from a legitimate vehicle (D). In contrast, an eavesdropping vehicle (E) moves on
the same linear road with D and tries to overhear the information exchange between
S and D. Moreover, S — D and S — E links are assumed to suffer from independent
and identically distributed Rician fading.

One of the advantages of UAVs is the flexibility for quick deployment. In Sect. 2.2
UAV is used to substitute for the on-ground BSs that are out of service due to some
emergency (e.g., earthquake) or fulfill the blind coverage area without any terrestrial
infrastructure. Then, we assume that the location of S is uniformly distributed in
the sky. Without loss of generality, in Sect.2.2 it is also believed that D and E are
uniformly distributed on the highway, which is modeled as a straight line here to
facilitate the following analysis.

Asdepicted in Fig. 2.15, the coverage area of S on the ground is a circle with radius
Rs and center O (in other words, the projection of § is the node O). We denote the
height of § as /4, and let the length of OD and OE be lpp and Iy, respectively.
Then, it is easy to obtain the distances between S and D/E as

dsp = /h> + 13, (2.46)
dsg = Jh> + 13, (2.47)

and

respectively.

6 There are some practical application scenarios for the considered model presented in Fig.2.14,
e.g., during patrols or pursuit missions, UAVs are usually used to aid the police on the road/highway
to set up communications with the command center. However, due to the openness of the applica-
tion scenarios, eavesdropping cannot be totally prohibited. Moreover, for simplification purposes,
in Sect. 2.2 we consider the simplest scenario depicted in Fig. 2.14 to propose our analytical method,
which can serve as a valuable reference to investigate the performance of similar UAV communi-
cation systems.
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Fig. 2.14 UAV-2-V

communication scenarios S _‘-f
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Fig. 2.15 2-dimensional ¥
model for UAV-2-V link

Also, the PDF of & can be presented as

1
fh ()C) = ﬁa Hmin =< h < HmaXa (248)
max — {Imin

where Hp,.x and Hp, are the maximum and minimum heights that S can reach,
respectively.

To characterize the statistical characteristics of lpp and lp g, we use Fig.2.16 to
address the geometric relationships in the 3D space. As S is uniformly distributed
in the 3D space, it is easy to obtain that O is uniformly distributed in the interval
[0, Rs] on the Y-axis. Then, we can easily achieve that the vertical distance from the
project of S, O, to the highway AB is a uniformly distributed variable, the PDF of
p, which can be given as
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Fig. 2.16 3D model for
UAV-2-V link

L if 0 <x < Ry;

fr(x) = { gs’ ) (2.49)

, else

In Fig.2.16, we let the middle point of AB, C, as the origin, and AB as the
horizontal axis to facilitate the following analysis. Then, the coordinates of A and B

can be written as <, /R% — p2, 0) and <—, /R% — p2, 0), respectively.

Therefore, when D and E are uniformly distributed on the line A B, conditioned
on p, the conditional PDF of the length of C D and CE, ¢t and w, can be presented as

1 if RZ_ 2.
Fip ) = | vm O =¥ =y Rs=p5 (2.50)

0, else ’

where j € {t, w}.

2.2.2 Secrecy Outage Analysis over Downlink

The received signal at D and E can be written as’ The received signal at D and E
can be written as®

yi =/ Ps/dg;hsixs + z;, (2.51)

7 As the main purpose of Sect.2.2 is to uncover the impacts of the randomness of the positions of
the UAV and vehicles, and small-scale fading on the secrecy outage performance of the consid-
ered system, the influence of Doppler shift is ignored for simplification purposes, which will be
investigated in the future work.

8 As the main purpose of Sect. 2.2 is to uncover the impacts of the randomness of the positions of
the UAV and vehicles, and small-scale fading on the secrecy outage performance of the consid-
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where i € {D, E}, Py is the transmit power at S, dg; is the distance between S and
node i, hg; is the channel gain over the link between S and node i, « is the path-loss
factor. xg is the information bit transmitted by S, z; denotes the additive Gaussian
white noise (AWGN) at node i with average power Ny.

The SNR atnode i (i € {D, E}) can be written as

v = Pslhsi”  As;
l Nods; dgi’

(2.52)

where Ag; = ,oslhs,~|2 and pg = fv’—z.
In Sect.2.2 it is assumed that the channel between S and node i (i € {D, E})
follows independent and identical Rician distribution. Then, the PDF and CDF of

Asi can be expressed as

o0
frs (X) = exp (—pix) Y Aix" (2.53)
n=0
and
oo I
F (1) =1 —exp(=puix) ) Y Bix", (2.54)
=0 n=0

. 1+K;

respectively, where A; = a;u; exp (—K;), a; = ﬁ(l(,-,ui)”, Wi = Q;ps’ B, =
N ()" . . . .. .

;{;‘315’)‘1‘!)”!, Qg; is the fading power, and K; is the Rician factor corresponding to

the ratio of the LOS (specular) component’s power to the scattered component’s
average power. Although there is an infinite summation in Egs. (2.53) and (2.54),
the expression of the CDF in Eq. (2.54) bukqi converges quickly to the finite series
of summation.

Therefore, the instantaneous secrecy capacity of the downlink transmission is

Can (¥p. y£) = max {log, (1 + yp) — log, (1 + y£),0} . (2.55)

In Sect. 2.2 passive eavesdropping is assumed to reflect the most common eaves-
dropping scenario for the eavesdropper to achieve the best eavesdropping and to
keep itself from being uncovered. In other words, S has no channel state information
(CSI) of the eavesdropping channel, and SOP is investigated. Based on [10], SOP is
defined as the probability that the secrecy capacity is smaller than a threshold Ry,
which can be written as

ered system, the influence of Doppler shift is ignored for simplification purposes, which will be
investigated in the future work.
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Pout,an = Pr {Can (yp,YE) < R}
=Pr{yp <Oy +0 -1}
> Pri{yp < Oyg}

= Plit.dn: (2.56)

where @ = 2Rn,

2.2.2.1 Exact Secrecy Outage Analysis
Using Egs. (2.46), (2.47), and (2.52), one can rewrite the lower bound of SOP as

Pyan = Privp < Oyg)

a »
:Pr{ P <o ff}
dSD dSE

2 2 :2\2
Y LV Ui i 0
ASE (h2+p2+w2)7

=Pr{X < ®5Y}

- / Fx (03y) fr 0 d. 2.57)
0

2
where X = (“—D)a

ASE

_ (lhspl? _ hprar?

- <|)\§[E)\2) and Y = h2+1i)2+w~

Remark 2.1 On can easily find that the lower bound of SOP given in Eq. (2.56) has
nothing to do with the transmit SNR at S. In other words, increasing the transmit
SNR at S is not a feasible way to improve the secrecy outage performance of the
considered system.

Utilizing [2, Eq. (3.326.2)], we can derive the CDF of X as
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Pr{X §x}=Pr{<)Lﬂ>a fx}
ASE

=Pr{isp < X%)»SE}

F, (X2 y) frse ) dy

]O
0
oo oo 1

/(l _MD)ﬂyZZBD xz )exp( MEy)ZAEy dy
0

1=0 n=0 s=0

|
—_

I
T
PﬂilP18°“‘*
M-
oo}
b
Mg

"“””Z Bp(x>y)"exp (- MEY)ZAEY dy
=0

n=(

(=)

00
AE/y MF+Mnxz)}dy
0

n=0 s=0
l . Fn+s+1)
=1- ZBD(XE) ZA nts+1
=0 n=0 5=0 (Me + upx2 )
oo I [e9)
en Tn+s+1
= Z Z BDAE 7 (n $ n-gv+1
=0 n=0 s=0 (ME + upx?)

(2.58)

Observing from Figs.2.15 and 2.16, one can obtain ¢; = H’zlr > <Y < qb A

useful theorem (2.2.1) is given as follows to characterize the statlstlcal characteristics
of Y.

Theorem 2.2.1 The PDF of Y = :2 > can be derived as

2+
VTS ‘RS c1y—h?
S/ [ g1 (p.h.y)dpdh, ¢1 <y < ¢
Hl“lﬂ 0
c1y—h?

Hypax

[ oi(p.h,y)ydpdh, ¢ <y<]I;
Hlﬂln 0

\/j , (2.59)

[ o(p.hyydpdh, 1<y <t
in 0

V&
f

[ g (p.h,y)ydpdh, 5 <y < g
J .

fry) =

[l
<

\aam

— &

Hpin
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where gy (p,h,y) = 94 log YIS 4 ey g, (p h,y) =

al(y-&-l) lOg f::l(yq 5 + 45 al) E= 4RS (Hmax - min), ay = h2 + Pz, bl =

2
R—p c1 = R} + 12, and¢z HZH—+R2

max

Proof Please refer to the Appendix 2. O
Substituting Egs. (2.58) and (2.59) into Eq. (2.57), we obtain
oo | o0
Powan=1=>_>"> BpAgl'(n+s+1) 0y, (2.60)

o0
where yy = [ r,};—jﬂfy (y)dy witht = ug + up®y?andi; = . ¥ can be written

0
as
@i cry—h?
1 ytl—l 5
v :E/ s+l f / g1 (p, h y) dpdhdy
1 Hpin 0
l Hmax y h2
1 yllfl 5
+ E/ onts+l / g1 (p, h, y) dpdhdy
¢2 Hmin 0
L L_p2
1 3 y“_l 5 Hinax y
+ = / s+l / / 92 (p, h,y)dpdhdy
1 Huin 0
1 yl1—1-5
+ E/ s+l / / g2 (p, h,y)dpdhdy. (2.61)
L Hpin 0

Using Chebyshev-Gauss quadrature method [11, Eq. (25.4.30)], we can have the
approximated analytical expression of (2.61) as
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u-15 M

h x
¥~ 8'1“2 mksij—ﬂ-l ZUJEIZ&Gl git, 11,8k1)

hy inkskz“ L5 S
+8“ EAGE ZU Z2Z‘§1Gl Cins B2, Ek2)
) =1 k2
N’)
hs 7»377k8k3” 15 &
+8H T ZU/&Z&Gz Ci3: )3, €k.3)
Ry X4’7k8k4 -1s
+8"‘ n+v+1 ZUJ&Zész Cids D) E14)s (2.62)
L.Ak:

where N1, N,, and N3 are the parameters for the summation item, which reflects accu-
racy versus complexity, iy = ¢, — ¢y, o =1 — ¢, Iy = lz -1, hy = # — 1

é2°
Rier R2
A= j — Huin, 22 =X3 = Hmax — Hinin, X4 =/ 7—5 — Hmins Nk> Vj, gi are
L—€k era—l

the Gaussian weights, which are constants and given in [12, Table (25. 4)] k. 3 =
Brtons=1,234,0=25%, 0= &2 05 = 11+ 3),04 = 2(¢| i
Tk,s = MUE + MD®8k,s%a Cl,s = R%‘ + ﬁj,sz’ ﬁj,s = %ys + Xss X1 = z(Hmm +

2
fﬁ%), XZZXSZ%(Hmin'f_Hmax)’ X4 = %(Hmin_’_ A 1) et = Cl,tgk,t - 0j,t2v

t=1,2;
/Cu, 2 4 4 Cistis—Alsths
£t= #_01'1 ,f=3 4 {iS=_xS+71’ Gl (Ci,s, ﬁj,s’ gk,s)= %
A (ks +1 By séksta4/Crsérs—Al Ay (ers+l
+ (Bm ) log VBt Clu AL G2 (Sivss Ojss Eks) = % log

\/A]x(l —6ks) ’

Q/BLH-m Cis—Alséks 2 ) 5 5
VAL (55 —1) +y T with Ay =957 + 85, By = Ry — i X,
Ls\&k,s— 5

Vs, Zs are the sth zeros of Legendre polynomials, which are given in [11, Table

25.4)].

2.2.2.2 Asymptotic Secrecy Outage Analysis

To obtain a simplified expression for SOP, in this section, we analyze the asymptotic
SOP of the UAV-2-V communication systems in the high-Qp regime. When Q2p —
oo, applying [13, Eq. (26)], we obtain the asymptotic CDF of Agp as

Fy (x) = upexp (—Kp) xexp(—ppx). (2.63)

Utilizing [2, Eq. (3.326.2)], the asymptotic CDF of X is expressed as

oo
« Al (s +2)
FP(x) = p exp (—Kp) x* E—Hz (2.64)
= (ke+upx?)
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Thus, the asymptotic SOP is obtained as

00
ouldn /F @ y fY(Y)dy
0

Apl (s +2) 2.65)

_/,LDGXP( KD)G)Zﬁ )
s=0

where ¥ * is shown as

L) Hiin
1 _1_
1 E Hmax
a—3
+;/yT f 92(p, h,y)dpdhdy
1 Hmm 0
ﬁ ‘Rizgl i_hz
1 [ s
Jr;/yT / / 92(p, h, y)dpdhdy. (2.66)
L Hmm 0
¢

Similar to Eq. (2.62), we can finally derive > as

8” Z}ka&‘klosa ISZU 51251 (Zits D1, €x1)
h ]
+ 8_é szﬁk(‘?k,zo's‘x*l's Z (%) ZfiGl (G20 )2, €12)
k=1 j=1 i=1
53 N3 N> Ny
t3= sznkgmo.s(x—l.s Z vits Z G2 (i3, 93, €x3)
k=1 j=1 i=1

A N3 N, Ny
+ 8—::“ D Famiera® Y " 0ila Yy EGy (Gias DjarEra). (267)
= k=1 j= i=1
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2.2.3 Secrecy Outage Analysis over Uplink

In Fig.2.17, we present the 3D model for the transmission over V-2-UAV link to aid
the following analysis in this section. The coverage space of D is a hemisphere with
the centre C and radius Rp = AD = DB.

To address the randomness of the positions of both D and E, we take D as the
origin, and it is assumed that E is uniformly distributed on the line segment A B with
length L 4. Then, the PDF of dpr can be presented as

L,ifO<x§RD;

Jape (X) = { Rp ) (2.68)

0, else

During the uplink transmission stage, S is uniformly distributed in the coverage
space of D. Therefore, the PDF of the distance between D and S can be written as

/ (x)_{%g,if0<x§RD;
DS - .

2.69
0, else ( )

The received signal at S/E can be written as

yj = /PD/d([X)thjXD +Zj, (270)

where j € {S, E}, Pp is the transmit power at D, d,; is the distance between D
and node j, hp; is the channel gain over the link between D and node j, xp is the
information bits transmitted by D, z; is the AWGN at node j with average power No.
For simplification purposes, in Sect.2.2 we assume that & pg has the same statistical
characteristics as hgp due to the reciprocity of the wireless channels.

Fig. 2.17 3D model for P
V-2-UAV link — ;




2 Homogeneous Linear Systems 57
Accordingly, the received SNR at node j (j € {S, E}) can be written as

o PD|hDj|2 _ Api
= Nodp, B d%i’

@2.71)

2
where Ap; = ,oD|hDj| and pp = ;—lg.

Moreover, we also have A ps = Agp by considering the reciprocity of the wireless
channels.
Similarly, the SOP over the uplink is given as

Pl = Privs < Oye}

Y Y
—pr{2P8 < @ZPEL (2.72)
dpys dp

In this case, the link between D and E is a vehicle-to-vehicle (V2V) link. As
discussed in [32], Rician fading is used to statistically describe the V2V commu-
nication in urban, suburban, and highway environments when the distance between
communicating vehicles is small and a strong LOS component is present. However,
the fading gradually transits from Rician to Rayleigh when the vehicle separation
increases. Moreover, when the distance exceeds 70—-100 m, the fading becomes worse
than Rayleigh, modeled as Weibull fading. Hence, for V2V communications, it is
reasonable and practical that different fading models may be applicable according
to the surrounding environment and vehicle density.

To fully cover all potential cases, in Sect.2.2 we will conduct our analysis work
for two cases: (1) D — E link suffers Rician fading; (2) D — E link suffers Weibull
fading.

2.23.1 D - E Link Suffering Rician Fading

In this case, the SNR at S and E can be expressed as ys = 220250 = D(‘;LDS 2 2{35 and yp =
—ﬂ“(‘ilﬁ“‘” = 225 respectively, where Aps = oplhps|® and Apr = pplhpEe|*.

Usmg [14, Eq. (5)], we have the PDF of df) as

fas, (1) = %tw‘l, 0<t<RY, (2.73)
D

where w =
Utilizing [2

'_'Qlw

g- (3.351.1)], the CDF of ys is obtained as
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Fyg (x) = Pr{ys < x}
=Pr {)"DS < d%sx}
=fFADS (tx) fas (1) dt

0
00

1
ZBsx” / t" exp (—ustx) fas (t)dt

n=0 0

oo Rp
S Y Y Bt [ e (st
0

Mg

\_
Il
=}

=0 n=0
oo I
= Z Z Bsx 7Y (n+ w, dpgx), (2.74)
=0 n=|
B 14K Ks) (ug)" .
where Bs = ﬁ, ¢s = usRpH, s = Q_,:Spi_, Bs = éxps(}(gf,)n,, and Qpg is the

fading power.
Similarly, unitizing [2, Eq. (3.351.1)], we have the PDF of yr as

For (1) = / Fooe () fas () ydy
0

Rp

oo
s y s
= Apx —/y 7 exp (—ppxy) dy
Rp
s=0 0
oo
= Bex I (s +y + 1, ¢ex), (2.75)
s=0

()71 )
Where y = l Be = %, ME = glz;Kp;, Ap =appupexp(—Kg), ap =
(Y,)z (Kgpp)',and ¢ = npRj.

Employing [15, Eq. (8.4.16.1)] and [16, Eq. (12)], the SOP in this case, is obtained
as

oo

Pl = Prls = 072} = [ £, @0 £,

0
00

M1 T
—ZZ,BS(E_E’/x_wT(n—i—w,d)s@x)Z,Bex_ -
s=0

=0 n=0 0
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XY +14+1,¢.x)dx

[ee]

o) 1 00
-1 _Zzﬁsca—”ZﬂE/x—w—y—‘T(sw+ 1 gex)
[=0 n=0 s=0 0
x Y (n+ w, Opsx) dx
Mo <
=1-3°32 0 2 [ Gl b o]
=0 n=0 s=0
S G};[ x|n+w0]dx

l,o—s,14+@+y
n+w,w+y,0 ’

Oy
oo 1
Ops
—1- - @+y G2 2 [
> 85O Z Bror .
(2.76)
where G;":;’ X “: """ Z;’] is the Meijer’s G-function, as defined by [2, Eq. (9.301)].

Using [2, Eq. (1.4.13)] and lilg+ »Fy (a, b, z) = 1[17], for Meijer-G function, it

is known that

ifp<gandforl < j,k <m, j#k,bj — b ¢ Zhold. Then, when x — 0, we can
have

Gg,z[x‘l,w—S,l+ZU+y}

3 n+w,w+y,0
s w L=y rd+s+y) x@+y w+y —_ 0
+ + o(x ,n=0;
= { F(n=y) " (14+s+y) x@ty 4 ( m’JE)/) ) # 0’ (2.78)
w+y ox n

Thus, when Q5 — oo, the asymptotic SOP, in this case, is obtained as

O¢s |1, —s, 1+ +y

— 1 — w w+y s s

outur’ ! IZOZOﬁSO ZﬁE(pE XG [d’ n+w, o +y,0
n
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R Zﬂmw 63 [%

1,w—s,1+w+y:|

=1- 15 OE o, w+7vy,0
n=0
Sy - oty 22 [Ods |1, o —s,1+w+y
_;;ﬂs” Z:ﬂEfﬁE G33[¢E oDt y.0 }
n#0

Eq.2.78) _<®¢S>y iii yo (K) (Kg)T (n—y) T (1 +s+y)
TS P (Ks+ Kp) ) (@ +y)

+o((¢5)7) (2.79)

Based on the definition of the secrecy diversity order (SDO) presented in [18],
we can derive the SDO in this case as

(2.80)

2.2.3.2 D — E Link Suffering Weibull Fading

In this case, we have yg = %‘)5‘2 = Z%. The PDF of the power gain over D — E
DE DE

link |hpge|? is

by x’
Sinperr () = 527 exp | == ). 2.81)

where a is the scale parameter, b is the Weibull fading parameter.” When b = 1, the
Weibull distribution becomes exponential; b = 2 implies the well-known Rayleigh
distribution. Then, the PDF of A pg is obtained as

Fo () = — bl e (— x ) (2.82)
o oyt TP Gopa? ) ‘

Thus, we can further have the CDF of 4, as

R—, if 0 <x < RY);
Fg (x) =Pr{dp, <x} =11, elseif x > R%; . (2.83)
0, else

Using Eq. (2.83), we obtain the PDF of 4, as

9 In Sect.2.2 we only consider the case that b € ZT for mathematical tractability.
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yx?!
Rp

Jag, (x) =

o
, 0<x <Rj}.

So, the PDF of yp = %”5‘2 can be derived as
DE

fr (1) = / Froe (¥) fur () ydy
0

Ry

__°b Lxl”/y”blexp(— xb
(ppa)’ Rp ) (ppa)”

(ppa)’y x?

= "x7rly 1,
Rp <b+ (o
= Agx"" 1T<b+1 BEx)

o

Rb
where Ap = (p”“g Y and Bp = ’;b

(
Thus, adopting [16, Eq. (21)], the SOP in this case is finally written as

o0
Pout up = Priys = Oyp} = / Fyg (Ox) fyp (x)dt
0

oo I o0

yb) dy

o)’ (Rp) ”)

61

(2.84)

(2.85)

—1-4 Y)Y Bs07 /x_V_w_lT (n + @, psOx) Y (% +1, BExb) dx

1=0 n=0 o
o e O
=1 ap Y Y 85077 [ TG o501y
1=0 n=0 o
1,1 b |1
><G1’2 |:BEx %+1,0i|dx
M 1
33 0 [0 0 o]
1=0 n=0 0
XGIZI:BEX +1O:ldx

—y— 1
Ap@Yp—r—15 X 4

[=0n=0

 Glrb. 1+ Bpb?
1420.24b | (0 @b (A

1AM, 1+y—n),Ab,1+y+)
A(LE+1), A0,y +2),0

where A (k,a) = ¢, %, e %

(2.86)
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For Meijer-G function, as indicated by [19, Eq. (A.1)], when x — oo, we have

=

[T r(a—a) 1T (1+b; —a)
i B

P q
=1 1 T (1+a; —a) HIF(“k_bf)
Jj=m+

Jj=n+1

x x%! (1 +0 <1>> , (2.87)
X

where p > ganday —a; ¢ Z, (k,l =1,2,...,n,k #1).
Similar to the derivation of Eq. (2.79), the asymptotic SOP and the SDO, in this
case, are obtained as

FA—=AWB1+y—n)I(5+1)

Leo  @Ap(O¢g)’ b7 03 i
b (Ks) ! (y + @)

M @m) 30 exp (K)

+ 0 ((¢s)")

MN

=0 n

Il
S

(2.88)
and

) (2.89)

QRI|=

Gdz)/:

respectively.

2.2.4 Numerical Results and Discussion

In this section, Monte Carlo simulations are carried out to validate our proposed
analytical expressions for the SOP over both downlink and uplink. The main param-
eters are set as Hpy,x = 50 m, Hyj, = 10 m, Rg = 100 m, ps = 40 dB, Qgr =1,
Kp=Kg=2,a=3, Ryy =1 bits/s/Hz, Rp =100 m, a = 0.5, and b = 1. We
run 10° trials for the Monte Carlo simulations and consider 10° times the systems’
realizations.

2.2.4.1 Secrecy Outage Analysis of Downlink

In this subsection, the SOP in the downlink of the considered system will be inves-
tigated in Figs.2.18, 2.19, 2.20 and 2.21.

In the first experiment, the impact of the received signal variance at the eaves-
dropper Q25g on the SOP was studied and shown in Fig.2.18. We can see that SOP
decreases as Qgg increases, showing that Qg negatively affects SOP. A larger Qg
gives a better channel condition for the eavesdropping link between S and E. More-
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Fig. 2.18 SOP versus Qgp for various Qgg
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Fig. 2.20 SOP versus MER for various Hp;,

over, the asymptotic SOP of the considered system gets close to the simulation and
analysis ones as the average channel gain increases.

In Figs. 2.19 and 2.20, we present simulation and analytical results of SOP versus
main-to-eavesdropper ratio (MER), which is defined as Qs5p/Qgg, to address the
impact of the maximum and minimum heights that S can reach, respectively. Hpmax
and Hp, do not exhibit a significant influence on SOP, while a large Hpyax/Hmin
incurs the improved secrecy outage performance. We can then have that the altitude
of S shows a positive effect on SOP but not an effective way.

Figure2.21 presents the considered system’s secrecy outage performance while
varying the coverage area’s radius on the ground of S, Rg = 150, 100, and 50 m.
One can find that Ry exhibits a negative effect on SOP, which comes from the fact
that a large Ry leads to a large coverage area of S, and then the probability that the
distance dgg gets large increases, which results in the received signal power loss
at £.

2.2.4.2 D-E Link Suffering Rician Fading

Figure2.22 depicts the SOP with various mean values of the power gain over D-E
link, Qp g, while Qpg increasing. The SOP with a small 2 outperforms that with
alarge Qppg, as a large Qpg represents a higher channel gain for the eavesdropping
link. This observation is also similar to the one obtained for the downlink.
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Fig. 2.23 SOP versus Q2 pg for various a and b

2.2.4.3 D-E Link Suffering Weibull Fading

Considering that the channel between D and E experiences Weibull fading, Fig.2.23
presents the secrecy outage performance of the considered system with various com-
binations of channel parameters a and b. The results show that the SOP with a
small a outperforms that with a large a because a large a implies more information
being overheard by the eavesdropper. However, the secrecy outage lines for differ-
ent b, namely, b = 1 and 2, overlap, indicating that the eavesdropping link’s scale
parameter does not influence the secrecy outage performance over the uplink of the
considered system.

In Fig.2.24, the SOP lines for various Rp fully overlap with each other, which
means that adjusting Rp cannot improve or degrade the SOP of the considered
system. It can be explained by the fact that adjusting R will influence the received
SNR at both S and E, and then the secrecy outage performance will not change
anymore.

Furthermore, it can be seen from Figs.2.22 and 2.23, the derived asymptotic SOP
can perfectly match the simulation and analysis ones in the high 2pg region, which
suggests that the proposed asymptotic SOP can be used in practical applications
instead of simulation and analysis expressions by exploiting its accuracy in high
Qpgs region.

Finally, as presented in Figs. 2.18, 2.19, 2.20, 2.21, 2.22, 2.23 and 2.24, it is noted
that Qsp and 2 pg exhibit the same positive effect on the secrecy outage performance
of the considered system. A large Q25p/2ps represents a high channel gain for the
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main link between S and D. Also, simulation and analysis results match very well
with each other, which verifies the correctness of our proposed analytical model.

2.2.5 Conclusion

In Sect. 2.2 the secrecy outage performance of the UAV-2-V system has been investi-
gated by deriving the approximated/exact closed-form analytical expressions for the
SOP and the asymptotic results of both downlink and uplink. We consider the ran-
domness of the positions of the UAV, the legitimate vehicle, and the eavesdropping
vehicle to make our system more realistic and reasonable.

Observing from the simulation results, we can reach some helpful remarks as
follows:

(1) The maximum and minimum heights S can weakly influence the secrecy outage
performance over the downlink. At the same time, it does not exhibit an evident
impact on the secrecy outage performance over the uplink.

(2) The transmit SNR at § weakens the SOP over the downlink, while the transmit
SNR at D does not show an apparent impact on the SOP over the uplink.

(3) The radius of S’s ground coverage area negatively affects the secrecy outage
performance. At the same time, the radius of D also does not exhibit an apparent
influence on the secrecy outage performance.
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Appendix 2: The proof of Theorem (2.1.1)

Firstly, using Egs. (2.48) and (2.50), we can obtain the joint PDF of (%, p, t, w) as

I (con)

Jnpowi (hy p,w, t) = ,
Pt RS (Hmax - Hmin) (R§ - p2)

(2.90)

where con = (Hmin Sh < Hnx, 0S p<Rs, 0<Sw <y R — p?,

0<r< ,/R% — p2>. I(-) is the indicator function, i.e., I (con) = 1 when con is

true, or I (con) = 0 when con is false. Then the joint PDF of (4, p, w, y) is given as

fh,p,w,y(hy p,w, y) - fh,p,w,t(ha p,w, g(h’ p,w, )’))|J|, (291)

where g(h, p, w,y) = \/% (h? + p> + w?) — (h> + p?) and the matrix J is the
Jacobian matrix defined as

1 0 0 0

7 0 1 0 0

- 0 0 1 0
dg(h,p.w.y) 09g(h,p,w,y) dg(h,p.w,y) 9g(h,p.w,y)

doh ap ow dy

Substituting J into Eq. (2.91), one can get f; p v,y (h, p, w, y) as

1 h* + p* + w?
Rs (Hmax — Hmin) 2y%2g(h, p, w, y) (Ré - Pz)

fh,p,w,y(h’ pa w’ y) =

XH<Hmin<h<Hmax,O<P<R870<w

<RI —p20< gh, p,w,y) < /R — p2)~ (2.92)

Then, the PDF of Y is

Fr(y) = / / / Fopy (b pow, y)dhdpdw, (293)

In the following, let a; = h?+ p2, by = R§ —p% o= R% + 4% and ¢, =
Hn{i"?fR%’ and recall ¢; = Hmfln'g‘fRz_ to simplify the analysis.

To deal with the condition in the indicator function of Eq. (2.92), we first consider
y < 1. Now, we discuss the following two cases:

Case 1: ¢, < y < ¢,. Thus, the indicator function of Eq. (2.92) can be derived as
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H( min h 1ll—RSa \P< y(R§+h2)_h27

0<w< /y(RE+ 1) — 1 — p2> . (2.94)

Plugging Eq. (2.92) into Eq. (2.93), we obtain that

N 15 Rs /Y (REAR) =2 \fy(RE+h?)—h2—p?

1
fr(y) = / / / Rs(Humax — Huin)
0

H min
h? 2
X + N dhdpdw
2y2g(h, p, w, y) (Rs — p?)
WV ﬁRs N c1y—h?
1
T Eyls / / g1(p,h,y)dpdh, (2.95)
Hmin 0

= GUtD jog S Ay farsay gnd 8 = 4R

where g1 (p,h,y) A=) by

(Hmax - Hmin)'
Case 2: ¢, < y < 1. Then, the indicator function of Eq.2.92 can be derived as

H(Hmin <h < Hmax, 0 < p < /y(RE+1h2) —h2, 0 < w < \/y(R_% +h?) —h? — p2> :

Similarly, it gives

1 Hpax N €1Y—H?
fr(y) = f / g1 (p, h,y)dpdh. (2.96)
Hpyin 0

Notice that Y = ,f'zrlfzrl’v_ and 1/Y are identically distributed thus we can easily

derive that the PDF of Y satisfies fy(y) = ny (;) .

R+p2 412 Lo
h2+p?+w?

Therefore, one can derive that, when y > 1, the PDFof ¥ =

] How V31
w10
fry) = \/L (2.97)
1S
= [

[ 92(p.h,y)dpdh, elseif - <y < L
0

1
Hmm

1

Thus, combining Egs. (2.95), (2. 96) and 2.97) completes the proof.
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2.3 On Power Adaptation Schemes in Aerial-Terrestrial
Communications

This section mainly studies the transmission capacity performance of an aerial-
terrestrial communication system, in which an unmanned aerial vehicle (S) delivers
information bits to a terrestrial receiver (D) by adaptively controlling its transmit
power according to the instantaneous CSI. In Sect.2.3 three adaptive transmission
schemes, i.e., optimal simultaneous power and rate adaptation, optimal rate adapta-
tion with constant transmit power, and truncated channel inversion with fixed rate,
are considered at S. Closed-form expressions for the EC under these adaptive trans-
mission schemes are derived while considering the randomness of the location of
D. Furthermore, some insights are obtained by deriving asymptotic expressions for
the EC. Finally, numerical results are proposed to compare the performance of these
considered power adaption methods and to confirm the accuracy of the proposed
analytical models. Here, making use of Shadowed-Rician (SR) fading channel, we
investigate the impacts of the small-scale fading over the aerial-terrestrial chan-
nel and the randomness of the position of the terrestrial terminal on the capacity
performance of a single-input single-output (SISO) aerial-terrestrial system under
three different adaptive transmission schemes: optimal simultaneous power and rate
adaptation (OSPRA), optimal rate adaptation with constant transmit power (ORA)
schemes and channel inversion with fixed rate (TIFR). The main contributions of
Sect.2.3 can be summarized as follows.

1. We derive the exact and asymptotic expressions for EC while considering the
randomness of the location of the terrestrial receiver;

2. Making use of these derived results, the EC performance of these three considered
adaptive transmission schemes is studied and compared;

3. The principles of how the fading parameters of SR fading and the randomness
of the position of the terrestrial terminal influence the EC performance of the
considered system are observed and summarized.

The rest of this section is organized as follows. Section 2.3.1 proposes the capacity
analysis of these considered different adaptive transmission schemes. Section2.3.2
presents the asymptotic analysis of the EC, while Sect.2.3.3 gives some numerical
examples. Section 2.3.4 offers some discussions to show the possible extensions and
applications of the proposed analytical method. Finally, Sect.2.3.5 concludes the
work.



2 Homogeneous Linear Systems 71

2.3.1 Capacity of Aerial-Terrestrial Systems

Here, a SISO aerial-terrestrial system, which consists of a UAV (S) and a terrestrial
receiver (D), is considered.'” By using the instantaneous CSI, S can adaptively adjust
its transmit power to realize the optimal EC.!!

Though, as pointed out in Refs. [21-23], the accuracy of CSI plays a key role in the
transmission performance in various wireless communication systems. In Sect. 2.3
the impacts of the imperfect CSI will be ignored to make the presentation more
concise, as the main focus of this study is to present the analytical method to inves-
tigate the influences of the small-scale fading over the aerial-terrestrial channel and
the randomness of the position of the terrestrial terminal on the performance of the
considered power adaptation schemes.

Similar to [24] and to study the impact of the randomness of D on the performance
of the considered system, it is assumed that D is uniformly distributed in the coverage
area of S, which is a circle on the ground with radius R, and the projection of S as
the original. Then, one can obtain the transmission distance between S and D as

d=(r*+HY)" (2.98)

where r is the distance between D and the original of coverage area of S, H is the
height of S from the ground.
Also, it is easy to achieve the PDF of r as

2x
frx) = = 0<x <R, (2.99)

and further, we can write the PDF of d as

2x

Jax) = e (2.100)

where H < x < G = (R* + H?):.

10 As more computation, memory, and power resources are required to implement complicated
signal processing algorithms, which will unavoidably increase the hardware cost of UAVs, it is not
reasonable for common commercial UAVs to be equipped with multiple antennas. Moreover, LOS
propagation is always available in typical open aerial-terrestrial communication scenarios, leading
to better radio quality than traditional cellular networks in urban areas. Therefore, in Sect.2.3 we
only consider a SISO aerial-terrestrial communication system to present the proposed analytical
method.

11 As suggested in [20], spatial channel covariance, defined by long-term statistic information
of channels, can be applied in highly mobile mmWave aerial-terrestrial systems to realize the
manageability and adaptability of the CSI feedback. Thus, it is reasonable to assume that S can
exploit the CSI to adjust its transmit power adaptively.
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Furthermore, the SR model is adopted in Sect.2.3 to describe the statistical dis-
tribution of aerial-terrestrial links. Without loss of generality, the PDF of the power
gain, |h|?, for a SISO system in the SR fading channel is given by [25, Eq. (6)] as'?

Sinp(x) = aexp (—=Bx) 1F1 (m; 1;6x), x>0, (2.101)
where a:(zbzﬁﬁg )m/(Zb), ﬂ:zlb, and Szm, 2 and 2b are the average power
of the LOS and multipath components, respectively, m is the fading severity param-

eter, and | Fi (-; -; -) is the confluent hypergeometric function of first kind [2].
Then, the received SNR at D can be given as

P, k> A
= = (2.102)

where 7 is the path-loss factor, A = P;|h|*/o2, P, and o2 are the transmit power at
S and the average power of the AWGN at D.
By variable substitution, it is easy to obtain the PDF and CDF of A as

-1

Falx) = Z Aka K exp (—Wx) (2.103)
k=0

and

m—1

k
¢ (k) Z k! )J‘“ P xP exp( Wx)

FA)=1-a) T e (2.104)
k=0

p=0

where W = ;‘3, A= P /o2, g(k):Hfékli!);mW and (), =t(t+1)

(t + k — 1) is the Pochhammer symbol.

2.3.1.1 Optimal Simultaneous Power and Rate Adaptation (OSPRA)
Scheme

Under the OSPRA scheme, SNR is assumed to be well-tracked by D and then sent
back to S with no error. Thus, S can adapt its transmit power according to dynamic
channel conditions. Namely, making use of the instantaneous CSI, the transmit power
at S is adjusted by

P =max{P, (v, ' —y7").0}, (2.105)

12 As shown in [25], the PDF of the power gain is achieved by applying variables substitution in
(25, Eq. (3)1.
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where P, is the average transmit power at S, y; is the optimal cutoff SNR below
which S will suspend data transmission and must satisfy

G oo
/ fd (1/vo = d"/x) fax) fa(d)dxd(d) = 1, (2.106)
H Jyd"

where f, (y) is the PDF of y.
It may be impossible in MATLAB to calculate the double integral identity directly
in the optimization constraint in Eq. (2.106). Here, we perform some simplifications

as
G 00 1 ar
/ / (— - —)fA(x)fd(d)dxd(d)
H Jypd \ Y0 X

_ 1 ’”Z‘lgac) A 7 S

o -
k+1 | _ oyk+1- 2
oM pl (B8R

G 20 "2 ¢ (k)
drrl —WydN)d(d) — =) 22
f o o - 25 £

G
x (¥)7 / d"F'T (k, Wypd") d(d). (2.107)

H
Further, when m = 1, the optimization constraint can be simplified as

2a 1 /Gde ( W d")d(d) 200 /G dn+11—v (O 7} dn) d(d) 1
— Xp |\ — - — s = 1.
Rz)/o ﬂ —5 . p Yo R2) . Yo

(2.108)

Therefore, the achievable EC (in bits/s/Hz) under the OSPRA scheme can be
given as [26]

©° x
(C>ospra = / log, (—n>fA(x)dx
Yod" ]/()d

0

a ok [* [ x
= § In | —— |x*exp (—=Wx)dx, (2.109)
In2 &= jk+! fy <)’0d”> P

0

which can be further written as
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k
o0
X /m( yyn>(y+yod")kexp(—\lly) dy. (2.110)
0

Zo

Using binomial expansion and the Appendix 2 in [27], Z, can be calculated as

k

(B=8)yod"
k (B-8)ypd" prIAIL (6] -r—1 n )
Ty = | W . , 2.111
0 §:(>pe )T B T 1D

p=0 q=1

where I'(-, -) denotes the upper incomplete gamma function [2]. Note that I"(-, -)
presented here cannot be calculated directly in MATLAB due to g — p — 1 <0,
and this can be solved by transforming I"(-, -) into the generalized hypergeometric
function form, given by [33]

1
I'(a,z) =z"""exp(—z)2Fp <1 —a,l;: ——), (2.112)
Z

where , F, (:; 35 1) is the generalized hypergeometric function as [2, Eq. (9.14.1)].

In2

Therefore, let Z Z ask) Z ( )p! Z for simplification, and using Eq.
k.p.q 9=
(2.111) into Eq. (2.110), the EC under the OSPRA scheme can be achieved as

(B=0)yod"
r(qg-p—1, ent)

<C)ospra = Z (:3 _ 8)qy(;1_k_l)\'k+lfqdn(q7k71) '

k,p.q

(2.113)

Finally, considering the randomness of d, the EC under the OSPRA scheme is
given as

C)ospraz R2 Z (ﬂ—3)q q—k— l)hlﬁLl —q

k.p.q
o220ttt —gnc)
_g((ﬁ —AB)Vo’q_p_l,,1+n(k+1—4),n, H)] (2.114)
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where ¥ + ¢n > —1,9 > —1, and

g<s,¢,ﬁ,n,x)=fo d’I" (¢.£d")d(d)
= ——" ( (¢+— Ex )-i-E#xH&F(qS,éx"))

(2.115)

2.3.1.2 Optimal Rate Adaptation with Constant Transmit Power
(ORA) Scheme

Under this scheme, S adopts the optimal rate to adapt to channel fading with a
constant transmit power. The achievable EC (in bit/s/Hz) can expressed as [26]

(Cora =/O log,(1 +y) f, (¥)dy. (2.116)

Using Eq. (2.103), the EC of the ORA scheme in the considered SISO aerial-
terrestrial system can be written as

— ¢ (k) x
Yo = Z ng ” tHlog, (1+ d—n) exp (—Wx) dx . @.117)

I

Similar to the calculation of Zj presented in Eq. (2.110), one can easily derive Z,
as

I (k+ 1) exp (wd") & —k—1,Wd"

I = dnet1- ol ) 2.118
: In2 Z s (2.118)

By using [9], we can have

1 ,
exp (Wd") I' (s —k — 1, Wd") = mcﬁ [wa" |50 ], (2.119)

where G’p"_’g [x ‘Z: """ Z;] is the Meijer’s G-function, as defined by [2, Eq. (9.301)].

.....

Considering the randomness of d and using [16, Eq. (26)], we can further derive
7, as

I, =

2 (k+ 1) X h(s, k, G — h(s, k, H"
( + )Z (S, 5 ) (S, ) )’ (2120)

RZIn2 WSR2 +k—s)
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2.2 yklsk——
where h(s, k, x) = Lett1=5+5 G373 L PRI

Therefore, substituting Eq. (2. 120) in Eq. (2.117), we can easily obtain the EC as
200 mz_l ck) ' (k+1) % h(s,k, G") — h(s,k, H")

C =
(Clora R2In2 — Akl U2 +k—s)

(2.121)

s=1

2.3.1.3 Channel Inversion with Fixed Rate (TIFR) Scheme

Under this scheme, S adapts its transmit power to maintain a constant SNR at D,
which inverts the channel fading only above a fixed fade depth. The EC under the
TIFR scheme is derived as [26]

1
(Chigr = log, ( Iz) (1 = Pour), (2.122)

where Pow = 1 — [* f,(y)dy and T = [[* v~ £, (y)dy.
P,y can be easily derived by exploiting Eq. (2.104) as

m— k
S (k) N~ kISP P d" exp (—Wppd")
Pou =1 _“Z k1

— (2.123)
— pr (B—8)t1r
Considering the randomness of d, P, can further written as
% —
Pouw =1-— 2Z§()Z k+1+2
p=0 )
2 n 2 n
X |y p+;,‘lfyoG -y P+;,‘1’)’0H , (2.124)

where y (-, -) denotes the lower incomplete gamma function [2].

Using Eq. (2.103), we can have 7, = « Z £®) % Considering the ran-

domness of d, we can further calculate 7, as
m—1

k

where
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u(k,x) = / d"H'T (k, Wypd")d (d)
0

X2 (e, Wyox™) + (Wy) oy (1 +k + 2, Uypx”
_ (k, Wyox") (;/oj_ v ( ol 0 ) (2.126)
n

Therefore, the EC of the TIFR scheme can achieved by inserting Egs. (2.124) and
(2.125) into Eq. (2.122).

2.3.2 Asymptotic Analysis

In this section, the asymptotic analysis is performed in high SNRs, i.e., A — o0,
to achieve some insights and simplify the EC expressions while ignoring the ran-
domness of the position of D.'* From the previous works [28, 29], the closed-form
expression for the asymptotic EC comprises two parts, i.e., the slope and power offset,
which govern the EC behaviors in high SNRs. In Sect.2.3.3 the power offset is the
interception on the horizontal axis when A changes in the dB scale (i.e., log-scale).

2.3.2.1 OSPRA and ORA Schemes

When A — oo, i.e., ® — 0, making use of hm r(; 0 — for Re(s) < 0 and

hm I' (0,x) = —1Inx + ¢ (1), where ¥ (-) denotes the dlgamma function [2], we

have P = hm | exp () Z M

k+1
. . I'(s—k-1,¥)
P=1 . e
me - 3 L
—_—— s=1
=1
k
e F—k=1%) o
= v lim Y e A T 0
s=1

¢ 1
—k—1
=V (?ﬂ P —ln\I—’—l—l//(l))

=U* @y k+1) —nv). (2.127)

13 In this section, we adopt the normalized distance between S and D (namely, d = 1) to facilitate
the following analysis.
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Thus, using Eq. (2.118), the asymptotic EC of the ORA scheme can be given as

_ o« ’”Z“g(k)r(kH)

ora - E 5)k+1

k=

Wk+1)—Inw), (2.128)

which can be further simplified as
o @ 1 m=1 ¢ (k) I' (k+ 1)
(o = m2“ Zk:o (B — &)k n

=1

o m=1¢(k)I'(k+1)
X+ﬁzk=o W(I/f(kJrl)—ln(ﬁ_g))

nt g (R) I (k4 1)
=logoh+ =Y TGgT WEFD-In@E-9),

(2.129)

0 m—1
where (a) follows [ f,(x)dx=1=a Y 58 f xFexp(—¥x)dx =1=«a
0 k=0

ST (k+1)

By observmg Egs. (2.114) and (2.121), it is easy to find that the EC of the OSPRA
and ORA schemes is with a similar format while treating m inEq. (2.114)as a
variable. Then, the asymptotic EC of the OSPRA scheme can also be derived using
the same method presented in this section. In Sect. 2.3 the derivation of the asymptotic
EC of the OSPRA scheme is omitted to save the page space.

2.3.2.2 TIFR Scheme

When A — o0, it is easy to see that LIllim0 (1—Poy)=1-— \}}imo F, (yo) =1 in Eq.
(2.122).
Then, the asymptotic result for 7, as A — oo can be derived as

m—1

I" (0, Wyo) s (k) I (k,¥yp)

=« o T
A k=1 (ﬁ_a) A

oo Lh‘(\"yo)+ - 1§ (")F *) (2.130)

e

By using log,(1 4+ x) ~ log,(x) for x > 1, the asymptotic EC under TIFR
scheme is finally derived as
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A

A—>00 10g2 1 " cwrw )’ mz2;
() "X “("”““"(Tm)*é W) (2.131)
log,A — log, (a (w(l)—}—ln (\I’Lyo)))’ m=1.

From Egs. (2.129) and (2.131), we can easily see that the asymptotic ECs under
OSPRA and ORA schemes are linear functions to X in log-scale, where the slope is
always unity regardless of any parameter setting. The power offset is independent
of X and only depends on the channel statistics. Although the asymptotic EC under
the TIFR scheme is not a linear function concerning A in log-scale because of the
existence of A in the power offset, the slope changes very slowly in high SNRs, which
will be verified in the following simulation results.

2.3.3 Numerical Results

Without loss of generality, we assume that the power of the noise is one and run
10° trials for channel state realizations and 10? trials for location realizations in the
Monte Carlo simulations, by using MATLAB to validate the effectiveness of our
proposed analytical models. As the main concern of Sect. 2.3 is to study the impacts
of the small-scale fading over the aerial-terrestrial channel and the randomness of
the position of the terrestrial terminal on the performance of the considered power
adaptation schemes. In this section, the influences of other system factors, e.g., beam
width, beam overlapping, and interference, will not be considered. Essentially, such
influences can be reflected by the received SNR/signal-to-interference-plus-noise
ratio (SINR) at the terrestrial receiver.

Figure2.25 presents the EC performance of these three adaptive transmission
methods in frequent heavy shadowing scenarios. At the same time, D is randomly
distributed in the coverage area of S. One can easily see that the EC of three power
adaption schemes is improved, while A increases because the transmitting SNR at
S is improved. In the low A region (A < 114 dB), the TIFR scheme has the worst
EC performance, and OSPRA is the best one, as the instantaneous CSI is available
under the OSPRA scheme. When A increases to 130 dB, OSPRA and ORA schemes
show the same EC performance, which outperforms the TIFR scheme. Because the
transmit power under the OSPRA scheme approaches the average transmit power.

In Fig.2.26, the scenarios of infrequent light shadowing (m = 20, which corre-
sponds to open areas with less obstruction of the LOS) and frequent heavy shadowing
(m = 1, in which there are some more obstructions of the LOS) are both considered.
Obviously, the EC of these three schemes in infrequent light shadowing scenarios
outperforms the three schemes in frequent heavy shadowing scenarios because of
strong LOS components existing in rare light shadowing scenarios.
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Fig. 2.27 EC versus y under the TIFR scheme form = 1, b = 0.063, Q = 8.97 x 10~* (frequent
heavy shadowing), H = 200 km, R = 10 km, andn = 2

Figure 2.27 presents the EC performance of the TIFR scheme versus yy in frequent
heavy shadowing scenarios. Obviously, the transmitting SNR A exhibits a positive
effect on the EC performance, as increasing A can improve the received SNR at the
ground receiver. Moreover, the EC performance of the TIFR scheme shows various
maximum values for different A, respectively. Therefore, optimal EC can be achieved
for the TIFR scheme by setting the values of yy. In other words, tradeoffs between
outage and EC performance can be designed and realized by carefully choosing the
system parameters.

Moreover, in Fig.2.28, we also depict the EC performance of the TIFR scheme
versus A for various yy in frequent heavy shadowing scenarios. Clearly, the EC
performance with a large y; outperforms that with a low yy, because a large y; leads
to a large P, and a small Z, as suggested by the definitions of P, and Z, given
after Eq. (2.122).

Finally, it is observed from Figs.2.26 and 2.28 that asymptotic results match very
well with the simulation and analytical ones in the high X (transmitting SNR) region,
and the slope of the EC under OPRA and ORA schemes is always unity concerning
In A, while parameter settings show no impacts. Furthermore, as seen from Figs. 2.26,
2.27 and 2.28, simulation and analysis results match very well with each other, which
verifies the correctness of our proposed analysis model.
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2.3.4 Discussions

In Sect.2.3 we mainly study the impacts of the small-scale fading over the aerial-
terrestrial channel and the randomness of the position of the terrestrial terminal on
the capacity performance of the three considered power adaptation schemes. To
facilitate the modeling and analysis, exact and asymptotic analytical expressions
have been derived for the EC of a SISO aerial-terrestrial system. In the following,
some discussions will be offered to discuss the possible applications of the proposed
modeling and analysis method presented in Sect.2.3.

2.3.4.1 Extension to Multiple-Input Multiple-Output (MIMO) Systems

As mentioned before, a SISO system is considered to show the proposed modeling
and analysis method in Sect. 2.3. In practice, multi-antenna may be applied to achieve
better delivery quality due to the diversity gain arising from MIMO technology. This
section will give valuable guidelines for extending Sect.2.3 to MIMO systems.
Referring to the considered system described in Sect.2, let’s assume that D is
equipped with M (M > 1) receiving antennas to improve its received SNR. Then,
suppose the maximum ratio combing scheme is adopted at D to process the multiple
copies of the received signal. In that case, one can rewrite the received SNR as
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M

y = d%, where A = % > |k 2, h; is the channel gain between S and the ithreceiving
i=1

antenna at D. Making use of Egs. (4) and (5) in [30], we can obtain the PDF of

A. Therefore, by repeating the derivation process in Sect.2.3 exact and asymptotic

analytical expressions for EC for such a multi-antenna case can be easily derived.

2.3.4.2 Studies of Some More Performance Indices

Section2.3 has derived exact and asymptotic analytical expressions for EC. The
readers and researchers may be interested in other performance indices, e.g., the
approximation expression and the bounds of the EC. To make Sect. 2.3 more concise,
in the following, we will take the bound of the EC as an example and give the main
technical steps to demonstrate the applications of our proposed analytical method
for other performance indices.

By exploring the classic inequality of exponential function [31], 1 + x < exp(x),
one can first replace exp(—Bx) in Eq. (2.103) by using 1 — Sx, and then repeat the
derivation processes of the exact analytical expressions for EC given in Sect. 2, lower
bounds for the EC under the considered three different power adaptation schemes
can be achieved accordingly.

2.3.5 Conclusions

In this section, we have derived and verified the exact and asymptotic expressions
for the EC under three different power adaption schemes over aerial-terrestrial com-
munication links, while considering the randomness of the location of the terrestrial
user. Some insights can be deduced from numerical results as follows:

(a) The slope of the EC under OSPRA and ORA scheme concerning In A is always
unity in high transmit SNR region, despite the parameter settings;

(b) The EC performance of the three power adaptation schemes can be improved
by increasing the transmit SNR and shadowing over the satellite-to-terrestrial
fading channels exhibits a negative influence on the EC of the three schemes;

(c) OSPRA scheme always shows the best EC performance among the considered
three methods, and the EC of OSPRA and ORA schemes converge in high
transmit SNR region.

(d) Optimal EC performance can be designed and achieved for the TIFR scheme by
suitably setting the values of the system parameters to balance the outage and
EC performance.



84 G. Pan et al.
References
1. T.S. Rappaport, Wireless Communications: Principles and Practices, 2nd edn. (Prentice Hall,

10.

11.

12.

13.

20.

21.

22.

23.

New Jersey, 2002)

LS. Gradshteyn, .M. Ryzhik, Table of Integrals, Series and Products, Tth edn. (Academic
Press, San Diego, 2007)

H. Lei, H. Luo, K.-H. Park, G. Pan, Z. Ren, M.-S. Alouini, On secrecy performance of mixed
RF-FSO systems with channel imperfection. IEEE Photon. 10(3), 1-14 (2018)

H. Lei, H. Luo, K.-H. Park, I.S. Ansari, W. Lei, G. Pan, M.-S. Alouini, on secure mixed RF-FSO
systems with TAS and imperfect CSI. IEEE Trans. Commun. 68(7), 44614475 (2020)

. H. Lei, C. Gao, L.S. Ansari, Y. Guo, G. Pan, K. Qarage, On physical layer security over SIMO

generalized-K fading channels. IEEE Trans. Veh. Technol. 65(9), 7780-7785 (2016)

LS. Ansari, S. Al-Ahmadi, F. Yilmaz, M.S. Alouini, H. Yanikomeroglu, A new formula for the
BER of binary modulations with dual-branch selection over generalized-K composite fading
channels. IEEE Trans. Commun. 59(10), 2654-2658 (2011)

J. Ye, C. Zhang, H. Lei, G. Pan, Z. Ding, Secure UAV-to-UAV systems with spatially random
UAVs. IEEE Wirel. Commun. Lett. 8(2), 564-567 (2019)

G. Pan, J. Ye, Z. Ding, On Secure VLC Systems with Spatially Random Terminals. IEEE
Commun. Lett. 21(3), 492-495 (2017)

Explanation of Meijer-G Function. http://functions.wolfram.com/HypergeometricFunctions/
MeijerG/21/ShowAll.html

M. Bloch, J. Barros, Physical-Layer Security: From Information Theory to Security Engineering
(Cambridge University Press, Cambridge, 2011)

M. Abramowitz, L. Stegun, Handbook of Mathematical Functions With Formulas, Graphs, and
Mathematical Tables, 9th edn. (American Association of Physics Teachers, New York, 1972)
H. Menouar, I. Guvenc, K. Akkaya, A.S. Uluagac, A. Kadri, A. Tuncer, UAV-enabled intelligent
transportation systems for the smart city: applications and challenges. IEEE Commun. Mag.
55(3), 22-28 (2017)

H. Lei, D. Wang, K.-H. Park, 1.S. Ansari, J. Jiang, G. Pan, M.-S. Alouini, Safeguarding UAV
IoT communication systems against randomly located eavesdroppers. IEEE Internet Things J.
7(2), 1230-1244 (2020)

H. Lei, Y. Zhang, K.-H. Park, 1.S. Ansari, G. Pan, M.-S. Alouini, Performance analysis of
dual-hop RF-UWOC systems. IEEE Photonics J. 12(2), 1-15 (2020)

. A.P. Prudnikov, Y.A. Brychkov, O.1. Marichev, Integrals and Series: More Special Functions,

vol. 3 (Gordon and Breach Science, New York, 1992)

. V.S. Adamchik, O.I. Marichev, The Algorithm for Calculating Integrals of Hypergeometric

Type Functions and Its Realization in REDUCE System, in Proceedings of the International
Symposium on Symbolic and Algebraic Computation (1990), pp. 212-224

. M. Di Renzo, A. Guidotti, G.E. Corazza, Average rate of downlink heterogeneous cellular net-

works over generalized fading channels: a stochastic geometry approach. IEEE Trans. Com-
mun. 61(7), 3050-3071 (2013)

. H.Lei, Z. Yang, K.-H. Park, I.S. Ansari, Y. Guo, G. Pan, M.-S. Alouini, Secrecy outage analysis

for cooperative NOMA systems with relay selection schemes. IEEE Trans. Commun. 67(9),
6282-6298 (2019)

. E.Zedini, M.S. Alouini, on the performance of multihop heterodyne FSO systems with pointing

errors. IEEE Photonics 7(2), 1-10 (2015)

J. Yu, X. Liu, H. Qi, Y. Gao, Long-term channel statistic estimation for highly-mobile hybrid
MmWave multi-user MIMO systems. IEEE Trans. Veh. Technol. 69(12), 14277-14289 (2020)
K.N. Le, Fundamentals of acute relay CSI severity. IEEE Trans. Wirel. Commun. 19(11),
7653-7662 (2020)

K.N. Le, V.W. Tam, Wireless secrecy under multivariate correlated Nakagami-m fading. IEEE
Access. 8, 33223-33236 (2020)

K.N. Le, Distributions of multivariate equal-correlated Nakagami-m fading employing MRC.
IEEE Trans. Veh. Technol. 68(9), 9308-9312 (2019)


http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html
http://functions.wolfram.com/HypergeometricFunctions/MeijerG/21/ShowAll.html

2 Homogeneous Linear Systems 85

24.

25.

26.

27.

28.

29.

30.

31.

32.

33.

X. Yan, H. Xiao, K. An, G. Zheng, S. Chatzinotas, Ergodic capacity of NOMA-based uplink
satellite networks with randomly deployed users. IEEE Syst. J. 14(3), 3343-3350 (2020)

A. Abdi, W. Lau, M.-S. Alouini, M. Kaveh, A new simple model for land mobile satellite
channels: first and second order statistics. IEEE Trans. Wirel. Commun. 2(3), 519-528 (2003)
A.J. Goldsmith, P.P. Varaiya, Capacity of fading channels with channel side information. IEEE
Trans. Inf. Theory 43(6), 1986-1992 (1997)

M.-S. Alouini, A.J. Goldsmith, Capacity of Rayleigh fading channels under different adaptive
transmission and diversity-combining techniques. IEEE Trans. Veh. Technol. 48(4), 1165-1181
(1999)

H. Zhao, L. Yang, A.S. Salem, M. Alouini, Ergodic capacity under power adaption over Fisher-
Snedecor F fading channels. [EEE Commun. Lett. 23(3), 546-549 (2019)

H. Zhao, Z. Liu, Different power adaption methods on fluctuating two-ray fading channels.
IEEE Wirel. Commun. Lett. 8(2), 592-595 (2019)

Y. Zhang, J. Ye, G. Pan, M.-S. Alouini, Secrecy outage analysis for satellite-terrestrial downlink
transmissions. IEEE Wirel. Commun. Lett. 9(10), 1643-1647 (2020)

G.H. Hardy, J.E. Littlewood, G. Polya, Inequalities (Cambridge University Press, Cambridge,
1975)

I. Sen, D.W. Matolak, Vehicle-vehicle channel models for the 5-GHz band. IEEE Trans. Intell.
Transp. Syst. 9(2), 235-245 (2008)

H. Zhao, Y. Tan, G. Pan, Ergodic secrecy capacity of MRC/SC in single-input multiple-output
wiretap systems with imperfect channel state information. Front. Inf. Technol. Electron. Eng.
18(4), 578-590 (2017)



Chapter 3 ®)
UAV-to-UAV Communications Geda

Jia Ye, Yanci Si, and Gaofeng Pan

3.1 Secure UAV-to-UAV Systems with Spatially Random
UAVs

In this section, we investigate the secrecy performance of a UAV-to-UAV system,
where a UAV acts as the source () transmitting information to a legitimate UAV
receiver while a group of UAVs trying to eavesdrop on the information delivery
between S and legitimate UAV receiver. The locations of the legitimate UAV receiver
and the eavesdropping UAVs are randomly distributed in the coverage space of S.
We first characterize the statistical characteristics of the SNR over S to the legitimate
UAV receiver links. Then the closed-form analytical expressions for SOP and the
average secrecy capacity have also been derived accordingly. Finally, Monte Carlo
simulations are carried out to verify our proposed analytical models.

3.1.1 System Model

In Sect. 3.1, we consider an A2A communication system, as shown in Fig. 3.1, where
aUAV with a single omni transmitting antenna acts as the source (.5) trying to transmit
its information to a legitimate UAV.! Furthermore, there are also a group of UAVs

'In Sect.3.1, we only consider omni transmitting antenna to introduce the analysis method for
A2A systems and the system with directional antenna is a particular case of the one with omni
transmitting antenna: the coverage space of directional antenna is a part of the one of omni antenna,
leading to a portion of the sphere for eavesdroppers to distribute, as indicated in Fig.3.1.
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distributed in the coverage space (in which the received signal strength is equal or
above the threshold at the receiver to demodulate and decode the received signal) of S
trying to eavesdrop the information transmission between S and the legitimate UAV.
For tractability purposes, in Sect. 3.1, we treat the coverage space of S as a sphere,
V, with radius, D (D > 0) m, where S is located at the center of the sphere. Without
loss generality, we assume that the legitimate UAV and N (N > 1) eavesdropping
UAVs can be modeled as a set of independent and identical uniformly distributed
points without cooperation with each other in the sphere 1, denoted by W, to protect
their eavesdropping activities. The number of the eavesdropping receivers is Poisson
distributed with density A, i.e.,

PN =k} = (u),/k!) exp (=) , 3.1)

3 .
where py = %A is the mean measure.

Fig. 3.1 System model //,_..--—— e
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In the following, we name the legitimate receiver as the Oth receiver to facilitate the
subsequent analysis. Therefore, the distance between S and UAVs can be calculated
from W, the PDF of which can be given by using [1, Eq. (1)] as fw (w) = ﬁ.

Section 3.1 assumes that the communication channels from S to UAVs are domi-
nated by LoS links rather than other channel impairments in the open airspace, such
as shadowing or small-scale fading, as treated in [2]. Thus, the channel power gain
from S to the ith (0 < i < N) UAV follows the free-space path loss model, which
can be given by g; = ﬁd{z, where (3 denotes the channel power at the reference
distance d = 1 m, whose value depends on the carrier frequency, antenna gain, etc.,
and d; is the link distance between S and the ith UAV.

Let P denote the transmit power at S. The received SNR at the ith UAV from §

can be expressed as
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Pgi  ~P
Vi = 52 zy,

(3.2)

where 42 denotes the noise power, and v = 6% represents the reference SNR.
In the following, we also denote v, = VD—IZ <7 < Umax = 00 for simplification,

where vpin and vy, means the minimum and maximum values of ~;, respectively.

Lemma 3.1 The CDF of v; = 21—1; can be expressed as

_ W P,
Eyw= {7 Tz (33)
0, else
Proof Using fy (w) = zx:T’ we have the CDF of d; as
x 7w 2w 3
Fy (x) = / / / s sin ¢;d?d6;d¢;d (d;)
00 0
0, ifx < D;
=1 £, elseif 0 <x < D; . (G4
1, else
Therefore, we can achieve the CDF of ~; as
F, (x) =Pr{vy; <x}
P
=1—Pr[d,-§ l}. (3.5)
X
Then, the proof is completed. (]

Corollary 3.1 Accordingly, the PDF of ~y; can be expressed as

(P’

. ﬁ .
fo =] oip o X2 (3.6)
0, else
Proof The PDF of ~; is the derivative of Eq. (3.3). O

Lemma 3.2 The CDF of Ymax with N eavesdropping UAVs can be derived as

3N
(V2P) ; P,
[1_ P ] =g 3.7)

0, else

FN x) =

“Ymax
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Proof Using probability theory, we have F, (z) = Pr {max {x;, x2, ..., xp} < z},if
X1, X2, ..., Xy are M (M > 1) independent variables. Then, F, (z) = ]_[f‘il Fy, (2),
where Fy, (x) is the CDF of x;. As the eavesdropping channels are independent of
each other, we can derive the CDF of .« as Eq. (3.7). O

Corollary 3.2 Accordingly, the PDF of ymax with N eavesdropping UAVs can be
expressed as

W 3(¢,7) .
fh;'\i“" () = N|:1 x3p? ] 2w3ps if x > D2
0, else
'5(\/_) (\/—)1/ »
= 207 Z( l)JCN INE T oo if x > 15 . 58)
0 else
Proof The PDF of 7y is the derivative of Eq. (3.7). -
3.1.2 SOP

Here, SOP is defined as the probability that the instantaneous secrecy capacity is
below a threshold secrecy rate, C;j, (C;, > 0).
Therefore, the instantaneous secrecy capacity from S to the legitimate UAV is

Cs (70, Ymax) = max {10g2 (I'+) — 10%2 (1 + Ymax) » 0} s (3.9)

where Ymax = max;eqr,...ny (Vi)
Then, let v = 2C’h SOP can be written as

P, (Cy) =Pr {CS =< Cth}

:Pr{ 1+ SZC’”}
1+7max

=Pr{y < vyma +v —1}. (3.10)

Theorem (3.1.1) Using the Corollarys 3.1 and 3.2, we can express P, (Cy,) as

P, (Cth)—

3j+6
3N P
Z( e WPy
N= 1 (3] +3) l)minijJr}DSJJr6

N—1 N P 3j+6
Z( 1)]CN 1(7 ‘7)

3 D3i+6
j=
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» R (3.11
Umin§]+ \/ 1 - ,% ~+ Umin

Proof As the main and eavesdropping channels are independent of each other, we
can calculate P, (Cy;) with N eavesdropping UAVs as

oo vy+rv—1

PY () = / / Far () o () dxdy

Umin ~ Umin

00 vy+v—1 3
3(v/7YP
= [t | IWIPY
2x2D3
VUmin VUmin

3

Vpmin 2 D3 (Z/y—i—l/—l)%D3

= / Frimas (y)[(\/V_P)3 - (ﬁ)3 }dy

Umin

N-1 o0 3j46
- IN(JFP
= ﬁ(—1>fC!v,1/ WP, (3.12)
ic0 2Upmin 2 D3-/+6y71+3

Umin

Using [3, Eq. (3.197.2)] and taking the Poisson distributed number of eavesdrop-
pers into consideration, P, (Cy;) can be obtained as Eq. (3.11). O

3.1.3 The Average Secrecy Capacity

In Sect.3.1, ASC is defined as the expected value of secrecy capacity as’

Cs (705 Ymax) = E [Cs (705 Ymax)]

= / / C, (707 'Ymax) f ('70» 'Ymax) d’YOd’Vmax' (313)

Umin Umin

As the main and eavesdropping channels are independent of each other, we can
rewrite ASC as

[e.¢]

€. (0. 7mw) = Y 5 exp (—ay)(C]f = C)/In2. (3.14)
N=1 """~

2 The ASC aims at a case that the source can gain the CSI of the eavesdropping link and transmits the
information only when the legitimate channel outperforms the eavesdropping channel. Therefore,
the ESC is a special case of ASC, as ASC is calculated for the case that no matter the CSI of the
eavesdropping channel is available or not at the source.
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where CN = fU In(1+x) f2 ) [ frow ) dydx and CY = f In(1 +y)

Fone O [ fry (X)dxdy.
Thus, we can calculate CY as

~ 3 N-1 /~P)
~N ic/ ( ryP)
C = / In(1+x) fo(x) / N——r3 2D3 Z( D7Cy- ly%j+gD3J'dydx

Umin Umin

— N3 +3)vmmzf+zD3f+6
N—

oo
/ x 3 1n (1 4+ x)dx

Umin

1 i 3j+6 %
IN(=1)/ (V7P) s
Y -3j-4
2 Cy_, 5G] +3) DV / x7 27 In (1 4 x)dx. (3.15)

To facilitate the analysis, we define anew function g; (m) = f:; x™1n (1 4 x)dx.
Using [4, Eq. (2.6.10.47)], one can easily write g; (m) as

g1 (m) = vin" ' B (1, —m — 1) [In (vpin) + % (—m) —) (—m — 1)]

1
+ Umin™ B (1, —m) 3 F» (—m,l,l;Z, —-m+1; — ) (3.16)

Umin

Then, using Eq. (3.16) in Eq. (3.15), C_‘SA{ can be easily derived as

o N (AP (-3)

cN=3"cj. | 1
1 ; Y7123 4 3) v T2 D3O\ 2
Y, NED (AP s
"L G g o oY) GO
j=0

where g; (m) = f x™1n (1 + x) dx.
Similarly, we can also derive C ﬁ by using Eq. (3.16) as

B 00 Umax3 ﬁ 3
Cp = / In(1+y) fr O %dxdy
Umin y X2
[ (V7P)’

_ / In(1+y) fon, () L dy
y2D?

Umin
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N-1 3j+6
. . 3N(/P 3,
Z(—l)fcxl(;)/yif‘*ln(wy)dy

3j+46
=0 2D Vnnin
N—1 3j+6 .
i 3N(V7P) 3j
_ J 7 _
— 2(:) (=D CY e ( 5 4> . (3.18)
J=

Finally, ASC can be obtained by substituting Egs. (3.17) and (3.18) into Eq. (3.14).

3.1.4 Numerical Results

In this subsection, Monte Carlo simulations are carried out to validate our proposed
analytical expressions for SOP and ASC under dominated LoS fading channels and
Nakagami-m fading. The main adopted parameters are set as vy = 80dB [5], P = 10
dBW, C,;, = 1 bits/s/Hz and the expectation of channel power gain of the Nakagami-
m fading channel is 1 dB. Moreover, the coverage distance of the source UAV is set
from hundreds of meters to tens of km to reflect the practical scenarios of UAVs in
civil and military applications.

Figure 3.2a shows the SOP versus A for various C;;, with D = 500 m. Since a high
threshold secrecy rate means the system requires a large channel secrecy rate, we can
see that the systems with a small C,;, outperform the one with a large Cy;,. Figure 3.2b
shows the SOP versus D for various \. There are more eavesdropping UAVs when
A and/or D increase, resulting in degraded SOP because the diversity gain of the
information eavesdropping will increase while the number of eavesdropping UAVs
enlarges.

Figure 3.3a presents the ASC versus D for various ), in which one can see that
ASC can be improved in the low A region and degrades in large A region when A
decreases or D increases. Because low A and large D can improve the probability that
the distance between S and the legitimate UAV is shorter than the ones among S and
the eavesdropping UAVs, then the legitimate UAV will suffer weaker eavesdropping,
compared to the case with high A and small D. However, it is exactly the opposite for
ASC in the high A and/or low D regions since more eavesdropping UAVs will lead
to poorer secrecy performance. As shown in Fig.3.3b with A\ = —130 dB, we can
also see that the reference SNR ~ cannot play a positive role significantly since the
received SNR over the eavesdropping links will also be improved when +y increases.

Moreover, while suffering both LoS and Nakagami-m fading, we also present
the SOP performance with m = 2 and m = 3 in Fig.3.2a and b, and the ASC with
m = /6 and m = /2 in Fig.3.3a and b, separately. One can see that the SOP and
ASC suffering both LoS propagation and Nakagami-m fading outperform the ones
only experiencing LoS propagation. This observation can be explained by the fact that
benefiting from the diversity gain of multiple eavesdropping UAVs, the equivalent
received SNR at eavesdroppers, Ymax, Will degrade slower compared with the received
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Fig. 3.2 SOP: a SOP versus A; b SOP versus D

SNR at the legitimated UAYV, 7, when the channels get worse. Therefore, we can see
that the SOP only suffering LoS fading acts as the upper bound of the SOP, and the
ASC only experiencing LoS fading serves as the lower bound of the ASC.

Finally, we can also clearly see from Figs. 3.2 and 3.3 that simulation and analysis
results match very well with each other, which can verify the correctness of our
proposed analysis models.
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3.1.5 Conclusion

In this section, we have studied the secrecy performance of an A2A communication
system and derived the closed-form analytical expressions for SOP and ASC. We
consider the randomness of the number and the positions of all UAVs to make our
system more practical. From the numerical results, we can obtain that the density of
the eavesdropping UAVs and the radius of the coverage space of S negatively impact
SOP. However, the ASC can be improved by increasing the radius of the coverage
space of the source UAV.

3.2 Transmission Performance of Direct-Sequence Code
Division Multiple Access (DS-CDMA) Drone Swarm

When deploying a drone swarm, the random distribution of vehicles will unavoidably
interfere with the transmissions within the drone swarm. Additionally, in practical
wireless communication, various factors, such as changes in node positions and the
random nature of wireless channel fading, degrade the transmission performance of
wireless information. Hence, it is meaningful to study the transmission performance
in drone swarms to gain a deeper understanding of the influencing factors and per-
formance characteristics, which is essential for optimizing the cooperative control
of drone swarms.

The main objective of this section is to investigate the OP performance of the
DS-CDMA drone swarm. In this section, we utilize stochastic geometry theory to
establish a reasonable model for the communication scenario of a drone swarm
in three-dimensional space, considering the usage requirements of drone swarm
communication. Thus, we derive the expression of the SINR by considering the
channels that suffer Nakagami-m fading. Next, the exact and asymptotic expressions
for the OP are derived while considering the randomness of the drones’ position.
Finally, we investigate the transmission performance of the considered drone swarm
and verify the accuracy of the proposed analysis model.

The main contributions of this section are summarized as follows.

(1) We set up the analysis models for the SINR, the OP of the considered system,
and that for asymptotical OP in high SNR regions.

(2) We verify the transmission performance of the system via Monte Carlo simula-
tion. Additionally, we also perform a simulation analysis of the EC performance.

3.2.1 System Model

The main content of this section is to study the information transmission performance
of arandomly distributed drone swarm model in three-dimensional space. The system
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Fig. 3.4 System model of the drone swarm

model studied is shown in Fig. 3.4, where drone S is the source node, drone R is the
destination node, and the distance between the two is dy. In the spherical space with
aircraft R as the center and r as the radius, there are M interfering nodes uniformly
distributed, in which the distance between the interfering node m and the receiving
node R is d,,.

Moreover, the channels between S and the interfering/receiving nodes are subject
to independent identical distribution (i.i.d) Nakagami-m fading. It also assumes that
the number of interfering nodes follows a Poisson Point Process with a density of A,
denoted as @p.

When S sends its signal to R, the signal transmitted by D becomes the interference
signal suffered by R. At a specific time, interfering nodes usually use the same
frequency band to transmit information to different receivers. Section 3.2 considers
R at the sphere’s center as a typical user to make the situation more universal. It
analyzes its receiving performance to reflect the transmission performance of the
drone swarm.

3.2.1.1 Signal Model

This section adopts the DS-CDMA scheme for signal transmission. Direct-sequence
spread spectrum and modulation are performed on the transmitted signal. The signal
transmitted by the mth node (1 < m < M) can be expressed as
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+oo L-—1
su@ = Y Y NV Pubu(@enDpe (t = 1Te = iTy) cos Qmfet +6,) . (3.19)
i=—o0 [=0

where P, is the transmission power of the mth transmitting node, b,, (i) and c,, (1)
are the binary information of the ith transmitting node and the /th extended code chip,
respectively, p. (¢) represents the pulse response of the band-limited code chip pulse
integer filter used for pulse shaping of the signal, 7}, and T respectively represents the
symbol duration and chip period, and 7, = LT,. f, is the base carrier frequency. 6,,
is a random phase introduced by the sending node m, which is uniformly distributed
on [0, 27).

Assuming the distance dj from S to R is fixed, then the received signal at R can
be represented as

Jay
+oo L—1

VPobo()co) pe (1 + ADt + 719 — IT. — iTy)
S PIPD

x cos 2m f. (1 + At)t 4+ 19) + 6)
400 L—1

VPubu@)en () pe (1 + A + 7 — 1T, — iT;)
DI

x cos 27 fo (1 + At)t + 7)) + 0n) + 2, (3.20)

h() J hm
ro(t) = —=90 ((1 =+ At)t + 'T(]) + Z Wsm ((1 + At)t + Tm) +z

m=1

where hg and h,, represent the channel gain from S and the mth interfering node
to the receiving node, n represents the path loss factor of the system, Az = ¢ is the
Doppler factor caused by the relative motion of S and R, v is the relative velocity, ¢
is the speed of light, 7y and 7,, respectively represents the transmitter chip delay of
the received signal corresponding to S and the interfering node propagating on the
channel, and z is the AWGN with the mean value of 0.

The received signal is coherently demodulated on the carrier of S, and the demod-
ulated signal is written as

Yo(t) = ro(t) cos (fut)
+oo L-1

JF ,_Zoo 12(; VPobo@)eo) pe (1 + At)t + 1o — IT, — iTy)
x [cos (fo (2 4+ ANt 4+ 10) + Oy) + cos (fy (t At + 70) + 6p)]

1 M h +oo L—1
3  Jd, i;oo ; V Pub (e (D)
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X pe (L4 At)t + 7, — 1T, — iTp) [cos (fin (2 + ADt + T) + 0,1)
+cos (fin (LAt +Tpp) + 0p)] + 2, (3.21)

where f,, = 27 f, is the carrier frequency of the interfering node, and f; is the carrier
frequency of S.
Pass y (7) through a low-pass filter to obtain the following signal

+oo L—1

Zﬁ l;;mbo(l)co(”h (14 Ayt + 70 — 1T, —iTy)

yo(t) =

400 L—1
x cos (fo (LAt + 19) + 6y) + = Z \/d—nl;wio:\/_
X by @) (D) pe (L + At + 7 — 1T, — iT))
X oS (fr At + T0) +6,) + 2. (3.22)

Since the Doppler effect is considered, frequency compensation is carried out at
the receiver to eliminate the influence of Doppler frequency shift as far as possible.
Then, one can have

+oo L-—1
Yolt) = {wd—n l;w;mbo(l)co(l)m (14 ANt + 79 — 1T, — iTy)
1 M +o0 L-—1
xcos(fo(tAt—i-To)—i-@o)—i-EmZ —dm” l;@gx/_b m (D) Cm (1) pe

x (1 + At + 7, —IT. — iTy) cos (f, At + T) + 0,) + z} ~cos(Aft)

+o0 L-—1
+ 7 m ,_Zoo ; VPobo(i)eo) pe (1 + AD)t + 70 — [T, — iTy)

X [cos (fo (tAt + 19) + 0y + Aft) ~+ cos (foro + 6o + (St)]

+oo L—1

1
+ ‘_‘,,,Z Jd— > YV Pubu(@DenOpe (L + ADt + 7, = 1T, = iTy)

i=—o0 [=0

X [cos (fm (tAt + 1) + 60, + Aft) 4+ cos (fiuTm + O + (5t)] , (3.23)

where Af = At x 27 f., A f is the compensation frequency, and § = Af — A f is
the compensation error.
The received signal passes through a low-pass filter, yielding
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400 L—-1
yo(t) = 4W l;)o 12(; VPobo(i)eo() pe (1 + ADE + 70 — IT, — i Ty)
x ¢cos (foTo + 0o + 1)
400 L—-1
+ - Z Z Z\/Fmbm(i)cm(l)pc (1 4+ At + 1y —IT, —iTp)
m=1 i=—00 1=0
X COS (fme + 6, +61). 624

At the receiving end, the signal is received in correlation, and the demodulation
signal at R can be further written as

Py

Yo(t) =z +

T
xf pe (1 + At + 19 — [T, — iTp) x cos (foro + Oy + Ot) dt
0

Py

yo(t) =z +

Ty
X/ pc((l+Al)l+To—lTC—in)XCOS(f()T()-‘r(Q()-I—(Sl)dl‘
0

—Zm Z VP (@)

i=—00

Ty
S / Pc ((1 + At)t + T — ch - lTh) X COs (fme + 9,,” + 5t) dt
0

Rilaq At
Iy Tﬂ Z v Pobo(i)eo x 1+At (1 - 71))
x [sin (5Tb + foro + 0) — sin (foro + 09)]

At
Z\/d_nz\/_b (l)Cme<l—?b)

1=—00

=z+

X [sin 0Ty + finTm + Om) — sIn (fuTn + O] (3.25)
In the above equation, to simplify the calculation, let
g (fm’ Tm s 6) = sin (5Tb + fme + em) — sin (fme + Gm) (326)

and
g (fo, 70, 6) = sin (6T + foTo + 6o) — sin (foro + 6o) , (3.27)
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then the above equation can be re-expressed as

yo(t) =z +

Z Vv Pobo(i)co

i=—00

4W

T
x/ pe (L4 Attt + 719 — 1T, — iTy) x cos (foro + 6o + 0t) dt
0

+ - ZWZ\/_bm(l)cm

1=—00

7,
X / pe (1 + ANt + 7 — IT, — iTp) X cos (fruTm + O + 0t) dt
0

_ ho . At
~ T _Z VBuboDeo x <1 - Tb) L9 (o7,
Z Z \/_b e x —— |1 — ﬂ
T3 vd "= "1+ At T,
X g (fns Tms )] (3.28)

3.2.2 Qutage Performance

This section focuses on the SINR and outage performance of the considered drone
swarm. The SINR inside the swarm measures the signal quality in the drone swarm.

3.2.21 SINR

SINR is used to measure the ratio between the relative strength of useful signals
and interference and noise to assess the quality and reliability of a communication
system, which is defined as

S
SINR = ——, (3.29)
I+N

where S denotes the power of the target signal, I denotes the total power of the
interference signal, N denotes the power of the noise, and the power is expressed in
terms of the signal’s energy.

In this model, the SINR of the received signal at the i -th information bit transmitted
by S can be derived as

lhol? e(fom0.) (1 _ At
Po dy" 1+Ar 1 T,

Y = .
M 1A |* 8CfmsTm,0) At
No+ YN | Pl elfa ) (I—T,,)

(3.30)
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3.2.22 OP

OP s often used to measure the probability that a signal transmission will be adversely
affected in a particular communication scenario and will not successfully reach its
intended target. These undesirable effects may include channel fading, interference,
noise, and other factors. OP is defined as the probability that the SINR of a commu-
nication system falls below a certain threshold, i.e.,

P, "=Pr{y <y} . (3.31)

When the channel undergoes Nakagami-m fading, |A,,|> obeys gamma distribu-
tion, and its CDF and PDF can be written respectively as

1 X
Fip @ = 757 (k5) (332)
and ]
X" X
S () = Tooe P (—5) . (3.33)

respectively, where 6 = %, k is the fading factor of the channel, £2 is the average
power gain of the channel, I" (k) is the upper incomplete gamma function, y (k, %)
is the lower incomplete gamma function, and #k)’y(k, 1) =1—exp(—1t) Zf:o i—,
— 9(0.10.9) A — 9Um.Tm.0) A
Let Ag= 2420 (1— 20) and A, = 22 (1 - 41), then OP can be
expressed as

P =Pr{y < vu)

PO \ho\ Ao
=Pr 5 < Yh
No + Zm:1 Pyl A,
b p |h ? do" | Vi
=Pr |h0|2 P, Am + —No—
{ mX:l Ao " Py Ao
1 X

Leta=T(k+ 1)_‘, then the above equatlon can be simplified as
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out ~_ X ¢
P" ~ |1 —exp —ozg
. X
<k> (—1)’ exp (—aj—)
J 0
=0
k . M 2
: dy" /-
(k.)(—lyexp _oddo” e p Ml
o J Py0 ot Ao d,"

J=!

ajdy" Vih
— No 3.35
P ( Py0 Ao> G:3)

Since the channel fading and the randomness of the drone position are considered
here, the channel gain of the interfering signal and the distance from the interfering
node to R are averaged to eliminate the effect of the randomness of the positions of
these nodes.

— _ajd()n M Yt [ .
Let I,y = exp( 0 m=1 Ay P, o Am), then we average over I,, and it

yields

B M . 2
ajdo” Yin P [hm]
Igg = Edm” E|hm|2 |:l_[ exXp <— P09 A_O dn Am

m=1

ajdo 9%;, P, x
= E n m 2 d
d | |/ ( PO Ay, >f|h,“| (x) x:|

—E, . ]‘[ ajdo” vn B B (3.36)
n Py Agd, " ’ ’

Lm=

According to the Probability Generating Function E [erqs f (x)] = exp
(=X fg: (1 = f (x)) dx), using Chebyshev Gaussian quadrature, we can get

ajdy” ik P, -+
I4g = exp —)\/ l—( Ay —i—l) dx
Rs Py Ay d,"
27 d Pm —k
_ exp( [ / / (1 - (ajpoo Z"Z A 1) <2 sin ¢dibd ddx
do" Yin P * i
= eXp _271-)\\/ x2 1— (a] 0 Vth Am + 1) dx/ sin QSd(ZS
0 Py Ao dy" 0
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" 2 ajdy" Tih P, *
= exp —47r)\/ X A, +1 dx
0 Py Ay d,"

v . 7 —k
— _ ) 2 _ Oé]d01 M Pm
= exp ( 27mr A UEZI V1=t w,v, (1 ( P Aod," An+1 ,

(3.37)
where v, = @, t, = cos (2;‘7170’ and w, = 7.
Then, the expression for the OP can be finally given as
Lk ajdo" - Vi
out __ j C t
P = ; (]> (—1)7 1, exp (— Pod Ny Ao> (3.38)

3.2.2.3 Asymptotic Analysis of the OP

As the SNR tends to infinity, the noise can be neglected. Thus, the SINR approximates
the SNR as

Py lgn,ll Ao
o~ i, (3.39)
> PulgeE An
i,

then the exponential function can be approximated by Taylor expansion, i.e.,
exp (—x) ~ 1 — x, so the PDF of |A|? can be written as

k—1

X X
~ 2 (1- —) . 3.40
Jinor 00 0 ( 0 (.40)
Therefore, OP can be expressed as
quoom =Pr {'YO < 'Yth}
2
IZOIII Ao
=Pr{———— < v,

M

T |
Z Pm%Am

m=1

n M 2
Yendo 7 |
:P h 2 Pm Am . 341

T |hol” < P § o (3.41)

Let X = W’hd" Zm 1 P '2 l A,,, then OP can be written as
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P, =Pr{lhol* < X}

X
:\/\f‘ho‘z (x)dx
X k—1
X X
f]“(k)ek( 9) .
0
1 Xk 1 Xk+l

TkT (RO k+ 1T (ko (3.42)

To eliminate the effects of the randomness of the channel gain and vehicles’
positions, OP is averaged to obtain

ot 1 Xk 1 Xk+1
E[P, " =E

kT (k)05  k+ 1T (k)okt!
11 1 1

= T [x*] - 1T 0 [x*+1]. (3.43)

For E[X*], one can obtain

Fondo™ \* ZM il \'

th&0 m

= E P,——A, . 3.44
< PyAy ) ( dp" ) (.49

k
Since the calculation of E [(ZM_ P, L Am) :| is complicated, we perform

m=1 {m g,

simulations to approximate the distribution of Z | Pn ‘Z’”l A, and thus calculate
the k-order moments of this variable. The parameters set in each of the two fits are
given in Table3.1.

We simulate and fit Z ‘h”" A,, as shown in Figs. 3.5 and 3.6. With param-

m= 1

eters set to Table3.1, the dlstrlbutlon of Zm:l Pm‘dL,l,Am approximately obeys

Table 3.1 Nakagami-m fitting parameters

Parameter m 2 Radius of the Density of PPP A
sphere space r
Parameter 1 12 1.05 x 10~* 1 x 1073 1 x 1078

Parameter 2 66 1.2 x 1073 1x1073 1 x 1077
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Fig. 3.6 Nakagami-m fitting results under parameter 2
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Nakagami-m distribution, so the calculation continues using the Nakagami-m distri-
bution function

k 2 k
Xt = (’Ythdo ) (ZP lenl? )

d'N [ e
_ [ 2mdo /kaxzmlep (_ﬂxz) dx
P()AO F(m) £m 2
0

yndy" \C T (m + %) 27
- - (3.45)
PyAg I' (m)m:

Based on the above results, the asymptotic expression for OP can be obtained as

pow_L_1 (y,hd()")" (m+).(2%

Tk T (k) Ok \ PyAg I (m) ms
1 1 Ydo"\ ' T (m +51) 2 Q% (3.46)
k+ 1T (k)1 \ PyA, rmm* .

3.2.3 Numerical Results

In the simulation process of OP, it is necessary to quantify the assumed model, study
the transmission performance of the system based on numerical results, and validate
the analysis model proposed in the previous sections. In addition, it is also necessary
to simulate different parameters separately by controlling variables to explore the
impact of different parameters on OP.

In the simulation, 10° Monte Carlo simulation experiments were conducted to
model the possible effects of the randomness of the positions on the transmission
performance. The main parameters are setas k =1,n =2, S =1000,v;, =1, £2; =1
dBW, T, = 1.5 x 107*s, f,, = 150 kHz, Py = 30 dBW, P,, =10 dBW, Ny = —130
dBW, dy = 10000m, A =5 x 107", 7. =2 x 107®5s, 7, =2 x 107®s, § = 1 Hz,
0, =0, At =1 x 107, and r = 1000 m.

Numerical results achieved by the derived analysis expressions presented in the
previous section are compared with those obtained by Monte Carlo simulation to
verify the accuracy of the proposed analysis models. From Fig.3.7, it can be seen
that the simulation results can be fitted with the theoretical ones. In contrast, the
results of the asymptotic analysis are approximate to the theoretical results, thus
proving the derivation results’ accuracy.
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Fig. 3.7 Simulation and analysis results for OP

3.2.3.1 Numerical Results for OP

Figure 3.8 shows the simulation and theoretical results of the OP with different code
chip periods. Observing this figure, it can be seen that the OP with different codebook
cycles remains consistent, indicating that the chip period does not affect the OP of
the considered system.

Figure 3.9 shows the simulation and analysis results of the OP under different
chip delays. One can see that the OP of the system increases significantly with the
increase of the chip delay. Therefore, reducing the chip delay can improve the outage
performance.

Figure 3.10 shows the simulation and analysis results of the OP under different
frequency compensation errors. We can see that when §25 is small, the frequency
compensation error impacts the OP of the system. However, as £2¢ gradually becomes
more significant, the OP under different frequency compensation errors slowly con-
verges.

Figure 3.11 shows the simulation and analysis results of the OP with different ran-
dom phases. As suggested in this figure, the OP of the system increases significantly
with the increase of the random phase, which a large random phase will lead to bad
receiving performance.
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Fig. 3.12 Simulation results for traversing capacity

3.2.3.2 Numerical Results for EC
According to Shannon’s theorem, the capacity of the system can be defined as
C = Blog, (1 +7), (3.47)

where B is the channel bandwidth and ~ is the SNR at the receiver.

Figure 3.12 shows the simulation results of the EC with different channel fading
factors under the default parameters above. As the figure shows, the EC gradually
increases as the transmit power increases. When the fading parameter of Nakagami
increases, the traversal capacity increases slightly but to a lesser extent.

3.2.4 Conclusion

This section focuses on the drone swarm’s transmission performance, and the
research’s main content includes establishing the system signal model and deriv-
ing the analysis model for the OP.

The inter-drone-swarm transmission performance is an important direction in
the research of drones. The current research on the drone swarm’s transmission
performance focuses on communication technology, network topology, routing and
scheduling methods, data processing, and other related technologies. Combining the
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randomness of the drone swarm with the anti-interference performance can help find
a more suitable solution to tackle the interference problem within the swarm more
comprehensively.
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Chapter 4 ®)
Satellite-UAV Communications Chack or

Yu Tian, Jiliang Zhang, Gaofeng Pan, and Mohamed-Slim Alouini

4.1 Stochastic Analysis of Cooperative Satellite-UAV
Communications

This section considers a dual-hop cooperative satellite-UAV communication system
including a satellite (S) and a group of cluster headers (CHs), respectively, with a
group of uniformly distributed UAVs. Specifically, the CHs serve as aerial decode-
and-forward (DF) relays to forward the information transmitted by the S to the UAVs.
Moreover, free-space optical (FSO) and RF technologies are adopted over S-CH and
CH-UAV links to exploit the high directivity of FSO over long-distance transmission
and the omnidirectional coverage ability of RF. The positions of the CHs in the three-
dimensional space follow the Matern hard-core point processes type II, in which each
CH cannot be closer to another by less than a predefined distance. Three cases of
CH-UAV links are considered during the performance modeling: Interference-free,
interference-dominated, and interference-and-noise. Then, the coverage performance
of the S-CH link and CH-UAV links in the three cases is studied, and the closed-form
analytical expressions of the coverage probability (CP) over both links are derived.
The asymptotic expressions for the CP over the S-CH link and CH-UAV link in the
interference-free case are derived. Finally, numerical results are provided to validate
our proposed analytical models, and thus, some meaningful conclusions are achieved.
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The main contributions of Sect.4.1 are summarized as follows.

(1) Compared with [1], in which (a) the distribution of UAVs with fixed numbers
follow 3D BPP, (b) small-scale fading is not considered, and (c) the statistical
randomness of the interfering signals in 3D space was approximated by using the
Gamma distribution via the central limit theorem, in Sect.4.1, (a) 3D MHCPP
is utilized to make the system model more general, (b) Nakagami-m fading
is employed to cover more network scenarios like troposphere and terrestrial
spaces in which the impacts of multi-path propagation cannot be neglected, and
(c) a more accurate moment generating function (MGF) of the summation of
interfering signals over CH-UAV RF links is derived considering the randomness
of the 3D locations of the CHs.

(2) Compared with [2, 3], we address the issue that path loss exponent «, > 3in 3D
MHCPP by introducing the maximum interference distributed range Dyax. o
can be set as small as 2, which can accurately describe the LOS aerial commu-
nications. We also adopt the Nakagami-m fading model instead of the Rayleigh
model to make the analysis more general.

(3) Compared with [2, 3], and [1], in which non-closed-form analytical expressions
were presented for the performance indices while considering 3D interfering
scenarios, in Sect. 4.1 closed-form analytical expressions are respectively derived
for the CP over S-CH FSO links and CH-UAV REF links in interference-free,
interference-dominated, and interference-and-noise cases.

(4) The asymptotic expressions for the CP are derived, and the diversity orders are
calculated for the interference-free case of the S-CH FSO and CH-UAV RF links.

4.1.1 System Model

In Sect.4.1, a dual-hop cooperative satellite-UAV communication system, which
contains S and a group of CHs' that are respectively with a group of uniformly
distributed UAVs, is considered, as shown in Fig. 4.1. Specifically, S first delivers its
intensity-modulated optical signals to CHs by using multibeam wavelength division
multiplexing-FSO technology [4]. Then each CH decodes its received signals by
optical direct detection and forwards the recoded information to the UAVs within its
serving space.??

! In practical, CHs can be common airplanes piloted by human or the UAV's with superior hardware
resources, which is capable of providing data receiving, processing, and forwarding functionalities
to serve as aerial relays between S and UAVs.

2 This cluster-based CH-UAV network has the advantages of easy management and low operating
cost, and is especially suitable for the highly dynamic scenarios with resource-constrained terminals.
3 As most of the modulation schemes implemented in FSO systems are usually different from those
adopted in RF communication systems, the DF technology is applied at the CHs rather than the
amplify-and-forward technology.
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Fig. 4.1 System model

4.1.1.1 S-CHFSO Link

It is assumed that FSO communication technology is adopted over S-CH links to
exploitits high directivity to minimize the probability that the transmitted information
is wiretapped during long-distance transmission over S-CH links.* This assumption
is reasonable as FSO technology has already been designed and implemented and
is to be tested for inter-satellite and space-to-aerial communications benefiting from
its own unique advantages, e.g., Space Development Agency plans to demonstrate
optical communications from satellites to a military drone aircraft in the summer of
2021 [5].

Also, to reflect and meet practical aerial scenarios, in the considered system model,
the locations of the CHs in 3D space are assumed to obey an MHCPP type-I1,’ denoted
by @cy, with an intensity of Acy and a minimum distance D, between different
CHs. To obtain the proposed MHCPP, a three-step thinning process is applied. Firstly,
candidate points whose distribution follows an HPPP @p with an intensity Ap are

4 Normally, the distance of satellite-aerial transmissions ranges from hundreds of to tens of thou-
sands of kilometers, depending on the orbit height of the satellite.

5 Here, we assume that the UAVs work in clusters and each cluster has its own working space.
Moreover, one can easily see that if two clusters are too close to each other, they will merge into
one cluster; otherwise, serious interference between/among two or more close UAV clusters will
inevitably arise, resulting in the collapse of UAV systems.
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generated in such a way that these points are uniformly distributed in the considered
3D space V and the number of candidate points Np = |@p| has a probability mass
function of Poisson distribution with a mean A\pV [6] expressed as

(ApV)"
n!

Pr{Np =n} = exp (—ApV), 4.1)

where V is the volume of V.

Then, secondly, each candidate point is assigned to an independent mark which
obeys a uniform distribution ranging from 0 to 1. Thirdly, whether each candidate
point is associated with the smallest mark is individually checked and compared with
all other points around it within a distance, Dy,;,. The point can remain in @cy if true.
Otherwise, the point will be eliminated. This process shows that each CH exhibits a
spherical repulsion space with the radius Dyyy.

Thus, according to [6, Eq. (5.56)], the relationship between A\cy and Ap is given
as

1 —exp(—27D3. \p
AcH = (=5 ). 4.2)

As shown in Fig.4.2, CHs are distributed inside a 3D space V that is defined by
subtracting a spherical cone with radius R from another spherical cone with radius
R + Hy. The two spherical cones share the same center O and apex angle &y. The
volume of Vis V = Z (1 — cos §)[(R + Hy)® — R*].

Fig. 4.2 S-CH system
model
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For the FSO link, the intensity modulated direct detection is utilized. According to
[7, Eq. (3.1.27)], the electrical signal received by CHj after photoelectric conversion
is

y N2
i = nPsGsGr <m) hphahisy + ng, 4.3)

where Ps is the transmit optical power, 7 is the effective photoelectric conversion
ratio, Gs and Gy are the telescope gains of the transmitter and receiver, A is the
wavelength of the laser, di is the distance from the S to CHy, h,, is the random
attenuation caused by beam spreading and misalignment fading, %, is the random
attenuation caused by atmospheric turbulence, 4; is the atmospheric loss, sy is the
transmitted symbol with the average power of 1, and n; is the AWGN of CH;, with
power Ng.

In Sect.4.1, we adopt the fading model mentioned in [8], which considers the
atmospheric loss £, the atmospheric turbulence /2, with Gamma-Gamma distribu-
tion, and the misalignment fading &, with a zero boresight pointing error model.
Then, the CDF of the channel power gain h = h;h,h ), can be given as

= G“(aﬁ ‘szﬂ) 4.4)
M= T r®) 2\ Aok w2, a,8,0) '

where I"(-) is the gamma function, « and 3 are the effective number of small-scale
and large-scale eddies of the scattering environment, G (+|-) is the Meijer-G function,
Ay is the fraction of power collected by the detector when there is no pointing error,
and w is the ratio between the equivalent beam radius and the standard deviation of
pointing error displacement at the receiver.

In this context, the SNR of the signal received at CHj, is

 PPAGRGAINK?
Ve =T A (4.5)
(4m)*d; Ne
Lemma 4.1 Given dy, the CDF of ;. is
2 2
_ w 3,1 = 72 l,w +1
)= om0 G e) 49

aB@n)*/Ng

where B = Ao I Gs G
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Proof From Egs. (4.4) and (4.5), we can get

2p2220\4p2
n’ PSGIGRN'R? _ }

Fa () =Priye <x)=Pr { e

=Pr{h< Um?d; _/Nex }

nA\2  PsGsGRr
1 w41
,5,()) R 4.7

OJ2

_ v =2
T T (B) “( Gx,

05}3(471')2«/ NF D
th”]AZ Ps Gs GR :

Proposition 4.1 When D, < V3, CHs are approximately independently and uni-
formly distributed in V.
Proof Please refer to Appendix 3. (I

where & =

Lemma 4.2 The PDF of d} is

fp(x) = "2 - 2], (4.8)

2VL

min maxs dmin = Hs, dmax = \/R2 + L2 —2RLcos&, L= Hs+
Hy+ R 7m0 =min{R+ Hy, Leoséy —vx — L2sin &), and  7(x) =

where d*. < x < d>

max {R, L— ﬁ}
Proof Please refer to Appendix 4. (]
Theorem 4.1 (4.1.1) The CDF of i is
7r2b1w2 wli
Py () = Y(b) = T )] 1 =17
) =M VLr @I ®) Z[Tz( il i
L,w”+1
Gyil Ebi : 4.9
) 2"‘( f‘ Za,fm) “

where M ¢ is the number of points of the Chebyshev-Gauss quadrature, t; =
7, by = byt; + by, by = e gng py = Gt
Proof Usmg Eq. (4.6), the CDF of 'yk is

dr%]ax
F,(x) = / F a2 (x1y) fe (Ddy
dr%‘un
drznmx 2
_ Tw 2 ILw”+1
- / WLr@r@ T WG“(“Xf’ k a,m) a
d2

‘min

(4.10)
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By Settlngbl max mm b — dm\x;'_dmm and[ — b
Chebyshev-Gauss quadrature in the first case, Eq. (4. 10) can be written as

1

7Tb1w2 2
ka(x) = m [T2 (blt +b2) ] (b]t + bg)]
-1
2
3,1 , W +l
xGM( (it + bo)/x | | o g 0) dt
m2byw? li ) )
= PO EEACY)
2M VLI ()T (B) =
Luw?+1
231 [ = ’
1 -1 Gzy4<u NE: w2,a,ﬁ,o>’ (4.11)

i + bs. O

where t; =

4.1.1.2 CH-UAV RF Link

RF communication is employed over CH-UAV links to utilize its omnidirectional
coverage ability to realize information broadcasting in the local space of each CH.
Moreover, in Sect.4.1, we also assume that UAVs around the kth CH, CHy, are
uniformly distributed in its serving sphere, centered at CH; with radius Dy. Their
positions in 3D space obey an HPPP &,y with an intensity A\;y. CH; forwards the
recoded information with the transmit power Py to the UAVs within its serving space.

In the second hop shown in Fig. 4.1, CH; will transmit the recoded signals to the
UAVs within its serving space, namely, the UAVs within the sphere with radius Dy
centered at CH.°

To guarantee that there is no intersection between the serving spaces of any two
CHs (CH and CH;), D; + Dy < Dyin (j # k) should be satisfied. The number of
UAVs around CHy, Ny, follows an HPPP with the density A;y. The PMF of Ny
is Pr{N;,y = n} = (u*/n!) exp (—u), where u = 47T3D£ Ay is the mean measure. To
make the analysis tractable, we assume that all CHs have the same serving radius
and the UAVs around them have the same density, namely, Dy = D and My = Ay
(k=1,..., Ncu, Ncu = |Pcn|). Meanwhile, we assume that the communication
channels from CH to UAVs suffer Nakagami-m fading.’

6 In Sect.4.1, a single antenna is considered at each UAV to reflect the rigorous hardware constraints
of practical UAV systems, as well as to make Sect.4.1 more concise. However, interested readers
can easily expand our work to multi-antenna cases by exploiting the analysis method presented
here.

7 As suggested in Sect.3.2.3 of [9], Nakagami-m can approximate Rician fading with the param-
eter K, which can be deduced by the fading parameter m = (K + 1)2/(2K + 1). In other words,
Nakagami-m can represent the channel fading in the case of LoS transmission, which is the typi-
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Then, the PDF and CDF of channel power gain g are shown as

m—1

£, = (%)m h exp (—%x) 4.12)
and
Fy(0) =1 —rf (g)m ;m' exp (—%x), (4.13)

i=0

respectively, where £2 is the average received power, m is the fading parameter, and
m; =m — i — 1. Notably, to simplify the analysis, we only consider the scenario
where m is an integer in the remainder of this section.

The free-space path-loss from CHy to the jth (0 < j < N) UAV marked as U
can be given by pd,f;’, where p denotes the path loss at a distance d = 1 m and value
of p depends on the carrier frequency, ¢, is the path-loss exponent factor, and dy; is
the link distance between CH; and U;.

Lemma 4.3 The PDF of dy;j are respectively given as

3 .2 .
Fx,lfOffo,

Jay () = {O else @.14)

Proof UAVs served by CH; can be modeled as a set of independently and identically
uniformly distributed points in a sphere centered at CHy, denoted as W.. According
to [10], di; can be calculated from W, the PDF of which can be presented as

Au 3
= —=——. 4.15
Fw w  4rD3 15
Therefore, the CDF of d;; can be calculated as
x w27 3
Fy, (x) = / / / yE sinér2dOdédr
00 0
0, ifx <O
=1 % elseif 0 <x < D; . (4.16)
1, else
. dFyg,; (%)
Then, the PDF of dj; can be obtained though fy (x) = —— U

cal propagation scenario for the transmissions between CHs and UAVs. Also, when m approaches
infinity, Nakagami-m can describe the case without fading.
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4.1.2 Performance Analysis over S-CH FSO Links
4.1.2.1 Coverage Performance

CP is defined as the ergodic probability that the received SNR of a randomly selected
receiver exceeds a specific threshold. Adopting Eq. (4.6) and given the SNR threshold
Y, the CP of CHy is given as

PCUV.SCHk (’Yth) = Pr{’yk > ’Yth}
=1- F",’/, (’Yth)

_ w2byw? R ,
=1 2M VLT ()T (B) P AR

i=1
Lw?+1
wa,B,0)°

My

x\/1—1? Gg:}t(a‘bh oS (4.17)

MG,

4.1.2.2 Asymptotic Coverage Performance

Theorem 4.2 (4.1.2) The CP at high transmit SNR ( PS2 /Np — 00) can be expressed
as

7T2b1w2 ll 2 2 2
Peowsen ) ¥ 1= S F @ r ) 2 1= [ — o]
i=1

o Fa—wHI (B —w?)
wZ

+ (2bivAn)”

<[ (@vm)

rw—ar@-ow s T W =P I(a—-p)
Eb;/ . 4.18
wFiri—m TEW) r o) *+13)
Proof According to [11, Eq. (9.31.2)], MG in Eq. (4.17) can be inverted as
1 l—w?1—a,1-0,1
MGy =G |1 Tl ma =AY (4.19)
“\Ebi/m 0, —w?

When PZ/Np — oo, using the definition of £ in Eq. (4.7), we can get that

1
= —> OQ.
Ebi /Y
1

Resorting to [12, Eq. (17)], when EONT e MG can be expanded as
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2 — w? )
lim MG():(Eb,m)w F(OZ w )F(ﬂ w)

w?

o0
ey Lt
+ (EbivAm)’ r;w; (;f J)rrl(f ;)ﬁ )
Substituting Egs. (4.20)—(4.17), (4.18) can be obtained. [l
4.1.2.3 Diversity Order
In Sect. 4.1, the diversity order of the considered system is defined as
A=~ Jim 280 Peor). (421)

jooo  logy
where 7 is the average transmit SNR and P,y is the CP.
Corollary 4.1 The diversity order of the S-CH FSO link is min{w?, «, 3}.

Proof From the definition of & in Eq. (4.7), we know that 7y — oo means & — 0.
Three additive terms in the square brackets [-] in Eq. (4.18). When & — 0, it is
obvious that the term with the minimum power index is dominant. According to Eq.
(4.21), the diversity order can be reached as min{w?, o, 3}. O

4.1.3 Performance Analysis over CH-UAV RF Links

In this section, we investigate the coverage performance of CH-UAYV links in three
cases: interference-free case, interference-dominated case, and interference-and-
noise case. These three cases can cover all the possibilities. When frequency division
multiple access, CDMA, or time division multiple access is utilized, there is no inter-
ference between CHs, and it belongs to the interference-free case. When all CHs share
the same communication resources (time slot, frequency, code, etc.) and the number
of CHs is large, which makes the noise power negligible, an interference-dominated
case should be used. When all CHs use the same communication resources and these
CHs are sparsely distributed, the interfering power is comparable with the noise
power, and the interference-and-noise case should be considered.



4 Satellite-UAV Communications 123

4.1.4 Interference-Free Case

‘We will first consider the case where there is no interference from other CHs, which
represents the scenarios in which the interfering CHs are too far away from the
receiver or the transmit power at the interfering CH is too low to incur effective
interference at the target UAV.

Supposing that CHy has the transmit power of Pg, the SNR at U; in the serving
space of CHy can be expressed as

Pray;
pd;:;r NR

Vi = ; (4.22)

where gy; is the channel power gain of the CHg-U; link and Ny is the average power
of the AWGN at U;.
Theorem 4.3 (4.1.3) The CDF of vxj can be calculated as

1

3
3 QP 1\o '« 1 3 mpNg D
=1- - i+ =, ———x ). (423
Fry ) a, D3 (mpNRx> ;miﬂ(m—i_ar 2 Pr o (4.23)

Proof Using Eqgs. (4.13) and (4.14), F. ~; (2) can be expressed as

FW (x) =Pr{y; <x)

Poay:
=Pr ligkj <x
pdkj,NR
pdy; Nr }
< X
b «
Py Nr
Z/Fg< P )C) fdk;(y)dy
R
0
MpNR m; 1
=1-
2 Z ( QPR ) m[!

D
N,
x / yarmi+2 oy <—mp ny‘“’)dy. (4.24)
0

QP

Il

Resorting to [11, Eq. (3.381.8)], Iy can be given as
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3

1 { QP ’""ﬂ) 3 Nr D™

Iy=— R mi+ — TR o), (4.25)
oy \mpNRrx o 2 Pr

where v(-, -) is the lower incomplete gamma function.
Substituting Eq. (4.25) in Eq. (4.24), the CDF of ~; can be obtained as
Eq. (4.23). ]

Then, the CP, in this case, can be achieved as

Pcov,kj (’Yth) = ’yk/ (’Yth)
3 m—1
3 2P ar 1 3 Ne DO
_ 3 (2 Ny L, 3 meNeDy

a,D3 mpNR'yth Py m,! o 2 Pr

(4.26)
In a high SNR regime, the CDF of g in Nakagami-m fading is given as [13]
P = (Y (427)
s W= \2) ‘

Substituting Eq. (4.27) in Eq. (4.24), we can get the asymptotic coverage proba-
bility P i () as

D
PNrRY
P i () = 1 _/ ( If t ) Ja,; (Y)dy
R
0
1 m D
1 3 m" PNR Vi /yarm+2dy
D’m—1\ Q2P
0

B 3mmfl pNR')/th m Dom
m—1!'\ 2P a,m+3’

(4.28)

Corollary 4.2 The diversity order of the CH-UAV links in the interference-free case
is m.

Proof Substituting Eq. (4.28) into Eq. (4.21), we can obtain the diversity order as

10 3mm—] pNRA”h m porm
. g (m—1)! 2 Pr a,m+3
— lim
Py P
e ()
(m—1)! a,m+3
log [ ST b ] + mlog (

Ao oz ()

)+mlog< R). (4.29)
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When ]’:,—‘; — 00, log [(3’7”;91! O‘bﬂ(’f] and m log (%) can be negligible. Finally,

one can get the diversity order as m. (]

4.1.4.1 Interference-Dominated Case

As the receivers of the UAVs have limited sensitivity, we consider that U; is only
disturbed by these CHs within the distance of Dy, (usually, Dy > D and Dyax >
Dmin)'

To simplify the analysis, we assume that all CHs have the same transmit power P
and the channel power gains between interfering CHs and U; are independent and
identically distributed random variables with parameters m and §2. As the interfering
power is much greater than the noise power [14], the signal-to-interference ratio (SIR)
is considered in this case.

The received SIR at U; around CHy can be presented as

Prgy 9
od} &
W= ga— =, (4.30)
X’: Pryji;
i=1 P
Al 9ij1
where [ = ) ﬁ g1, is the channel power gain between the I;th interfering CH
i=1 "l

and Uj, and d}, is the distance from the I;th CH to Uj;.
The CP of the RF link, in this case, can be written as

Peov.ij(vn) = Epa, [Pr{vg = yall. dij}]
= Era, [Prlgy = v ld]j11. dis)]. 431)

Lemma 4.4 P, j(7m) can be expressed as

m—1 . m; —s1
mym\™ 1 opm, A" Eyle™]
PeoviiOm) = 3 (=220 —Ea, {dk; e L)
= 2 m;! ds™i

where s = m%hd,f}”/!?.

Proof According to Eq. (4.13) and the fact that / and dj; are independent, Eq. (4.31)
can be calculated as
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m—1 r\m; a
mymi (Yl d )™ mymldy;
Peovij(vn) = Erq, [ Z <5) m,j expl——0( ’

i=0
(S th Q
_ AN arm; mym I dkj
N ; (5) m_i!EI’dkj |:(1ko) exXp <—T
Sy i mrymdy;
— m i th a,m; m; _ |
= ; (Q) mi!]Edkj dkj E; |:I exp ( o I)i|
I
4.33)
By setting s = % 1, can be obtained as
h=E [I"e™]. (4.34)

From the definition of the Laplace transform (LT), the LT of I can be given as
Li(s) = f0°° e *! fi(t)dt = E;[e~*!], where f;(t) is the PDF of I.
By using the differential property of LT, I, can be achieved as

[e¢]

I :/t’""e_‘”f](t)dt
0
A" Ly (s)
= (—1 mi___ 7
D ds™i

d" T —s
_ (cpym @Bl (4.35)
ds™

Combining Eqs. (4.33) and (4.35), (4.32) can be obtained.
O

. m; sl
To continue calculating Eq. (4.32), we need to work on E; [¢™*/] and %.

Lemma 4.5 E; [e™'] in Eq. (4.32) can be expressed as

E;[e™*'] = exp[AcuVi(I3 — D], (4.36)



4 Satellite-UAV Communications 127

where I3 is present as

AN 4 I , 3 1 .
h=(5) S [J—' (a—, d,g-,l,d;‘gn> +2d F <a_,’ df,l,df‘,‘]“)

r

,
o

2 ; 3 .
+ (d}; — Dyi) F (— s, d;n;}n) +4dy F (a—, 5, df}])

4 ax 3 X 2
() 2 (2 )

2 ax

+ (DY, — d2)F (a_,’ 4 ,df;) } (437)
where d;n;ln = (Dmin - dkj)zx djg}l = (Dmin + dkj)zy d}gil = (Dmax - dkj)zy d]rr}z]lx =
(Dmax +dk_])21 f(a5 ba C) = [2Fl(ma m+a;m+a+ 1; _%b%) b% -
2Fi(m,m+a;m+a+1; —Q%c%’) ¢ ]_(n1+2a)a,’ Vi= “_T’T(ng — Dpyn), and

2F1 (-, -5 -3 ) denotes Gauss hypergeometric function.
Proof Please refer to Appendix 5. ]
Lemma 4.6 Resorting to Lemma 5, % in Eq. (4.32) can be represented as

A" e—sl m;
% =exp (A(s, dki)) |:1 + 1{m; > 0} Z B(m;, n, A(s, dkj)):|, (4.38)

s )
n=1
where A(s, dij) = AcuVi(l3 — 1),

Bmi, n, AGs, di)) = Buyn (AV (s, dig), ..o A0 (s, dy), (4.39)

By, n(+) is the Bell polynomial, and A" (s, dy;) is the nth derivative of A(s, dy;).
Proof Whenm; =0,

0

d
75 ©XP (A(s, di)) = exp (A(s, di)). (4.40)

When m; > 0, according to Faddi Bruno’s formula, we can obtain

m; m;

Jom SXP (ACs, dij)) =exp (Als, dij)) x Z B(mi, n, A(s, di;)), (4.41)

n=1

where B(mi» n, .A(S, dkj)) = Bm;,n (A(l)(& dkj)’ e A(m,-—n-‘rl)(s, dkj))v Bnn,n(') is
the Bell polynomial, and A™ (s, dy;) is the nth derivative of A(s, dy;).
O
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Lemma 4.7 A™ (s, di;) (n > 0) in B(m;, n, A(s, di;)) of Eq. (4.38) can be repre-
sented as

TA MA" < (1
AV (s, dig) = 5 (5) X (l)(—l)"—’(m>n_1s—"""+’
J =0
min 3 1 min
|0 () 2, (2 )
3
+ (dkj Drznm)]:(l) <_ djg;l’ d;n111n> + 4dkj‘7:(l) <_ d%] djg;l>

0 g FO g
-F <a,d;n;llx d};l>+2dk,]—' ( ,d;nl?x’dji)

R e | 442
where
0 Fla,b,c), ifr=0
Fa,b,c)= (erza)u [b(m“)"'A(l)(S a,b) — (’”*"’”’A(l)(s a, c)] ifl >0
(4.43)

l
A(l)(s’ a, b) — Z ME ( (1)( b) f;l*Q“Fl)(s’ b))

o

mb~
><2F1(m+q,m+a+q;m+a+q+1;—W), (4.44)

g—1
(m)g=11(n —k) is the rising Pochhammer symbol, and f;’” (s,b) =
k=0

(—1)"“q!¢s‘l_q.

Proof Please refer to Appendix 6. (]

Theorem 4.4 (4.1.4) The CP of the RF link in the interference-dominated case can
be expressed as

Peov.kj (Vin) & D2M Z\/ —IZZ( m%h)m'

X [1 + 1{m; > 0} ZB (m[, n, ﬂ(’yth, bp)) :| (4.45)

n=1

b a,m;+2

exp (A('yth, p))



4 Satellite-UAV Communications 129
where Ay, b,) = A (mgbl’;’ , bp>, t, = cos (22’;”_/_1 71'), b, = g(tp + 1), A, ) is
defined in Lemma 4.6 and Eq. (4.37), and B(-, -, A(-, -)) is defined in Lemma 4.6 and
Eq. (4.42).

Proof Substituting Eqs. (4.14) and (4.38) in Eq. (4.32), and then substituting s =
m'ythd,fj’ /82, Peoy j(m) can expressed as

m—1

m; ] )
Pcuv.kj (’Vth) = Z <_m;th> ﬁEdﬁ {dkajrm’ exp (A(S, dkj))
i=0 v

X |:1 + 1{m; > 0} ZB(mi, n, A(s, dkj))“

n=1

m—1 D
S5y L3 s g )
i=0 0
x [1 + 1{m; > 0} ZB‘ (m n, ACym, x)) i|dx, (4.46)

n=I

where A(yy, x) = (%, X)-
By setting t = 22 and employing the M,-point Chebyshev-Gauss quadrature
in the first case, Eq. (4 46) can be written as

m—1 1 a,m;+2
myn\™ 1 3 D D o
Pcov,kj(’th)ZZ(— 2 ) m_D_2 /[E(f—i-l)
—1

i=0

X exp (vzl(’%h, g(f + 1)))[1 + 1{m; > 0}

X ZIB (mi, n, A(’Ylh? g(r + 1))) }dt

n=1

m—1

= Z ( m%h>ml i 2D2 M Zba’m . P (A(%h, p))
x /1= t%l:l + 1{m; > 0} ZB (m,-, n, A(Yn, bp)) i|, (4.47)
n=1

where ¢, = cos (22M ) and b, D(tp + D).
After reorganizing the components in Eq. (4.47), (4.45) can be obtained. (]
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Moreover, the CDF of 7;; can be evaluated as

Wk/ (x) =1 = Peoy xj(x). (4.48)

4.1.4.2 Interference-and-Noise Case

If both interference and noise are considered, the SINR is

PRYij
pdyf

Vkj =

N Pryg
RYij
2 gyt

. (4.49)

Theorem 4.5 (4.1.5) Considering interference and noise, the CP of the RF link in
this case can be expressed as

m; bu,m i+2

Paovsg () o7 Z\/ IZZ('W) i

n;:

mymbSr pNR ~ 2 (m; pNr\™" "
X exp <_7~Q[fl’k + A(v, bp)) Z < ; ) <—PRR>

u=0

x (—1)“[1 +1{u > 0) iB (u n, Ay, bp)) ] (4.50)
n=1

Proof To include noise, / should be replaced by I + £ Ny in Eq. (4.34). According
to [11, Eq. 1.111], we can obtain I, in this case as

mi N
=[E; |:<1 + PﬁRNR) exp <—s1 —s'OP—RR):|

pN m; m; pN m;—u .
= exp <—sP—RR> Z ( ) ) (P—RR) E, [I exp (—sI)] . 4.51)

u=0

Combining Eqs. (4.14), (4.33), (4.34), (4.35), (4.38), and (4.51), and then employ-
ing the M, -point Chebyshev-Gauss quadrature in the first case, the CP of the RF link
in this case can be obtained as Eq. (4.50). U
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4.1.5 The E2e Coverage Performance

‘We assume the DF relay scheme is implemented at all CHs in the considered system.
Then, the equivalent e2e SNR from the S to terminal UAV can be given as fy?qF =
min{~y, Vi }-

Corollary 4.3 The e2e CP for S-CH-UAV links can be finally achieved as

Pcov,eZe ('Yth) = Pcov,SCHk ('Yth)Pcov,kj ('Ylh)a (4.52)

where Peoy sch, (Vi) Is presented as Eq. (4.17) and Peoy j(ym) is given as Egs.
(4.26), (4.45), and (4.50) in interference-free case, interference-dominated case,
and interference-and-noise case, respectively.

Proof The CDF of the equivalent SNR under the DF scheme, 'yg]F, is given as [15]
Fpr(x) =1-— [1—F,®][1-F,®]. (4.53)
The CP here can be written as

Pcov,eZe('Ylh) =1- FA,B]F (")
= [1 - F’y’k ('Yth)] [1 - F’n,‘ (’Yth)]
= Icov,SCH ('Yth)Pcov,kj (Yin)- (4.54)

O

Though the derived analytical expressions given in this and previous sections
look a little complicated, considerable time can be saved compared to studying the
system directly via Monte Carlo simulations, leading to greatly improved work/study
efficiency for practical applications.

4.1.6 Numerical Results

This section will provide numerical results to assess the coverage performance of
the considered satellite-UAV systems and verify the proposed analytical models.
In the simulation, we run 1 x 10° trials of Monte Carlo simulations to model the
randomness of the positions of the considered CHs and UAVs. Unless otherwise
explicitly specified, the main parameters adopted in this section are set in Table 4.1.

4.1.6.1 S-CHFSO Links

In this subsection, we will study the coverage performance over S-CH links.
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Table 4.1 Values of main parameters

Parameter definition Value
Geometric parameters in Fig.4.2 Hy =50km,
Hs =35731km,
R =6376km,
&o = m/800 rad
Intensity of CHs in Eq. (4.2) Ap = 0.001
Parameters of FSO link in Eq. (4.3) Ps =40 dBm,
Gs = Gr = 107.85 dB,
A =1550nm,
N =10710 mw,
n=0.5,
h;=—0.35dB

Parameters in FSO fading model in Eq. (4.4) Ap=0.5,
w=1.1,

a=2.902,
B8=251
Parameters in Nakagami-m fading model in m=5,2=1
Eq. (4.12)
Geometric parameters in Fig.4.14 D = 1km,
Dpax = 20km,
Dmin =2 km
Transmit power of CHy, and noise power in Eq. | PR =30 dBm,
(4.22) Nr=15x 1071w
Free-space path-loss exponent o =2
Path loss at the distance of 1 m p=38.5dB

(Operating frequency = 2 GHz)

In Figs.4.3, 4.4, and 4.5, the CP is presented for different turbulence, Hs, and
pointing errors, respectively. One can easily see that CP decreases as ~yy, increases,
and coverage performance can be improved while Ps increases. The increase in
CP is caused by the fact that a large ~, represents a small probability of coverage
events. The improvement in coverage performance can be explained by the large Pg
generating a large average power for the received signals, leading to a larger received
SNR.

Figure4.3a shows that the CP with the weak turbulence outperforms the strong
turbulence when vy, is less than 20 dB. On the contrary, the opposite occurs when 7y, is
greater than 20 dB. When , is large, Fig. 4.3b depicts that the weak turbulence leads
to a large 1 — Peoy.scn, (Small Peoy sch,) in the small Pg region, while the inverse
observation is obtained in the large Ps region. When 7y, is small, 1 — Peoy sch, in
Fig.4.3c presents the same conclusion compared with that in Fig. 4.3b.

In Fig.4.4a and b, we can observe that Hg has a negative effect on the coverage
performance. In other words, the CP degrades as the orbit height of the satellite
increases, which denotes that path-loss increases because a large path-loss leads to
a small received SNR at the CH, which results in a small CP.



4 Satellite-UAV Communications

Fig. 4.3 Peoy,scH, and

1 — Peov,scH, over S-CH
links for various kinds of
turbulence (weak turbulence:
a=2.902, 3 =2.51;
moderate turbulence:
o =2.296, f = 1.822;
strong turbulence:

o = 2.064, 8 = 1.342 [16])
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Figure 4.5 shows that increasing w leads to improved coverage performance. This
observation can be explained by the fact that a large w denotes a slight standard
deviation of pointing error displacement with a fixed equivalent beam radius at the
receiver, resulting in a large average received power and SNR.

The asymptotic curves in Figs.4.3b, c, and 4.4b have the same slopes in the
high Ps region, as they show the same diversity order min{w?, o, 3} = 1.21. How-
ever, the asymptotic curves for w = 1.1 exhibit a different slope from the others in
Fig.4.5b because w = 1.1 results in min{w?, o, 3} = 1.21 and w = 1.5 or 1.9 leads
to min{w?, o, B} = 1.9, which cause different diversity orders.

4.1.6.2 CH-UAYV RF Links

This section will investigate coverage performance for the 3 cases (interference-free,
interference-dominated, and interference-and-noise cases) for various main param-
eters.

Figures4.6 and 4.7 present the coverage performance for various m and D in the
3 cases. One can see that the CP with a large m outperforms the CP with a small m in
the small v, region. The opposite observation is achieved for large ~y, region. Also,
a large D leads to a small CP, which denotes a large distributed space for the UAVs,
leading to a large path loss.

Figures4.8 and 4.9 investigate the influence of Dy,.x and Dy, respectively. Diax
clearly harms the CP, while Dy, exhibits the opposite effect in this case. Also, a
large Dy, or a small Dy, leads to more interfering CHs in the considered space,

O Simulation

Analysis: Interference-Free
—%— Analysis: Interference-Dominated
—+— Analysis: Interference-and-Noise

0.9

0.7

06

Pcov,k']

For each case,

041
m=205,8

03
02

01

7Yin[dB]

Fig. 4.6 Pcoy kj versus 7y over CH-UAV links for different m in 3 cases
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Fig. 4.8 Peov,kj versus yy over CH-UAV links for different Dyax in the 3 cases
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Fig. 4.9 Peoy j versus v over CH-UAV links for different Dy, in the 3 cases

resulting in degradation of coverage performance. It can also be observed from these
two figures that the interference-and-noise analysis curves with a small Dy,,x = 3 km
and large Dy, = 15 km are very close to the interference-free curve. This is caused
by the fact that a small D« or a large Dy, will shrink the distributed space and then
reduce the number of interfering CHs. When Dy,,x & Dpin, the amount of interfering
CHs is negligible, and the complex analysis model in the interference-and-noise case,
Eq. (4.50), can be approximated to the simple model in the interference-free case,
Eq. (4.23).

Figure4.10 depicts the CP versus ~y for different Pr/Ngr. Obviously, for
interference-free and interference-and-noise cases, a larger transmitting SNR Pg / N
will improve coverage performance. The analysis curve of the interference-and-
noise case is very close to that of the interference-free case when Pr/Nr = 97

dB and the curve of the interference-dominated case when Pr/Nr = 120 dB.
9j
4 ~ PR
T+ENx = pdf Ny
of the interference-and-noise case, Eq. (4.50) can be approximated to the model

of the interference-free case, Eq. (4.23). Meanwhile, when Pr/Ny is very large,
%
T

When Pr /Ny is very small, v;; = . Therefore, the analysis model

W = e Igd% and, Eq. (4.50) can be approximated to the model of the

interference-dominated case, Eq. (4.45).

Figure4.11 shows the 1 — Py xj versus Pr /N for various 7y, in the interference-
free case. Itis easy to see that 1 — P, ;; decreases or Py ; increases when Py /Ny
increases or ~yy, decreases. These findings can be explained by the reasons proposed
in the second paragraph of Sect.4.1.6.1. We can also see that the three asymptotic
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curves have the same slope in large Pr/Ng region because they share the same
diversity order m.

Furthermore, one can clearly see from Figs.4.3, 4.4, 4.5 and 4.11 that the sim-
ulation results agree very well with the results of the analysis, and the asymptotic
curves converge to the simulation and analysis curves in the high Ps region, which
verifies the accuracy of our proposed analytical and asymptotic models. The slopes of
asymptotic curves show the correctness of the derived diversity order. The agreement
between simulation and analysis curves for interference-dominated and interference-
and-noise cases in Figs.4.6, 4.7, 4.8, 4.9 and 4.10 indicates the rationality of the
approximation shown in Fig.4.14.

4.1.6.3 The E2e Coverage Performance

From Eq. (4.52), we know the e2e CP is the multiplication of S-CH CP and CH-
UAV CP. The findings from Figs. 4.3, 4.4, 4.5 and 4.11 are also applicable to the e2e
coverage performance over S-CH-UAV links.

4.1.7 Conclusion

In this section, we studied the coverage performance of a cooperative satellite-UAV
communication system with a DF relay scheme while considering the randomness of
the positions of the CHs and UAVs. Closed-form and approximated expressions for
the CP over S-CH FSO links were derived. Moreover, the coverage performance over
CH-UAV RF links was analyzed under three cases: interference-free, interference-
dominated, and interference-and-noise. The analytical expressions for the CP under
these three cases and the asymptotic under the interference-free case were presented.
Finally, we show the closed-form analytical expression for the e2e CP over S-CH-
UAV links.
Some valuable conclusions can be drawn from the numerical results as follows:

(1) The intensity of turbulence negatively influences the CP over the S-CH FSO link
in the small y, or large Ps regions. In contrast, the opposite observation is found
in the large vy, or small Pg regions.

(2) The altitude of the satellite and pointing error negatively influence the CP over
S-CH FSO links.

(3) The Nakagami-m fading parameter, m, has a positive effect on the CP over
CH-UAV RF links in the small vy, region and a negative effect in the large vy
region.

(4) Over CH-UAV RF links, the coverage radius D and sensitivity radius Dy, of the
CP negatively influence the CP. In contrast, the hard-core radius Dy, positively
affects the CP.

(5) The diversity orders over S-CH FSO and CH-UAV links in the interference-free
case are min{w?, v, 8} and m, respectively.
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(6) When Dpin & Dyax Or Pr/Ngr is very small, the analysis model of the
interference-and-noise case, Eq. (4.50) can be approximated to the model of
the interference-free case, Eq. (4.23).

(7) When Pg/ Ny is very large, the analysis model of the interference-and-noise case,
Eq. (4.50) can be approximated to the model of the interference-dominated case
(4.45).

Appendix 3: Proof of Proposition 1

As it is difficult to prove Proposition 1 mathematically, we use Monte Carlo sim-
ulation instead. Figs.4.12 and 4.13 present the simulation and analysis results of
the CDFs of [, and d,f with HPPP and MHCPP corresponding to different Dy, in
Eq. (4.2). The analysis curves are according to Egs. (4.55) (y = &) and (4.64) in
Appendix 4. The values of the other parameters adopted in this simulation are listed
in Table4.1 and V5 = 46.3 km.

The MHCPP with a specific Dy, is thinned from the HPPP by the rule introduced
in Sect.4.1.1. From the two figures, one can see that they present three same rules:

1. The simulation curve of the MHCPP gets close to that of the HPPP when Dy,
decreases;

2. The CDF curve of the MHCPP with D,,;, = 2 km is identical to that of the HPPP;

3. The simulation curve matches the analysis curve very well.
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Fig. 4.13 CDF of d?

These three observations verify the correctness of Proposition 1, Eq. (4.55) (y =
&o) and Eq. (4.64).

Appendix 4: Proof of Lemma 4.2

As CHs can be regarded as a set of independently and uniformly distributed points
in V according to Proposition 1, the joint CDF of /; and &; is the ratio between the
volumes of the two objects with red edges and blue edges in Fig.4.2 which can be
expressed as

27 y X
fd9fsin§d§fr2dr
Fie(x,y) = L d

1%

_ 27(1 —cos y)(x> — R?)

4.55
3V (4.55)
Then, the joint PDF of /; and &, can be written as
OF g (x,y)
Jra(x,y) = T@y
_ 2mx?siny (4.56)

14
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From Fig. 4.2, the relationships between I, &, and d,f can be represented as
d} =1} + L* — 2l Lcos &, (4.57)

where L = Hs + Hy + R.
It can be easily seen that
dmin = HS
<d; < (R+ Hy)>+ L2 — 2(R + Hy)L cos &
= dimax- (4.58)

To obtain the PDF of d, we first derive the joint PDF of d and /.
According to the multivariate change of variables formula, the Jacobian determi-
nant of the matrix

O(dg, 1) /Oy, &) is

'a(dz, | ‘ZIk —2Lcos & 2l Lsin &,
Oy, &) 1 0
= 2lkL sin fk- (459)

Then, the joint PDF of d,f and /; can be achieved as

S (x,y)
Jazg,(x,y) = W

Ok, &x)
_
T vL’

(4.60)
where R <y < R+ Hy and cos&y < cos& = -VZJEZ_X

The PDF of d7 can be acquired through the integration of Eq. (4.60) according to
I as follows

<1

72(x)

fe) = [ fustxdy

T (x)
= VI [7(0) =17 (@)]. 4.61)
Observing R <y < R+ Hy and cos&y < cos& = yzzgfx <1, 7; and 7 can

be obtained as

71(x) = max {R, L — v/x} (4.62)
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Fig. 4.14 CH-UAV link

model
and

T2 (x) =min{R+HU,Lcos§0 —Jx — L2 sinzgo}, (4.63)
respectively.

Furthermore, the CDF of d,? can be achieved as

)
Fp) = [ Sgtodn, By < v = i (4.64)
d

Appendix 5: Proof of Lemma 4.5

As shown in Fig. 4.14, the inner blue sphere is the serving space of CHy. The red and
blue spaces are interference-free as their radii are smaller than or equal to Dy, to
CHy. These CHs, including CH;,, which cause the interference to the typical UAV
U;, are located in the green space. d;, d;,, and dy,, represent the distances between
CHy and U, U; and CHy,, and U; and CH,,, respectively.

To make the following derivation tractable, we estimate that CHy, is distributed in
the sphere with a red dashed outline instead of the green sphere. This approximation
is reasonable, as these two spheres mostly overlap, and the shift between them is less
than D.

Similar to Lemma 4.2, we can obtain the joint PDF of djzll given dy; as

mlri(x, dij) — T3 (x, dij)]
2d,; V)

fe ; (4.65)

ih |d/<j (x) =
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where Vi = (D} — D}, Ta(x,dij) = min{Dpax, VX +dij}, T3(x, dij) =

max min
maX{Dminv \/— - dkj} and djn}l]n = (Dmin - dkj)2 =x = (Dmax + dkj)2 d;n[ellx-

It is easy to obtain that V| is the volume of the green space. The number of
interfering CHs in this space has the probability Pr{X = N;} = M —AauVi
where N; =0, .

From the deﬁnition of s in Eq. (4.32), we know s > 0. Therefore, E;[e~*/] can

be calculated as

E[e™!] = Ey, {E, |:exp (—SZgﬂ/d ()]}
i=1

(a) —a,
= IENl {HE(J/I i [exp( ng’idjl, )]}

® Z M exp (— )\CHvl)[ 9jn-djn [exp( Sg]"dﬂ(‘yrﬂ}Nl

N;!
Ni=0 Y

o0
¢ Aea Vi)V
© Z (AcuV113) exp (—Aen V1)

o Ny!
d
@ exp (=AcuV1 + AcuVil3), (4.66)
djn;z}x y
where I; = [ E,, [exp(—sgjnx~7)] f&2, 14, (X)dx, (a) is based on the fact that
dmln ’ ’ / ! /

ih
gj1, and d;, are both independent and identically distributed random variables, (b)
is obtained by substituting the PMF of Ny, (¢) is achieved by substituting Eq. (4.65),
and (d) is deduced by using the Taylor series of exp (—Acu V).
Using the MGF of the Nakagami-m function [17], Eg;, [exp (—sgj,lx’%y)] can
be obtained as

Ey,), [exp (—ngllx_7>:| = (ﬁ) . (4.67)

Substituting Eqs. (4.65) and (4.67) in I3, we deduce

4
_ m m T X 2 2 N 7 )
13 - (QS) dej Vl / (%x%’ + l)m [T4 (x’ dk-/) T3 (x’ dk./)] dy (468)
ap

In the following, we will use 73 and 74 to represent 73 (x, di;) and 74 (x, dy;),
respectively, for convenience and discuss the integral interval in Eq. (4.68) in four
cases according to the values of 73 and 74.
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Case 1: When 74 = Dp.x which means Dy < /X + dyj and 73 = Dy, which
means /X — dij < Diin, We can get (Dpax — dkj)2 <X < (Dmin + dkj)z. However,
as Dmax > Dmin, Dmax 3> D > dij, and Diax — Dpin 3> 2dy;, this case does not
exist.

Case 2: When 74 = /x + dy; which indicates Jx A+ dij < Dmax and 73 = Dy
which indicates VX = dij < Dpyin, We can have (Dmin — dij)* < X < (Dpin + dij)?
and 77 — 7 = x + 2dyj/x + dk D2, can be obtained.

Case 3: When 74 = /x + di; which denotes \/x + dij < Dmax and 73 = /x —
dyj which denotes Dy < Jx = dyj, we deduce d}g} = (Duin -|-dkj)2 <x <
(Dmax — dij)* = df;l and 77 — 77 = 4dy; /.

Case 4: When 74 = Dypyax Which shows Dpax < /X 4+ dij and 73 = /x — dy;
Which shows Dyin < 4/X — dyj, we can obtain (Dpax — dkj)2 < X < (Dpax + dkj)2
and 7; — 75 = —x + 2dij/X + Dp — dy;-

By using [11, Eq.3.194.1], I3 can be represented as

i
m \m e may muy+] may
1:(—) /[xz+‘+2d (@ xz]
} 25 2dkj Vl { kx ( ki mm)
am
dfg;l may +1
: dx + 4d / al d
X o ar . \m X kj T ar . \m X
(et +1)" L EE )

g
il
dmax

ih mar m(yr

or | , 2 2
(Gx® +1)

mar+1

82
d/’]

m o™ m min 3 min
2(5) 2T, {]—‘(a ds d‘j,l)+2dkj]-‘< ,df}],dﬂl)

3
+ (dkj Dfmn)f< ,d]g‘,l,d;“,‘]“> + 4dy; -]—'( ,d5 djg}]>

i 3
~-F ( T, df,l) +2di; F ( dT, d§51>
+ (D2, — d2)F ( dT, df;]) } (4.69)

where

m ar (m+a)ar
f(a,b,c)=[2Fl<m,m+a;m+a+l;——b2)b 2
2

_ZFI(m m+a m+a+1 —Q—ch)c(”ﬁ;)m](m_'_a)ar

N
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and , F (-, -; -; -) denotes the Gauss hypergeometric function.
Finally, Eq. (4.36) can be obtained by substituting Eq. (4.69) in Eq. (4.66).

Appendix 6: Proof of Lemma 4.7

According to the Leibnitz formula, A (s, dy ;) (n > 0) can be expressed as

(n) ﬂ-/\ﬂ ﬁ " n (n—1) ()
A Gy = = () ;(J O 6. d). @70

where fi(s) = s~ and f>(s, dy;) is represented as

fa(s, dkj) =F ( s d;g}l s d;n;]n) + (dkj Dr2nm)“7: <—, d;g}l s d;n[l]n)

3 3
+2dkj.7:( ,d dmm>+4dkjf( ,d% dg‘>

Jh 7jh Jhe 7 jh
4 max 22 3 max 22
- F —,dj,l ’d/h + 2di; F ,d],1 ,dﬂI
+ (D2, — ko)}'< L di, d]g;l) 4.71)

It is easy to get the (n — [)th derivative of f(s) as
() = (=D s, (4.72)

n—Il—1
where (m),—; = ][] (m — k) is the rising Pochhammer symbol.
k=0
To get the /th derivative of f>(s, dy;), we should first calculate the /th derivative

of A(s,a,b) = 2F1(m, m+ta,m+a-+1; —Qﬂsb%’).
When [ =0, A9(s, a, b) = A(s, a, b) can be acquired.
When [ > 0, employing the Faadi Bruno’s formula, A?)(s) can be obtained as

m+a+ 25

+ bT
A(Z)(S,Chb)zzwF<m+q,m+a+q;m+a+q+1;—m )
q=1

x B, (f;U(s, by, ..., f;l“’“)(s,b)), (4.73)

where f3(s, b) = =225 s=1 and £0(s, b) = (—1)a+! g1l g=1-,
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Furthermore, the /th derivative of F(a, b, ¢) can be achieved as

2 m-+a)ay m+ta)oy
FD(a, b, c) =7[b( 2 AD (s, a, b) — ¢ FE A (s, a, c)]. 4.74)
(m +a)a,

Combining Egs. (4.71), (4.73), and (4.74), we can obtain the /th derivative of f;(s),
D (s5). Then, Eq. (4.42) can be achieved by substituting Eq. (4.72) and f,"(s) in
Eg. (4.70).

4.2 Secrecy Outage Analysis for UAV Assisted
Satellite-Terrestrial Simultaneous Wireless Information
and Power Transfer (SWIPT) Systems with NOMA

This section studies the physical-layer security for a NOMA-based UAV-assisted
hybrid satellite-terrestrial simultaneous wireless information and power transfer sys-
tem. Specifically, a satellite sends confidential information on a NOMA basis to two
terrestrial users through a UAV relay under the wiretapping of an eavesdropper. A
power-splitting protocol coordinates information decoding and energy harvesting
(EH). Assuming the satellite link experiences SR fading and the terrestrial links are
subject to Nakagami-m fading, the analytical expressions for the SOP and the proba-
bility of strictly positive secrecy capacity for two users are derived, and Monte Carlo
simulations verify the accuracy of the results.

We investigate the physical layer security fora NOMA-based UAV-assisted hybrid
satellite-terrestrial SWIPT system. The main contributions are as follows:

(1) Assuming the satellite link undergoes SR fading and the terrestrial links expe-
rience Nakagami-m fading, we investigate the secrecy performance of a UAV-
assisted hybrid satellite-terrestrial SWIPT system with NOMA. In particular,
the analytical expressions of SOP and the probability of strictly positive secrecy
capacity (SPSC) for both users are derived and verified with Monto-Carlo sim-
ulations.

(2) The influence of parameters such as power allocation coefficients, shadowing
severity levels, path loss factors, power splitting (PS) ratio, and node distance
on the system performance are considered.

4.2.1 System and Channel Models

As illustrated in Fig.4.15, we assumed a UAV-assisted hybrid satellite-terrestrial
SWIPT system with NOMA, which consists of a satellite (S), a DF UAV relay (R),
a legitimate group of NOMA users (D; and D,, with D; denoting the far user, and
D, representing the near user), and an eavesdropper (E). The whole communication
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“““ Satellite (S)

UAV-relay (R)
VRS,
I \'.\::\\
H \‘ \\A( DR ap Zp

g .ljRE
o ~ Calgy
~&E
—, Legitimate linkinthe — _ _ _ _ _ , Legitimate link in the
first time slot second time slot

——— <+ Eavesdropping link

Fig. 4.15 System model

process can be divided into two equal time slots. S sends a confidential NOMA signal
to R in the first time slot. In the second time slot, R first decodes the received signal
and forwards the re-encoded NOMA signal to D; (i € {1, 2}) in the presence of E.
Each user is assumed to be equipped with a rechargeable battery and a PS® protocol
is performed to coordinate EH and information decoding (ID). Note that, in this
analysis, we mainly focus on the scenario that both users are equipped with the PS
receivers, meaning it is the destinations that can split the received signal from the
UAV into two streams according to the PS ratios, i.e., one is for EH and the other
is ID. In other words, the EH has little requirement for the UAV. Instead, it mainly
depends on how the destination coordinates the received signal according to the PS
factor rather than any constraint on the UAV. In addition, we assume that the S-R
link experiences SR fading, and the terrestrial links, i.e., R-D;, and R-E, are subject
to Nakagami-m fading.
In the first time slot, the received signal at R is

8 In literature, i.e., [18—20], both the time switching (TS) and the PS protocols are commonly used
in the context of EH. The work of [18] shows that the PS protocol is more effective than the TS one
in terms of energy efficiency and data transmission rate, and the PS protocol allows the receiver to
complete EH and ID at the same stage without interruption over time [19]. In addition, compared
with TS, the PS protocol is superior to it at high SNR regimes in terms of the achievable throughput
[20]. Therefore, the PS protocol is adopted in this analysis.
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ysg = hsrx + ngg, 4.75)

where x = /a| P;x| + «/az Pyx,° represents the NOMA signal and q; is the power
allocation coefficient witha; + a, = 1, and a; > a,, ngg represents the AWGN with
zero mean and a variance of Ngg, and hggr denotes the channel coefficient between
S and R, which is expressed as

hsg = Fsr [sr, (4.76)

where fsp represents the random SR fading coefficient and Fsg represents a scaling
parameter, which includes free space loss and the antenna pattern [21], and it can be
described as

_ CJGG,
 AnfdJKsT,B’

where C represents speed light, d is the distance between the satellite orbit and the
receiver, f is the carrier frequency, Kp is the Boltzmann constant, 7, represents
the noise temperature of the receiver, and B represents the carrier bandwidth. In
addition, G, is the receiving gain, and G, denotes the satellite beam gain, which is
approximately by [21]

Fsr (4.77)

2
1) 36J3(c)>, (4.78)

G, = Gmax A~
' < 2¢ el

with Gnax 1S the maximal beam gain, ¢ = 2.071233;;%, where ¢ is the angle
between the receiver position and the beam center concerning the satellite, ¢35
is the 3-dB angle, and J, (-) represent the first-kind Bessel function of order u.
Next, perfect successive interference cancellation (SIC) [221,19 x4, and then
removes x| from the received signal before decoding the signal of D,, x,. Therefore,

the instantaneous SINR of decoding x; at R is

9 Note that under the multi-user scenario, the power allocation coefficient assigned to each user
depends on the channel power gain. If there are L users in the system, without loss of generality,
we first order the channel power gain as |hgp, 12 < |hRD2|2 <...< IhRDle and then give the

power allocation coefficient to each user as a; > ax > ... > ar, where Z%zl ay = 1. Therefore,
the general ex;gfession for the NOMA signal is x = TL:I /@y Psxy, where x; is the transmitted
symbol for the ith user.

10 Under the multi-user scenario with the perfect SIC principle, the decoding order is the increasing
order of the channel power gain, which gives the instantaneous SINR of decoding the signal, x;, at

Psaglhsgl?
Ras ysg; = 2
M PylhsrI? Y gy @i +Nsk

the signal of Dy, and the SNR of decoding the signal, x;,, as ysg, =

is performed to decode the signal. Hence, the R first decodes

Pyag |hsgl?
Nsg  °
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- Pya|hsg|?
T Paslhskl + Nor
= _am (4.79)
a1 + 1
PF. 2 _ PFr,
where 7, = % =71 fsrl* and 7 = & = VseFsr-
The instantaneous SNR of decoding x, can be given as
Psa2|h |2
Vsry, = —— L — Gy, (4.80)
Nsr
After that, we have the PDF and CDF of ~; as [23]
mp—1 ko k
S(1 —mp)(—0dg)*x
fr(x) = — exp(—Ax) (4.81)
" ; ,y/1€+1(k|)2
and
" o s = mp)(—dR) xP
F(x)=1- T exp(—Ax), (4.82)
respectively, where \ = @ S = ﬁ(%fn[:?m )", Br = 355 Ok = Bomtras

with mpg represents the fading severity parameter, (-); is the Pochhammer sym-
bol, and £2x and 2b represent the average power of LoS and multipath components,
respectively.

In the second time slot, the signals received at D; and E are

hgp,
Y&D, = /aD, R:’ X +ngp, | + 2o (4.83)
RD;
and
hRE
YRE = A/QE = X +nge | +2E, (4.84)
RE

respectively, where hgy (M € {D;, E}) is the channel coefficient between R and
M, oy, 0 < aypy < 1, denote the PS ratio, ngy is the AWGN with zero mean and a
variance of Ng,y, and 7, is the signal processing noise generated by the PS processing
at the receiving ends, which is also modeled as AWGN with zero mean and a variance

of 5%4 [24]. Furthermore, dgy = ,/L%e ut Hpg? represents the distance between R



152 Y. Tian et al.

—
=
>
o0
pan
[«5)
=]
=
=
[«
=
wn
[
=
5
=

(O Simulation of Dy

¥ Simulation of Dy

[0 Simulation of E

Analysis
1 0-7 1 1 1 1 1 1 1 1 1

0 5 10 15 20 25 30 35 40 45 50
Pp (mW)

Fig. 4.16 Comparisons between the simulation and the analytical energy harvested with 7' = s,
f = 0.9, ap; = Qg = 0.5, LRD| = 20m, LRDZ = 10m, LRE = SOII], and H = 20m

and M, Hp is the vertical height of R, L gy, is the horizontal distance between R and
M, and 7 is the path loss exponent.

Since the linear EH mode!! is of interest, the energy harvested at D; and E can
be expressed as

1— YPrlhgp 2T /2
Erp, = £ —ap,) 7]R| rp;1°T/ (4.85)
dgp,

and

(1 — ap) Prlhgrel*T/2
dyp

Erg = , (4.86)

respectively, where £ (0 < £ < 1) is the energy conversion efficiency and 7T is the
transmission time. Figure4.16 shows the comparisons between the simulation and
the analytical energy harvested by users and the eavesdropper. It is observed that

11 Noted from [25] that a practical EH model should be a sensitivity-based logistic model. With such

a model, the harvested energy should be E(Py) = { exp(jr‘)‘}jo Ty ¢ lt:f&tgﬁ;t’;‘g) - DT/2}t,

, {x}7 = max {x, 0}, Py is the harvester’s sensitivity threshold, the

_ 2
where Py = a aMd)g’R‘hRMl

RM
parameters 79 and v control the steepness of the function E(Pys), and Ppax is the saturation
threshold of the harvester.
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more energy can be harvested at a higher transmit power value under the linear EH
mode considered in this analysis.

Next, perfect SIC is performed at the near user, D,, which first decodes and
subtracts x; from the received signal and then decodes its information. Therefore,
the received instantaneous SNR at D, is
ap,axpalhrp, |

(4.87)
(aDZ + MZ)dZDz

YRD, =

while for the far user, Dy, it detects its own information directly by regarding x, as
interference with the instantaneous SINR denoted as

ap,aipilhrp,

RD, = , (4.88)
' (apapilhrp, >+ ap, + p)dip,
where p; = N’;’E)_ and y; = %

Similar to [26, 27], the worst-case scenario is considered with the assumption that
E has the largest decoding capability and parallel interference cancellation (PIC) is
adopted, meaning it decodes x; (x,) without considering the interference of x; (x).
Therefore, the instantaneous SNR at E for decoding the signal of D; is

iPelhrel?
= M (4.89)
(aE + ,UE)dRE

§2
where p, = 11\./;1; and pug = -

Since the terrestrial links are assumed to be with Nakagami-m fading, the PDF
and CDF of hgys can be expressed as [27]

m .m—1
Jingup () = ﬂr(m) exp(—[x) (4.90)
and
m—1 o
FmRMz(x):l—ZﬁjT exp(—x), 4.91)
j=0 7

respectively, where 3 = &, m is the fading parameter, §2 is the channel mean power,
and I'"(-) is the gamma function.

From Eqs. (4.86), (4.87) and (4.90), the CDFs of ygp, and ygp, can be derived
as
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le -1

L {1C{lle ox _ B1C1x iy < ay
Fﬁ’k!), (x) = J1=0 Jl'(Al - Azx)j‘ Ap — Axx ’ (lzdzD ’
1, else
(4.92)
and
S ppche (oo
F,. (x)=1- ————exp (— ) , 4.93)
YRD, jzgo Jz'Bljz B1

respectively, where A| = ap,aip1, Ay = ap,axpidyy, ,Cy = (ap, + p)dgp , Bi =
ap,aypz, and Cy = (ap, + p)dgp, -
Next, Egs. (4.88), (4.90) and (4.91), the CDF and PDF of g, can be derived as

(g + pe)dppx

and
T, T.x
Jog, () = EfIhREIZ A

5316 Temfxmgfl < ﬁe Tex )
= ———7m—Xp|\——— ),

— (4.95)
LonyU;™ Ui

respectively, where 7, = (ag + uE)dZE and U; = aga;pe.

4.2.2 Secrecy Performance Analysis

In this section, we will present the derivations of SOP and the probability of SPSC
for both users.
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4.2.2.1 SOP and the Probability of SPSC at D,

The instantaneous secrecy capacity (SC) of D; for the S-R and R- D, links are

1
Csr, = > log, (1 + vsr,) (4.96)

and
1 +
Crp, = {E[Ing(l + vrp,) — log, (1 + '}/El)]} , (4.97)

respectively, where {x}™ = max{x, 0}. From the capacity point of view, the relaying
network adopting DF protocol is similar to a series system, which means that the
worse hop dominates the system capacity [28]. Hence, the instantaneous SC of D
is

CD| = min{CSR] , CRD1 } (498)

SOP is a probability when the instantaneous SC is below a target capacity, Cy, .
Therefore, it has the SOP for D, as

PSOP =Pr{Cp, < Cup,}
=Pr{min {Csg,, Crp,} < Cun,}
=1 —Pr{Csg, = Ci3,} Pr{Crp, = Ci1,}
=1 —Pr{ysg, = €1 — 1} Pr{yrp, = e1(1 +7g,) — 1}
—1 — MM, (4.99)

where

61—1
Mi=1—-Priyy < ———
a) —arel +ax

—1 F 51—1
a n ap — arep + ar

"I o —me)(—OR) () — 1)P A — 1)
Yy e p(—— |
k=0 p=0 pURINPHIFT (@) — axer + ax)? ar —mer +ap

(4.100)

and
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My=1-— U o (O Fypy 61+ 213 — Ddx +/ Fos, (x)dx]
0

4

= / Fre, @[ = Fypp (1 4+ 16 — 1)]dux
0

Me TMe 4 Me— mp, —1 j1 1 i1
g BeeTe ‘X : exp (_ﬂeTex> i ﬂ{ C{ (e1+ex —1)/

0 F(me)Ulmf U, o Ji'[A] — Ay(e) +e1x — DN
C —1
X exp <— paE el )dx, (4.101)
Ay — Ay(er +ex — 1)
inwhiche; =2%¢m andry = —4— + L — 1.

azd;é[) €1 €1
Note that the closed-form expression of (4.101) is complicated to obtain. There-
fore, the Gauss-Chebyshev quadrature method [29] is applied to get the approximate
expression as

mp, —1 . '
M2 :M < tl_ﬂ- (ﬁlcl)jl i (51 +517’1 - 1)]17.{%—1
T UF J1=0 2N ! ni=1 [Ai — As(e1 + e — D]
< — 1 T,
xexp (AT S DY o (LT Ji-& @0
Al — As(er +em — 1) U,

in which ¢; = c:os(znl ! , and N; is the number of the Gaussian-
Chebyshev terms.

After that, substituting Eqs. (4.100) and (4.102), into Eq. (4.99), it has

1 1
™), 7 = Lt

mp—1 k

SOP _ Z Z (1 —mp)(=6p)k (e — 1P

E——
=0 pe = PIRINTPHIAT (a) — azer + ap)P

( Aer — 1) ) B Tme nw (5 Cp’
xexp| — e -7
ap — are1 + a» F(mP)U] o 2N, ]1!

mp,—1

Ny

Z (e1 +erm — Diip"e™! exp (_ BiCi(er +e1m — 1) >
= [Ar— Ax(er e — DI Al —As(er +em — 1)

X exp (- ﬂe;”‘ ) J1— ¢ (4.103)
1

Next, the probability of SPSC is defined as a probability when the instantaneous
SC is greater than zero. Therefore, it has the probability of SPSC for D; as
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P{iee = Pr{(Cp, > 0)}
= Pr{min (CSRI, CRD,) > 0}

= Pr{CSRl > 0} PI'{CRD1 > O}, (4104)
where
1
PI'{CSR] > 0} =Pr {E 10g2(1 + ’}/SRI) > O}
= Pr{ysg, > 0}
=1, (4.105)
and

1
Pr{Crp, > 0} =Pr {E[logz(l + vrp,) —logy (1 + vg,)] > 0}
=1—Pr{vrp, <&}

=1- / F“/Rl)l (x)f“/ﬁl (x)dx
0

- f For [ = Fop, ()] dx

-1 ) o
_ BT "W (516D i frtme]
LU £ 2N it = [AL = Ay}

BiC172 BeTera\ | 5
— — 1 — ¢35, 4.106
xexp< Ay — Ay U, ¢ ( )

o+t
2

2}17

in which ¢, = cos( , and N, is the number of the Gaussian-

Chebyshev terms.

7T), T =

4.2.2.2 SOP and the Probability of SPSC at D,
The instantaneous SC for D; is

Cp, = min {CSsz CRDZ} , (4.107)
with

Con, = 3 loma(1 + 58, (4.108)

and
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1 +
Crp, = {5 [log, (1 + y&p,) — log, (1 + m)]} . (4.109)

Therefore, it has the SOP of D, as

Pggp =Pr{Cp, < Cun,)
=Pr{min {Csg,. Crp,} < Cun,}
=1 —Pr{Csg, = Ci,} Pr{Crp, > Ci1,}
=1 —Pr{ysg, > &2 — 1} Pr{yap, > e2(1 +75,) — 1}
o1, 4.110)

where

~1
L=1-F, (Eza )
2

mkfl

_ ic(l—mmk(—mk(sz—np ( )\(82—1))
= exp| —— ),

plkIN=PHIFEH gD

4.111)
ap
k=0 p=0

and

I =/0 Ty [ = Fypp, (€2(1 4 x) = D]dx

Dz_l

_ /°° A (_ ﬂeTex> mZ BPCP(er(1+x) — D2
0 TmyUs* U Jo! B

72=0

( /32C2(€2(1+X)—1)>
xexp|— B dx
1
mp, =1 ﬁé'zc.ziz

_ BT (_6202(62—1))
=0 J2'BY”

- -
iUy By

2o,
Jz> — Lone+q)
x (€2 — D299 — - , 4.112)
E)(q [d2glz€2 + dlejfe]me—',-q

in which g, = 22C,
After that, substituting Eqs. (4.111) and (4.112) into Eq. (4.110), it has
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mp—1 k
s(1 —mp) (=) (e, — 1)? AMex—1)
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Next, we have the probability of SPSC for D, as

Pie = Pr{(Cp, > 0)}
= Pr{min {CSRZ, CRDZ} > 0}

= Pr{Csg, > 0} Pr{Cgp, > 0}, 4.114)
where
1
Pr{Csg, > 0} =Pr 3 log, (1 + ysgr,) > 0
= Pr{FYSRz = 0}
=1 (4.115)
and

Pr{Cgrp, > 0} = 1 = Pr{rp, < VE,}
o0
=1 —/ Sroy (0) frp, (X)dx
0

mp,—1

Me T Me J2 )2 .
_ 5{3 Te 2 C2 F(me+12)
- Me . j p me+jo°
I'inyU, — j2!Bf? [ﬁZBCZ +u£[n] .2
1 2

(4.116)

4.2.3 Performance Evaluation
4.2.3.1 Numerical Results and Discussions

This section will present and discuss the numerical results of both users. Following
[21, 23], some commonly used system parameters and channel shadowing severities
are illustrated in Tables4.2 and 4.3. Unless otherwise specified, the channel of fre-
quent heavy shadowing are used, and some other parameters are set as follows: 7z
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Table 4.2 System parameters [21]

Parameters Value

Satellite orbit GEO

Boltzmann constant 1.38 x 10723 J/m
Frequency band 2GHz

Maximum beam gain 48 dB

3dB angle 0.8°

Receive gain 4 dB

Link bandwidth 15MHz

Noise temperature 300 K

Table 4.3 Satellite channel shadowing severities [23]

Shadowing mg b 2r
Frequent heavy 1 0.063 8.94x10~*
shadowing (FHS)

Average shadowing 10 0.126 0.835
(AS)

Infrequent light 19 0.158 1.29
shadowing (ILS)

=20 dB, Pe =5 dB, a) = 08, ay = 0.2, n= 2, HR =50 m, LRDI =80 m, LRD2 =60
m, LRE = 1501’1’1,le =mp, =nm, =2, QDI = .QD2 =.Qe = 1, ap, =Qp, =0.7,0(E =
0.5, i = pg =1, Gy, =0.0002 bits/s/Hz, Cyp, = 0.001 bits/s/Hz, and Ny = N, = 30.

As illustrated in Fig.4.17, SOP versus p; for D under various a; is presented. It
is observed that the value of SOP keeps decreasing with the increase of p; until p,
exceeds a particular value, i.e., p; > 40 dB. After that, the SOP value almost remains
constant. This is because, in this case, the SOP performance of the system with a DF
protocol is mainly dominated by the worse hop, i.e., the first hop. Furthermore, it is
also observed that the secrecy performance of the higher a; is better than that of the
lower one. This is because a higher a; indicates that more power will be allocated to
D\, which leads to better secrecy performance.

Figure4.18 depicts the SOP performance of D, versus p, with different a,. It is
noticed that the secrecy performance improves as p, increases. However, we observe
a flat area in this figure when p, > 45 dB at which the SOP performance remains
unchanged. This is because the S-R link under such conditions controls the SOP
performance. Moreover, it is also noticed that a higher a, leads to better secrecy
performance for D,.

Figures4.19 and 4.20 present the effect of various UAV altitudes on SOP perfor-
mance for D; and D, respectively. Observed from these two figures, one can find
that the value of SOP increases with the increase of Hg. A higher Hy leads to a more
significant path loss.
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Figures4.21 and 4.22 plot the SOP versus p; and p; for D; and D, under various
7. We can notice that the SOP performance decreases as 7 increases. This is because
a larger value of 7 means more path loss, leading to worse SOP performance.

Figures4.23 and 4.24 depict the SOP performance for D; and D, versus p; and
p2 under various «p,, ap, and org. One can observe that a higher value of ap, and
ap, can result in better secrecy performance. This is because more power is used to
decode information on the user side. In addition, we can also notice that the value of
SOP increases with the increase of avg. This is because the eavesdropper allocates
more power to decode the wiretapping information.

Figures4.25 and 4.26 show the three typical shadowing conditions of the satellite
link on SOP performance for both users. One can see that ILS gives the best secrecy
performance, and FHS can lead to the worst performance when 7 is in low-to-
medium ranges, which means the secrecy performance of the system improves as
the shadowing severity decreases.

As illustrated in Figs. 4.27 and 4.28, the probability of SPSC for D and D, versus
p1 and p, under various p, are presented. Observed from these two figures, one can
find that the system performance improves when p, decreases, as the R-D; and R-
D, links becomes better than the R-E link.

Next, as a benchmark, we also compare the PS protocol with the TS one regarding
the SOP performance in our proposed model, illustrated in Fig.4.29. This figure
shows that the PS protocol is superior to the TS one under the conditions considered,
consistent with the results presented in [18, 20].
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4.2.3.2 SOP for the UAV with a Constant Speed

This section presents the mobility of the UAV on the SOP performance. To simplify
the analysis, we consider a simple scenario where the UAV flies horizontally along
with the y-axis to the right with a constant speed v as shown in Fig.4.30. Without
loss of generality, it is assumed that the initial positions of R, D;, and E in the three-
dimensional (3D) coordinate axis are represented by (xg, Y&, zr), (Xp;, ¥D;+ ZD;)»
and (xg, yg, zg), respectively. Therefore, as the UAV is flying, the instantaneous
coordinate of R is (xg, yg + vt, zg), in which ¢ is the flight time. Next, it has the
distance between R and D;, E can be expressed as

drp, =/ (xr = xp)? + (& + Vi =y, + (& — 20, (@.117)

and

dre = /(s = x) + (yr + vt = yp)? + (2x — 26)°. (4.118)

The results are presented in Fig.4.31. It is observed that the SOP performance for
both users are first improved and then decreases as the UAV flies. This is because
the UAV first approaches and then flies away from the users, which in turn makes
the distance between the UAV and users decrease and then increase.

Finally, the Monte Carlo simulation results are consistent with the analysis results,
which shows the accuracy of the derived analysis expression.

Fig. 4.30 The flying z

trajectory of the UAV with a

constant speed of v R,y 2)
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Fig. 4.31 SOP versus the trajectory of the UAV with a1 = 0.7, p1 = p» = p. = 15 dB, initial
coordinates of R(0,0,25), D(25,80,0), D»(0,60,0), E(110,110,0) in meter, and v = Sm/s

4.2.4 Conclusion

In this section, we have investigated the secrecy performance of a UAV-assisted
hybrid satellite-terrestrial SWIPT system based on NOMA, in which the satellite
link experiences SR fading and the terrestrial links are subject to Nakagami-m fading
distribution. Considering the influence of power allocation coefficients, the distance
of the nodes, PS ratio, path loss, and shadowing severity levels, the analytical expres-
sions of SOP and the probability of SPSC for both users have been derived. Numerical
results indicate that the system performance increases significantly with the increas-
ing of Ygg, p1, and p; in the low-to-medium regimes. Furthermore, the results also
indicate that it is better to properly adjust the power distribution coefficient and PS
ratio to result in the best secrecy performance.
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Chapter 5 ®)
UAV Relay Communications e

Xinyu Zheng, Jiliang Zhang, and Gaofeng Pan

5.1 On Secrecy Analysis of Underlay Cognitive UAV-Aided
NOMA Systems with Transmit Antenna
Selection/Maximal-Ratio Combining (TAS/MRC)

This section investigates the secrecy performance of a UAV-aided NOMA network
in the context of underlay CR. Specifically, a multi-antenna secondary source (S)
transmits a mixed signal incorporated with NOMA to two multi-antenna secondary
destinations (D;) via a UAV-enabled DF relay in the presence of an eavesdropper
(E). In addition, both a transmit antenna selection scheme at S and a maximal ratio
combining protocol at D; and E are considered. Considering all the links undergo
Nakagami-m fading with path loss, we analyze the secrecy performance in terms of
SOP for both users. Moreover, we also use Monte Carlo simulations to verify those
expressions.
The main contributions are as follows:

(1) We study the secrecy performance for an underlay CR UAV-aided NOMA sys-
tem. The scenario of a TAS scheme at a secondary source, the MRC protocol at
the destinations, and the parallel PIC at the eavesdropper are considered.

(2) The PDF and CDF of all links are first characterized when all the links experience
both large-scale and small-scale fading. Then, utilizing those expressions, we
derive both users’ closed-form expressions of the SOP.

(3) Wealso investigate the impact of several parameters, i.e., the number of antennas,
power distribution coefficient, the height of the UAV, and interference power
threshold, on the secrecy performance.
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(4) Finally, we analyze the effect of the hovering position of the UAV and the flight
trajectory on the secrecy performance.

5.2 System and Channel Models

As shown in Fig.5.1, an underlay CR UAV-aided NOMA system is considered in
this analysis, which includes a Lg-antenna secondary source (S), a single antenna
UAV-relay (R), two multi-antenna secondary destinations, i.e., a Lp,-antenna far
user (D7) and a L p,-antenna near user (D), and a L g-antenna eavesdropper (E).
Note that the UAV is a relay in this system to link the information transmission from
S to destinations.

Unlike the traditional ground relaying system, due to the advantage of mobility, it
is easier and faster to deploy the UAV-enabled relaying system, especially in natural
disasters. Furthermore, the LoS link is more likely to be established with the UAV-
enabled relay [1, 2]. It is assumed that there is no direct link between S and both two
users due to deep fading and/or obstacle blocking.

We also assume that E can only overhear the second hop, and this assumption is
reasonable. In a practical scenario, it may be difficult for E to find a suitable position
to wiretap both hops as the UAV is allocated in a proper deployment position to build
reliable links to serve both users well. Therefore, from the eavesdropping point of
view and to guarantee that it can overhear the information of both users, E may adopt

a strategy to locate itself on the destination side. The symbol, dg, = ,/ K 12{(; + H?,

is used to indicate the distance between nodes R and g, where g € {S, D;, E}, and
H and K, denote the vertical distance of node R to the ground and the horizontal

Fig. 5.1 System model
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distance to node g, respectively. It is noted that the measured results from [3, 4]
showed that in the suburban/open filed environment, the performance of the UAV
communication system is significantly affected by path loss.

Moreover, according to the experimental results, the UAV channels in low-altitude
applications can be more appropriately modeled as Nakagami-m distributions [5].
Therefore, all links are assumed to undergo Nakagami-m fading with a path loss,
and hyp (a,b € {P, S, R, D;, E})isused to denote the channel coefficient between
nodes a and b with a fading parameter m,;, and an average channel power gain £2,, =
E{|hap|*}. Therefore, the channel power gains, |/,|?, follows a gamma distribution
with the PDF and CDF expressed as

mabxmnl,fl
Sihap2 (X) = %exp(—ﬂabx) (5.1
and
Map—1 i i
Finp(¥) = 1=} =2 exp(—fupx), (5.2)

i=0

where 3, = '"“" and I"(-) is defined as gamma function shown by [6, Eq. (8.339.1)].

In the ﬁrst fime slot, S adopts the selected antenna after performing the TAS
scheme to transmit a mixed signal xgg = lel Ja; Psx; to R under the under-
lay cognitive radio model, where «; means the power allocation factor satisfying
aj 4+ ap = 1 and o > ap, and x; means the signal of D; with E|x;|?> = 1. The trans-
mit power of S is denoted as Py = L ”lz , where I, is the interference threshold at
the primary destination.

Similar to [7, 8], the interference signal from the primary transmitter is modeled
as AWGN to simplify the theoretical analysis. Thus, the signal received by R is
denoted as

h max

Vsk = —2—xgr +ng + gp, (5.3)
Vdsr

where ny is the zero mean AWGN with a variance of Ng, and gp is the interference
signal from PT, which is with CA/(0, nN), and 7 is the scaling coefficient of gp,

AR =1 i rea ‘hlS‘ R ’ with hlsS » means the channel coefficient between /s-th antenna

of S and R, and 6 is the path loss exponent.

Similar to [9, 10], perfect SIC is employed in this analysis. Therefore, the far
user’s signal, xy, is first decoded at R, and then x; is removed from the mixed signal
before decoding x;,. Hence, it has the SNR and SINR for D, and D; atR as

p, _ 2psrlhSR?

5.4
Ysr = (+1)dSR 5.4
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and
o1 psr R
Vou = o —. (5.5)
arpsr|hSR 17 + (n+ Ddgg
respectively, where pgr = NL;.
Next, the CDF of |h{g* |2 can be obtained as
msg—1 ﬁi i Ls
X
Fiaggep (x) = [1 -y =k eXp(—HSRX)} . (5.6)
i=0

In the second time slot, the DF protocol, which eliminates the influence of the first
hop on the second hop in the dual-hop communication, is adopted at R to process
the received signal. Therefore, R first decodes the received signal and then forwards
the re-encoded one to D; in the presence of E. Hence, the received signals at /p,-th
antenna of D; and at [g-th antenna of E can be written as

ZD’.
Ip. .
Vip, = —2exgp + 1, (5.7)
d9
RD;
and
o M
Vig = —AE=xgp +ng, (5.8)
d9
RE

respectively, where np, and ng are the zero mean AWGN with variances of Np,
and Ng at D; and E, and xgp = Zi2=1 Ja; Prx;, and Py is the transmit power at R.

Moreover, hl,?‘Di and hllf  denote the channel coefficients for the /p, -th antenna of the
D; and [g-th antenna of E, respectively.

Next, D; adopts the MRC scheme to process the received signals. Meanwhile,
SIC is also performed. Specifically, the far user D; decodes its signal while treating
D»’s signal as interference. While the near user, D5, first decodes and subtracts D;’s
signal and then processes its signal.

Therefore, it has the instantaneous SINR at D; and the SNR at D, as

pro, 1 |hRD, |2
YRD, = (5.9
' aprp, lhrp, >+ dYp,
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and
prD> 2| AR D, |
YRD, = ———g— (5.10)
drp,
) I
respectively, where prp, = +& and |hgp,|* = Z,LDD_I |h 1?1:) 2.

Making use of Egs. (5. 2) (5 9), and (5.10), the CDFs of «vgp, and ygp, can be
obtained as

MRD) LDI -1 (dﬁ 8 i ]
R )’ X Broy dgp, X .
- Y —=——exp (—7‘ e ), if x < 2L,

F’YRIJ] x)= i=0 [/’RD[((yl—azx)]'i! PrD; (@] —Q2X) @’ (511)
. else
and
"L (Brpydyp,) Bro,dpp,
Frp () = 1= ) = E2exp | —— 22 | 12
) pard (a2prD,)’ J! @2PRD;
respectively.

In addition, we conduct this analysis under the assumption that E has the largest
decoding ability. Specifically, the MRC technique is applied at E to process the
received signal. The PIC is also employed to decode the superimposed signals, i.e.,
the interference from x; (x,) can be eliminated when decoding x, (x;). Hence, the
SNRs for the signals of D and D, at E can be expressed as

h 2
D M = 1R (5.13)
drg
and
OéZ/ORE|hRE|2
RE = — o = YRE, (5.14)
dgg
where pre = 35, |hge* = Y05 [higp %, and yre = ”RE'hRE‘ with the PDF of vz
denoted as
d mrpLg wmgreLg—1 dG
Frop ) = LRE L Xp <—ﬁRE REX). (5.15)
PRE™ELEN (Mg LE) PRE
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5.3 Secrecy Performance Analysis

In this section, the derivation of SOPs for two users is presented.

5.3.1 SOP Analysis
5.3.1.1 SOP of Dy

The instantaneous SC of D for the two links can be expressed as
D, 1 D,
Csp = Elog2 (1 + ’ySR)
and

+
1 1+

Crp, = | 5log, iDDl
2 1 +’YR}E

where{x}" = max {x, 0}.

X. Zheng et al.

(5.16)

(5.17)

The worst hop in the DF relaying system dominates the system capacity. Hence,

the SC of D, as

Cp, = min {C?,;, Cro, }

(5.18)

A secrecy outage occurs when the instantaneous SC exceeds the user’s threshold

requirement, C;p,,. Therefore, it has the SOP of D; as
Py, =Pr{Cp, < Cu,}
- Pr{min {c?,g, cRD,} < c,,,l}
=1-Pr{CSt = Cuny. Cro, = Cun, |

—1—Pr {cf,; > Cun, } Pr{Crp, > Cin,}

=1 —Pr{yf,; > Cp — 1}Pr{~yRD, > Cr(1+~20) — 1}, (5.19)

where Cy, = 22,
Based on Eqgs. (5.1), (5.5), and (5.6), we have
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P D o Cr —1' =P hmax > h
sk = &1 - r{| | Ve | spl }
o
= / [1 - F|hm“x‘ (’Yl/’l .x)] ﬁ}1YP|2(x)dx
0

OOﬂmbP mgsp—1
=1 —/0 WCXP(—&M)

" Bsryimx)
X|: — exp(—BsrYin, X) Z M} dx,

J
(5.20)
(Cr, =D (+1)d} 1,
where vy, = —pl(gl_uz(cﬂ _51’;) and p; = 1%
Applying the binomial theorem to the term, J,in Eq. (5.20), it has
" gy |
k SRYih,
J= Z( )( 1¥exp(— kﬂsm,x)[ ; 17,}
e w )
= Z( )( D¥exp(—kBspyn ) [ (Fomrted e
i=0
ko k—kk—ki— kg 2
k\ (k—k k—ky—- —kpg—2
DRIEP I )~--( -)
e S ki ky ke — 1
msg—1\ kK—k1—=—kngp—1
» ((BSR'Ythl) ) ) (521)
(msg — !
where ©® = (msg — 1)(k — ki) —(mgp — 2ko— -+ — 2kmgp—2 — kimgp—1-
Defining
k k—k k_kl_"'_kmSR—Z
k\ (k—k k—ki—- —kpg—
e=YY .. Y ( )( )( )
ko =0k,=0 Fongg—1=0 ki & Kmsy =1
(5.22)
—_ k—kl—m—km ,]mSR—Z / k,+l
(Bsryim)"s* ! o (Bsryn,)'
= ——— — , 5.23
! ( (msg — 1)! [1 i! (5-23)

i=0

and substituting Eq. (5.21) into Eq. (5.20), we have
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oo Ls
L .
Pr{y?,;zcr,—l}zl— (72 ) (=1 exp(—kBsryun, ) W1 x®
AN

g"Pspxmsp—l
—_ — d
sy exp(—fBspx)dx
Ls Lg msp
=1- (=D, 52
;( k ) I'(msp)

b / x@tmse=lexp [—(kBsryin, + Bsp)x]dx
0

Ls LS msp
=1- (—Drow, — (O + mgp — 1)!
,§( k ) "I (mgp) i

x (kBsgyen, + Bsp) 7"
(5.24)

Based on Eqgs. (5.11), and (5.15), it has

t
Pr {’YRDI > Cp (1 +’YILQ)EI) - 1} :1_[‘/0 F"/RDI (Cr (A + arx)—1) frpe (x)dx
00
+/ Sre (x)dx]
t

t
:/0 [1= P, (€1,(1 4+ 1) = D] frp () dx

t
/ [ Broydgp, (C1y = 1+ Crya1x) }
= exp | —

PRD; (ap — aZ(CTl -1+ CTIOCIX))

Lp~1 ,j i i
MO Brp, ap) (Cry = 1+ Cryaqx)/

2

=0 J'prp, (a1 — a2 Cry —1+Crya1x)))/

d0 ymreLE ymRreLE—1 dl x
_ (BRedgp) exp _ Predgpx dx,

PR E T Omge L) PRE

(5.25)

e B
where =2
) CTI
Since the closed-form expression for Eq. (5.25) is difficult to obtain, the Gaussian

Chebyshev quadrature [6] is applied to obtain an approximated expression as
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. .
(Bred)™ " (ﬁmdﬁm Vim
“REF(MRE) j! 2N

Pr{a, = Cr, (1 + 70 — 1} =

. Z (CTI -1 + CT1alT)j
no [PrD, (0 — 0 (Cry + CryonT — 1))]

exp (1 — Cy, — Cr,a17)Brp, d RD,
prp, (@1 — aa(Cy, + Crya7 — 1))

0
exp (__ﬁRE"RE )M (5.26)

PRE
where N is a factor of the Gaussian-Chebyshev term, and gb:cos(zg;,]
5@+ 1), prp, =mgp,Lp,, jire = mreLg.
Applying Egs. (5.21), and (5.25), we express the analytical expression of SOP for
D as

msp

(L
Pior =1 |:1 Z( ks>(_1)k¢W1F(’ifSP)

k=0

(©+mgsp—1)!

rD; —1 j
(BREd(QE)MRElu (ﬁRDldlle)]

PRE F(MRE) J!

x (kBsrYin, +ﬁSP)_@_mSPj|

I (Cr, = 1+ Cryan7)’

2 Nn 1 [pro, (1 — 02(Cr, + CryonT — 1))]
|: (1 - CTI CTlalT)ﬁRDl RD, :|
X exp

PRD, (0¢1 —(Cp, + CryoyT — 1))

X exp < >T#RE-1\/1 — ¢ (5.27)

5.3.1.2 SOPof D,

The instantaneous SC for D; is
Cp, = min {c?,g, cRDZ}, (5.28)
where

I
Cr = 3log, (1 +7§,§) (5.29)
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and

+
1 (1 +’7RDZ)

CRD = —10g2 - (530)
E (1 + 71?2)

Next, the SOP of D, is expressed as

PGy =Pr{Cp, < Ci,}
— Pr [min(cg,g, Crp,) < C,hZ]
Pr{CS2 > Cipy» Crp, > Cthz}
=1-= Pr{C > Cthz} Pr CRD2 > Clhz}

=1- Pr[’YszECTz }Pr{'YRDZZCTz(]'i"Y )—1}
(5.31)

where C7, = 2%C and Cyy, is the capacity threshold of D,.
From Egs. (5.1), (5.4), and (5.6), we have

Priofi = Cr — 1} = Pr{Ing P =y lhse )

Z/ [1 = Fiuparp (viny )] fingpp (X)dx
0
Ls

L m.&P
=1—Z<k>( Dfow, (m )(O+mSP—1)'

k=0
x (kBsgYin, + Bsp) O, (5.32)

mgkfz k— k]* —k

BsrYiny) \ki+1 ( (Bsryiny)"SR™! mgg—1
where 11/2 = 1—1 ( i! : ) ( (msg—1)! ) and Veh, =
i=0

(Cr, —D)(+D)dly

After that, from Egs. (5.12) and (5.15), and (3.326.2) in [6], it has
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Pr{yen, = Cr(l+7) — 1] = / [1= P, (Cr.(1 4 a2x) = D] fr () dx
0

L —1 . .
B /w"% (Brp,digp,)! (Cr, — 1 4 Cr000%)
0 =0

(c2prp,) j!

< ﬁRDzdzDZ(CTZ -1+ Crzazx)>
. exp —

Q20RD,

HRE (10 VURE ytirE=] d? x
. OrE SLRIEE) exp <—LRE RE )dx
PRE F(/J/RE) PRE

(Bredf )< ( Brp,dlyp, (Cry, — 1))

HRE

PrE T (1RE) Q2PRD,

trpy =1 0 i .
d J .
) Z (Brp, RD?). Z<]>(CT2 —1)i4
= (2prp)! j i \g

I'(ure +q)

\RE+q °
0 Cr | Bredys \'E
(ﬂRDzdRD2 2 RE

PRD, PRE
(5.33)

X (CTZ Oéz)q

Finally, from Egs. (5.31) and (5.32), the SOP of D, can be derived as

Ls

L msp
Psgp =1~ (1 - Z( ,f)(—l)’cwzi@ +msp — 1)

P I"(mgp)
(ﬁREdzE)'uRE

X (kBsrVin +6SP)(H)mSP> —
i PRt T (ptrE)

-1 .

X exp _ﬁRDzdzDZ(CTz -1 #% (Brodap,)’ Z’:(])
Q2PRD, o (OészDz)jj!qu q

I'(pre +q)

Sy <o Daetig )
RD2%RD; prp, PRE

x (Cr, = 1)/ 71(Crya2)?

(5.34)

5.3.2 Asymptotic Analysis

To enhance the study, a theoretical insight in terms of asymptotic analysis for both
users is provided in this section to show the significance of the analytical results in
the high SNR regimes, revealing the system’s performance limits.
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For Dy, let p; — oo (i.e., v, — 0), while pgp, keeps fixed and finite, it has

lim Oexp(—kﬂs r7en, x) = 1. Therefore, the asymptotic expression can be obtained
Vehy —>

as

Ls

— L m —m
Pgop =1-(1 - Z( ks) (=1 B" kBsryen, +Bsp) ")
k=0
rD; —1 j
Bredi)" "I Bro )’ 1 7
Pt T (pre) = j' 2N

N (Cr, — 1+ Cra7)

= [pro, (@1 — aa(Cr, + Cranr — 1))
[ (1 - CT] - CT]alT)ﬂRDldle }
X exp

prp, (01 — o (Cr, + Cryont — 1))

0
x exp (— Bredrs ryrhRe=l T — 2, (5.35)

PRE

Next, let prp, — oo while p; keeps fixed and finite. Making use of the first two
terms of the Taylor series expansion, the asymptotic expression of D can be obtained
as

PRD|—>00 Ls Lg mse
Pso, =1—(1_§<k>(_1)k¢%%
X (O +msp— DK BsrYin, +Bsp) ="
X Wumzlflwil
e T (k) j! 2N

N

j=0
(CTI -1+ CTlalT)j
not [Pro, (01 — aa(Cry + CryonT — 1))

(I1-Cr, — CrlalT)ﬂRD,dle
x |14+
prp, (a1 — ar(Cp, + CryonT — 1))

X

d(ﬁ
x exp (— Bred g myTHRE=L /T — 2, (5.36)
PRE

Applying the approaches, we can respectively obtain the asymptotic expressions
when p; — oo and pgp, — oo for D, as



5 UAV Relay Communications

Ls
= - LS 15p
Pgop” =1—(1— Z( B )(—1)"55;
k=0

x (kBsgYin, +Bsp) ")
(Bredg )"t < Brp,dyp, (Cr, — 1))
x —REZ__exp [ —

HRE

Pre ' (LRE) Q20RD,

=1 0 Ny
Y Drodin)e Z(f[ )(Cn — 1y

(a2prD,)’ J!

j=0 q=0
r
% (Cp)f (krE +q)
2 Cr 8 d4° KRE+q
Brp,dy 2 | CRERE
2" RD; PRD, PRE

and
! *© S Ls k ?PSP
PR (1 = (—Dfpw, 52
o ( §< k ) I"(mgp)
x (O +mgp — 1)!(/(651(}/,;[2 + ﬁsp)—(')—msp)

(Bredpe)™™ (| Broudrp, (Cr = 1)
PRE T (urE)

Q2 PRD,

1irD, ~1 0 Nj i
3 Grndin) Z(])(CT2—1)<i—q
q

= (2prD,)! ! pard
I'(ure +q)

ﬂRFd%E HRE+G *
( PRE )

x (Cr,00)?

5.4 Performance Evaluation

5.4.1 Numerical Results and Discussions

185

(5.37)

(5.38)

In this section, we discuss the numerical and simulation results. The parameters are
setas p; = ISdB,pRE = IOdB,Oé] = 0.85,0&2 = 015,0 = 2, KSR = 80m, KRDl =
80m, KRDZ = 60m, KRE = 280m, H = 60111, mgp = MSR = NMRp, = MRp, =
MRE = 2, QSP = QSR = QRD] = QRDg = QRE = 1, Cthl = 0.0005 bitS/S/HZ,

Ci, = 0.001 bits/s/Hz, N = 50,and Ls = Lp, = Lp, = Ly = 2.

Figures 5.2 and 5.3 plot the impact of pgp, and prp, on the SOP performance
for Dy and D, under different H, respectively. We can observe from those two
figures that the secrecy performance is enhanced as prp, (prp,) increases due to the
channel advantage of the legitimate link over the eavesdropping one. Furthermore,
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the asymptotic results are approximate with the exact ones at the high SNR regions.
Howeyver, it is also observed that when pgp, and pgp, are in the comparably high
SNR region, i.e., prp, > 28dB in Fig.5.2 and pgp, > 24 dB in Fig.5.3, the SOP
performance almost remains unchanged with prp, (prp,) increases. This is because
the worst hop dominates the performance in the dual-hop link. In addition, one can
see that a larger value of H corresponds to a worse SOP performance as a higher
path loss resulted.

The SOP performance versus prp, and pgp, for varying a; and o, are presented
in Figs. 5.4 and 5.5. One can observe that the SOP performance enhances as o ()
increases. A higher o (o) means more power is allocated to the corresponding user.

The SOP versus p; for D; and D, under various pgp, and pgp, are depicted in
Figs.5.6 and 5.7. We can see that the SOP performance enhances with the increase
of p;, as more power can be used for information transmission at S. Furthermore,
as expected, the asymptotic results are approximate with the exact ones at the high
SNR regimes.

Figures 5.8 and 5.9 plot the SOP versus prg for varying pgp, and pgp,. One
can reveal that the SOP performance improves as the pgg value decreases. This is
because a smaller value of pgg means a poorer natural communication environment
for the eavesdropper.

The impact of the number of antennas on the SOP performance is illustrated in
Figs.5.10 and 5.11. One can see that the value of SOP decreases as Lp, increases
when pgrp, < 24dB in Fig.5.10 and pgp, < 36dB in Fig.5.11. This is because a
higher diversity gain can be obtained when more antennas are available on the device.
When prp, exceeds a certain value, i.e., prp, > 24dB and prp, > 36dB, the secrecy
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performance is almost similar for the different number of antennas, which is because

the first hop dominates the system performance.
The impact of scaling coefficient 17 on the SOP performance is presented in

Figs.5.12 and 5.13. As illustrated in those two figures, it is observed that the SOP
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performance improves as the value of 7 decreases. This is because a smaller value
of 17 means less interference from the primary transmitter, which can result in better
SOP performance.

5.4.2 SOP for the UAV with Different Spatial Positions
and a Constant Speed

This section presents the SOP performance when the UAV has different spatial posi-
tions and flies at a constant speed. For convenience, as shown in Fig. 5.14, the posi-
tions of S, R, D;, and E are presented in a three-dimensional coordinate, which are
(xs,¥s,2s), (Xr, Yr> ZR), (XD;, ¥D;» ZD;), and (xg, Yg, zg). Unless otherwise spec-
ified, the initial coordinates of those nodes are set as S (0, 0, 0), R (30, 30, 60),
D, (90, 90, 0), D, (70, 70, 0), and E (230, 230, 0), and the unit is meter (m).

Scenario 1: UAV is with different spatial positions.
In this scenario, the distance between the UAV and the node g (g € {S, Dy,
D,, E}) can be re-expressed using the three-dimensional coordinates as

drg = \/(XR —x)? + (r — ¥)* + (28 — 29)%. (5.39)



5 UAV Relay Communications 193

V4

R (X# Yz, Zr)
R Y Flight trajectory
e -
S (Xs Vs Zs) \\:\\\\
NN y
D2~ -l
(XDz, yDy, ZDz) i)l \\\\
(XDl, Vb1, Zp1) E
x (Xz V& Zp)
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Fig. 5.15 SOP of D; versus the UAV deployment position under various zg with a; = 0.8

The results are presented in Figs.5.15 and 5.16. Those two figures show that an
optimal UAV deployment position exists for each curve in which the secrecy outage
performance is the best.

Scenario 2: UAV flies with a constant speed.

As shown in Fig. 5.14, a simple scenario in which the UAV flies horizontally along
with the y-axis to the right with a constant speed v is considered. Therefore, the
distance between the UAV and the node g is
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dry =/ (=% + (VR +v1 —y,)? + (2r—20)%, (5.:40)

where ¢ is the flight time. As illustrated in Fig.5.17, one can observe that the SOP
performance for both users first improves and then decreases as the UAV flies. This is
because the UAV first approaches and then flies away from the users, which decreases
the distance between the UAV and the users and increases.

From the above two scenarios, we can conclude that it is better to allocate the
UAV in a proper position to result in the best secrecy performance of the system.

Last but not least, compared with previous works on multi-antenna scenarios for
UAV-NOMA systems, it is noted that the purpose of adopting multi-antenna is to
cover different sectors [11], or to realize the beamforming [12-14], or to employ
directional modulation [15]. Unlike those previous works, our focus of employing
multi-antenna in this study is on diversity-combining techniques regarding SOP
performance, i.e., both TAS at the source and MRC at the destinations. The primary
technical challenge of the analysis includes but is not limited to obtaining the PDF
and CDF expressions for the TAS output in the presence of underlay cognitive radio
and the MRC output, as well as doing the asymptotic analysis. Numerical results
from the analytical and asymptotic expressions show that the asymptotic results
approximate the exact ones at the high SNR regions. Furthermore, it is also found
that those figures have an error floor because another hop with fixed SNRs dominates
the system performance.
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5.5 Conclusion

This section analyzes the secrecy performance for an underlay CR-based UAV-aided
NOMA system over Nakagami-m fading channels. Both users’ analytical and asymp-
totic expressions of SOP have been obtained when the TAS scheme is adopted at
a secondary source and the MRC protocol is deployed at the destinations. Further-
more, we have analyzed the effects of the number of antennas, power distribution
coefficient, height of the UAV, and interference power threshold on the secrecy per-
formance. Numerical results illustrate that increasing the average SNR can enhance
the secrecy performance, and the worse hop dominates the secrecy performance of
the whole link. Moreover, increasing the number of receiving antennas, interference
power threshold, and power distribution coefficient can also enhance the SOP perfor-
mance of the system. In contrast, the system performance deteriorates as the height
of the UAV increases. In addition, an optimal UAV deployment position makes the
secrecy outage performance the best.
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Chapter 6 )
Conclusion ot

Gaofeng Pan, Xiaqing Miao, Xuanhe Yang, and Ziyi Yang

UAVs have become increasingly prevalent in various industries and applications,
ranging from military and surveillance operations to commercial and humanitarian
uses. Efficient and reliable communication is critical to UAV operations, enabling
control, data transmission, and situational awareness.

Over the years, significant advancements have been made in UAV communica-
tion systems, resulting in improved range, bandwidth, security, and reliability. Several
communication technologies, including RF, satellite, and cellular networks, are com-
monly used for UAV operations. Each technology has advantages and limitations;
the choice depends on the mission’s requirements.

RF communication remains the primary UAV control and telemetry method, par-
ticularly in the form of dedicated data links. It offers low latency, high bandwidth,
and LOS operation, making it suitable for short-range and real-time applications.
However, RF communication has a limited range and can be affected by interference
and signal degradation.

Satellite communication provides global coverage and is ideal for long-range
UAV operations, remote sensing, and BLOS applications. It offers high bandwidth
and reliable connectivity but may suffer from higher latency due to the longer trans-
mission distances. Satellites equipped with high-frequency bands, such as Ka-band,
can provide even greater data rates for UAV communication.

Cellular networks, specifically 4G and emerging 5G networks, are being increas-
ingly explored for UAV communication. They offer extensive coverage in urban
and populated areas, allowing UAVs to leverage existing infrastructure. Cellular
networks provide high data rates, low latency, and advanced features like network
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slicing and edge computing. However, their coverage is limited to areas with cellular
infrastructure, and signal quality may vary depending on the location.

To ensure robust and secure communication, UAVs often employ encryption tech-
niques and protocols to protect data integrity and confidentiality. Additionally, mea-
sures like frequency hopping, anti-jamming mechanisms, and redundancy in com-
munication links are implemented to enhance reliability and mitigate interference.

In conclusion, UAV communications have witnessed significant advancements,
enabling more sophisticated and complex operations. RF communication, satellite
communication, and cellular networks play vital roles in different scenarios, provid-
ing UAVs with diverse options for reliable and efficient communication. As technol-
ogy continues to evolve, we can expect further improvements in UAV communication
systems, enabling even more advanced and innovative applications in the future.

In this book, we mainly elaborated the following content.

6.1 UAV-Terrestrial Communications

6.1.1 Secure UAV Systems with Linear Trajectory

The mentioned section investigates the secrecy outage performance of a UAV system
with a linear trajectory. In this system, a UAV, denoted as S, flies in a straight line and
transmits its information over the downlink to a legitimate receiver, D, on the ground.
However, there is also an eavesdropping UAV denoted as E that attempts to overhear
the data being transmitted between S and D. Additionally, there is information being
transmitted over the uplink from D to S, such as commanding messages to control
S’s detecting operations, which can also be eavesdropped by E. The locations of S,
D, and E are randomly distributed.

The first step in the investigation is to characterize the statistical characteristics,
such as CDFs and PDFs, of the received SNR for both the downlink and the uplink.
The SNR is a critical parameter that determines the quality of the communication
links. By analyzing the statistical characteristics of the SNR, the researchers can gain
insights into the system’s performance and vulnerability to eavesdropping attacks.

Next, closed-form analytical expressions are derived for the lower boundary of
the SOP for both the downlink and the uplink. SOP represents the probability that
eavesdropper E successfully decodes the transmitted information, compromising the
system’s security. By deriving these analytical expressions, the researchers can evalu-
ate the system’s secrecy performance and assess the effectiveness of countermeasures
to protect against eavesdropping.

To validate the proposed analytical models, Monte Carlo simulations are con-
ducted. Monte Carlo simulations involve using random sampling to estimate the
behavior and performance of a system. By comparing the simulation results with the
derived analytical expressions, the researchers can verify the accuracy and effective-
ness of their proposed models.
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In summary, the secrecy outage performance of a UAV system with a linear trajec-
tory has been investigated while considering the presence of an eavesdropping UAV.
The statistical characteristics of the SNR are analyzed, and closed-form analytical
expressions for the lower boundary of the SOP are derived for both the downlink
and the uplink. Monte Carlo simulations are performed to validate the proposed ana-
lytical models. This research contributes to understanding secure communication in
UAV systems with linear trajectories and provides analytical tools to evaluate the
system’s secrecy performance.

6.1.2 Secure UAV-to-Vehicle Communications

This work investigates the secrecy performance of a UAV-to-vehicle (UAV-2-V)
communication system, addressing the security concerns associated with UAV com-
munications. In this system, communication occurs between a UAV denoted as S,
acting as a temporary aerial BS, and a legitimate vehicle denoted as D, which moves
along a road. However, an eavesdropping vehicle denoted as E, also on the same
road, attempts to overhear the information transmitted between S and D.

The locations of S, D, and E are assumed to be uniformly distributed. S is in
the sky, while D and E are on the highway. The statistical characteristics of the
received SNR, including the CDF and PDF, are characterized separately for both
the downlink and uplink. Understanding the statistical characteristics of the SNR is
crucial for assessing the system’s performance and vulnerability to eavesdropping
attacks.

For the downlink, closed-form expressions are derived for both the approximate
and asymptotic SOP. SOP represents the probability that the eavesdropper E success-
fully decodes the transmitted information, compromising the system’s security. The
downlink channels are assumed to experience Rician fading, a common model for
wireless channels that includes a LOS component. The derived expressions provide
insights into the system’s secrecy performance under Rician fading conditions.

Furthermore, the secrecy outage performance of the uplink is investigated. The
uplink refers to the communication from D to S. Closed-form expressions for the
exact and asymptotic SOP are derived for two cases: when the eavesdropping channel
experiences Rician fading and when it follows a Weibull fading model. Weibull fading
is a more generalized fading model that encompasses various fading environments.

Monte Carlo simulations are conducted to validate the proposed analytical models.
By comparing the simulation results with the derived analytical expressions, the
researchers can assess the accuracy and effectiveness of their models in representing
the system’s secrecy performance.

In summary, this work investigates the secrecy performance of a UAV-2-V com-
munication system, considering the presence of an eavesdropping vehicle. The sta-
tistical characteristics of the SNR are analyzed, and closed-form expressions for the
SOP are derived for both the downlink and the uplink under different fading condi-
tions. Monte Carlo simulations are performed to validate the proposed models. This
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research enhances the understanding of secure communication in UAV-2-V systems
and provides analytical tools for evaluating the system’s secrecy performance.

6.1.3 Power Adaptation Schemes in Aerial-Terrestrial
Communications

This part focuses on studying the transmission capacity performance of an aerial-
terrestrial communication system. In this system, an unmanned aerial vehicle denoted
as S transmits information bits to a terrestrial receiver denoted as D. The transmit
power of S is adaptively controlled based on the instantaneous CSI to optimize the
transmission capacity.

Three adaptive transmission schemes are considered in this work. The first scheme
is optimal simultaneous power and rate adaptation, where S adjusts its transmit power
and transmission rate based on the channel conditions. The second scheme is optimal
rate adaptation with constant transmit power, where S adapts only the transmission
rate while keeping the transmit power constant. The third scheme is truncated channel
inversion with a fixed rate, where S adjusts the transmit power using channel inversion
while maintaining a fixed transmission rate.

Closed-form expressions for the EC are derived under these adaptive transmission
schemes, taking into account the randomness of the location of the terrestrial receiver
D. The EC represents the average achievable transmission capacity over multiple
channel realizations. By deriving closed-form expressions, the researchers can gain
insights into the system’s capacity performance under different adaptive transmission
schemes and random location scenarios.

Furthermore, asymptotic expressions for the EC are derived to obtain additional
insights into the system’s performance. Asymptotic analysis allows for understanding
the system’s behavior as specific parameters, such as the SNR or the number of
antennas, tend to infinity or approach extreme values.

Numerical results are presented to compare the performance of the considered
power adaptation methods and to validate the accuracy of the proposed analytical
models. These numerical results provide quantitative assessments of the different
adaptive transmission schemes and confirm the effectiveness of the derived closed-
form expressions.

In summary, the transmission capacity performance of an aerial-terrestrial com-
munication system with adaptive transmission schemes has been studied. Closed-
form expressions for the EC are derived, considering the randomness of the terrestrial
receiver’s location. Asymptotic expressions are also obtained to gain further insights.
Numerical results are provided to compare power adaptation methods and validate
the proposed analytical models. This research contributes to understanding and opti-
mizing the capacity performance of aerial-terrestrial communication systems.
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6.2 UAV-to-UAV Communications

In the mentioned work, the focus is on investigating the secrecy performance of a
UAV-to-UAV system. In this system, one UAV is the source (S) transmitting informa-
tion to a legitimate UAV receiver. At the same time, a group of other UAVs attempts
to eavesdrop on the information being transmitted between S and the legitimate UAV
receiver. The locations of both the legitimate UAV receiver and the eavesdropping
UAVs are randomly distributed within the coverage space of S.

The first step in the investigation is to characterize the statistical characteristics
of the SNR over the links from S to the legitimate UAV receiver. The SNR is an
essential factor that determines the quality and reliability of the communication link.
By analyzing the statistical characteristics of the SNR, the researchers gain insights
into the system’s performance and vulnerability to eavesdropping attacks.

Next, we present closed-form analytical expressions for the SOP and the average
secrecy capacity. SOP represents the probability that the eavesdroppers successfully
decode the transmitted information, breaching the system’s security. On the other
hand, the average secrecy capacity quantifies the average amount of secure data that
can be reliably transmitted from S to the legitimate UAV receiver while keeping it
confidential from the eavesdroppers.

To validate the proposed analytical models, Monte Carlo simulations are con-
ducted. Monte Carlo simulations involve using random sampling to estimate the
behavior and performance of a system. By comparing the simulation results with the
derived analytical expressions, the researchers can verify the accuracy and effective-
ness of their proposed models.

In summary, we investigate the secrecy performance of a UAV-to-UAV system,
considering the presence of eavesdropping UAVs. The statistical characteristics of
the SNR are analyzed, and closed-form analytical expressions for the SOP and the
average secrecy capacity are derived. Monte Carlo simulations are performed to
validate the proposed analytical models. This research contributes to understanding
secure communication in UAV systems and provides analytical tools to evaluate the
system’s secrecy performance.

6.3 Satellite-UAV Communications

The investigation of the impacts of small-scale fading over the aerial-terrestrial chan-
nel and the randomness of the position of the terrestrial terminal on the capacity
performance of a SISO aerial-terrestrial system under three different adaptive trans-
mission schemes (OSPRA, ORA, and TIFR) can provide valuable insights into the
system’s efficiency and reliability.

Small-scale fading refers to the rapid fluctuations in the received signal strength
caused by multipath propagation and interference effects in wireless communication
channels. It can significantly impact the quality and reliability of the received signal.
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Small-scale fading can affect the system’s capacity in the context of the aerial-
terrestrial system, where signals are transmitted between an aerial UAV or drone and
a terrestrial terminal.

The randomness of the position of the terrestrial terminal introduces spatial vari-
ability into the channel characteristics. As the terrestrial terminal moves within its
coverage area, the received signal strength and quality can vary due to changes in
the channel conditions. This randomness adds another layer of complexity to the
system’s capacity performance.

The three adaptive transmission schemes, OSPRA, ORA, and TIFR schemes, are
likely designed to mitigate the effects of small-scale fading and adapt the transmission
parameters to optimize capacity. OSPRA (Optimal Spatial Random Access) is a
scheme that aims to maximize the system capacity by dynamically selecting the
best transmission mode based on channel conditions. ORA (Opportunistic Relaying
Algorithm) is a relaying scheme that exploits the available relay nodes to improve
the overall system capacity. TIFR (Time-Invariant Feedback Rate) is a scheme that
adapts the feedback rate based on channel quality, optimizing the system capacity
under varying channel conditions.

By studying the capacity performance under these adaptive transmission schemes,
the investigation can provide insights into how these schemes cope with small-scale
fading and the randomness of the terrestrial terminal’s position. It can evaluate their
effectiveness in maximizing capacity, adapting to changing channel conditions, and
maintaining reliable communication in the aerial-terrestrial system.

The findings of this investigation can be used to enhance the design and optimiza-
tion of future aerial-terrestrial communication systems. It can guide the development
of adaptive transmission schemes that better handle small-scale fading and spatial
variability in the terrestrial terminal’s position. Additionally, the results can help
understand the limitations and potential trade-offs associated with each adaptive
transmission scheme, allowing for informed decision-making in system design and
deployment.

The mentioned work also focuses on improving the accuracy and analytical mod-
eling of interfering signals in a three-dimensional (3D) space within the context of
CH-UAV RF and S-CH FSO links. The previous approach approximated the statis-
tical randomness of interfering signals using the Gamma distribution, a commonly
used approximation based on the central limit theorem. However, the current work
aims to provide a more accurate representation by deriving the moment-generating
function of the summation of interfering signals while considering the randomness
of the 3D locations of CHs (Cluster Heads).

By considering the randomness of the 3D locations of CHs, the work accounts
for the spatial variability of the interference signals in a more precise manner. This
approach provides a more realistic representation of the interfering scenarios in 3D
space. Furthermore, the work goes beyond presenting non-closed-form analytical
expressions for performance indices. It achieves closed-form analytical expressions
for the coverage probability over S-CH FSO and CH-UAV REF links.

The derived closed-form analytical expressions for the coverage probability are
valuable as they allow a more straightforward evaluation of the system’s perfor-
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mance under different interference scenarios. The coverage probability is a critical
performance metric that indicates the probability of achieving a reliable connection
or communication link in the presence of interference.

The closed-form expressions presented in this work cover various interference
scenarios, including interference-free, interference-dominated, and interference-and-
noise cases. This comprehensively analyzes the system’s performance under different
interference conditions.

Overall, this work contributes to the understanding and analysis of CH-UAV RF
links and S-CH FSO links by incorporating accurate modeling of interfering signals
in 3D space and deriving closed-form analytical expressions for the coverage proba-
bility. The improved modeling and analytical expressions enhance the evaluation and
optimization of these communication links, enabling better design and deployment
decisions in practical scenarios.

6.4 UAV Relay Communications

The first contribution is the proposal of a mixed RF and underwater optical commu-
nication network, where a UAV acts as a mobile source to transmit a signal to an
underwater terminal. This transmission is achieved through a surface relay. Integrat-
ing RF and underwater optical communication allows for communication between
aerial and underwater nodes, which can be useful in various applications.

Furthermore, the analytical expressions of OP were derived for both amplified-
and-forward and DF protocols in this mixed RF-underwater optical communication
network. OP is a performance metric representing the probability of a communi-
cation link failing to meet a certain quality-of-service requirement. The system’s
performance can be evaluated, optimized, and compared under different protocols
and scenarios by deriving analytical expressions for OP.

The second contribution is proposing a resource optimization scheme for a UAV-
NOMA network. This scheme aims to enhance the EE and spectrum efficiency of the
system. EE refers to the system’s achievable throughput ratio to energy consumption,
and spectrum efficiency refers to the data transmitted over a given bandwidth. By
optimizing resource allocation in the UAV-NOMA network, the scheme aims to
improve the system’s energy and spectrum utilization, leading to more efficient and
effective communication.

In summary, the contributions include the proposal of a mixed RF-underwater
optical communication network with a UAV as a mobile source, the derivation of
analytical expressions for OP under different protocols, and the development of
a resource optimization scheme for a UAV-NOMA network to enhance energy and
spectrum efficiency. These contributions advance the understanding and optimization
of communication systems in challenging environments and pave the way for more
efficient and reliable communication in aerial, underwater, and NOMA networks.
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6.5 Future of UAV Communications

UAVs have already revolutionized industries such as agriculture, construction, logis-
tics, and delivery services. In the future, we can expect to see further advancements
in these areas, with drones becoming more efficient, autonomous, and capable of car-
rying heavier payloads. This could lead to increased adoption of UAVs for tasks like
aerial inspections, crop monitoring, and last-mile deliveries. Moreover, Urban Air
Mobility (UAM) refers to using drones for personal transportation within cities. In
the future, we might witness the development of advanced drone taxis and air shuttles,
enabling convenient and efficient transportation. These autonomous aerial vehicles
could help alleviate traffic congestion, reduce commuting times, and enhance urban
mobility. What’s more, UAVs will continue to evolve with improved autonomous
capabilities. Future drones might possess advanced computer vision systems and
machine learning algorithms. Here are also a few key areas that are likely to shape
the future of UAV communication:

1. BLOS Communication: Currently, UAVs are often limited to operating within the
line of sight (LOS) of the operator or a ground station. However, future advance-
ments in communication technology, such as satellite links, high-frequency radio
waves, and advanced networking protocols, can enable UAVs to communicate
beyond the LOS, expanding their operational range and capabilities.

2. Swarm Communication: Swarm technology, where multiple UAVs operate coop-
eratively and coordinated, is gaining traction. In the future, enhanced communi-
cation systems will allow for seamless coordination and communication among
swarm members, enabling them to effectively perform complex tasks, share infor-
mation, and adapt to dynamic environments.

3. Improved Data Transmission: UAVs generate vast amounts of data through vari-
ous sensors, cameras, and other onboard systems. Future communication systems
must support high-speed data transmission and low-latency links to facilitate real-
time data analysis, remote control, and command and control operations.

4. Security and Privacy: As UAVs become more prevalent in various industries,
ensuring secure and private communication will be crucial. Advanced encryption
techniques, authentication protocols, and anti-jamming technologies will signif-
icantly protect UAV communications from cyber threats.

5. Integration with Existing Communication Infrastructure: Integrating UAV com-
munications seamlessly into existing communication infrastructure, such as cel-
lular networks or dedicated UAV communication networks, will be essential. This
integration will allow UAVs to leverage existing infrastructure for communica-
tion, enhancing their reliability and enabling efficient airspace management.

6. Spectrum Management: With the increasing number of UAVs in operation, effi-
cient spectrum management will become critical to avoid interference and conges-
tion. Regulatory bodies and communication authorities must develop frameworks
to allocate dedicated frequency bands or implement dynamic spectrum-sharing
mechanisms to support UAV communication.
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7. Artificial Intelligence (AI) and Machine Learning (ML): Al and ML technologies
will play a crucial role in UAV communications by enabling autonomous decision-
making, adaptive communication protocols, and intelligent routing algorithms.
These technologies can enhance communication efficiency, optimize network
resources, and improve overall UAV mission performance.

It’s important to note that advancements will influence the future of UAV com-
munications in communication technology, regulatory frameworks, industry require-
ments, and the evolving needs of various sectors, such as agriculture, logistics, emer-
gency response, and surveillance.
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