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Abstract The introduction of Internet of Things (IoT) has benefitted smart cities, 
healthcare, and transportation applications for enabling smart connections and 
analyzing the performance. As the number of IoT devices and potential connec-
tivity increases, the distance between smart hubs, smartphone software complexity, 
and people behaviors changes rapidly resulting in a power utilization challenge. 
Energy efficiency and power dissipation are two of the most significant challenges in 
green IoT-enabled technologies. Based on a systematic literature review, this study 
presents the power management possibilities in the Internet of Things (IoT) domain. 
The main purpose of this study is to develop energy-efficient approaches for WSNs 
that enable IoT. The “Green IoT” concept aims to reduce the energy consumption 
of IoT devices while maintaining sustainability conditions. In this study, which is 
driven by establishing a viable IoT environment for the future phase and moving 
the globe toward the formation of Green IoT, a review of Green IoT (GIoT) is first 
provided, and then the challenges and potential possibilities for GIoT are studied. 

Keywords Cloud computing · Green Internet of Things (IoT) ·
Machine-to-machine (M2M) · Near-field communication (NFC) · Radio-frequency 
identification (RFID) ·Wireless sensor networks (WSNs) 

1 Introduction 

Internet of Things (IoT) is gaining an increasing research interest among Informa-
tion and Communication Technology (ICT) researchers. The term Internet of Things 
(IoT) is described as a network of billions of things/people connected to one another 
[1]. The communication between IoT devices can be established at any point of 
time and any place by employing different services via any link. IoT is a heteroge-
neous environment, which includes a number of nodes, such as sensors, RFID tags, 
RFID readers, and mobile devices [2]. Internet of Things (IoT) is more than simply
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a network for transferring data; it is a system that uses big data processing, events, 
and protocols. The advancement of IoT technology provides opportunities but also 
challenges. Many problems exist in the IoT research subjects including data anal-
ysis and storing, transportation, digital transfer, safety, communications, and power 
administration, which remain as the different aspects of information analysis and 
storing [3]. 

For a daily routine, IoT technologies are playing a significant role in human 
lives. It is also known that IoT will emerge as a revolutionary technology, capable 
of transforming the world into a digital space [4, 5]. Internet of Things (IoT) has 
the potential to connect thousands of digital objects. It is frequently considered as 
an advanced version of machine-to-machine (M2M) communication, where each 
machine or digital entity interacts with each other without any human involvement 
[6]. IoT and similar innovations cover a wide range of devices, including actuators, 
sensors, access points, and portable gadgets, which remain connected to the web and 
capable of detecting their surroundings, transferring data, and establishing commu-
nication in different ways [7]. IoT devices utilize energy to function and run, just like 
any other device. However, in a few cases, these devices consume much more energy 
than is required, resulting in energy wastage through the formation of unwanted heat. 
This wastage of energy and unnecessary temperature must be reduced to benefit the 
economy and ensure environmental safety. The quantity of energy required to operate 
a gadget has increased due to the recent technological developments and the contin-
uous growth of functional IoT devices. This has paved way for the growth of GIoT or 
low-power IoT [8]. According to reports, the Internet of Things (IoT) will be instru-
mental in preventing future natural calamities by adopting low-energy consumption 
practices [9]. 

The increasing number of energy-consuming digital devices and wide variety of 
digital domains, the energy consumption rates have increased unprecedently [10]. 
The utilization of connected IoT gadgets is growing at an exponential rate, as well 
as the amount of data produced and moved throughout the IoT model has prompted 
the researcher to predict the high data rate and large content size, which leads to 
an unavoidable carbon cost [9]. According to recent research reports, the increased 
amount of carbon dioxide generated by mobile systems are predicted to reach 345 
million tons by 2020 [11]. Pure or green technology are developing as an impor-
tant study area due to the increasing large carbon dioxide outputs as well as the 
ecological and medical issues. However, there are a number of issues with the GIoT 
ecosystem as a whole, including the issues with security and service quality, as well 
as the complexity of using a global framework, heterogeneous devices, etc. As a 
result, researchers are working to create new alternatives such as unique GIoT solu-
tions and the incorporation of supportive technologies such as cloud computing, fog 
computing, and other similar technologies to address these issues. The primary goal 
of this research work is to make the readers have a short outline on GIoT and usage 
of GIoT methods to develop an eco-friendly sustainable world.
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2 Green Internet of Things 

This section provides a taxonomy to emphasize the technical aspects of energy 
management and green computing technologies in any IoT environment. Figure 1 
shows a novel taxonomy for enabling energy management in Internet of Things (IoT) 
systems. Six categories can be used to categorize the study on energy management 
and power consumption solutions in I/O settings: Smart technologies include, smart 
grids, smart energy collection, smart cities, smart industries, and smart building and 
environments. 

With the IoT experiencing several challenges like security and privacy, and inter-
operability [12], the most important challenge faced during the implementation of 
IoT is energy consumption. The power consumption will increase as there are more 
Internet-connected IoT devices including RFIDs, sensors, actuators, and mobile 
devices [13]. A high amount of energy is required on a daily basis if billions of 
IoT devices are operating continuously, and also a huge amount of data will be 
produced. Additionally, the energy required to transfer and store the large-scale 
data increases exponentially. As a result of this excessive energy consumption, an 
increasing amount of carbon dioxide (CO2) will be discharged into the atmosphere 
without any limitations. GIoT is presented as a solution to these challenges [14].

Fig. 1 Proposed taxonomy for energy management solutions in IoT environments 
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3 Literature Survey 

This section provides a comprehensive literature review of all the recent concepts 
for energy-efficient IoT deployment. Due to the rapid depletion of traditional energy 
resources and the exponentially increase in energy consumption, green IoT has gained 
potential research interest in the ICT industry. 

Miorandi et al. [15] explained about various methods and technologies helpful in 
attaining energy efficiency in the IoT, however there was no discussion on system 
models that are precisely developed for Green IoT. Baliga et al. [16] compared the 
energy usage of cloud computing and PC computing in various circumstances and it 
was concluded that selecting the models based on scenarios would be the best option. 
Additionally, these estimates do not include Quality of Service (QoS) issues, which 
may enhance energy consumption in certain instances. Green technologies for the 
implementation of IoT by considering the QoS across different domains were studied 
in [17]. It is directly aimed at generating solutions for Green IoT. The background 
of an IoT network, the information center and cloud computing, as well as its green 
solutions, were not highlighted. 

Akkaya et al. [18] described various mechanisms for saving energy in smart 
buildings. This is accomplished by using the data gathered through IoT, and it was 
discovered from the respective systems that in case of heating, when proper ventila-
tion and air conditioning systems are in place, huge amounts of energy can be saved. 
Despite all of the existing research works, the comparison of energy preservation 
concepts has not been examined. 

Wireless sensor networks (WSN) is considered as an important element in the 
implementation of IoT. Shaikh and Zeadally [19] discussed about the taxonomy of the 
methods employed for harvesting energy in WSN by applying various environmental 
resources in detail. However, instead of batteries, another media for energy storage 
could result in high energy effectiveness; therefore, this field requires extensive 
research. 

An energy evaluation approach for smart homes based on the MQTT communi-
cations protocol in an IoT environment and Big Data was developed and tested by 
Al-Ali [20]. The proposed energy management system makes use of analytics, and 
business intelligence. The proposed approach uses benchmarking to perform data 
mining and also uses a business intelligence platform to instantly produce graphs, 
charts, and reports. Further, the suggested solution enables users to operate and 
monitor the equipment remotely, create online invoices by using a user-friendly 
mobile application, and provide novel techniques for enabling smart energy manage-
ment based on IoT and Big Data. The proposed method highly emphasizes on speed 
and security parameters to enable efficient energy management systems in wire-
less sensor networks (WSN). A number of parameters were developed to assess the 
system performance, including storage, database speed measurement, and scalability 
in MQTT servers. 

Cho et al. [21] proposed an IoT-based technique for limiting the energy consump-
tion in household appliances. The proposed algorithm is divided into three modules:
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first is the heterogeneous network end device module, which is a framework that trans-
lates the processing of various devices into recognized standards for other devices, 
as well as the administration systems; second is the electric appliance-oriented inter-
operability module, which includes a sub-module; third is the electric appliance-
oriented interoperability module, which is considered as the most important module 
in the proposed algorithm. The technology is then tested on home appliances present 
in a smart house for a particular period of time. This method can be implemented 
with the use of local and worldwide Internet connection techniques such as Blue-
tooth, ZigBee, and others. Finally, the power precision and recollection metrics were 
assessed. The potential challenge observed here is smart management, which is 
defined as the precise identification of the efficiency and energy distribution of all 
devices at the same time period. Upcoming research must concentrate on predicting 
the user behaviors and employing a recognition model with hybrid data like image 
and position. 

Li et al. [22] have reviewed the procedures for designing an IoT-based Self 
Learning Home Management System (SHMS) based on machine learning. Features 
like power alert, price clustering, and price estimate, for which machine learning 
technology has been extremely useful in the implementation and development, are 
among the recommended strategies. In the suggested method, a smart home was 
used to simulate the system design. A smart plugin has been considered to track the 
amount of power used, and data analysis was also used to optimize power dissipa-
tion based on the product utilization. The authors provided a suitable method for 
monitoring the amount of electricity consumed, after which the smart home model 
will get optimized by reducing the additional demand for power supply and the cost 
associated with its utilization. 

An Internet of Things (IoT) based smart home management system was created 
by Naik and Patel [23]. JSON is the algorithm used in their proposed model. The 
filtering will only be applied in this technique once when the data is submitted to 
the server, and later the retrieved information will get stored. For connecting and 
managing microprocessors, sensors, and Internet-enabled devices via web servers, 
smartphone apps or databases are utilized. Xenserver and a microcontroller board 
are used in this project. After completing the development of proposed system, the 
authors have experimented it for several months. The outcomes of their work are 
compared to other contemporary technologies in terms of price and performance 
metrics, such as reliability and energy consumption to know about the effectiveness 
of the proposed technology. The proposed technique has the advantage of being 
able to check the regional climate and dynamically modify the room temperature; 
nevertheless, the system security has not been ensured in this research. 

In the domain of home power administration, Park et al. [24] have explored 
numerous varieties of predicted risks and elements that impact the risk factor of IoT. 
The demographic variables have also been explored. There have been discoveries of 
security, privacy, financial, electromagnetic radiation (EMR), and other risks. The 
observed EMR is the most effective value. The writers have specifically considered 
the individual’s choice, which includes sensitivity to changes in electricity consump-
tion, ecological degradation, and so on. Also, two vital factors include the changes in
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electricity cost and adoption of novel technology. Possibly, the users concern about 
EMR even though the researchers have perceived cyber security threats as the draw-
back of ICT services. However, the exploration on the relevance of demographic 
variables along with perception of risk has gained more research attention and it is 
important to carry out extended research works. 

Kamienski et al. [25] introduced a system, where the system operation is carried 
out through traceable graphical contexts to manage data based on the scalable IoT 
systems in smart cities. The developed representations form the elementary principles 
are far behind the illustration of the technique used in this system. An application has 
been introduced to realize the context principles and designs. This article attempts 
to provide an environment in which these user-designed contexts require tracking, 
and this system should also ensure data security. The approach has been further 
examined from various perspectives, including error detection, modification, and 
platform effectiveness. This approach has a restricted scope of the context awareness 
framework, and it requires new techniques to improve it. 

Designing a deep reinforcement learning (DRL)-based IoT fog node design 
focused on power efficiency applications has been developed by Liu et al. [26]. 
This research work provides information on enabling energy administration in smart 
cities. Edge computation is used to introduce the software foundation of an IoT-based 
environment. Since the IoT system is employed in smart cities, the smart environ-
ment faces numerous challenges in detecting and conducting strong control actions 
in compliance. As a result, the evolving DRL is a potential technology comprised of 
the deep neural networks (DNN). 

Sodhro et al. [27] proposed two algorithms, HABPA and DSA to achieve the 
goal of developing green and robust smart communities. The smart city applications 
have been extended to several sectors of society, including health care, industry, 
and media streaming. IOT connects the devices connect with one another, but a 
substantial amount of energy is consumed by them, therefore the algorithms (HABPA 
and DSA) are implemented to establish a balance between energy resources and 
system requirements by maintaining the efficiency of the smart city and prevention 
of data loss. Attempts have been made to make the best use of recyclable green energy 
sources rather than the simulated ones. It can be inferred from the results that both the 
algorithms are very efficient though there are few challenges to be addressed, they 
are: buffer area and the amount of increase in energy consumption. It is expected that 
developed technologies will be expanded into health care system in the near future. 

Terroso-Saenz et al. [28] have presented the IoT Energy Platform (IoTEP) to find 
a solution for the energy operational issues, which include a large amount of energy 
consumption and wastage. It is found that the existing techniques are insufficient to 
solve the current problems, for example, the sensing system used in apartments do 
not have the ability to deal with the energy loss. Hence, IoTEP technique is proposed 
to optimize the ways in which the energy is balanced in buildings by using data 
probing, energy savings can estimate the energy requirements. IoTEP will not only 
reduce the energy loss but also yield the advantages of personated energy criticism 
for incorporating more enhancements. In the near future, other approaches can be
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synchronized with the proposed technique. It is also expected that these hybrid forms 
would yield improved results in this field. 

Pawar and Tarun Kumar [29] presented an IoT-based intelligent energy adminis-
tration platform with no constraints or limits for the utilization of renewable energy 
resources. The suggested method was designed and constructed to represent the 
assessment of different architectures. 

Tom et al. [30] introduced an IoT-based technique for measuring and regulating 
the energy depreciation with the goal of increasing the use of eco-friendly and green 
energy. Since IoT-enabled homes and devices are connected to the internet, the data 
consumption levels, occupants’ demands, high-consumption devices, peak hours, 
and the expenses incurred by each model may be collected. As a result of these 
assessments, the power utilization framework for smart homes is found to be likely to 
result in predicting the estimated power consumption, peak periods, and participatory 
requirements for the next three days, and the results are communicated to customers 
via demand response (DR) scheme. The main purpose of this research work is to 
balance the energy usage during peak hours while decreasing the consumption and 
resultant cost. If the residence permits it, the utility may be authorized to regulate 
and use the auto-control equipment. 

Salman et al. have proposed a novel energy management system for smart homes. 
This technology was designed specifically for sensors and cameras as it was deter-
mined to be unsuitable for the heterogeneous nature of IoT environment. Further-
more, it does not have the ability to adapt to the systems capable of transmitting large 
amounts of data, such as IoT environment [31]. 

Ku et al. have developed a smart energy service for Internet of Things (IoT) 
applications. The collection of energy data is required for this service. The major 
drawback in this service is that it does not address the problem of fault tolerance, as 
well as the lack of trials that involve IoT infrastructure [32]. 

Choi et al. [33] have developed a power monitoring system for a particular type 
of public environment, this technique is characterized as a special purpose system. 
Furthermore, the research studies are not exclusively designed to provide reliable 
outcomes that satisfy the emerging research requirements. 

Prathik et al. [34] developed a system for scaling the energy consumed by IoT 
technology (i.e., the IoT technology is utilized in the form of a tool in this technical 
work). There is no solution proposed in this research for dealing with the energy 
utilization challenges in IoT. 

In order to adopt IoT-based energy approaches with smart plugs, Srinivasan et al. 
[35] have developed a smart strategy, but it was not energy critical at the same levels 
of IoT energy-based nodes. Also, the implementation part has not considered the 
unique characteristics of Internet of Things (IoT). 

Kumar et al. [36] proposed an IoT-based energy harvesting system. This system 
has not considered the issue of IoT power utilization, especially for non-renewable 
energy nodes. 

Chaouch et al. [37] considered a machine-to-machine statement to develop an 
energy management approach with an intent to monitor and reduce the energy
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dissipation. Due to its architecture, this system is considered as a special purpose 
system. 

Panahi et al. [38] investigated a smart mechanism that can be used to charge the 
mobile sensors wirelessly by using the IoT technologies. This intelligent method’s 
modeled testing ground is inadequate to show the IoT environment because it focuses 
solely on the WSN ecosystem, ignoring RFID and other energy-based nodes. 

Only a real-time surveillance method for energy levels identified in the IoT 
systems is suggested by Alaudin et al. [39]. 

A hardware design that can change the rate of energy consumption was studied 
by Tcarenko et al. [40]. 

Suresh et al. [41] proposed a theoretical technique to reduce the sensor node 
energy dissipation in the IoT environment. 

Using IoT technologies, Yaghmaee et al. [42] have developed a smart power 
measuring device by including a cloud server, smart plugs, and a gateway. When 
combined with a defect in the IoT standards, the results of this system has become 
incorrect and inadequate. 

In the IoT environment, Pan et al. [43] suggested an energy surveillance mecha-
nism and lower power usage rates. This system is also built by considering a specific 
goal. Furthermore, its deployment testing strategy does not reflect the characteristics 
of IoT. 

Ding and Wu [44] proposed a schedule method for minimizing the energy loss. 
Because this model was evaluated in a WSN rather than an IoT situation, the findings 
could then be utilized in IoT. 

Ejaz et al. [45] have involved in developing an optimal and planned energy-
efficient model for smart cities, as well as the energy collection to extend the life 
of low-power products. The efficacy evaluation of this system is poor due to its 
dependency on four devices. It has failed to consider the enormous amount of data 
that could be exchanged in a smart city or over the Internet of Things. 

4 Inference from Existing Work 

GIoT can enhance people’s lives and the environment by strengthening the eco-
friendliness of the technologies and the associated infrastructure. Recently, GIoT 
research is focused on developing energy-efficient models and scheduling, energy-
efficient RFIDs, green IoT systems and solutions, and GIoT device localization 
[46]. Furthermore, the majority of IoT devices are expected to be designed to be 
recyclable as many times as possible, thereby lowering the number of toxic and 
dangerous materials discharged into the environment. Furthermore, it is expected that 
the GIoT systems would progressively combine the supportive technologies such as 
cloud computing [47], fog computing, edge computing, and blockchain, since these 
techniques may improve the basic IoT environment’s sustainability, security, and 
efficiency [48–50].
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5 Conclusion 

This paper explores the sustainable strategy of IoT. The most recent efforts in the 
green IoT domain as well as the potential sectors requiring attention in the future 
for green IoT are reviewed. There is a collection of IoT technologies that can posi-
tively impact the environment and conserve energy. This study investigates the key 
enablers of green IoT, and examines how they make the best use of diverse techniques 
to improve energy efficiency. To offer a sensitive connection across diverse domains 
of green IoT, including heterogeneous combinations, sensor cloud integration, proper 
service administration, and adverse physical environments, the standardized frame-
works are necessary. Several global initiatives have been proposed to promote and 
accommodate the green environment. Further, the recent research initiatives and stan-
dardization efforts are reviewed, and their future perspectives are also highlighted. 
From the proposed review, It is envisioned that the increased industrial focus on 
green IoT will boost its future prospects, and that researchers and industrialists will 
be fully involved in implementing the goal of green IoT. 

References 

1. Wu J, Dong M, Ota K, Li J, Yang W, Wang M (2019) Fog-computing-enabled cognitive 
network function virtualization for an information-centric future Internet. IEEE Commun Mag 
57(7):48–54 

2. Lin X, Li J, Wu J, Liang H, Yang W (2019) Making knowledge tradable in edge-AI enabled 
IoT: a consortium blockchain-based efficient and incentive approach. IEEE Trans Ind Inform 
15(12):6367–6378 

3. Zhou Z, Feng J, Gu B, Ai B, Mumtaz S, Rodriguez J, Guizani M (2018) When mobile crowd 
sensing meets UAV: energy-efficient task assignment and route planning. IEEE Trans Commun 
66(11):5526–5538 

4. Kagita MK, Thilakarathne N, Rajput D, Lanka DS (2020) A detail study of security and privacy 
issues of Internet of Things. arXiv preprint arXiv:2009.06341 

5. Al-Turjman F, Kamal A, Husain Rehmani M, Radwan A, Khan Pathan AS (2019) The green 
internet of things (G-IoT). Wirel Commun Mob Comput 

6. Prasad SS, Kumar C (2013) A green and reliable internet of things. Commun Netw 5(1):44–48 
7. Huang J, Meng Y, Gong X, Liu Y, Duan Q (2014) A novel deployment scheme for green 

internet of things. IEEE Internet Things J 1(2):196–205 
8. Shaikh FK, Zeadally S, Exposito E (2015) Enabling technologies for green internet of things. 

IEEE Systems J 11(2):983–994 
9. Green IoT. https://www.telekom.com/en/company/topic-specials/internet-of-things/greeniot 
10. Varjovi AE, Babaie S (2020) Green Internet of Things (GIoT): vision, applications and research 

challenges. Sustain Comput: Inform Syst 28 
11. Green Power for Mobile, The Global Telecom Tower ESCO Market, Technical Report (2015) 
12. Thilakarathne NN (2020) Security and privacy issues in IoT environment. Int J Eng Manag 

Res 10 
13. Alsamhi SH, Ma O, Ansari M, Meng Q (2019) Greening internet of things for greener and 

smarter cities: a survey and future prospects. Telecommun Syst 72(4):609–632 
14. Arshad R, Zahoor S, Shah MA, Wahid A, Yu H (2017) Green IoT: an investigation on energy 

saving practices for 2020 and beyond. IEEE Access 5:15667–15681

http://arxiv.org/abs/2009.06341
https://www.telekom.com/en/company/topic-specials/internet-of-things/greeniot


164 I. Shanmugapriya

15. Miorandi D, Sicari S, De Pellegrini F, Chlamtac I (2012) Internet of things: vision, applications 
and research challenges. Ad Hoc Netw 10(7):1497–1516 

16. Baliga J, Ayre RW, Hinton K, Tucker RS (2010) Green cloud computing: Balancing energy in 
processing, storage, and transport. Proc IEEE 99(1):149–167 

17. Kiourti A, Lee C, Volakis JL (2015) Fabrication of textile antennas and circuits with 0.1 mm 
precision. IEEE Antennas Wirel Propag Lett 15:151–153 

18. Akkaya K, Guvenc I, Aygun R, Pala N, Kadri A (2015) IoT-based occupancy monitoring tech-
niques for energy-efficient smart buildings. In: IEEE wireless communications and networking 
conference workshops (WCNCW), pp 58–63 

19. Shaikh FK, Zeadally S (2016) Energy harvesting in wireless sensor networks: a comprehensive 
review. Renew Sustain Energy Rev 55:1041–1054 

20. Al-Ali AR, Zualkernan IA, Rashid M, Gupta R, AliKarar M (2017) A smart home energy 
management system using IoT and big data analytics approach. IEEE Trans Consum Electron 
63(4):426–434 

21. Cho WT, Lai YX, Lai CF, Huang YM (2013) Appliance-aware activity recognition mechanism 
for IoT energy management system. Comput J 56(8):1020–1033 

22. Li W, Logenthiran T, Phan VT, Woo WL (2018) Implemented IoT-based self-learning home 
management system (SHMS) for Singapore. IEEE Internet Things J 5(3):2212–2219 

23. Naik K, Patel S (2018) An open source smart home management system based on IOT. Wirel 
Netw 1–7 

24. Park C, Kim Y, Jeong M (2018) Influencing factors on risk perception of IoT-based home 
energy management services. Telematics Informatics 35(8):2355–2365 

25. Kamienski CA, Borelli FF, Biondi GO, Pinheiro I, Zyrianoff ID, Jentsch M (2017) Context 
design and tracking for IoT-based energy management in smart cities. IEEE Internet Things J 
5(2):687–695 

26. Liu Y, Yang C, Jiang L, Xie S, Zhang Y (2019) Intelligent edge computing for IoT-based energy 
management in smart cities. IEEE Netw 33(2):111–117 

27. Sodhro AH, Pirbhulal S, Luo Z, De Albuquerque VHC (2019) Towards an optimal resource 
management for IoT based Green and sustainable smart cities. J Clean Prod 220:1167–1179 

28. Terroso-Saenz F, González-Vidal A, Ramallo-González AP, Skarmeta AF (2019) An open 
IoT platform for the management and analysis of energy data. Futur Gener Comput Syst 
92:1066–1079 

29. Pawar P, Tarun Kumar M (2020) An IoT based Intelligent Smart Energy Management System 
with accurate forecasting and load strategy for renewable generation. Measurement 152 

30. Tom RJ, Sankaranarayanan S, Rodrigues JJPC (2019) Smart energy management and demand 
reduction by consumers and utilities in an IoT-Fog-based power distribution system. IEEE 
Internet Things J 6(5):7386–7394 

31. Salman L, Salman S, Jahangirian S, Abraham M, German F, Blair C, Krenz P (2016) Energy 
efficient IoT-based smart home. In: IEEE 3rd world forum on Internet of Things (WF-IoT), pp 
526–529 

32. Ku TY, Park WK, Choi H (2017) IoT energy management platform for microgrid. In: IEEE 
7th international conference on power and energy systems (ICPES), pp 106–110 

33. Choi CS, Jeong JD, Lee IW, Park WK (2018) LoRa based renewable energy monitoring 
system with open IoT platform, In international conference on Electronics, Information, and 
Communication (ICEIC), pp 1–2 

34. Prathik M, Anitha K, Anitha V (2018) Smart energy meter surveillance using IoT. In: Inter-
national conference on power, energy, control and transmission systems (ICPECTS), pp 
186–189 

35. Srinivasan A, Baskaran K, Yann G (2019) IoT based smart plug-load energy conservation and 
management system. In: IEEE 2nd international conference on power and energy applications 
(ICPEA), pp 155–158 

36. Kumar SS, Kaviyaraj R, Narayanan LJ (2019) Energy harvesting by piezoelectric sensor array 
in road using Internet of Things. In: 5th international conference on advanced computing & 
communication systems (ICACCS), pp 482–484



A Survey on Energy Management Evolution and Techniques for Green … 165

37. Chaouch H, Bayraktar AS, Çeken C (2018) Energy management in smart buildings by using 
M2M communication. In: 7th international Istanbul smart grids and cities congress and fair 
(ICSG), pp 31–35 

38. Panahi FH, Moshirvaziri S, Mihemmedi Y, Panahi FH, Ohtsuki T (2018) Smart energy 
harvesting for Internet of Things. In: Proceedings of the smart grid conference (SGC), pp 
1–5 

39. Bin Alaudin AH, Zan MMM, Mahmud AR, Yahaya CKHCK, Yusof MI, Yussoff YM 
(2018) Real-time residential energy monitoring device using Internet of Things. In: IEEE 
8th international conference on system engineering and technology (ICSET), pp 97–101 

40. Tcarenko I, Huan Y, Juhasz D, Rahmani AM, Zou Z, Westerlund T, Tenhunen H (2017) 
Smart energy efficient gateway for Internet of mobile things. In: 14th IEEE annual consumer 
communications & networking conference (CCNC), pp 1016–1017 

41. Suresh K, RajasekharaBabu M, Patan R (2016) EEIoT: energy efficient mechanism to leverage 
the Internet of Things (IoT). In: International conference on emerging technological trends 
(ICETT), pp 1–4 

42. Yaghmaee MH, Hejazi H (2018) Design and implementation of an Internet of Things based 
smart energy metering. In: IEEE international conference on smart energy grid engineering 
(SEGE), pp 191–194 

43. Pan J, Jain R, Paul S, Vu T, Saifullah A, Sha M (2015) An internet of things framework for smart 
energy in buildings: designs, prototype, and experiments. IEEE Internet Things J 2(6):527–537 

44. Ding X, Wu J (2019) Study on energy consumption optimization scheduling for internet of 
things. IEEE Access 7:70574–70583 

45. Ejaz W, Naeem M, Shahid A, Anpalagan A, Jo M (2017) Efficient energy management for the 
internet of things in smart cities. IEEE Commun Mag 55(1):84–91 

46. Albreem MA, El-Saleh AA, Isa M, Salah W, Jusoh M, Azizan MM, Ali A (2017) Green internet 
of things (IoT): an overview. In: IEEE 4th international conference on smart instrumentation, 
measurement and application (ICSIMA), pp 1–6 

47. Thilakarathne NN, Wickramaaarachchi D (2020) Improved hierarchical role based access 
control model for cloud computing. arXiv preprint arXiv:2011.07764 

48. Sharma PK, Kumar N, Park JH (2020) Blockchain technology toward green IoT: opportunities 
and challenges. IEEE Netw 34(4):263–269 

49. Chen, JI-Z, Yeh L-T (2020) Greenhouse protection against frost conditions in smart farming 
using IoT enabled artificial neural networks. J Electron 2(04):228–232 

50. Bashar DA (2020) Review on sustainable green Internet of Things and its application. J Sustain 
Wirel Syst 1(4):256–264

http://arxiv.org/abs/2011.07764

	 A Survey on Energy Management Evolution and Techniques for Green IoT Environment
	1 Introduction
	2 Green Internet of Things
	3 Literature Survey
	4 Inference from Existing Work
	5 Conclusion
	References




