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Abstract The operations in reversible circuits are fully controllable and observ-
able due to their bijective property which provides cursive testing. Testing can be
categorized into two behavioral schemes: (i) Online testing, where the detection of
faults within the circuit is carried out during its operation, (ii) Offline testing, where
test vectors are applied after extracting the circuit out from its normal operation
and the correct output values are known. Test data minimization for a specific kind
of fault model such as stuck-at, bridging, missing gate, cross-point, and cell faults,
is an important factor in this type of testing using meta-heuristic algorithms and
circuit modification methodologies. Diverse varieties of fault families in reversible
logic circuits and an exclusive study of testable design advances for these faults are
portrayed in this chapter. Plentiful approaches were projected under two extensive
classifications to meet the challenge. The methodologies are alleged to coat almost
all the faults and their sub kind by exploiting the properties of reversible gates and
circuits. The objective is to minimize testing overhead, which can be achieved by
reducing the cost metrics utilized for testability.
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1 Introduction

In quantum circuits, de-coherence enforces the quantum states of bits to decay. It
results in loss of information that causes faults. Due to this phenomenon, these cir-
cuits are more prone to faults than conventional circuits [1]. As reversible circuits
have direct relations to quantum circuits, they are largely prone to several transient
and permanent faults which cause single and multiple point failures. Testing assures
the correct operations of logic circuits which show its untamed necessity and their
excellence. The operations in reversible circuits are fully controllable and observable
due to their bijective property which provides cursive testing. It has also been exten-
sively studied since the last decade by exploiting this property for the identification of
several types of fault models. These fault models are stuck-at, bridging, missing gate,
cross-point, and cell faults. Testing can be categorized in two behavioral schemes.
First is online testing, where the detection of faults within the circuit is carried out
during its operation [2, 3]. It provides a built-in self- testable environment through
design methodology and circuit modification for the detection of fault models in
terms of single and multiple-bit-flip faults. Second is offline testing, where test vec-
tors are applied after extracting the circuit out from its normal operation and the
correct output values are known. Test data minimization for a specific kind of fault
model is an important factor in this type of testing using meta-heuristic algorithms
and circuit modification methodologies.

Several novel paradigms have been presented in both the area of testing reversible
logic circuits. Built-in testable environment are provided over pristine fundamental
(MCT and MCF) and new gates-based design methodologies [4–11] and modifica-
tion principles [12–16]. Test data minimization is achieved over new deterministic
[17–27], randomized test pattern generation algorithms [28–31] and modification
techniques [32–37] for respective faults. It is noticed that, the technique of parity
checking [38] is dominating for the recognition of single/multiple bit faults in online
testing, whereas the bijectivity property of reversible logic circuits is utilized in case
of offline testing. The reduction of operating cost has been achieved to some need-
ful extent in all the proposed approaches with respect to prior ones to narrow the
compensation with overall testing overheads. Fault tolerance is also the architectural
attribute of a digital system that maintains proper functioning of a logic machine
during various kinds of failures [39, 40]. The inclusion of fault tolerance abilities
during the design and synthesis process is also in the development phase [41–46].

Testing impetus a dramatic increment in the utilization of resources in terms of
cost and power requirements. In electronic circuits, it leads to a large increment
in operating costs from their original circuits like gates and wires, which drastically
increases size and power. It accounts 30–60% of the cost of manufacturing electronic
devices by consuming extra hardware and resources [47]. During the construction
of built-in testable reversible circuits over design methodology or modification, the
operating cost increases in terms of gates, wires, ancilla input, and garbage output.
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Test data minimization over meta-heuristic algorithms consume excess time and a
separate hardware to produce test sets. Test data minimization over modification
includes incorporation of additional hardware as well as time to run test vectors
for the respective type of fault. Hence, necessary actions should be taken to reduce
excess usage of hardware and time to lower the overall testing overheads and narrow
the compensation with power.

2 Fault Models

Faults are a type of deficiency in a circuit which reflects in the imperfect behavior and
functional abilities of a system long lastingly or for a limited period of time. They can
be occurred due to any human and environmental issues [2] and termed as permanent
and nonpermanent faults respectively. A fault model depicts the category of fault
occurrence in a circuit and guides in identifying the target for testing. Numerous fault
models are projected in the past along with respective categorization in reversible
circuits as labeled out in Fig. 1. Following is the short description of these fault
models given in this figure.

Fig. 1 Faults in reversible circuits
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Fig. 2 Stuck-at and bridging
faults

(a) (b)

Stuck-At Fault

Alike conventional logic circuits, this fault occurred when any wire in a circuit get
settled on a single logic bits 0 or 1 are termed as stuck-at-0 (S-a-0) or stuck-at-1
(S-a-1) faults respectively. The faults can be aroused on single or multiple nodes at
a single time which can be either of same or of both types. In reversible circuits,
these faults occurred at the input of the gates and the input/output wires of the
circuit. The total number of stuck-at faults (S-a-0 and S-a-1) in the circuit is given
by {2 × (

∑G
i=1 gi + n)} where, G are the number of gates contained by the n wires

circuit and gi is the gate size of i th gate. For example, there are nine possible sites
for this type of fault occurrence are shown by tiny circles in Fig. 2a.

Bridging Fault

This category of fault arises when two or more adjacent wires of a circuit get phys-
ically come in contact or linked and resemble the abilities of wired AND or OR
interconnections that consequence into erroneous functionality. The illustration is
provided in Fig. 2b which, these faults may occur on a couple of wires or on multiple
wires at respective levels of the circuit which are termed as single intra-level and
multiple intra-level bridging faults. The number of levels of the circuit is governed
by number of gates. For instance, a circuit containing G gates there will be G + 1
distinct levels which include the input of each gate and the final output. The number
of single intra-level faults between a couple of wires are given by nC2 and all single
intra-level faults between a couple ofwires in the circuit is given by {(G + 1) ×n C2}.
The circuit represented in Fig. 2b has three levels and number of single intra-level
faults between a couple of wires are 9.

Missing Gate Fault

When a gate in a circuit fully fails to perform its characteristics or act completely
disappeared from the circuit is called a single missing-gate fault (SMGF), as illus-
trated in Fig. 3a. As a result, the output changes to a faulty value as illustrated in the
figure where the fault-free/faulty logic values are written on every level of the circuit.
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Fig. 3 Missing gate and cross-point faults

Multiple missing gate fault (MMGF) is the disappearance of two or more successive
gates. Maximum occurrence of SMGF in the circuit is equal to number of gates
(G) contained by the circuit and number of MMGF is given by {G(G + 1)\2 − G}.
Hence, the total number MGF (SMGF and MMGF) in the circuit can be calculated
by {G(G + 1)\2}. For instance, number of MGF in the circuit for Fig. 3a is 3.

The of missing gate faults are also labeled as partial missing gate fault (PMGF)
and repeated gate fault (RGF) by the researchers of this area. PMGF occurred when
any control point is disappeared from a gate and RGF is a replication of operation by
a single gate for multiple instances. The illustrations of these faults can be acknowl-
edged in Fig. 3b and c respectively. There is no effect of RGF on the circuit if the
instances are even in number. For odd number of instances, RGF will result as that
of SMGF in the circuit.

Cross-Point Fault

This fault is associated to the nonfunctioning and inclusion of control points of
reversible gates in a circuit. These faults are referred to as appearance (AF) and dis-
appearance (DF) types of faults in the circuit. The behavior of these faults can be
acknowledged from the Figs. 3d and b respectively. Disappearance faults show simi-
lar tendencies as that of PMGFs, the difference seems in the names only according to
the researchers from the past. Total number of single AF in the circuit can be calcu-
lated by (nG − ∑G

i=1 gi ) and number of single DF can be given by (
∑G

i=1 gi − G).

Cell Fault

Any inappropriate operation of a gate in a circuit which results in an incorrect output
is termed as cell faults (CF). Here the gates are referred to as a cell. The foundation
of these faults is belongs to fault modeling in cellular logic arrays and therefore these
faults can be simply called by cell faults. There are multiple anonymous ways of the
occurrence of this kind of fault in the circuit, hence the calculation of its number is
redundant.
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(a) (b)

Fig. 4 Bit-flip faults (Source [48])

It can be noted that the occurrence of a type of fault in a circuit will results in
flipping or inversion of bit values at the nodes after the gate where a fault occurrence
has been taken place in the circuit. The alteration of these bits will affect single or
multiple values at subsequent stages of the circuit and obviously cultivated toward
the output. This kind of situation is referred to as a bit-flip fault can be termed as
bit faults. When the value of a single bit is distorted, it can be a single-bit fault and
if multiple values are flipped, it can be called as multiple bit faults. Figure 4a and b
depict the patterns of changes of bit values because of respective faults in the circuit.
Where, the propagation S-a-0 fault in red color for better understanding. The un-
faulty/faulty bit values can be seen against each wire where the exactly these faults
have affected.

It also can be concluded that the bit faults are meant for online testing as these
faults detection will result in the detection of all types of fault models. The number
of single-bit faults can be given by (

∑G
i=1 gi + n). It diminishes the requirements of

designing a separate hardware/method for the detection of a given type of fault. The
design for test complexities can be reduced as a consequence.

3 Fault Identification

Every fault model has its own role to change the behavior of the circuit. Their
identification is based on the type of gates used and the test vector which changes the
input–output logic values. For instance, if an input vector is not able to interrupt the
functioning of a gate in the circuit, it cannot be used for identification of any faults.
An applied test vector to the inputs of the circuit alters one or more bit logic values of
the input wires of the gates and subsequent levels contained by it. The identification
procedures for the different type of faults in MCT and MCF gates are explained as
follows:
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3.1 Fault Identification for MCT Gates

Considering an n wire MCT gate having (k1, k2, . . . , km) control inputs and target
input T . Note that, there cannot be any bridging and cross-point faults in a NOT gate.
Respective deterministic methodologies for the identifications of faults are explained
below.

SAF Identification

Single stuck-at faults in MCT circuit is given by {n + ∑GC
i=1(kmi ) + 2GC}, where,

GC is number of gates and kmi is control inputs of i th gate of the circuit. Assuming
logic 0 and 1 values at all the fault sites, the n dimensional test vector of size 2 given
by (0, 0, . . . , 0)(1, 1, . . . , 0) defines a test vector for the detection of all single and
multiple type stuck-at faults of an MCT gate.

BrF Identification

Bridging faults is dependent on total number of wires in the circuit. All single intra-
level bridging fault for an MCT gate is given by {2(GC + 1) ×n C2}. The detec-
tion is done by assuming complementary values between the two wires at every
level of the circuit. The n dimensional test vector of size n, produced by shift-
ing 0 value from first wire to next until it reaches to the end of test vector, given
as (0, 1, . . . , 1), (1, 0, . . . , 1), . . . (1, 1, . . . , 0) is complete for all single intra-level
bridging faults of an MCT gate of a circuit.

MGF Identification

Single missing gate faults is equal to the gates present in the circuit. The detection
principle for this type of fault is to assign logic values 1 to the control inputs and
1 (or 0) value to the target input of the gate in the circuit. The n-dimensional sin-
gle test vector given as {k1, k2, . . . km, T } = {(1, 1, . . . 1, 1)} (or {(1, 1, . . . 1, 0)}) is
complete for its detection.

CPF Identification

The number of single cross-point faults, either appearance or disappearance type,
occurred in the circuit is given by N (n − 1). The detection is achieved by assigning
the combination of n test vectors keeping logic 1 to the m − 1 control inputs and 1
value to target input of each gate at distinct levels of the circuit. Assuming logic 0 to
the control input where the fault has been occurred, making rest all control at logic 1
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and 1 (or 0) value to target input of the gate. The n dimensional test vector of size (n −
1) given as {k1, k2, . . . km, T } = {(0, 1, . . . 1, 1), (1, 0, . . . 1, 1), . . . (1, 1, · · · 0, 1) is
complete for the detection of all CPF of the gate for n ≥ 2.

CF Identification

The 2n greedy permutation fix the detection of this type of fault and all n dimensional
test vectors of size 2n are required to detect all the cell faults in the circuit.

3.2 Fault Identification for MCF Gates

Considering an n wire MCF gate having (k1, k2, . . . , km) control inputs and target
inputs T1 and T2. Note that, there will be no cross-point faults in a swap gate and no
single wire MCF gate is available. Also, the test principles used for traditional and
MCT based logic circuits can be applied for the detection of stuck-at faults, single
intra-level bridging faults, and cell faults. Respective deterministic methodologies
are explained below.

MGF Identification

Single missing gate faults in MCF circuit is equal to the sum of gates available in
the circuit. The detection principle for this type of fault is to assign logic values 1
to the control inputs and complementary values to the two target inputs of the gate
in the circuit. The n dimensional single test vector given as {k1, k2, . . . km, T1, T2} =
{(1, 1, . . . 1, 0, 1)} is complete for its detection.

CPF Identification

The number of single cross-point faults, either appearance or disappearance type,
occurred in the circuit is given by N (n − 2). The detection is achieved by assign-
ing the combination of n test vectors keeping logic 1 to the m − 2 control inputs
and complementary values to target input of each gate at every level of the circuit.
Assuming logic 0 to the control input where the fault has been occurred, mak-
ing rest all control at logic 1 and complementary values to the target inputs of the
gate. The n dimensional test vector of size (n − 2) given as {k1, k2, . . . km, T1, T2} =
{(0, 1, . . . 1, 0, 1), (1, 0, . . . 1, 0, 1), . . . (1, 1, · · · 0, 0, 1) is complete for the detec-
tion of all CPF of the gate for n ≥ 3.
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Testing
Approaches

Design
Methodology Modification Automatic Test

Patter Generation Modification

Online Testing Offline Testing 

MCT and MCF
Gates Based

New Gates Based

Gates Based 

Circuit Based

Deterministic

Randomized

Gates Based 

Circuit Based

Fig. 5 Classification of testing approaches

4 Testing Approaches

Testing of the reversible circuit gaining grounds since more than a decade, where
the researchers have been forwarded about the kind of faults that can be happed and
developing their testing strategies in this emerging field. A collective information
of testing approaches from the literature is provided in this section with respect to
cost metrics and test complexity. The possible categorization of testing approaches
for reversible circuits that have been proposed so far [49–51], are shown in Fig. 5.
A brief about the contribution in these approaches are described in this section. It
can be noted that mostly all the online testing approaches utilize parity checking
technique. However, offline approaches exploit the bijective mapping property of
reversible function. Number of inputs, gates, quantum cost, ancillas, and garbage are
considered to evaluate the performance of respective testing approaches. Three more
measures are included for the analysis of testing approaches: test size (s), execution
time (t), and fault coverage (FC) [51]. However, test size and execution time are used
in case of ATPG approaches.

4.1 MCT and MCF Gates-Based Design Methodologies for
Online Testing

The MCT and MCF are the fundamental gates and the final quantum decomposition
is based on them. The design complexity of testable and quantum circuits are proven
lesser due to this reason [52]. The design methodologies which provide built-in
testability features includes a twofold MCT gate placement, design with MCF gates
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and design with mixed MCTF gates methodologies were proposed [11, 53]. These
methodologies depict a novel design paradigm that relies on the placement of MCT
and MCF gates to generate a desired Boolean function. The placement methodology
produce parity preserving circuits and are meant for single bit fault detection, which
are called as soft errors in a broad sense.

4.2 New Gates Based Design Methodologies for Online
Testing

Theobjective of proposing testable gates (newgates) is to incorporate someadditional
input and output to achieve testability. Using minimal operating costs is the prime
targets for their formulation. It can be noted that all the methods are meant single
bit faults detection inside a circuit. These new gates are 4 × 4 R1 and R2 whose
combination formulates a testable block TB [4, 5] and testable gate OTG which can
be used to produce testable cell CTSG. Two self-testable dual-rail coding scheme
based gates are also presented [8] to remove the requirements of additional dual-rail
checkers in prior methodologies. The gates LIG and FIG are introduced to establish
testable information at the output for MGF faults without using parity checking [9].
The method for multi-bit errors is also formulated using concurrent error detection
scheme [10].

4.3 Gate-Based Modification Methodologies for Online
Testing

The gates of the circuit aremodified to achieve testability in these type of approaches.
A modification of a reversible gate procedure to make them testable form is first
adopted by the use of ETG (Extended Toffoli Gate) [54] is adopted. However, ETGs
are formulated over photonics, the methodology utilizes two additional CNOT gates
per MCT gate. Another method exploits the technique of cascading several stages
of an identity gate to renovate a gate into a testable reversible cell TRC. Both of
the methodologies exploits the phenomenon of parity preservation and generation
for single bit fault detection in reversible circuits. A method of gates conversion
for testability is presented utilizing the property of parity preserving gates rather
converting for the same [48]. A methodology for the modification of Toffoli and
Peres gates in corresponding testable form is also presented which ensures the nearly
all multiple-bit faults detection [16].
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4.4 Circuit-Based Modification Methodologies for Online
Testing

However, the circuit is modified when the modified gates are used for their formu-
lation. In this particular approach complete circuit is circuit using the same testable
viewpoints at all levels or some levels of the circuit. In this regard, a method of gates
cascading was proposed for the modification of MCT circuits [55]. In this method, a
gate of same size is cascaded after each gate with same control inputs and target on
a new wire. This modification produces parity preserving reversible circuits where
the detection of single bit faults can be achieved using two arrays of CNOT gates.
The method is also proven better in performance when implemented using quantum
cellular automata (QCA) platform.

4.5 Deterministic ATPG Approaches for Offline Testing

Utilizing the concepts described in Sect. 3 for various types of faults detection, several
algorithms are proposed.Complete test sets for detection of stuck-at and cell faults are
formulated using practical heuristic over an integer level program (ILP) using binary
variables [17, 18]. The test sets by obtained in lesser execution time and proven for
minimal test size. An exact ATPG is developed over the emerging ion-trap quantum
computing technology for obtaining minimal test set for missing gate faults [19].
Principle of comparison of change in output due to missing gates based and the
concepts of Boolean difference method, algorithms are also developed for single
and multiple missing gate faults detection respectively [20, 21]. The test generation
algorithm is formulated for the detection of bridging faults on the basis of proposed
block division method [22]. An algorithm which produces a constant universal test
vector (of size n) is also presented for single and multiple input bridging faults [23].
It is noted that, nearly all the presented methodologies are meant for MCT circuit.

4.6 Randomized ATPG Approaches

Creation of and modification of existing ATPGs by including random variables is
another method, where researchers also proposed several solutions for achieving
testability in MCT circuits. Solving an NP-hard problem for obtaining minimal size
test set stuck-at fault detection in NCT circuits is proposed [28]. Greedy heuristic
and exact branch and bound algorithm are utilized to detect the missing gate faults
[29]. Ping-pong method is proposed to generate a test set for missing gate type of
faults [30]. The detection of cross-point faults is also generalized by proposing a
randomized ATPG [31].
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4.7 Gates Based Modification Methodologies for Offline
Testing

As per the authors knowledge and review of this area, transformation of a reversible
to corresponding AND-EXOR irreversible circuit is the only method presented in
the literature for the detection of single intra-level bridging faults [36]. MCT circuits
are first decomposed in the irreversible PPRM AND-EXOR network. Faults are
assumed between the wires of AND-EXOR circuit and detection strategy is applied
at its different levels.

4.8 Circuit Based Modification Methodologies for Offline
Testing

Following the identification approaches of the faults in reversible circuits, the circuit
is modified in such a method that the applied test vector propagates till the last level
of the circuit in this type of methodology. Two circuit modification methodologies
are formulated for single and multiple stuck-at faults detection in MCT circuits. A
universal test set (UTS) and a complete test set (CTS) test sizes of 2 are proposed along
with the methodologies. An efficient adding a gate methodology is also presented for
the detection and location of these faults with a minimal test set for their detection
[56]. Techniques are realized by the inclusion CNOT gates for missing gate fault
detection by single test vector [17, 29] and universal test set of size (n + 1) [34, 35].

5 Summary

Diverse varieties of fault families in reversible logic circuits and an exclusive study
of testable design advances for these faults are portrayed in this chapter. As a new
technological change, an outstanding awareness is depicted by the researchers of
the area for finding a solution for the notation and detection of these faults. Plen-
tiful approaches were projected under in two extensive classifications to meet the
challenge. The methodologies are alleged to coat almost all the faults and their sub
kind by exploiting the properties of reversible gates and circuits. The objective is
to minimize testing overhead which can be achieved by reducing the cost metrics
utilized for testability. Following are the key points discussed in this chapter which
includes objectives, notations, and result analysis for design and testing of reversible
logic circuits:
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