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Chapter 6  
Application of Chaotic Synchronization to 
Secure Communications 

In chapters 3, 4 and 5 the phenomenon of chaotic synchronization has been stud-
ied. In this chapter, a popular application of chaotic synchronization in the area of 
secure communications is presented. Several chaotic communication systems with 
the receiver based on the chaotic synchronization concept are described. It is 
shown how a general approach to synchronization of chaotic flows via 
Lyapunov’s direct method and chaotic maps via the theorems of chapter 4 can be 
used for the development of chaotic communication systems. The communication 
schemes examined include those of chaotic masking, chaotic modulation and the 
newly developed chaotic communication scheme of initial condition modulation. 
Finally, the noise performance of the chaotic parameter modulation and the initial 
condition modulation are compared in terms of the bit error rate. It is shown that 
the newly developed initial condition modulation scheme outperforms the chaotic 
parameter modulation scheme. 

Since the onset of chaotic synchronization research, a number of demodulation 
techniques based on chaotic synchronization have been proposed for potential 
communication systems [1-13]. Of those, the following are based on the Pecora-
Carroll synchronization method [1,2,4-6,8-11,13]. 

Pecora and Carroll’s (PC) original paper on chaotic synchronization [14], sug-
gested the application of chaotic synchronization in communications, and shortly 
after Oppenheim et al. presented a communication system based on the PC syn-
chronization method [4]. The method of [4], termed “chaotic masking”, was  
experimentally demonstrated in [5] using Chua’s circuit. In this method, the in-
formation signal is added onto the chaotic carrier directly, and transmitted. The 
requirement of this method is that the power of the information signal has to be 
significantly lower than the power of the chaotic carrier [4]. In contrast to chaotic 
masking, a technique of “chaotic modulation” incorporates the message into the 
dynamical equations producing the chaotic carrier. Chaotic parameter modulation 
is an example of the chaotic modulation technique where a binary message modu-
lates one or more of the system’s parameters [8,9]. Other forms of chaotic modu-
lation involve techniques where one or more of the state variables is modulated by 
the message [2,11,13]. As opposed to chaotic modulation, the technique of “initial 
condition modulation” introduces the binary message into the system through its 
initial conditions [10,15,16]. 
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Communication methods based on chaotic synchronization other than PC syn-
chronization have also been proposed. For instance in [7] chaotic masking and 
Pyragas’ synchronization method have been used to transmit and receive informa-
tion, whereas in [3] chaotic modulation and John and Amritkar (JA) synchroniza-
tion method have been used. 

Section 6.1 presents the communication technique of chaotic masking. The 
communication techniques based on chaotic modulation are presented in section 
6.2. In addition, it is shown how a general approach to chaotic synchronization of 
flows via Lyapunov’s direct method and chaotic synchronization of maps via the 
theorems of chapter 4 can be used in the design of chaotic communication  
systems. In section 6.3, a recently developed technique of initial condition modu-
lation is presented. Finally, section 6.4 evaluates and compares the noise perform-
ance of the presented systems in terms of the bit error rate. It is shown that the 
initial condition modulation technique exhibits better noise performance than the 
chaotic parameter modulation technique. 

6.1   Chaotic Masking  

Chaotic masking (CM) was one of the earliest chaotic communication techniques 
proposed [4,5,8]. It is based on the principles of PC synchronization. It primarily 
involves the transmission of analog signals [4]. 

 

6.1.1   Principles of Chaotic Masking 

Chaotic masking involves the addition of a message signal m to a chaotic carrier 
signal x, before the transmission of the sum of the two signals takes place [4]. The 
block diagram illustrating the principles of chaotic masking is shown in Figure 6.1 
[16]. 
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Fig. 6.1 General block diagram of the chaotic communication system based on the chaotic 
masking concept 
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In Figure 6.1 n denotes the additive white Gaussian noise (AWGN) component 

introduced by the channel and rx  denotes the received signal affected by AWGN. 

The slave system of the receiver generates a signal 
∧
x  which is expected to be 

synchronized with the corresponding master signal x of the transmitter. Assuming 
that the AWGN component is near zero, and that sufficient amount of time has 

passed for x and 
∧
x  to synchronize, the transmitted message m can be recovered in 

the form of 
∧
m : 

 

 mxxmxxm r ≈−+=−=
∧∧∧

)(                   (6.1.1) 
 

The requirement of a chaotic masking scheme is for the power of the information 
signal to be significantly lower than the power of the chaotic carrier. 

6.1.2   Chaotic Masking within the Lorenz Master-Slave System 

Chaotic masking within the Lorenz master-slave system has been demonstrated in 
[4,8, 9]. The system has been designed using the Lorenz x signal as the driving 
signal. Lyapunov’s direct method has been used in [8] to show that using the x 
signal as the driving signal the master-slave system synchronizes. It has then also 
been shown that by adding a small amplitude speech signal onto the chaotic car-
rier one is able to recover the speech signal at the receiver. The communication 
system based on chaotic masking, while implementing the Lorenz master-slave 
system, is shown in Figure 6.2. An ability to recover the transmitted information is 
demonstrated under noiseless conditions in Figure 6.3 by processing the word 
“Oak” through the system. By comparing the top and the bottom graphs of Figure 
6.3 one can see that the transmitted original message has been recovered with  
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Fig. 6.2 The Lorenz based communication system implementing chaotic masking  



138 6   Application of Chaotic Synchronization to Secure Communications
 

 

0 1 2 3 4 5 6 7
-0.4

-0.2

0

0.2

0.4
Original message

0 1 2 3 4 5 6 7
-40

-20

0

20

40
Transmitted signal = Chaotic carrier + Original message

0 1 2 3 4 5 6 7
-0.4

-0.2

0

0.2

0.4

Time

Recovered message

)(tm
∧

 

)(txs  

 

W

 

Fig. 6.3 The signals of the Lorenz based communication system implementing chaotic 
masking 
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Fig. 6.4 The transmitted signal )(txs  plotted in phase space 
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reasonable accuracy. In the case of Figure 6.3 the chaotic parameter values of the 
system of Figure 6.2 have been set to: 16=σ , 6.45=r  and 4=b . An evi-
dent difference in power between the chaotic carrier and the speech signal can be 
observed in Figure 6.3. The transmitted signal of Figure 6.3 has been plotted in 
phase space in Figure 6.4. The small ripple, observed on the strange attractor of 
Figure 6.4, is caused by the message m embedded within it. 

6.2   Chaotic Modulation 

In the chaotic masking scheme, described above, information is added directly 
onto the chaotic carrier without the influence of the message on the dynamical 
equations producing the carrier. In contrast to chaotic masking, chaotic modula-
tion incorporates the message into the dynamical equations producing the chaotic 
carrier. 

6.2.1   Chaotic Parameter Modulation 

As opposed to chaotic masking which is primarily used for analog transmission, 
chaotic parameter modulation (CPM) is used for transmission of binary  
information. 

6.2.1.1   Principles of Chaotic Parameter Modulation 

A block diagram of a chaotic communication system based on the CPM concept is 
shown in Figure 6.5 [16]. As for the CM scheme, a requirement for the CPM 
scheme is for the master-slave system to synchronize for a given driving signal, as 
outlined in sections 3.1-3.3. 
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Fig. 6.5 A block diagram of the chaotic communication system based on the parameter 
modulation concept 
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In Figure 6.5, the message m varies between the two particular values, depend-
ing on whether a binary 0 or a binary 1 is to be transmitted. The message is incor-
porated into a certain modulating parameter of the master system causing it to 
change its value with the change in the message. The parameters of the slave sys-
tem are fixed at all time. When the master-slave parameters are identical synchro-
nization occurs. This forces the synchronization error to zero, indicating that bit 0 
has been transmitted. Alternatively, with the master-slave parameter mismatch the 
system does not synchronize, indicating that bit 1 has been transmitted. Therefore, 
this is a form of on-off keying. This concept is illustrated in Figure 6.6. The choice 
of the modulating parameter of the master chaotic system must be chosen with 
care to ensure the chaotic properties of the system at all time. This ensures the 
increased security within the communication system. 
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Fig. 6.6 The chaotic parameter modulation concept 

6.2.1.2   Chaotic Parameter Modulation within the Lorenz Master-Slave 
System 

The concept of parameter modulation is now demonstrated on the Lorenz master-
slave chaotic system [8,9]. In [8] the binary message is used to alter the parameter 
b of the master (transmitter) Lorenz chaotic system between 4 and 4.4 depending 
on whether a bit 0 or bit 1 is to be transmitted. However, at the slave (receiver) 
side the parameter b is fixed at 4 for all time. Thus, the synchronization either oc-
curs or does not, depending on the state of the parameter b at the transmitter  
(master) side. The parameters σ and r are fixed at 16 and 45.6, respectively. For 
these parameter values the system is chaotic. In order to implement the CPM 
scheme the authors of [8] have scaled the Lorenz chaotic system to allow for the 
limited dynamic range of the operational amplifiers. This system, based on the PC 
synchronization concept, is presented in Figure 6.7. 
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Fig. 6.7 The Lorenz based communication system implementing chaotic parameter modula-
tion. The parameter values: 16=σ , 6.45=r  and 4=b . 

 
 

The transmitted signal x, of Figure 6.7, is shown in Figure 6.8 when the series 
of 10 bits is transmitted, that is, when m = [0, 0, 0.4, 0, 0.4, 0.4, 0, 0.4, 0, 0.4], or 
in binary terms: message = [0 0 1 0 1 1 0 1 0 1]. Figure 6.8 also shows the corre-

sponding squared synchronization error, 2
xe , under noiseless conditions. The re-

ceived bits are detected by squaring and integrating the error xe . The output of 

the integrator is then compared to the predetermined threshold and the decision is 
made whether a bit 0 or a bit 1 was sent. The behaviour of the system, correspond-
ing to the master-slave parameter match (bit 0) and mismatch (bit 1), can also be 
illustrated in phase space. In Figure 6.9 the strange attractors corresponding to the 
third, fourth, fifth and sixth transmitted bit have been plotted. It can be observed 
from Figure 6.9 that in the case of the third, fifth and sixth bit the master-slave 
trajectories do not synchronize, but follow their own separate paths [16]. This is as 
expected due to the master-slave parameter mismatch. However, in the case of the 
fourth bit, the master-slave parameters match, causing the trajectories to synchro-
nize. Note that the spreading factor of 400 has been used to represent one bit. By 
definition the spreading factor denotes the number of discrete sample points 
(chips) contained within one information bit. It is the ratio of a bit period to a chip 
period [17]. A spreading factor that is too small may be insufficient for synchroni-
zation to take place and thus make it more difficult to decode the transmitted in-
formation. Alternatively, a spreading factor that is too large may be impractical 
from the bandwidth point of view. A transient period of 1000 chips has been  
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Fig. 6.8 The transmitted signal x and the squared synchronization error 
2
xe  
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Fig. 6.9 Phase space representation of the received signal 
rx  and the corresponding slave 

signal
∧
x for: (a) the 3rd bit of the transmitted message sequence: [0 0 1 0 1 1 0 1 0 1], (b) the 

4th bit, (c) the 5th bit, and (d) the 6th bit. 
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allowed for the case of Figure 6.8. During the transient period there is no data 
transmission taking place. 

6.2.2   General Approach to Chaotic Parameter Modulation 

In this subsection, a general approach to chaotic parameter modulation is devel-
oped. It involves the design of the nonlinear controller via Lyapunov’s direct 
method, as outlined in section 3.3. In contrast to the CPM scheme presented in 
subsection 6.2.1, the scheme presented here does not rely on the inherent synchro-
nization properties of the master-slave system for a given drive signal. It instead 
enforces synchronization upon the master-slave system by designing the control 
laws which ensure asymptotic stability within the system. 

6.2.2.1   Principles of the General Approach to Chaotic Parameter  
Modulation 

Consider a general block diagram, given in Figure 6.10 [16], of the chaotic com-
munication system based on the parameter modulation concept. 
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Fig. 6.10 General block diagram of the chaotic communication system based on the pa-
rameter modulation concept 

 
In Figure 6.10, the binary message m is introduced into the system by varying 

one or more of the parameters of the master system. As in subsection 6.2.1, the 
parameters of the slave system are fixed at all time. Therefore, synchronization 
occurs or not, depending on the state of the parameters at the transmitter side. The 
controller of Figure 6.10 is designed via Lyapunov’s direct method, as outlined in 
section 3.3. The controller output, u, then ensures the synchronization of the mas-
ter-slave system when the master-slave parameters match. Note that, in general, 
the signal x may be an interleaved version of more than one signal of the master 
system [10], such as in a TDM system, as discussed in chapters 8 and 9. 
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6.2.2.2   Chaotic Parameter Modulation within the Ueda Master-Slave System 

Here the control law for the Ueda master-slave chaotic system, with the master 
signal x driving, is designed. The system is then applied to a CPM based commu-
nication system. In order to justify a design of a controller for the Ueda master-
slave chaotic system its inherent synchronization properties without the controller 
must first be investigated. Figure 6.11, shows the Ueda master-slave chaotic sys-
tem with the master signal x driving. The dynamics of the Ueda master chaotic 
system are shown in Figure 6.12. In Figure 6.11, the initial conditions of the mas-
ter-slave z signals have been set to an equal value. As will be shown, with the ini-
tial conditions so chosen the controller design is significantly simplified. In Figure 
6.13, the synchronization errors for the x, y and z master-slave chaotic signals are 
shown. These errors demonstrate that the master-slave x signals of the system of 
Figure 6.11 do not synchronize and thus the system warrants a controller design. 
Note that the master-slave system synchronization error has been defined by  
equation 6.2.1: 
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Fig. 6.11 The block diagram of the Ueda master-slave chaotic system, with the x signal 
driving.  The parameter values are 05.0=k , 5.7=B . Note that this system differs from 

that of Figure 5.9 of chapter 5 in that xx ≠
∧

. 
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Fig. 6.12b The Ueda strange attractor 
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Fig. 6.13 Inherent synchronization error of the Ueda master-slave chaotic signals without 
the controller 

 
Consider the CPM Ueda communication system of Figure 6.14. The constants f 

and g of the master system can be of any value and are chosen so that the parame-
ters k and B take on the appropriate values for a given m. 
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Fig. 6.14 The Ueda chaotic communication system based on the parameter modulation 
concept 

 

 
In order to demonstrate the design of the controller of Figure 6.14 assume no 

noise in the system. It follows then that: xxr = , so that the slave system, includ-

ing the control laws, takes the form given by equation 6.2.2: 
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The differential synchronization error of the master-slave system of Figure 6.14 is 
then given by equation 6.2.3: 
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The difference between the master-slave z signals is governed by equation 6.2.6 
[10]: 
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Given that the master-slave z initial conditions are equal to each other, or that their 
difference is equal to πn2± , where n is any integer, equation 6.2.6 can be re-
duced to equation 6.2.7 [10]: 
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Using the standard trigonometric identities, equation 6.2.3 can be rewritten in the 
form of equation 6.2.8: 
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Substituting equation 6.2.7 into equation 6.2.8, equation 6.2.9 is obtained: 
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Finally simplifying equation 6.2.9, equation 6.2.10 is obtained: 
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In order to design the controller for this particular master-slave system, consider 
the candidate Lyapunov function given by equation 6.2.11: 
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Differentiating equation 6.2.11 with respect to time equation 6.2.12 is obtained: 
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Substituting equation 6.2.10 into equation 6.2.12 and simplifying, equation 6.2.13 
is obtained: 
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For equation 6.2.11 to be the Lyapunov function, equation 6.2.13 must be negative 
semi-definite. In order for equation 6.2.13 to become negative semi-definite the 

term 21ee  must be eliminated, while the term 2
1e−  must be introduced. It is read-

ily verifiable that this is achieved with the control laws of equations 6.2.15 and 
6.2.17: 
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From equations 6.2.15 and 6.2.17 it can be seen that the control laws are identi-
cal, as shown in Figure 6.14. The functionality of the control laws of equations 
6.2.15 and 6.2.17 is demonstrated in Figure 6.15 from which it can be observed 
that all of the master-slave signals synchronize. 
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Fig. 6.15 Synchronization error of the Ueda master-slave chaotic signals with the controller 

 
In Figure 6.14 the master system parameter set of k = 0.05 and B = 7.5 has been 

chosen to represent a bit 0. The master system parameter set of k = 0.1 and B = 10 
has been chosen to represent a bit 1. Thus, the constants f and g of the master sys-
tem of Figure 6.14 are set at 0.05 and 2.5, respectively. This allows for the ad-
justment of parameters k and B when bit 1 is to be transmitted. The slave system 
parameters are set for all time at k = 0.05 and B = 7.5, so that synchronization at 
the receiver side signals a bit 0 and de-synchronization signals a bit 1. Both pa-
rameter sets, k = 0.05, B = 7.5 and k = 0.1, B = 10 generate chaotic behaviour 
within the system [18]. 

The transmitted signal x is shown in Figure 6.16 when the series of 10 bits is 
transmitted, that is, when m = [0 0 1 0 1 1 0 1 0 1]. Figure 6.16 also shows the 

corresponding squared synchronization error, 2
xe , under noiseless conditions. As 

for the Lorenz based CPM scheme, the spreading factor of 400 has been used. 
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Fig. 6.16 The transmitted signal x and the squared synchronization error 
2
xe  

6.2.2.3   Chaotic Parameter Modulation within the Cubic Map Master-Slave 
System 

The method of implementing the synchronized chaotic map master-slave system 
of chapter 4 within a CPM based communication system is now demonstrated on 
the 1ℜ  cubic map. It is thus shown that one can apply either a flow or a map to a 
CPM based communication system when the nonlinear control laws are designed 
in such a way to cause synchronization among the master and slave systems. Fur-
thermore, it is shown that the instant synchronization, as defined in chapter 4, 
within CPM based communication systems is of particular importance. In chapter 
10, the CPM based communication system is demonstrated on the 2ℜ  Burgers’ 
chaotic map and its security evaluated and compared to the other chaotic commu-
nication systems. 

The CPM based chaotic communication system implementing the cubic map 
master-slave system and the nonlinear controller of Figure 4.3, section 4.2, is 
shown in Figure 6.17. 
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Fig. 6.17 The cubic map chaotic communication system based on the parameter modulation 
concept 

 
In Figure 6.17, the master system parameter 9.2=A  has been chosen to repre-

sent a bit 0. The master system parameter 3=A  has been chosen to represent a 
bit 1. The message m of Figure 6.17 takes on the values of 0 and 1 depending on 
the polarity of a bit transmitted. The slave system parameter A is set for all time at 

9.2=A , so that synchronization at the receiver side signals a bit 0 and de-
synchronization signals a bit 1. Both parameter values, 9.2=A  and 3=A , gen-
erate chaotic behaviour within the system. 

The transmitted signal nX  is shown in Figure 6.18 when the series of 10 bits is 

transmitted, that is, when m = [0 0 1 0 1 1 0 1 0 1]. Figure 6.18, also shows the 

corresponding squared synchronization error, 2
ne , under noiseless conditions, that 

is, when n = 0. The squared synchronization error, 2
ne , is shown for the three dif-

ferent cases, that is, when the eigenvalues are equal to 1, 0.99 and 0.  As for the 
Lorenz and Ueda CPM based schemes, the spreading factor of 400 has been used. 
A transient period of 10 chips has been allowed for the case of Figure 6.18. 

It can be observed from Figure 6.18c that the system exhibits the worst per-
formance when the eigenvalue of the system is equal to 1. This is to be expected 
as when the eigenvalue is outside the unit circle in the z domain the system does 
not synchronize even when the master-slave parameters match. Thus, in this case, 
the receiver cannot discriminate among bits 0 and 1. In contrast to this, it can be 
observed from Figure 6.18d that when the eigenvalue is just within the unit circle, 
that is, at 0.99, the system synchronizes for bits 0 and does not for bits 1. How-
ever, as can be seen from Figure 6.18d, the time it takes to synchronize is long and 
thus affects the performance of the system by impeding with the time period of the  
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Fig. 6.18 (a) The binary message m, (b) The transmitted signal 
nX , and: The squared syn-

chronization error 2
ne  when: (c) 1=λ , that is, when the control law: 

nnnnn eeXXAu ))31(1( 2−−−=
∧

, (d) 99.0=λ , that is, when the control law: 

nnnnn eeXXAu ))31(99.0( 2−−−=
∧

, (e) 0=λ , that is, with the control law of Figure 

6.17. 
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next bit. Finally, with the eigenvalue at 0, that is, with the error system at 0, in this 

1ℜ  case, synchronization with the matched parameters is instant. As can be seen 

by comparing Figures 6.18c, d and e, this allows for the most efficient discrimina-
tion among bits 0 and 1.   

6.2.3   Other Forms of Chaotic Modulation 

In the case of chaotic parameter modulation, the binary message is introduced into 
the dynamical equations of the system through one or more of the system’s  
parameters. Alternatively, it is also possible to introduce the message into the dy-
namical equations of the system by incorporating it into one or more of the  
system’s state variables. For instance, in [11,2] a binary message has been incor-
porated into the dynamics of the Chua master-slave system. Also, in [11], a cha-
otic communication system with a sinusoidal message incorporated into the  
dynamics of the Lorenz master-slave chaotic system has been presented. Further-
more, Lyapunov’s direct method has been used to prove that the master-slave sys-
tem must synchronize in the presence of the message. Using a similar approach to 
the one of [11,19], the authors of [13] introduce the message into the system 
through the x state variable. However, in this case, the message is recovered 
through an extra, purpose designed, state variable of the system. 

The principles of operation of the Lorenz based chaotic communication system 
of [11], are now briefly demonstrated. The system is shown in Figure 6.19. Note 
that the Lorenz chaotic system has been modified here by introducing the parame-
ter μ . The asymptotic stability within the master-slave system of Figure 6.19 has 

been demonstrated in [11], by showing the existence of the Lyapunov function: 
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where:      )()()(1 txtxte −=
∧

,    )()()(2 tytyte −=
∧

,    )()()(3 tztzte −=
∧

. 

Therefore, under noiseless conditions, the master-slave x signals must synchro-

nize for a given drive signal mxxr += . Assuming that the sufficient amount of 

time has passed for x and 
∧
x  to synchronize, the transmitted message m can then 

be exactly recovered in the form of 
∧
m : 

 

 mxmxxxm r =−+=−=
∧∧∧

)(                  (6.2.19) 



154 6   Application of Chaotic Synchronization to Secure Communications
 

 

Transmitter 
(Master system) 
 

( )

ymxzbz

zmxyx

mxry

xyx

)(

)(

))((

++−=

+−−+

+−=

−=

•

•

•

μ

μ

σ

 

mx +  

)0(
∧

z  )0(
∧

y  

n  

m 

Receiver 
(Slave system) 
 

∧∧
•
∧

∧∧∧

•
∧

∧∧
•
∧

+−=

−−+

−=

−=

yxzbz

zxyx

xry

xyx

r

r

r

μ

μ

σ

)(

)(

 

∧

x  

rx  

∧

m  

)0(
∧

x  )0(z  )0(y  )0(x  

rx  

 
 

Fig. 6.19 The Lorenz based chaotic communication system of [11]. The parameter values: 
16=σ , 6.45=r , 4=b  and 98.0=μ . 
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Fig. 6.20 The transmitted signal mx +  and the recovered message 
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Figure 6.20 demonstrates the operation of the system in a noiseless environ-
ment when: )2sin( mm fAm π= , and: 01.0=mA , π/8.1=mf  [11]. The upper 

graph of Figure 6.20 shows the transmitted signal mx + . From the lower graph 
of Figure 6.20 it can be observed that as the transients die out the sinusoidal mes-
sage remains. 

6.3   Initial Condition Modulation  

This section presents a recently developed chaotic communication technique 
based on the initial condition modulation (ICM) of the chaotic carrier by the bi-
nary message, published in [10,16]. The chaotic modulation techniques of section 
6.2 introduce the message into the system by incorporating it into the dynamical 
equations of the system. In contrast to those, the ICM technique introduces the 
message into the system through the system’s initial conditions. The ICM tech-
nique is based on the principles of the novel mathematical analysis for predicting 
master-slave synchronization presented in chapter 5 [10]. 

6.3.1   Principles of Initial Condition Modulation 

A general block diagram of a chaotic communication system based on the initial 
condition modulation concept is shown in Figure 6.21. The binary message m is 
introduced into the system through an initial condition (IC) of one of the master 
signals. The choice of the initial condition depends on the synchronization proper-
ties of the particular master-slave system under consideration. Using the mathe-
matical analysis of chapter 5 [10], it is often possible to show that the mathemati-
cal expression for the synchronization error of the master-slave signals can be ex-
pressed in terms of the initial conditions of the system. The communication sys-
tem is then designed by choosing two different sets of initial conditions to repre-
sent binary symbols 0 and 1. To represent a bit 0 the master-slave initial condi-
tions are so chosen to cause the system to synchronize, that is, to cause the syn-
chronization error to go to zero. Alternatively, to represent bit 1, the master-slave 
initial conditions are so chosen to inhibit synchronization. Therefore the operation 
of the ICM scheme resembles that of the CPM scheme in that they both rely on the 
state of the synchronization error at the receiver. However, the ICM scheme oper-
ates in accordance with the mathematical expression for the synchronization error. 
In general, the signal x may be an interleaved version of more than one signal of 
the master system [10]. 
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Fig. 6.21 A block diagram of the chaotic communication system based on the initial condi-
tion modulation concept 

6.3.2   Initial Condition Modulation within the Ueda Master-Slave 
Chaotic System 

Consider the Ueda master-slave chaotic system of Figure 5.9, section 5.3, when 
the master signal x drives. It has been shown in section 5.3 that in this configura-
tion equation 5.3.19, repeated below as equation 6.3.1, governs the synchroniza-
tion error of the master-slave y signals [10]: 

 

)sin()sin(2))()(()()(
0

Ω++−−=− ∫
=

=

∧∧

o

tt

too tBdttytykAtyty
o φ        (6.3.1) 

 

where:  
2

)0()0(

2

∧∧
−=−= zzzzφ ,        

2
)0(

πφ ++=
∧
zΩ . 

 
In addition, it has also been shown in section 5.3 [10] that as time tends to in-

finity equation 6.3.1 settles to the steady state behaviour governed by its third 
term. Furthermore, note that the third term of equation 6.3.1 is governed by the 
initial conditions of the master-slave z signals. By observing equation 6.3.1 it is 
then readily verifiable that the error of the master-slave y signals tends to zero 
when the difference among the master-slave z initial conditions is equal to 

πn2±  (where n is any integer). Alternatively, when the difference is equal to 
πn± , (where n is any odd integer), the error of the master-slave y signals 

reaches its maximum possible value. These two chaotic synchronization properties 
of the Ueda master-slave chaotic system have been utilized to construct the com-
munication system of Figure 6.22. The master initial condition of the z signal is 
varied according to the value of the bit to be transmitted, bit 0 being represented 
by π2=m  and bit 1 by π=m . In this way, the overall difference among the 
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master-slave z initial conditions entering the transmitter and the receiver is equal 
to either π  or π2 . Therefore, under noiseless conditions, the system either syn-
chronizes or does not [10]. 

As explained in chapter 1, for optimal performance of the system in the AWGN 
channel, it is essential that the symbols (bits) are as far apart as possible in their 
symbol space [20]. For the communication system of Figure 6.22 the separation of 
symbols 0 and 1 in their symbol space is largest when the difference among the 
master-slave z initial conditions is equal to πn2±  (where n is any integer) and 

πn± , (where n is any odd integer), respectively. These two properties of the 
Ueda master-slave chaotic system are expressed by equations 5.3.25 and 5.3.28 
and illustrated by Figures 5.13b and 5.14b of section 5.3. 
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Fig. 6.22 The Ueda chaotic communication system based on the initial condition  
modulation 

 

In order to evaluate ye  at the receiver, both master signals x and y, must be 

transmitted. Therefore, in Figure 6.22, the transmitted signal s is a signal com-
posed of x and y master signals interleaved in the fashion described by Eqs. 6.3.2 
and 6.3.3, respectively [10]: 
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In equations 6.3.2 and 6.3.3 )(tδ  is the impulse function and N is the spreading 

factor, that is, the number of x (y) chaotic points representing a single bit.  

The rx  and ry  signals, at the receiver side of Figure 6.22, represent the noisy 

x and y signals of the transmitted signal, where n denotes AWGN, composed of 
the two components represented in time domain by equations 6.3.4 and 6.3.5: 
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The rx  and ry  signals are represented by equations 6.3.6 and 6.3.7, respectively: 
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In order to avoid periodicity of chaotic sequences representing bit 0 (or bit 1), it is 
essential to alter x(0) and y(0) with every new bit sent. Also, in order to ensure the 
continuity of the smooth nature of the signals at the transition of the transmitted 
bits, the initial conditions of x and y for every new bit transmitted are chosen as 
the final values of the chaotic carrier of the preceding bit. The interleaved trans-
mitted signal s is shown in Figure 6.23 when the series of 10 bits is transmitted, 
that is, when m = [2π, 2π, π, 2π, π, π, 2π, π, 2π, π], or in binary terms: message = 
[0 0 1 0 1 1 0 1 0 1]. Figure 6.23 also shows the corresponding squared synchroni-

zation error, 2
ye , under noiseless conditions. The spreading factor of 400 has been 

used. 
In order to demonstrate the performance of the Ueda ICM based communica-

tion system of Figure 6.22, an empirical BER curve has been produced and com-
pared to the BER curve of the BPSK communication system [20,21].  In addition, 
an empirical BER curve of the Lorenz based CPM scheme presented above [8] has 
also been produced [21].  The results of the BER analysis are displayed in Figure 
6.24. From Figure 6.24 it is observed that it requires 13-14 dB less energy per bit 
to achieve the same probability of error using the Ueda ICM based system of  
Figure 6.22 as compared to the Lorenz CPM based system of [8]. The empirical 
BER curves have been obtained in the following manner. The bit energy  
was obtained by first determining the average power of the chaotic carrier and  
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multiplying it by the bit period [10,20].  Then for specified bit energy to noise 

power spectral density ratio ( ob NE / ), the required power (variance) of noise 

was calculated and thus white Gaussian noise of that power generated.  Finally for 

each ob NE /  the probability of error, that is the bit error rate, was determined. 
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Fig. 6.23 The interleaved transmitted signal s, and the squared synchronization error 
2
ye  

It should be pointed out that the scheme of Figure 6.22 is not the only possible 
configuration of implementing the system presented.  For instance, in order to 
avoid transmission of both x and y master signals across the channel, it is possible 
to introduce a differentiator at the receiver side and pass the received x signal 
through it to obtain an estimate of the master y signal, as from equation 5.3.1, sec-

tion 5.3, it is observed that in fact yx =
•

. Such a configuration has the advantage 

from the aspect of the reduced bandwidth requirement by transmitting a single 
signal instead of two interleaved signals.  However, in this case, the robustness to 
noise of the system is significantly reduced as is demonstrated by the open squares 
BER curve of Figure 6.24.  

Yet another, more robust scheme which shows how to implement the Ueda 
ICM scheme by transmitting only the master signal x is proposed. This scheme is 
outlined in the appendix [15]. In this particular configuration it is shown that the 
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transmitted bits can be recovered by only observing the slave signal 
∧
y  thus 

eliminating the requirement of transmitting the master signal y as well. 
Similar ICM based communication systems can also be constructed as is dem-

onstrated in the next two subsections on the simplest quadratic and the simplest 
piecewise linear master-slave chaotic flows. 
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Fig. 6.24 The BER curves: (a)  the solid line is for the theoretical BPSK, (b)  the solid cir-
cles are for the Ueda ICM based system of Figure 6.22, (c)  the crosses are for the Lorenz 
CPM based system of Figure 6.7 [8], (d) the open squares are for the Ueda ICM based sys-
tem of Figure 6.22 but with the differentiator and only x transmitted, (e) the solid squares 
are for the simplest quadratic ICM based system of Figure 6.25, (f) the open circles are for 
the simplest piecewise linear ICM based system of Figure 6.27. 

6.3.3   The Communication System Implementing the Simplest 
Quadratic Master-Slave Chaotic Flow 

In Figure 6.25 the communication system implementing the simplest quadratic 
master-slave chaotic flow is outlined. 
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Fig. 6.25 The simplest quadratic chaotic communication system based on the initial condi-
tion modulation 

The transmitted signal s is a signal composed of y and z master signals, inter-
leaved in the same fashion as signals x and y of the previous section.  The signals 

ry  and rz , are described by equations 6.3.8 and 6.3.9, respectively: 
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The operation of the communication system of Figure 6.25 is based on the syn-
chronization error of the master-slave z signals. It has been shown in section 5.2 
[10] that after the transients die down, the synchronization error of the master-
slave z signals is governed by equation 5.2.22, repeated below as equation 6.3.10 
for convenience: 

 

A
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Recall that in equation 6.3.10, 
∧∧

−=−= xxxx )0()0(α , and A is the system 

parameter. 
The master initial condition of the x signal is varied according to the value of 

the bit to be transmitted, bit 1 being represented by 9.8=m  and bit 0 by 

0=m .  Such choice of m ensures that the distance of symbols (bits) in their 
symbol space is large, while still maintaining the chaotic properties of the system.  
The symbol space of this system is limited by the basin of attraction of the initial 
conditions of the simplest quadratic chaotic flow and therefore care must be taken 
in the choice of the initial conditions [22] to avoid the system going off to infinity. 

To avoid periodicity of chaotic sequences representing bit 0 (or bit 1), it is es-
sential to alter y(0) and z(0) with every new bit sent.  However, in this case, the 
initial conditions of y and z for every new bit transmitted have not been chosen as 
the final values of the chaotic carrier of the preceding bit, due to the limited basin 
of attraction of the initial conditions. Instead, they have been randomly assigned 
within the basin of attraction for every new bit transmitted.  This ensures the cha-
otic properties of the system; however, it may jeopardize the security of the  
system as compared to the system of Figure 6.22, due to the non-smooth bit transi-
tions and the more restricted choice of initial conditions. The interleaved transmit-
ted signal s is shown in Figure 6.26 when the series of 10 bits is transmitted, that 
is, when m = [2π, 2π, π, 2π, π, π, 2π, π, 2π, π], or in binary terms: message = [0 0 1 
0 1 1 0 1 0 1]. Figure 6.26 also shows the corresponding squared synchronization  
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Fig. 6.26 The interleaved transmitted signal s, and the squared synchronization error 
2
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error, 2
ye , under noiseless conditions. The spreading factor of 400 has been used. 

From Figure 6.26 one can observe that the transmitted signal diverges to infinity  
if the chosen initial conditions of a particular bit are not within the basin of  
attraction. 

The result of the BER analysis for the simplest quadratic ICM based system of 
Figure 6.25 is displayed in Figure 6.24 by the curve marked by solid squares.  
From Figure 6.24 it is observed that it requires 11-12 dB less energy per bit to 
achieve the same probability of error using the simplest quadratic ICM based sys-
tem of Figure 6.25 as compared to the Ueda ICM based system of Figure 6.22. 

6.3.4   The Communication System Implementing the Simplest 
Piecewise Linear Master-Slave Chaotic Flow 

In Figure 6.27 the communication system implementing the simplest piecewise 
linear master-slave chaotic flow, where the transmitted signal s is composed of the 
interleaved signals y and x, is outlined. 
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Fig. 6.27 The simplest piecewise linear chaotic communication system based on the initial 
condition modulation 
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The signals ry  and rx , are described by equations 6.3.11 and 6.3.12,  

respectively: 
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The operation of the communication system of Figure 6.27 is based on the syn-
chronization error of the master-slave x signals, represented by equation 5.1.7, and 
repeated below as equation 6.3.13 for convenience: 

 

Jxxxx =−=−
∧∧

)0()0(                                       (6.3.13) 

 
The initial condition of the master signal x is varied according to the value of the 
bit to be transmitted, bit 1 being represented by 1=m  and bit 0 by 0=m .  Such 
a choice of m ensures that the separation of symbols (bits) in their symbol space is 
relatively large, while still maintaining the chaotic properties of the system, that is, 
preventing the system from going off to infinity.  In order to preserve smoothness 
of the transmitted chaotic sequence y, as well as to avoid periodicity, the initial 
condition of y for every new bit transmitted is chosen as the final value of the cha-
otic carrier of the preceding bit. The disadvantage of this system is that the initial 
conditions of the master signal x modulate the message to be transmitted while at 
the same time transmitting the master signal x, thus jeopardizing the security of 
the information transmitted as compared to the systems of Figure 6.22 and Figure 
6.25.  The interleaved transmitted signal s is shown in Figure 6.28 when the series 
of 10 bits is transmitted, that is, when m = [2π, 2π, π, 2π, π, π, 2π, π, 2π, π], or in 
binary terms: message = [0 0 1 0 1 1 0 1 0 1]. Figure 6.28 also shows the corre-

sponding squared synchronization error, 2
ye , under noiseless conditions. The 

spreading factor of 400 has been used. From Figure 6.28 one can observe that the 
transmitted signal does not diverge to infinity at any time if the chosen initial con-
ditions of a particular bit are within the basin of attraction. 

The result of the BER analysis for the simplest piecewise linear ICM based sys-
tem of Figure 6.27 is displayed in Figure 6.24 by the curve marked by open cir-
cles.  From Figure 6.24 it is observed that it requires 6-9 dB more energy per bit to 
achieve the same probability of error using the simplest piecewise linear  
ICM based system of Figure 6.27 as compared to the Ueda ICM based system of 
Figure 6.22. 
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Fig. 6.28 The interleaved transmitted signal s, and the squared synchronization error 
2
xe  

6.3.5   Discussion 

In this section the three chaotic communication systems, based on the initial con-
dition modulation of the message to be transmitted, have been presented. They are 
now discussed in terms of their performance. 

The communication system based on the simplest quadratic master-slave cha-
otic flow exhibits the best performance in terms of the bit error rate, as compared 
to the other two systems, due to the largest relative separation of the bits transmit-
ted in their symbol space at the receiver.  Due to having the smallest relative sepa-
ration of the bits transmitted in their symbol space, the communication system 
based on the simplest piecewise linear master-slave chaotic flow exhibits the 
worst bit error rate performance. 

From the security point of view, the communication system based on the Ueda 
master-slave chaotic system may offer the most security out of the three systems 
presented, as this system is not limited by the basin of attraction. This allows for 
the widest range of initial conditions for the message modulation, that is, it en-
ables for the smooth nature of the transmitted signal at the bit transitions.  The 
communication system based on the simplest piecewise linear master-slave cha-
otic flow uses the error of the master-slave x signals to demodulate the message 
while at the same time the initial conditions of the transmitted master signal x 
modulate the message. This can be seen from equation 6.3.13 and Figure 6.27.  
Therefore the security of this system is jeopardized as compared to the other two 
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systems whose demodulation, that is, steady state synchronization error, equations 
are independent of their own initial conditions, but depend on the modulating ini-
tial conditions of the signal not transmitted. This can be seen from equations 6.3.1 
and 6.3.10, and Figures 6.22 and 6.25, respectively. 

6.4   Performance Evaluation in the Presence of Noise  

In this section, the noise performance of the binary modulation techniques of sec-
tions 6.2 and 6.3 is examined and compared in terms of the bit error rate. 

In Figure 6.29 the BER performance of the Lorenz, Ueda and cubic CPM sys-
tems is compared to that of the ICM systems of section 6.3. Furthermore, the BER 
curve of the filtered and plain Ueda ICM system with only x transmitted [15], 
(outlined in the appendix), is also presented. 
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Fig. 6.29 The BER curves: (a) the solid line is for the theoretical BPSK, (b) the solid 
squares are for the simplest quadratic ICM system of Figure 6.25 [10], (c) the open penta-
gram stars are for the Filtered Ueda ICM system of the appendix [15], (d) the open dia-
monds are for the Ueda ICM system of the appendix [15], (e) the solid circles are for the 
Ueda ICM system of Figure 6.22 [10], (f) the open circles are for the simplest piecewise 
linear ICM system of Figure 6.27 [10], (g) the open squares are for the Ueda CPM system 
of Figure 6.14 [16], (h) the crosses are for the Lorenz CPM system of Figure 6.7 [8], (i) the 
open pentagram stars are for the cubic CPM system of Figure 6.17. 
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While evaluating the BER curves of Figure 6.29 it has been assumed that the 
clock synchronization among the clock at the transmitter and the clock at the re-
ceiver has already been achieved. As discussed in chapter 1, this assumption is 
used in most cases when evaluating the performance of binary modulation tech-
niques [20,10]. 

From Figure 6.29 it is observed that it requires 7-10 dB less energy per bit to 
achieve the same probability of error using the Ueda ICM system as compared to 
the Ueda CPM system. Furthermore, it requires 4-6 dB less energy per bit  
to achieve the same probability of error using the Ueda CPM system as compared 
to the Lorenz CPM system. Therefore, the Ueda ICM system exhibits better noise 
performance than the Ueda CPM system which in turn exhibits better noise per-
formance than the Lorenz CPM system. However, most importantly, it should be 
observed that all of the ICM based systems developed here outperform the CPM 
based systems. In particular, the best performance is exhibited by the simplest 
quadratic ICM based system and the worst by the cubic CPM based system. Al-
though the simplest quadratic ICM based chaotic communication system exhibits 
the best performance in terms of BER it has been argued in section 6.3 that it may 
not be the most secure system. Similarly, it was argued that Ueda ICM based sys-
tem exhibits the best overall performance in terms of security and BER. Therefore, 
the further 4-5 dB BER improvement exhibited by the Ueda ICM based system 
with only the master signal x transmitted over the Ueda ICM based system with 
both master x and y signals transmitted (Figure 6.22) is of particular importance. 
Furthermore, it has been shown in the appendix [15] that by applying filters to the 
received signal x further improves the performance of the system by 3-4 dB. How-
ever, it can be observed from Figure 6.29 that even the simplest quadratic ICM 
based system which exhibits the best BER performance, out of all of the chaotic 
synchronization based systems examined, is still outperformed by the BPSK sys-
tem by approximately 14 dB. In the next chapter, a robust synchronization unit for 
the chaos based DS-CDMA systems is proposed. It is shown that in terms of BER 
it outperforms the communication systems based on the principle of chaotic syn-
chronization presented and examined in this chapter. 

It should be noted that all of the communication systems presented in this chap-
ter are inherently single user systems. It will be shown in chapter 9, how principles 
of TDM can be used to allow these systems to become multi-user systems. Their 
performance will be examined in both AWGN and Rayleigh fading channels. Fur-
thermore, it will be shown that by using different receiver architectures BER per-
formance can be improved in certain cases. 

6.5   Conclusion  

In this chapter, several chaotic communication systems with the receiver based on 
chaotic synchronization have been described. These include the chaotic communi-
cation schemes of chaotic masking, chaotic modulation and the new chaotic com-
munication scheme of initial condition modulation.  
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It has been shown how Lyapunov’s direct method presented in chapter 3 can be 
used in the design of CPM based communication systems. In particular, this has 
been shown on the Ueda master-slave chaotic system.  

Furthermore, a method of implementing the synchronized chaotic map master-
slave system of chapter 4 within a CPM based secure communication system, was 
demonstrated on the 1ℜ  cubic map. It was shown that instant synchronization 
within the chaotic map CPM based communication system allows for the highest 
level of discrimination among bits 0 and 1. 

On the basis of findings of chapter 5, a secure communication system based on 
the initial condition modulation of the chaotic carrier by the binary message was 
then presented. In particular, this system utilizes a novel approach to the master-
slave synchronization properties of the three chaotic flows investigated. The  
empirical BER curves for the presented communication systems have then been 
produced and compared to the empirical BER curve of the Lorenz CPM based 
communication system of [8], demonstrating a significant improvement.  It has 
been shown that the communication system based on the simplest quadratic mas-
ter-slave chaotic flow exhibits the best performance in terms of BER, as compared 
to the other two presented systems based on the Ueda and the simplest piecewise 
linear master-slave chaotic flows.  From the security point of view it has been ob-
served that the communication system based on the Ueda master-slave chaotic 
system may be the most secure of the three systems presented. 

Finally, the overall performance of the chaotic parameter and initial condition 
modulation techniques has been examined and compared in the presence of 
AWGN. It has been shown in terms of BER that the ICM based chaotic communi-
cation systems exhibit better noise performance than the CPM based ones. There-
fore, most importantly, it can be concluded that all of the chaotic synchronization 
ICM based systems presented here outperform the presented CPM based systems. 
Furthermore, it has been shown on the Ueda ICM based chaotic communication 
system that the denoising techniques can be used to further improve the BER per-
formance. The details of the denoising techniques developed have been described 
in the appendix. The work of this chapter has been published in [10,16,15]. 

References 

[1] Murali, K., Lakshmanan, M.: Transmission of signals by synchronization in a  
chaotic Van der Pol-Duffing oscillator. Physical Review E, Rapid Communica-
tions 48(3), R1624–R1626 (1993) 

[2] Wu, C.W., Chua, L.O.: A unified framework for synchronization and control of dy-
namical systems. International Journal of Bifurcation and Chaos 4(4), 979–998 
(1994) 

[3] John, J.K., Amritkar, R.E.: Synchronization of unstable orbits using adaptive control. 
Physical Review E 49(6), 4843–4848 (1994) 

[4] Oppenheim, A.V., Wornell, G.W., Isabelle, S.H., Cuomo, K.M.: Signal processing in 
the context of chaotic signals. In: Proceedings IEEE ICASSP, pp. 117–120 (1992) 



References 169
 

 

[5] Kocarev, L., Halle, K.S., Eckert, K., Chua, L.O., Parlitz, U.: Experimental demon-
stration of secure communications via chaotic synchronization. International Journal 
of Bifurcation and Chaos 2(3), 709–713 (1992) 

[6] Parlitz, U., Chua, L.O., Kocarev, L., Hale, K.S., Shang, A.: Transmission of digital 
signals by chaotic synchronization. International Journal of Bifurcation and 
Chaos 2(4), 973–977 (1992) 

[7] Kapitaniak, T., Sekieta, M., Ogorzalek, M.: Monotone synchronization of chaos. In-
ternational Journal of Bifurcation and Chaos 6(1), 211–217 (1996) 

[8] Cuomo, K.M., Oppenheim, A.V.: Circuit Implementation of Synchronized Chaos 
with Applications to Communications. Physical Review Letters 71(1), 65–68 (1993) 

[9] Cuomo, K.M., Oppenheim, A.V., Strogatz, S.H.: Synchronization of Lorenz-Based 
Chaotic Circuits with Applications to Communications. IEEE Transactions on Cir-
cuits and Systems – II. Analog and Digital Signal Processing 40(10), 626–633 
(1993) 

[10] Jovic, B., Berber, S., Unsworth, C.P.: A novel mathematical analysis for predicting 
master – slave synchronization for the simplest quadratic chaotic flow and Ueda 
chaotic system with application to communications. Physica D 213(1), 31–50 (2006) 

[11] Wu, C.W., Chua, L.O.: A simple way to synchronize chaotic systems with applica-
tions to secure communication systems. International Journal of Bifurcation and 
Chaos 3(6), 1619–1627 (1993) 

[12] Halle, K.S., Wu, C.W., Itoh, M., Chua, L.O.: Spread spectrum communication 
through modulation of chaos. International Journal of Bifurcation and Chaos 3(2), 
469–477 (1993) 

[13] Lu, J., Wu, X., Lü, J.: Synchronization of a unified chaotic system and the applica-
tion in secure communication. Physics Letters A 305(6), 365–370 (2002) 

[14] Pecora, L.M., Carroll, T.L.: Synchronization in chaotic systems. Physical Review 
Letters 64(8), 821–824 (1990) 

[15] Jovic, B., Unsworth, C.P., Berber, S.M.: De-noising ‘Initial Condition Modulation’ 
Wideband Chaotic Communication Systems with Linear & Wavelet Filters. In: Pro-
ceedings of the First IEEE International Conference on Wireless Broadband and  
Ultra Wideband Communications (AusWireless 2006), Sydney, Australia, March  
13-16, pp. 1–6 (2006) 

[16] Jovic, B., Unsworth, C.P.: Synchronization of Chaotic Communication Systems. In: 
Wang, C.W. (ed.) Nonlinear Phenomena Research Perspectives, Nova Publishers, 
New York (2007) 

[17] Lau, F.C.M., Tse, C.K.: Chaos-Based Digital Communication Systems, ch. 1, pp. 1–
20. Springer, Berlin (2004) 

[18] Ueda, Y.: Survey of Regular and Chaotic Phenomena in the Forced Duffing Oscilla-
tor. Chaos, Solitons and Fractals 1(3), 199–231 (1991) 

[19] Kennedy, M.P., Kolumban, G.: Digital Communications Using Chaos. In: Chen, G. 
(ed.) Controlling Chaos and Bifurcations in Engineering Systems, pp. 477–500. CRC 
Press LLC, Boca Raton (1999) 

[20] Carroll, T.L., Pecora, L.M.: Using multiple attractor chaotic systems for communica-
tion. Chaos 9(2), 445–451 (1999) 

[21] Reddell, N.F., Welch, T.B., Bollt, E.M.: A covert communication system using an 
optimized wideband chaotic carrier. In: MILCOM Proceedings, vol. 2, pp. 1330–
1334 (2002) 

[22] Sprott, J.C.: Chaos and Time-Series Analysis, pp. 230–440. Oxford University Press, 
Oxford (2003) 


	Application of Chaotic Synchronization to Secure Communications
	Chaotic Masking
	Principles of Chaotic Masking
	Chaotic Masking within the Lorenz Master-Slave System

	Chaotic Modulation
	Chaotic Parameter Modulation
	General Approach to Chaotic Parameter Modulation
	Other Forms of Chaotic Modulation

	Initial Condition Modulation
	Principles of Initial Condition Modulation
	Initial Condition Modulation within the Ueda Master-Slave Chaotic System
	The Communication System Implementing the Simplest Quadratic Master-Slave Chaotic Flow
	The Communication System Implementing the Simplest Piecewise Linear Master-Slave Chaotic Flow
	Discussion

	Performance Evaluation in the Presence of Noise
	Conclusion
	References



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (ISO Coated v2 300% \050ECI\051)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.3
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Perceptual
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 149
  /ColorImageMinResolutionPolicy /Warning
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 149
  /GrayImageMinResolutionPolicy /Warning
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 150
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 599
  /MonoImageMinResolutionPolicy /Warning
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /BGR <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>
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <FEFF005400610074006f0020006e006100730074006100760065006e00ed00200070006f0075017e0069006a007400650020006b0020007600790074007600e101590065006e00ed00200064006f006b0075006d0065006e0074016f002000410064006f006200650020005000440046002c0020006b00740065007200e90020007300650020006e0065006a006c00e90070006500200068006f006400ed002000700072006f0020006b00760061006c00690074006e00ed0020007400690073006b00200061002000700072006500700072006500730073002e002000200056007900740076006f01590065006e00e900200064006f006b0075006d0065006e007400790020005000440046002000620075006400650020006d006f017e006e00e90020006f007400650076015900ed007400200076002000700072006f006700720061006d0065006300680020004100630072006f00620061007400200061002000410064006f00620065002000520065006100640065007200200035002e0030002000610020006e006f0076011b006a016100ed00630068002e>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000620065006400730074002000650067006e006500720020007300690067002000740069006c002000700072006500700072006500730073002d007500640073006b007200690076006e0069006e00670020006100660020006800f8006a0020006b00760061006c0069007400650074002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /ESP <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>
    /ETI <FEFF004b00610073007500740061006700650020006e0065006900640020007300e4007400740065006900640020006b00760061006c006900740065006500740073006500200074007200fc006b006900650065006c007300650020007000720069006e00740069006d0069007300650020006a0061006f006b007300200073006f00620069006c0069006b0065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740069006400650020006c006f006f006d006900730065006b0073002e00200020004c006f006f0064007500640020005000440046002d0064006f006b0075006d0065006e00740065002000730061006100740065002000610076006100640061002000700072006f006700720061006d006d006900640065006700610020004100630072006f0062006100740020006e0069006e0067002000410064006f00620065002000520065006100640065007200200035002e00300020006a00610020007500750065006d006100740065002000760065007200730069006f006f006e00690064006500670061002e000d000a>
    /FRA <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>
    /GRE <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>
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
    /HRV (Za stvaranje Adobe PDF dokumenata najpogodnijih za visokokvalitetni ispis prije tiskanja koristite ove postavke.  Stvoreni PDF dokumenti mogu se otvoriti Acrobat i Adobe Reader 5.0 i kasnijim verzijama.)
    /HUN <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>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /LTH <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>
    /LVI <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /POL <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>
    /PTB <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>
    /RUM <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>
    /RUS <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>
    /SKY <FEFF0054006900650074006f0020006e006100730074006100760065006e0069006100200070006f0075017e0069007400650020006e00610020007600790074007600e100720061006e0069006500200064006f006b0075006d0065006e0074006f0076002000410064006f006200650020005000440046002c0020006b0074006f007200e90020007300610020006e0061006a006c0065007001610069006500200068006f0064006900610020006e00610020006b00760061006c00690074006e00fa00200074006c0061010d00200061002000700072006500700072006500730073002e00200056007900740076006f00720065006e00e900200064006f006b0075006d0065006e007400790020005000440046002000620075006400650020006d006f017e006e00e90020006f00740076006f00720069016500200076002000700072006f006700720061006d006f006300680020004100630072006f00620061007400200061002000410064006f00620065002000520065006100640065007200200035002e0030002000610020006e006f0076016100ed00630068002e>
    /SLV <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>
    /SUO <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>
    /SVE <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>
    /TUR <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>
    /UKR <FEFF04120438043a043e0440043804410442043e043204430439044204350020044604560020043f043004400430043c043504420440043800200434043b044f0020044104420432043e04400435043d043d044f00200434043e043a0443043c0435043d044204560432002000410064006f006200650020005000440046002c0020044f043a04560020043d04300439043a04400430044904350020043f045604340445043e0434044f0442044c00200434043b044f0020043204380441043e043a043e044f043a04560441043d043e0433043e0020043f0435044004350434043404400443043a043e0432043e0433043e0020043404400443043a0443002e00200020042104420432043e04400435043d045600200434043e043a0443043c0435043d0442043800200050004400460020043c043e0436043d04300020043204560434043a0440043804420438002004430020004100630072006f006200610074002004420430002000410064006f00620065002000520065006100640065007200200035002e0030002004300431043e0020043f04560437043d04560448043e04570020043204350440044104560457002e>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
    /DEU <FEFF004a006f0062006f007000740069006f006e007300200066006f00720020004100630072006f006200610074002000440069007300740069006c006c0065007200200038002000280038002e0032002e00310029000d00500072006f006400750063006500730020005000440046002000660069006c0065007300200077006800690063006800200061007200650020007500730065006400200066006f00720020006f006e006c0069006e0065002e000d0028006300290020003200300031003000200053007000720069006e006700650072002d005600650072006c0061006700200047006d006200480020000d000d0054006800650020006c00610074006500730074002000760065007200730069006f006e002000630061006e00200062006500200064006f0077006e006c006f0061006400650064002000610074002000680074007400700073003a002f002f0070006f007200740061006c002d0064006f0072006400720065006300680074002e0073007000720069006e006700650072002d00730062006d002e0063006f006d002f00500072006f00640075006300740069006f006e002f0046006c006f0077002f00740065006300680064006f0063002f00640065006600610075006c0074002e0061007300700078000d0054006800650072006500200079006f0075002000630061006e00200061006c0073006f002000660069006e0064002000610020007300750069007400610062006c006500200045006e0066006f0063007500730020005000440046002000500072006f00660069006c006500200066006f0072002000500069007400530074006f0070002000500072006f00660065007300730069006f006e0061006c00200030003800200061006e0064002000500069007400530074006f0070002000530065007200760065007200200030003800200066006f007200200070007200650066006c00690067006800740069006e006700200079006f007500720020005000440046002000660069006c006500730020006200650066006f007200650020006a006f00620020007300750062006d0069007300730069006f006e002e000d>
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [595.276 841.890]
>> setpagedevice




