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Abstract. Trust is one of the most important means to improve security and 
enable interoperability of current heterogeneous independent cloud platforms. 
This paper first analyzed several trust models used in large and distributed en-
vironment and then introduced a novel cloud trust model to solve security issues 
in cross-clouds environment in which cloud customer can choose different pro-
viders’ services and resources in heterogeneous domains can cooperate. The 
model is domain-based. It divides one cloud provider’s resource nodes into the 
same domain and sets trust agent. It distinguishes two different roles cloud cus-
tomer and cloud server and designs different strategies for them. In our model, 
trust recommendation is treated as one type of cloud services just like computa-
tion or storage. The model achieves both identity authentication and behavior 
authentication. The results of emulation experiments show that the proposed 
model can efficiently and safely construct trust relationship in cross-clouds  
environment.  

Keywords: cloud computing, trust model, heterogeneous domain, role, trust 
recommendation. 

1   Introduction 

Cloud computing based on many other existing technologies is a new method for 
sharing infrastructure which provides customers with extremely strong computation 
capability and huge memory space while with low cost. But now cloud computing is 
faced with many problems to be resolved especially security. Till now most IT  
enterprises’ cloud platforms are heterogeneous, independent and not interoperable. For 
the benefit of human society and the development of cloud computing, one uniform and 
interoperable cross-clouds platform will surely be born in the near future. And in 
cross-clouds environment, security is the most important issue. Compared to traditional 
technologies, cloud has many specific features, such as it is ultra-large-scale and  
resources belong to each cloud providers are completely distributed, heterogeneous and 
totally virtualized. Traditional security mechanisms such as identity validation,  
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authentication and authorization were no longer suitable for cloud. Trust which is 
originally society notion in constructing human beings’ relationship is now an essential 
substitute for former security mechanism in distributed environments. Some experts 
said the biggest issue of cloud computing 2009 is trust [6]. 

While in fact trust is the most complex relationship between entities because it is 
extremely abstract, unstable and difficult to be measured and managed. Today there is 
no special trust model for cloud computing environment. But as we know cloud has 
inextricably linked to distributed systems, so we try to establish our cloud trust model 
on the basis of in-deep research of previous studies. 

This paper proposed a novel trust model which ensured the security of cloud entities 
both customers and providers in cross-clouds applications. It divided cloud nodes into 
two categories: customers and servers and designed different trust strategies for them. 
Trust domains were established based on independent single-cloud platform. Trust 
choice and update strategies took into account both the independence of nodes and 
manageable of domains. What’s more, trust recommendation in this model was treated 
and managed as one type of cloud services. 

This paper was constructed as follows: part 2 describes the main concept of trust and 
part 3 analyzes and compares several existing trust models. Part 4 introduces the new 
cross-clouds trust model. Part 5 shows results of our emulation experiments and the last 
part is conclusion and future work. 

2   Definitions 

2.1   Trust Relationship 

The following are some correlative definitions: 

* Definition1: Trust is referred to the recognition of entity’s identity and the con-
fidence on its behaviors. Trust is subjective behavior since entity’s judgement is 
usually based on its own experiences. Trust is described by trust value.  

* Definition2: Trust value or trust degree is used to measure the degree of trust. 
Trust value often depends on special time and special context.  

* Definition3: Direct trust means trust that is obtained by entities’ direct interac-
tion. 

* Definition4: Indirect trust or recommended trust means trust that is obtained from 
credible third party who has direct contact with the designated one. Recom-
mended trust is one important way to obtain trust degree of unknown entities.  

2.2   Classification of Trust 

Trust can be classified into different categories according to different standards. 

* According to attributes: identity trust and behavior trust 
* According to obtaining way: direct trust and recommended trust 
* According to role: code trust, third party trust and execution trust, etc. 
* According to based theory: subjective trust and objective trust. 
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2.3   Features of Trust  

In our opinion trust has the following main features: 

* Subjective, uncertainty and fuzzy. 
* Asymmetry. If A and B have to set up trust relationship, A’s evaluated trust for B 

can be different from B for A  
* Inconstancy and context-sensitive. Trust is changing along with special time and 

special context.. 
* Condition based transitivity. A’s trust value for B is always unequal to the rec-

ommended trust that is received from C. There always exists a recommendation 
factor. 

3   Trust Models in Distributed Environment [7-11] 

With the widespread application of large scale and distributed systems such as Grid 
computing, Ubiquitous computing, P2P computing and Ad hoc networks, trust models 
fit for them have been in-depth researches. In this part we discuss the previous trust 
models designed for distributed systems. 

3.1   PKI Based Trust Model 

This trust model depends on a few leader nodes to secure the whole system. The 
leaders’ validity certifications are signed by CA. GSI Security Infrastructure of Globus 
the most famous Grid toolkit is also based on PKI technology. GSI introduces the 
concept of user agent. PKI model may cause uneven load or a single point of failure 
since it rely on leader nodes too much.  

3.2   Network Topology Based Trust Model 

This trust model is constructed on the basis of network topology. Each entity’s trust is 
evaluated according to its location in system topology and it usually uses tree or graph 
traversal algorithm. Trust management mechanism in this model is relatively simple. 
But due to the extremely complexity of network environment, trust values are often 
inaccurate which may cause system security risks.  

3.3   Basic Behavior Based Trust Model  

This model uses history trade records to compute trust. One entity’s trust is gained by 
considering both former trade experiences and other nodes’ recommendation. Trust 
value is relatively complete and reliable in this model while at the same time with 
large-scale computation and other burden.  

3.4   Domain Based Trust Model  

This trust model is mostly used in Grid computing. It divides Grid environment into 
several trust domains and distinguishes two kinds of trust. One is in-domain trust rela-
tionship and the other is inter-domain trust relationship. It establishes different strate-
gies for them. The mechanism of this model is reasonable in that since nodes in the 
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same domain usually are much more familiar, they generally have higher trust degree 
for each other. This algorithm is low computational complexity because in-domain 
trust’s computation only depends on the number of nodes in a domain and inter-domain 
trust only depends on the number of domains. Domain based model can be seen as a 
compromise between PKI and network topology. But just like PKI, it may cause net-
work bottleneck and a single point of failure and it ignores the trust decision inde-
pendence of entities.  

3.5   Subjective Trust Model 

Distributed applications are often faced with two major security scenarios. First, user 
programs may contain malicious codes that may endanger or weaken resources. 
Second, resources once infected by network attacks may damage user applications. So 
Subject logic based trust model divides trust into several subclass: execution trust, 
code trust, authority trust, direct trust and recommendation trust and so on. Also it 
designs different strategies for each kind of trust. Subjective trust is a subjective de-
cision about specific level of entity's particular characters or behaviors. Entity A trusts 
entity B means A believes that B will perform certain action in some specific situation. 
Probability theory for example D-S theory or fuzzy mathematics is the basic tool to 
define trust. But generally speaking subjective trust cannot reflect fuzziness and is 
only reasoning on probability models which were over formalized and far away from 
real essence of trust management. Literature [9] proposed a new subjective trust model 
based on cloud model which can better describe the fuzziness and randomicity. There 
are other defects such as it cannot realize the integration of identity and behavior 
certification and the mechanism is so complex that it is difficult to realize the system 
based on it. 

3.6   Dynamic Trust Model 

Dynamic trust mechanism is a new and hot topic of security research for distributed 
applications. Construction of dynamic trust relationship needs to solve the following 
mathematics issues. 

* To decide trust degree space. Always it is defined by fuzzy logics.  
* To design mechanism of acquirement of trust value. There are two kinds of 

methods: direct or indirect.  
* To design mechanism of trust value evaluation or evolution. 

The research of dynamic trust model is still at the initial stage with a lot of problems to 
be resolved. 

* Definition confusion of dynamic trust relationship. Since trust is a subjective 
concept there is no universal definition that can be widely accepted. 

* Diversity of trust model. Dynamic trust models are based on special application 
environment and lack universality. 

* Difficulties in the evaluation of trust model performance. 
* Lack of the realization or application of model. 
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4   Proposed Trust Model 

We proposed a novel trust model that can be used in large-scale and completely dis-
tributed cross-clouds environment based on the previous research. The following is the 
detail of our model. 

The model differentiates two kinds of cloud roles: client and server or customer and 
provider. Clients are enterprises or individuals who choose to use cloud services, while 
service nodes are resources of cloud providers. Resources that belong to the same 
providers will attend the same trust domain and each domain set trust agent. 

4.1   Trust Relationship Table 

Each client stores and maintains a customer trust table. 

Table 1. Customer trust table 

Domain name Service type Trust value/trust degree Generation time 

    

 
The key of the table showed above contains the first and second attributes. Domain 

name is one cloud provider’s unique identity in uniform cloud platform. Service type 
can be computation, storage and so on. In our model, the most specific service type is 
trust recommendation. When customer uses certain provider’s service for the first time, 
it will use recommended trust provided by the other familiar providers to compute 
original trust. After the trade, it updates the corresponding trust according to trade 
result, and also it updates the recommendation factor of corresponding providers. 
Recommendation factor here is the trust value of recommendation service. Trust value 
or trust degree is used for trade judgement. The last column “generation time” is used to 
update trust. 

Providers rely on their domain trust agent to manage trust. Agent stores and main-
tains domain trust table which records other domains’ trust. Domain trust is used when 
one provider cooperates with some others, turns over customer’s services, recommends 
trust, etc. Each time when two providers cooperate for the first time, they can also 
request for trust recommendation from their familiar domains. In this case recom-
mendation is also one cooperation type. Table2 below is domain trust table. 

Table 2. Domain trust table 

Domain name Cooperation type Trust value/trust degree Generation time 

    

4.2   Realization Mechanism 

Figure 1 shows the basic realization framework of the new model. 
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Fig. 1. Realization mechanism 

4.2.1   Trust Decision  

Safe transactions in cross-clouds environment are ensured by trust mechanism of which 
the key is trust decision. When customers want to use cloud services, they have to make 
trust decision. Also when service providers want to cooperate, they have to make trust 
decision. Explicit trust decision needs a threshold. Unless trust value is bigger than or 
trust degree is higher than the threshold, entities will not continue their transaction. In 
our model, threshold is customizable and cloud entity or trust domain can independ-
ently set its threshold according to its current level of security. 

The general process of trust decision in our model is as follows: first of all, to search 
corresponding value of special trading partner in local trust table (for customer is 
customer trust table and for provider is domain trust table). If there exists the value and 
it exceeds the threshold, entity will agree to continue the transaction else transaction 
will be suspended. If no corresponding record is found, entity will broadcast trust re-
quest within familiar domains. And original trust for counterparty will be calculated 
using the received recommendation trust and corresponding recommendation factor. 

Algorithm to Obtain Direct Trust for the familiar nodes. 

DirectSearch(nodeB,serviceType){/*example of nodeA 
searches nodeB’s trust in local trust table*/  

     Boolean found=false; 

     TargetNode *isTargetNode=nodeA.dir; 

     While(!found||isTargetNode!=null) { 
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if(isTargetNode->id==nodeB) { 

                found=true; 

for(;isTargetNode->context==serviceType||isTargetNode!=
nodeB;isTargetNode =isTargetNode->next)  

{ if(isTargetNode->context==serviceType)  

{return isTargetNode->trustValue;} 

} 

} else { isTargetNode=isTargetNode->next;} 

          } 

      if(!found) {return –1;} 

} 

Algorithm to Compute Recommendation Trust. 

RecommendSearch(nodeB,serviceType){/*example of nodeA 
calculates nodeB’s recommendation trust */ 

  Boolean found=false; 

  float trustValue; 

  RecomNode *isRecomNode=nodeA.dir; 

  While(!found||isRecomNode!=null){ 

if(isRecomNode->context==recommendation){ 

trustValue=requestforRecom(isRecomNode,nodeB, 

serviceType);/*Agent will reply recommendation 
trust for nodeB of the special trade type*/ 

   } 

if(trustValue>=0){ 

found=true; 

return trustValue*isRecomNode->trustValue; 

} 

    isRecomNode=isRecomNode->next; 

    } 

    if(!found) return -1; 

} 

We suppose that rows in each trust table are already sorted by trust value in de-
scending order. And for simplicity in recommendation circumstances, entity just 
chooses to use the recommendation trust of the node with highest recommendation 
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factor. Besides since trust is always context dependent, our algorithms take into ac-
count service types. 

4.2.2   Trust Update  
Two factors cause the update of trust: one is time and the other is re-evaluation of trust 
after each transaction. Time influence is continuous while transactions’ are leaping. So 
the model adopts different strategies to evaluate them. It tends to use appropriate at-
tenuation function to measure time influence. And in contrast it counts much on the 
evaluation of last time transaction rather than history cooperation data. Below is the 
different update policy for different cloud role. 

* For customers:  

* To set a time-stamp and periodically delete expired records. 

Example of Time Update. 

ETimeUpdate(){   

  DirNode *isDirNode=nodeA.dir; 

  DirNode *p=nodeA.dir; 

  IsDirNode= IsDirNode->next; 

  While(p!=null) { 

if(isDirNode->time>=MAXTIME) { 

  p->next=IsDirNode->next; 

    Delete IsDirNode; 

    p=p->next; 

    IsDirNode=p->next; 

  }  else {  

    p=p->next; 

    IsDirNode=p->next;}  

  } 

} 

* To re-evaluate trust after each transaction. If it is the first time, customer will 
increase one record in customer trust table to store the new provider’s trust 
and at the same time update the recommendation service trust of providers 
who offered recommended trust. Else it just replaces the old trust with the new 
one.  

* For agents:  

* To refresh trust using proper time attenuation function.  
* To update domain trust value after each cooperation with other domains. 
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5   Emulation Experiment and Results 

We designed simulation experiments realizing the emulation of cross domain transac-
tions based on proposed model and traditional domain-based model. The experiments 
set up two evaluation factors: trust accuracy and transaction success rate. Trust accu-
racy means the ratio of obtaining correct trust value through trust mechanism to the 
total number of evaluations. Transaction success rate means the ratio of success 
transactions to the ideal number of transactions.  

Simulation experiments simulated cloud platform that contained 2000 nodes and 
10 trust domains. In initial time, node randomly became a customer node or joined a 
domain and became a resource node. Each node should complete 100 times transac-
tions. For each customer node each time, it randomly chose a certain domain to 
provide download service. For each resource node each time, the specific domain it 
belonged to randomly chose another domain to cooperate. So the total number of 
transactions was 200,000. Since each time before nodes began transaction they made 
trust decisions, the total number of trust evaluations was also 200,000. Malicious 
node or bad nodes in the experiments were referred to those who refused to provide 
services or deliberately cheat in trust recommendation. The following two figures 
show the results. 

The results show the proposed model can ensure higher transaction success rate on 
the basis of relative higher trust accuracy compared to simple domain-based model in 
cross-domain environment with transaction fraud and malicious recommendation.  
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Fig. 2. Result of Trust Accuracy. X-axis represents the ratio of malicious nodes and Y-axis 
represents trust accuracy. 
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Fig. 3. Result of Success Transaction Rate. X-axis represents the ratio of malicious nodes and 
Y-axis represents success trade rate. 

6   Conclusion and Future Work 

This paper introduces a novel trust model that can be used in cross-clouds environment. 
We distinguished two different roles in cloud: customer and provider. Resources that 
belong to the same provider will be managed in the same trust domain. In each trust 
domain we set up a trust agent to charge domain’s trust. What’s more the model treats 
recommendation as one type of cloud service. Simulation experiments show the pro-
posed model can establish trust relationship between customer and provider and be-
tween different cloud platforms fast and safe.  

In future, there are still a lot of issues to be studied. We will establish a cross-clouds 
security prototype system and implement the proposed model in the test-bed. Since in 
reality entities behaviors are more complex and there are many other potential security 
risks in ultra-large-scale cross-clouds environment, we will perfect our model and 
improve its performance when in use and so on. 

References 

1. Foster, I., Kesselman, C.: The Grid: Blueprint for a New Computing Infrastructure. Morgan 
Kaufmann, San Francisco (1999) 

2. Chinacloud.cn, http://www.chinacloud.cn 
3. Foster, I., Kesselman, C., Nick, J., Tuecke, S.: The Physiology of the Grid: an Open Grid 

Services Architecture for Distributed Systems Integration. Technical report, Global Grid 
Forum (2002) 

4. Xu, Z., Feng, B., Li, W.: Cloud Computing Technology. Publishing House of Electronics 
Industry, Beijing (2004) 

5. Gartner.: Security Issue of Cloud Computing,  
 http://cio.ctocio.com.cn/12/8723012.shtml 



 Trust Model to Enhance Security and Interoperability of Cloud Environment 79 

 

6. Urquhart, J.: The Biggest Cloud-Computing Issue of 2009 is Trust (2009),  
  http://news.cnet.com/8301-19413_3-10133487-240.html 

7. Li, W., Wang, X., Fu, Y., Fu, Z.: Study on Several Trust Models in Grid Environment. 
Journal of Fuzhou University Natural Science Edition 34(2), 189–193 (2006) 

8. Blaze, M., loannidis, J., Keromytis, A.D.: Experience with the KeyNote Trust Management 
System. Applications and Future Directions. In: iTrust 2008, pp. 284–300 (2003) 

9. Meng, X., Zhang, G., Kang, J., Li, H., Li, D.: A New Subjective Trust Model Based on 
Cloud Model. In: ICNSC 2008, 5th IEEE International Conference on Networking, Sensing 
and Control Sanya China, April 6-8, pp. 1125–1130 (2008) 

10. Xiao-Yong, L.I., Xiao-Lin, G.U.I.: Research on Dynamic Trust Model for Large Scale 
Distributed Environment. Journal of Software 18(6), 1510–1521 (2007) 

11. Song, S., Hwang, K., Macwan, M.: Fuzzy Trust Integration for Security Enforcement in 
Grid Computing. In: Jin, H., Gao, G.R., Xu, Z., Chen, H. (eds.) NPC 2004. LNCS, 
vol. 3222, pp. 9–21. Springer, Heidelberg (2004) 

12. Altman, J.: PKI Security for JXTA Overlay Network, Technical Report,TR-I2-03-06, Palo 
Alto; Sun Microsystem (2003) 

13. Perlman, R.: An Overview of PKI Trust Models. IEEE Network 13, 38–43 (1999) 
14. Dou, W., Wang, H., Jia, Y., Zou, P.: A Recommendation-Based Peer-to-Peer Trust Model. 

Software Journal 15(4), 571–583 (2004) 
15. Gan, Z., Zeng, G.: A Trust Evaluation Model Based on Behavior in Grid Environment. 

Computer Application and Software 22(2), 63–64 (2005) 
16. Zhu, J., Yang, S., Fan, J., Chen, M.: A Grid&P2P Trust Model Based on Recommendation 

Evidence Reasoning. Journal of Computer Research and Development 42(5), 797–803 
(2005) 

17. Li, X., Michael, R., Liu, J.: A Trust Model Based Routing Protocol for Secure Ad Hoc 
Network. In: Proceedings of the 2004 IEEE Aerospace Conference, vol. 2, pp. 1286–1295 
(2004) 

18. Lin, C., Varadharajan, V., Wang, Y.: Enhancing Grid Security with Trust Management. In: 
Proceedings of the 2004 IEEE International Conference on Service Computing, pp. 303–310 
(2004) 

19. Azzendin, F., Maheswaran, M.: Evolving and Managing Trust in Grid Computing Systems. 
In: Proceedings of the 2002 IEEE Canadian Conference on Electrical & Computer Engi-
neering, vol. 3, pp. 1424–1429 (2002) 

20. Abdul-Rahman, A., Hailes, S.: Supporting Trust in Virtual Communities. In: Proceedings of 
the 33rd Hawaii International Conference on System Sciences, Hawaii, vol. 1 (2000) 

21. Wang, L., Yang, S.: A Trust Model in Grid Environment. Journal of Computer Engineering 
and Application 40(23), 50–53 (2004) 

22. Foster, I., Kesselman, C., Tsudik, G., Tuecke, S.: A Security Architecture for Computational 
Grids. In: The 5th ACM Conference on Computer and Communication Security, pp. 83–92 
(1998) 

23. Foster, I., Zhao, Y., Raicu, I., Lu, S.: Cloud Computing and Grid Computing 360-Degree 
Compared. In: Grid Computing Environments Workshop, GCE 2008. IEEE, Los Alamitos 
(2008) 

 


	Trust Model to Enhance Security and Interoperability of Cloud Environment
	Introduction
	Definitions
	Trust Relationship
	Classification of Trust
	Features of Trust

	Trust Models in Distributed Environment [7-11]
	PKI Based Trust Model
	Network Topology Based Trust Model
	Basic Behavior Based Trust Model
	Domain Based Trust Model
	Subjective Trust Model
	Dynamic Trust Model

	Proposed Trust Model
	Trust Relationship Table
	Realization Mechanism

	Emulation Experiment and Results
	Conclusion and Future Work
	References



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (ISO Coated v2 300% \050ECI\051)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.3
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Perceptual
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /Warning
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /Warning
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 150
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 600
  /MonoImageMinResolutionPolicy /Warning
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU <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>
  >>
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [595.276 841.890]
>> setpagedevice




