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Abstract In the last few decades, disasters made a huge loss to human beings,
natural resources, and other assets. As we are living in an era of technology, there
can be no other way better than using ICT (information and communication tech-
nology) for disaster management, as communication is the most challenging part
of it. The Internet of Things (IoT), a rapidly emerging framework, can be utilized
in the best possible ways for the disaster preparedness phase to recovery phase.
This paper presents the survey of the work done for disaster management using
technology. A detailed analysis has performed to categorize different approaches of
disaster management based on supporting phase and technologies used. The best
used technology is highlighted. Moreover, forecasting about the growth of its usage
and the enhancement in disaster management is also done in this paper. The paper
also presents new direction of research in this most attention-grabbing topic.

27.1 Introduction

27.1.1 Internet of Things

As technology is enhancing, a society is formulating, where everyone will be
connected to everything [1]. It allows real-world devices and applications to develop
independent connection and exchange of data between each other. The Internet has
grown tremendously in recent years as it connects billions of things worldwide.
IoT technology is being increasingly applied to diverse application areas including
healthcare monitoring, disaster management, and vehicular management [2].
Making the IoT paradigm more tangible requires integration and convergence of
different knowledge and research domains, covering aspects from identification and
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communication to resource discovery and service integration [3]. In IoT, there are
many objects, sensors, communication links, or framework and processing units that
can be beneficial for decision-making and action entreating systems with the help
of different technologies [4]. The basic architecture of IoT is constructed on four
layers: perception, network, service, and interface layer [5].

Major elements in an IoT concept are sensors, RFID, WSN, WiMAX, etc.
In a WSN environment, the components which are important to consider for
WSN-monitored environment are WSN hardware, Communication Stack, WSN
middleware, and Secure Data Aggregation [6, 7]. Thus, in an area of interest, it
is significant to obtain the location information of sensor nodes within the margin of
error [8]. Here, we highlight the Sensor Web and categorize into these types: space,
underground, underwater, and creature sensors [9].

— Space sensors indicate tropical sensors such as satellites: using imagery to a hot
spot to monitor the spread of forest fires, using multi-sensor data sets of remote
sensing and models.

— Underground sensors are those which are usually concealed in the soil, a layer of
ice, and other geographical strata or assimilated in underground pipes, to observe
the mud slide disaster and to measure pore water pressure tensiometers.

— Underwater sensors state the sensors throw down into rivers and lakes or
integrated sensors with pipes under the water such as undersea sensors.

— Creature sensors refer to the sensors embedded in the integral part of animals or
human bodies to observe their behavior, health, locations, and other factors.

Another well-known technology for IoT is the RFID technology. It is a basic
and broadly used technology in this context and considered as criterion for the IOT.
RFID tags can automatically identify and track any object [10, 11].

An RFID system has three parts [12]:

— RFID tags, of two kinds either active or passive, refer to transponders attached to
objects to identify and count.

— A reader or transceiver is a combination of radio-frequency interface (RFI)
module and a controller.

— A data processing/application system, depending on the application, may be any
application/database or any other system.

27.1.2 Disaster Management

It is an incessant process in which efforts are made to manage risks and to avoid
the effects of disasters with the help of different authorities. Operative disaster
management is based on full incorporation of emergency plans at all stages of
participation by different authorities [13—17]. Any disaster can be managed at
different levels called phases of disaster management which are shown below in Fig.
27.1. Data collected from the sensor nodes transmits to a centralized control center
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Fig. 27.1 Disaster
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and then to emergency operations center and rescue authorities through various
communication media, for example, RFID, wireless sensor networks, GIS/GPS,
mobile networks, and satellites. The disaster detection and warning dissemination
process in the best possible way are shown below in Fig. 27.2.

As discussed earlier, according to the stage at the time of the disaster, it could
be divided into two parts: pre-disaster and post-disaster. It contains detection,
monitoring, and forecasting in pre-disaster phase, or we can say it’s the time when
a disaster just occurred, while search, control, and rescue operations during disaster
and recovery as well are the parts of post-disaster. In this paper the focus is on both
the pre- and post-disaster management. Disasters cannot be eliminated, so it is very
important to find solutions to damage associated with them [18-22].

The purpose of conducting this research is to review the maximum number of
approaches used for disaster management in last years. Through it we categorized
that which specific technology is used and which phase of disaster management
is supported through any specific approach. Based on this study, we analyze and
highlight the most commonly and effectively used technology and its future growth.
Also, we predicted that in the coming years, improvement in people’s awareness
about disasters and its management will be enhanced and presented in some
graphical values.

The rest of the paper is structured as follows. Section 27.2 presents the literature
review of the work done for disaster management through technology. In Sect. 27.3,
an overview of the technology usage in the context of disaster management and
their evaluation is reported. The paper continues with an analysis and presented
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Fig. 27.2 Disaster management process

current and expected trends related to disaster management. Section 27.4 discusses
the analysis, while Sect. 27.5 presents the authors’ conclusions.

27.2 Disaster Management Approaches

Several disaster management approaches have been proposed in recent years to
minimize the loss or damage and enhance the process. These include collaborative
computer-based system or embedded system which is integrated with different
ICTs. Different researchers have proposed different methodologies.

27.2.1 Pre-disaster Management

It refers to managing disaster in mitigation and pre-preparation phase. It includes
mitigation measures to reduce exposure to the effects of disasters such as injuries
and loss of life and property, while preparation is focused on expecting how much a
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disaster can affect the community and how to react and recover from that situation.
It refers to the steps taken to prepare to minimize the impact of disasters, i.e., to
predict and prevent.

By analyzing flood prediction techniques built on GIS by means of ad hoc
wireless sensor network [23-25], a model for flood prediction is proposed which
is considered to be helpful for calculating the influence of flood damage with the
use of GIS simulation tool [26]. When it comes to prime to detect prime location
of ambulance and or other rescue authorities, Google Maps integrated with GIS
simulation tool can help [27, 28]; moreover flood risk analysis can be performed
through its use [29]. Another important factor is that for flood management GIS can
utilize unit hydrographs effectively [30, 31].

AnIIS (integrated information system) [32] was introduced named as ‘architype’
early warning system for snowmelt floods. It works by incorporating with IoT and
Geo-informatics for management of resources.

In [33] remote sensing and geographic information systems were used for the
estimation of the flash flow-flood area. GIS can deliver risk assessment and public
administration of natural exposures.

A framework of early warning system [34] was prototyped which integrates three
components: rainfall-induced landslide prediction model (SLIDE), susceptibility
model, and satellite-based forecasting model. Permutation of EEWS (earthquake
early warning system) and RSMS (real-time strong motion monitoring system) was
applied for response phase during an emergency in [35]. The stratagem is PDCA
cycle: plan, do, check, and action.

Decentralized message broadcasting approach for sensor cooperation [36] is
introduced to address the issues of message encircling in the system and event’s
identity confusion. Node level and network level virtualization can be practical
to evade redundant placement of weather sensors [37, 38] for weather data alerts,
which supports different kinds of applications for propagation of weather sensors.
Earthquake alert system for Pakistan [39] was proposed which used different open-
source technologies, like it takes real-time earthquake data from US Geological
Survey (USGS) public APL

In [40] multi-hazard early warning and response system was considered, which
focuses on reducing seismic alert time by exploring the use of vigorous seismic
sensors in WSN such as Wi-Fi, WIMAX, and Zigbee which are used for different
categories of networks. For detecting the earthquake, real-time wave signals are used
in EEW (earthquake early warning) system [41, 42]. People are alerted on the basis
of magnitude, velocity, and displacement detected. SEWAS (seismic early warning
alert system) [43] warns people about imminent strong shake, so that peoples could
take appropriate actions quickly, maintaining the integrity of the specifications.
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27.2.2 Post-disaster Management

It includes strategies to support rehabilitation after a disaster and recovery cover
which are oriented toward the reestablishment of human-centered services and
infrastructure, as well as the restoration of physical and ecological veracity of the
affected ecosystem.

In [44], a mini case study of occupational hazard is considered after which
solutions assumed are the use of plasters by each operational unit team which can
collect data about environment and sensor APIs on victim’s mobile phones and
finally grids, cloud, and crowd source computing for data processing and analysis
through which disaster managers outside the building can get all information.

Usually Web services provide exiled, determined facilities, while grids offer
state-full, transitory illustrations of objects [45]. IoT and DfPL system can account
the RSSI dimensions that can perceive the presence of humans in an environment
(location affected by disaster) [46]. There are many existent ways for implementing
WSN in IoT scenario [47], such as smoothing algorithm “SavitzkyGolay” and
classifiers like Naive Bayes, Tree Bagger, etc.

In [48], a research is conducted to support two hypotheses which are: (1) IoT
technology convulsions acknowledged information requests and (2) IoT has added
significance to disaster response processes. A project named SIGMA was presented
[49] exploiting cloud technologies to attain, incorporate, and compute records from
multiple sensor networks.

An emergency management system based on IoT architecture was proposed in
China, which can monitor any disastrous situation using sensors and intelligent
video [50]. In response to “Typhoon Morakot” in Taiwan, discussion research [51]
suggests that a system of emergency response via the Internet can allow people
to report any emergency to the government by using mobile wireless devices or
computers to assist in search and rescue operations. A system [18] for evaluating
disaster synthetically was designed based on seismic networks of things, which can
collect data through IoT in real time and then estimate the loss and forecast by
GIS. IoT may exercise the directional control function and accurate forecasting and
discard sudden emergencies effectively through different technologies [52].

Development of an instinctive user interface [53, 54] to dynamically manage
changes in workflow essentials of an emergency using WIFA approach incorporates
the concept of IoT to enable the performance of decision-making. For consistent
access to distributed database during any emergency, an emergency Role-based
Authentication/Authorization Protocol (eRAAP) integrated with an RFID service
(ROY) can be used [55]. RFID embedded portable devices and tags can be used to
publish the collection, storage, and with fewer errors efficient way to share building
assessment information to improve efficiency and effectiveness in the process of
emergency management [56].

Adoption of RFID in emergency management is mainly triggered by organiza-
tions’ goals to reduce response time [57]. With IoT concept real-time information
and situational awareness via RFID, WSN can be gathered, and this inclusive data
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can be presented to the emergency personnel [58, 59]. RFID electronic tags have
been installed on cylinders of hazardous chemicals and gas bottles for dangerous
goods detection as well [60]. An emergency management system based on WSID
(wireless sensor identification) is designed and implemented in order to solve
the inconvenience of aid persons [61]. In a disaster scenario, response time is
a crucial factor, so the time required to respond should be more concerning for
disaster managers [62], because quick response to any disastrous event enhances
the recovery, minimizes property damage, and helps in saving a life [63]. In disaster
management scenario, dynamically linked objects were used as smart resources
in JoT-enabled smart environment, and its modeling through social networking
analysis was proposed [64].

A WoO-based emergency fire management system integrated with ViO (virtual
objects) was proposed in [65, 66] which are derivate from physical objects and
interconnected in semantic ontology model. WoO kept the option of cooperation
between things, humans, amenities, resources, and different sorts of concrete things
such as virtual objects [67].

IoT-oriented service architecture for logistics management which is concerned
to emergency response was proposed in [68, 69] employed RFID smart sensor net-
works as objects enabled network architecture. MyDisasterDroid [70], an android
application, was developed which facilitates the rescue operations and work in
response phase during a disaster. Studies revealed that cellular technology could
be utilized for dissemination of pre- and post-disaster warnings effectively [71-75].

In [76] a framework was proposed for data delivery in large-scale networks
for disaster management, where numerous wireless sensors are distributed over
city traffic infrastructures. Smart wearable devices offer much potential to assist
citizens in disasters situations [77]. A new approach proposed in [78] incorporates
a mode of disaster on all mobile phones. In [79] two types of IoT-based recovery
resource management processes were designed. The first is a resource information
management process, and the second is a real-time management and monitoring
process for resources that are implemented following disasters.

Taxonomy of the related work done in disaster management through technologies
is shown below in Fig. 27.3.
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27.3 Performance Evaluation

We evaluate the performance of different parameters or technologies used for
disaster management in the past or used currently in this section. It provides
an inclusive comparison of different characteristics. The analysis is performed
using the basic parameters such as parameters for “data retrieval,” “technologies,”
“supporting phase,” and the “contributors” to that specific approach or system.
Table 27.1 provides the detailed overview of the approaches used for disaster
management. A comparative analysis is shown in this table by considering basic
parameters which are research focus, practical implementation, data retrieval param-
eters, technologies used, and supporting phase (of disaster management) regarding
different approaches.

27.4 Discussion

We are living in the era next to technology called the Internet of Things, or
Web-of-Objects, where each and everything, from ground to high-rise building,
can be integrated with technology. This concept is helping us in all fields, but
in this paper, we considered it regarding disaster management. As it has multiple
phases which are mitigation, preparedness, response, and recovery, we observed
that technology is adding benefit to any of these phases, resulting in a contribution in
the context of disaster management. For comparison and evaluation, we considered
the approaches/systems, their data retrieval parameters, and technologies used in
Table 27.1. It shows that a lot of work has been done in this context and the modern
technologies like WSN, RFID, GPS, GIS, etc. are no doubt very helpful for reducing
the effects of disasters. The analysis show that majorly using technology which is
adding real contribution for managing any disastrous situation is RFID with 69%
support as shown in Fig. 27.3. Secondly its WSN with a percentage of 65 and its
supporting the disaster management at different phases. Then 59% and 50% for GIS
and GPS respectively. On the basis of this study, we predicted that at which possible
level people awareness regarding emergency situations, disaster management, and
use of IoT can be increased in the upcoming years as shown in Fig. 27.4. It is
predicted that “people awareness” which is currently 44% could be increased up
to 65% in the coming years. “The use of IoT for disaster management” would
increase by 19% from now to then, as it is 55% in 2016 and can boost up to 74% in
2020. Most importantly, the overall disaster management which refers to the reduced
loss in lives and resources is predicted to increase up to 59% in the upcoming
years. In Fig. 27.5, the expected growth of RFID is predicted, which shows that
increment in its usage for disaster management during upcoming years is high.
Disasters cannot be eliminated and different disaster management systems have
been proposed, however, there is a need for more enhanced systems. Figure 27.6
shows the taxonomy of the disaster management systems found in literature.



299

27 Exploring IoT Applications for Disaster Management: Identifying Key. . .

(panunuoo)

ssauparedoid
pue uonesnIN

uoneSnIN

uoneSnIN

uonorpaid
pue uonesnIN

uonesSnIN

Jorpal
pue uonesnIN

aseyd Sunroddng

orqnd
‘SIOYOIRISAY

SIOYOILISAY

SIOYOILISAY

SIOYOIBISIY

MdD
uone[ndod priom

“JUOMIUIIAOS
‘SIOUOIBISY

SIQYIIBISY

s10)NqLIUOD)

SuISuas 9J0WIAI QIIAIIS
PRo ‘SdD ‘SID

Sursuos gjowar
‘SV¥-DdH ‘SIDAV

Sursuas 90wl ‘SID

Sursuas

0w ‘SdD ‘NSM
[00) uoneMuwiIs S1H

[00) SIDOIY

Sursuos
9jowrar ‘ornewojoyd
wnnoads ‘SIH

S9I30[0UYD9) pUR S[OO],

SOx

SOX

ON

SOx

SOx

SOK
uon
-ejuowrodwur
[eonoeig

eyep [eoyder30o3
pue ‘Teor3o[oIpAy
‘1e0130]0J091N

SuIseq wWeans
‘Surfopowr o1neIpAH

BJRp 3sn pue|
SJUSWIAINS LI
[[ejurex

pue gPumous
‘puim ‘amssad Iy

avo
pue ‘sjods 107 ‘M dD
WO} BIEP POPPLID

©Jep UOTJBEUWLIOJUT

oryder3oasd
J1seq ‘eIep asn pue|
pUE PISULS-2J0WY

SIgjouered

w)sAs Fururem
K13 pooy 1ewMmous
10J SI1 2dK10301d W

STD pue Jursuas
JjowalI JuIsn SIsA[eue
YSLI pooy Jo sisA[euy

Surpepowr pIezey
pooy 10} sa130[0ouyd)
S¥ pue SIO Jo d8es()

SUOISAT JUAISJIP

ur 3unsesa1o) pooy
10§ [00) UOTIR[NWIS
SIDAIV Jo9s(y
SIDV

Sursn Aq pazATeue

are uonendod pasodxa

JY} pue SISISBLSIP
pooy jo seouereaddy

sisAeue [eneds

STD Sursn £q papuajur
aIe 9sn pue[ pue
‘uonyerndod pajoapze
‘BaIe pooy snoxsesiq

SNO0J YIIeasay

Sururem A[res pooy
J[OWIMOUS JOJ WoISAS
uoneuIojul pajeI3Auy
S

pue SID Jo uoneISajur
3uisn Aq YsuI pooy

U0 $)09JJ0 asn pue]
yoeoxdde ST pue
Sursuas 9jowar Jursn
JUQUISSISSE YSLI POOL.]

NSM Paseq-S1D Sursn
SISATeUE YSII I9)SBSIp

pue uonoipaid poo[q

YSI 19)SESIP POOY
Jo sisATeue paseq-S[D

SSO[ J9JSBSIP POO[
Jo juowssasse prdey
yoeoxdde/uaisAg

juswegeuRW I9)seSIp 10§ sayoeorddy 7Lz dqel



U. Zafar et al.

300

KI9A0091
‘osuodsoy
asuodsar

pue ‘ssouparedard
“UOnESNIN

asuodsax

pue ‘ssouparedoid
‘uone3nIN
asuodsax

pue ‘ssouparedoid
‘uoneSnIN

asuodsax
pue ‘ssouparedoid
‘uoneSnIN

uone3nIpy
aseyd Sunroddng

SIYIIBISY

SIYIIBISY

SIOYOIBISIY

SIYOIBISIY

SIOYOIBISIY

SIQUOIBASIY

S10)NqLIUOD)

sdejA 9[3000) ‘s10SUAS

SdD

20317
PuB ‘XVINIM TI-TM

PRopd ‘NSM

SINSY ‘SMHH ‘siosuss

SI[BIES “SID
SoI30[0UYD9) puUE S[00],

ON

ON

Sax

oN

Sox

ON

uon
Ralicliie) (el
[eonoelg

BJEp PIsuds

BJEp PIsuds

BIEp PAsUdS

BIEp PASUdS

SINSY ‘SMHH

Kouanbaiy pue
Kyisuap a3eureIq

sIaeuered

SIOSUQS
paf[easul yiim s3urpying
‘uonIpuod yjreay

S JenpIAIpUT JOJTUOW
pUe JUSWUOIIAUD

Jnoqe ejep 199[[09

03 s19)sefd jo as)
ayenbylres ue 9Jeo0]
Apyomb 01 g4o jo dioy
Ay Pm A3ojowsiog
Quin Jururem WNWIUTW
oy} dn Surxy J0J
QINJOANIYDIE JI0M)U
SMHFAID UL
SI)SESIP IoyJeam
3unmp s19sn 119[e 0)
uoneI3aur NSA-pPnoD
asuodsar Aouagrouwrd
10 SINSY pue suorjour
punois jo syoe
QOUBAPE JRUTWASSIP

0} SMHH JO 951
Surddew ysu1 pooy
ysep 10§ Anowoydrow
Paseq-SID

pue ejep AI[Ies

SNO0J YOIeasY

I9)SeSIp

SurSeuew 10j esodoid
9sed QoUTI[[AIUT
reuoneindwod
QATIOIN[0D BIEP

WAISAS 119[e
Sururem A[1e9 OTWISIOS

WISAS SuruIepy

Kjreq oyenbyireq
SOINOIAID

SI9SN 1I9[e pue

BIEp JoyjeaM 9ZA[RUR O}
NSM-pnopo Sunea3aug
asuodsar Aouadrowrd

ur wajsAs Surioyruowr
uonow 3uons ouwn-[eal
pue woIsAs Jururem
A11e9 oyenbyieq
Answoydiow
paseq-SID

Suisn uonewso

s pooy yse[q
yoeoxdde/waisAg

(PonuNU0d) [°LT AqEL



301

27 Exploring IoT Applications for Disaster Management: Identifying Key. . .

(panunuod)

asuodsax
‘ssouparedard
‘uoneSnIN

KI9A0031
“UOnESNIA

KI9A0031
‘osuodsay

KI9A0091
‘aosuodsay

KI9A0031
‘asuodsal
‘ssouparedalg

SIOYOIBISIY

SIQUOIBASIY

SIYIIBIASY

JUQWIUIIAOS
‘SIQYOIBISIY

SIOYOIBISIY

NVTNSM ‘H-TA
‘yooreng ‘ALY

SID ‘sI0SuUdS

Sunjiomiou
[B100S JoUIU] ‘('T GOM

NSM ‘dldd
‘SYdD ‘SdD ‘sI0Sudg

TdIA ‘NSM ‘SI0Sudg

Sox

SOX

ON

Sox

ON

BJRp POsUdS

elep

yIomiou Juriojyruow
‘snooy ‘opmuSew
ayenbyreg

BIep [eJUSWIUOIAUY

eyep paxmded

10 ‘pasuas ‘paddey

sdureys
uin ‘ejep payisse[D

S9150[0UYD9) SNOLIBA
y3noIy) serouadrow
Jo uonoipaid areIndoy
LoT ysnoiyy

BIEp QWI}-[BI 109[[0D
0) WoJSAS uonen[eAd
Quin-[eal IaIsesiq
s1oyndwod ssafarm 1o
SOOIAQP J[IqOW JO 9sn
) UO paseq wiA)sAS
asuodsar Aouagrowrd
paseq-1ouIaluf
sa13o[ouyd9)

3ursn S9OIAIRS

yJ[eay pue [esrpawt
pue ‘3uriojiuowr
prezey ‘Suny3yory
Surp[ng-ysy
‘UoTo9[[0d

BlRp 991J-Spuey
1doouoo

1dJd PUB NSM

Jo a3ejueape soye) Jey)
wAISAS Jjuowaeuewn
JI0)SBSIP [OAON

Lol
9y} 10} sa13o[ouyo9)
uo paseq Aduagrowo
Kyoyes orjqnd ueqin

10] uo

Paseq 19)SesIp JIWSIAS
10J WA)SAS UoneNn[eAd
du-Tear iseng)

Juswageurur

I9)SESIp 10 [00)

® St SUIom)au [B100S
JOUISIU] PUB ()'7 GOM

WISAS JusweFeuewt
KouaSrowo
ur 1,01 jo uoneorddy

OLIBUIOS
juowaSeURW I9)SESIP

© Ul djq pue SLO]



U. Zafar et al.

302

K19A0091
‘asuodsay

asuodsay

K19A0091
‘osuodsay

K19A0091
‘aosuodsay

aseyd Suntoddng

SIOYOIBASIY

SIOYOIBISIY

SIOYOIBISIY

SIOYOIBISIY
SI0JNqLIUOD)

929317 ‘NSM

NSM ‘dIdd

(@R

aiy
S9130[0UYD9) pue S[00],

Sox

oN

Sox

ON

uon
Baliclie)feling
[eonoelq

eleQ

BIEp PAsUdS

BIEp POSUdS

ereq
sIoWeRIR]

SIQISESIP
ur Juowageuew Spoo3
pue suosiaod pre jo
QOUSIUIAUODUT AY) JA[OS
0} dISM UO paseq
wWAISAS Juawadeuews
KouaZrowrg
UuonBUWLIOJUT

OTWRUAp 9)IS-UO 9[qRUD
WS QLY pue NSAM
S [ons saI3o[ouyd9)
Surrows moy
UuoneUWLIOJul

3urreys pue ‘JurIo)s
‘Surroyies 1oy s3ey

pue sa01A9p 9[qeirod
pappaquie dIJY
Kouagrouwrd

Surmp Aduaroyje

S, wdIsAs Juroueyuo
10§ yoeoxdde (XOY)
Kouagrowa 10§ QLY

SNO0J YISy

SJiomiau

AISM U0 paseq
WAISAS JudwaSeurw
KouaZiowyg

s1opuodsal

1811y KouagIowa

10J u31Sop SWSAS
UONRULIOJUT AIS-UQ

argy

Sursn A10A0021 pue
asuodsar Aouagrowo
ueqin Sunioddng

SQIOUATIoW
Surpuey 10J JIoMIWeL)
UOIEITUNTUIOD

d[iqout paseq-dI4yd
yoeordde/wosAg

(ponunuod) LT dIqEL



303

27 Exploring IoT Applications for Disaster Management: Identifying Key. . .

KI9A0091
‘aosuodsay

asuodsax
‘ssouparedalg

KI9A0031
‘aosuodsalr
‘ssouparedaig

SIOUYOIBISIY

SIOYOIBISIY

SIYIIBASAY

K3oouro9)
J[Iqour SSA[AIIAN

didy

d1dyd ‘NSmM

9inox wnwmdo

QUIWLISYOP pUE SWS BIA

1o Apoaxrp ordoad jo

suoneoo] [eoryder3ood

e} puE JABI[IOR] 0}

SOX ejep paoInosay | uoneosrdde proipue uy
asuodsar Aouagrowrd
0) PAUIIOUOD ST YOIy
JuowaFeUBW SONSIZO[
10§ 2INOANIYOIE
Q01AIOS PIAJUSLIO-] O]
[opowt

K3o[0juo onyuewras

ur pojoauUOdIAUL
(O1A) s12lqo

[enMIA M pojeISaur
woISAS paseq-OoMm

ON ©JBp PIOINOSAY

SOX BJep pasuds

A3oouro9)

proipue oy Suisn
WAISAS Juawadeurwr
J10)SESIp 9[IqOW

asuodsar AouaSiowa
10J JuswaeuBW
sonsiof ur [0f

JO uSISap [BINJOANIYOIY

SWIAISAS JusweTeurw
a1y Aouagrouwrs
IBME JXIUOD

paseq-s199[q0-§0-qom



304 U. Zafar et al.

Expected People Awareness & loT Usage
Tends for Disaster Management
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Fig. 27.4 Current and expected trends related to disaster management

RFID Usage Growth for Disaster Management
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2010 2014 2016 2020 2024
=== Current 10 34 45
Increase 48 59 68
Decrease 44 42 40
Average 46 49 54
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Fig. 27.5 RFID usage growth in upcoming year

27.5 Conclusion

In this paper, we described the disaster management and its different phases, through
which we can reduce the impacts of disasters. The Internet of Things, an evolving
standard, can add a lot in this context. Major technologies of IoT, such as WSN,
RFID, GIS, and GPS, are described, and we did a complete review of the existing
use of these technologies in disaster management and at which level they are
contributing. A detailed analysis is performed, by observing different approaches,
their contribution, and supporting phases. On the basis of that evaluation, RFID is
the most common and valuable technology for managing disasters. By reviewing
all the work done in this field and the percentage of use of technologies and their
contributions, it is predicted that disaster management would increase in upcoming
years as people’s awareness and usage of IoT would increase. In the future it is
aimed that on the basis of this analysis, a complete [oT architecture for disaster
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Fig. 27.6 Taxonomy of technologies used for disaster management

management will be proposed, in which the main focus will be on the shortest time
span in which a disaster alert can be reached to all concerned authorities and the use
of RFID for tracking all the “things” combined in a disaster managing environment.
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