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Abstract. In Enterprise Architecture (EA) Management, adoption of standards
brings essential benefits pertaining to compatibility and repeatability but also
raises governance challenges. EA frameworks recommend placing architecture
artifacts under strict governance to control technological diversity towards
reduced costs of operation or business-IT alignment; however, they do not
provide methodological guidance on how to support decision-making for stan-
dards management. Business process management, model-driven software
engineering or IT service management do address such challenges, but fall short
in covering all relevant architectural layers. Driven by industry experience, this
paper proposes a modelling method plug-in (“function block”) to support a
model-based integration of practices for standards compliance management and
their relevant model bases. It also aims for generality, as the proposal is pluggable
through “semantic docking points” to arbitrary EA frameworks. A prototypical
implementation in the form of a modelling tool is discussed as an expository
instantiation, as well as basis for evaluation and learned lessons.
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Management � Standardization � Compliance Evaluation � Metamodelling

1 Introduction

To overcome challenges pertaining to infrastructure heterogeneity and complexity
management, Enterprise Architecture (EA) practitioners (see e.g., [1, 7]) and frame-
works (see e.g., [13, 30, 35]) advocate the adoption and governance of standards.
Generally, standards may be defined at any level of the organization: standard business
processes, standard applications, standard technologies etc.; their relevance and
alignment within EA must be assessed and governed, considering the management
practices already in place.

For example, TOGAF [35] recommends the alignment of EA management activ-
ities with Portfolio, Solution Development or Operations Management methods but
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falls short in providing guidance on how to integrate the key information artifacts
produced and exchanged within these management practices. With a focus on standards
management, TOGAF recommends a collection of technical specifications within a
“Standards Information Base” (SIB), as a reference for architecture conformance.
Implementing a system to “ensure compliance with internal and external standards and
regulatory obligations” is considered a key aspect of effective EA governance [7].

The work at hand is motivated by compliance requirements in industry cases. The
contribution, labelled with the acronym CE-SIB (Compliance Evaluation for Standards
Information Bases), is a modelling method function block that can extend EA frame-
works with a model-based dashboard for defining, aligning and communicating
organizational standards. It is designed to be pluggable to arbitrary model-driven
management practices, both to their model bases and underlying modelling methods.
This means that it provides extensions to all the building blocks of a modelling method
and its deployment relies on existing methodologies for agile customization of mod-
elling tools – e.g., the Agile Modelling Method Engineering methodology [22] - and its
technological enablers (the ADOxx metamodelling platform [24]). However, the pro-
posal will be abstracted in order to inspire adoption for other frameworks.

The remainder of the paper is organized as follows: Sect. 2 generalizes the problem
statement from industry experience and contrasts the approach against related works.
Section 3 uses a minimal yet representative example as an explanatory starting point,
then it generalizes the CE-SIB building blocks with respect to the generic notion of a
modelling method. Section 4 discusses an expository instantiation in the form of a
modelling prototype. The paper closes with a summative SWOT evaluation.

2 Problem Statement and Background

2.1 Problem Statement

The SIB catalogue proposed by TOGAF [7, 36] holds descriptions of technology
products and their versions (e.g., “Apache 2.4”) and interoperability standards (e.g.,
“Web Service Definition Language 2.0”) to be used as requirements for procurement.
However, TOGAF does not explain (i) how the standards collude conceptually with the
TOGAF meta-model; (ii) how architecture development and governance processes
should ensure architecture compliance; (iii) what viewpoints should support the
depiction and communication of standards compliance; and (iv) how evaluation can be
ensured by model-based mechanisms or algorithms.

All these are pragmatic requirements identified in TOGAF-driven industry cases (in
banking and public administration sectors) that motivated the work at hand. The major
stakeholders in these cases were the technology/solution architects and the operations
managers. Their commonly employed tools were Excel (for standards description),
Visio and Powerpoint (for communication) with no semantic integration between
contents, between standards and architecture elements, and no on-demand reporting
mechanisms. To overcome limitations, a model-driven solution is hereby proposed for
better maintainability of SIBs and technology portfolios.
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EA frameworks like TOGAF [35], FEAF [13] and PEAF [30] propose architecture
principles such as “Control Technical Diversity”, “Interoperability”, “Common Use of
Applications”, and “Reuse” to govern the selection and implementation of IT solutions;
however, they also do not explicitly recommend how governance could be exerted
through these principles. The work at hand aims to fill this gap with a Design Science
artifact – the CE-SIB modelling method function block providing extensions to all
building blocks of a modelling method.

2.2 Related Works

Other examples of Standard Information Bases are SAGA, the governmental interop-
erability framework of the German federal administration, and comparable frameworks
like EIF (the European Interoperability Framework) or NISP (NATO Interoperability
Standards Profiles) (see [4] for an overview). Like TOGAF’s SIB, their main contri-
bution is to recommend a catalogue of IT standards, with no explicit methodical
support on how to monitor these standards and their involvement in other EA layers.

Besides the set of standards catalogued within a SIB, there is also a set of char-
acteristics, namely “qualities” that apply across all architecture building blocks [7]:
maintainability, security, reliability and efficiency. According to TOGAF, some of
these qualities are easier to describe in the form of “standards” [7], rather than “met-
rics”. Buckl et al. [9] present an evaluation function using metrics based on proba-
bilistic relations models (PRM), using the quality “availability” for illustration
purposes. In contrast, the contribution at hand focuses on the description of required
standards as semantically rich modelling objects whose alignment to requirements (or
compliance, if we take the internal perspective) is quantified and color-coded in a
model-based dashboard based on specific comparison assessment mechanisms.

In [8], an approach for controlling and measuring the degree of standardization of
an IT landscape, utilizing fuzzy logic concepts and a basic metamodel for representing
the IT landscape, are introduced. The approach allows the calculation of the compli-
ance degree of service categories. In contrast, CE-SIB focuses on standardization
degrees of architecture artifacts; however, the approach in [8] can be combined with the
foundation provided by CE-SIB: it delivers those artifacts (within a service category) to
be recommended as a standard.

The proposal may also be understood as having a more general scope than the EA
monitoring approach proposed by [26] in the form of Archimate extensions. At the
same time, it instantiates the “embrace pragmatics” theory developed by [6], as the
proposal is motivated by case-based requirements of altering standard modelling
methods to achieve a pragmatic goal – here, governance of standards adoption. Con-
sequently, the work is also related to [17], which introduced its own notion of “method
integration” by placing emphasis on socio-technical implications, whereas our proposal
focuses on semantic and functional aspects (some aspects pertaining to the involved
collaborative work will be discussed in Sect. 3.3).
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3 Design Decisions

3.1 CE-SIB: A Design Science Artifact

EA is typically regarded as a holistic approach which serves as an “umbrella” for
specialized management practices (see e.g. [5, 21, 34, 35]). EA Management view-
points can be anchored in model-driven software engineering (MDSE), business pro-
cess management (BPM), business planning methods (see e.g. [27] for IT-based
scorecards), project portfolio management (see e.g. [10]) and IT service management
(see e.g. [11] for integrating ITILs configuration management process with EA prac-
tices). In a complex environment with an extensive modelling culture, these viewpoints
are supported by different modelling notations and languages (see [2]).

CE-SIB aims to be reusable and pluggable to any of these approaches (and their
hybridizations), therefore it extends the modelling method building blocks defined by
Karagiannis and Kühn [25]. As discussed in [37], a modelling method function block
has the same components as modelling methods:

• A modelling language comprising a modelling notation and a metamodel that
defines the language grammar and vocabulary. CE-SIB defines a metamodel frag-
ment (see Sect. 3.2) for “semantic docking” to modelling methods that support the
above mentioned management practices. The integration itself relies on the Agile
Modelling Method Engineering methodology [22] which facilitates the agile tai-
loring of modelling methods/tools in response to pragmatic requirements (e.g.,
those derived from the problem statement in Sect. 2.1);

• A modelling procedure comprising the required processes for creating and main-
taining a model base. CE-SIB defines a socio-technical procedure for monitoring
the standards compliance of architecture building blocks, aiming to replace legacy
procedures with a diagrammatic model analysis environment (see Sect. 3.3);

• Model-based mechanisms/algorithms: CE-SIB defines quantitative evaluation
mechanisms for standards compliance criteria (see Sect. 3.4).

3.2 The CE-SIB Language Fragment: Semantic Docking

The CE-SIB metamodel relies on semantic docking points that can be identified in
EA-supporting modelling languages or in language hybridizations (e.g., between
models expressing EAM, BPM, MDSE, business planning or service management
viewpoints). To ensure understandability, we will focus on a simplified yet represen-
tative example derived from experience with two viewpoints expressed through two
popular modelling languages - Archimate and UML.

A “semantic docking point” is a recurring pattern identified in TOGAF as follows:
TOGAF defines a building block as “a package of functionality defined to meet the
business needs across an organization” [7] and differentiates between: (i) Architecture
Building Blocks (ABBs) representing the required architecture capabilities (functional
view); and (ii) Solution Building Blocks (SBBs) representing the concrete components
that will be used to implement required capabilities – e.g. concrete application
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components and technology products. TOGAFs Architecture Development Method
cycle refines ABBs into one or more SBBs (see [35], phase G).

An example is Archimate’s recommendation to refine application components and
application interfaces (both ABBs, mapped to “application co-operation” viewpoints
and “infrastructure usage” viewpoints) into “UML components” (SBBs mapped on
modular parts of a software system). Figure 1 shows an implementation and deploy-
ment viewpoint including the used application components, further refined in the
corresponding UML (specification level) deployment diagram. The application com-
ponents (an Archimate concept, here acting as ABB) are refined into technical artifacts
which in turn are deployed on nodes (UML concepts, here acting as SBBs). In a
modelling tool, this “refinement” will manifest in the form of a machine-readable
relation (e.g., visual connectors or hyperlinks across models) subjected to constraints
(e.g., domain, range, cardinality etc.) and possibly enriched with its own attributes
(input for mechanisms and algorithms). In the same figure, at metamodel level the
ABB-to-SBB relation forms the semantic docking point for the CE-SIB language
block.

MFB METAMODEL: CE-SIB

Standard
- Name
- Statement
- Rationale
- Implication
- Standard Type

ABB

SBB

realized by
1..*

1..*

applies to

1..* 1..*
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1..*

stated SBBs
- State
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Fig. 1. CE-SIB metamodel block “plugged” to an Archimate-UML hybrid method.
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Other examples of docking points to which this may be generalized are: the
refinement of data objects into UML classes/objects, the refinement of business pro-
cesses into UML activity diagrams, the refinement of Archimate nodes into UML nodes
(see [3] for a more detailed discussion). In this particular example, CE-SIB enriches the
Archimate-to-UML semantic docking point with a modelling concept “Standard” and
two semantically-rich relations, namely “Stated SBB” and “Applies to”.

The relation “Stated SBBs” specifies all valid and standard-conforming architecture
elements specified by a certain standard. Contrasting from TOGAF, in CE-SIB the
Standard Information Base is not only a list of SBBs serving as standards. A bundle of
SBBs can be assigned to the “Standard” plus qualities such as “Statement” and
“Rationale”. An example instance for this could relate to “Web Application Server
Technologies”: the standard might specify the set of concrete web server technologies
(SBBs such as Apache Tomcat 7.0, Java Glassfish 4.1) as the technology components
(i.e., nodes) an organization’s application components can use. These SBBs have their
own lifecycle and pass through a series of status in the context of a standard. A status is
defined via the attribute “State” of the relation class “Stated SBBs”; while an SBB
might be stated as an active standard for the as-is architecture it might be non-
conformant for future architectures. The CE-SIB metamodel recognizes this require-
ment – see the attribute “Standard Lifecycle” with values in conformity with TOGAF:
Trial Standard, Active Standard, Deprecated Standard, and Obsolete Standard.

The relation “Applies to” assigns standards to those architecture building blocks
which need to adhere to the standards – e.g., the application component “Financial
Application” must adhere to the standards “Database Management Systems”, “Web
Server Technologies”, and “Operating Systems”. Standards will typically be defined on
any level of the EA - they might be used to restrict the set of underlying technology
products, utilized for developing, testing, and operating application components; or, if
the architecture principle “Interoperability” must be described, the standard would
define appropriate interoperability protocols (see architecture principle no. 21 in
TOGAF 9, [35]). These standards do not necessarily have to be transferred to a
technical level. An architecture principle on business architecture level can be for-
mulated such as “Common Use Applications” (see architecture principle no. 5, [35]).
Organizations adhering to this principle try to avoid the introduction of similar and
duplicative applications supporting their business processes. In this case applications
that are already in place are stated as the standard for certain capabilities or processes.

The modelling class “Standard” is oriented towards the structure of architecture
principles (refer to TOGAF’s content metamodel in [35]), supporting the formulation
of a business case and/or business rationale for each standard in terms of some editable
properties: Name; Statement (concise definition of the standard including the list of
stated SBBs); Rationale (listing of the business benefits adhering to the standard);
Implication (listing of the requirements, both for the business and IT, for adhering to
the standard in terms of resources and costs); Standard Type (required level of con-
formance - may adhere to TOGAF’s conformance schema [35]).
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3.3 The CE-SIB Procedure: Managing Standards Compliance

Since it is a method function block, CE-SIB also defines its application procedure steps
to be assimilated by in-place management practices:

Step 1. Adopt and maintain standards. In this step the set “STD” of standards is
formulated (i.e., their attributes relevant for EA standards management are described)
and promoted within the organization. Standards must be derived from the organiza-
tions strategy – i.e., architecture principles [7, 33] and business goals. This is a col-
laborative effort between subject matter experts and a cross-organizational architecture
board to oversee the quality and the strategic/tactical impact of the standards. Each
standard is described based on the presented metamodel. Let S be the set of SBBs
stated by a standard – i.e., the set of architecture artifacts assigned to a standard via the
relation class “Stated SBB”, and U be the set of solution building blocks an ABB uses
(i.e. is implemented on). The predicate “uses” is represented in the metamodel through
the “Realized by” relation assigning SBBs to ABBs, with a variety of possible
implementation-level manifestations in a modelling tool (e.g., visual connectors,
hyperlinks). Figure 2 illustrates a Standard (Web Application), an ABB (Financial
Application), and the sets S and U of solution building blocks (SBBs) - ensured by the
standard and used by the ABB, respectively.

The financial application ABB runs on the following SBBs: Apache Tomcat 7.0,
Windows Server 2013 and MS SQLserver 2013. The standard “Web Application”
assigned to the financial application states the following SBBs: Oracle 11 g, Apache
Tomcat 7.0, and Windows Server 2013. The usage of MS SQLserver 2013 is not in
conformance with the standard. In order to identify the relevant SBBs (in Fig. 1 the
artifacts of modelling class “node”) CE-SIB provides mechanisms for evaluating the
graph “Application Component > Artifact > Node” and the degree of compliance
relative to the compliance types in Table 1.

Step 2. Weigh standards. The defined standards are weighted according to their
importance for the organization. Like the weighing of architecture principles (proposed
in [23]) each standard is weighted from 1 (minor importance) to 5 (high importance),
i.e., xðstdÞ 2 f1; 2; 3; 4; 5g.
Step 3. Stipulate SBBs and set lifecycles. Subject matter experts continuously define
SBBs best supporting a standard, ensuring that only valid, up-to-date and available
SBBs are postulated by the standards. In case of technology standards, non-functional

Standard
„Web Applica on“

Financial 
Applica on

Apache 
Tomcat 7

Windows 
Server 
2013

Oracle 
11g

U
S

MS 
SQLserver

2013

Fig. 2. Example of comparison assessment
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requirements such as costs, functionality, usability, reliability, supportability [12] need
to be considered. A more sophisticated approach is discussed in [8], where categories
of services are standardized.

Typically, the owner of the standard will assign appropriate SBBs, by scanning the
market for new appropriate (versions of) SBBs. Valuable information sources for
technical infrastructures are the mentioned SIBs (SAGA, EIF, NISP, also see [4] for an
overview), official vendor support policies like the “Oracle Lifetime Support Policy”
(see [28]) as well as existing service level agreements concluded with suppliers. Cri-
teria such as information on internal skills for the support and maintenance of the SBBs
are also considered. Based on this information one of the status “Trial Standard”,
“Active Standard”, “Deprecated Standard”, or “Obsolete Standard” is assigned:
statusðsbb; stdÞ 2 ftrial; active; deprecated; obsoleteg.
Step 4. Define atomic scoring values. Each type of lifecycle state (trial, active,
deprecated, obsolete) is assigned to ratings on a scale as recommended in [23]: r(active)
∶= 1, r(trial) ∶= 2, r(deprecated) ∶= 3 and r(obsolete) ∶= 5. An ABB receives a (desired)
low standardization degree (SD), if it primarily uses active SBBs. The scoring can be
adapted as required by the EA board when deploying the method.

Table 1. Types of standards compliance

Type Explanation

Non-conformant Fulfilment Requirements: S \U ¼ ;
Description: SBBs which are explicitly not allowed to be used by an ABB
Example: No application component shall be implemented on a certain
technology component (e.g. technology products which reached
end-of-life and vendor-support is not guaranteed anymore)

Compliant Fulfilment Requirements: U� S
Description: A number of SBBs are endorsed by the standard – at least one
of these SBBs must be used
Example: A standard “Web Server Technologies” states “Apache 2.4” and
“IIS 10” as technology components an application component can be
implemented on

Conformant Fulfilment Requirements: U � S
Description: All stated SBBs are to be used by an ABB, but the ABB
might use additional solution building blocks (not stated by the standard)
Example: The standard “Allowed Web Application Technologies” might
state SBBs such as “Apache Tomcat” and “Unix”. Hence, a web
application shall use both of these SBBs, however, the developing team
has the freedom to use any further technology components

Fully compliant Fulfilment Requirements: S ¼ U
Description: Full conformance between stated SBBs and used SBBs is
required
Example: An application component needs to use exactly the stated SBBs.
Usage of a subset of these SBBs, as well as usage of additional SBBs is not
allowed
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Step 5. Assess compliance. Compliance levels can be calculated from the perspective
of the standards (i.e., the compliance level of a concrete standard along the entire EA)
as well as from the perspective of the ABBs (i.e., the compliance level of an ABB
along the set of standards it must adhere to). In order to calculate the standardization
degree SDða; stdÞ of an ABB abb in the context of a standard std (and vice versa) we
decompose the set of SBB in the subsets indicated by Fig. 3:

SA is the set of SBBs scored “active” but not used by the abb. M is the set of SBBs
stated by the standard and at the same time used by the abb independent of their
scoring in context of the standard. U’ is the set of SBBs used by the abb but not stated
by the standard. Based on these subsets the standardization degree (SD) of an ABB can
be calculated for each type of standard (conformant, compliant etc.). Take the running
example of the financial application and the standard “Web Application” (see Fig. 2):

SA ¼ Oracle 11gf g; M ¼ Appache 2:4; Windows Server 2013f g; U 0

¼ SQLserver 2013f g

Depending on the type of standard, the weighing of the applied standards, the status
of the used SBBs, and the applied atomic scoring values, the standardization degree per
standard and per ABB can be calculated. Depending on the type of standard, usage of
Oracle 11 g instead of MS SQLserver 2013 might lead to a bad rating of the stan-
dardization degree. The standardization degree calculations are performed by
model-based assessment mechanisms to be detailed in Sect. 3.4.

Step 6. Address exceptions. Goodhue et al. [18] consider standards without gover-
nance to be useless. Peterson [29] discusses the necessity of the institutionalization of
monitoring processes in terms of diagnosing IT governance effectiveness and value
contribution. CE-SIB recognizes these requirements and proposes evaluating the
standardization degree on an ongoing basis. In cases of non-compliance, change
requests to improve the architecture need to be raised. However, Gartner [16] rates
over-standardization, as one of the worst practices in EAM. Hence, in cases of iden-
tified non-compliance, mechanisms for interim conformance are provided. These are
exceptions that must be corrected within a granted lifespan of the exception. The
CE-SIB method allows exceptions for the tuple of an ABB and its used SBBs, in case
of non-compliant SBBs (e.g., SBBs in state “obsolete”). CE-SIB reflects exceptions by
neutralizing bad ratings via exceptions. Thus, the value r(obsolete) ∶= 5 for
non-compliant SBBs is mitigated by subtraction of the value 4 (see next section).

Fig. 3. Decomposing the SBB set
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Step 7. Create viewpoints for decision support. As the CE-SIB method is meant to
be framework-agnostic, no concrete viewpoints are stipulated - graph-based diagrams
(with nodes and edges), matrices etc. can be used. Current deployments have been
coupled with the CE-HM (Compliance Evaluation Featuring Heat Maps) mechanisms
introduced in [23], which enables color-coding mechanisms (“heatmaps”) in arbitrary
modelling notations, while also propagating such visual cues to superordinated levels
of the EA (e.g., superordinated business processes, business capabilities).

3.4 The CE-SIB Mechanisms: Computing Standardization Degrees

Based on the existing model base (set of ABBs, assigned SBBs, and defined standards)
the following metrics compute standardization degrees, relative to Fig. 4. The numbers
depicted within the subsets present the ratings of SBBs in context of the particular type
of standard (fully conformant, conformant, compliant etc.).

The formulas for degrees are marked with the corresponding letters from the
figures:

SDfully abb; stdð Þ :=
P

sbb2M r status sbb; stdð Þð Þþ 5� jSAj þ 5� jU0 j
jMj þ jSAj þ jU0 j ðaÞ

SDconformant abb; stdð Þ :=
P

sbb2M rðstatus sbb; stdð ÞÞþ 5� jSAj
jMj þ jSAj ðbÞ

SDcompliant abb; stdð Þ :=
P

sbb2M r status sbb;stdð Þð Þ
jMj ; if jMj[ 0

5; else

(

ðcÞ

SDnon-conf abb; stdð Þ :=
P

sbb2M r status sbb; stdð Þð Þþ jU0 j
jMj þ jU 0 j ðdÞ

Fig. 4. Sets and scores for different compliance types
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Note, that in case of required non-conformance all stated SBBs will be scored r(ob-
solete) as usage of any of the stated SBBs should be avoided. All other used SBBs are
scored with a value of 1.

From the viewpoint of an ABB abb, the standardization degree SD(abb) of the
ABB is the weighted average of the standardization degrees of the tuples of the ABB
and its assigned standard, i.e.:

SDðabbÞ :¼
P

i2STD SDðabb; stdiÞ � xðstdiÞP
i2STD x stdið Þ

where STD is the set of standards assigned to an ABB.
From the viewpoint of a standard std, the standardization degree SD(std) is the

average of the standardization degrees of the tuples of the standard and the ABBs it
applies to:

SDðstdÞ :¼
P

j2ABB SDðabbj; stdÞ
jABBj

Situation (e) in Fig. 4 illustrates how exceptions are considered for a standard
requiring full-compliance (E is the set of obsolete SBBs with granted exceptions):

SDfully;ex abb; stdð Þ := SDfully abb; stdð Þ � jEj � 4

jMj þ jSAj þ jU0 j ðeÞ

4 Implementation and Evaluation

The proof-of-concept depicted in Fig. 5 was implemented on the metamodelling
platform ADOxx - made available as part of the Agile Modelling Method Engineering
framework [22] by the Open Models Initiative Laboratory [24]. It integrates a hybrid of

4

Degree of Standard Compliance

1

Business Service

2

Applica on Component

3

Standard1

2 3

2 3 4

Fig. 5. Exemplary viewpoints: (a) compliance clustermap, (b) compliance matrix
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Archimate viewpoints and a subset of UML (namely class/object diagrams, component
diagrams, and deployment diagrams) extended with the CE-SIB plug-in, following
Shneiderman’s visualization “mantra” overview first, zoom and filter, and details on
demand [32]. Figure 5a and b exemplarily depict two viewpoints. The clustermap
(Fig. 5a) is an EA viewpoint recommended by [14] for communicating standards
conformity and exceptions. In Fig. 5a the worst score is propagated to the “higher”
levels (from application components to superordinate business processes). Within the
application components the relevant standards are depicted. This viewpoint is intended
to give an “overview first” on weak spots within the EA.

The matrix view in Fig. 5b is recommended by TOGAF [35] to communicate
relationships between architecture artifacts, giving insight to scorings of ABBs in
context of the assigned standards. On the x-axis standards such as “Authorization
Services” and “Database Management Systems” are depicted. Based on the discussed
thresholds and metrics matrix cells are color-coded.

As the CE-SIB method block was introduced here as a Design Science artifact, it
can be subjected to the wide tableaux of evaluation criteria surveyed by [31]. The
current implementation was driven by requirements from industrial cases (a banking
institution and an organization from the public administration sector) therefore certain
criteria gained priority:

Generality: CE-SIB is reusable for any semantic “docking points” (as defined in
Sect. 3.2) identified between arbitrary metamodels. This relies on the Agile Modelling
Method Engineering framework [22] - the key enabler for agilely plugging the CE-SIB
block to existing modelling method implementations (where relevant concepts can
fulfill the ABB and SBB roles).

Consistency with organization (fit with organization requirements): The imple-
mentation was tailored for the mentioned industrial cases to replace legacy Excel-based
methods and to support already in place model-based management practices. The
generality factor mentioned above ensures that similar requirements from organizations
of different domain-specificity may be agilely satisfied. By building on the existing
model base, efforts for maintaining the SIB could be dramatically reduced by
approximately 70% (based on stakeholder feedback). Additionally, standards compli-
ance reports are delivered up-to-the-minute, as opposed to the annual basis reporting of
the legacy data acquisition project.

Consistency with people (usability): ADOxx was employed as the underlying
implementation platform to benefit from its built-in usability and understandability
facilitators: the basic task of creating a new version of a standard was reduced to 5
clicks only; the change history is written automatically and all owners of affected ABBs
are informed automatically; reports such as in Fig. 5a and b are updated automatically
without any additional manual modelling efforts.

5 Concluding SWOT Analysis

A SWOT evaluation summarizing the key learned lessons was derived from hands-on
experience with the implementation and interviews with key stakeholders in their
respective organizations.
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Strengths: CE-SIB allows nonambiguous definition and communication of standards
and can be integrated in commonly used EA frameworks. Adherence to these standards
becomes measureable. In the course of the evaluation it was shown that usage of the
method and communication of standards compliance degrees (based on modelling
viewpoints) lead to comprehensible results. Understandability and acceptance were
assessed through qualitative interviews with major EA stakeholders, where the pro-
posal was deployed in modelling tools agilely extended through the Agile Modelling
Method Engineering methodology.

Weaknesses: One major restriction of CE-SIB is that it requires a model-based system
engineering (MBSE, see [15]) approach to EA management (in contrast to a traditional
document-based approach). Thus the EA documentation must be available as a dia-
grammatic model base, with models depicting different EA facets under an overarching
metamodel (for which CE-SIB acts as integrator).

Opportunities: Standards are defined from the point of view of different domains and
organizational units and different standards may be conflicting in their statements
regarding SBBs. Providing means to uncover these inconsistencies will add another
valuable feature to CE-SIB. The strict focus on the MBSE can be relaxed by applying
data integration and clearance mechanisms from the fields of business analytics as
discussed in [19]. For this, future work will focus on a Data Integration and Cleansing
Environment (DICE) (see [20]) implemented on the same metamodelling platform.

Threats: The stakeholder involvement has shown that the definition of standards
throughout an organization requires strong negotiating skills, persuasiveness, and
political savviness. The main touch points, contrasted to TOGAFs ADM the phases
B-D (where the architectures are designed), phase E (where the best solution is chosen),
and H (evaluation) have to be clearly defined. Currently CE-SIB does not address these
touch-points in detail. Evaluation results clearly show that more detailed guidance on
implementing the CE-SIB procedures in the organization is required.
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