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Foreword

Tax evasion in the twenty first century is a highly sophisticated and a global
activity, yet its history dates back to William III in the sixteenth century and
some say, gave us the term ‘daylight robbery’.

The game today is played out across international borders and, for the
most part, it uses the infrastructural weaknesses in the international financial
system to move and hide financial assets to minimise the degree to which
those assets can be held liable for tax.

An important part is also played by the sheer complexity of regulation,
domestic law and collaborative frameworks that underpin the rules by which
financial institutions in over a hundred countries must conduct the due dili-
gence and reporting necessary to support objectives of counter-evasion measures.

Because much of this body of statute, regulation and framework is writ-
ten so badly, evasion is made easier by it. Indeed, in the US in 2014, Senator
Levin published an article! on how to avoid the US’s own anti-evasion regu-
lation—FATCA, which focused in the main on how investors could exploit
the loopholes in the regulation.

However, the due diligence and reporting associated with GATCA creates
major problems for those tasked with implementing policy and procedure in
financial institutions and in corporate board rooms.

To our industry’s detriment, some parts of the financial system have been
complicit to a greater or lesser extent by providing access to, or even actively
promoting investment structures, vehicles and methodologies that permit or
encourage such evasion activity.

Governments have not historically had the tools to be able to detect tax
evasion, let alone prevent it. Tax havens of course traditionally structur-
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vi Foreword

ally encourage it and those responsible for evading tax, have leveraged their
home country’s inability to search for their assets offshore. What one person
calls tax arbitrage, another calls tax evasion, while others blur the landscape
still further with terms such as tax avoidance and aggressive tax avoidance.

In all these cases, legal structures at the international level have been very
fragmented and cooperation between countries has been relatively ineffec-
tive. However, one thread connects all these issues, and that is that the assets
concerned are all in the global financial system.

The difficulty has always been that a home country would need to have
evidence upon which to request tax information from another country and,
even if that information could be obtained from a financial institution in
that country, data privacy laws would often prevent the information getting
to where it could be used effectively.

Faced with both social and economic pressures, governments have more
recently engaged on a major evolution of this awkward principle of exchange
of [tax] information towards an automatic exchange where the burden of
collecting the information to be shared between governments, falls to the
financial institutions within each country.

However, not all governments have implemented these structures consist-
ently and even where consistency is possible, the frameworks leave enough
room for variations. All of this causes major problems for financial institutions
trying to comply whilst reducing risk and cost through operational efficiencies.

This book is intended to try to translate the often impenetrable language
of tax into a more simple explanation of the structures underlying this auto-
matic exchange of information and the practical issues it raises for financial
institutions.

The variability within these frameworks and the understandable penchant for
governments to name these frameworks, laws and regulations differently, has led
to one term being used as a catch-all phrase—GATCA, meaning all those struc-
tures designed to encompass Global Account Tax Compliance Activities.

The authors are recognised subject matter experts in their field and have
a special and well respected ability to translate the complexities of these
regulations into simpler and more practical explanations that actually help
financial firms not only to cope with regulatory compliance but also control
operational costs and risk.

Hampshire, UK Prof. Haydon P. Perryman
CGMA
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Preface

This book is written for those affected by the operational and compliance
impacts of regulatory frameworks whose purpose is the detection, deterrence
and reporting of potential cross border tax evasion.

While most governments have been, for the most part, eager to enter
into arrangements that facilitate getting their hands on information about
their resident’s foreign held assets, the burden of collecting all this informa-
tion has fallen to the financial institutions of each jurisdiction. The existing
frameworks of Know Your Customer (KYC) and Anti Money Laundering
(AML) do not completely meet the requirements of GATCA frameworks.
Equally, where KYC and AML can be relatively easily compartmentalised
within financial institutions, GATCA frameworks create new touch points
and new dependencies in and between many different functions in a typical
bank, brokerage or other financial institution.

So, this book is written, not just for compliance or legal staff but, as we
will amply demonstrate, it is of importance also for sales, relationship man-
agement, operations, I'T, marketing, on-boarding, risk management and of
course the board.

The reason this book has been written is very simple. The regulatory
frameworks that comprise GATCA are extremely complex. Most firms do
not have sufficient resources to understand those complexities, let alone
operationalise any of them in an intelligent way. The object of the book is
not to provide a detailed analysis of these regulations. There are others who
can do a better job and who focus on the principles and tax theory. While
we will give the reader enough background and context to understand each
framework, we choose to focus more keenly on the practical implications.

ix



X Preface

In other words, our job is to understand the theory and complexities and
translate them into something that the reader might find useful in their day
to day work.

Typically this means that we will be describing the kinds of challenges
that we see every day in the international financial services markets. We see
what happens when complex regulations hit small or medium sized financial
institutions with little or no knowledge, low levels of exposure to the given
markets and cultural or linguistic differences - they make compliance prob-
lematic at best and totally lacking at worst.

We have said on a number of occasions—regulators don’t write regu-
lations based on the size of the firms they regulate, their capacity or their
exposure. They are usually written as one size fits all with little or no recog-
nition given to medium and small financial firms. So, the problem really is
that one size just does not fit all.

Yateley, UK Ross K. McGill
Christopher A. Haye
Stuart Lipo
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Introduction

Tax evasion has been with us as long as taxes themselves. Idiomatically, death
and taxes are renowned for being the only things that are certain in our
lives.! It’s hardly surprising, therefore, that we seem singularly engaged in
efforts to evade both.

In England in 1696, King William III, short of cash, introduced the
Window Tax*? that led to many home owners bricking up as many win-
dows as they could, in order not to have to pay it. In many cases, the social
context to tax evasion has been very different from that which we see today.
Tax evasion was often seen as the only way for people to protect themselves
from the unfair treatment of their governments or, more commonly, their
monarchs. In fact, the genesis of the phrase ‘daylight robbery’ to represent
society being unfairly punished through the tax system, is often ascribed to
the Window Tax of 1696.*

Today, the meaning of tax evasion has changed and is now more com-
monly associated with rich or super rich individuals hiding assets offshore,
and corporations deliberately manipulating their affairs to reduce their lia-
bility to tax.

The line between evasion and avoidance has also been blurred in society’s
consciousness. In simplified terms, tax evasion’ means knowing a rule or law
that would lead to a tax liability and intentionally breaking it with malice
of forethought. This would typically involve other illegal acts such as fraud
and would be subject to criminal prosecution and penalties. Tax avoidance®
on the other hand means finding a loophole or way around the rule so that
the rule does not apply in the first place, or the effect is modified to reduce

© The Author(s) 2017 3
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or eliminate the applicability of the tax. This latter implies that there is no
illegal act being committed.

The existence of loopholes in tax laws through omission or, more com-
monly, ineffective drafting, grows in proportion to their complexity. The
result of complex tax laws, is complex regulation of tax laws, to the extent
that even regulations designed to combat evasion are, of necessity, also very
complex—ergo, they also have loopholes. As Chief Engineer Scott says in
Star Trek III, The Search for Spock ‘the more they overthink the plumbing,
the easier it is to stop up the drain’.”

Governments of all persuasions have, in more recent times, also been very
adept on a social level at shifting the negative image that affected William
III and the Parliament of the day, away from themselves as the ‘greedy bad
guys and onto the very rich. In simpler times this would be seen as rather
Robin Hood-esque, although it could be argued that it actually appears
to be closer to ‘take from the rich and...keep it to offset trade deficits and
budget overspends’.

The increasing gulf between rich and poor in all parts of the world has
only served to exacerbate this and make it easier to sustain, despite the fact
that most of the ‘poor’ pay no tax at all and ‘the rich’ shoulder most of the
burden in absolute cash terms.® In this way, governments are keen to pre-
sent themselves as independent intermediaries or the stewards of our money,
rather than collectors and spenders.

Whatever the history, or whether you believe that the principles or focus
of regulations are well applied or not, the scale of tax evasion is agreed, by
all, to be significant. The Tax Justice Network, in its 2012 report, indicated
that the value of hidden assets globally, as at 2010, was between $21-$32
trillion.? That would, even on the most conservative calculations, mean a
significant loss in tax revenues.

However, in the period 2008 to date, we have never seen such a con-
certed effort in and between governments to create a globalised framework
to detect, prevent and deter such behaviour.

Traditionally, governments have very limited opportunities to detect eva-
sion. After all, the simplest way to evade a country’s taxation regime for
investors is of course to ensure the assets on which tax can be assessed, are
not held domestically. Equally, for corporations, the imperative is usually to
optimise profits and returns for shareholders that naturally drives attention
to all levels of the P&L, including that of taxation.

For corporations, tax evasion can take many forms, but given the legal
issues surrounding this, they have historically been more apt to engage in tax
avoidance in this community. Corporations can of course be investors them-
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selves, particularly if they maintain large treasury balances. However, their
greater concern is with the base taxation applicable to their primary trad-
ing activities. This has led to some very notable cases in which corporations
have manipulated their tax base, perfectly legally, to a different jurisdiction
in order to benefit from a lower tax rate on the principal.

The effect of this relocation, usually also associated with some changes to
ownership and trading structures, is to reduce or erode the base level of profit
on which tax is calculated in the home country (or where most of the sub-
stantial economic activity takes place). We should remember that for such
companies there are several areas of the tax base that remain unaffected.
These companies are still paying VAT, still employing people and still paying
employers national insurance and such. So, sweeping generalisations based
on changes to the tax on profits should be avoided.

This ‘[tax] base erosion’ through ‘profit shifting [by relocation]” has led to
the OECD’s BEPS framework that is one of the subjects of this book.

Investing offshore to hide assets and manipulating the tax base are the most
basic tactics that have led governments to rest their attention on the single
common denominator—the international financial services community.

While disparate efforts have been common, it is only really since 2010
that major inertia has built up in the international community, driven to
a large extent by the G20 to forge strong detection frameworks. It is these
frameworks that we seek to discuss in this book. They are:

* 'The US FATCA regulations
¢ The OECD Automatic Exchange of Information framework and
e The OECD Base Erosion and Profit Shifting framework

Together these frameworks, commonly referred to under the acronym
‘GATCA’ (Global Account Tax Compliance Activities), represent a step
change, not only in the level of detail and technological focus associated
with detection and reporting, but also a substantive step by the global com-
munity to act in concert.

Prior regulatory efforts had floundered on general principles of data pro-
tection and a manual methodology for exchange. In other words, tax infor-
mation could be exchanged between governments but only on specific
request and only where the requesting government could demonstrate cause
i.e. no fishing trips as the Americans would say. The changes we are see-
ing have substance over this older model because they engage in ‘automatic
exchange’ and because the financial services industry is the ubiquitous source
for the data and has the technology budget!® to deliver it.
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This book however, is not about history, it’s about the present and the

future.

We will not be dwelling, in this book, on the reasons, nor the ethics
involved in tax evasion. This book will be focusing instead on the challenges,
practical issues that are raised by these frameworks for the corporations and
financial firms that are generally seen as the information gathering layer in
these frameworks.

Notes
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2

Moral Outrage and Righteous Indignation

Context

From 2012 onwards we have started to see a strange phenomenon. A case
of moral outrage and righteous indignation focused on the banking indus-
try. Unfortunately, there was some fire where the smoke was. The case of
Barclays Bank, and others, ‘fixing’ LIBOR, JPMorgan, HSBC and others,
were mired at one point or another in similar cases where the ‘public’ were
presented with all the bad bits about the banking industry at the same time.
Banker’s bonuses were also an easy target and the calls for more regulation of
the banking industry were rife, as well as calls to split the larger banks into
retail (low risk) and investment (high risk).

This focus on banking was only the latest in a series of high profile cases
where the inner workings of an industry were opened up to scrutiny. We
had previously seen the UK Parliament engulfed in an expenses scandal that
saw the same reaction. In that case, members of parliament had (and have)
a system of expenses since they need to be able to service the needs of their
constituents locally, as well as be present in Parliament in London from time
to time. How those expenses are claimed and what can be claimed were laid
out in a set of rules. When it became clear that some members of parlia-
ment were ‘abusing’ the system, the resulting furore was aimed at them, even
though, in many cases, a close scrutiny revealed that they were within the
rules. Itis interesting that no-one criticised those who made the rules for
failing to devise a better system. It was the moral outrage that people could
be ‘self-centred’ that drove Parliament to change the rules (relatively quietly)
while pillorying those who had transgressed.

© The Author(s) 2017 7
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In more recent times we have continued to see similar transgressions that
would seem to indicate that it almost doesn’t matter what regulation you put
in place, someone will find a way around it. The Panama Papers leaks associ-
ated with Mossack Fonseca again highlighted that, despite years of previous
outrage, those shouting the loudest were, at the same time, often breaking
the very rules they were criticising.

FATCA

The object of FATCA is to prevent, deter, detect and correct tax evasion by
Americans.

America has a voluntary tax system in which tax payers are expected to
disclose their income both from domestic and foreign sources. At the same
time, the US government claims the right to tax the global income of its
citizens.

The US has some of the highest taxes on the wealthy in the western
world. A wealthy American can expect to pay a marginal tax rate of around
40-50%. It is therefore natural to expect that some will find ways to hide
their income and the cash reserves that generate that income.

Avoidance or Evasion?

Tax evasion is different from tax avoidance. Tax avoidance is the use of legal
means to mitigate the amount of tax to be paid. This is often achieved by
the use of specialist advisers who know and understand the loopholes and
strategies which exist in any complex tax system (and all tax systems are
complex). Tax evasion on the other hand is the deliberate breaking of the
law to achieve the same objective.

No system is, of course, static. What, today, is tax avoidance, tomorrow
may be deemed tax evasion, and so the tax system is in a state of constant
flux with regulators trying to catch up with those in the markets trying to
find innovative ways to avoid paying tax, or worse, evade tax.

In 2012 we also saw a moral dimension enter this space. The sub-prime
crisis and financial crash of 2008, the following global credit crunch and
subsequent double dip recession, the results of which are still with us today,
were caused by two activities. First, financial institutions, led from the US,
lending without adequate controls or oversight of whether those being lent
to were capable of re-paying their debt. Second, the public, again led from
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the US, accepted this ‘easy money’ in the knowledge that even small changes
in the market would make it difficult or impossible to repay the debt that
they had incurred. In other words, ‘it takes two to tango’. There is usually
an uneasy truce between the financial firms on the one side, who maintain
strong lobbying presence in Washington, DC to argue for rules that allow
them optimal freedom to pursue their business and profit led interests, and
‘the public’. The public have their views too, but in many cases that view is
seen through the lens of the media.

In 2012, we saw the triumvirate of public, media and financial services
explode, when some of the activities of some of the banks and brokerage
houses were found to be ‘risky’ if not illegal. No-one complains when some-
one takes a risk and the result is a win. But, equally, no-one seems to feel
any sense of culpability in the current financial state of the world, quite the
opposite. It was all, the fault of the financial services industry. The media
certainly fed this monster and the politicians reacted as one might have pre-
dicted. Moral outrage. The outrage had to be ‘moral’” because otherwise, they
would have had to recognise that (i) there were always two halves to the cul-
pability and (ii) they were the ones who were (and are) responsible for the
legal and regulatory framework that should act as the guardian.

Let me put it another way. If you borrow money and your lender does not
do sufficient due diligence, then clearly they are culpable. But equally, and
this is the part that people conveniently over-look, if you agree to borrow
the money, there is both a legal and moral obligation on you to make sure
that you understand the terms of the arrangement (youre the one signing
the contract) and that you can repay the debt. If the debt goes toxic—there
were two sides that agreed the terms. Let’s not forget that we're not really
dealing with complex financial instruments here, as some have led the mar-
ket to believe. The sub-prime crisis that triggered all this, was about normal
Americans signing up to mortgage deals that were too good to be true, and
which they had good reason to know that they may have problems repay-
ing. Yes, the financial firms were also culpable. The reason the products were
too good to be true, was a lack of due diligence on the borrower’s ability
to service the debt, and the underlying principle that they were packaging
this debt and risk up and laying it off in complex ways around the world, in
order to be able to offer the easy money in the first place.

So, a most dangerous situation began to arise in 2010 and 2011. Even
though there was culpability on both sides to create the global financial
crash and continuing recession, the public, fuelled by the media, found the
blame game way too easy, targeting the banks and brokers. Since the reg-
ulatory and legal frameworks could not be changed overnight by normal
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means, capitalism had a new enemy—moral outrage. There are two prob-
lems with moral outrage. First, in our modern society, we use laws (and our
appointed agents the politicians) to translate the ‘majority’ view of morality
into a set of laws. The trick is to minimise the set of laws in order to maxim-
ise the degree of freedom that people have within their society whilst keep-
ing them safe, well fed and able to help the society prosper. The question is
how well ‘people’ determine whats ‘moral’. When you're facing a mountain
of debt (that you helped create), your job is in jeopardy and the world seems
to be falling apart around you—is probably not the right time to be judging
what’s moral. Secondly, outrage. Well the problem here is simply that fire
feeds fire. The media have played an important role in fuelling the ‘outrage’
part of this equation and the public have played into this at every step. It’s
usually politicians who are blamed for diverting attention from one thing in
order to hide something going on elsewhere. In this case, the public had its
attention expertly diverted by the media, who pointed the finger of blame at
the financial services industry as the sole wrong-doer. The politicians, unable
to use the framework of law and regulation to show how well they had it ‘in
hand’ raised the hand of righteous indignation in order to be clearly seen on
the same side as their electorate. Judgements about morality as the founda-
tion for changes in law or regulation, are hardly best made when your emo-
tional state is ‘outrage’.

So, yes, the world was in a deep and continuing financial crisis. Yes, the
financial services industry has a level of culpability. But the public share part
of that blame. They put the politicians where they are. They accepted the
easy money when it was there—they created the conditions in which the
financial services industry acted. And the public believed the media when
they created the fire of moral outrage.

This point is nicely made by the problem that UK comedian Jimmy Carr
had in 2012. Mr Carr had used a special scheme, provided by an adviser,
through which he ended up paying very little tax. This is tax avoidance.
When this scheme came to light, it was with stunning speed that the then
prime minister, David Cameron, announced to the nation that Mr Carr’s
activity, while technically legal, was morally reprehensible. This caused Mr
Carr to apologise publicly and change his financial affairs—even though he
had done nothing wrong. This highlights the dangers inherent in a moral
attitude to tax. Mr Carr’s only actual tripwire was that he had been specif-
ically making a point of humorous outrage in his comedy sketches about
how banks could get away with paying very little tax, by using, as it hap-
pens, the same sort of approach that he himself had already taken. True,
that’s an embarrassing situation, but neither the bank nor Mr Carr were
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doing anything illegal. If anyone was to blame, it should be the regulator.
They made the rules, and they didnt write them clearly enough to pre-
clude what someone, at some future point, would view as wrong. Equally,
Mr Cameron is not in charge of the morals of British society and had no
right, in my view, to abuse his position as Prime Minister, in order to make
a moral comment about an entirely legal activity. The reason is that, while
accepting that the activity was legal, he created a reputational issue for Mr
Carr because no-one, conveniently, drew the line between tax avoidance and
tax evasion. The public, again fed by media oversimplification, essentially
thought Mr Carr was evading tax, when he was actually just doing what he
had every right to do under the rules of the time.

The people who usually ‘bash’ the wealthy are often those, who, were
they put into the same position, would almost certainly do exactly the same
thing. Morality is like Einsteins theory of relativity—it depends on the
viewpoint of the observer.

I also want to take this opportunity, since it is relevant to the argument
over FATCA, to make three more points.

My first is that whatever gets said in moral outrage about the wealthy not
paying their fair share, all western governments know that most of the cash
that pays for their country to work—comes disproportionately from the
wealthy. Behind closed doors, the biggest angst in the tax system is trying to
figure out where the tax line is, above which, the wealthy will start to move
all their money elsewhere. It’s a balancing act and sometimes governments
get it wrong, but they do spend a lot of time trying to get it right. Overall,
for example, both in the UK and the US, over 70% of the cash that govern-
ment spends, outside of gilts, comes from taxes on the wealthy. Time spent
by government fiddling with marginal tax rates for those at the bottom of
the wealth pyramid is diversionary behaviour and makes very little real dif-
ference. There is also always a missing factor in this ‘fair share’ concept. It’s
the rich who create many of the jobs that those throwing the rocks have. The
other major employer of course is government itself, via the public sector,
and most of their money comes from...the rich.

In this climate, it's probably not surprising that wealthy Americans,
in fact wealthy people everywhere, end up in some balance of tax avoid-
ance. But that fire is not fuelled by the media in the first instance. That fire
is fuelled by the accounting firms who analyse the rules for loopholes and
create the avoidance plans. I choose not to call them ‘schemes’ as that’s too
close to ‘scams’.

The irony is that those in relevant positions can hardly say that they don’t
know what’s going on, nor that they could not stop it much more simply
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and effectively than with FATCA. The biggest ‘circuit’ in the industry is the
one where the people in the regulatory sphere, leave that public service for a
while and usually end up in highly paid jobs at the accounting firms. Those
same people, usually after a few years, end up cycling back into government
service. The knowledge of what’s going on has always been there.

So, my biggest challenge in looking at the context of FATCA is that the
world which created FATCA, and in which it operates, is founded on moral
outrage, a failure by the public to recognise or take their share of responsibil-
ity. The knowledge that the wealthy, the jobs they create and the taxes they
do pay are a critical part of the equation and finally that, apart from the
public, everyone else knows what is actually going on and diverts the public
attention at relevant and opportune times. The question of today’s society is
not what's fair, nor what's moral. These are things, the perception of which
can be manipulated. It’s who decides what’s relevant and when is opportune.

The framework in which this all operates, as we know, is law and regu-
lation. The law in the this case is the HIRE Act and the regulation, what
we've come to know as FATCA. Over the last twenty years, the world has
undoubtedly changed. From a regulatory perspective, what the UK called
‘light touch’ regulation is actually what is more commonly known as ‘princi-
ples based’ regulation, as opposed to rules based regulation.

Both have their good and bad points and, with FATCA, we are headed
firmly down the route of rules based regulation.

We all strive for certainty in an uncertain world. That imperative leads to
the false proposition that with rules, you can contain, define and completely
control a system. That, by having rules, you somehow create certainty out
of chaos. Of course, any physics undergraduate will tell you that this is a
frivolous position. You cannot measure or control a system without affect-
ing the system in some way. Equally, the more complex the system, the more
unlikely it is that your rules will be sufficient to encompass all possible per-
mutations of how those rules might be interpreted, applied or avoided.

The converse in human society is to have principles e.g. do no wrong; do
what’s fair; do whats right. That’s an equally frivolous position because, as I
pointed out, who defines fair, wrong and right? Those value principles can
and do change over time.

So, to regulate financial services, with a view to addressing tax evasion,
a rules based system would have to be enormously complex—much more
complex, by orders of magnitude, than the current tax system. Equally, a
principles based system would need to have everyone outside and inside
the system agreeing on what is right and fair etc. Neither system will ever
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work without the other. Yet the public yearn, and the politicians and media
hold out the view that it can somehow be achieved.

What does this have to do with FATCA? Well, FATCA is a reaction to
my foregoing points and to the world in which we currently live. There are
many outside the US that believe that FATCA is both disproportionate to
its intent and politically the worst example of extra-territoriality seen in
recent times.

Will FATCA achieve what it set out to achieve? Probably not; at least not
in the way originally intended.

One of the biggest myths about FATCA is that it’s a withholding tax sys-
tem. Its not, it’s a reporting system with penalties that just happen to be
applied via a tax system. However, its convergence to IRC Chapter 3, the
QI rules—which is a tax system, has some interesting consequences. It starts
to create a system which has dual objectives—tax income and evasion deter-
rence. These have heretofore been separate issues. Moral outrage is bringing
them together and I'm not sure that’s a good thing.

The foregoing has addressed mainly the evasion pursued by individu-
als via the financial services system and the extension of FATCA into the
OECD’s AFol and CRS is a matter of further discussion later in this book,
as it triggers more of an operational and cost effect than one of moral
outrage. However, tax evasion also takes the form of corporate misbehav-
iour and interestingly there is much more considered outrage in this area.
Companies such as Amazon, Starbucks and Apple have all come in for criti-
cism and, in some cases, investigation, for their tax strategies. Again, for
anyone placed into a similar position and with a remit to serve sharehold-
ers, some of these strategies are understandable and, for the most part are
defined as avoidance and not evasion. In this context again we see the effect
of concepts of fairness and ethics that, while they have no legal force, can
create seismic shifts in corporate behaviour on the basis that brand values,
reputation and thus revenues, can be damaged by what, in any other busi-
ness would be deemed a back office administrative activity. Many of these
cases are raised in the public awareness by the increasing impact of social
media, and of larger numbers of people expressing their views immedi-
ately and on-line. Earlier in 2017 United Airlines became very painfully
aware of the speed with which brand reputation can be damaged. Many of
those mentioned already have seen similar campaigns to boycott companies
because of their perceived bad tax practices. This is what has also led to the
OECD Base Erosion and Profit Shifting framework (BEPS).

It is difficult not to have some sympathy with a company that employs
many thousands of people (who all pay taxes from their wages and indirect
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taxes such as VAT on purchases they make with them) at hundreds of retail
outlets (that generate business rate taxes) and that in turn support a myriad
of secondary support industries. The fact that legislatures write inadequate
laws, and regulators write overly complex and porous regulation, brings no
outrage. In such cases, the argument from governments, on behalf of the
people, that corporation tax from these firms is the sole (or even major) con-
tribution to tax revenues is simplistic at best and disingenuous at worst.



3

Background and Principles

In order to give the reader the ability to understand GATCA both holisti-
cally and at the operational granular level, we must first set the scene. Some
of that scene setting has already been done in the introduction, by provid-
ing some rather prosaic history. However, the desires of sixteenth century
England to block up their windows don’t give us much value today.

Avoidance and Evasion

It is important that we at least understand that what we call evasion today is
increasingly an aggregate. The legal definition is reasonably clear, however,
as we've seen, governments are invoking ‘fairness’ as a mechanism to include
aggressive avoidance schemes into the definition of evasion. Where they are
not doing this, they are often changing laws to make avoidance illegal under
certain circumstances. The difficulty is that the lines are blurred and the use
of fairness as a means by which to separate avoidance from aggressive avoid-
ance seems fraught with risk.

Detection not Prosecution

However, for the readers of this book, it’s a useful point to know that these
frameworks are not designed to place the burden of such prosecutorial deci-
sions onto financial institutions. We have heard, and seen, several media reports
indicating that prosecutions have been filed under regimes such as FATCA. So,
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the first clarification here is that GATCA frameworks (which includes FATCA)
are detection, reporting and information sharing structures, not prosecutorial
as far as reporting institutions go. As we will describe in more detail later, the
basis of all these frameworks is to create a system in which financial institutions
are gathering information about account holders and applying certain rules in
order to determine which are reportable. Now, these frameworks do all have
penalty mechanisms. However, these are designed to enforce the due diligence
and reporting activity and are not associated with any evasion per se.

The principle is that evasion, if it's occurring at all, will be happening
because a tax payer is not declaring income that would otherwise form part
of their tax base liability. The mechanism by which we get to that point
varies depending upon whether you are talking about investments, where
FATCA and AEol would apply, or corporate tax where BEPS would apply.

Once that reporting information is received by a home country tax
authority (HCTA), it is at that point that the HCTA can compare the aggre-
gate of what they know their citizen has in offshore assets, to what they are
declaring as their taxable base. In simple terms, if those two numbers don’t
match, then you have potential tax evasion. The important thing to recog-
nise here is that the prosecutorial activity would occur based on the HCTA’s
domestic law applicable to the investor or corporation and not on the due
diligence or reporting that preceded it.

Reportability

As described, the object of all these structures is to place a legal obligation
on a financial institution to acquire enough information about their custom-
ers, to decide if they are reportable under a GATCA framework, to a foreign
government, usually the tax authority of that government.

If you recall, the basis of much tax evasion is the movement of financial
assets to different jurisdictions so that the ‘home’ jurisdiction has no direct line-
ofsight to any income from those assets. There are several levels of complexity
that flow from the concept of reportability and these, together with the chal-
lenges they present, are the subject of much detailed discussion in this book.

Adding to the Burden

Many readers will of course be aware that financial institutions already per-
form due diligence on their account holders. These are often based on reg-
ulation, the most common being Know Your Customer rules (KYC) and
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Anti-Money Laundering rules (AML). The principle of GATCA is to lever-
age where possible, the work already being done by financial institutions in
collecting data about their account holders. However, KYC and AML have
different purposes from both each other and the purpose of GATCA. This
means that the structure of these rules and the data collected under them
may not always be sufficient for the purposes of GATCA frameworks. In
particular, many of these other regulations do not require the collection of
tax identification numbers, places of birth, the piercing of corporate struc-
tures to determine ownership, or due diligence on those with powers of
attorney. All of these are necessary for the purpose of GATCA.

Exceptions and Exemptions

All these frameworks recognise that there are some areas that represent a low
risk of tax evasion. So, to reduce the burden on these financial institutions,
each of these frameworks includes exceptions and exemptions which means
that the due diligence processes required to acquire the information do not
need to be implemented in all circumstances by a financial institution.

We should also be clear on the difference between an exception and an
exemption. Having adopted a rule, an exemption releases the subject from
the application of that rule completely. An exception on the other hand
means that the subject still falls under the rule but that, under certain cir-
cumstances, the rule is effectively suspended. In the UK for example, in the
Value Added Tax regime, this is similar to the difference between being VAT
exempt (an exemption) and being zero rated (an exception). It is important
for readers to understand the difference because most exceptions are based
on periods of validity after which the subjects again fall under the rule. In
the US tax regulations portfolio, interest is subject to an exception for recipi-
ents that are not US persons. However, that exception is time limited. The
practical result for financial institutions is that, in order to reduce the cost of
enhanced due diligence, they will often compartmentalise their client base
so that the enhanced effort is only pursued for those accounts that do not
fall into exempt or excepted categories i.e. out of scope.

So, while exemptions and exceptions do indeed technically reduce the over-
all workload, at the same time, it creates a bifurcated process in which a finan-
cial institution must first determine if its customer falls within an exception
or exemption category or not and then apply enhanced due diligence to only
those customers that do not have an exception or an exemption. Enhanced due
diligence is a term we use to describe any GATCA related information gather-
ing that does not already fall within the scope of other regulatory rules such as
Know Your Customer or Anti-Money Laundering rules.
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Of course, in the interests of giving each jurisdiction as much control of
its part of the framework, consistent with it still being capable of being a
framework, each jurisdiction can choose where the lines are drawn for tax
evasion risk. This, again multiplies up the workload on financial institutions
in proportion either to the spread of their client base and/or the spread of
their own business activities. It also creates added workload for financial
firms because even though the terminology of framework leads one to pre-
sume some level of standardisation, the reality is very different.

Different Strokes for Different Folks

In addition, the customers of financial institutions can be of various differ-
ent types. For direct customers, there may be a variety of investment vehi-
cles available, some of which are extremely complex and may involve nested
structures such as trusts, partnerships or nested corporately owned entities.
So, GATCA frameworks typically create a separate set of rules for this. The
first set, alluded to above, is designed to establish the types of account holder
and size of assets that would be of sufficient level to warrant reportability.

The second set of rules is designed to make sure that financial firms per-
forming their due diligence don’t just stop at what they can initially see
from KYC or AML. As regulators know (or think they know) which types
of structure are most often used for evasion, they will establish another set
of rules to force the financial institution to delve deeper into their client’s
structure in order to determine reportability. This leads us to the concepts of
controlling persons (CP). In GATCA frameworks this usually means either
(i) substantial ownership, usually via shareholding and/or (ii) effective con-
trol. In either case, the financial institution’s ‘customer’ may appear not to be
reportable under the general rules, however, delving deeper, it may be that
this level is a front designed to protect the underlying controlling person
from being subject to reporting.

For indirect customers, we must recognise that, if tax is going to be
evaded, it will usually be based on income. The financial services industry
has an incredibly complicated structure, but is most often described as a
cascade or chain of intermediation. So, the direct customer of one financial
institution, may have assets comingled with other customer assets in a chain
of financial accounts. This would lead from the bottom of the chain, where
the financial institution has a direct relationship with its customer (a ben-
eficial owner), all the way to the top of the chain, where the identity of the
ultimate beneficial owner is unlikely to be known. This is also not the end
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of this level of complexity because the chain of intermediation is not neces-
sarily singular. One beneficial owner may have accounts at several financial
institutions. Financial institutions commonly have many, and several lateral
relationships with other financial institution counter parties. So the effect is
both vertical and horizontal—a ‘cat’s cradle’ effect.

Happily for individual financial institutions, GATCA frameworks do not
require collaboration between financial institutions unless they are part of a
commonly owned group. This means that there is significant effort deployed
in the information gathering rules to allow for HCTAs to use data received
from many sources in a way that allows them to find (and aggregate) any
given tax payer’s information, even if they have accounts at many different
firms in many different jurisdictions, and where their assets are hidden in
structures where they are nominally hidden, but are controlling persons.

At least that’s the theory. It is interesting that, despite forcing incredible
spending both by tax authorities and by financial firms targeted on report-
ing, and despite the high profile objective of finding these tax evaders and
extracting tax, penalties and interest from them to support governmental
spending, there has, to date, been almost no publicity given to the results
of all this activity. That said, as this book is published just prior to the first
automatic exchange of information, it will be interesting to see (i) how long
it takes HCTAs to analyse and act on the information and (ii) whether there
will be any publicity for prosecutions and fines that would help give cre-
dence and validity to all the work put in by everyone in the industry.

The Framework Landscape

One of the difficulties in writing this book is the need to explain the legal
basis upon which all this activity is based. There are two broad categories
(Fig. 3.1).

USA

As far as the USA is concerned, FATCA is effectively a US law (the Hiring
Incentives to Restore Employment Act 2010) that is underpinned by regu-
lation, and below that Notices, Announcements, Publications and Revenue
Procedures issued by the US Internal Revenue Service (IRS), serve to both
explain, and vary, the original law or regulation. Both the law and the reg-
ulation are effectively extra-territorial compliance reach i.e. a set of rules
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Fig. 3.1 Legal and operational basis of FATCA

applied to a non resident over which the USA has no formal legal jurisdic-
tion. The motivation for compliance was, and is, inferred. The USA is the
world’s largest capital market, and no financial institution of any size can
easily avoid exposure to it. So, they own the sandpit. If you want to play in
their sandpit, you play by their rules or they will, using the chain of inter-
mediation, find ways to exclude you from the sandpit or penalise you for
being there and not following their rules.

FATCA was implemented separately from the similar but later Automatic
Exchange of Information (AEol) and, as such, FATCA is essentially a bilat-
eral framework of a one-to-many type. The FATCA world has been made
more complex because the original regulation would have failed utterly,
despite the over-reach. That’s because the USA was trying to force non-US
financial institutions to report directly to them with information about
their customers. This tripped over several country’s domestic data protection
laws—including all twenty eight member states of the European Union.

The result, as we all now know, were the Inter Governmental Agreements
(IGAs) which cover most, but not all, of the world’s tax jurisdictions. The
IGAs themselves come in two different ‘flavours’ but the intent is the same,
to allow financial firms in those jurisdictions to pass information to their
domestic tax authority who then pass it along to the USA.



3 Background and Principles 21

Even so, the IGAs are agreements between governments, and have no
direct legal effect on financial institutions. So, in order to force the financial
institutions themselves to perform, each government had to translate their
IGA into domestic law. Some literally just copied and pasted, topped and
tailed. We'll discuss all of this in more detail later, but in essence, the legal
basis of FATCA is bifurcated.

In non-IGA jurisdictions the financial firms are directly subject to the
extra-territorial regulations (based on the sandpit principle) and must sign
a contract with the IRS that embodies those obligations or suffer financial
penalties and/or exclusion from the market.

In all the IGA jurisdictions, financial firms are subject to their own
domestic FATCA laws which in turn are expressions of the respective IGAs,
which in turn are expressions of the primary US regulation and statute. In a
further twist, even in IGA jurisdictions, the enabling feature of the IGAs is
that they require a Competent Authority Agreement (CAA) to allow for the

definitions and specific rules for the transfer of information.

OECD

The OECD’s AEol framework differs from the USA framework in that it
does not start with primary legislation. Enabling legislation in each jurisdic-
tion is implicit in the framework (Fig. 3.2).

The AEol framework is based on the idea that many governments would
want to collaborate to share information and thus the framework is built on
the principle of Competent Authority Agreements (CAAs) of which there
are two types—bilateral and multi-lateral. Below these CAAs, jurisdictions
that sign up to the framework, are expected to review their domestic regula-
tion, then add to it and/or amend it to the extent necessary to permit the
exchange.

In the AEol framework, unlike FATCA, there is also the concept of a
Common Reporting Standard (CRS) that separately defines enhanced due
diligence procedures, exemptions and exceptions. In effect, AEol is made
simpler because CRS defines what financial firms must do while AEol
defines what the governments must do.

We always get asked about penalties in our work because its the first
thing most firms are worried about when considering degrees of compliance.
In AEol frameworks, the penalties applicable to financial firms for not per-
forming the required due diligence are effectively left to the individual gov-
ernments to enact in their own jurisdictions. This contrasts to the FATCA
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regulation where the US sets the penalties which are usually viewed as far
more stringent than those being applied in the rest of the OECD markets.

The Elevator Test

So, in summary GATCA is all about creating frameworks of regulation and
legal structures that force financial firms to perform enhanced due diligence
on some of their account holders, identify those that are reportable under
the rules, package data relating these account holders and send that data in
a prescribed way to a tax authority who may in turn share that information
with other interested governments for the purpose of detecting tax evasion.

Variations in these frameworks allow, in principle, for taking some
account holders and some investment structures out of scope for enhanced
due diligence and reporting, thereby potentially reducing the burden on
financial institutions.

The frameworks themselves at the CAA level prescribe the mechanisms
for the transfer of data between governments including encryption, com-
pression, digital signaturing and transfer protocols.
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Issues of Substance

So, what do these different GATCA enabling methodologies create? The
simple answer is complexity and risk. While AEol had the benefit of FATCA
before it and thus some opportunity to simplify, much of this has been lost
through the fact that AEol is a voluntary framework not a regulation.

The issues of substance, which we will spend much more detailed time on
in the other chapters of this book, can be categorised by working from the
beginning of one cycle to the beginning of the next.

Resource

The fundamental impact of GATCA frameworks is to add workload at the
operational level, but, importantly they also add workload at many other
levels.

Firms need to have sufficient knowledge to interpret the rules and moni-
tor changes in the frameworks across anything up to and beyond a hundred
jurisdictions. In our experience most firms have insufficient breadth and

depth of knowledge.

Leadership and Ownership

In addition, as most firms tend to use a siloed business model, there is often
a lack of coordination between departments, and an unwillingness for any-
one to take the lead. While the burden of cost and risk often lies at the oper-
ational level, these issues are most often brought to prominence by the tax,
legal or in most companies, the compliance functions. Leadership and own-
ership are usually the biggest issues to handle.

Given some level of leadership, resource constraints are usually budget-
ary and/or capacity based. Most firms under-estimate the cost of compliance
both in terms of acquiring and maintaining knowledge, and of the addi-
tional costs associated with implementing compliance programs at a depart-
mental level.

Capacity

Most firms also underestimate the capacity of their own businesses to adapt
to these frameworks. It is a common approach to start from the presump-
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tion that the additional workload can be spread out across existing staff.
However, there is an increasing realisation, particularly expressed at interna-
tional conferences, that financial firms have reached the limit of how much
of the regulatory load can be absorbed with existing resource. Part of the
difficulty, of course, is that the regulatory and compliance workload deliv-
ers absolutely no benefit to clients, quite the reverse. Some firms we know
of have actually taken the radical decision to withdraw completely from
some markets, notably the US, simply because the cost of compliance and
risk associated with exposure to that market is too high and cannot easily be
absorbed into the balance sheet nor easily passed on to account holders.

Risk

There are all sorts of risk in a financial firm. However, as far as GATCA is
concerned, the risks can be summarised as operational and reputational.

Operational risk rises based on the leadership, ownership and capac-
ity issues, are already noted. However, in dealing with many thousands of
account holders, some of whom will need to be pierced for underlying own-
ership information, the issue is one of scale, and scope, of change compared
to existing processes. Both KYC and AML are well established, but with
GATCA, firms may now have to cope with account holders who are one
thing under KYC, and another under GATCA.

Implementing due diligence procedures to cope with pre-existing and
new account holders, creates relationship issues for clients who often do not
understand the purpose of this new due diligence. In FATCA we already see
many firms struggling with the fact that they must obtain a FATCA status
from their account holder, usually with a W-8 form, that the firm cannot
help the client decide which form in the series to complete (as that would
be tax advice), yet often rejects the form as the wrong one when finally
received. These operational minutiae require some very sophisticated analy-
sis of each firm’s current structure in sales and marketing, on-boarding new
clients and maintenance of accurate records. All of this creates bifurcated
processes, disparate policies and almost unmanageable control, oversight and
training issues.

Technology

As with any new framework, there are new data that need to be defined,
assessed, collected and curated. One of the biggest problems of GATCA
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frameworks is the difference in definitions of terms that sound similar, and
even differences of interpretation of terms that are the same in more than
one jurisdiction. The US again exemplifies this issue, when acknowledging
that trusts can be legally defined and tax-structured in different ways outside
the US, than they are inside the US. Where the tax treatment is the same,
there is no problem. However, if a trust is tax transparent in one jurisdiction
and opaque in the other, we end up with two additional possibilities that
regulation must handle. For the US, this created the concepts of a hybrid
entity and a reverse hybrid entity. Why does this matter? It’s not just a case
that the account holder themselves must realise and understand the differ-
ences in order to present a truthful declaration of tax status to its financial
firm(s), the financial firms must now be able to codify these differences into
systems. At the core of GATCA, is the concept that an individual may have
a liability to tax in more than one jurisdiction. Before GATCA, this data was
something that most financial firms just did not collect. On-boarding only
identified one tax datum. Now, they must ask ‘in how many jurisdictions do
you have a tax liability?”. They must have systems able to connect those juris-
dictions to a single account holder. In addition, that potential multiplicity of
connections has dependencies that may change, whether an account holder
is reportable in one jurisdiction but not in another, even though they have
tax liability in both. The US position with regard to trusts with alternate
hybrid and reverse hybrid status, is a good example. In a GATCA world, the
easy bit is amending a system to collect more data. The difficult bit is design-
ing the system to understand the due diligence rules of a hundred countries
(or more) in order to identify if any given client with a tax liability in those
jurisdictions is in scope and therefore reportable.

There are, of course, already a plethora or reg-tech companies poring over
GATCA with solutions that range from the narrow to the broad.

Principles
GATCA principles can thus be summarised as follows:

1. The purpose is to create an international information sharing environ-
ment between governments, based on legislative, regulatory and collabo-
rative agreements, to facilitate the detection of tax evasion committed by
residents of one jurisdiction, leveraging the tax rules of another jurisdic-
tion by means of the movement of financial assets or profits;
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2. The effect of GATCA frameworks is to provide an inter-governmental
structure that allows for the transfer of personal or corporate data that
would, in most cases, otherwise cause financial institutions to breach
domestic data privacy laws;

3. Frameworks are designed to define enhanced due diligence procedures,
definitions, exceptions, exemptions and use of investor self declarations
(ISDs) to enable financial institutions to identify reportable account
holders;

4. Frameworks are intended to create data protocols for the transfer of infor-
mation (i) between financial firms and a tax authority, and (ii) between
tax authorities in order to ensure the timely and secure sharing of
information;

5. Penalties for non-compliance to due diligence and/or reporting criteria,
are set by individual governments and applied, by them, directly to finan-
cial firms, while penalties for tax evasion, if and when detected resulting
from information sharing, are reserved matters between the governments
and their tax-payers.

With this background and these principles in mind, the rest of this book is
dedicated to exploring the practical implications of a new GATCA world.



Part Il

US Foreign Account Tax Compliance
Act (FATCA)



4

Introduction to FATCA

In this part of the book, we will look at the US anti tax evasion regulations—
FATCA.

FATCA is effectively Internal Revenue Code (IRC) Chapter 4 and is the
US’s unilateral attempt to prevent, detect and deter tax evasion by its citi-
zens by means of (i) forcing non-US financial institutions to identify and
report US account holders and (ii) legislate for US citizens to disclose for-
eign assets.

Financial firms outside the US often also come across IRC Chapter 3,
that deals with the taxation of US sourced income paid to non-US residents.
IRC Chapter 4, on the other hand, deals with 27y income paid to a US per-
son outside the United States.

The term FATCA is an acronym for the Foreign Account Tax Compliance
Act. There is actually no such legislation on the US statute books. The
term, which is technically a misnomer, has entered into the general ver-
nacular, even at the IRS, and originates from 2008 with the House of
Representative’s Bill HR3933 that went by that name but was never passed.

The basic text of what we now call FATCA has been sequentially moved,
first from HR3933 to HR4213, the Tax Extender’s Bill of 2009 and finally
to HR2847—as Title V of the HIRE Act which passed into law in March
2010. So, whilst technically incorrect, I will, grudgingly, follow the general
trend today and refer to the content and intent of Title V of the HIRE Act
as FATCA.
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Understanding FATCA

The main problem that many people have is trying to understand what the
IRS is trying to achieve and just how its going about it. In any normal tax
system, there is a clear line between income and the tax that’s due on that
income. Therefore, the bulk of the work that gets done is simply a task of
assessing whether there is any income and if so, applying a calculator to
establish the tax. FATCA is not like that for three reasons.

Firstly and most basically its not a tax system—it’s a due diligence and
reporting system with the tax system being used as one of the ways to apply
penalties to those who do not comply.

Secondly, the majority of the work involved is not applied to just a sub-
set of the total account population. It is applied to the whole population of
account holders in order to identify certain categories and take subsequent
actions on each of them.

Thirdly, it involves sharing of information on the global income of resi-
dents of one country, with another, in principle, without the application of
any tax.

Introduction
Background

There are various anecdotal threads to explain why FATCA exists and how it
got into its current form. The most common is that FATCA exists because
of political pressure from the US electorate as a result of the sub-prime
financial crisis of 2008. This event focused attention on the financial ser-
vices industry and highlighted occasions where wealthy Americans were hid-
ing their assets outside the US and thus evading US tax. This is significant
because the US claims the right to tax the global income of its tax-payers.
The first major spotlight fell on UBS in Switzerland. There has been much
written on the subject of the UBS case and of the way in which Switzerland
had to change its privacy laws as a result of pressure from the US to dis-
close Americans with Swiss bank accounts. To avoid distracting the reader, I
will not go into detail of how this developed. Safe to say that the UBS case,
among other factors, was contributory to the concept of FATCA and there-
fore by inference, to the whole AEol and CRS landscape that this book tries
to bring together.
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The principles of FATCA will be described in more detail later. However,
in essence FATCA establishes the principle that non-US financial institu-
tions must establish whether they have, anywhere in their customer base,
any US person or any account holder who is substantially owned by or effec-
tively controlled by a US Person.

As Dve already described, FATCA began in 2008 but took until 2010
before it entered into law. What we know of today as FATCA is actually a
section (‘Title V’) of the Hiring Incentives to Restore Employment Act. This
Act was enacted by President Obama as part of his Stimulus Plan to trigger
growth in the US economy. Almost all of the HIRE Act was aimed at giving
domestic tax breaks to US businesses to encourage them to employ more
staff. Ironically, those tax breaks were time limited and have all now ended.

However, under US law, any Act that is going to cost money to imple-
ment must have a cost benefit analysis performed and identify where the
funds are going to come from to either offset or pay for the implementation.
Hence the relevant Title in these Acts is called ‘Offset Provisions’. In the
HIRE Act these offset provisions ended up being predominantly the text of
the original Foreign Account Tax Compliance Act. In other words, the pen-
alties leveraged indirectly on non-US financial firms and/or their customers
to the extent that they did not disclose whether they were US tax-payers, is
designed to offset the tax breaks given by the US government to US busi-
nesses in 2010.

Voluntary System

Underpinning all this is the fact that the US tax system before FATCA was
fundamentally a voluntary disclosure system. The rules for an American pro-
vide that tax payers should disclose any assets held in foreign bank accounts
under the Foreign Bank Account Report filing or ‘FBAR’ for short. Equally,
US tax payers should also be filing forms 1099 to declare any income from
investments using box 6 of the form 1099.

However, any US taxpayer that wants to evade tax only had to fail to sub-
mit these documents and the IRS has no easy way of finding out what it
does not know. The US taxpayer might have to suffer a 30% withholding as
a result of hiding these assets and not disclosing that they are US persons,
however, that’s actually a good deal for them. Typically, an American rich
enough to be able to afford to hide assets overseas and gain benefits from the
scale of those assets would otherwise probably have been subject to taxes in

excess of 45-50% if they had been declared inside the US. So, as one person
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put it to me, ‘if you could show an American that they could be subject to
only 30% tax instead of 45-50% simply by opening up an account overseas,
youd have a queue outside your door’. So, the conundrum for the IRS was
how, in such a voluntary disclosure system, to have any kind of control or
oversight.

The IRC Chapter 3 regulations were supposed to be one step toward that
objective. The problems that Chapter 3 has are that:

i. it relates only to US sourced FDAP income;
ii. it only works if most of the financial institutions affected are Qls

Since there are estimated to be only around 7500 QIs in the world i.e. most
institutions are NQIs, the system, even after nearly two decades, doesn't
meet the need.

And so we come to FATCA. There are many who thought that the best
way forward to meet the US’ need to identify its tax evaders, was to beef
up the Chapter 3 regulations. This didn’t appear to be the case as the HIRE
Act was implemented, although we are now seeing signs that Chapter 3 and
Chapter 4, from an operational standpoint at least, are being converged.

While most of this part of the book is focused on the impact for non-US
financial institutions, the reader should not forget that FATCA, as imple-
mented in the HIRE Act had two main elements not one.

The first element, as described elsewhere, contains the obligations and
effects on non-US financial institutions and their customers of increased dis-
closure of beneficial owners. This is Title V, Subtitle A Part I comprising sec-
tions 501 and 502.

The second element is Title V, Subtitle A Part II. This is the obligation on
US tax-payers to report foreign financial assets together with the penalties
on them for failure to do so.

It is the first element that this part of the book is occupied with. From
this perspective, we try to explain the following:

1. The essential principles of FATCA and the language being used to estab-
lish a framework whose legal basis is in the US Hire Act (2010), but
which operationally is delivered in some markets through intergovern-
mental agreements and in turn domestic legislation, while in other mar-
kets delivery is through the HIRE Act (2010) together with contracts
between financial firms and the IRS;

2. The key elements of enhanced due diligence. Here we are referencing the
fact that the IRS has allowed foreign firms to rely heavily on pre-existing
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Know Your Customer (KYC) regulation and anti money laundering regu-
lation (AML). However, to force penetration of complex tax evasion vehi-
cles and at the same time to mitigate some of the substantial workload,
the rules on enhanced due diligence (i.e. beyond KYC and AML) are sur-
rounded with complex, often jurisdiction specific, exemptions and excep-
tions based on account value thresholds and exempted investment vehicle
types;

3. The main issues associated with dealing with situations where a failure to
penetrate and/or disclose to the required level—either by a financial firm
or by their customer(s)—leads to the need to financially penalise account
holders and/or their financial institutions in IRC Chapter 4;

4. The predominant features of FATCA reporting including notably, not
just reporting of US tax-payers, but also FATCA reporting of recalcitrant
and non consenting account holders. We also make note of the separate
reporting of FATCA penalties that are implemented in a converged fash-
ion with IRC Chapter 3.

One of the largest problems faced by FATCA has been data protection. The
concept of FATCA reporting would require a non-US financial firm to break
its domestic data protection laws in order to meet the requirement to send
data to the US. This was particularly problematic for the European Union
Member States, as they have demonstrably higher data protection standards
that the US and they also have Directives that make such transfers illegal
under most circumstances. While there used to be a Safe Harbor principle in
place, this has failed a legal review. However, we now see the General Data
Protection Regulation (GDPR) due to go into force in 2018 that would
again cause problems. The way around that, not just for the EU but for all
non-US jurisdictions, has been the concept of an inter governmental agree-
ment (IGA) that effectively takes the data protection issue away by raising it
above the financial firm’s operating and compliance level. This has required
that IGAs signed between the US and other governments be translated by
those other governments into domestic law. In effect, this has changed the
operating model for FATCA. At the same time, the IGA principle needed
to take into account other matters that would be relevant in such circum-
stances such as the possible existence of tax information exchange agree-
ments and/or double tax treaties. In addition, during negotiations, it became
clear that some governments wanted some level of reciprocity. The net result
of all this is that IGAs can take multiple forms based on these variables, but
that where they do exist, for the most part, FATCA reporting is a domestic
issue for a financial firm with the actual transfer of data out of the juris-
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diction being undertaken by the government itself. Any jurisdiction with-
out an IGA is, in principle, subject directly to the FATCA regulation that
requires a contract, similar to the QI contract in Internal Revenue Code
(IRC) Chapter 3, that mandates levels of due diligence and reporting. In
these latter jurisdictions, if there are data protection laws, the financial firm
is required to obtain a waiver of these laws from its customers and, in the
absence of such waiver, penalise them at 30% withholding for a period and
ultimately close the account.

This model is made more complex because some governments have taken
a long time to have these discussions with the US. In the face of a low take
up, the US introduced the concept of ‘in substance’. These are jurisdic-
tions that have not actually signed an IGA but which are showing enough
intent that the US is prepared to allow them to act as if an IGA had been
signed. Great idea except that this creates the possibility that one could just
keep going at in substance level without ever signing an IGA. The US has
revoked this status for some jurisdictions, sending the signal that this is
not acceptable behaviour. Several jurisdictions that have signed IGAs have
failed to report on time or have notified the US that they will be deferring
their reporting sometimes because they have not yet implemented enabling
domestic law but also sometimes because they are not technologically ready.

The overall result, on the IGA front is one in which the model makes
some kind of sense, but where the reality on the ground can, and is, very
confusing for those affected. This also has implications for AEol and CRS as
we shall see in other parts of this book.

Of course, for individual firms, other than large multi nationals, there
is usually only one jurisdictional set of rules to worry about. In all circum-
stances however, the largest impact of FATCA is usually the due diligence.
The FATCA regulation comprises substantial definitional aspects used to
help forms identify what they themselves are in relation to the framework
and how they must act in certain sets of circumstances; as well as definitions
relating to types of account holders in order to identify those in or out of
scope of reporting. Finally, FATCA presumes that tax evasion will be occur-
ring in high value accounts and so there are thresholds to consider as a trig-
ger to any enhanced due diligence requirements beyond KYC and AML.

So, jurisdictional frameworks and due diligence apart, the cornerstone of
FATCA for many is a Global Intermediary Identification Number (GIIN).
This number, which is semi-intelligent, effectively allows financial institu-
tions in a chain of intermediation to identify their status as complying with
the relevant FATCA due diligence and reporting rules. On the one hand,
in principle this means that in a muld layered chain of intermediation, if
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each layer has a GIIN, all but the bottom layer, the one with the direct rela-
tionship with a direct account holder can effectively ignore many aspects
of FATCA—with respect to the layer below, as the obligation flows, via the
GIIN, to the ultimate intermediary. As we will see in later chapters the prin-
ciple is not always either well understood or applied correctly in practice.
While the number of GIINs globally, based on the definition of an entity
that would need a GIIN, is over a million, the actual number of GIINs
issued by the IRS is around 2,00,000. The IRC Chapter 3 regulations faced
similar challenges and, even today, seventeen years after implementation,
there are though to be only around seven thousand QIs out of a possible
population of an estimated fifty thousand.

So, FATCA needs to be considered in context (i) to the difficulties that
this regulatory structure has seen since its inception seven years ago and
the resultant changes in its operating model and (ii) the response from the
industry in which there are extremely wide variations in both understand-
ing and practical compliance. In the following chapters we hope to provide
more clarity not from the perspective of explaining the regulations line by
line, but by using the principles of the regulations to highlight the chal-
lenges, loopholes and potential solutions that are available.
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Principles of FATCA

In this chapter we will review the main principles and effects of FATCA
which is the US version of the GATCA principles. We will leave the more
detailed aspects of the regulations to later chapters. This will be a good chap-
ter to read for those otherwise unfamiliar with FATCA. (Fig.5.1)

As we saw in the introduction and Part 1, in all common sense terms,
FATCA is the father of GATCA. While international tax information shar-
ing agreements existed before FATCA, they generally did not permit fishing
expeditions by one tax authority to another and also often tripped over data
protection and/or bank secrecy laws both of which minimised their effec-
tiveness. FATCA was the first real attempt to codify a system to force disclo-
sure of their customers to a foreign government.

What you believe FATCA to be about, depends on who you are.

If you are a financial institution, FATCA is primarily about due diligence,
reporting and in the worst cases penalty withholding.

If you are a non-US account holder its going to be primarily about
responding to requests from a financial institution to provide your
Chapter 4 status i.e. self certification of the degree, if any, to which you are
US, US controlled or US owned.

If you are a US account holder (or are to any extent US owned or con-
trolled), its still about that self certification to the financial institution(s) at
which you have accounts, but its also about that other part of the HIRE Act
that mandates disclosure of foreign assets directly.
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Legal Basis and Structure

The legal basis of FATCA is, as noted above, the Hiring Incentives to
Restore Employment Act (2010) often referred to as the HIRE Act. Title
V Subtitle A of this Act contains several parts. Text in square brackets is the
authors’ to aid understanding. These are:

o Part I Increased disclosure of beneficial owners [by non-US withholding
agents]

Part II Under-reporting [by US Persons] with respect to foreign assets
Part III Other disclosure provisions

Part IV Provisions relating to foreign trusts

Part V Substitute dividends and dividend equivalents

Part I, is what most people outside the US consider to be FATCA and sets
out the basal definitions and terms for non-US financial institutions to per-
form due diligence, report on any US account holders and/or recalcitrants
and non participating FFIs and apply a penalty withholding where neces-
sary. These are what is commonly called Internal Revenue Code Chapter 4.

Part II of Title V sets out the obligations of US persons to declare foreign
assets and income as an additional Section 6038D to IRC Chapter 6. This
part also sets out the penalties for failure to disclose or underpay tax. To that
extent, this portion of the Act applies to Americans while Part I applies to
non-US financial firms.

Below the HIRE Act sit intergovernmental agreements (IGAs), Annexes,
Competent Authority Agreements (CAAs), Partner Letters, Regulation and

Fig. 5.1 Legal structure and basis of FATCA
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Revenue Procedures. These form the thread of continuity between the stat-
ute and the operational rules that financial firms have to follow.

Main Provisions
The summary is that FATCA’s main provisions are

i. to enforce reporting by non-US financial firms of US accounts main-
tained outside the US and
ii. to obligate US persons holding such accounts to disclose those accounts.

In this book, we will be concentrating on Title V Subpart A Part I i.e. the
impact of FATCA on foreign financial institutions and their account holders.

Principles
The principles underpinning the objectives of FATCA are

i. Documentation;
ii. Reporting;
iii. Withholding.

How Does US Tax Evasion Happen

We must take as our starting point that Americans who have decided to
evade some or all of their US taxes often do so by putting their money into
non-US investment vehicles. That might typically be a simple bank or bro-
kerage account held at a non-US financial institution. The account could
be depository in nature i.e. cash, or a securities account containing equi-
ties, bonds or other financial instruments. What's happening here is that
the American may be relying, as was the case with UBS and Switzerland, on
domestic secrecy laws to prevent any information being revealed to the IRS.
Alternatively, the American may choose a more ‘furtive’ method and hide
their assets through one or more investment vehicles in which their assets are
pooled or comingled with others. Other methods would include setting up
chains of shell companies or other vehicles in various jurisdictions in order
to make it more difficult for the American to be identified. What is usu-
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ally happening here is that an advisor has identified a mechanism by which
current regulation, usually Know Your Customer (KYC) or Anti Money
Laundering (AML) can be circumvented at worst or, at best, where a weak-
ness in the system of checks and balances can be found and leveraged.

The object, of course, is preparatory to tax evasion and not evasion in
itself. There’s usually nothing inherently wrong (morally or legally) with
these investment strategies. There are many thousands of Americans who
have legitimate bank accounts overseas. Ex-pats have and continue to be
significantly affected by FATCA. The mere threat of FATCA caused sev-
eral major banks to either close all accounts of Americans or to move their
accounts to a US branch and even today, most financial firms are either very
wary of accepting US clients or have stringent procedures in place to mini-
mise the operational effects of this class of account holder.

The point at which having an account or investments overseas becomes
evasion is when the American fails to disclose these assets to the IRS and pay
tax on the income generated from them.

This is where FATCA comes in. FATCA creates a parallel system to the
voluntary disclosure nature of the US domestic tax system.

FATCA leverages the fact that, in order to evade tax, there is one com-
mon point necessary to the act—a non-US financial account through which
directly or indirectly, investment income is received.

Thus FATCA is essentially a system, designed to be extra-territorial in
nature and to force the industry to find and report the global income of
Americans.

The logical consequence of this is that the US had hoped that Americans
would begin to voluntarily disclose their foreign assets rather than be
reported by their financial institution first. The US has geared up to penalise
all those Americans who appear on reports and for whom the IRS has no
reconciling domestic US disclosure.

Accidental Americans

Its worthwhile at this stage to mention at least one of the unintended con-
sequences of FATCA that has caused much angst. If you know youre an
American (were born in the US or have a US Passport), you should (and are
expected to) know, understand and meet the obligations to which you are
subject under the US domestic tax system (and also now under the HIRE
Act). In this respect, FATCA should be immaterial. If you are properly dis-

closing your offshore accounts and income and paying tax on them, whether
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your financial institution files a separate report to the IRS about those
accounts, should be of no consequence to you, since youve done nothing
wrong and there will be no other impact.

If you are actually conducting tax evasion, clearly FATCA is a concern,
although, on the basis that the criminals are always a step ahead of the cops,
there appear to be enough loopholes and inefhiciencies in FATCA to cause
the sophisticated tax evader no more than a passing annoyance—they’ll fig-
ure out another way. In fact, they probably already have. However, there’s
a third category. What if you don't think you are an American but actually,
you are? This is the group that is actually severely impacted by FATCA. The
US has specific rules about what determines US status for tax purposes and
it is incredibly easy to fall into the trap (or just be in it) without knowing it.
Given the politically charged issue of tax evasion and the degree to which its
being wielded about by politicians like the sword of Damocles, those people
(or CIVs) that get caught will be ‘assumed’ to have been deliberately evading
US tax which will presumably bring down the full might of the IRS on their
shoulders, both financially and reputationally.

If either of your parents was born in the US (Boris Johnson, Mayor of
London; Winston Churchill are good examples). If you ever held a green
card and not revoked it. If you've been physically present in the US for
over a certain number of days over a 3 year period. Any of these criteria,
known as US indicia, could put you over the line, even though you are
not an American. Under their rules—you are and you should have known,
disclosed and paid tax to the IRS. These are the people who will be most
affected by FATCA and who cause most of the operational problems for
financial institutions.

Principles
FATCA is based on eight principles.

Intergovernmental Agreements and reciprocity
Status in IRC Chapter 4

Structure

Global vs Local

Identification

Reporting

Withholding and Account Closure
Convergence to IRC Chapter 3
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Intergovernmental Agreements (IGAs) and Reciprocity

This refers to the results of a major backlash against the US in 2012, where
several industry groups and governments complained, both directly and via
their financial institutions and industry associations, that two of the main
planks of FATCA would cause significant legal problems. In fact, at that
time, most financial institutions outside the US would have been forced to
break their domestic laws in order to satisfy the US law—an untenable situ-
ation. These problems were data privacy laws and account closure sanctions.
The problem is created by the concept of reporting within the regulations
for those who are deemed, under FATCA to be US, and closure of long term
recalcitrant accounts.

The base presumption prior to IGAs was that a foreign financial insti-
tution (FFI) would file reports directly to the IRS identifying those of its
customers who are, in the eyes of FATCA, US (including here the concepts
of substantial ownership and effective control). The problem is that these
account holders often do have some protection of the domestic jurisdiction
where the account is maintained, not least because the KYC and AML tests
applied at account opening would not typically have resulted in US status
for many of these account holders. To that extent, the account holder, as
far as the domestic institution is concerned, is not US. Many jurisdictions
have banking secrecy laws and their equivalents as well as data protection
concepts that would then make it illegal for them to file these reports to the
IRS.

Equally, FATCA contains the concept of withholding on recalcitrant
accounts and then closure of the account if the account holder does not sub-
sequently comply with information requests. This also poses legal issues for
some financial institutions where domestic law prohibits the closure of some
types of accounts.

The response to this backlash was the concept of a FATCA Partner
Country giving rise to the idea of an intergovernmental agreement (IGA).
The US essentially agreed to negotiate bilateral intergovernmental agree-
ments with these FATCA Partner Countries to get round the legal problems
that FATCA causes for those jurisdictions.

The principle characteristics of IGAs are that they

i. simplify the identification and documentation rules;

ii. identify exemptions and exceptions at a jurisdictional level;

iii.replace reporting to the IRS with reporting to domestic regulators and;
iv. remove the requirement to withhold on or close recalcitrant accounts.
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Reciprocity

Clearly, the rest of the world was thinking ahead when the IRS started dis-
cussing IGAs. The US is not the only country with people evading tax and
it was not long before the discussion of IGAs led to discussion of reciprocity.
Other governments are keen to have US financial institutions disclose details
of their own tax payers with US accounts so that they can make sure that
their tax-take is optimised. The concept of a reciprocal IGA thus emerged.
While the US as a government may engage in reciprocal IGAs, US finan-
cial institutions, like their non-US counterparts, weren’t in favour of the
implications of such reciprocity but slowly and surely they have reciprocated
the information. Its also likely that, even with the concept of reciprocity
enshrined in an IGA, that there will need to be changes to US law to allow
for this information to flow and several years before US institutions are able
and/or willing to submit to the reporting obligations this would imply.

In constructing the IGAs the IRS also took account of whether the target
jurisdiction already has a tax information exchange agreement (TIEA) with
the US and whether the target jurisdiction has an existing double tax con-
vention (DTC) with the US.

The net result is that today, we have five types of IGA available.

Reciprocal Model 1A with pre-existing TIEA or DTC
Non-reciprocal Model 1B with pre-existing TIEA or DTC
Non-reciprocal Model 1B with no pre-existing TIEA or DTC
Model 2 with pre-existing TIEA or DTC and

Model 2 with no pre-existing TIEA or DTC

These model agreements are all slightly different and each also has Annexes
that can vary too. The Annexes typically act at the jurisdiction level to lay out
any specific due diligence rules or exemptions relating to that jurisdiction.

The impact of FATCA was originally uniform across the world. The same,
very complex rules and penalties, applied to everyone. The emergence of
IGAs has significantly altered that landscape.

In Substance

That said, the IGA landscape is still a continually changing one. There have
been some jurisdictions that were concerned that they had not enacted an
IGA at the time that reporting was required. To solve this, the IRS imple-
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mented the idea of an In-substance IGA. This is a jurisdiction whose finan-
cial firms can act as if the IGA has been signed, even though it has not been.
Of course, this just raises the question of how long a given jurisdiction could
go acting in substance before it would have to sign something. The IRS has
signalled that it expects in substance jurisdictions to make best efforts to
complete the process. So, there is an inherent threat for these jurisdictions.

Of course an in substance IGA is a simplistic description. For each type
of signed IGA there is also an in substance version designed to apply for any
jurisdiction that entered into the in substance category after July 1st 2014.

So when someone asks you about IGAs, remember that there are actually
ten types of IGA.

If a firm falls into the definition of FFI, the first and biggest question is
whether they and/or any subsidiaries, affiliates etc. fall within any one or
more IGA jurisdictions. Those that do, face much simplified and much eas-
ier compliance. Those that don't, face the full force of the regulations.

This is analgous to the situation the industry already faces with IRC
Chapter 3. In Chapter 3, we have regulation as one stratum. Below that we
have QI agreements as a secondary stratum that modifies the regulations to
provide specified benefits through contracts with the US government.

Status
Everyone outside the US falls into just three categories:

1. Individual
2. Non-Financial Foreign Entity (NFFE)
3. Foreign Financial Institution (FFI)

The object of these status types is to allow for different processes to be
applied since the way and degree to which tax evasion might take place
i.e. risk, will vary depending on this status. You'll notice that these are very
high level categories which don’t, for example, speak to the idea of benefi-
cial ownership. This is because FATCA relies to a large extent on the fact
that this tax evasion deterrence system does not exist in a vacuum. FATCA
exists in a world that already uses common regulatory structures, including
Know Your Customer (KYC), Anti Money Laundering (AML) and domestic
reporting by financial institutions to their own regulators.

Its important to understand that these categories are definitional. I am
often asked by small banks and brokers, whether they should be FFIs or not.
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The answer is that its not a question of choice. Their status, at this level, will
be determined by reference to the definition. Within each of these categories
there are some limited choices that can be made (Fig. 5.2).

For example, an FFI can, in principle, choose whether to ‘participate’ in
FATCA or not. This leads to the subcategories of FFI—DParticipating FFI (P-
FFI) and Non Participating FFI (NP-FFI).

In other areas, even at the sub-catgeory level there may be little or no
choice. NFFEs for example have two sub-categories—Active’ and ‘Passive’.
Which sub category an NFFE fits into is definitional not optional, its not a
choice they can make. Worse still, some of these definitional categories can
change with time. In the example of an account holder that is an NFFE,
their status as passive or active is determined in the most part by the pro-
portion of their total income what is passive (e.g. investment income) as
opposed to active (e.g. trading income). That proportion can change and
would typically be published or calculable in the firm’s accounts. The issue
for the NFFE itself is that they will be self-certifying their status under pen-
alty of perjury which would lead naturally to a risk requirement for someone
to (i) know about the issue and (ii) monitor it so that these certifications are
valid and not accidentally causing liability.

What is important to understand is that these definitional categories
apply to everyone outside the US—for the purpose of determining the
application of FATCA.

Its this unilateralism that has caused so much anger outside the US. The
approach is effectively a ‘negative proof” system requiring everyone and all
firms to be categorised under a US definition in order to determine the risk
that Americans will be there evading tax.
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Remember that the reason for this scale of categorisation is that the
US claims the right to tax the global income of its tax payers, not just US
sourced income. It was rather ironic when, in January 2013, The European
Union proposed the EU Financial Transactions Tax (EU-FTT) which
would be applied to any transaction, anywhere in the world, including the
US, where the securities involved in the transactions were sourced in EU
Member State irrespective of where the parties to the transaction were
located. The US responded vigorously to this proposal citing the unaccept-
ability of the EU applying an extra-territorial tax that would impact the US.
Many observers outside the US commented at the time that the US should
look to its own extraterritorial tax rules before it complained about others
adopting the same strategy.

There is one more very important point I want to make here and it goes
to the way in which the IRS defines ‘financial institution’ and also ‘finan-
cial account’. In the regulations, the definition of an FFI is very clear, but it
contains a wider scope of what most people would determine to be a finan-
cial institution. This has major implications because, from a practical view-
point, those firms that were traditional financial institutions prior to January
Ist 2013, banks, brokers etc. already have many of the policies, procedures
and systems that are the foundation of compliance for FATCA. For them,
FATCA is a regulatory change of degree not kind. However, in their hunt
for tax evaders, the IRS added, paraphrasing ‘everyone else that’s involved in
the investment chain’ and particularly collective investment vehicles (CIVs)
into the definition of foreign financial institution. This was so that these
investment vehicles, classic places for tax evaders to hide, could be caught
up in the regulatory requirement to go find those Americans. In the absence
of this widening of the definition, it would have been left to the traditional
institutions to do this. However, the problem in this section of the defini-
tion is that these firms have not thought of themselves as financial firms
before in quite this way. They have varying degrees of compliant systems and
policies and procedures that are both legacy (i.e. old) and highly and nar-
rowly specific to their market segment. The burden of FATCA compliance
falls very hard on these firms unless they fall into one of the areas of deemed
compliance or exemption.

Structure

In the same way that IRC Chapter 3 is a cascade system, IRC Chapter 4 is

also cascade both in its identification concepts as well as reporting and with-
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holding. It recognises that there can be a long chain of ownership between a
source country income distribution and the final ultimate recipient. There
may be financial institutions, FFIs, in between with different statuses and
equally, in tax evasion strategies, there may also be layers of NFFEs within
those structures. FATCA tries to determine the processes that are necessary
given any permutation found in the chain. These include searches of data-
bases for US indicia which might not get caught in KYC or AML, certifica-
tion processes between layers e.g. between FFIs, FFlIs and US withholding
agents etc. and between the IRS and everyone in the chain.

Global Vs Local

In the final regulations the IRS recognised that there would be significant
push back from those parts of the world and industry which believed that
the impact of FATCA would be disproportionate to the likely population of
tax evaders. The IRS thus established the general principle of global versus
local, recognising that many firms™ activities were so focused on their own
local market that the opportunity for tax evasion is very low.

There are parts of the regulations that essentially codify this different
approach. Of particular note for later discussion are the concepts of ‘Local
FFIs’ and certain types of deemed compliant FFIs.

On the converse side, the IRS recognises that there are global players in
the field and those with regional or multi branch, multi jurisdictional cover-
age. In this area FATCA has the concept of an expanded affiliate group or
EAG that it uses to try to ensure that account holders cannot evade detec-
tion by entering at one point in the financial chain and having their account
moved to a different part of the same group where lower compliance thresh-
olds might apply. This addresses one of the flaws in the IRC Chapter 3 regu-
lations, that still exists today, where Americans could relatively easily open
an account at a QI and have that account moved to a branch that is a non-

disclosing NQI, thus evading the disclosure rules.

Identification

The IRS in regulation has identified a number of areas where it believes
either directly or as a result of lobbying, that tax evasion is low risk. These
are called ‘carve-outs’, more technically—exemptions and exceptions. In the
absence of a carve-out, the burden falls to FFIs to follow FATCA rules to
establish whether and to what extent there are Americans in their account
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base. In an IGA market this will be done according to the domestic legis-
lation that followed an IGA. In a non-IGA market this must still be done
directly according to the regulations and FFI Agreement.

The issue here, as I've said many times, is actually not the ex-pat or the
American individual who declares him or herself as such at account opening.
The difficulty lies in identifying tax evaders, who will be much more subtle
in their activities.

This is also the most complex part of FATCA because there are so many
different variables that need to be considered. There are three main variables
that determine the identification processes required:

1. When the account was opened;
2. The value of the account
3. The documented status of the account

However, again, this will be discussed in more detail later. As a result of the
identification process, two further processes or ‘outputs’ are basic to the
principles of FATCA. These are

i. reporting and
ii. withholding.

When discussing these ‘FATCA outputs’ I usually cite three processes. The
third applies when an account holder is determined definitively not to be an
American, in which case, there is no further action, at least under FATCA.

Reporting

Reporting is the main objective of FATCA as far as financial institutions
outside the US are concerned. IRS has, on several occasions noted that,
while the stick is very large, in terms of financial non compliance penal-
ties, it is not the [stated] intent to use the system for penalties. They prefer
reporting compliance.

The reporting of Americans to the IRS should not trouble any American
who is not evading tax e.g. ex-pats, unless of course they've forgotten’ to
declare their accounts on their FBAR reports or forgotten to file their FBAR
reports.

The reporting itself, in terms of what data goes into the reports each year,
has been phased in over the period 2015-2017. That’s not to say that more
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data will not be required in the future, particularly as FATCA becomes a
parallel system to AEol.

Reporting only applies to those occasions where there are accounts which
are either definitively US (e.g. the account of an American) or which are
either (i) substantially owned by or (ii) effectively controlled by American(s).
This is an important point. Given that the data set required by the IRS is
relatively simple, the actual act of filing these reports should be easy, at least
for those FFIs that were traditional financial institutions before.

The US has already implemented an automated system for this report-
ing—the International Data Exchange System or IDES together with an
international messaging system, ICMM. Both have now been in place for
some time. There are similarities between IDES and the options available in
the AEol framework. Both, for example leverage the xml standard. Both also
have requirements relating to data protection—digital signatures, encryption
and compression.

Recalcitrance V Non-Participation

There is one other part of the reporting phase of FATCA that is important.
The system provides presumption rules and sanctions for those who do not
provide evidence of their status. If the account holder is an individual or an
entity, these account holders are defined as recalcitrant. Account holders that
are FFIs and who fail to provide evidence of their Chapter 4 status are pre-
sumed to be non-participating or NP-FFIs. This is an important distinction
and the example I cite here is also a good one to show just how convoluted
these regulations can be and thus difficult to operationalize.

As noted, FATCA reports include data about account holders that are
deemed to be US, effectively US controlled or substantially US owned.
However, that’s not all. FATCA reports must also include data about any
accounts that have failed to provide their financial institution with a
Chapter 4 status. Many firms are aware that, if they are in an IGA jurisdic-
tion, there is a suspension of FATCA withholding on so called recalcitrant
account holders but most do not realise that this suspension only applies if
the recalcitrant account holders are included in the firm’s FATCA reports.

As the rules stand, for any payment of US sourced income a financial
intermediary must apply Chapter 4 rules first, then Chapter 3 rules, subject
to the principle of non duplicative taxation. So, the procedure that has to be
adopted at the Chapter 4 level must include a reporting check. Many firms
take a simplistic approach that they are not subject to FATCA withhold-
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ing for their recalcitrant accounts because their IGA suspends that penalty.
However, that penalty withholding is only suspended if the FFI concerned
has included those recalcitrant accounts in its FATCA reporting. If they
didn’t, the withholding still needs to be applied.

Withholding and Account Closure

In the process of identifying and documenting account holders, its likely
that some of those approached will have a level of reluctance about pro-
viding information and still others who will, in the nature of such things,
merely be tardy.

The base presumption in FATCA is that anyone who is so called ‘recalcitrant
is probably an American evading tax. Ergo, the US is missing some tax revenue
from this presumed US account holder. In any event, as with any regulation, its
of no power unless it has teeth. The teeth in FATCA are reserved for account
holders that fit within either of these two situations. The teeth are basically:

1. A 30% withholding penalty on all FDAP income, gross proceeds and
passthru payments and, for long term recalcitrant account holders (i.e.
those who continue to suffer withholding and don’t provide information;

2. Account closure.

The ultimate sanction of course is forcing account closure. However, this
sanction does not appear in any IGA market, only in non-IGA markets.

Its also worth noting, because many forget, that there is another set of
teeth that FATCA has and those are the sanctions that the IRS can take
against FFIs themselves. Where recalcitrant withholding is reserved for
account holders, the IRS has the ability to terminate FFI Agreements and
take similar counter-measures as are in IRC Chapter 3 which may have sig-
nificant reputational effects while the US remains the largest capital market.

The penalty withholding under FATCA has a curious effect. In most cases,
financial firms have gone to extreme lengths to make sure that they have the
Chapter 4 status of all their account holders. Where those account holders are
FFIs, the trend has been marked—most firms will not allow an account to be
operated by a non-participating FFI. The net result is that, in theory, in IGA
markets there is very little FATCA penalty withholding going on. Recalcitrant
account holders are reported and so there is no FATCA penalty. FFIs are
required to provide GIIN’s or some other firm of certification of compliance.
Thus both bases are covered. To that extent, we could say that the system has
achieved its objective. However, there are still USWAs today in 2017 that are
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applying a FATCA penalty to their FFI customers. While we will discuss this
in detail in later chapters, this means that account holders are being penalised
for the actions of their financial intermediary. This is only an example, but
highlights that even today, 7 years after the HIRE Act, the implementation of
the regulations is still fragmented and not well understood.

Convergence

The final principle of FATCA is convergence. In the years 20102013, many
commentators and professionals were very concerned that the complexity of
IRC Chapter 3 would be duplicated in IRC Chapter 4. Their fears were well
founded and FATCA in some ways, is more complex than ‘QI’ regulations.
However, several major simplifications took place between 2010 and 2013.
I have already alluded to one such, being the IGAs. I would argue however
that, while the concept of IGAs should simplify compliance, the number
and types of IGA and their variability means that the only real beneficiar-
ies are those firms that operate in one market. For larger firms that operate
either regionally or globally, IGAs make FATCA more complicated.

The other simplification is the convergence of IRC Chapter 3 and IRC
Chapter 4 in certain operational respects. In particular, convergence means:

1. reliance on KYC and AML (a Chapter 3 concept) instead of enhanced
due diligence (a Chapter 4 concept);

2. the use in FATCA of US tax forms W-8 and W-9 which are prevalent in
IRC Chapter 3 and

3. use of Chapter 3 reporting forms 1042, 1042-S and 1099.

This convergence is both welcome and unwelcome at the same time. Its wel-
come in that, in principle, it offers a route to simplicity so that firms don’t
have two entirely separate sets of policy and procedure to deal with one tax
jurisdiction. On the other hand, its unwelcome in that the route I reference
has to change the IRC Chapter 3 system in order to be able to encompass
both IRC Chapters. This causes enormous practical problems. The W-8BEN
form is a good example. A prior revision of this was in 2006 and it remained
unchanged until 2012 giving the industry a solid period to adapt and stick
with a know documentary quantity.

In 2012, the IRS issued draft updates to the W-8 series splitting the
W-8BEN into the W-8BEN and W-8BEN-E so as to integrate IRC Chapter 4
status information as well as the existing Chapter 3 status information. But the
form went from one page to six pages in that one step. If the way in which IRC
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Chapter 3 developed in 2001-2003, IRC Chapter 4 has seen further changes
to these and other documents as continued ‘consultation’ with the industry
highlights problems and resolutions with the IRS. The presumption that such
changes aid compliance and reduce risk—thats a good thing. However, finan-
cial firms spend significant effort and money keeping up with these systems,
assessing risk and putting new systems, policies and procedures in place—every
time this happens. In a perfect world, firms would like certainty and stability
for an extended period in which to recoup the cost of compliance. This has not
happened in FATCA and I don' see it happening anytime soon.

In conclusion of this preparatory chapter, we've explored the six princi-
ples which underpin FATCA’s objective to identify and disclose to the IRS
any American with any assets in any foreign account or within any foreign
investment vehicle.

Not much has changed since the introduction for FATCA and for it to
work, the non-US financial services industry must:

1. decide which of the applicable STATUS i.e. FFI, NFFE, Individual apply
to them and assess whether they are subject to any of each of the sub-
statuses that exist which might mitigate their compliance load;

2. understand to what extent IGAs affect their compliance obligations and,
based on this;

3. understand the STRUCTURE of their counterparties, accounts and
account holders and where they sit in the financial chain with respect
to others in order to understand their obligations, operational processes,
interfaces and the risks;

4. assess their structure in FATCA to focus on the GLOBAL vs the LOCAL
which may alter those policies and procedures both from a regulatory and
from a commercial viewpoint;

5. design processes and procedures to meet the intent of FATCA to
IDENTIFY Americans in account structures;

6. REPORT all those Americans together with information about their
accounts, income and tax withholdings as well as information about
recalcitrant accounts;

7. Penalise any account holders that are recalcitrant or non-participating
with a 30% WITHHOLDING on FDAP income and gross proceeds,
or implement an ACCOUNT CLOSURE unless the FFI is in a coun-
try with an INTERGOVERNMENTAL AGREEMENT which permits
some of these to be abated and finally;

8. Understand the complexities and risks associated with the
CONVERGENCE of IRC Chapters 3 and 4, particularly with regards to

documentation and reporting.
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Identification and Documentation

Of all the activities envisioned in FATCA, identification and documentation
lie at the heart of the system and is, by far the most complex and challeng-
ing. This applies to both the financial intermediaries in the chain of invest-
ment as well as to the financial account holders. I would remind readers at
this juncture that this book is not about a line by line explanation of the
regulations—for several reasons. First, while the regulations were issued in
early 2013, they have and will continue to develop over the years. Second, a
line by line explanation would of necessity, be longer than the original (800
pages) of regulation and I suspect most readers would have lost the will to
live well before that. My intention, as stated in the introduction is to pro-
vide the reader with an interpretation of key areas of the regulations—those
that will provide the greatest operational challenges.

Intermediaries

FATCA is, like IRC Chapter 3, a cascade system as I have alluded to in pre-
vious chapters. The intermediaries in the financial chain, typically banks,
brokers, custodians, depositaries, depositories and the like have an obliga-
tion to identify themselves and their FATCA status to their counterparties.
This is achieved between counterparties through the use of the W-8IMY
which, in the 2017 version, is eight pages long comprising twenty nine dif-
ference sections to encompass the different types of foreign intermediary
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Fig. 6.1 Account structure holder under FATCA

that exist within FATCA regulation. This is the first place that there is clear
convergence between IRC Chapter 3 and IRC Chapter 4.

The question is—what is an intermediary? And for this purpose, there is
divergence. Based on the objective of the US government in IRC Chapter 4,
to identify and report US persons with assets outside the US that may be
evading tax, its clear that the traditional financial institutions constitute
‘intermediaries’. However, collective investment vehicles offer an alternative
route for the budding tax evader and so, in IRC Chapter 4 we see the new
concept of a ‘foreign financial institution’ or FFI. This concept includes both
the traditional financial services intermediaries, but also now includes the
wider concept of collective investment vehicles too (Fig. 6.1).

Most traditional financial intermediaries (banks, brokers etc.) have
resources and experience (legal, compliance, operations, tax) to be able to
assess and comply efficiently, even with an expanded self certification like
the W-8IMY. The problem is going to come from those firms that have not
traditionally viewed themselves as financial institutions and the tier 2 and
3 banks, brokers etc. The largest single sector thus affected are the collec-
tive investment vehicles. While these firms do have regulatory oversight for
the most part, these are not in the same category as the traditional insti-
tutions. Two other factors to take account of here are (i) language and (ii)
culture. These problems have already been identified as major contributors
to many of the failures and flaws of the IRC Chapter 3 regulations. If you
draw a line from Washington DC eastwards, the degree of understanding
(and therefore compliance) drops almost in an inverse square relationship to
the distance. Not only are the forms becoming much more complex in terms
of their length, they are written in tax technical American, not English.
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Communicating the intent and requirements of these documents, even to
traditional financial institutions, is a challenge at best. When you arrive as
far as Asia, cultural differences start to pop up that compound the problem.
If we take the declaration and the signatures as one small example, in that
part of the world signatures are frequently ‘chops’ or graphical representa-
tions rather than what an IRS agent might normally view as a ‘signature’. To
my knowledge such ‘chops’ are not acceptable to the IRS.

I also mentioned elsewhere that the W-8IMY’s increase in pages is based
on the IRS trying to shoe-horn all possible states in which an FFI might
exist. Many of these states are created due to carve-outs granted by the IRS
under lobbying pressure e.g. Participating, non-Participating, Registered
Deemed Compliance, Certified Deemed Compliance, Reporting, non
Reporting, Model 1, Model 2 and so on. My biggest concern here, particu-
larly bearing in mind the linguistic and cultural issues, is whether any given
FFI has the awareness or real knowledge to be able to complete one of these
forms intelligently. Whether or not they complete the form intelligently,
it is certainly my experience that these firms rarely understand the conse-
quences of the submission of such forms. So, its important for all these FFIs
to understand that what you are giving a counterparty amounts to a set of
instructions. Your counterparty will have the regulations plus internal policy
and procedure against which to interpret your certified statements. If you
are really lucky and you make some basic error, your counterparty might let
you know in a helpful manner e.g. you can’t tick these two boxes at the same
time. Equally you may just have the form rekected if you make such errors.

The important thing to realise is that, from the day they are presented
with the form, your certified status will result in concrete actions by your
counterparty.

In particular. they will be ‘relied upon’ by upstream FFIs and USWAs, but
without a serious program of education from both the IRS and industry as
a whole, the lack of a robust control and oversight concept in FATCA leaves
the field open for everyone to assume that everyone else knows what they are
doing. And we know where that got the financial services industry in 2008.

When one drops below the level of FFI to NFFEs and Individuals, the
use of KYC and AML documentation is encouraged by the IRS but the W-8
series is continually undergoing change as the industry develops. These self
certifications still suffer the same linguistic and cultural issues as their fore-
runners and so, even tough these forms are used in their millions, the pro-
portion actually fit for purpose is quite low. As with IRC Chapter 3, we have
seen that this has not stopped many firms from still using them as if they are
valid. This creates risk in the system that is often under-reported.
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Identification

The original model for FATCA was based on the presumption that any
firm that fell into the definitional category of foreign financial institution’
would be obligated to search its entire customer base in order to identify
any ‘financial account’ which was (i) held by a US Person or Persons, (ii)
effectively controlled by a US Person or Persons or (iii) substantially owned
by a US Person or Persons. This has been mitigated in the final regulations
and now only applies to accounts that, in aggregate, are valued above certain
limits. In other words, the order of events at an FFI is conceptually based on
whether any given account (or aggregation of accounts) has a high enough
value to cause the IRS concern that the account may be used for the purpose
of tax evasion.

The reader will note that I use the word ‘aggregate’ a few times. Clearly,
one of the simplest ways for our budding tax evader to get round the reg-
ulations, would be to just open up several accounts and keep the value of
deposits and securities in those accounts below the threshold. The require-
ment to aggregate accounts which include any given person is supposed to
get round that loophole, at least on a per FFI basis or per EAG basis.

An FFI would be expected to create their initial ‘to do’ list by first aggre-
gating the values of all their account holders to pick up any that are using
the multiple account principle. This of course does not really solve the prob-
lem, it merely creates a bigger one. What, for example would an FFI do if it
has account holders who have joint accounts or who are registered as having
an interest in a third account e.g. a trust. The logic would be that, in some
way, the FFI will have to apportion the value in those accounts to those who
are participants in it, in order to get the aggregation value. In my travels,
many FFIs have identified this problem, not least in the insurance and pri-
vate banking sectors. The net result tends to be that, while the regulations
may permit the intended benefit of extracting low value accounts from the
due diligence process, most feel that the effort involved is greater than the
result. So most firms I speak to have indicated that they are doing the due
diligence on @/l accounts irrespective of their value or aggregated value. This
is an example of a common effect in the industry. The regulators will often
use similar mechanisms to reduce the impact on low risk areas. However,
financial forms themselves may choose not to use those benefits simply
because its more costly and risky to create bifurcated processes than it is to
apply one rule to all accounts (Fig. 6.2).
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Fig. 6.2 Data extraction methodology for FATCA reporting

The second issue that faces FFIs once they have come to terms with the
aggregation function, is that of a difference in procedure between accounts
that were already open on January 1st 2013 and those opened up subse-
quent to that date. The procedural aspects are different in terms of the fre-
quency with which due diligence needs to be done and they way in which
it is conducted. In essence, this part of the regulations is differentiating pre-
existing accounts from new accounts on the assumption that on a given day,
a normal financial institution will have many more pre-existing accounts
than new ones. Its also, in principle, easier to put a new process in place
for new accounts than it is to implement a new process for all the other
accounts you might have.

Now, it may seem rather odd that I am referencing 2013 as the cutover
date. However, we are aware of quite a few financial firms that have never
completed their due diligence on pre-existing accounts. We are also aware
that there are several IGA jurisdictions where the terms of the IGA were
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translated into domestic legislation as late as 2016 by means of ‘copy and
paste’ from the IGA without changing any of the dates. So, the theory and
the practice may not be the same thing here. In any event, the ultimate aim
of the pre-existing account due diligence is to ensure that all FFIs obtain
the Chapter 4 status of all their accounts at some point. Some have still not
done so.

For those that did, this led to a rather quizzical scenario. In the regula-
tions there is a requirement to search databases for ‘indicia of US status’,
remembering that, in the principle of the regulations you would only be
searching the database with resect to those accounts that were triggered by
the aggregate value rule. The first incongruity is that, in modern databases,
its just as easy to search based on a value criteria as it is to search on com-
binations of data strings in other fields such as text fields and the institu-
tion would have had to search its database to apply the value rule anyway.
So there’s no reduction in workload. The second incongruity is that FFIs
who do not have searchable databases are not required to design or develop
new searchable databases nor adjust their existing databases (if they are not
searchable). T've yet to come across a database that wasn’t searchable. Its
rather in the DNA of modern databases that they are, by definition, search-
able aggregations of data in structured form. So, it would seem that the limi-
tation of searching only those databases that are searchable, is rather a moot
benefit.

I would emphasise here that there is a difference between a database and
‘paper records’. Depending on the conjunction of when the account was
opened and its aggregate value, there may be both a requirement to search
electronic databases as well as search paper records. This however leads us
to further anomalies. Many financial institutions maintain their paper
records in electronic form. In other words, the original paper may have
been scanned and then the original is securely stored away. The difficulty is
that the regulatory requirement to search paper documents may well cause
expense and complexity for firms that will need to extract documents from
storage before manually searching them. Even if they could search the elec-
tronic version of the paper form, the problem is that most scanning systems
in financial institutions today do not store much in the way of ‘metadata’
associated with the content of the scanned image. Many will store only the
name and type of document and some date based data associated with it.
The content of the document is unlikely to be stored in searchable metadata.

This brings me to an important potential practical solution— XML tag-
ging. The eXtensible Markup Language and its subordinate language XBRL
(eXtensible Business Reporting Language) do offer a cheap (if not free), fast
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and effective way to store data associated with documents which are ‘text
heavy’. In the current FATCA procedures, the IRS mandates XML in its
IDES standard for FATCA reporting. So if original documents provided
by a beneficial owner at the beginning of the FATCA process were allowed
to be scanned, tagged and stored electronically, most financial institutions
would be able to make massive cost (and associated risk) reductions in the
management and analysis of documentation. When this is considered in
the broader sense with what the OECD and EU are doing, some simple to
manage, low cost yet secure methodology for soliciting metadata into KYC,
AML and tax specific documentation makes what the Europeans would call
a ‘compelling argument’ and the US would call a ‘no-brainer’.

ClVs

Ive titled this section ‘CIVs’ but what I want to include here is really any
type of institution, firm or other legal entity that is not a traditional finan-
cial institution like a bank or broker.

These firms face enormous problems because their basic operating model
is different from that of a traditional financial institution. To adapt to a
FATCA landscape, there needs to be a much higher level of awareness as a
precursor to operational compliance. In the funds industry for example, the
principle of ‘fund distributors’” has been integrated into the FATCA model.
As far as the US is concerned, its just trying to make sure that funds distrib-
uted outside the US are not used for the purpose of tax evasion. The regula-
tions therefore expect fund managers to ensure that appropriate changes are
made to fund distribution agreements in order that US Persons are excluded
and, where they are found (e.g. by historical due diligence) they are either
expelled from the fund or their assets transferred out. My point here is that
the IRS has gone to some lengths to identify the high risk areas and, in an
effort to show willingness to mitigate the full effects of FATCA, only require
action to be taken where those high risk areas are. The funds industry, to
give them their due, have responded to the distribution question quite well
and most fund distribution agreements have been updated with relevant
legal language to meet FATCA requirements.

So while laudable, all these ‘carve-outs’ serve to achieve is to create more
complexity, more cost and more risk—and that’s for those who make the
effort to comply. For those who take a similar attitude to that which they
evidenced with IRC Chapter 3, there may be a significant level of non com-
pliance which goes almost wholly un-noticed.
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NFFEs

I've spoken a great deal about the firms that fall into the definition of a
‘financial institution’, so called FFIs and below I will discuss some of the
issues facing individuals later. In between the two are account holders who
are neither individuals nor FFIs. These are called Non Financial Foreign
Entities or NFFEs.

From the identification and documentation perspective, most FFIs
would expect to receive a form W-8BEN-E from these customers since
they are clearly not financial institutions. However, the IRS has indi-
cated that some types of NFFE could be used as vehicles for tax eva-
sion. Hence it has described two sub-categories of NFFE—‘passive’ and
‘active’.

I try to explain these concepts by considering a corporation that makes
widgets. Its main business activity is making and selling widgets. Its so
successful that it build up a pile of cash. Such business entities may well
develop a treasury function to make good use of that pile of cash, through
investments. As long as the proportion of their income derived from such
investments is less than 50%, they are considered ‘active NFFEs’ i.e. they
actively make widgets. However, lets say that this company suffers a sharp
decline in sales. Now, if the proportion of the invested funds exceeds
50% of the income, they will be considered ‘passive NFFEs’ i.e. the act of
making widgets has become somewhat secondary to the act of receiving
investment income. Of course the second type of passive NFFE would be
a corporation set up originally with the intent of having more than 50%
of its income from passive (i.e. non widget making) activities. For FFIs
this category clearly presents its own challenges. Not least is the frequency
and method by which an FFI can interact with its NFFE customer base
to find out what the latest ‘proportion’ is. The net result of the calcula-
tion itself is mainly to determine the additional due diligence needed
for passive NFFEs which would determine if they are reportable due
to being effectively controlled by or substantially owned by US Persons
for the purpose of FATCA. The natural answer would be by reference
to the balance sheet or regular financial statements made by these enti-
ties. However, across the world, there is no set standard for the frequency
of such reporting nor any automated method by which the information
could easily be extracted.
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Defining a US Person

Irrespective of whether or not any given firm chooses to adopt the principles
of FATCA or adopt a more commercial approach, they all have one thing
that sits at the core of FATCA and that’s identifying anyone that is US.

This is one of those areas that can be very confusing. I have said many,
many times that I think most financial institutions over-react to this issue.

On the one hand (i) the US claims the right to tax the global income of
its citizens (which underpins FATCA) and (ii) what defines a US Person is
well documented. The problem does not occur for a foreign financial institu-
tion, if their client is demonstrably US. If this is the case, the only FATCA
output is that their account income will be reported by the FFI to the IRS
(directly or indirectly) on an annual basis—that’s it.

The problem occurs for those many thousands of people who do not
believe themselves to be Americans. These might be residents of foreign
(non-US) jurisdictions who:

* Once had a green card and did not revoke it (e.g. students)

* Had one of their parents born in the US

 Travel extensively in the US on a regular basis (the substantial presence
test)

In all these cases, the account holder may be convinced that they are not
US. These accidental Americans are the real problem for FATCA. Many of
these people really aren’t ‘tax evaders’ per se, but equally, the US, like many
jurisdictions claims the right to tax these people’s global income and igno-
rance is not considered bliss. The difficulty will come for any of these peo-
ple, who tripped any of these rules, even unknowingly, is that if they have
accounts with FFIs who have chosen not to separate out low value accounts
(choosing a one size fits all solution), then they may well be reported to the
IRS. Of course, if there are people with large balances or account values who
have also no view that they are US, but trip these rules, they will be in for a
much rougher ride.

From an FFIs perspective these rules are complex enough, but the
data searches for US indicia required are not just the obvious ones such
as ‘address in the US’ or possession of a US passport’. Some are very sub-
tle. Having a telephone contact point is a common data element in most
account records. Being able to separate out a telephone number that has a
US format i.e. has the international dialling code +1 or the dialling code of a
US dependency is more difficult to search for in an automated way.
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Effective Control and Substantial Ownership

When it comes to indirect vehicles such as funds, the issue of being a US
Person becomes a slightly different question—one of ‘effective control’
or ‘substantial ownership’. In both cases there are rules defining what trig-
gers additional due diligence and/or reporting. Effective control essentially
means that an FFI has to identify whether the account has any associated
instructions that would mean that a US Person or persons had effective con-
trol over the account. That would typically mean a power of attorney at the
account level or a standing instruction on the account record to transfer
assets and/or cash to another account that is again either a US Person or is in
turn effectively controlled or substantially owned by a US Person or persons.
You can see how quickly this can become difficult to manage.

Substantial ownership suffers similar practical issues. While there may
some mechanism by which an FFI could determine with its customer
whether, irrespective of the view of the customer, the facts indicate that
the non-US customer is in fact substantially a US entity, the fact is that the
initial interpretation could change with time. In other words, an account
holder who discloses the proportion of its members that are US will need
to indicate whether that proportion is liable to change and, if it does, over
what period and to what degree. This information in turn will need to be
used by an FFI to decide what frequency of repeat due diligence is neces-
sary to maintain its standing as a ‘good” FFI with the IRS. Remember, the
irony is that this work needs to be done, even if the result is that the account
holder is not substantially US owned. FATCA is very much a negative proof
system.

The difhiculty for any FFI (or NFFE) is that, for the most part, the types
of documentation available to identify these issues are not in electronic
form, they are in paper form. This means that, for most FFIs, there will be
a gruelling analysis of account set up information and associated documents
that will be both slow and costly.

Actual Knowledge and Reason to Know

The difficulties that FATCA presents so far have been in how certain facts
can be identified typically in account records. Some, such as the address, as
discussed, are relatively simple. Others such as telephone number in the US



6 Identification and Documentation 63

are more subtle. More subtle still are the concepts of actual knowledge and
reason to know.

Man Walks into a Bar

The biggest issue for firms that use relationship managers as the interface
between the operational function and the account holder, is finding a way to
address the reason to know and actual knowledge concepts.

My usual way of explaining this issue is to describe a typical scenario. A
man walks into a bar. The man is a relationship manager for a major private
bank. At the bar he meets another man, one of his clients. They are meeting
socially.

The relationship manager knows that, according to the banks records his
client is a UK resident with a UK passport that was provided at account
opening. During the conversation, the client mentions that he travels a great
deal to the US on business and mentions that he does this three or four
times a year. The relationship manager has crossed the first line and now has
‘reason to know’ that his client’s status may need to be reviewed. The con-
versation continues and the relationship manager is at pains to comment on
the length of the queues at JFK airport. His client then smiles and pulls out
what is clearly a US passport and says he doesn't have those problems. The
relationship manager has now crossed the second line and has ‘actual knowl-
edge’ that his bank’s records are unreliable.

On the one hand, in a perfect world, there would need to be some mech-
anism for translating what could be deemed to be ‘gossip’ or ‘heresay’ into
a record on the account holder’s record. On the other, one can imagine a
world where relationship managers begin every conversation with something
like ‘don’t talk to me about any of the following...just in case.’

What we end up with is an identification and documentation system
that is very, very complex. At its simplest, the ‘financial institutions’ in the
chain must document themselves to their counterparties in the chain. But
this will be with more complex documents and be less familiar to those who
have not heretofore considered themselves to be financial institutions at all.
These institutions will have to review the regulations, as well as what will be
constantly changing ‘triggers and thresholds’, in order to figure out which
account holders should be subject to which kinds of due diligence. The doc-
umentation process can then proceed apace—presuming everyone under-
stands the documentation and its interpretation.
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This is one area of significant overlap between FATCA and CRS. Both
frameworks have similar principles of due diligence. Most financial firms
have now adapted their on-board processes to ask not ‘what jurisdiction are
you resident in?” but ‘how many jurisdictions do you have a tax liability in
and what are they?” While this creates a systemic solution capable of stor-
ing the information, it does not solve the underlying issue that these things
change and both investors and financial institutions need to understand the
obligations they have to each other to keep these data current.

At the heart of FATCA however, certainly as far as financial institutions
go, there is one major fatal flaw. The identification system is based, for the
most part, on self certifications of Chapter 4 status made by their custom-
ers. If we take out of scope all those account holders that are neither truly
US nor accidentally US nor controlled by either of these two, the reality is
that if someone is really deliberately evading tax via an offshore account,
they need do only two things. One, lie. Two, make sure that their financial
institution has no ‘reason to know’ that they are lying. The system recog-
nises that financial firms cannot be expected to be tax police nor investiga-
tors. The system also recognises that self certifications are the only practical
method to obtain these statuses and therefore remove the liability from the
financial institution and place it on the account holder. The problem is
that if the account holder is prepared to knowingly break US law by hiding
assets offshore and not disclosing them to their own tax authority, they are
unlikely to have many qualms about lying on a self certification form. From
a risk perspective therefore, financial firms should take extreme steps to vali-
date these self certifications properly, not to satisfy the US regulators, but to
ensure that there is little or no risk attributable to them should such a form
be unreliable. The regulations do effectively provide this protection, but we
still see many firms that have not grasped this at all well.
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Simplifying FATCA

I have always found it rather ironic that FATCA is at its most complex in
the advisory community. Here, we have to understand the whole thing in
order to be able to opine on the impact for any given set of circumstances.
Below the advisory community lie the global financial institutions whose
sheer range of footprint means that they must understand and operationalize
FATCA in multiple markets with a wide range of customer types. However,
below this level lie regional and single market financial institutions where
most of the complexity of FATCA goes away simply because many of the
requirements don't apply for their more narrow set of circumstances e.g. if
you are operating in just one market, you don't need to know about the IGA
status of other markets, just your own.

In a similar way on the investment side global investors have similar issues
to the global or regional financial institutions. Where they obtain some sim-
plification due to structure (where they may obtain exemptions or excep-
tions), they must however handle issues such as fund distribution networks
where FATCA has some say. Again, when it comes to single country invest-
ment vehicles such as pension funds, the impact of FATCA is much reduced
simply to establishing and communicating your Chapter 4 status. In other
words, as with all things tax, the answer is usually—it depends.

Irrespective of where you sit in the investment chain, one of the first ques-
tions, following close on the heels of understanding FATCA’s basic princi-
ples, is—how do I minimise the risk and cost?

So, in this chapter, we will look at some of the ways in which the burdens
of FATCA are reduced. These fall into two main categories:
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1. What the IRS has done and is doing structurally to simplify operational
burdens; and

2. What the regulations and IGAs themselves do to reduce the workload on
those who represent a low risk of US tax evasion.

Structural Simplification

The IRS, by inference, has learned a lot from the IRC Chapter 3 regulations.
Those regulations suffer from some serious structural flaws that cause indus-
try significant and, in many cases, unnecessary cost and risk. These flaws also
damage the reputation of the US and the credibility of the regulatory struc-
tures it implements on the world stage. Unaddressed, there are many firms
that currently do not feel any need to comply with FATCA on the grounds
that they have not complied with IRC Chapter 3 for the last seventeen years
and have not seen any impact on their business.

Even today in IRC Chapter 3 for example:

e there is no public listing of firms that have QI agreements;

e there is no listing of those NQIs that have been penalised for non compli-
ance (no transparency);

e reporting can be either manual or automated depending on the number
of information reports involved (no consistency);

e reporting standards are proprietary to the US (no international standard
used);

e there is little or no public enforcement of the regulations—non-reporting
NQIs routinely do not get penalised and under-performing QIs are rarely
terminated (lack of credibility).

This places the US in the same boat, unfortunately, as every other tax
authority in the world. It’s a frequent complaint of the industry that regula-
tors never seem to demonstrate an understanding of the concept of the value
of an integrated global regulatory strategy—which is strange because it’s pre-
cisely the lack of this that has caused many of the cross border regulatory
and business failures of the last fifty years. Even today, as we see the AEol
framework rolling out across over a hundred markets, the US has not so far
signed up—predominantly because they have FATCA.

However, happily some lessons seem to have been learned and the current
regulations provide some relief.



7 Simplifying FATCA 67
Automation

One big difference between IRC Chapter 3 and IRC Chapter 4 is the sheer
number of impacted firms that drives the need for automation.

In IRC Chapter 3, we estimate that there are currently around 7,000—
10,000 QIs and at least 35,000 NQIs.

In contrast, the change in the definition of a foreign financial institution
brought about in FATCA regulations massively increases the number of
entities directly or indirectly affected by the regulations.

The measurement of engagement we have is via the issuance by the IRS
of Global International Identification Numbers (GIINs) to FFIs. Between
2012 and 2014 the number of GIINs rose rapidly to around 100,000. Since
then, the number has continued to grow albeit at a much lower pace. As at
March 2017, the number of GIINSs issued was just over 277,000.

I would note here that while the IRS gathers some significant data for
each GIIN issued, to date the only published information is the name of the
firm, its GIIN and the country. This makes validation of GIINs, required in
a validation of a W-8IMY, manual and therefore somewhat cumbersome.

Market GlINs % of total (%)
Cayman 48,353 17.4

UK 29,549 10.6

Japan 19,187 6.9

Brazil 17,615 6.3
Luxembourg 11,812 43

BVI 10,279 3.7

Canada 9560 34

Other (223) 130,918 47.2

Total 277,273

However, as the reader can see, over half those GIINs (52.7% as at March
27th 2017) were issued to financial firms in just seven markets with the
remaining GIINs being issued to firms in the other two hundred and twenty
three markets. This dynamic has not materially changed since 2012.

Notwithstanding this, its clear that while the QI regulations have to
deal with perhaps a total of around fifty thousand firms in total, FATCA
has to deal with perhaps nearer to a million such firms. In such an environ-
ment automation and indeed standardisation becomes a more compelling
requirement.
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The US provides for three types of automation relevant to FATCA.

1. The FATCA Portal. An automated sign up process for FFIs that enables
them to obtain GIINs;

2. IDES. An automated mechanism for delivery of FATCA report data;

3. ICMM. An automated messaging, extensions filing and compliance man-
agement system—the International Compliance Management Model and

4. TIN Matching. A semi automated system to validate the social security
numbers or international tax identification number (ITIN) presented on
a form W-9.

At the other end of the process reporting in Chapter 3 is still somewhat frag-
mented by comparison. In Chapter 3 there are only two types of automation:

1. Information returns on forms 1042-S can be filed electronically at the
Filing Information Returns Electronically (FIRE) portal and

2. QI/WT/WP account management system (unsurprisingly no-one has fig-
ured out an acronym for this) allows QIs (or withholding foreign trusts
and withholding partnerships) to manage their QI Agreement, renewals
and other Chapter 3 matters.

So, there is some level of automation in progress and we expect this to
continue to evolve in the coming years. For financial firms, its important
to ensure that, when planning compliance, the available automation is
adopted. In some, but not all cases, the automation is mandatory.

Standardisation

Automation on its own is a good enough principle of convergence here.
However, the cherry on the cake, so to speak, comes when standards are applied
to that automation so that industry has a robust and consistent way to reduce
costs through the re-use of code, policy or procedure in a standardised form.

There are many standards being used today across different parts of the
financial services industry so the difficulty is not just lack of standards, its
also a lack of consistency between standards where they exist, mainly due to
the fact that each standard is developed in isolation of others.

The US has, for some time, been mandating its various agencies to adopt
a more consistent approach to standards. In reporting terms, the Extensible
Business Reporting Language (XBRL) is mandated in US law for all corpora-
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tions to report their financial results. XBRL is a subset of the more generic
Extensible Markup Language (XML). Both XML and XBRL have a couple of
benefits over the more ubiquitous ISO standards 15022 and 20022 currently
in use by many of the world’s financial firms (but importantly not all firms
that are FFIs under a FATCA definition). First, XBRL is easier and cheaper
to implement. All that is required is a standardised taxonomy (dictionary) to
identify data elements (tags) in what would otherwise be a text heavy docu-
ment. This means that a range of documents can be made machine reada-
ble. XBRL readers are cheap (or free) and relatively easy to implement in any
organisation, whether it be a major global bank or a small CIV. Second, its
fast. Third, its open source. Once a taxonomy has been created, anyone can
use it. They key of course is the fact that its mandated in regulation, so there’s
no choice. The problem for the industry is that there is another set of stand-
ards, already referenced, ISO15022 and 1SO20022. ISO15022 is the current
messaging standard used by over 8000 banks around the world. 1SO20022
is its replacement and has been implemented by the majority. The problem
is that the US financial institutions are, in relative terms, not great users or
adopters of ISO standards. The ISO standards are much more complex and
wide ranging in their use. Also, as I indirectly referenced, the ISO15022 and
20022 standards are usable by banks and brokers i.e. those firms that, today,
count themselves as financial institutions. The standards are much more dif-
ficult to apply to the many firms and CIVs that do not normally think of
themselves as financial institutions, but which have fallen into this category
solely as a result of the definitional change in FATCA.

That said, FATCA reporting has, for some time now, been mandated to
be in xml and most financial firms should find this relatively easy to imple-
ment. | would make two caveats to this statement. First, since its original
release of the xml standard for FATCA reporting, the manual version of
which is the Form 8966, there have been a number of changes and updates
to the standard itself as well as to the amount and nature of the data to
be reported using that standard. In and of themselves these should not be
an issue, however, it highlights that the use of this standard is not a ‘fire-
and-forget’ issue. Resource must be expended each year to understand any
changes and updates that have occurred since the prior year’s reporting.

Transparency

One of the most frustrating parts of IRC Chapter 3 is the opacity of the sys-
tem. The IRS does not publish any information about the regime. No list of
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QIs, no publication of audit findings (other than as referenced in changes to
the regulations). No information about penalties applied and to whom. It is
rather ironic that a system designed to force transparency by others should
be so opaque itself. While the regime is not oriented to have penalties as an
objective, its failure to apply them and, just as importantly, to make them
visible to others if they did, is a major reason that non-compliance to IRC
Chapter 3 is so rife, particularly in the NQI community. When we come
to FATCA, this failure in IRC Chapter 3 may well have an unintended
consequence in IRC Chapter 4. Let me exemplify with the following, that
demonstrates the degree to which financial firms cannot afford to look at
FATCA on its own.

There are around 35,000 firms classified as NQIs. Based on our view of
the market, at least 70% of these have never filed a tax return or an infor-
mation report. The number of clients each of these NQIs has of course var-
ies widely from a few hundred (for a small local firm) to several hundred
thousand (in the case of retail brokerages). For the purposes of this example,
lets assume that an NQI has 10,000 clients each receiving both interest and
dividends. The US Treasury’s regulatory ‘teeth’ in the form of penalties could
be applied from 2001 to 2017 i.e. sixteen years as a one off, plus ongoing
annual penalties to ‘motivate’ compliance. For clarity, this has nothing to do
with the tax involved. Most of the clients of these NQIs are undisclosed and
taxed at 30%, so the US Treasury already has as much tax from these NQI
clients as its ever going to get. The issue is reporting and disclosure failures
by the NQI as a regulated institution.

The example NQI would have 10,000 clients each with two types of
income and a requirement to report each beneficial owner per income type
both to the IRS and to the recipient. That’s a total of 40,000 forms 1042-S
annually for sixteen years.

The IRS currently provides a cap on penalties of $3 million for IRS
reporting failures and $3 million for recipient copy reporting failures. So a
total exposure of $6 million per NQI. With 70% of NQIs not reporting,
that’s penalties forgone by the IRS of around $14.7 billion. The number is
less important however than the intrinsic effect on the industry. Its not the
money that’s at issue here, it’s the effect of having a penalty system and not
being seen to apply it. Had it been applied, the levels of compliance would
be much higher by now as we move into the convergent IRC Chapters 3
and 4 era.

Whats also interesting here is that the Chapter 3 rules are inherently a
connected cascade system i.e. all the information is there to identify non-
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compliant NQIs even though, without FATCA, the Chapter 3 system still
permits an account holder to accept a 30% NRA withholding and not be
disclosed. The FATCA reporting system is not connected hierarchically in
the same way. Its true that financial institutions will identify lower levels in
their reports but only to the extent that they are non-participating or recal-
citrant. In Chapter 3 the totals of amounts paid and tax withheld must rec-
oncile to the level above. In Chapter 4, if an account is reported as US, the
data associated with that account is not reconciled in any independent way.
In other words, FATCA reporting is opaque to individual financial firms and
only gets aggregated when it arrives at the IRS.

In the early days of FATCA when guidance was scarce and reporting was
looming, anyone questioned about how and whether any accounts would be
included in a FATCA report based on exemptions, exceptions or de mini-
mis account values etc., would reply that they would rather over-report than
under-report. If in doubt, report it was the mantra. While the amount of
clarification has increased of late, these are still complex regulations and
many firms still approach this issue in a risk averse mode. Since there would
appear to be little downside to over-reporting. For those who point to the
rules associated with over-reporting (or inaccurate reporting), I point equally
forcefully to the degree to which the Chapter 3 penalty rules have been
applied.

Regulatory Simplification
There are several ways in which the consequences of FATCA can be mitigated.

1. If you fall into the FATCA definition of a Financial Institution:

(@) You may be in a jurisdiction with an IGA, in which case you will
have lower identification burdens, potential for some country spe-
cific exemptions or exceptions, domestic reporting instead of
directly to the IRS and no withholding or need to close recalcitrant
accounts (provided you report these in your FATCA reports);

(b) You may be in a low risk category for tax evasion and be able to
claim either ‘certified” or ‘registered’ deemed compliance.

2. If you fall into the FATCA definition of an NFFE, you may have no sub-
stantial US owners or no US persons with ‘Effective Control’ or you may
be an Active NFFE—any of which will reduce or remove FATCA compli-

ance burdens.
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3. If you are an individual, you should assess whether any indicia that might
be held by a financial institution outside the US (in paper or electronic
form), could result in your being classified as a US Person by that entity.

In the years since FATCA was first mooted, there have been (and continue
to be) many lobbying groups who have tried to get the IRS to exclude their
particular niche from the regulations. Equally there have been others who,
rather than take a niche approach, have argued that the fundamental prin-
ciple, finding US tax evaders is, with FATCA, rather like trying to crack a
walnut with a sledgehammer. There is another group, American Citizens
Abroad, that maintains that FATCA is un-American and should be repealed
either for legal reasons or the potential impact of unintended consequences.
The net result of all this lobbying is that, over time, the IRS has accepted
some of these arguments. Collectively they are called ‘carve-outs’ although
a more technically correct term would be exemptions and exceptions. In the
rest of this chapter we will look at the main types of carve-outs and some of
the practical issues associated with them.

The main objective of carve-outs is to provide some mitigation of the
basic principles of FATCA which result from some aspect of an FFI’s busi-
ness that provides IRS with comfort that tax evasion is ‘low likelihood’.

From an FFI’s position, the carve-out will significantly reduce the cost
of compliance and thus make it more likely that they will in fact make
attempts to comply.

We must remind ourselves, before we embark on this part of the chapter,
that there is only one ‘input’ for FATCA and just three ‘outputs’.

1. The input is a review of accounts. The degrees to which these accounts are
reviewable and reviewed and the methods that are used are the subject of
some carve-outs.

2. The outputs are:

(a) the account is US, substantially owned by US Persons and/or is
effectively controlled by US Persons in which case the account is
included in reports to the IRS (directly or indirectly);

(b) the account is not US in which case there is no action required and;

(c) the account is recalcitrant or non-participating in which case
FATCA reporting, withholding or account closure may apply

dependent on circumstances.

So, now, lets take a look at some of these ‘carve-outs. Most of my comments
in thus section relate to FFIs since these will be the majority of those firms

affected by FATCA.
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Accounts Exempt from Review
Low Value Accounts

The main, and possibly the most practical argument of many that oppose
FATCA, is that many Americans outside the US are not actually evading tax.
It’s a popular thought that if someone has an account outside their country
of residence, that they must be avoiding tax at best and actively evading it
at worst. This has already caused major problems for the many thousands of
Americans who live and work outside the US. They have found it increas-
ingly difficult to open and maintain simple banking facilities.

In the first Guidance Notices issued by the IRS, the model adopted was
to have stringent documentation procedures on all FFIs with particular
focus on certain types of account that were felt to be particular targets of
tax evaders. This was changed in the draft and final regulations. In fact, it
was the largest change I've seen in the IRS’ position between guidance and
regulation. Rather than target types of account, the regulations create the
concept of an ‘aggregated value of accounts’. Below this aggregated value,
the hypothesis is that the account holder is probably not evading tax i.e.
there is a low risk. This model, like its ‘account type’ predecessor, has prac-
tical problems—how and when do you value non-US dollar denominated
accounts? How do you value securities in accounts as opposed to simple cash
in depository accounts. How do you aggregate this data (many FFIs do not
have systemic capability to aggregate these data). For example, a customer
may have a financial account with an institution but also be a substantial
owner in an entity with another account. Many firms operate different types
of account on different systems and platforms that do not always ‘talk’ to
each other., Firms are still facing this challenge where an account holder has
both depository and custodial accounts as well as also being a substantial
owner in other types of account. To some degree, the IRS has been leni-
ent in its guidance, indicating that it does not expect firms to develop new
systems to enable such granular aggregation. Aggregation need only be done
to the extent that an FFIs systems are capable of aggregating the data. Of
course, time will tell, but tax evaders are likely to be quite clever at identi-
fying and exploiting loopholes in complex tax systems. It may be therefore
that identifying FFIs with whom to open accounts, based on their systems
capabilities, may become a focus for tax evasion activities, in the same way
that data privacy laws achieved the same objective in prior years.

Then, there is the obvious—how would that system track an evader who
simply opened up multiple accounts at multiple unrelated institutions such
that no one institution had accounts that triggered the due diligence tests?
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Deemed Compliance
Types of Deemed Compliance

The main object of deemed compliance is to allow the IRS to shift its
FATCA focus away from the truly local, where evasion is ‘unlikely’, to the
truly global, where they feel its more likely that opportunities to structure
hidden assets will exist.

Deemed Compliance is essentially a way in which the IRS can identify
certain types of account or investment strategy that, in their opinion, pose
a low risk. The idea of deemed compliance merely means that the FFI con-
cerned may not have to enter into an FFI agreement because its is already
‘deemed’ to be in compliance simply by reason of the way in which it exists
in the financial services framework. This may be that the rules under which
accounts are opened clearly precludes US persons or that the scope of the
FFI’s activities is so local that US persons are unlikely to target them as a
method for evading tax.

The IRS has defined two types of Deemed Compliance—Registered
Deemed Compliance and Certified Deemed Compliance. The concept of
deemed compliance was first established in IRS guidance Notice 2011-34
and draft and final regulations merely expanded on this concept.

The important things to note about both of these categories, is

i. FFIs do not get the chance to debate whether or not they can be deemed
compliant. The regulations define, for each category, the types of FFI that
can fall into the definition;

ii. even if your firm falls into the definitional aspect of a deemed compliant
FFI, this does not mean that you are automatically deemed compliant.
For each category, each type of firm must meet certain criteria to be com-
pliant. In other words, even though, for example, a qualified investment
vehicle (QIV) is one of the types of FFI that can be deemed compliant,
they will only actually be capable of certifying that status if they meet cer-
tain criteria. Ergo, there will be some firms that don’t meet the sub-level
criteria and thus, even though they could theoretically be deemed compli-
ant, they fail the detail level tests to do so.

We should also be clear as to what the result of deemed compliance is. The
carve-out is on the withholding aspect of FATCA. Remember, the three
aspects of FATCA are documentation, reporting and withholding. Deemed
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compliant status merely means that the withholding aspects of FATCA do
not apply. Documentation and reporting obligations are still active.

Registered Deemed Compliance

In this model, an FFI that meets the relevant criteria can register directly

with the IRS to declare their status. They must, as inferred above, make a

formal attestation that they meet the procedural requirements of FATCA.
Types of FFI that are permitted to register this status are:

Local FFIs

Non reporting members of P-FFI groups
Qualified Investment Vehicles (QIVs) and
Restricted Funds

As noted above, simply meeting the definitional aspect is not enough. The
following shows how this works.

Local FFls

To meet registered deemed complaint status a local FFI must:

. Meet certain licensing and regulation requirements

. Have no fixed place of business outside their country of organisation

. Not solicit account holders outside their country of organisation

. More than 98% of account holders must be residents of the FFI’s country
of organisation

5. The FFI must be subject to withholding and reporting obligations in their

own country of organisation
6. The FFI must have policies and procedures in place to preclude US per-
sons that are not residents of the country of FFI’s organisation

N 0N =

The IRS has indicated that, as far as the European Union is concerned, for
the purpose of the definition of Local FFI, the EU is essentially one country.
This means that, as far as 3 and 4 go, FFIs in the EU can solicit customers
in any other EU member state and have less than 98% of customers in their
own jurisdiction—and still be considered to be eligible for deemed compli-
ant status. Brexit may create a problem here. As the UK exits the EU the
above rule would fall apart for UK FFIs.
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Non-reporting Members of a P-FFl Group

This category of registered deemed compliance applies only to firms that are
part of a group and where one or more members of that group are partici-
pating FFIs (P-FFIs). The issue here is that there are many firms that are
groups where one or more members of the group face difficulty meeting
the requirements of FATCA. The most obvious is where one member of the
group is organised in a country which does not allow a financial firm to send
data about its customers to a foreign government in the form of a report.
Clearly, this creates a problem for those members of the group that want to,
and are capable of being fully fledged P-FFIs. So, the rules here are relatively

simple. To be able to register as deemed compliant, you must:
g y

1. Ensure that there is at least one P-FFI in your group;

2. Transfer all pre-existing US accounts to that P-FFI

3. Within 90 days of any new US account being opened, transfer the
account to the P-FFI

Its also important to understand that the single country and non-solicitation
criteria that apply for local FFI's do not apply in this circumstance.

Qualified Investment Vehicles

This category of registered deemed compliance is reserved for those invest-
ment vehicles that:

1. Are regulated as collective investment schemes and where
2. All direct interest holders in the QIV are:

(a) P-FFIs

(b) Deemed Compliant FFIs or

(c) Exempt beneficial owners

Restricted Funds

The final type of FFI that can apply for registered deemed compliant status
is restricted funds. There are a number of criteria that need to be met before
a fund can satisfy this requirement.
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1. The fund must be regulated as an investment fund by its country of
organisation

2. Each distributor of the fund must be one of the following:
(a) AP-FFI
(b) A Registered Deemed Compliant FFI
(c) A non registering local bank
(d) A restricted distributor

3. All distribution agreements must prohibit sales to US persons, N-PFFIs
and passive NFFEs

4. Prospectuses for these funds must also reflect the distribution agreements
in terms of their restrictions.

Certified Deemed Compliance

If, as an FFI, you do not fall into one of the categories that permit register-
ing for deemed compliant status, all is not lost. You may be able to meet the
criteria for certified deemed compliance. Certified Deemed Compliance is
open to the following types of FFI:

* Non registering local banks
* Retirement plans

» Non-profit organisations

e Owner documented FFIs

e FFIs with low value accounts

The difference between registered deemed compliance and certified deemed
compliance is that registered status is by registration with the IRS. Certified
DC status is obtained by making a certification to a withholding agent.
There is no communication to the IRS. Equally, it is therefore theoretically
possible that an FFI that meets the criteria, may certify DC status to one
withholding agent, but not another. The certification itself is via the revised
form W-8. As in the previous section, we will review the criteria necessary
for an FFI to meet certified DC status.

Non Registering Local Banks
To meet the criteria to be a certified DC-FFI, a non registering local bank must:

1. Offer only basic banking services;
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2. Operate only in their country of organisation;

3. Have balance sheet assets of less than $175m and, if they are part of an
expanded affiliate group, their total group balance sheet assets must be
less than $500m.

Its easy to see both here and in registered deemed compliant status how the
criteria have been developed to isolate truly local financial firms from the
more global.

Retirement Plans

One of the most vociferous interest groups pushing back on FATCA was the
pension industry and not least because the definition of a retirement plan, in
the US is different than the definition of a pension plan. That discrepancy led
to some concerns. In the regulations, this has to some extent, been mitigated
by defining retirement plans (including pension plans) as capable of certified
deemed compliant status. However, of all the types of firm able to have C-DC-
FFI status, retirement plans have the most complex criteria to fulfil. They are:

1. The plan must be organised as a pension plan or retirement plan in its
country of establishment or operation;
2. Contributions to the plan must:
(a) Be limited by reference to earned income and be sourced only from
one or more of—the employer, employee or government
(b) Be excluded from ‘income’ of the beneficiary and/or taxation of the
attributable income must be deferred
(c) Be sourced at least 50% from employer or government

3. No single beneficiary can be entitled to more than 5% of the assets of the plan.

Non Profits

Another class of certified DC-FFI are non profits. To be eligible for this sta-
tus, the FFI must:

1. Be established and maintained in its country of residence
2. Have exclusive purposes e.g. religious, charitable, artistic, scientific, cul-
tural etc.
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3. Have no shareholders or members with proprietary interests and
4. Be subject to restrictions on private inurement of assets or income.

Low Value FFls

One of the main thrusts of these carve-out provisions is to remove from the
equation, any account types that either represent a low risk of tax evasion or
where the amounts involved are so de-minimis that its more effort than its
worth to pursue. The final type of certified deemed compliance is for those
FFIs who only have low value accounts.

To qualify for this type of deemed compliance, the FFI must:

1. Have no financial account with a balance of more than $50,000 and, if
the FFI is also part of an expanded affiliate group,
2. The EAG must have less than $50m in assets on its balance sheet.

As a a final remark on these two broad categories of deemed compliance, I
would remind the reader that the mitigation of the regulations is only with
respect to withholding.

NFFEs

Most of the carve-outs that IRS has given are to FFIs. The population of
FFIs far exceeds the population of NFFEs—non-financial foreign entities.
However, both for FFIs who have to document them, and for the NFFEs
themselves, there is one ‘carve-out’ of note.

IRS has defined two types of NFFE—Passive and Active. Every time I
describe the difference I get the same quizzical look, because the difference is
not intuitive.

Consider a firm that makes widgets. It may be very successful at making
widgets and accrues large cash balances. It would be natural for such a firm
to make the most of its cash balances and invest the money. So, this firm’s
income is made up of revenue from widget sales and revenue from invest-
ments. There’s a second element to the calculation here. We must now also
look at the assets of the company and ensure that less than 50% of the assets
produce ‘passive’ income. In this case, as long as both these conditions are

met, the NFFE is ‘active’ (A-NFFE). I like to phrase it as—it ‘actively’ makes
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widgets as its reason for existence. The converse would be any firm that derives
more than 50% of its income from investments. These firms are ‘passive’

NFFEs (P-NFFE). Its passive NFFE’s that cause the main risk of tax evasion.

Practical Issues

All these carve outs are all well and good. However, they do create their own
problems in a very practical way.

Deemed Compliant FFls

The most obvious problem is for the entities that supposedly fall into these
categories. Its important to remember that being, for example, a QIV, does
not automatically mean that the fund is deemed compliant. There are a
number of steps:

1. Each entity must know that it falls into the definition of an FFI.

2. It must know that it falls within a deemed compliance category.

3. It must know what the criteria are for the particular type of deemed
compliance.

4. It must apply those criteria to its status to determine whether it meets
those criteria.

5. If it does meet the criteria it must apply the rules to gain that status:
(a) provide a certification to its withholding agent(s) if is of a type for

certified deemed compliance or

(b) register with the IRS if it is of a type for registered deemed compliance

6. if the criteria for any given status can change with time, it must put in
place controls to monitor how these changes could affect its deemed com-
pliant status and finally,

7.if it does not meet the criteria for deemed compliant status, it must
decide whether to ‘participate’ and sign an FFI agreement with the IRS or
become a non-participating FFI by default.

I have expounded this process in some detail because it makes it that much
clearer that there will need to be a process of research by means of which the
FFI understands that it even has this problem.

The most common call I get is either from an FFI or from one of their
clients. The call from the FFI is usually asking how they can help their client
without giving tax advice i.e. they want to guide their client to what they
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believe is the correct form and correct method of completion. If I get a call
from their client, its usually because their FFI cannot help in this regard and
they want the same guidance. As with all things in tax, the issue is risk.

So the main practical issue here is one of awareness. Certainly, the tradi-
tional financial institutions at which these entities would have accounts, will
create some downward awareness, since they will need to know the status of
their customer under IRC Chapter 3 also. However, since the IRS is using a
variant of the self certification form W-8BEN, the information flow will be
limited, in order to avoid the liability of giving tax advice. The advisory and
vendor community will also be present, but often, this information comes
very late, usually at a point where the FFI is already failing in compliance.

FFls

In this context, an FFI would be the traditional financial institutions at
which a deemed compliant FFI would have accounts. The deemed compli-
ant concept can cause problems here too.

The most obvious is systemic. In order to truly ‘know’ and manage
their customer accounts, FFIs need to have technology systems capable of
assigning deemed compliant status to their customers. This will be difficult
enough. However, as noted, some of the criteria for this status can change
with time or other factors. FFIs therefore need to have systems which can
manage changes in deemed compliant status together with the changes in
processing, reporting and withholding that these might entail.

And so we see that while deemed compliant status may remove workload
and risk, its very structure creates workload and risk in other areas.

Inter Governmental Agreements (IGAs)

These have been a massive talking point since they were first raised and con-
tinue to be today. The concept grew from the lobbying carried out by the
industry. This lobbying pointed out that many countries have:

Data privacy laws preventing the transmission of personal data outside
the country;

1. Trust and fiduciary laws preventing the closure of certain types of account

2. Statutory provisions mandating that certain types of person have ‘statu-
tory rights’ to hold financial accounts) and;

3. Laws preventing financial institutions from withholding and remitting tax
on behalf of a foreign government.
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All of the above caused a problem for the original concept of FATCA since
they were (and are) used in FATCA as part of the reporting regime or as part
of the enforcement regime.

In essence, the IGA concept has simplified FATCA for those FFIs that are
located in countries whose governments sign IGAs.

The Model 1 and 2 IGAs basically remove any requirement on an FFI to
close accounts of recalcitrant account holders or withhold any penalty on
them.

Its very common outside the US for firms to believe that an IGA makes
FATCA go away entirely, which is of course not true. They certainly appear
to offer a massive simplification for the industry but equally, due to their
reliance on other existing regulation as an offset, they sometimes water down
not just the practical application of the regulations but also the concept of
FATCA. To the outside world, the original concept of FATCA was truly
frightening, not least for its extraterritoriality and associated costs of imple-
mentation. The IGAs have offered simplification but also bring into ques-
tion how hard the IRS is really prepared to push given that they created the
IGA:s in the first place because of push back from other governments.

In conclusion to this chapter, FATCA remains a complex set of regula-
tion. How any one firm or individual is affected is not easy to predict. The
ways in which firms can mitigate FATCA through carve-outs or IGAs will
cost almost as much, if not more, than the cost of meeting the original regu-
lations without carve-outs.
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FATCA Withholding

In this chapter we will look at the main ‘stick’ that the US government has
to enforce FATCA—financial penalties. FATCA withholding is a penalty
system designed to motivate compliance. This should not be confused with
any penalty ascribed to an account holder found guilty of tax evasion.

Penalty not a Tax

To understand the context of a FATCA penalty withholding, the reader
should remember that FATCA is actually a due diligence and reporting sys-
tem in which the subjects are US persons. The regulations place obligations
either directly, in non-IGA jurisdictions, or indirectly via IGAs and related
domestic legislation on non-US financial institutions. As one might expect,
most FATCA projects have at their heart an objective to reduce the impact
of FATCA both from a risk and cost perspective. This clearly means that
financial firms take steps to reduce the incidence of anything that might
result in a FATCA penalty.

The first way to do this is by reducing the number of accounts that are in
scope of FATCA due diligence.
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Reducing the Risk of FATCA Withholding

From a total population of account holders, FFIs have the ability, using the
rules to reduce the number of accounts on which they need to perform the
due enhanced due diligence of FATCA. They can do this naturally, by apply-
ing the filters of (i) threshold account balances and (ii) the degree to which
their customers are other Participating FFIs (P-FFIs) or deemed compli-
ant or exempted beneficial owners. This is often achieved commercially by
adopting policies that preclude, by policy and systemically, accounts being
opened by those who would create the extra work.

For individuals and entities there are several methods to take accounts out
of scope of FATCA penalties. These include, for example, structures that are
exempted in IGAs and their Annexes.

With respect to FFIs, its common today for financial institutions to block
any other financial firm from opening an account or accounts where they are
acting on behalf of underlying clients (i.e. as an intermediary) unless they can
provide a valid global intermediary identification number (GIIN) or provide
some other certification of compliance. This is because in a chain of interme-
diation, the worst case scenario is having a financial firm as an account holder
with the risk of them having either improperly implemented their obligations
or having undisclosed and unreported US persons in their client base. The
presence of a GIIN or certification of deemed compliance isolates the risk for
each level in the chain as the obligation falls to the certifying level.

However, unless these two methods, in combination or separately remove
all additional due diligence, there is still the possibility that some accounts
will require that enhanced due diligence and therefore that some either will
not be able to, or refuse to provide the required information.

Recalcitrance and Non-Participation

This is where FATCA withholding penalties arise and for them are reserved
the concepts of ‘recalcitrance’ and ‘non-participation’ and resultant FATCA
withholding.

Recalcitrance is a reserved term. It is reserved for account holders that are
individuals or entities. Non-Participation is a term that only applies to FFIs.
I frequently come across people in the industry who do not understand this
difference and so I make the point explicitly here. The IRS is effectively sepa-
rating out the populations of account holders that are other financial institu-
tions from the population of account holders that are individuals or entities.
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What has happened in the industry is a continuing reaction, starting at
the top of the chain, with US withholding agents. The larger organisations
are certainly adopting policies to preclude as far as possible, any recalcitrance
or non participation. This is happening at lower levels in the chain too, but
at these lower levels, it much more difficult. This is because, at the higher
levels in the chain, US withholding agents and large FFIs (e.g. expanded
afhliate groups) are much more likely to have other FFIs as customers.
Indeed, its common that central securities depositories (CSDs) often only
have financial institutions as customers (also commonly called participants).
At lower levels, the proportion of an FFI’s customer base, presuming them
to also be traditional Fls (e.g. banks and brokers) are more likely to include
a larger proportion of direct customers that might be NFFEs or individu-
als. If the FFIs down the chain are not traditional FIs, then the point in the
chain that this workload (and risk) occurs is much higher up.

So, at some point there is likely to be enhanced due diligence going on
where the information available to an FFI is insufficient or, where there are
US indicia, the explanation for these indicia are insufficient. At this point
FATCA withholding must take place.

I would have to say that, based on my experience, most FFIs misinter-
pret the regulations, particularly when it comes to the use of the thresholds
and the incidence of US indicia. Many firms, for example, appear to believe
that the incidence of US indicia immediately makes an account reportable
in FATCA, where this is not actually the case.

As one would imagine, FATCA withholding is not as simple as it sounds.
So, here are a few observations that will hopefully bring the subject into
rather more clarity, if not understanding.

Purpose

The point of FATCA withholding is to penalise a recalcitrant or non partic-
ipating account holders and essentially incentivise them to provide required
information so that an FFI can adequately document them and obtain their
Chapter 4 status. In the IRC Chapter 3 world of QIs and NQIs, most wealthy
Americans would view the 30% withholding tax on FDAP income as a ‘good
deal’ because, if they were to invest in the US and declare their income, they'd
be more likely to suffer a tax rate between 40 and 50% or more.

In the world of IRC Chapter 4 (FATCA) the 30% withholding still
applies, but it is only the starting point, not the ending point. While it’s
a personal viewpoint and is challenged by some of the accounting firms,
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I remain of the firm belief that its important to understand that FATCA
withholding is zor a tax. It’s a penalty applied for failure to comply with doc-
umentation procedures. The penalty is, its true, applied via the tax system,
but this is not a tax on income based on the taxability of that income.

Now, the opponents to this viewpoint point out that one could probably
take the position that you would have to presume, as a default, that a recal-
citrant account holder is probably an American engaged in tax evasion. In
which case, the IRS is missing out on tax from this person and that there-
fore, the FATCA withholding on this account is in lieu of domestic US tax
that the IRS would expect to receive. There is some logic to this, since the
regulations also say that FATCA withholding can be ‘reclaimed’, but only as
an offset to a US tax liability. This latter of course presumes that the account
holder who was penalised has a US tax liability in the first place. The con-
verse of this rule is of course that any recalcitrant account holder who is not
US, will be unable to reclaim any FATCA withholding that was applied.

The IRS has gone to some pains to point out that it does not seek the
revenue from penalties as an objective of FATCA, it would prefer to have
compliance to the core principles of the regulations. This further distances
FATCA withholding from a true tax. That said, if one reviews the US
Treasury estimates of the amount of money expected to be received by the
US from FATCA withholding, the number is a significant number of bil-
lions of dollars. At a time of financial crisis and a debt of over $19Tn, it
would be easy to see why some commentators would have difficulty accept-

ing the IRS position.

Withholding Issues

So, with the context of how and when penalty withholding occurs, we can
identify some of the practical aspects of the withholding itself. First on the
list is what types of income are subject to FATCA penalties.

FDAP

In IRC Chapter 3, we see the concept of FDAP income. This is an acronym
that’s stands for any income that is Fixed, Determinable, Annual or Periodic.
For the purposes of most investors this equates to dividends and bond inter-
est, although the IRS has over thirty different income codes that fall into
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the FDAP category. FDAP. Importantly ‘gross proceeds’ are not currently
included in the definition of FDAP.

In FATCA withholding, the IRS is clearly trying to make the stick much
bigger than in IRC Chapter 3. They've done this by including gross pro-
ceeds. This means that, if an account holder is recalcitrant, an FFI will
have to calculate and withhold 30% on future payments of dividends
and interest (FDAP) and 30% on gross proceeds. So, for example, if an
account holder is recalcitrant, an FFI will have to calculate the difference
between the buy and sell for each trade and apply 30% tax to the proceeds
(i.e. profit) on the sale. This, much more than FDAP income, will be a
deterrent for investors.

Application of FATCA Penalties

The withholding itself does not appear to be an issue, and we have seen sev-
eral occasions where financial institutions have applied a FATCA penalty
30%. I say ‘appear’ because I have seen several instances where firms have
applied FATCA penalties incorrectly and others where a financial firm has
been subject to a 30% withholding on payments but is not aware of whether
this withholding is a Chapter 4 FATCA penalty or a Chapter 3 tax on US
sourced income.

In the chain of intermediation and payments, once we have excluded all
those accounts that are compliant, if we still have penalties to apply, these
must be applied in a systematic way. For example, if an FFI is about to make
a payment to another FFI that represents separate payments to a number
of underlying account holders, the downstream FFI will potentially have to
inform the upstream FFI of the proportion of the payment that is subject to
a FATCA penalty. In referencing the Chapter 3 operating models, where this
situation occurs, the financial firms can opt to operate a FATCA rate pool
account. This account would be omnibus in nature but allow the down-
stream FFI to isolate the assets of account holders that must be penalised.
The key thing for the reader to remember here is that for any payment of
US sourced income, FFIs must apply Chapter 4 (FATCA) rules first, then,
to the extent that there is any remaining Chapter 3 tax liability. This FATCA
pooled account method will also help when reporting season approaches. 1
would reiterate here what was said in the preceding chapter—many think
that FATCA reporting is about preparing data files for the IRS with respect
to US account holders. The more holistic view is that reporting consists of
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this plus reporting of recalcitrants and non consenting accounts as well as
separately reporting of penalties applied by financial firms in the chain.

Systems Issues

As one might imagine, all of FATCA poses problems of a varying scale
and scope depending on your status and position in the chain of accounts.
Therefore the types of systems issue that might flow from FATCA withhold-

ing, depend on where you are in that chain and what your status is.

FATCA Withholding not a Tax

One of the most difficult systems issues is that the tax being withheld is (i)
not a tax and (ii) must be applied with the non-duplicative rules. This has
importance because many of the tax related data elements in most insti-
tution’s books of record are also connected to domestic reporting require-
ments. It is therefore important to ensure that there is no contamination
between deductions from income resulting from tax as opposed to a penalty.

This is made more complex for institutions higher up the chain because
of the many types of exemption and exception being granted—the so called
‘deemed compliance’. While this provides some relief from withholding
complexities, it does mean that larger organisations must have better ways of
documenting this deemed compliance among the population of their clients
so that they know which accounts can be withheld and which do not need
to be withheld. If deemed compliance were just one category, it would be
hard enough, but there are two sub categories registered and certified.

In similar vein, the matrix of system flags also becomes complex because
FFIs higher up the chain will also be more likely to come across clients who
are not only deemed compliant but also may be resident in IGA countries.

Of course, traditional financial institutions will have basic banking or
brokerage systems in place from which these types of system issues can be
resolved through development. Software and outsource vendors are also very
active in understanding these challenges to provide solutions to these firms.
The real challenges are in the lower level FFI population who, do not nor-
mally consider themselves to be financial institutions. These firms will have
very little systemic capability to deal with FATCA since many of their pro-
cesses (and therefore systems) are highly specific to their needs within their
market vertical. For example pension funds will have systems oriented on
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the needs of the pension fund industry. That may include reporting but
is unlikely to include systems capable of meeting FATCA requirements.
Deemed compliance may help these types of FFI, but that will depend on

whether they meet the criteria for deemed compliance.

Passthru Payments

As we know, the financial services industry is a cascade and parallel system
with global inter-connectivity both vertically from withholding agents down
to investors via a range of intermediaries; and horizontally between con-
nected members of the banking and brokerage communities.

So, there are two scenarios in which FATCA withholding can apply.
First, when the recalcitrant account holder is being withheld directly by the
FFI who has the account holder as its customer. Second, where the with-
holding must be done by an FFI further up the chain and ultimately at US
Withholding agent level. This principle is already set through the ‘election’ that
a Participating FFI (P-FFI) can make to withhold or be withheld upon when
it signs up with the IRS. Direct FATCA withholding should not be a major
issue, other than systemically. However, if an FFI elects to be withheld upon,
there needs to be a mechanism by which upstream institutions know how
much to withhold. The reverse, seen from above, is that the payment made
by the upstream entity is actually not being made directly to a recalcitrant
account holder but to an intermediary who will ‘pass through’ the payment to
its customer, minus the penalty. This payment is called a ‘Passthru Payment'.

Now, the fact is that the pass thru payment concept was deferred from the
original regulations until 2017 and following Notice 2015-66 is now deferred
to 2019. Even then, its final form will need to be substantively different from
what has been described in guidance. This is because the published model
received so much negative comment from the industry and no simplified
model has been found in the interim. That said, and with those caveats, I will
describe the system the IRS came up with, in brief, simply to provide some
background and insight into how the IRS establishes such models.

Passthru Payment Percentage

The key problem of passthru payments is how to establish what proportion
of any payment originating upstream in the payment chain, is allocable to a
given downstream recalcitrant account holder. In the financial chain there is



20 Ross K. McGill et al.

a further complicating factor. That is what proportion of the payment being
made is a withholdable payment under the regulations and what proportion
is not withholdable. In a long chain of payment the IRS wanted to avoid the
problem of allocation statements being sent upstream for these calculations
to be made, following which the payment could be made. The time frames
involved would have made this impossible. The result was the creation of an
independent reference system that could be used by anyone in the payment
chain, to calculate how much to withhold. That reference system was called
the Passthru Payment Percentage or PPP, which is the first of three variables
in a passthru payment calculation. There are actually four variables—one
being whether the payment is being made to a recalcitrant account holder or
not. Since, if the answer is no, there is no calculation needed (as there isn’t
any penalty being applied), I've assumed, for this discussion, that this vari-
able is set at ‘yes—the account downstream is recalcitrant (Fig. 8.1).

In the guidance the Issuer as well as all FFIs in the chain between (and
including) a US Withholding Agent, would establish and regularly publish
a PPP number to the IRS who would then make this available presumably
at the FATCA online portal. The PPP would represent that proportion of
the entity’s balance sheet which was US vs non-US assets. If any FFI in the
chain did not publish their PPP or it was found to be out of date, everyone
else in the chain could assume that the PPP was 100%.

P is the extent to which a pay is d diobeap
;;9;: and thus, if made to a recalcitrant account holder, taxed at 30%.
1]
x Is the portion of the that is a withholdabl

vis the proportion of the payment that is not a withholdable payment
a is the Passthru Payment Percentage of the issuer
b is the Passthru Payment Percentage of the PFF|

PFFI
PPP ()
Withholdable Mon-withholdable
(x) 7]
Total Payment
(x+y)
No presiy Yes
PFFIPPP Custockal lssuar PPP
Yes T No Yes
No
Withhal P=x+bxyl P=x+y P=x+y P=x+faxy)
ding

Fig. 8.1 Pass-Thru payments withholding methodology
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The object of the PPP was to be used in a formula by an upstream inter-
mediary when making a payment, potentially in lieu of knowing the actual
allocation to the recalcitrant account holder.

The second variable in the PPP formula is determined by the payor and
is the proportion of the payment that is ‘withholdable’. For example, a pay-
ment being made may consist of a portion that is a dividend and a portion
that is a return of capital. One is withholdable, the other is not. Equally, if it
can be ascertained, this could also be that proportion of the payment that’s
being made to a recalcitrant account holder as opposed that proportion
which is not. This would be effective if, for example, a downstream FFI was
maintaining an omnibus account at an upstream FFI or USWA. However,
this would require, as with IRC Chapter 3 that the downstream entity pro-
vide a withholding rate pool statement or equivalent to the upstream entity.
What would be more likely in this scenario would be that the downstream
FFI would have several rate accounts at the withholding agent and move the
assets of recalcitrant account holders into a ‘FATCA withholdable’” account.

The third variable in the PPP equation is the nature of the payment as
either custodial or not.

So, to explain the diagram, lets presume that an Issuer (via a USWA) is
about to make a payment to P-FFI:

e xis portion of the payment that is withholdable

e yis the portion of the payment that is not a withholdable payment
* ais the PPP of the issuer

* b is the PPP of the P-FFI

The payor must first decide whether the payment about to be made is custo-
dial or not. If it is, the payor must establish whether the Issuer has a valid and
up to date PPP by reference to the IRS database. If the answer to this question
is ‘yes’, then the payor can calculate how much to withhold as a penalty as:

P=x+ (ay)

where P is the extent to which the payment is deemed to be passthru and,
on which 30% tax should be withheld. In other words, the default posi-
tion is to apply 30% withholding only to that portion of the payment that
is withholdable plus a 30% withholding on the non-withholdable portion
reduced by the factor of the Issuer’s PPP. If the Issuer’s PPP is not published
or is not up to date, the formula changes to:

P=x+y
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In other words, as a result of the failure of the Issuer to meet its obligations,
the 30% withholding penalty would be applied to both the withholdable
and non withholdable portions of the payment.

If the payment is not custodial in nature a similar calculation and method
takes place. However, the PPP used on this side of the model is not that of
the Issuer, but that of the P-FFI i.e. 4 not a. So, the payor making a non-
custodial payment where its own PPP is published and up to date would
calculate the portion of the payment to tax at 30% as:

P = x+ (by)

To complete the picture, if the P-FFI's own PPP is not published or not up
to date, then the payment would be taxed in its entirety at 30%:

P=x+y

So, using this model, all payments of withholdable amounts made to recal-
citrant account holders are taxed at 30% as a penalty. A payor making a
payment that it knows to be a passthru payment, calculates the additional
withholding penalty to be applied by reference to the type of payment (cus-
todial or non-custodial) and the independent variable of the PPP of either
itself or the Issuer as registered at an IRS database.

Simple really. As noted, I've made this description brief (i) because it
doesn’t come into effect until 2019 (according to Notice 2015-66) and (ii) it
probably won't look like this in its final form anyway.

Non Duplicative Taxation

There is a connection between IRC Chapter 3 and IRC Chapter 4. In fact,
as time goes by, its clear that the number of points where IRC Chapter 3
and IRC Chapter 4 converge is increasing. However, in cash terms, there
is a principle underlying IRC Chapter 3 and IRC Chapter 4 called the
principle of non-duplicative taxation. I find this rather incongruous since
FATCA withholding is a penalty not a tax, whereas the tax withheld in IRC
Chapter 3 is a true tax. Nevertheless, in principle, if an account holder is
subject to a 30% tax in IRC Chapter 4 (by being recalcitrant or non par-
ticipating), then there is no further taxation imposed by reason of IRC
Chapter 3. This makes sure that an income payment cannot be taxed at 60%
by applying a penalty under one IRC Chapter, then adding the tax in the
other IRC Chapter.
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Deferral

So, now we have a FATCA withholding system that has several idiosyncra-
sies. First it must apply not just to FDAP but also to gross proceeds. Second,
it must be applied both to direct accounts but also, to the extent that it
applies, also to any passthru payments that are made, according to the rule.

The industry has uniformly commented to IRS that the method provided
for in the guidance is unworkable. IRS has since provided for a deferred
implementation of FATCA withholding and, of course, it has removed
the concept almost entirely for any FFIs that are within FATCA IGA
jurisdictions.

The deferral takes the form of a delay to the point at which FATCA with-
holding commences and second, even when it does commence, what it is
applied to continues to be phased in over a number of years.

Conclusion

So, in this chapter we have learnt that FATCA withholding is a penalty sys-
tem designed to motivate compliance by both account holders and the FFIs
at which they have accounts.

FATCA withholding is a penalty not a tax, albeit it is applied using the
tax system. In one of the increasing number of overlaps to other regulatory
systems, FATCA withholding, when applied, must be reported on informa-
tion returns 1042-S and on the tax return Form 1042 and can be managed
operationally with the use of FATCA rate pool accounts.

We also learned that while FATCA withholding is very specific, in that it
only applies to those accounts found to be recalcitrant or non participating,
that’s where the simplicity stops.

There are areas where this FATCA withholding can be made easier including;

1. Precluding recalcitrance or non participation by closing accounts and/
or filtering out account applications that dont meet the required level of
disclosure;

2. Being in an IGA country (where withholding is removed from some
account types as an obligation provided certain reporting conditions are
met) and

3. Having FFI clients that have GIINs or are deemed compliant.
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In terms of being prepared, the challenge is to meet not only the different
levels of withholding i.e. withholding on FDAP plus gross proceeds, but also
meeting the challenge of implementing a completely new system to handle
passthru payments if and when it is announced whilst having a system that
is adaptable to the changes that happen in Chapter 3 and 4.

In a very real sense, industry is of the opinion that, apart from the cur-
rent envisioned model being completely unworkable, its likely, based on past
history, that the penalty model will continue to change and evolve over the
coming years.

If the IRS has achieved one thing, it has certainly been to provide a
strong motivation to the industry to substantially the reduce the incidence
of FATCA withholding, not because of the size of the penalty, but because
of the operational complexities associated with handling it, in the absence of
commercially filtering such accounts out of the population.
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Reporting

Reporting is the fundamental objective of IRC Chapter 4 from the perspec-
tive of FFIs and NFFEs. The entire focus of this set of regulation is to force
FFIs to identify then report any financial account that is US, substantially
US owned or effectively US controlled.

The difficulty, as we have outlined elsewhere, is that some FFIs would be
unable to report to the IRS without breaking their domestic data privacy
and/or banking secrecy laws. So FATCA has evolved a complex methodol-
ogy by means of which the data gets from the FFIs to the IRS avoiding those
legal pitfalls.

Report Routes

In simple terms, there are two reporting models—direct and indirect. Where
there is an IGA in force, reporting goes from the FFI to its local tax author-
ity and from there to the IRS. Where there is no IGA in force, reporting
goes directly from the FFI to the IRS.

From a reporting perspective, the world thus falls into three categories:

1. Financial institutions resident in IGA jurisdictions
2. Financial institutions resident in In-Substance IGA jurisdictions and
3. Financial institutions resident in non-IGA jurisdictions
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In Substance Risk

FFIs that are resident in in-substance IGA jurisdictions must take extra care.
This is because ‘in substance’ status can be withdrawn if the jurisdiction con-
cerned does not demonstrate good faith efforts to get an IGA signed. There
is therefore an additional risk factor for FFIs. Consider that in substance
IGA markets may or may not have appropriate legal structures in place to
force FFIs to provide the information and also in substance tax authorities
may not have developed the tools needed to either receive or send reports to
the IRS. In addition, the risk for FFIs is that they make policy and proce-
dure based on a presumption that their jurisdiction will eventually sign an
IGA. However, the IRS has withdrawn in substance status form some juris-
dictions, that leaves the FFIs in those markets to re-establish policy and pro-
cedure and re-align their processes to a non-IGA reporting model.

Technology

The IRS has implemented two systems, the International Data Exchange
Systems (IDES) and the International Compliance Management Model
(ICMM). IDES is essentially the data submission portal for FATCA reports
and ICMM is a messaging and account management system specific to
FATCA regulations.

IDES and ICMM will be used by (i) a tax authority in an IGA jurisdic-
tion and (ii) FFIs in non-IGA jurisdictions.

Report Data

The contents of the FATCA reports have changed over the years, starting
with very simple data sets and currently having a larger data set.

The data set for 2017 (i.e. the data set with respect to 2016 due to be
reported by March 31st 2017 for FFIs in non-IGA and Model 2 IGA jurisdic-
tions and September 30th for FFIs in Model 11GA jurisdictions) is as follows:

e US Account Holders
— Account holder name
— Account holder US TIN
— Account holder address
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Account number

Income paid

Gross proceeds paid to custodial accounts
— Account balance or value

e Passive-NFFEs
— Names of substantial US owners
— US TIN of substantial US owners
— Addresses of substantial US owners

 Recalcitrant/non consenting account holders
— Number of accounts
— Aggregate balance or value

At present, this data set remains the same for reporting through to 2019.

I would make the point here that, if you are resident in an IGA jurisdic-
tion, you may be under the impression that there is no FATCA withholding
on a recalcitrant account. While a true statement, it is also an incomplete
one. The FATCA withholding on recalcitrant account holders is suspended,
contingent on these accounts being reported in the data set shown above.
To the extent that they are not included in the above data set, then FATCA
withholding would apply, even in an IGA market, because the suspension
would not be activated. In answer to the question of how the IRS would
ever know, the answer would be in the Periodic Review requirement and also
under the domestic legislation in such markets that transfers the obligations
of the IGA onto the domestic FFIs.

In general, FATCA reporting is seen by most firms as fairly mature and it
is certainly less challenging than IRC Chapter 3 reporting which still causes
major problems seventeen years after its imposition.

Recalcitrant and Non Consenting Accounts

I would also note here the term ‘non-consenting account holder’. There are
effectively three terms the reader needs to know in relation to any account
holder that does not provide a Chapter 4 status to an FFI requesting one.

The term ‘recalcitrant account holder’ is an IGA specific term that applies
only to individuals and entities. Non-Participating is a term for an FFI i.e.
not an individual or an entity. Non Participating is not specific to either
IGA or non-IGA markets i.e. you can have an NP-FFI in either.
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Non consenting is a specifically non-IGA term. Those FFIs in non-IGA
jurisdictions are subject to the original US (extra-territorial) regulation. In
that model, an FFI is required to obtain the Chapter 4 status of its account
holders. Where the account holder fails to do this and cites data privacy or
similar laws restricting their ability to do so, the FFI must request that the
account holder provide a waiver of those laws in order to complete the process
and get a Chapter 4 status. If the account holder refuses to do this or cannot
do this, the account becomes non consenting. Again, non consenting status
applies only to individuals or entities. From a reporting perspective therefore,
when requesting data about recalcitrant and non consenting account hold-
ers the IRS is essentially looking to see what kind of a population of account
holders an FFI has failed to get the requisite disclosure from that would allow
them to know if there were any US Persons in those accounts.

Overlap to Chapter 3 Reporting

I do want to make one reference to IRC Chapter 3 because there is overlap
between Chapter 4 and Chapter 3 reporting to the extent that there is any
FATCA withholding.

FATCA reporting as described above does not deal with withholding, it
deals with reporting of accounts that are US or substantially owned or con-
trolled by US Persons. The data associated with those reportable accounts is
about income, gross proceeds and account balances. However, FATCA with-
holding, if applied, does have to be reported, but not via the IDES system.
FATCA withholding, if applied, is reported using the Forms 1042-S that
are traditionally associated with IRC Chapter 3. In recent years, the IRS has
increasingly used the Forms 1042-S to include FATCA data. In particular,
financial firms that are providing 1042-S information returns to other finan-
cial institutions are required to identify the Chapter 4 status of the payee
and also that of any intermediary withholding agent.

In addition to identifying the Chapter 4 status of recipients, if FATCA
withholding was applied then a separate information return would be
required. For clarity, in IRC Chapter 3 QIs and NQIs are required to formu-
late their information returns based on the type of income and any applicable
exemption or exception codes. In the most common example, an NQI report-
ing dividends and interest paid to one recipient would be completing two
information returns 1042-S, one coded for dividends and one for interest.

So, FATCA reporting is not just about IGAs and IDES or Forms 8966—
these are all to do with the data sets attributable to reportable accounts. The
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second side to FATCA related reporting is related to any FATCA withhold-
ing that was applied, which must be reported on thre 1042-S forms and will
also be reflected in the firm’s annual tax return on Form 1042.

Cybersecurity

As you can imagine, there is quite a lot of data travelling around at specific
times. Its no surprise therefore that security is a key issue. The contents of
these reports include such sensitive items as names, addresses, tax ID num-
bers, bank account numbers etc.

IDES has an enrolment procedure that includes obtaining a digital cer-
tificate according to the IRS options, creating an account, validating your
GIIN and digital certification and waiting for enrolment approval.

The requirements of the IDES system means that data submissions them-
selves must meet a series of security related policies before data can be sub-
mitted. These include:

Compilation to IRS’s xml schema
Compression

Encryption

Digital Certification

Once the IRS has your IDES submission, there are a number of checks
made on the file, failure of any one of which, can cause the file itself to be
rejected. The rejection itself will arrive in the ICMM system that is the man-
agement and messaging system associated with IDES.

The pass/fail approach is based on a number of tests:

* Does the file de-crypt properly (i.e. was an approved encryption service
used);

* Does the file de-compress properly (i.e. was an approved compression tool

used);

Does the file have a correct digital signature;

Are any cyber threats detected in the file;

Are there any viruses detected in the file;

Does the schema match the approved schema (which is where most fail-

ures will occur if the FAQs at thre IRS IDES site is anything to go by);

* Does the file identifier match the submitter’s account record
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So, submitters need to be aware that this is not just like uploading a
spreadsheet.

The most common users of IDES will of course be the tax authorities in
Model 1 IGA jurisdictions and so many FFIs will not come into contact
with it.

However, FFIs in Model 1 IGA jurisdictions will need to follow guid-
ance from their tax authority regarding the way in which the report data files
are submitted to them. There are therefore two risk points in these jurisdic-
tions—the point at which FFIs submit their data to their tax authority and
the point at which the tax authority submits the data to IDES.

Notwithstanding this of course, each domestic jurisdiction may, and
has, come up with its own guidance and its own systems and methodol-
ogy by which the data is to reach them. The UK for example has created
a single registration portal for FATCA, AEol, CRS and CDOT (Crown
Dependencies and Overseas Territories) as well as a system for submitting
reports for all jurisdictions where there is an obligation to report. For small
one-jurisdiction firms this should be manageable but for multi jurisdictional
firms, it become rather complex and its not clear that the concept of an
expanded affiliate group or of consolidated compliance will help.
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Introduction to AEol & CRS

So in this part we will be looking at the OECD framework on combatting
tax evasion, the Automatic Exchange of Information (‘AEol’) of which the
Common Reporting Standard (‘CRS’) is a part.

For over 20 years the OECD has designed and updated standards for
the automatic exchange of income types found in the OECD Model Tax
Convention, with a view to ensuring that information can be exchanged
and processed quickly and efficiently in a cost-effective manner and in
2012 the OECD delivered to the G20 the report “Automatic Exchange
of Information: What it is, How it works, Benefits, What remains to be
done”, that summarises the key features of an effective model for automatic
exchange of information.

The main success factors for effective automatic exchange of financial
information are:

l.a common standard on information reporting, due diligence and
exchange of information,

2. alegal and operational basis for the exchange of information; and

3. common or compatible technical solutions.

From this grew the CRS and AEol with the CRS being released in 2014.
The easiest way to understand the larger picture is to remember that the
principles behind the framework are based on two ideas.
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First, financial institutions conduct due diligence on their account holders
to identify ‘reportable accounts’ and transmit that data to their domestic tax
authority. This is handled by the Common Reporting Standard.

Second, each of those ‘host country tax authorities (HCTAS) then shares
that data with its counterpart tax authorities by transmitting it to them
according to a set of rules for data aggregation, protection, security etc. and
at specified times. This is handled by AEol and in particular under a system
of Competent Authority Agreements (‘CAASs’) between governments.

This, as the reader will gather from Part 2 of the book, is a much sim-
pler and more elegant solution than the US FATCA framework. FATCA’s
complexity came about when the US issued regulation aimed directly at for-
eign financial institutions without any intermediation with the governments
whose domestic regulators were overseeing those institutions. This meant
that in some countries compliance with the FFI Agreement would automati-
cally mean that a financial institution would be breaching its domestic data
protection laws in order to meet the US requirement—not a tenable situa-
tion. This in turn led to an entire level of complexity known as the ‘inter-
governmental agreement’ or IGA’ of which, in FATCA there are multiple
varieties.

It is also important to understand a key difference between FATCA
and AEol. FATCA is a law in the US (US Hiring Incentives to Restore
Employment Act 2010) that has subordinate layers of regulation that to a
large extent are an expression of extra-territorial reach. This, as we have seen,
is not without its critics.

AEol on the other hand is not a law. Its foundation is a framework cre-
ated by working parties from a variety of backgrounds and countries, under
which governments can agree to implement their own laws, affecting their
own institutions for a common purpose (exchange of information). To that
extent, the financial services industry has been much less antagonised by
AEol than it has been by FATCA. The more elegant operational approach is
also likely to engender a more positive compliance response.

Finally, so we are all on the same page, the reader needs to understand one
final aspect of this framework. AEol is not an enforcement tool. Each gov-
ernment that has signed up for AEol has done so for a number of reasons.
However, the most important reason is the detection and deterrence of tax
evasion. AEol has no prosecutorial intent or ability, but the piece that’s miss-
ing is data. Without AEol and the collaboration between governments that
underpins it, governments would have no effective ability to detect or deter
tax evasion when it is structured outside those country’s territorial reach. The

US alone, with FATCA has made a substantive effort here, but that is based
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materially on the presumption that the US market, being the largest capital
market, is somewhat unavoidable for investors. However, the extra-territo-
rial reach of FATCA and its complexity did not win the US any friends and
compliance efforts within the industry have, as a result, been infected with a
‘de minimis compliance’ approach that may, in the long run dilute the effec-
tiveness of the principle.

Returning to the point, in order to fight tax evasion, governments need
data about their citizens and their accounts outside of their territorial reach.
The principle of CRS here is to create that common standard for data so
that all countries are requiring their financial institutions to gather the
same data. The AEol principle sets the standard for moving that data to the
receiving governments. However, its there, and not within either CRS or
AEol that prosecutorial rules begin to apply. Its only after a government has
received an AEol package from its counterparts, that it can analyse that data
and compare it to disclosures made by their citizens on their domestic tax
returns.

To that extent, AEol must be viewed as an ‘enabling’ framework and not
a prosecutorial one. With these principles in mind, we can begin to break
down AEol into meaningful areas.
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Principles of AEol-CRS

In this chapter we will look at how Tax Administrations and financial
institutions are affected by the principles of the Automatic Exchange of
Information (AEol) and the Common Reporting Standard (CRS).

We will break this down into sections of Legal Basis & Structure,
Operational Issues and Cyber Security. AEol and CRS are not laws, and
therefore are predicated on having a domestic legal basis in which to operate
i.e. force financial institutions to meet the requirements of the AEol prepara-
tory stage—CRS. Those legal bases, their complexity and inherent variability,
give rise to operational issues such as definitions, exclusions and operational
issues of due diligence necessary to isolate the information for reporting. The
data itself is highly sensitive, but the framework, how it works and how it is
structured and timed are all highly public. That leads to concerns over data
privacy (only being reported if its properly required under the rules) as well as
cyber security threats.

Legal Basis & Structure

By now the industry is getting used to complex legal structures in regula-
tions and AEol-CRS is no different. For clarity, CRS is a subset of AEol
with each subset having a different purpose that works in tandem to create
the international tax structure, in this case, the Standard. CRS deals with the
responsibilities of financial institutions to document their account holders

and engage in enhanced due diligence (Fig. 11.1).
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Fig. 11.1 Legal and operational basis of AEol

AEol represents the bilateral or multi-lateral obligations of governments,
essentially the Tax Administrations, towards each other and the security of
the data packages and the transmission of data between each other.

However, there is a small silver lining, in that because the Standard is based
on FATCA and is meant to build on the FATCA Model 1 IGA, FIs and
jurisdictions that have signed up to FATCA under the Model 1 IGA should
have a base understanding and hopefully a better grasp of what is expected
of them. This doesnt make implementing the Standard, any easier. In fact it
probably makes it slightly harder, as IT systems may not be able cope with
and be able to do both types of reporting and may need to be developed in
order to hold the relevant information needed for both sets of reporting.
Therefore Fls and Tax Administrations may have to invest in further systems
or pay to outsource in order to comply. Let us not forget, that there is also
the use of terminology where the Standard may be and is on a number of
occasions different, which we have discovered from our experience will cause
confusion.

In this chapter ‘the Standard’ will be mentioned on more than a few occa-
sions and to understand it we should know the concepts, which are:

e Availability of information
e Reporting by FIs
e Secure Automatic Exchange of Information
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The standard consists of four fundamental components, which we will look
at throughout this chapter. The four components are:

* Model Competent Authority Agreement (CAA)
e Common Reporting Standard

e Commentaries on CAA and CRS

e CRS XML Schema

We shall attempt to have a brief overview of the concepts before we delve into
the components of the Standard and the implementation of the Standard.

The first requirement is for information and data to be available and
this should, in our experience, be collected at the account opening process,
which is done through a combination of AML, KYC and Self Certification
forms together with the account details.

The Standard does provide a uniform set of detailed due diligence and
reporting rules for FIs to follow and apply to ensure consistency in the scope
and quality of information gathered and exchanged. These due diligence and
reporting rules are, as we have mentioned earlier, the CRS. The requirements
specify: the financial institutions that need to report, the type of accounts
that are to be reported, the due diligence procedures to determine which
accounts they need to report, and the information that needs to be reported.
The OECD have learnt from the IRS and the FATCA system when it comes
to what information needs to be reported and in order to limit the oppor-
tunities for taxpayers to use loop holes or worse, evade, their information
being shared by shifting assets to institutions or investing in products that
are not covered by the model, they have come up with a reporting regime
that has a broad scope across three dimensions. These dimensions are:

o The scope of financial information reported: A comprehen-
sive reporting regime covers different types of investment income
including interest, dividends and similar types of income, and
also addresses situations where a taxpayer seeks to hide capi-
tal that itself represents income or assets on which tax has been
evaded (e.g. by requiring information on account balances).
e The scope of account holders subject to reporting: A comprehen-
sive reporting regime requires reporting not only with respect to individ-
uals, but should also limit the opportunities for taxpayers to circumvent
reporting by using interposed legal entities or arrangements. This means
requiring financial institutions to look through shell companies, trusts or
similar arrangements, including taxable entities to cover situations where a
taxpayer seeks to hide the principal but is willing to pay tax on the income.
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o The scope of financial institutions required to report: A comprehensive
reporting regime covers not only banks but also other financial institu-
tions such as brokers, certain collective investment vehicles and certain
insurance companies.

The information that needs to be exchanged under the Standard and that is
required by the Fls to collect and report to the Tax Administration is specific
and highly confidential. Both the FIs and the Tax Administrations need to
ensure that they are able to (i) exchange that information and (ii) must do so
in a secure manner to protect the data.

Now that we have had a brief look at the concepts, we can have a deeper
look into the fundamental components of the Standard.

The Competent Authority Agreement (CAA) has a principal role to play in
the framework of the CRS/AEol structure, in addition to translating the CRS
into domestic law, a key component of its successful implementation is the
international framework that will allow the automatic exchange of CRS infor-
mation between jurisdictions. The CRS* CAA, not to be confused with the
FATCA CAA, specifies details of information and when this is to be exchanged.

As mentioned earlier, the granular is never simple and as with most
things, there are options available to jurisdictions. Just like FATCA and
its IGAs, there are three types of Model CAA; the Multilateral Competent
Authority (MCAA), Bilateral & Reciprocal CAA and Non-Reciprocal (i.e.
for when a jurisdiction does not have an income tax treaty). Jurisdictions
are typically using the multilateral convention agreement because the
Multilateral Competent Authority Agreement (MCAA) and is aimed to be
the most efficient way to provide a way to effect global exchange of informa-
tion and is fairly simple and standardised (see Appendix 3).

Tax Administrations can alternatively rely on a bilateral agreement, which
is typically a double tax treaty or some sort of tax information exchange
agreement. In addition to this alternative agreement method, certain CRS
exchanges will take place on the basis of the relevant EU Directive, agree-
ments between the EU and third countries and bilateral agreements, such as
the UK-CDOT agreements. As you can see, the international legal frame-
work and granular can start to seem and look complex very quickly and that
is before we realise that there are now over 100 jurisdictions and 87 signato-
ries for the Agreement and committed to AEol.

The Model CAA links the CRS and the legal basis for the exchange (such
as the Convention or a bilateral tax treaty) allowing the financial account
information to be exchanged. The Model CAA, as one would imagine, con-
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sists of a number of whereas clauses and contains seven sections. It provides
for the modalities of the exchange to ensure the appropriate exchange of
information. The whereas clauses contain representations on the domestic
reporting and due diligence rules that underpin the exchange of information
according to the competent authority agreement. They also contain state-
ments and requirements on confidentiality, safeguards and the existence of
the necessary infrastructure for an effective exchange relationship between all
parties informed in the chain. It also contains a section dealing with defini-
tions under CRS and AEol, while covering the type of information which is
to be exchanged, the time and manner of the exchange and the confidential-
ity and data safeguards that must be respected and adhered to.

All Model CAAs have the following information:

* the underlying legal instrument under which the information will be
exchanged;

e the precise information to be exchanged and the time and manner of that
exchange;

e the format and transmission methods, and provisions on confidentiality
and data safeguards;

e details on collaboration on compliance and enforcement; and

* details of entry into force, amendments to, suspension and cancellation of

the CAA.

This should mean that complexity decreases, but once again there are some
options and jurisdictions are given some leeway. This means that we come
to the granular complexity in this area. Jurisdictions have some freedom to
specify other provisions in the CAA but only if both signatories (jurisdic-
tions) agree. It must be said that, it is only some freedom because the CAA
does provide specific areas for optional provisions, which are:

1. allowing for direct contact between the exchange partner jurisdiction’s tax
administration and their partner’s domestic financial institutions in rela-
tion to minor errors or non—compliance;

2. phasing in the exchange of information in relation to gross proceeds;

3. providing for the alternative method of calculating account balance or
value.

As you can imagine and see from the brief outline above, the CAA is a detailed
document and it should be, considering what it is trying to achieve and ensure.
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The CRS component focuses on the due diligence rules for Fls to fol-
low to collect and then report the specific information and data, which
underpins the AEol. This means that jurisdiction that are implementing or
are thinking about implementing CRS must have rules and laws in place
to ensure FIs report the required information. This alone is an operational
issue, the rules need to be passed down to FIs to allow them time to change
their processes in order to comply.

Just like with FATCA, the due diligence requirements once again play
an important part in the regulations and requirements, both for pre-exist-
ing and new accounts. The review system (reviewing financial accounts)
under CRS is similar to FATCA, with low and high value accounts, self-
certifications certificates, AML, KYC documentation and Actual Knowledge
and Reason to Know all playing crucial parts in the implementation of the
Standard’s due diligence requirements under the AEol/CRS framework.

We have mentioned in the first few sections of this chapter how
CRS/AFol are similar to FATCA, however, FIs and Tax Administrations
should be wary, because as much as the Standard and AEol/CRS are based
on FATCA (and looking to develop the basis of this legal structure), there
are still a number of changes and differences. The major differences to be
aware of are in the Defined Terms or Definitions and of course the removal
of US indicators seeing as the Standard is a global financial network struc-
ture. These differences will have an affect on the operational side of FIs and
Tax Administrations who are currently dealing with the FATCA regime.

The xml schema should be used for exchanging the information and
standards in relation to the safeguards and confidentiality, transmis-
sion and encryption of the required data between the FIs and the Tax
Administrations. Again, FIs and Tax Administrations that have signed up to
and have been reporting under FATCA will have a familiar dread, because
they will have an understanding of the potential complexity that packaging
the data into a file can cause, let alone obtain the relevant information and
reporting on time.

Operational Issues

Now that we have covered the basics, it is only fitting that we try to explain
what and how these basics will impact the players in this regime. First off,
you will be glad to know that just like FATCA and the QI regulations there
is a portal for AEol, aptly named, the Automatic Exchange Portal, where Fls
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and Tax Administrations can obtain or rather delve into, the various docu-
ments and vast information relating to CRS and AEol.

One of the first and major operational issues is that the MCAA does not
become viable until the domestic legislation is sorted and all data privacy
and confidentiality requirements are met and agreed. Then there is a fur-
ther step in that even after the jurisdictions have signed the agreement, they
have to provide a notice stating that they wish to exchange the information
with one another. So as one can see, even from the get go, there is an opera-
tional cost just to get your foot in the door. This is therefore a critical step
in the exchange of information and falls on to the Tax Administrations and
Governments to complete. This then has to be put into Domestic Law and
passed down to the industry and FIs to ensure that they are aware of the
change in regulations and obligations.

Once all the legal basis and contracts are signed and complete, the opera-
tional and implementation processes for Fls and Tax Administrations will
start.

For some the issues regarding operations and processes could be as small
as just one link in the chain or it could mean starting entirely from scratch
because both the Tax Administration, FIs (the whole jurisdiction) is new to
this type of regime and have had no previous dealings with FATCA. So, in
essence these Tax Administrations and FIs will have an increased operational
cost, both in time and money spent on understanding and implementing
this change in process and more importantly attitude of people to accept the
regulations.

The lucky ones, and they should consider themselves lucky, are the Fls
and Tax Administrations that have had previous involvement with FATCA.
This is because through FATCA FIs would have been collecting the informa-
tion and reporting this to the IRS and the fact that there are a number of
similarities between FATCA and CRS and thus they may have only a mini-
mal job in order to implement CRS/AEol into their processes and be com-
pliant. However, just because and even though there are at times, minimal
differences between FATCA and AEol/CRS, there is of course complexity
and cost in managing, monitoring and implementing compliance and pro-
cedures, and so everyone in the chain should be cautious when implement-
ing new regulations.

The cost implications of the Standard will vary for each country and
FI, depending on the current state and the readiness (developing coun-
tries tend to be in a less ready state than developed countries), as well as
the scale of information to be exchanged, both sent and received data that
is likely to occur. Costs will come in the form of both time and financial.
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These costs are imposed both on the financial institutions, that provide the
information to the Tax Administrators which is to be exchanged, and the
Tax Administration who then verify and transmits the data, but not before
it has been unpackaged into the various jurisdictions, then sent to the
treaty partners. The data and information has to be unpackaged by the Tax
Administrations because the Fls are sending the information individually, so
say for example, a jurisdiction has 10 Fls, these FIs send their information
to the HT'CA, but each of these 10 FIs have clients that are represented in
10 partner jurisdictions. The Tax Administration has to un-package the FIs’
data and regroup the various underlying clients and information into the
partner jurisdictions, once this is done, the data is then ready to be sent to
the partner jurisdiction’s Tax Administration. The Tax Administrations will
also have to manage and use the information received from treaty partners.
As you can see from this small and fairly basic example, both FIs and more
importantly Tax Administrations need to have the necessary administrative
and IT structures in place in order to protect the confidentiality of this data
as well as to store and manage this enormous data set (Fig. 11.2).

As you can imagine from just reading the above, there is some real con-
cern in the industry with regards to this ‘new’ tax information sharing world
and that concern is mostly leaning towards the Developing Countries. This
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Fig. 11.2 Information flow in CRS/AEol
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is because with most regulatory changes, countries that are not in a state of
readiness, will suffer the most. Its not all doom and gloom because luckily
with the CRS/AEol these Developing Countries and Fls (this is not just use-
ful for them but all jurisdictions, countries and Fls) will be able to follow
the four key steps but Developing Countries will, in a way have to start from
scratch if they have had no dealings with the FATCA regulation framework.
The Tax Administrations, FIs and local financial laws may not be near the
standard of developed countries and could come under more scrutiny when
trying to be compliant and sign up to CRS/AEol.

As mentioned above, it’s not all dire because the four key steps that we
mentioned above that look to give a helping hand, though they may seem
logically, are a helpful starting point. These key steps are:

Understanding

Consultation

Legislation and International Agreements
Implementation—IT, Training and Administration

Tax Administrations and FIs have to understand what is expected. This can
be done through the use of the CRS Portal and consultation with indus-
try experts. By understanding what is required both as a Tax Administration
and FI, they will be able to assess if their current compliance and internal
infrastructure framework will allow them to meet the requirements of the
Standard and as might be the case, usually is in our experience, will need to
update and document changes to the compliance programme, infrastructure
and framework to allow the FI and Tax Administration to change their pro-
cesses and meet their obligations and the requirements of CRS/AEol.

This change in the regulations and the Standard do not just affect Fls
but also Tax Administrations and local laws. FIs and Tax Administrations
will require technical and administrative capacity and software to send and
receive astronomical amounts of data because there are now already over
10,000 permutations of bilateral exchange relationships activated with
respect to the jurisdictions committed to the CRS, with first exchanges
scheduled to take place in September 2017. The structure of the reporting
and data transfer is going to be time consuming to say the least.

The compliance framework should consist of a number of things, which from
our experience of best practice in the industry includes; documentation, forms,
processes and procedures and IT solutions. This type of framework, infrastruc-
ture, should be adopted by the Tax Administrations and FIs to try and make the
implementation and overall experience of this regulation as efficient as possible.
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This compliance framework and infrastructure is much the same that Fls
and some Tax Administrations use for their FATCA processes, with AML,
KYC and Self-Certification Forms once again playing key components in
this structure and the documentation of reportable accounts being essential
in order to establish whether or not they are reportable.

On the subject of documentation, there is however an important differ-
ence regarding the Self Certifications. Unlike the W-8 series designed by IRS,
where the signee is signing under penalty of perjury in the US courts, the
CRS forms are not. In addition, there is no single standard for these forms. The
British Banker’s Association (BBA), the OECD’s Tax Relief and Compliance
Enhancement (TRACE) and CRS groups have all designed slightly different
variants of these certification forms to be used as the equivalent of the W-8
series under FATCA. The other difference with these certificates is other than
the TRACE versions; there is currently no request for treaty benefits on them
and therefore, would not be able to be used under the FATCA/QI regime. This
adds additional work for FIs when documenting their accounts but should not
be viewed as a heavy task because the FI is already collecting most, if not all the
required information anyway under FATCA and the addition of an extra form
is not onerous. The question then becomes, which form to use between BBA,
TRACE and CRS. The decision is entirely up to the FI.

The MCCA outlines the information that needs to be reported on
Reportable Accounts and this again is very similar to what is needed under

FATCA. The information that is required under the MCCA is:

¢ the name, address, TIN(s) and date and place of birth (in the case of
an individual) of each Reportable Person that is an Account Holder of
the account and, in the case of any Entity that is an Account Holder
and that, after application of due diligence procedures consistent with
the Common Reporting Standard, is identified as having one or more
Controlling Persons that is a Reportable Person, the name, address, and
TIN(s) of the Entity and the name, address, TIN(s) and date and place of
birth of each Reportable Person;

e the account number (or functional equivalent in the absence of an
account number);

e the name and identifying number (if any) of the Reporting Financial
Institution;

e the account balance or value (including, in the case of a Cash Value Insurance
Contract or Annuity Contract, the Cash Value or surrender value) as of the
end of the relevant calendar year or other appropriate reporting period or, if
the account was closed during such year or period, the closure of the account;

e in the case of any Custodial Account:
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(1) the total gross amount of interest, the total gross amount of divi-
dends, and the total gross amount of other income generated with
respect to the assets held in the account, in each case paid or credited
to the account (or with respect to the account) during the calendar
year or other appropriate reporting period; and

(2) the total gross proceeds from the sale or redemption of Financial
Assets paid or credited to the account during the calendar year
or other appropriate reporting period with respect to which the
Reporting Financial Institution acted as a custodian, broker, nomi-
nee, or otherwise as an agent for the Account Holder;

e in the case of any Depository Account, the total gross amount of interest
paid or credited to the account during the calendar year or other appro-
priate reporting period; and

e in the case of any account not described, the total gross amount paid or
credited to the Account Holder with respect to the account during the
calendar year or other appropriate reporting period with respect to which
the Reporting Financial Institution is the obligor or debtor, including
the aggregate amount of any redemption payments made to the Account
Holder during the calendar year or other appropriate reporting period.

Obtaining all this information, may for some, present itself as an issue but
with a strong onboarding process and procedure, Fls will be able to gather
all the relevant information regarding the account in one easy process. The
key to gathering this information is due diligence, which will have to be
done on both new accounts and pre-existing accounts.

As we have seen in FATCA when Fls are trying to comply and execute
due diligence on pre-existing accounts, they more often than not encounter
clients that are reticent to provide further documentation, even if this is just
a single form or bit of information. They most common reason we hear is; ‘as
we are an existing customer why should we provide this’ or ‘why do we need
this’. Therefore issues may arise and from our experience, do happen more
than not. The key is for the FI to manage this and to not obtain the addi-
tional information or documentation, because failure to do so will mean that
the FI has failed to meet their obligations, which will have consequences. As
CRS/AEol is new and with only the fist exchanges of information happening
in September 2017, time will only tell to see what and how this is enforced.

There are a number of trigger points that will make an account reportable
and these are known as Indicia. FIs have to be aware of these as they may
change an account from being non-reportable to a reportable account. The
indicia are as follows:
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e identification of the Account Holder as a resident of a Reportable
Jurisdiction;

e current mailing or residence address (including a post office box) in a
Reportable Jurisdiction;

e one or more telephone numbers in a Reportable Jurisdiction and no tel-
ephone number in the jurisdiction of the Reporting Financial Institution;

e standing instructions (other than with respect to a Depository Account)
to transfer funds to an account maintained in a Reportable Jurisdiction;

e currently effective power of attorney or signatory authority granted to a
person with an address in a Reportable Jurisdiction; or

* a “hold mail” instruction or “in-care-of” address in a Reportable Jurisdiction
if the Reporting Financial Institution does not have any other address on file
for the Account Holder.

The review and due diligence on accounts is important because if any of the
indicia listed are discovered and are associated with the account, then the
Reporting FI must treat the Account Holder as a resident for tax purposes of
each Reportable Jurisdiction for which an indicium is identified. However,
the FI can elect to apply one of the applicable exceptions to that account,
should that account fall into that specific category.

The CRS’ exceptions for a Reporting FI are that it is not required to treat
an account holder as a resident of a Reportable Jurisdiction if:

a. the Account Holder information contains a current mailing or residence
address in the Reportable Jurisdiction, one or more telephone numbers
in the Reportable Jurisdiction (and no telephone number in the juris-
diction of the Reporting Financial Institution) or standing instructions
(with respect to Financial Accounts other than Depository Accounts) to
transfer funds to an account maintained in a Reportable Jurisdiction, the
Reporting Financial Institution obtains, or has previously reviewed and
maintains a record of:

(i) a self-certification from the Account Holder of the jurisdiction(s)
of residence of such Account Holder that does not include such
Reportable Jurisdiction; and

(if) Documentary Evidence establishing the Account Holder’s non-reportable
status.

b. the Account Holder information contains a currently effective power of
attorney or signatory authority granted to a person with an address in the
Reportable Jurisdiction, the Reporting Financial Institution obtains, or
has previously reviewed and maintains a record of:
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(i) a self-certification from the Account Holder of the jurisdiction(s)
of residence of such Account Holder that does not include such
Reportable Jurisdiction; or

(i) Documentary Evidence establishing the Account Holder’s non-
reportable status.

This just goes to show how clued up the Fls and compliance team need to
be when it comes to reportable and non-reportable accounts.

This must be all sounding familiar and as can be seen from the above, the
‘cure’ to finding indicia is once again a Self Certification Form, just as with
FATCA but as stated before, the forms under CRS are not (currently) signed
under penalty of perjury like the IRS W-8 series.

While we are on the subject of information reporting, the CRS has
defined a few terms that are very important with regards to how Fls need to
identify the accounts that will need reporting. Some of these terms will be
familiar to FIs because, as we have stated before, CRS is based on FATCA
Model 1 IGA and therefore they have borrowed, improved and/or built on
the definitions from the FATCA regime.

FIs need to be wary of this apparent closeness and not to fall into the
trap that is happening all to frequently in the IRC Chapter 3 and IRC
Chapter 4, where we are experiencing that Fls are confusing the two and
interchanging terms between the two chapters, thus causing themselves
issues.

The definitions regarding reportable information is as follows:

e The term “Reportable Account” means an account held by one or more
Reportable Persons or by a Passive NFE with one or more Controlling
Persons that is a Reportable Person, provided it has been identified as
such pursuant to the due diligence procedures described in Sections II
through VII.

o The term “Reportable Person” means a Reportable Jurisdiction Person
other than: (i) a corporation the stock of which is regularly traded
on one or more established securities markets; (ii) any corporation
that is a Related Entity of a corporation described in clause (i); (iii) a
Governmental Entity; (iv) an International Organisation; (v) a Central
Bank; or (vi) a Financial Institution.

e The term “Reportable Jurisdiction Person” means an individual or
Entity that is resident in a Reportable Jurisdiction under the tax laws
of such jurisdiction, or an estate of a decedent that was a resident of a
Reportable Jurisdiction. For this purpose, an Entity such as a partnership,
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limited liability partnership or similar legal arrangement that has no resi-

dence for tax purposes shall be treated as resident in the jurisdiction in

which its place of effective management is situated.

o The term “Reportable Jurisdiction” means a jurisdiction (i) with which
an agreement is in place pursuant to which there is an obligation in place
to provide the information specified in Section I, and (ii) which is identi-
fied in a published list.

o The term “Participating Jurisdiction” means a jurisdiction (i) with
which an agreement is in place pursuant to which it will provide the
information specified in Section I, and (ii) which is identified in a pub-
lished list.

o The term “Controlling Persons” means the natural persons who exer-
cise control over an Entity. In the case of a trust, such term means the
settlor(s), the trustee(s), the protector(s) (if any), the beneficiary(ies) or
class(es) of beneficiaries, and any other natural person(s) exercising ulti-
mate effective control over the trust, and in the case of a legal arrange-
ment other than a trust, such term means persons in equivalent or similar
positions. The term “Controlling Persons” must be interpreted in a man-
ner consistent with the Financial Action Task Force Recommendations.

o The term “NFE” means any Entity that is not a Financial Institution.

e The term “Passive NFE” means any: (i) NFE that is not an Active NFE;
or (ii) an Investment Entity described in subparagraph A(6)(b) that is not
a Participating Jurisdiction Financial Institution.

o The term “Active NFE” means any NFE that meets any of the following
criteria:

(a) less than 50% of the NFE’s gross income for the preceding calendar
year or other appropriate reporting period is passive income and less
than 50% of the assets held by the NFE during the preceding calen-
dar year or other appropriate reporting period are assets that produce
or are held for the production of passive income;

(b) the stock of the NFE is regularly traded on an established securities
market or the NFE is a Related Entity of an Entity the stock of which
is regularly traded on an established securities market;

(c) the NFE is a Governmental Entity, an International Organisation,
a Central Bank, or an Entity wholly owned by one or more of the
foregoing;

(d) substantially all of the activities of the NFE consist of holding (in
whole or in part) the outstanding stock of, or providing financing and
services to, one or more subsidiaries that engage in trades or businesses
other than the business of a Financial Institution, except that an Entity
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does not qualify for this status if the Entity functions (or holds itself
out) as an investment fund, such as a private equity fund, venture cap-
ital fund, leveraged buyout fund, or any investment vehicle whose pur-
pose is to acquire or fund companies and then hold interests in those
companies as capital assets for investment purposes;

the NFE is not yet operating a business and has no prior operating
history, but is investing capital into assets with the intent to oper-
ate a business other than that of a Financial Institution, provided
that the NFE does not qualify for this exception after the date that is
24 months after the date of the initial organisation of the NFE;

the NFE was not a Financial Institution in the past five years, and
is in the process of liquidating its assets or is reorganising with the
intent to continue or recommence operations in a business other than
that of a Financial Institution;

the NFE primarily engages in financing and hedging transactions
with, or for, Related Entities that are not Financial Institutions, and
does not provide financing or hedging services to any Entity that is
not a Related Entity, provided that the group of any such Related
Entities is primarily engaged in a business other than that of a
Financial Institution; or

(h) the NFE meets all of the following requirements:

i. it is established and operated in its jurisdiction of residence ex-
clusively for religious, charitable, scientific, artistic, cultural, ath-
letic, or educational purposes; or it is established and operated in
its jurisdiction of residence and it is a professional organisation,
business league, chamber of commerce, labour organisation, ag-
ricultural or horticultural organisation, civic league or an organi-
sation operated exclusively for the promotion of social welfare;

ii. itis exempt from income tax in its jurisdiction of residence;

iii. it has no shareholders or members who have a proprietary or
beneficial interest in its income or assets;

iv. the applicable laws of the NFE’s jurisdiction of residence or the
NFE’s formation documents do not permit any income or assets
of the NFE to be distributed to, or applied for the benefit of, a
private person or non-charitable Entity other than pursuant to
the conduct of the NFE’s charitable activities, or as payment of
reasonable compensation for services rendered, or as payment
representing the fair market value of property which the NFE
has purchased; and
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v. the applicable laws of the NFE’s jurisdiction of residence or the
NFE’s formation documents require that, upon the NFE’s liq-
uidation or dissolution, all of its assets be distributed to a Gov-
ernmental Entity or other non-profit organisation, or escheat
to the government of the NFE’s jurisdiction of residence or any
political subdivision thereof.

All this information should be gathered from the Fls system and once all
the information is in place, the data needs to be reported. This needs to be
done in a specific way and should meet the OECD Standard Transmission
Format, for which there is of course a schema document, the CRS User
Guide. Compliance teams for both the Tax Administrations and FIs need
to study and understand this and the use of the IT and admin infrastruc-
tures working together to create the required file will allow a clearer under-
standing and an eflicient process, whilst reducing the possibility of errors.
Of course the Tax Administrations can only create their file once they have
received all the data from their various Fls.

The schema explains and goes through how the data should be structured
and just like the FATCA regime, this is very specific and detailed.

As with FATCA, FIs will have options of how to report. FIs will be able to
report directly or use of third party companies. Each has their own pros and
cons. The major pro of reporting directly is that it is obviously more finan-
cial cost efficient, while the major con is that it will be more time costly and
dependent on man power. The reverse can be said for using a third party,
it will be more financially costly but will probably cost you less manpower
time. So Fls just need to be able to send data and should feel lucky.

On the other hand, Tax Administrations need to be able to send and
receive data and process the data received both from their local FIs and other
jurisdictions. Tax Administrations have to do quite a bit of work but if they
have the IT infrastructure set up then this work will be easier. The work the
Tax Administrations need to do is to ‘un-package’ and ‘re-package’, the data
received from their local FIs because this information and data will then be
sent to the relevant jurisdictions to complete the cycle. As explained in our
previous example with regards to the cost involved in information reporting,
Tax Administrations could be sending this information to a number of part-
ner jurisdictions as well as receive data, so it is important that the schema is
followed, to allow the ease of transfer and receipt of this data. The sending
jurisdiction Tax Administration may need to correct some of the data, which
would be done during the un-packaging and re-packaging stage of this pro-
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cess, this will allow for the data to be received and processed in the same
systems it was sent.

As one can see, there could be some testing times to come in ensuring
that obligations and requirements are met. The OECD have laid out four
core requirements that they feel will help to implement the Standard and
these are:

e Translating the reporting and due diligence rules into domestic law,
including rules to ensure their effective implementation

e Selecting a legal basis for the automatic exchange of information

e Putting in place IT and administrative infrastructure and resources

¢ Protecting confidentiality and safeguarding data

These core requirements are not just for FIs but also aim to help
Tax Administrations, as can be seen from the first point where Tax
Administrations need to translate the reporting and due diligence into
domestic law. These requirements will take time and effort to implement,
understand and of course, will cost the FIs and Tax Administrations a sub-
stantial amount both in a financial and time aspect.

The reporting of information follows the Country by Country Reporting
(CbCR) under the OECD’s BEPS (see Part 4 of this book), this alone can be a
operational issue because it needs to be implemented and documented whilst
any changes to the processing and procedures need to be updated in the inter-
nal manual. This means that this CbCR document needs to be monitored on a
regular basis to ensure that what is being done is correct and up to date.

FIs have to declare any reportable accounts, in the currency in which the
account is (are) denominated. Currency conversions in relation to thresholds
must be calculated with a spot rate as of the last day of the reporting period.

As we have mentioned and alluded to on a few occasions already, there is
a lot of work to come for FIs, compliance teams and Tax Administrations. It
all starts with preparing action plans which leads to implementing plans to
meet CRS/AFol requirements.

Cyber Security

The main issue that has and that is still playing a major part in the uncer-
tainty of FATCA and now CRS/AEol is the protection of the confidential
information during the transfer of data from FIs to Tax Administrators and
then again to partner Tax Administrations.
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The uncertainty is not just coming from beneficial owners but also Fls,
Tax Administrations and Governments, basically, everyone in the chain.

While the AEol framework focuses quite heavily on data security and
transmission standards, the transmissions will have a lot of moving parts.
The ‘moving’ parts are when FIs have to obtain, gather their clients” data,
storing this data on their systems and then once a year these FIs will need
to report the information to the HTCA, this movement of data would be
classed as a ‘moving’ part, but this is the first of many.

Once the HTCA has this information from all the reporting FIs then will
then have to un-package all the data they have received, another potential
moving part, into the partner jurisdictions and send this on to them to be
processed, definitely a moving part.

With all these potential points of entry and feeder points into what
should be a secure transmission network can only naturally create concern.
It is understandable, account holders don’t want their data and information
to be stolen whilst the FIs and Tax Administrations don’t want to be respon-
sible for any loss of data or worse identity theft. So we can see why there is
still a lot of public and industry concern and insecurity regarding the global
transfer of highly confidential information, even though transfer of data as
been happening for many years, both domestically and internationally.

To try and alleviate these concerns, the Standard has extensive guidance
on confidentiality and safeguarding data and is stipulated in the MCCA.

FIs and Tax Administrators need to invest in I'T and back office systems
that will offer ‘bullet proof” data protection and a risk assessment needs to
take place of any existing IT infrastructure to determine current state of
affairs to ensure they meet the Standard’s requirements.

Conclusion

The intent of this chapter was not to go into the granular detail, but more to
use some elements of the granular detail to highlight some of the issues that
all actors in the chain will have to handle.

For any of this to work, the AEol and CRS framework must be adopted
by a variety of governments each of which may take different lengths of time
to enact the primary and perhaps secondary legislation needed to give a
legal basis to apply rules to financial institutions. In addition, there are some
jurisdictions that are not currently in the process but which may joining it
at some point. Finally, to the extent possible, some of the AEol and CRS
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frameworks have areas where governments can choose different definitions
and/or reporting obligations. Each as a sender of data will have to receive,
unpack and re-pack data before sending to other governments. Each as a
receiver will be receiving data from multiple other governments, unpacking
it, analysing it and comparing it to disclosures from their own tax payers. All
of this, while providing significant challenges for governments, also provides
a major headache for financial institutions that must have resources capable
of monitoring these changes and designing and implementing systems and
operational processes to be compliant.

The financial institutions themselves will need to handle operational
diversity. Most are already affected by FATCA and so they will need to
understand the similarities and differences between their existing commit-
ments to the US government (directly or indirectly) and those of the OECD
framework adopting jurisdictions. They will need to analyse those differ-
ences particularly to identify the nature of their counterparties and clients,
apply CRS rules to assess whether they are reportable with respect to any of
the 100 plus AEol jurisdictions and then create due diligences procedures
to use available self certifications in onboarding processes as well as one off
processes for pre-existing account holders. To be cost effective, these CRS
based processes must leverage any possible commonalities to FATCA so that
GATCA reporting becomes, as far as its practicable, a single holistic conceprt.

Finally, by far the most challenging issue will be client relationship man-
agement. If FATCA and QI have been anything to go by, the degree to
which a financial institution supports its customers and counterparties, will
determine how much pain is felt at all levels. Recall that all the activity of
AEol has absolutely no benefit to a financial institution and none to its cus-
tomers. The only beneficiaries of all this activity are the tax authorities.
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The Common Reporting Standard

While the general picture painted in the introduction to this part of the
book is simple, it’s important to understand that while the generality is sim-
ple, the granular is often not so simple.

We would like to observe that, of all the areas of international taxation
that we cover in our business, the OECD web site is by far the best, most
clear and comprehensible and also the most complete. It is for this reason
that we do not feel the need to reproduce material from their site into this
book as the reader will very quickly be able to find and download detailed
content. Our intent in this book is to provide some commentary in a very
practical way to the consequences of the material.

The financial services sector has grown internationally with very little
operational coordination. Nowhere has this been more so that in the area of
taxation where national governments jealously guard their sovereignty over
what is, after all, their income stream.

In our experience, regulators are also incredibly bad at writing effective
regulation, despite the common incestuous relationship between regulators
and those who are regulated in this industry. So, its refreshing that, in the
main, CRS was not written by regulators and perhaps that’s why its so much
easier to understand, if not easier to implement.

It is to this background that we should consider first, who is involved in
the chain of intermediation. There are many actors in this play. While finan-
cial institutions are at the heart of CRS and are the source of the data to be
shared, many financial institutions commonly outsource portions of their roles
to third parties such as administrators. These third parties thus also become
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entangled as the regulators seek to ensure that the control systems applicable to
the financial institutions are also taken on by their agents and counterparties.

Actors in CRS

The Common Reporting Standard, at the time of writing, is in its sec-
ond edition. The basic items covered in the standard relate to the due dili-
gence procedures to be performed in order to identify reportable accounts,
the information to be aggregated for such accounts and the reporting to a
domestic tax authority in preparation for that authority’s transfer of infor-
mation under the rules of AEol.

That sounds simple. However, CRS takes some account of the conditions
of the financial services operational framework. However, first, lets identify
the actors in this play.

Account Holders

The primary actors in CRS are the financial institutions at which financial
accounts are held and through which, potential tax evasion could take place.
CRS provides definitions for the different types of account holder and what
is a reportable account. The term Reportable Account Holder (RAH) means
an account held by one or more Reportable Persons or by a Passive NFE
with one or more Controlling Persons that is a Reportable Person. Bearing
in mind that the simplest structure is one in which a direct beneficial owner
individual operates an account directly at a financial institution, some finan-
cial accounts are held by beneficial owners structured within investment
vehicles, these might be partnerships, trusts, family foundations, hedge
funds etc., all of which are aggregating investment capital in some way.
Some countries have special types of such vehicles such as SICAVs, SICAFs,
OECIVs (open ended collective investment vehicles), pension funds, UCITS
funds and SPVs (special purpose vehicles). As you can imagine, the number
and types of these collective vehicles is large. Some represent particular risks
as vehicles for tax evasion, while others do not. Account holders can also be
persons corporate, also known as entities (as opposed to individuals). These
are generally of two types—passive and active, reflecting the same approach
as FATCA. As far as both the US and OECD are concerned passive entities
also called passive non financial entities are high risk for tax evasion, while
active NFEs are not. We will explain the issues this creates later.
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Financial Institutions

Financial Institutions under CRS/AEol there are separated into reporting
FlIs and non-reporting Fls.

The term Reporting Financial Institution is rather helpfully defined as any
Participating Jurisdiction Financial Institution that is not a Non- Reporting
Financial Institution’. This effectively allows the framework to define exemp-
tions and exclusions to the reporting requirement such that any firm that
does not fit an exemption or an exclusion will be, by inference, a reporting
financial institution. The most obvious are:

® Depository Institutions

e Custodial Institutions

e Investment Entities

e Specified Insurance Companies

Non-Reporting FIs under the Defined Terms of CRS is actually quite a list,
but these include for example:

* a Governmental Entity, International Organisation or Central Bank,
other than with respect to a payment that is derived from an obliga-
tion held in connection with a commercial financial activity of a type
engaged in by a Specified Insurance Company, Custodial Institution, or
Depository Institution or

e a Broad Participation Retirement Fund; a Narrow Participation
Retirement Fund; a Pension Fund of a Governmental Entity, International
Organisation or Central Bank; or a Qualified Credit Card Issuer or

 an Exempt Collective Investment Vehicle or

* a trust to the extent that the trustee of the trust is a Reporting Financial
Institution and reports all information required to be reported pursuant
to Section I with respect to all Reportable Accounts of the trust.

Tax Administrations

Tax Administrations are just as important in this chain, because they receive
the final data. They also have to send the data received from their local Fls
to their partner Tax Administrations.
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Implementing CRS

Knowing who the actors are is only the first step. The next step is to under-
stand what due diligence impact CRS will have on your business.

If you are an account holder, you will be subjected to requests for infor-
mation from financial institutions where you operate accounts. If youre a
tax administration you will need to interpret CRS to allow for the receipt of
reports from your financial institutions as well as provide them with guid-
ance on interpretation. However, the biggest impact will be if you are a
financial institution.

Knowing that you have a due diligence requirement starts a process of
segmenting customers in different ways than those you may have been used
to. At present, most systems categorise an account holder based on Know
Your Customer (KYC) and Anti Money laundering (AML) regulation. You
may also have been subjected to FATCA due diligence and reporting. As the
latter is already relatively mature, you, and your systems, may be capable of
allocating further tags to account holders such as status in IRC Chapter 4
(FATCA). This kind of data flag usually runs in parallel to the normal oper-
ational systems of a financial institution simply because it is there only to
determine if data associated with the account holder and the account are
reportable to the US government. As such, this flag is a singular case where
CRS is a multiple case.

In CRS, as with FATCA, the framework takes as it start point the exist-
ence of KYC and AML data. However, because CRS takes effect in a speci-
fied time frame, as with FATCA, there is a concept of pre-existing accounts
and new accounts with different rules for each. In fact, there are a number of
variables to consider, namely:

When the account was opened—new or pre-existing;

Value of the account—low or high;

Nature of the account holder—individual or entity;

Existence of partner jurisdiction indicia—paper records or ‘actual knowl-
edge’ of a relationship manager;

Nature of the account—depository or custodial;

e Place of incorporation or birth.

In addition, CRS embeds the concept of de minimis thresholds. In FATCA
these are used to reduce the number of accounts subject to enhanced due
diligence, presumably because low value accounts are unlikely to be a source
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for tax evasion. CRS has a similar de minimis threshold concept whose
application is dependent on three factors—whether the account is pre-
existing or new, whether the account is low or high value and whether the
account holder is an individual or an entity. While the intimation of CRS
is that this is being done to recognise the relative difficulties of obtaining
self certifications, its more likely that this will result in more work for the
financial institutions who will have to overlay due diligence procedures with
bifurcations based on these factors - and fewer reported accounts for the
tax authorities. To the authors, the beneficiaries would seem to be the tax
authorities, not the financial institutions.

Entity Individual
Pre-existing De Minimis $250,000 No de minimis
New No deminimis No de minimis

Now, at this stage, we need to make something clear that is of major sig-
nificance. The CRS is a framework not a law and not a regulation. To that
extent, CRS in many places uses the term ‘may’ not ‘will’, leaving the door
open for any jurisdiction to make up its own mind and thus create more
operational difficulties for its financial institutions. The reality is technically
much worse in that even when there are definites such as exchange of infor-
mation, jurisdictions can adopt the framework either on a reciprocal or non
reciprocal basis, yet adapt the exchange timing itself based on a number of
factors.

If...then...

If that was all it was, it would be complicated enough. However the CRS
also contains the concept of what is termed ‘boolean logic’. For those of us
without maths degrees, this translates simply to a set of rules that determine
whether an account is reportable and if so, what is to be reported. These
‘IF-THEN’ conditions really cause problems and in particular, sometimes
they are more complex e.g. IF...AND... THEN.... or IF...OR... THEN...
We usually use these rules to create decision tree diagrams to help cli-
ents understand how the status of their clients results in one or more dif-
ferent actions. These are then often included in compliance policies and
procedures, not least because they are much easier to understand than the
long form text descriptions and they describe the dependencies between
sets of information more accurately. These decision trees also provide very
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clear instructions to IT departments that will need to review for potential
improvements, to systems and/or risk reduction. Some examples of how this
works are shown in the table below.

IF... AND... THEN...
Account is individual account is a cash value No review of account is
pre-existing insurance contract required
Account is low value RFI has a residence address | RFO may treat residence
individual in its records address as residency for
tax purposes.

Structure of CRS

As one might expect, the structure of CRS is relatively simple in concept
and so too is the AEol document published by the OECD, now in its sec-
ond edition. The AEol Standard document is separated into three sections
plus annexes. Section I provides an introduction while Section II A is the
core Model Competent Authority Agreement (CAA) and Section II B is the
Common Reporting Standard (CRS).

The structure of this standard is relatively simple to work through. The
CRS itself is providing information about what needs to be reported and
how the due diligence procedures ‘may’ be applied. Therefore, the first act of
any CRS project should be to establish whether your particular jurisdiction
has applied the CRS ‘as is’ or whether there have been any changes to it as it
transitioned into domestic law, whether that be as changes to definitions or
as changes to the rules (either of which could alter the number of reportable
accounts and also the operational processes necessary to identify them.

Many of the due diligence concepts and indeed, several of the procedures
are modelled on FATCA. The main three principles are:

* Defining the nature and amount of information to be reported;

¢ Defining the scope of accounts subject to reporting and;

® Defining which financial institutions are required to report and those that
are not.

Finally, the Standard also includes, in Section III B various commentaries
relating to the CRS. However, what most people want to know about CRS
is—what do I do now?
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Segmenting CRS Strata

From a holistic viewpoint a reporting financial institution (RFI), once it has
determined that it has a reporting obligation, should be segmenting its cus-
tomer base into the following strata:

Pre-existing individual
Pre-existing entity
New individual

New entity

The date for cross-over between new and pre-existing will of course be
embedded in the domestic legislation that is enacted to transition CRS into
law for the RFI’s market.

Entity sub-classifications are similar to FATCA i.e. passive and active non
financial foreign entity P-NFE and A-NFE respectively. CRS also has the
concept of controlling person (CP) that describes what, in FATCA would
include both control by substantial ownership and effective control.

In terms of reviewing these account strata for CRS status, an RFI would
need to establish first whether any de minimis threshold needs to be applied
that would remove portions of each strata from any review—thus reducing
the workload. In the CRS itself, pre-existing individual accounts, new indi-
vidual accounts and new entity accounts are suggested not to have any de
minimis applied i.e. all accounts in these strata should be reviewed. At the
risk of repetition, this is what CRS says as a recommended standard. That
does not mean that the standard was adopted in any given jurisdiction. You
will need to review your jurisdictional law to see whether your legislature
copied and pasted CRS or whether it made changes.

Once this segmentation is complete and a reviewable account base has
been identified, the due diligence procedures themselves should be applied.
In most cases, this will consist of a review of either paper records or elec-
tronic records or both plus solicitation of a self certification of CRS status.
This is a more complex area for entities than it is for individuals and the dif-
ficulty should not be underestimated. We are aware even today of financial
firms that have not properly completed due diligence under FATCA or the
QI regulations and are finding ways to report that do not trigger any com-
pliance issues.
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Application of Due Diligence

So, now that we have identified the actors and described the preliminary
activities of assessing account strata for review, the actual due diligence
requirements will apply to the remaining subset of an RFI’s account base.
Remember at all times that all this preparatory activity is designed to isolate
data for the purpose of reporting,.

CRS already includes an equivalent to the US W-8 forms, although the
OECD’s documents—called Investor Self Declarations (ISDs) are notice-
ably simpler whilst at the same time generalising the intent. The US form
seeks only to identify IRC Chapter 4 status as US or non-US before moving
into sub categorisations. The OECD’s ISDs on the other hand must take
account of the fact that any one account holder may have tax liability in
more than one jurisdiction and that there may be a reporting obligation to
that jurisdiction. So, where the W-8 form in effect asks ‘do you have US
reporting liability?” the ISD asks ‘where do you have tax liabilities?’. In addi-
tion, returning to our variability theme, here too the OECD notes that the
investor self declaration template can be varied e.g. information requests can
go further than those recommended, although there is a strong suggestion
that the minimum requirement should be that shown in the standard.

So, in effect, the information available to an RFI is represented by:

KYC

AML

ISD (Individual, Entity and Controlling Person)
Actual Knowledge

This information may be held in paper records and/or electronically. From a
risk perspective, and if FATCA was anything to go by most firms will choose
to use a form of ISD. However, CRS also requires a similar search for what
are termed ‘indicia’. These are similar to the FATCA concept of indicia but
must be assessed on a much broader basis and with a much more robust
monitoring and change management approach.

For example, consider an RFI in a jurisdiction with CAA arrangements
with sixty other jurisdictions. The annoying thing for the RFIs here is that
they have no control over how many jurisdictions their government will
choose to engage with for exchange of information nor the rate of increase
in number of those exchange arrangements. However, the RFI in this exam-
ple must search for indicia that relate to any of the partner jurisdictions. The
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most simple model of course is one in which account holders have simple
arrangements in which they are operating a foreign account but only have
one jurisdiction to which their data will be reported. This would be com-
plicated by an individuals with, say, dual citizenship, but its unlikely that
the number of jurisdictions to be reported for individuals will exceed two or
three. In the case of entity account holders however, the situation can eas-
ily be much worse. CRS provides for several different types of controlling
person (CP). So there could easily be many CPs for any one entity account
holder and each may have tax reporting liabilities in different jurisdictions.
So, the due diligence procedure for entities is a much more complex task.
Not only will there be documentation and validation procedures required
for the entity itself, but also for each of the CPs and, if there are multiple
CPs with multiple jurisdictional tax reporting liabilities, then the account
data for that one entity may well be reported to several jurisdictions based
on each CP’s involvement with that entity. This constitutes a significant
workload, particularly in wealth management and private banking where
complex, sometimes nested vehicles are in place between an account holder
and the ultimate CPs below it.

CRS also has some confusing terminology in that it references accounts
for review as well as accounts for reporting. We find that its not uncommon
for RFIs to think that a reviewable account is the same thing as a reportable
account. This is not so.

A reviewable account is one that meets certain criteria (value, structure
etc.). A reportable account is one that meets reporting criteria (foreign or CP).

Now, the CRS does provide a recommendation that, for example, pre-
existing entity accounts are not reviewable, identifiable or reportable unless
their value exceeds $250,000—however, the same portion of the CRS also
states that this provision can be over-ridden by the RFI (and presumably
by the domestic legislation). So, yet again, we see that CRS may in some
respects be simpler than FATCA, but that in others, usually because of the
multiplicity of reporting destinations, it creates more complexity.

We do not intend here to go into each and every review procedure
from the CRS since these are perfectly well documented in the CRS itself.
However, what we are trying to achieve here is a base of understanding that
the policies and procedures that financial firms will have to adopt for CRS
do have some important differences from FATCA and the sheer number of
countries that have CAA arrangements in place means that the preliminary
part of CRS implementation—understanding and documentation/due dili-
gence are the foundation of any firm’s compliance efforts.
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We have found it common that firms rarely prioritise these preparatory
elements. In particular:

e establishing a clear prioritisation and resource allocation;

e creating a monitoring and change management plan to keep track of
changes to the standard and also, and more importantly, to the local
legislation and guidance (which have already changed since issue by the
OECD and also by some governments)

e identifying all the key affected parties within the organisation and making
sure there is a training and personal development plan in place.

Report Data Gathering

This is embedded in Section I of the CRS and again, based on the potential
variability between the standard and what gets passed into domestic law, RFIs
should assess the differences if any when preparing policy and procedure.

Size Matters

The variability and number of jurisdictions involved also makes it more difficult
for large financial institutions, particularly those with a multi jurisdictional oper-
ational basis e.g. international branches or sub custody networks. This means
that larger firms will need to work out a many-to-many due diligence system
in which each branch must meet its own local due diligence requirements and
each will be separating out reportable accounts with respect to multiple possible
reporting jurisdictions. Smaller, single jurisdiction firms will only have a one-to-
many problem to solve with only one set of guidance to worry about.

So, we have looked at who the actors are. We've looked at the filter-
ing mechanisms that financial firms can use to (i) reduce the number of
accounts for review and (ii) identify the ones that are reportable.

Technical Delivery

There are two forms of technical delivery involved in CRS. The first is the
delivery of data from a reporting financial institution. The second is the
unpacking and re-packing of that data by a domestic tax authority in prepa-
ration for its delivery to partner jurisdictions under the CAA framework.
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Most jurisdictions that have 2017 as the first exchange year have already
set out the technical basis for both these elements. There are clearly some
basic issues that reporting financial firms need to consider data privacy and
data security.

Some tax authorities are providing a technical platform or portal with var-
ying degrees of security to allow their reporting firms to upload data directly
to their servers. Some are also embedding requirements for file certifications,
encryption, compression and file validation processes.

Control and Oversight

Now, the biggest difference between FATCA and CRS/AEol lies in the
control and oversight function. In FATCA, as with IRC Chapter 3, the US
unilaterally establishes a complex oversight system including the concepts
of responsible officers, requirements for written compliance programs and
finally a requirement for a triennial independent periodic review. The IRS
has the potential; for direct intervention at this stage, should any failures be
found. In addition, FATCA embeds the obligation that a responsible officer
must proactively notify the IRS of any event of default or material failure.
This structure exists because financial institutions are essentially contracting
with the US as a foreign state. Where they are not contracting directly, they
are subject to the domestic translation of the FATCA arrangements via the
relevant IGAs and lower level competent authority agreements. While the
name is the same and the intent is generally similar, the OECD CAA is dif-
ferent from the US CAA. The OECD framework takes as its starting point
that oversight will be based purely on domestic law. This is understandable
because CRS/AEol is a framework not a regulation.

Section 4 of the Model OECD CAA essentially provides, at that level,
for a collaborative stance on both compliance and enforcement. This means
that each jurisdiction must provide its own financial institutions with rules,
guidelines etc. relating to the importance with which they view failures of
due diligence and/or reporting.

Again, this makes it relatively simple for small single jurisdiction institu-
tions and proportionately harder for those in expanded afhiliate groups, even
with a common compliance programme.

The Model CAA talks about rules and administrative procedures as well
as effective implementation and compliance. These are hard enough to fol-
low when they are well defined, but in this case, the weakest link will be in
those jurisdictions where there is either no political will or focus to support
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an international agreement or presumably where doing so may damage the
financial industry. So, we still end up with a framework that can only oper-
ate effectively to the extent that its participants apply similar levels of focus
to this issue.

What most firms seem to be doing in practice is leveraging the similari-
ties between FATCA, US IRC Chapter 3 and CRS. Since the definitions are
similar (but not the same) and the purpose is the same, many firms we see are
embedding compliance and operational procedures within a single GATCA
framework. So firms that are reviewed triennially for their FATCA compli-
ance are making sure that their CRS processes are under similar scrutiny.

Conclusion

What begins as a seemingly simple and cohesive model for due diligence
rapidly falls foul of the same issues that have plagued the US FATCA system
since 2010. Namely that it does not matter what direction you approach
this issue from, the reality is much more complex in implementation than
the model would have you believe. The top level concept of a globally
agreed methodology to identify and report account holders to their home
jurisdictions, cascades into a multiplicity of caveats and definitional issues.
Account holders don't just have cash accounts, they have securities accounts
and insurance contracts. They construct their assets into sometimes com-
plex vehicles and of course, at the time of implementation there may be old
accounts and new accounts. Beyond the definitional issues the CRS rules
can come into force at different times. There are a number of jurisdictions
set to exchange data in September 2017 and others set for 2018. Firms with
a disparate client base must have not just operational processes for due dili-
gence, they must have monitoring processes in place to keep track of the
changes in reporting scale and scope as new jurisdictions come into play and
data requirements of existing exchange agreements evolve.

Clearly, this plethora of intrusive questioning both to identify the tax sta-
tus of an account holder but also to penetrate many accounts and similarly
do due diligence on underlying parties in order to identify persons of sig-
nificant control, places a substantial burden on relationship management
and account opening functions. If these people get it wrong, or the systems
they use are inadequate, the rest of the framework rapidly falls apart. The
old saying ‘garbage in—garbage out’ is true in this sense. We already see, on
a regular basis, failures of understanding at investor level leading to incor-
rect or unreliable certifications being made. We also see, equally regularly,
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failures of due diligence processes to correctly validate the reliability of these
forms and informational review. We routinely see firms taking a ‘lowest
common denominator’ approach to compliance in the knowledge that they
are unlikely to get caught and, if they do, the penalties are an acceptable
business cost given that these obligations do not sit at the core of most firm’s
business models.

A Wider Approach

The AEol framework also discusses the concept of a wider approach
designed to reduce costs for the industry. This approach provides a CRS
set of guidelines that effectively deletes the enhanced due diligence rules in
favour of making any account reportable if its owner or controlling person is
not a domestic resident. While this looks on the surface like a good idea and
would certainly reduce the number of variable processes that a financial firm
would need to adopt and maintain, to us it rather raises the question of pur-
pose. If the purpose of CRS and AeOi is to detect and deter tax evasion, that
pre-supposes that evasion is an activity for the wealthy, hence the enhanced
due diligence and focus on high value accounts. If financial institutions are
going to remove this filter and report everyone, this will result in foreign
governments receiving much more data, of which a substantial amount
will not be in relation to tax evasion at all. However, it does seem to sat-
isfy the increasing international trend amongst governments to acquire data
and information about the activities of their residents outside their home
country as a general principle. As such there are probably some notable gov-
ernments for whom such data would be very useful, albeit unrelated to tax
evasion e.g. political dissidents. This should be of serious concern to those
interested in data privacy generally as it seems to go beyond the purpose
for which the framework was designed while at the same time providing no
check balances. This would also provide a greater risk of cyber-hacking as
the value of data would increase substantially.
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Automatic Exchange of Information

AEol has two elements and, for the most part, readers may be understanda-
bly interested in the first more than the second. The first part of AEol occurs
at the end of CRS and is represented by the transfer of account report data
from a reporting financial institution to its domestic tax authority. The sec-
ond and probably more recognisable is the transfer of report data between
tax authorities.

We have already noted that the actual data elements themselves may
change both over time and between particular jurisdictions. We have also
noted that the nature of this data is highly sensitive and would, under nor-
mal circumstances, fall foul of data protection regulations and laws of many
countries. It does also constitute a major cyber risk (See Chap. 20). The
structure of AEol effectively recognises these problems in its derivation from
FATCA that suffered the same issues. The data protection legal issue was
the main driver of the FATCA Inter-Governmental Agreements (IGAs) that
took the cross border aspect of the data transfer away from financial insti-
tutions and placed it at governmental level. This of course then led to the
need to put some structure in place to force financial institutions to com-
pile and present this data domestically so that their governments could effect
the cross border part of the transfer requirement. This is what led to the US
Competent Authority Agreements (CAAs) that underpin FATCA many of
which required both primary and secondary legislation in each jurisdiction.

In the same mode, AEol of course does not start as a law or regulation but
nevertheless arrives at the same end point with CAAs and domestic legislation.
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Timing

Ask most people when AEol transfers take place and they will tell you,
September of each year. Technically, the model CAA in AEol provides a space
for the parties to the agreement to specify their own timing. However, we
must remember that there are two stages of AEol. In order for a government
to have data to transfer, it must first receive it from its own reporting finan-
cial institutions. The number of these will change over time and there will
be changes to the scale of reporting as the industry is not immune to merg-
ers and acquisitions, nor to the incidence of new products and of course new
account holders. Therefore, there needs to be, in each cycle, a period in which
reporting financial institutions are required to perform CRS, compile and
protect their data before sending it to their domestic tax authority. We would
note here that the CRS piece cannot be assumed to be static. In the first
cycle, it is true that firms will need to complete due diligence on pre-exist-
ing accounts (however those are defined from a date perspective in a CAA).
However, the financial services sector is always in a state of volatility—new
customers, old ones changing structure, new ones connecting to old ones etc.
So, there is effectively a delta in the effort each year adding to the CRS effort
and resulting in additional data sets being added to the reporting requirement.

Timing is also important in order to make sure that the report data itself,
to the extent that its possible, is with respect to a consistent time period.
The Standard assumes that a calendar year is the basis of the reporting data.
This in itself will cause problems for tax authorities. This is because not all
jurisdictions have a calendar year that matches their domestic tax reporting
year. The UK for example uses a twelve month period ending on March 31st
while the US uses the twelve month period ending on December 31st. So,
in their efforts to analyse reporting data when received, there will be some
countries that are receiving information about their tax-payers that effec-
tively cross between one domestic reporting season and another.

There is also timing variability within the AEol standard based on when
a given CAA is signed, when it goes into force and the status of the underly-
ing domestic legislation. This can result in a bifurcation of transfer activity
in the early years of any given CAA. For example, if two jurisdictions have
signed a CAA but only one has managed to enact the required domestic leg-
islation, then, in principle, of the two, only one will be able to transfer data
to the other in the first year of the agreement. The AEol standard provides
for that variability and allows jurisdictions to bilaterally arrange their affairs
essentially on the basis that the direction of travel is understood and agreed,
but that the early years may be different for each party as they come towards
the standardised model from different starting points.
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We should not omit here the effect of reciprocity. The principle behind
AEol is that in a bilateral exchange, each jurisdiction is agreeing to send the
other the report data about the other’s tax-payers. Again, while this is the
required and hoped for end-point, the standard recognises that this might
not be the case either from a principle perspective or from a timing perspec-
tive. From the principle perspective, its entirely expected in AEol that one
jurisdiction may be to the other a high risk of tax evasion but that the con-
verse may not necessarily be the case. In this case the jurisdictions may elect
to transfer only in one direction.

Manner of Exchange

The main element involved in any such global standard as AEol is to make
sure that the data is pre-formatted in a way that makes it easy to translate.
The AEol standard sets this as the extensible markup language, more com-
monly known as xml.

The manner of exchange, as its written into the standard is, like many
other aspects, both specific and vague at the same time. This is in the nature
of cross border collaborative bodies that have to contend with complex and
variable situations and counterparties who often view tax as a highly sensi-
tive subject where control is rarely ceded to another party. So, when it comes
to the CAA, Section 3 is very short and merely states that the parties to the
agreement will figure out when and how information will be shared and
with respect to which reporting years if they don’t both have appropriate leg-
islation in place. That’s it.

When it comes to confidentiality and safeguards, Section 5 is even shorter—
just two short paragraphs essentially noting that confidentiality is a matter
between the two parties and their domestic laws and that each party will notify
the other if there is any breach of confidentiality or failure of safeguards. That’s
it. Its not entirely surprising, given the complexity, that the AEol framework
establishes the principles that parties should adopt with respect to each other
while devolving the detail wherever possible to the individual parties con-
cerned. However, this fact must be front and centre for any firm seeking to
comply with CRS and AEol. Firms should not approach this subject thinking
that the OECD has provided detailed rules or guidance on every single aspect
of how AEol and CRS should work in every jurisdiction and with every pos-
sible permutation of circumstance at every type of reporting firm. They can'.

The AEol Standard Edition 2 also contains what appears at first sight to be
very helpful commentaries on each of the operative sections of the AEol and
CRS standards. As previously noted however, these in turn suffer from the
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innate variability and flexibility that such a standard needs to be able to get
common traction across a number of governments. So, for example, the com-
mentary on Section 3 paragraph 3 of the standard that relates to the time and
manner of exchange of information contains three important observations.

First that the standard envisions a transfer of data within nine months of
the year to which the reported data relates. This is where we get the common
views that reporting is due by September each year. However, we note that
the wording here is ‘within nine months’ not ‘nine months’. The implica-
tion is that counterparties to the CAA are free to agree a time frame of less
than nine months if they wish. The commentary gives the example of the
EU Savings Directive in which reporting is due within six months.

Second, the same commentary notes that the field in the CAA for the
year of first exchange is left blank so that counterparties can decide this for
themselves.

For firms that are single jurisdiction operations, these issues will be of
smaller impact. Larger firms with multi jurisdictional operating units will
have a massively increased level of complexity.

Third, despite the parallel and prior requirement from FATCA that gross
proceeds become reportable, the AEol standard has replicated the variable
for reporting of gross proceeds. In other words, the reporting in FATCA
started with a basic data set then progressively added data, specifically gross
proceeds, because it was recognised that financial firms would need extra
time to develop systems to be able to capture this data. The CAA in AEol
replicates this principle by allowing the counterparties to a CAA to set a sep-
arate date for the addition of gross proceeds to reportable account data. The
reason set out is similar to that of FATCA. However, we observe that the
industry has known about the technical requirement to capture gross pro-
ceeds data with respect to the US since 2010 and, at the time of writing,
most firms will already have developed this capability.

Transmission Standards

The AEol standard is equally sanguine about the method of transmission as long
as certain principles are followed. Those relate to encryption and transmission
with underlying assumptions about transmission, security, integrity and privacy.
We observe that reporting in the US IRC Chapter 3 regulations by non-
US financial firms is now seventeen years old. Each year brings numerable
changes to the US standard that affects most firm’s ability to properly tag data
in their systems. The US now has two web based portals for the delivery of
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these data sets (QI and FATCA) only one of which is mandated to use xml.
Despite all that, we still see firms struggling to understand and implement a
methodology that gets them to the point of being able to file a report with
minimal business impact. In fact, the US deadline of March 15th is com-
monly extended by most firms to April 14th and yet, even with an additional
month, we still find firms and the people within them at panic stations in
the weeks prior to and after the deadline. This, in a model where the files are
definitive, not variable. AEol does not mandate specific methodologies, only
principles. This may suit the governments, but is unlikely to suit the financial
firms providing the data. The mechanism is not new. I spent two years as part
of an EU committee remitted to consider an effective withholding tax model
for Member States. The model we came up with had ten principles which,
in implementation would have revolutionised the withholding tax landscape
and removed two of Albert Giovannini’s barriers to the free movement of
capital in the EU. The problem was not in the principles. These had been put
together collaboratively by business people and government representatives.
The problem was in implementation. As one EU Commissioner put it—if
we go for an EU Directive, that will take years during which the landscape
will change, the players will change and those whose interests are served by a
complex and slow moving system will find ample opportunities to derail the
process. If we go for a voluntary process, we will certainly get those markets
which are already close to the optimal operating model to voluntarily adopt
the framework, but others will be slower to change, leading to a fragmented
system in which the principles may be agreed, but the detail is always variable
and fractured, meaning that the benefits foreseen are never realised.’

AEol fits this latter model too. Given that transmission standards are
bilaterally permissible, it begs the question of what happens when one
standard is adopted by one market and a different standard is mandated by
another. The AFol Standard, in an inferred acceptance of the problems this
would create, does also talk about a more internationalist approach but only
to the extent that ‘thought should be given’ to designing such a mechanism.

We should also observe that while the technical concept of reporting
is relatively simple, a technical platform to manage both the delivery to a
domestic tax authority as well as between tax authorities must be very much
more complex. The US model is again a useful comparator. The US report-
ing model has complex validation filters which on receipt of data, test that
data against certain rules. That simply ensures that the file meets certain cri-
teria some of which relate to the file structure (number of fields, data types,
data order, checksums etc.) while others relate to the way in which the data
is protected (digital certification, encryption, compression etc.). The con-
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cept of an internet based delivery system also brings the need for a mes-
saging mechanism. The US started out with fax, then email and has most
recently changed over to the International Compliance Management Model
(ICMM) in which messaging about the files (receipt delivery, validation
result, bad file notices etc.) can be contained. We think it likely that, in the
same way that AEol had FATCA as its progenitor, a globalised tax evasion
GATCA style report delivery and messaging system will need to emerge and
will probably be based on the US model.

Conclusion

So, where does this leave us? The amount of material related to AEol could
easily be mistaken for a detailed set of rules by means of which finan-
cial institutions, investors and governments have both certainty and clar-
ity. Nothing could be further from the truth. The extent of the material is
a reflection of the diversity contained within the framework which is, in
turn a reflection of the need to enable as many counterparties as possible
on a world stage, to be able to engage in principle with the AEol concepts
because AEol is, after all is said and done, a voluntary framework.

The CRS provides definitions and due diligence rules, but each of these
can be varied on a bilateral, multilateral or indeed unilateral basis and yet
stay within the framework. The automatic exchange rules built into CAAs
leave much of the detail about what, how and when data must be transferred
(i) between financial institutions and HCTAs and (ii) between tax authori-
ties. The net result for most financial firms is that they will need to apply
substantial resource on an ongoing basis to analyse the data they need to
extract and report as well as monitor the changes in signatories and timing of
reports between tax authorities. The wider approach referenced earlier in this
part of the book would technically alleviate some but not all of these issues.

The commentaries appended within the Standard are useful to the extent
that they provide examples of how these variables could be treated in a variety
of situations. However, these will only likely be a partial map to the particular
circumstances of any given firm. Below are some observations about resource
and focus that firms would need to adopt in order to properly administer AEol:

¢ Identify scale and scope for AEol
— Policy with respect to ‘wider approach’ defines efforts required in CRS
and therefore data volumes in AEol together with risk associated with
sharing data that would otherwise not constitute reportable accounts;
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e Identify resources required

— The common compliance approach envisioned for expanded affiliate
groups could be adopted commercially to centralise or provide some
commonality of approach within GATCA i.e. group together compli-
ance efforts related to AEol with BEPS and FATCA.

— Create a unified approach to sharing of information, resources and
skill sets. AEol, like FATCA is one of those challenges that cannot be
addressed effectively in the traditional financial services siloed business
model.

e Identify and respond to issues of cyber-risk, data protection and security
associated with collation of AEol information, storage preparatory to sub-
mission and correct submission to HCTAs
— If you are in an EU jurisdiction, review the impact of the General Data

Protection Regulation (GDPR) that comes into force in April 2018.
While the AEol framework leverages the same legal arguments as
FATCA to sidestep legal prohibitions on financial institutions moving
data to a foreign jurisdiction, there is still debate about whether these
arguments will still hold true under GDPR and in particular in those
jurisdictions that choose to apply the ‘wider approach’ model.

We have alluded to cyber security several times in this chapter, but the fact
is that GATCA frameworks generally all have the same challenge. We have
therefore chosen to discuss this vital element in a chapter of its own in Part 5
of the book.

From an operational perspective both the transfer of information from
a reporting financial institution to an HCTA and between CAA partner
jurisdictions are really relatively simple data movements. The real efforts for
financial institutions lie in the CRS preparatory phase. That said, AEol still
also represents a reputational issue and potentially a legal issue for financial
firms simply because they are the start of the chain of activity. An inves-
tor whose data is sent to a foreign government and who feels damaged by
that act or by the consequences of that act, will look first to the institution
that released the data. Whether or not there is a legal challenge possible is
not the point, particularly if jurisdictional guidance replaces CRS with the
wider approach CRS under which a potentially larger account base may
get reported. One of the opinions we often make to clients is that market-
ing functions should be involved together with legal and on-boarding and
relationship management simply because the way in which such issues are
handled with clients can affect how those clients react when AEol occurs
with their data.



14

Operational Issues of AEol

AEol is certainly not the first international effort at detecting tax evasion but
it certainly represents a game changer in terms of the efforts taken to address
some of the issues that made earlier attempts less effective. That said, this
new framework, like its progenitor, causes structural and operational prob-
lems for reporting financial institutions and issues of competence and data
security for tax authorities.

In addition, the very scale and scope of the effort and the variability inherent
in trying to get over a hundred tax jurisdictions to cooperate in a standardised
and automatic way means that compromises must be made at the operational
level of the standard in order to avoid a complete collapse under its own weight.
Whether the OECD has achieved this remains to be seen and this will, to a
large extent, depend on a continuing focus by the governments concerned both
in terms of the problem that tax evasion represents to them and the amount of
money they are prepared to spend in achieving those self stated objectives.

In this chapter we will note some of the operational issues that flow from
AEol together with some of the industry and even firm level responses to
those challenges.

Understanding

We still get calls today, seventeen years into the US QI regulations and seven
years into the FATCA regulations from people who are just coming to real-
ise that they are impacted by cross border compliance obligations and hav-
ing little or no infrastructure in place to handle them. This leads us to some
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interesting observations. First, that all these rules and frameworks appear to
have a consistent flaw in that those primarily subject to a set of compliance
or due diligence rules can seemingly go for years without being detected,
deterred or penalised. Second that those imposing the rules rarely provide
for sufficient transfer of knowledge to those that are subject to them. We
spoke with one regulator who believed that because they had held just one
seminar in Hong Kong attended by two hundred delegates, that they had
effectively addressed their obligation to inform and educate the market in its
entirety. While AEol is not a regulation and, as noted, the OECD’s support
material is excellent, there is sufficient variability in AEol to substantiate a
much greater engagement by the industry in collaborative discussion par-
ticularly within industry interest groups (currently almost entirely absent) as
well as between each tax authority and its reporting financial firms. This is
necessary because each tax authority will need to assess its position either
bilaterally or multi laterally with its CAA counterparties before being able to
construct a clear set of guidelines for its own reporting financial institutions.

There is also an almost complete lack of communication going on with inves-
tors and those who actually hold accounts at these institutions. We see financial
institutions actively avoiding discussion with or support for clients (i) because
they don't understand the framework or their firm’s position with regard to it
in the first place, (ii) because they are not equipped or trained to handle the
questions that clients raise and (iii) because they are afraid of crossing that ‘tax
advice’ line in the sand that most financial firms desperately want to steer clear
of (and with good reason). However, as I noted to one listener at a conference,
that’s hardly a way to run a service industry and it does seem to us that in many
ways, regulation is creating a barrier between customers and financial institu-
tions. In this context AEol is about addressing concerns that customer may have
that their account data is being tracked in this way at all and that it may also be
inadvertently included in a data transmission. So, we feel that one of the largest
problems with AEol is knowledge, understanding and, ironically, the sharing of
that information through the chain to the account holder.

Language and Currency

Not all countries in the AEol standard use the same alphabet. This may
cause an issue where, for example, a reporting jurisdiction may have opened
accounts using the English (Latin based) alphabet (26 letters) whilst the
receiving jurisdiction, which is going to want to match report records to its
domestic tax-payers, may store this data using Cyrillic script letters (33 letters)



14 Operational Issues of AEol 151

or Chinese scripts etc. Variations in spelling on account records may make
it difficult to aggregate account data effectively and certainly anyone actively
engaged in tax evasion would naturally leverage this to reduce the likelihood
of their accounts being connected within an institution with multiple business
lines or reduce the likelihood of their accounts being caught in an aggregation
procedure within an expanded affiliate group of financial firms under a com-
mon compliance model. The net effect of this would be that even if reported
separately, a foreign receiving tax authority may not be able to parse the data
intelligently enough to realise that the data represents one account holder.

The Standard does make concessions to currency variability although the
complexity at the end of the day is likely to make any meaningful analysis of
account data by a receiving tax authority very dubious.

Focus

As with many cross border and very general purpose frameworks, the actual
impact on any given firm will usually be a small subset of the total. The dif-
ficulty exists in planning the road to compliance in an intelligent way. There
is often a gap between the senior management (budgetary control) of a firm
and the functional aspects of that firm. Typically we see that the senior man-
agement have the lowest levels of awareness and have these matters brought
to their attention by lower levels in the firm. Immediately this generates the
problem of focus. There are many such issues vying for senior management
attention and not all functional heads are fully trained and able to prop-
erly communicate the relative importance and impact of some regulations
on the business. If they don’t do a good job of communication and/or sen-
ior management don’t pick up and translate those messages into a priority,
then the opportunity is lost either until someone else fixes the communica-
tion problem or worse, the firm gets caught by a regulator. Some firms have
an independent regulatory oversight function however, in our experience
the independence tends to translate into a lack of connection to the busi-
ness model leaving senior management with briefing papers that explain the
potential problem but do not connect that to the business priority.

Packing and Unpacking

AEol presents two operational issues. The first is for reporting financial insti-
tutions and the second is for tax authorities themselves.
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Packing

Assuming that reporting financial institutions have managed to get appro-
priate due diligence processes in place under CRS, they will need to have
adapted their record keeping systems to store certain data elements attached
to each account holder. Where these have historically been KYC and AML
related, CRS requires a more multi-dimensional approach simply because
the end result is a multi-dimensional one containing multiple tax authorities
as ultimate potential receivers of the data. So, where KYC and AML may
only be storing a single data element, CRS will require potentially multiple
data elements in a one-to-many relationship. This would occur for example
if an individual account holder had a tax liability in more than one jurisdic-
tion. It is often not even clear to the account holder that this might be the
case. A point of example would be the US where there are six possible tests
on an account holder that might result in a US tax liability. So, imagine,
at one level that an account holder was born in country A but maintained
accounts at financial institutions in countries B, C and D. the account
holder may have been educated in country C where they may have taken on
employment to subsidise their education. They may, for a variety of reasons
travel frequently to country D and trip over a substantial presence test. Any
of the three foregoing may inadvertently trigger a tax liability in countries
A, Cand D.

What we end up with in this example is a situation where each financial
institution in each country may have to report the same account holder to
each other country using the same account data. This would be multiplied
pro rata if the account holder operated multiple accounts at each financial
institution.

Now consider that this same account holder also happened to be a control-
ling person (CP) involved in the management of several opaque (corporates)
and transparent entities (partnerships or trusts) in countries C, F and G. The
CRS due diligence process will theoretically identify this controlling person
and associate the entity account as a reportable account because for the CP
relationship. Now the financial institutions in each country will be reporting
the individual’s accounts and also the entity accounts for which that individ-
ual is a CP. Notwithstanding the ability of the individual to mess this system
up with minor variations to spelling or moving assets around below report-
ing thresholds, these financial institutions have a more complex data aggrega-
tion job than at first appears. Different types of financial institutions will of
course be more at risk with these issues—private banks, wealth management
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firms etc. All of this aggregation and data packing is therefore based on this
extremely complex set of CRS rules. The packaging itself will of course need
to meet the domestic regulator’s rules on how this should be done in xml
before being packed up. What this implies is a significant operational issue
for most financial firms. They will need to obtain and retain resources capa-
ble of understanding and monitoring the framework. They will need training
resources to maintain corporate memory. They will need a substantial atten-
tion to systems resources so that data records are adequate to this increased
data requirement as well as the algorithms necessary to extract the data into
the required segments before translation into xml. On this point I would
note that virtually every firm we are aware of starts off with data extraction
from proprietary or third party systems into spreadsheets. From there they
can independently review the data and manipulate it. Only once this cycle
has been repeated until ‘good’ data is apparent do they then translate this into
xml format. The lesson to learn is that its unlikely that firms will depart from
this operating model anytime soon. So, it would be dangerous to assume that
the CRS portion of AEol is merely about due diligence. The domestic trans-
mission portion of the exchange will be equally challenging.

Consider now, the second element of AFol, that between the different
governments. While many financial firms will think this is ‘not their prob-
lem’ we would make some comments to the contrary later in this chapter.

Unpack and Re-Pack

The most obvious issue for tax authorities is the workload involved and the
resources available to them to accomplish it. Tax authorities are relative late
comers to the digital world and there is a very large disparity between them
when it coms to technological stance. That said, the problem they have can
be stated very simply. What they receive are data files from each reporting
financial firm in their jurisdiction. Each of those data files may well contain
account records representing data that must be shared with multiple other
jurisdictions. That data will on receipt also, in principle be digitally certi-
fied, encrypted and potentially compressed. So, there will be an unpacking
ceremony in which the data packets will need to be unpacked from their
containers because the data will need to be re-assembled in a different form
for onward transmission to other governments.

Once the data is unpacked it is technically at risk of data breach since
it will be in open form. Obviously an interim step will then be to make
sure that the data received matches the required xml formats and, to that
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extent, each authority will have to implement a messaging procedure to han-
dle communications with domestic senders about files that do not pass the
many structural and security checks that will need to be in place. This will
also require published deadlines for domestic reporting and remediation
procedures to make sure that the tax authority is in a position to properly
exchange the files and meet its CAA obligations.

The tax authority will now have the job of peeling apart each submis-
sion based on the destination jurisdiction to which each account data record
relates. What follows will be a re-packaging of that data, then, as necessary a
re-assembling of the security and formatting according the agreements made
between the exchanging parties. It is in this step that, in our example of ear-
lier in this chapter, the account data of our sample account holder may have
to appear in more than one destination submission.

Competency

All tax authorities have one primary role and that is normally that of collect-
ing taxes. In the normal way of things the vast majority of those taxes will be
declared and paid domestically. While the absolute numbers for global tax
evasion may be large, its clear that when broken down by individual juris-
diction, we will end up with a cost of implementation that potentially equals
or exceeds the amount of tax that is being evaded. What’s worse is that its
very unclear that many of the smaller jurisdictions have the wherewithal or
competency to implement this framework in any consistent or reliable way.
By definition, tax authorities focus on domestic tax-payers.

The AEol framework bestows obligations on each of the hundred plus
committed tax authorities to build and implement control and oversight rules,
manage compliance monitoring, implement data receipt, unpacking, quality
assurance, re-packing and submission processes with foreign governments that
are not in their core mission statements and for which we suspect they are
barely likely to be able to deflect resources towards. All this effort and the only
benefit will be if the sending jurisdiction has a reciprocal arrangement in place
via their CAA so that at least they get equivalent data from other jurisdictions.
The problem there of course is that receiving such data in a reciprocal agree-
ment places additional burdens on the tax authority concerned to unpack the
data and, to the extent possible, match this data to domestic tax-payer records
and extract any mis-matches as potential tax evasion.

What’s obvious of course is that from any population of received data
under AEol, (i) some proportion will be over-reporting or unrequired
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reporting due to ineffective controls or clarity from tax authorities; (ii) a
large proportion of the remainder will not represent tax evasion because the
income will have been declared and tax paid correctly; (iii) some tax evasion
will be detected but this will not result in prosecution (deterrence) nor in
any substantive tax collection due to domestic corruption, special deals or
the sensitivity of the government to the individuals concerned...or some-
thing else.

While these matters are certainly latterly an operational issue for tax
authorities, we should not underestimate the sting in the tail. If this system
does truly detect tax evasion in a systematic and consistent way, the financial
firms at which these account holders operated their accounts will be spend-
ing signiﬁcant sums on reputation management, legal defences, improve-
ments to systems, policies and procedures mandated by regulators and, most
of all, relationship management and brand marketing issues, all of which
would flow directly from any substantive failure in the AEol portion of a
GATCA framework. It is true that the Standard also includes some observa-
tory notes that the legal framework expected to be in place to support AEol
must have, as part of its structure, the expectation that tax authorities have
adequate procedures to protect data. The Standard includes a questionnaire
that highlights these issues that will be discussed in more detail in our chap-
ter on cyber risk. Safe to say however that despite these control structures,
these protections do not always work and we have seen some spectacular
examples of data breaches, not least the Panama Papers in recent times. If
one were to observe to the global community that a single framework has
led to a regular collation and transfer of account information and personal
identities relating to the highest value bank accounts in and between all the
major countries of the world, that, we would prudently offer, would rep-
resent a target of immense proportions and immense values. To leave such
matters as handled via existing domestic mechanisms may be to leave the
door open. The operational issues of AEol, if not addressed effectively, can
thus create an extreme weak point in the framework.
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Introduction to BEPS

24 hour televised news, websites and social media based news sources have
helped shape a world in which we are consumers of increasingly productised
news. The rolling, repetitive and socially sharable content structure of the
media landscape in which we find ourselves sees conversation surrounding
notable events that lasts longer and is far more widespread than in the past.
Furthermore, the need to entertain as well as inform places considerable pres-
sure on traditional and new media outlets to find content that engages their
audience—and there are few things in this world that stir the public interest
quite like news that a prominent company hasn’t paid very much tax.

The tax planning practices of multinational companies have never
received the level of public interest that they do today—and of course that
public interest translates fairly quickly into political interest. Countries that
once welcomed foreign corporations with open arms and enticing taxation
opportunities are now facing significant pressure from their electorates to
makes sure these corporations pay their way. A few decades ago, if you had
asked a man on the street to name a tax haven, he would probably name a
small island somewhere that most of us couldn easily locate on the map.
However, ask the same question today and many will point to major global
economies, or in a mordant display of self-awareness, their own capital city.

The feeling that multinational companies don’t pay enough tax is more
than just a problem of public perception. People are acutely sensitive to the
idea of fairness, particularly in financial transactions. When taxpayers see
monumentally profitable global enterprises like Apple and Google paying an
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effective tax rate of just a couple of percent, it undermines the legitimacy of
the entire tax system. A significant body of academic work has been under-
taken to establish a causal link between the perception of fairness in a tax sys-
tem and the level of taxpayer compliance. While there is no clear consensus,
the Organisation for Economic Co-operation and Development (OECD)
believes that there is sufficient evidence of the link. Moreover, it believes that
the problem is sufficient enough to take significant action.

It is easy to focus solely on nations that have encouraged these types
of arrangements, those that are willing to sacrifice tax revenue in favour
of wider social, political or economic goals. However, this does not tell
the whole story. National markets and economies the world over are fac-
ing significant strain from increasingly outdated and insular approaches to
international taxation—it is the weaknesses in these fragmented domestic
legislations that create opportunities for tax base erosion and profit shifting
arrangements. Tax base erosion is a serious issue for developing countries as
they generally rely heavily on the income provided by corporate taxation,
particularly that provided by multinational enterprises.

The issues are not simply a matter of lost revenue for governments. There is
growing support for the suggestion that base erosion is a substantial contribut-
ing factor to poverty, inequality and unemployment in developing nations. It
is perhaps important to note that tax avoidance alone is not the cause of these
issues, and it is just one of many aspects of globalisation that can have a nega-
tive impact on developing nations. One of the key BEPS issues however is
the distortion of competition between international and domestic businesses.
When a multinational takes advantage of a tax planning strategy that is not
available to a domestic business, the playing field is far from level. A situation
in which an enterprise may obtain a competitive advantage through aggressive
tax avoidance can significantly distort the competitiveness of a market.

The incentive for multinational enterprises to employ tax avoidance strat-
egies is substantial. While it is hard to quantify exactly how much tax rev-
enue is avoided each year, a number of cases have brought the scale of the
issue into the public eye. For example, through the use of a variety of profit
shifting methodologies (which we will discuss in depth later), Apple man-
aged to obtain an effective tax rate of just 3.7% on it's non-US income in
2013. By way of contrast, the average taxpayer in the UK has an effective tax
rate ten times the amount Apple reported.

The news media are of course quick to criticise companies for employing
actions to shift profits, perhaps forgetting that businesses have an obligation
to return profits to shareholders. This is not to say that businesses do not
have ethical responsibilities as well, but that it is in the nature of the modern
media to place blame. This blame is, in my opinion at least, misguided.
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Taxation on a national scale is extremely complicated. In order to produce
a system that caters for the myriad needs of the Government and its taxpay-
ers without negatively impacting prosperity, growth and competitiveness it
has to be this way. Therefore it stands to reason that taxation agreements
between nations have the potential to be substantially more complex. It is
in this complexity, and in the mismatches between taxation philosophies
that opportunities arise to avoid taxation for those that have the incentive
and resources to do so. So if, like the media, you are keen to find some-
one to blame for corporate tax avoidance, I would suggest you look globally
towards those that have crafted both national and international legislation,
along with tax treaties, trade agreements and other cross border policies.
Some of the legislation in question dates from the early 1900s, while some is
much more recent. So if you will forgive the cognitive laziness, that narrows
it down to a few tens of thousands of individuals. Sadly, that’s just not as
attention grabbing on a front-page as the naming and shaming of a multina-
tional company.

While it is easy to make light of the situation, the previous comment does
cast a spotlight on the problem itself. The legislation that governs interna-
tional taxation is a patchwork of bespoke, ill-fitting laws, many of which
were never intended to operate in the globalised environment in which we
find ourselves today. Furthermore, the legal framework on which much of
this regulation rests pre-dates the computer age and all of the advantages and
challenges that have come from constant connectivity.

It would be unfair to suggest that Governments have not adapted to the
challenges brought by new technologies. However, the legislative process is
slow by its very nature, while the pace of development in information tech-
nology and communications has been blistering. It is perhaps understand-
able that legislation to counter international taxation issues posed by new
technologies, for example digital products, has not been quick to implement.

The challenge that legislators have faced in the wake of the unprecedented
developmental pace of IT systems is something that is relatively easy to digest.
However, a number of base erosion and profit shifting issues stem from much
simpler, more established legal apparatus. For example, the concept of perma-
nent establishment, which determines whether a company maintains a taxable
presence within a country, is an area of potential abuse that is popular with
those seeking to avoid cross border taxation. Tax treaty shopping is another
methodology that exploits outdated or insufficiently robust legislations.

The point to take away here is that there is a plurality of reasons that base
erosion and profit shifting issue occur. Given the diverse nature of tax avoid-
ance methodologies, the legislations that they circumvent, and the jurisdictions
in which they occur, it follows that the proposed solution is itself diverse.
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The OECD/G20 Inclusive Framework on BEPS

The growing commentary surrounding the use of aggressive tax planning strate-
gies by multinational enterprises has ensured that BEPS is now, more than ever,
at the forefront of policy-makers minds. BEPS issues generally arise from gaps or
mismatches in tax rules between nations. However, the profit shifting strategies
that are employed by many multinational enterprises are diverse, flexible and
are impacted (or not, as the case often is) by numerous laws that are themselves
diverse and disparate. It stands to reason then, that these gaps and mismatches
can only be successfully addressed with the implementation of regulations that
treat the system as a whole, rather than on a nation-by-nation, rule-by-rule basis.
The OECD, an organisation that has always had an interest in international tax
legislation, sees its position as an intergovernmental organisation that represents
much of the first world as an important player in the fight against BEPS.

The OECD motivation to tackle the BEPS issue is two-fold. First, the
organisation is keenly aware that unilateral action by individual nations will
not fully address the problems caused by BEPS. Secondly, it has raised con-
cerns that political pressure to undertake action by nations in isolation could
lead to duplicative taxation of businesses. The impact of such actions could
have far reaching economic and social consequences. The need to provide a
globally coordinated, holistic approach is obvious.

The measures suggested by the OECD are designed to strengthen, modify
or outright replace national practices. Countries that have committed to the
BEPS Project have committed to implement domestic rules based on the
recommendations put forth by the OECD as well as revise bilateral tax trea-
ties based on the forthcoming Multilateral Instrument (more on this later).
The BEPS Project recommendations take the form of minimum standard,
best practice and common approaches designed to facilitate the convergence
of national legislation on international tax issues. Many of the outputs are
considered to be soft law and are of course not legally binding. However,
there is an expectation from the OECD that the 4 minimum standard BEPS
Actions will be adhered to by all participants.

The BEPS framework itself is a diverse package of measures that address a
number of areas of international taxation that have provided opportunities for
aggressive international tax planning. The BEPS Package is split into 15 subject
areas, called ‘BEPS Actions’, each addressing a different type of BEPS issue. The
objective of the BEPS Actions is to create a modern, cohesive, international tax
framework, with each of the actions forming part of a holistic treatment of the
wider system. The outputs of each of the BEPS Actions provide governments
with domestic and international instruments to tackle tax avoidance.
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The BEPS Actions

Address the tax challenges of the digital economy

Neutralise the effects of hybrid mismatch arrangements

Strengthen controlled foreign company (CFC) rules

Limit base erosion via interest deductions and other financial payments

Counter harmful tax practices more effectively, taking into account

transparency and substance

Prevent treaty abuse

Prevent the artificial avoidance of permanent establishment (PE) status

Assure that transfer pricing outcomes are in line with value

creation—intangibles

9. Assure that transfer pricing outcomes are in line with value creation—

risks and capital

10. Assure that transfer pricing outcomes are in line with value creation—
other high risk transactions

11. Establish methodologies to collect and analyse BEPS data and actions to
address said data

12. Require taxpayers to disclose their aggressive tax planning arrangements

13. Re-examine transfer pricing documentation

14. Make dispute resolution mechanisms more effective

15. Develop a multilateral instrument
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The expectation is that once implemented, the outputs from the BEPS
Actions will restore taxation in instances where income would have other-
wise gone untaxed. Furthermore, the measures themselves are designed with
the intention of removing the possibility of double-taxation occurring.

The BEPS Actions represent a broad selection of the key areas of corpo-
rate tax avoidance. For those unfamiliar with the methodologies employed
by multinational enterprises to reduce their tax obligation, here is a brief
overview of the most common practices.

Transfer Pricing

Transfer pricing is a term that is used to describe the price and other condi-
tions attributed to a transaction between entities in a multinational group.
From a BEPS perspective it is transfer mispricing that is the real issue.
Transfer mispricing as you may well have guessed is the act of altering the
value of a transaction between group entities to obtain a benefit.
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Transfer pricing is a normal activity for multinational groups and is not
itself an abusive practice. However, transfer mispricing is a popular strategy
to reduce taxation within large multinational groups. In its simplest form
transfer mispricing can be used to artificially inflate profits in a low tax juris-
diction and inflate losses in nations where the tax rate is high.

Hybrid Mismatches

Hybrid mismatch arrangements are a form of cross-border tax avoidance
that exploit the differences in the way entities and financial institutions are
treated in different nations. Generally these arrangements make use of the
ability to deduct an expense in both jurisdictions, or to deduct an expense
in one jurisdiction for which there is no corresponding receipt. These are
referred to as double-deduction and deduction/non-inclusion mismatches
respectively.

Permanent Establishment

Permanent establishment is a term used to describe situations when a busi-
ness has a taxable presence in a nation. In general, tax treaties between coun-
tries specify that the profits of a foreign entity are only taxable if that entity
has a permanent establishment in that country. A company may find it has a
permanent establishment in a foreign nation if it (a) establishes a fixed place
of business in the country in question, or (b) if it uses an agent to conclude
contracts on its behalf in the country in question.

Businesses create permanent establishments as a normal part of operating
multi-nationally, and the practice itself is not considered to be problematic.
However, as is often the case, insufficiently robust regulation has provided
opportunities for some businesses to avoid creating a permanent establish-
ment in a foreign nation they operate in, and therefore avoid taxation on
the profits generated there. Many of these arrangements make use of regula-
tory gaps surrounding the use of agents conducting business on behalf of the
company, such as commissionaire agreements.

Tax Treaty Abuse

Despite the widespread adoption of anti-abuse laws globally, tax treaty abuse
remains a significant BEPS issue. The most common form of treaty abuse
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is tax treaty shopping. This practice involves the passing of income through
entities/individuals that are based in a tax treaty jurisdiction to obtain a pref-
erential tax rate.

Controlled Foreign Company (CFC) Rules

A controlled foreign company is an entity that is legally registered in a
nation that is different from the residency of its controlling owners. In gen-
eral, controlled foreign company rules are designed to prevent entities from
shifting profits to foreign subsidiaries in low tax jurisdictions.

Interest Deductions

The mobility and interchangeability of money is a common thread within
many tax avoidance strategies. BEPS Action 4 looks at payments that are
legally distinct from, but economically equivalent to interest payments. Such
payments are a popular tool for multinational enterprises to avoid restric-
tions on the deductibility of interest.

For enterprises that seek to generate deductions and therefore reduce taxa-
tion, the creation of intra-group loans is common practice. Other methodol-
ogies involve the use of third-party or intra-group financing to generate tax
exempt income, and the use of high-tax jurisdictions to locate third-party debt.

The Multilateral Instrument

At the core of many of the BEPS issues are the discrepancies between dif-
ferent nations treatment of tax. The bilateral tax treaties that exist between
nations, of which there are thousands, compound these issues. One of
the more ambitious aspects of the BEPS Project is the development of a
Multilateral Instrument that aims to swiftly and coherently implement the
measures developed in the course of the BEPS Action Plan. The Multilateral
Instrument sits alongside existing bilateral tax treaties and provides amend-
ing text that supersedes the original. This may not sound worthy of note
in and of itself, however, consider the OECD estimate that there are over
3,000 bilateral tax treaties in place worldwide and the magnitude of the task
of modifying all of these to meet and maintain a new standard.
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Implementation

The BEPS Project is (at the time of writing) an ongoing process. Final
reports for each of the 15 Actions were in place by the end of 2015.
However, there are a number of areas outstanding, relating mostly to imple-
mentation standards, and the peer-reviewing of remaining draft elements.
The implementation of the BEPS Action recommendations is starting to
happen, with many of the G20 countries quick to apply elements of some of
the earlier recommendations to domestic law. However, much of the BEPS
Package relies on the development of the Multilateral Instrument, designed
to replace the thousands of bilateral tax treaties that exist between BEPS
Project partner countries. At the time of writing, the multilateral instrument
has been published and is awaiting implementation in the mid part of 2017.
The BEPS Action Plan uses a number of mechanisms to bring the standards
and recommendations into law, including changes in domestic law, modi-
fications to the OECD Model Tax Convention alongside the Multilateral
Instrument.

A large number of the outputs of the BEPS actions are actioned through
amendments to the OECD Model Tax Convention on Income and
Capital, referred to hereafter as the Model Tax Convention. The Model Tax
Convention provides the basis of over 3,000 bilateral tax treaties globally.
These treaties make up a network of income and corporate tax systems that
cover most of the globe. Analysis by the BEPS project has found a num-
ber of weaknesses in the Model Tax Convention, each of which is addressed
throughout the BEPS actions, that are detailed in the following chapter.

The Model Tax Convention came into existence in the 1950s, and is now
in its 14th version. The relevance of this statement is more than mere his-
torical curiosity; it serves to highlight one of the principal issues that the
BEPS project has attempted to address. Despite being the document upon
which the majority of the worlds bilateral tax treaties are based, there is a
surprising lack of uniformity in critical areas between these treaties. This lack
of uniformity creates opportunities for tax avoidance. Tax treaties are com-
plex documents, often negotiated and modified over the space of decades,
with carve-outs and special dispensations added as and when necessary. It
is not hard to understand then that consistent application of the Model Tax
Convention is not something that has come easily, historically speaking.

The Multilateral Instrument is the tool that the OECD intends to use
to rectify this issue. The instrument aims to swiftly and coherently apply
changes made to the Model Tax Convention (and by extension the BEPS
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specific changes). In doing so the OECD hopes to eliminate the discrepan-
cies that occur in key aspects of tax treaties, creating a more robust global
tax landscape. The Multilateral Instrument sits alongside the tax treaties
that are already in place, overriding the relevant parts. This allows nations
to quickly implement changes, without the need to undergo time consum-
ing and costly renegotiations of their bilateral treaties. With over 3,000 such
treaties in place, if the multilateral instrument is successful, it will represent
a significant step forward in international tax legislation.

Reaction to the BEPS Action Plan

Commentary surrounding the BEPS Project is varied. The two biggest con-
cerns raised by multinational enterprises relate to the possible need for their
restructuring, as well as the increased reporting requirements. The OECD
position on the former is that multinational enterprises should not have to
restructure their businesses as long as their legal and tax structures reflect the
underlying economic reality of the business itself. That is to say, businesses that
operate in a jurisdiction for the sole purpose of the tax benefits may well face
difficulties in the wake of the implementation of BEPS. Regarding the second
issue, the new country-by-country reporting requirements will make larger
companies, their tax and other financial information visible to a wider audi-
ence than it is at present, while increasing the compliance burden significantly.

The reality of the situation is that there are a considerable number of mul-
tinationals that will see a significant impact as a result of the implementa-
tion of the BEPS Project objectives. Companies that operate structures that
take advantage of international tax loopholes will likely see an increased tax
burden and therefore the threat of reduced profitability. The companies that
operate the most aggressive strategies may find that the corporate and inter-
group structures that are currently implemented do not produce desirable
outcomes moving forward.

Smaller enterprises should be shielded from the impact of BEPS related
legislation and this is the OECD stated goal. The application of de minimis
thresholds, and annual revenue standards in a number of the Actions, should
ring-fence SMEs from the direct impact of new legislation. As is often
the case, it is indirect consequences that are harder to predict. Should the
BEPS outcomes prove very effective at combating corporate tax avoidance
we could see a widespread reshaping of the economies of some nations, and
indeed this is the warning presented by some commentators on the subject.
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This brings us to one of the biggest areas of concern surrounding the
OECD/G20 BEPS project—uncertainty. A commonly held complaint of
the Action final reports is that they are not very final. As you will see later in
this section, some of the recommendations are more detailed and prescrip-
tive than others, leading to the worry that interpretations may vary between
jurisdictions, which may in turn lead to an increase in disputes. However,
once fully implemented the reality may well be different from the negativity
of the echo chamber that has arisen from certain sources, particularly those

that offer professional solutions to these new “problems”.

BEPS Associate Countries (As of March 2017)

Andorra Costa Rica Iceland Malaysia Saudi Arabia
Angola Cote d'lvoire India Malta Senegal
Argentina Croatia Indonesia Mauritius Seychelles
Australia Curacao Ireland Mexico Sierra Leone
Austria Czech Republic Isle of Man Monaco Singapore
Belgium Denmark Israel Netherlands Slovak Republic
Benin Democratic Italy New Zealand Slovenia
Republic of
the Congo
Bermuda Egypt Jamaica Nigeria South Africa
Brazil Estonia Japan Norway Spain
British Virgin Finland Jersey Pakistan Sri Lanka
Islands
Brunei France Kazakhstan Panama Sweden
Darussalam
Bulgaria Gabon Kenya Papua New Switzerland
Guinea
Burkina Faso Georgia Korea Paraguay Turks and
Caicos Islands
Cameroon Germany Latvia Peru Turkey
Canada Greece Liberia Poland Ukraine
Chile Guernsey Liechtenstein  Portugal United
Kingdom
China (People’s Haiti Lithuania Romania United States
Republic)
Columbia Hong Kong Luxembourg  Russia Uruguay
Congo Hungary Macau San Marino




Andorra
Angola
Argentina
Australia
Austria
Belgium
Benin
Bermuda
Brazil

British Virgin Islands
Brunei Darussalam
Bulgaria
Burkina Faso
Cameroon
Canada
Chile

China
Columbia
Congo

Costa Rica
Céte d’Ivoire
Croatia
Curagao

Czech Republic

Denmark

Democratic Republic
of the Congo

Egypt
Estonia
Finland
France
Gabon
Georgia
Germany
Greece
Gurnsey
Haiti
Hong Kong
Hungary
Iceland
India
Indonesia
Ireland
Isle of Man
Israel
ltaly
Jamaica
Japan

Jersey

Fig. 15.1 List of BEPS associates

15 Introduction to BEPS 169

Kazahkstan
Kenya

Korea

Latvia
Liberia
Liechtenstein
Lithuania
Luxembourg
Macau
Malaysia
Malta
Mauritius
Mexico
Monaco
Netherlands
New Zealand
Nigeria
Norway
Pakistan
Panama
Papua New Guinea
Paraguay
Peru

Poland

Portugal
Romania

Russia

San Marino
Saudi Arabia
Senegal
Seychelles
Sierra Leone
Singapore
Slovak Republic
Slovenia

South Africa
Spain

Sri Lanka
Sweden
Switzerland
Turks and Caicos Islands
Turkey

Ukraine

United Kingdon
United States

Uruguay

The countries that are now involved with the BEPS project are listed on
the previous page and represent around 84% of the world’s economy. Each
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of the BEPS Associates have agreed to implement the BEPS minimum
Standard, which comprises of four of the BEPS Actions (Fig. 15.1):

1. Action 5—Counter harmful tax practices

2. Action 6—Prevent treaty abuse

3. Action 13—Re-examine transfer pricing documentation

4. Action 14—Make dispute resolution mechanisms more effective

Further to the above, almost all of the countries listed have agreed to imple-
ment Action 15—The Multilateral Instrument, a mechanism designed
to quickly and cohesively implement the changes made to the Model Tax
Convention into law.

The minimum standard requirements hit to the core of 3 key types of
tax avoidance strategies used by multinational enterprises: treaty shopping,
preferential tax regimes and transfer pricing. The final standard is concerned
with revision of the dispute resolution mechanisms provided in the Model
Tax Convention.
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Action 1: Address the Tax Challenges of the
Digital Economy

The information technology age has made the world a considerably smaller
place. Connectivity rather than distribution often defines the market place,
while products that were once bound by the necessity of physical presence
can now also exist in the realm of the virtual. While the worlds of commu-
nication, information, banking, retail and media in particular have changed
dramatically over the last 2 decades; regulation is rarely as quick to react to
the influence of new technologies.

It is perhaps understandable that the slow moving nature of government
does not lend itself to proactive governance, or indeed, all that effectively
to reactive governance. When legislation is implemented in the midst of an
emergent technology, it is often rushed and ineffective. When one watches a
UK parliamentary debate on an information technology matter, it is instruc-
tive to picture those that implemented the UK Locomotives on Highways
Act of 1865. The result of which being that automobiles were limited to 4
MPH in the countryside and 2 MPH in the city, as well as requiring a per-
son carrying a red flag to walk ahead of the vehicle for safety reasons. Such
regulations seem completely ridiculous when viewed through the lens of his-
tory, but at the time they represented a Government’s best efforts to legislate
for an emergent technology.

While individual governments have implemented their own ‘red flag acts’ to
counter the tax challenges of the digital economy, the truly borderless nature
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of the virtual world presents both difficulty to regulators and opportunity to
those that have the resources to exploit the fragmented nature of international
tax legislation. The overriding purpose of the BEPS project is to present a
framework for global tax legislation that provides financial opportunity and
efficiency whilst simultaneously shutting down avenues for tax avoidance.

The digital economy, little more than a buzz phrase a few years ago, is
increasingly intertwined with the traditional economy, making clear dis-
tinctions between the two more difficult and arguably less important. The
OECD itself notes that while the challenges posed by the digital economy
are not unique to BEPS, some of its aspects greatly influence important
BEPS areas. Transfer Pricing schemes, Permanent Establishment and CFC
issues are all to some extent facilitated or indeed exacerbated by ICT. With
that in mind the outputs of Action 1 are interwoven with those of other
BEPS Actions (3, 7, 8, 9 and 10) and cannot be viewed in isolation.

The BEPS Action Plan has identified a number of areas in which the digi-
tal economy creates difficulties and/or inconsistencies that existing interna-
tional tax legislation may be ill prepared to deal with:

* A company may have developed a significant digital presence in the econ-
omy of another country without being liable to taxation;

e How should value be attributed to the generation of marketable, location-
relevant data through the use of digital products and services?

e New business models, including digital businesses dealing only in intangi-
bles have arisen. How should this income be characterised?

e How to ensure the effective collection of VAT/GST in the supply of cross
border digital goods?

In addition to the above, the BEPS project acknowledges that the traditional
tax paradigm, which generally analyses assets and risks is challenged in par-
ticular by ecommerce, app stores, online advertising and cloud computing.

The majority of the issues highlighted in Action 1 are addressed individu-
ally in other Actions (3, 7, 8, 9 and 10 in particular). However, the Final
report on Action 1, published in October 2015 made a number of recom-
mendations regarding:

e 'The artificial avoidance of permanent establishment (Action 7);

e Limiting offshore deferral or profit sharing via more robust CFC rules
(Action 3);

e Increased scrutiny in situations in which transfer pricing is used to shift
profits to low tax jurisdictions, (Action 8-10), and;
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These points highlight the challenges posed in the taxation of stateless
income, and are justifiably addressed individually. In addition, the Action 1
report makes several recommendations regarding the taxation of digital goods.

The treatment of digital goods from a tax perspective has historically been
an area in which companies have found opportunity for favorable tax plan-
ning measures. The report highlighted two specific types of VAT/GST trans-
actions through which BEPS concerns could arise. Firstly, the remote supply
of digital goods and services to VAT exempt businesses, and secondly, the
remote supply of digital goods to a centralized location for resupply within
a multinational group that is not subject to VAT. The final report concludes
that implementation of the OECDs VAT/GST guidelines will minimise tax

planning opportunities in this area.

What Impact Will This Have on Affected
Businesses?

Implementation of the material recommended in Action 1 is hard to discuss
in isolation as the outputs are made with reference to and in conjunction
with the other action points. These are discussed in more detail later in this
chapter. However, it is possible to talk more generally about the potential
impact on in scope businesses that is posed by the BEPS Project outputs.

Technologies are evolving faster than tax legislation. However, the BEPS
project provides a regulatory framework that attempts to address many of
these issues by providing recommendations that remove outdated concepts
that are no longer relevant to the current climate.

One concept at the core of many of the BEPS outputs is the idea that
tax frameworks need to be more flexible. As the advance of technology
vastly outpaces the implementation of regulation, the way in which new
rules are drafted must account for this. With respect to taxation of aspects
of the digital economy, jurisdictions are already taking action individually
and collectively through the implementation of the BEPS Actions. This rep-
resents significant alteration of the regulatory landscape, in particular with
respect to digital products and other digital intangibles. The takeaway here
is that businesses need to be prepared for the implementation of significant
amounts of legislation in an area that up until now has been at best, lightly
regulated. If tax regulation needs to be more flexible to meet the needs of a
changing landscape then it follows that businesses too must become more
flexible to meet the challenges posed by more widespread regulation.
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To prepare fully for the changes brought by Action 1, businesses will
need to assess and manage the digital elements of their supply chain from
a tax perspective. Current models may be ineffective moving forward, and
therefore the way in which digital elements are structured must be properly
assessed. As jurisdictions gradually implement the OECD VAT/GST guide-
lines, businesses will need systematic flexibility to be able to cope. The other
obvious knock on effect of this is that companies with significant activity in
digital products will likely face a rise in their effective tax rate.

Action 2: Neutralise the Effects of Hybrid
Mismatch Arrangements

The BEPS Project identified Hybrid Mismatch Arrangement (HMAs) as a
significant obstacle to competition, and the efficiency, transparency and fair-
ness of markets. Mismatch arrangements are a prevalent tax avoidance strat-
egy used by multinational enterprises to take advantage of cross-border tax
rule differences to minimise their effective tax rate. The OECD argues that
such arrangements result in significant erosion of the taxable bases of the
countries concerned. As part of efforts to increase the coherence of inter-
national corporate income tax, the OECD has made recommendations
regarding the redesign of domestic legislation, alongside modifications to the
OECD Model Tax Treaty to address the threat posed by hybrid mismatches.

HMA:s, otherwise known as Hybrid Mismatch Outcomes, are a form of
cross-border tax avoidance that exploit the differences in tax-treatment of
entities and financial instruments in different tax jurisdictions. Generally
hybrid mismatches involve opportunities to deduct the same expense more
than once, or deduct an expense without the corresponding receipt receiv-
ing proper taxation. These arrangements arise from hybrid financial institu-
tions, hybrid entities and from arrangements involving the exploitation of
Permanent Establishment rules (see Action 7).

The BEPS Action 2 report highlights a two-pronged approach to combat-
ting the use of HMAs. By altering the tax treatment of either the deduction
or the receipt, the OECD/G20 aims to negate the types of tax mismatches
that are created with these arrangements.

The BEPS project has specified two sub-types of HMAs; deduction/non-
inclusion mismatches and double-deduction mismatches. A deduction/non-
inclusion mismatch occurs when a business specifies a tax deduction on a
payment for which there is no corresponding taxable income for another
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person or business. Whereas, double-deduction mismatches arise when two
different taxpayers seek tax deductions for the same payment, or, when one
taxpayer seeks deductions for two different taxes.

Many of the recommendations made in the Action 2 report are to be
implemented through changes to domestic law of all participating countries.
The heart of the recommended legislation specifies a primary rule (designed
to deny a tax deduction) and a defensive rule, which is to apply in circum-
stances where the primary rule does not apply (e.g. there is no HMA rule
in the counterparty jurisdiction). The defensive rule varies depending on
the type of mismatch involved. In the case of deduction/non-inclusion mis-
matches, the defensive rule states that should the payer jurisdiction fail to
neutralise the mismatch, the payee jurisdiction must include that payment
as ordinary income. In the case of double-deduction mismatches the defen-
sive rule requires the payer jurisdiction to deny the deduction if the parent
jurisdiction does not neutralise the mismatch.

What Impact Will This Have on Affected
Businesses?

As the Action 2 report outcomes largely focus on domestic measures,
Businesses that operate multinationally will need to closely monitor legisla-
tion and guidance from relevant national tax authorities. In response to the
arrival of domestic regulations, multinationals will need to review transac-
tional structures, especially in reference to those that are designed to obtain
tax efficiencies. Companies that find themselves to be adversely impacted by
new regulation may need to assess whether to reorganise or eliminate hybrid
elements entirely.

At the time of writing, few tax authorities have issued official guidance
on BEPS Action 2. HMRC (The UK tax authority), being one of the first
to do so, has invited commentary on its draft guidance. That said, there are
suggestions within the industry that many countries will now move quickly
in the hope of securing their share of the taxable income available in hybrid
mismatches between territories, and in the process securing their own tax
bases.

With little in the way of concrete legislation in place from domestic tax
authorities it is difficult to assess the best course of action in the short term
for in scope businesses. Furthermore, long term planning for multination-
als that employ hybrid structures may be all but impossible. However, busi-
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nesses that operate structures that involve arrangements including hybrid
financial instruments, disregarded payments, and import mismatch arrange-
ments in particular should pay close attention to the specific implications of
new HMA rules. If rules are implemented effectively and in a harmonised
fashion, it is possible that hybrid mismatches will fall out of favour with tax
planning accountants.

Ultimately, if the BEPS project succeeds in halting, or severely limiting
the use of HMAs, we are likely to see a shift in the behavior of multinational
groups. However, as the old saying goes, when one door closes, another
opens. In shutting down HMAs, motivated businesses and opportunistic tax
authorities will likely find another avenue for tax efhciency.

Action 3: Strengthen Controlled Foreign
Company (CFC) Rules

A Controlled Foreign Company (CFC) is an entity that is legally regis-
tered and conducts business in a tax jurisdiction that is different from the
residency of the controlling owners. Many jurisdictions already implement
some form of CFC rules, however, as with other aspects of international tax-
ation, the lack of a unified approach leads to gaps and mismatches that give
rise to BEPS opportunities.

The aim of CFC rules in general is to prevent the avoidance of tax
through shifting of profits to low tax foreign subsidiaries. The BEPS pro-
ject stated aim is to encourage territories to adopt CFC rules, and for those
with CFC rules already in place, to bring them in line with the new OECD
standard.

The OECD itself has not conducted significant work with respect to CFC
rules in the past, however the new rules represent an approach towards a
harmonised standard, which is consistent with the wider goals of the BEPS
Action Plan. The final report sets out a series of 6 recommendations that
nations may choose to implement to prevent companies from shifting
income into foreign subsidiaries. The recommended CFC rules form the fol-
lowing six building blocks:

1. Definition of a CFC
The final report makes two recommendations regarding defining a CFC,
first a broad definition that will apply to corporations, transparent entities
and permanent establishments, and second, the application of both legal
and economic control tests.
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2. CFC exemptions and threshold requirements
The Action 3 final report sets out that CFC rules should only apply after
the application of provisions such as de-minimis thresholds, and tax rate
exemptions. Furthermore, such rules should only apply to CFCs that are
subject to meaningfully lower effective tax rates than those in their parent
jurisdiction.

3. Definition of income
The final report recommends that CFC rules only apply to certain types
of income, and sets out a non-exhaustive list of approaches that CFC
rules could use for such a definition.

4. Computation of income
CFC rules should use the rules of the parent jurisdiction to compute the
CFC income that is attributed to shareholders. Furthermore, the report
recommends that CFC losses should only be offset against the profits of
the same CFC.

5. Attribution of income
Rules should ensure that when possible, the attribution threshold should
be linked with the control threshold and that income attributed should
be calculated with reference to proportionate influence or ownership.

6. Prevention and elimination of double taxation
The issue of prevention of double taxation is a key one to many of the
BEPS outputs. The Action 3 report recommends several approaches to
ensure that double taxation is prevented, for example by allowing a credit
for foreign taxes actually paid, including intermediate parent companies
under a CFC regime.

The report recognises that nations have differing policy objectives and have
designed the recommendations to have some flexibility in the implementa-
tion of CFC rules. A number of territories have already updated their CFC
legislations to reflect the Action 3 recommendations. Furthermore, EU
member states are required to implement CFC rules as part of the Anti Tax
Avoidance Directive (ATAD) by the end of 2018.

What Impact Will This Have on Affected
Businesses?

While the outputs of Action 3 are not part of the minimum-standard pack-
age, a number of nations have acted quickly to implement or modify CFC
rules in line with the OECD recommendations. As is the case with many of
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the BEPS outputs, businesses that operate CFC regimes will need to moni-
tor the implementation of new CFC regulation in both their home jurisdic-
tion and any other nations in which they operate. For companies operating
CFC regimes in the EU, the picture is a little clearer, with implementation
of the ATAD by the end of 2018.

Whatever uncertainty remains, the course of action is broadly similar
for businesses that are likely to be impacted by strengthened CFC rules. In
scope multinationals should conduct a through impact analysis to identify
the best course of action moving forward. Those that operate some types of
CFC regimes will find that these strategies will be rendered less, or totally
ineffective. Many will find that operating CFC regimes no longer provides
a realistic economic benefit, and as such, will have to revise structures to
accommodate this new reality.

Action 4: Limit Base Erosion via Interest
Deductions and Other Financial Payments

It is no secret that multinational groups make use of the mobility and
interchangeability of money to achieve tax efliciencies. Disparity between
jurisdictional rules on the location of debt, alongside variances in taxation
rates have fostered an environment in which multinational groups are able
to multiply the level of debt at group entities via intra-group financing.
Furthermore, financial payments that are legally distinct from, but are eco-
nomically equivalent to interest are popular tools to circumvent restrictions
on the deductibility of interest.

BEPS Action 4 seeks to address base erosion issues that arise in three basic
scenarios:

o 'The use of high tax jurisdictions to locate third party debt.

e Using intra-group loans to generate interest deductions in excess of the
group’s actual third party interest expense.

e 'The use of third part or intra-group financing to fund the generation of
tax exempt income.

The recommended approach specified in the Action 4 Final Report involves
the implementation of a fixed ratio rule. This will limit an entity’s deduc-
tions for interest (and interest like payments) to a percentage of its earnings
before interest, taxes, depreciation and amortization (EBITDA). The report
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states that this should apply to entities in multinational groups as a mini-
mum standard, with ratios ranging between 10 and 30%. Furthermore a
group ratio rule has been recommended that is based on the external net
interest to EBITDA ratio for the worldwide group.

In addition to the recommended approach, the report suggests the fol-
lowing elements that a country may implement to achieve more robust base
erosion protections:

* A de minimis threshold, to reduce impact on entities with a low level of
net interest expense.

* An exclusion for interest on loans used to fund some public-benefit projects.

e 'The carry forward of disallowed interest expense and/or unused capacity
for use in future years.

e Targeted anti-abuse rules to prevent circumvention.

What Impact Will This Have on Affected
Businesses?

As the OECD report contains a number of optional elements, implementa-
tion of the Action 4 recommendations is unlikely to be uniformly applied
across jurisdictions. However, of the governments that have published draft
or final legislation, many have opted to include most or all of the recom-
mendations. With this in mind, impacted businesses in jurisdictions that
have not already adopted any legislation in this area would be wise to
assume a “worst case scenario” approach to planning.

At the time of writing few governments have fully advised their position
on BEPS Action 4 implementation, with even fewer having actual legislation
in place. As with several other BEPS actions the UK has been one of the first
to publish both draft and final legislation, with the rules coming into force
on April 1st 2017. The UK have elected to implement a 30% fixed ratio and
a £2m de minimis threshold. While it is by no means set in stone, there is
speculation that implementation of the BEPS Action 4 recommendations in
other territories may take a more hardline approach.

What is immediately clear is that these rules are likely to impact the use of
tax relief for interest expenses. This is likely to lead to an increased effective
tax rate for groups that currently employ operational structures that make
use of intra-group loans and other activities to capitalise on interest deduc-
tions. The scale of this impact for many will be determined by the value of
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the fixed ratio as it is applied by the relevant jurisdiction. Ultimately groups
will have a strong incentive to ensure that the allocation of debt amongst
group entities relates to where profits are generated.

Action 5: Counter Harmful Tax Practices More
Effectively, Taking into Account Transparency
and Substance

The OECD has a considerable body of published work on the subject of
harmful tax practices. BEPS Action 5 seeks to revamp the work set out in
‘Harmful Tax Competition: An Emerging Global Issue’ (1998) alongside
its Forum on Harmful Tax Practices (FHTP). The concerns outlined in
the 1998 report relating to the use of preferential tax regimes for artificial
profit shifting are perhaps even more relevant today, with the tax practices
of multinational businesses occupying significant front page real estate. The
Action 5 outputs therefore are focused upon the FHTP, rather than towards
national tax authorities, or governments as in the other BEPS Actions.

It is no secret that globalisation, alongside technical advances, has pre-
sented many opportunities to use the mobile nature of financial activities
and intangible assets to obtain a geographic tax advantage. The OECD
stance is that such practices unfairly erode the tax bases of other countries,
shifting the tax burden towards less mobile tax bases, such as labour, prop-
erty and consumption. The Action 5 recommendations seek to address these
issues by reducing the distortionary influence of taxation on the location of
mobile financial and service activities. The lofty goal of which is to promote
free and fair tax competition, whist enhancing the ability of countries to
react to the harmful tax practices of others.

In Action 5, the OECD has tasked the FHTP to expand its work relating
to harmful tax practices, paying particular interest to preferential tax regimes
within the context of BEPS. The focus of this work relates to regimes that
apply to income from geographically mobile activities such as financial and
other service activities as well as the provision of intangibles. Other preferen-
tial regimes, such as those designed to bring investment in plant, equipment
and buildings are out of scope.

In the context of BEPS a preferential tax regime is considered to offer
some form of tax preference compared to the general tax rules of the relevant
country, such as reduced tax rates or preferential repayment terms. The work
of the FHTP has established the following criteria to determine whether a
preferential regime is considered to be a harmful tax practice:
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1. The regime imposes no/nominal taxes on geographically mobile activities.

2. There is a lack of effective exchange of information.

3. There is a lack of transparency in the operation of the legislative, legal or
ad