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Abstract. Internet Of Things (IoT) based wireless technologies have gained a
lot of popularity recently all around the world and 5G technology has emerged
as a particularly difficult and intriguing research field. This article examines 5th
Generation (5G) wireless technologies based on IoT. Internet in 5G is the coming
future. Cutting-edge Wi-Fi infrastructure and automation will be enabled by this.
Recent cellular networks, such as LTE, will be insufficient or inefficient inmeeting
the needs of connection to more than one devices with higherrate of data trans-
mission, increased capacity, and lower latency. High-quality service with minimal
disruption. 5G technology is the most promising solution to these all issues. This
paper gives an in-depth study of the obstacles and future objectives of several
communication businesses in the context of 5G. Many features of 5G systems are
thoroughly discussed and examines in depth emerging and enabling technologies,
which enables the IoT. Control techniques, wider area with low power networks
and security considerations are also considered. This paper discusses the role of
augmented reality in the 5G future. It also goes into details of IoT application
areas in 5G.
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1 Introduction

IoT is a system in which physical objects-gadgets are connected to each other and can be
remotely controlled. Here vehicles, different structureshaving hardware, programmable
sensors and system connected tonetworks are involved. All this helps to collect and
analyse information. The IoT allows items to be sensed and give access to control
them at a remote location across connected system foundation, making them available
for more reconciliation of physical things into digital based infrastructures and giving
better proficiency, accuracy, precision at lower costs [1].

1.1 Basics of IoT

Devices containing sensors, computer power, software, and other technologies are
referred to as IoT. These devices may connect with one another through the Internet
or another communication network. IoT is now being used in 5G system research. In
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this study, a wireless sensor network was analyzed in order to make decisions based on a
trained network. In order to create a dependable and adaptable solution for 5G wireless
system, the study employs wireless network model for 5G system in the current IoT
system [2, 3]. The main constituents of IOT are shown below in Fig. 1.

Fig. 1. Major components of IoT

1.2 Need of IoT

Sensors and other IoT devices are most often utilized in the industrial, transportation,
and utility sectors. They have also found uses in agriculture, infrastructure, and home
automation, contributing to the digital transformation of certain organizations [4]. Secure
and pleasant environment is the goal of IoT [5]. This aspires to connect every possible
object to the internet, as much as feasible, the IoT links us all.The various networks
connected via IoT are shown in Fig. 2.

Embedded computer equipmentwouldbe affectedby the internet.A recent developed
universe of Information Technology (IT) has been created by IoT. In the server room,
PCs, and PDAs, data mechanization has not slowed down. Currently, it can be found in
every object around us. The vast majorities of the devices we use every day are either
now linked or will be in the near future. Many different types of valuable data will be
available for them to discover and sell with the help of technologically smart program.
The use of media, databases, and apps in our daily lives is becoming more pervasive.
Our lives will be covered in a type of technological net or skin as a result. Unexpectedly
one may even claim, “No Net, No Planet.
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Fig. 2. IoT with network

1.3 Sensor Network Using Wireless Systems

Sensor network with wireless systems or WSN is a network that are scattered over a
large area and monitor and record environmental parameters before transferring data to
central point [6]. Humidity, wind speed, and temperature and direction are just a few of
the variables that WSNs can track. A network of sensors that collect and transfer data on
physical or environmental components like sound pressure,motion velocity, or pollutants
to a central location is characterized as a self-configured and infrastructure-free wireless
sensor network.

Sensors with built-in Wi-Fi may keep tabs on a variety of environmental parameters
and relay that data to a central location for analysis [7]. WSNs may be used to collect
data on environmental parameters as noise levels, pollution levels, humidity levels, and
wind speeds.

2 Applications of 5G in Various Wireless Systems

2.1 Terrestrial Microwave

Wireless microwave networking technique, terrestrial microwave employs line-of-sight
communication between transmitters and receivers which are on earth using 5G network
[8]. For cost reasons, microwave transmitter and receivers are often located far above
the earth on towers or mountaintops.terrestrial microwave link is shown in Fig. 3.

Fig. 3. Terrestrial microwave

In order to transfer data, pairs of Earth-based transmitters and receivers employ
line-of-sight communications to establish a terrestrial microwave network.
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2.2 Cellular and PCS Systems

For those who want a wireless phone service that is both personal and mobile, PCS (per-
sonal communications services) is the answer [9]. “Digital cellular” has been coined to
describe it (although cellular systems can also be digital). To provide adequate coverage
for a large region, PCS, which is also designed for mobile users, utilises a plethora of
antennae. The signal from the phone of a user is received by an antenna in the vicinity
and sent them to the base station of that network as the user travels about. The phone is
slightly smaller than a cellular phone. There are now more than 230 million users who
can access PCS, according to Sprint. Figure 4 shows a block diagram of cellular and
PCS systems.

Fig. 4. Cellular & PCS systems

2.3 Radio and Spread Spectrum Technologies

Telecommunications and communication using radio frequenciesuses techniques of
spreading a signal with a given bandwidth in the frequency domain, creating a sig-
nal with a broader bandwidth [10, 11]. Thus signal structure resembling noise is used to
widened a low band signal on a wide frequency band in a spread spectrum approach as
shown in Fig. 5.
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Fig. 5. Radio & spread spectrum technologies

2.4 Free Space Optical (FSO) Communication

Data may be sent wirelessly across long distances using a modulated optical beam
aimed towards free space, without the need of conventional optical technologies such as
fibre optics. Light (or smoke) signals were employed in ancient times to communicate
information [12]. Infrared laser light can be used to build point-to-point optical commu-
nications in free space, but LEDs can also be used for low-data-rate communication over
short distances [13]. Communications between spacecraft can be made using free-space
optics depicted below in Fig. 6.

Fig. 6. Free space optical communication

This type of free-space optical communication is known as InfraredDataAssociation
(IrDA).When it comes to opticalwireless communications applications, FSO technology
is included [14].

2.5 Communication Satellite

One kind of communications satellite is a transponder-based artificial satellite that trans-
mits data from a remote transmitter to a receiver located in another part of the world.
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Communications satellites are used for television, telephone, radio, the internet, and
military purposes [15]. Passive satellites and active satellites are the two main types of
communication satellites. Satellites using passive technology don’t use their own sent
energy to amplify reflected signals, so that a part of the complete energy is received
by thereceiver. Due to the satellite’s high altitude and consequent free-space route loss,
the radio signal it transmits is quite feeble when it reaches Earth. On the other hand,
active satellites boost the received signal before sending it back to the ground station.
Despite being the first satellites for communications, passive satellites are now rarely
used. Figure 7 shows a communication satellite.

Fig. 7. Communication satellite

3 Challenges and Vision oF 5G IoT

As cellular technology has progressed over the years, it has becomemore common. Since
1G was introduced, there have been a number of challenges in design of physical &
network layers and the areas in which they are used. In light of all of these issues with
current networks, 5G has ushered in a major shift in wireless technologybased on IoT
[16]. The research difficulties on 5G technology, according to the study, are mostly
focused on the following topics.

• In order for real-time networks to function, data must be sent at a rate of 110 GBPS,
which is ten times faster than existing technology.

• As opposed to LTE networks, latencymust be 10 times lower in order for it to function.
• Using MIMO antennas and millimetre wave technology, 5G networks may achieve
high bandwidth and spectrum efficiency, while cognitive radio allows users to access
both licenced and unlicensed spectrum bands, respectively [17].

• Forlow-cost sensors and devices, as well as low-cost deployment, should be part of
IoT.

• As technology improves so will the amount of power it consumes, demanding greater
battery storage and backup.

• Energy usage in 5G networks, which are capable of massive connections and high
data speeds, might fall by over 90% if green technologies are adopted [18].

Wireless communication firms and academic institutions are launching & collabo-
rating, research initiatives in many areas of 5G in response to the seven primary concerns



Application of IoT in 5G Wireless Communication 275

listed above. 5G wireless technology is expected to be widely available by 2025 thanks
to research and field testing by some of the world’s major cellular, semiconductor, and
service companies. At a number of world-class research organizations, 5G research and
experimentation is taking place. Long-distance communication, longer battery life, the
capacity to talk to billions of devices, and faster internet speeds are all anticipated to be
satisfied by new cellular technology advances. IoT in a 5G framework has the potential
to be most transformative technology in information technology industry, according to
experts. 5G technology is expected to be widely available by 2025, a study has shown.

4 Latest Research Work

An in-depth talk by Ali A. Zaidi was given on the aspects of NR OFDM numerology
that are required for eMBB, IoT, andMBSFN. The 3rd Generation Partnership Project is
presently standardising NR (3GPP). It has been authorised using 3GPP in NR physical
layer architecture to accommodate a wide range of situations and deployments.

His presentation at the Mobile World Congress focused on the impact of PTM on
5G network slicing, which allows for network resources to be dynamically adjusted
accommodatingvarious services while considering user density.It is possible that 5G
PTM broadcasts may be designed to break with the present paradigm of 4G Long Term
Evolution, where firstly PTMbroadcast transmissions were planned as an additional and
pre-positioned service.

Morteza Hashemi presented a mmWave design operating at less than 6 GHz. Our
technology takes advantage of the spatial correlations between the mmWave and sub-
6 GHz interfaces for beamforming and data transfer. Because of spatial correlations with
the sub-6 GHz frequency region, our extensive tests in both indoor and outdoor envi-
ronments show that analogue beamforming may be implemented in mmWave without
incurring a substantial overhead [19].

By using 5G millimetre wave installations, Dmitrii Solomitckii claims that amateur
dronesmight be trackedWebelieve that the projected 5G infrastructure contains all of the
components essential for drone monitoring and identification. It’s consequently impor-
tant to consider density of base stations as well as their directional antennae & available
bandwidth when designing new technologies and systems. Our ray-based modelling
techniques are used to quantify the effects of these variables [20].

LTE, which uses OFDM for synchronous communication, and machinetype DUE,
which use a differentwaveformwhen executing asynchronously, were the focus of Conor
Sextan’s study. In the synchronous OFDM case, offset-QAM achieves an average rate
marginally higher than the baseline case and around 43% higher than the asynchronous
OFDM situation [21].

Specifically, Godfrey A. Akpakwu focused on 5G mobile networks, which are pre-
dicted to manage exponential traffic growth and allow the Internet of Things, in a thor-
ough analysis of emerging. When developing a context-aware congestion management
mechanism, the constraints & open research paths relevant to deployment of large-scale
to crucial IoT applications are also highlighted [22].

To help people better comprehend the current stage of IoT development, Jie Lin gave
a discussion. Also, it studies the relationships between IoT and fog/edge computing, as
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well as the difficulties related to this type of IoT. Cyber-physical systems and IoT play
a crucial role in achieving an intelligent cyber-physical world, which is the focus of this
research study. This is followed by a discussion of the current state-of-art in Internet
of Thing designs, technology, and security and privacy concerns. To better understand
fog computing-based IoT, authors of this study look at the connection between fog
computing and IoT as well as some of the challenges associated with this kind of IoT
[23].

Energymanagement and smart city issues were briefly discussed byW. Ejaz. Finally,
they provide a single framework for Internet of Thing based smart city energy-efficient
scheduling and optimization. For example, they address how to prolong the life of low-
power gadgets using energy harvesting in smart cities and its associated issues. Two
examples are given. One focuses onmaximising energy efficiency in smart homes, while
the other addresses wireless power transmission for IoT devices in urban environments
[24].

New mobile technologies on cloud-based IoT systems have unique security and
privacy requirements. Hence, J. Zhou created an efficient aggregation without public
key homomorphism encryption. Finally, number of intriguing open issues & possible
concepts are presented to stimulate more study in this burgeoning fields [25].

Research and design challenges for IoT and machine-to-machine communications
necessitate fundamental network paradigm shifts to meet the predicted high traffic and
low latency requirements. The massive deployment of tiny cells in the millimeter-wave
spectrum is one of these possibilities. 5G will be the most intelligent and dominating
wireless technology yet as a result of the many smart features and applications that will
be included into future wireless networks [26].

5 Research Gaps

5G technology is designed to deliver data rates up to 20 Gbps andmuch lower latency for
a more immediate response. Even with the users moving around, it provides an overall
more uniform user experience so that the data rates stay consistently high. 5G offers
downloading speed of 20 Gb/s (gigabits per second) and uploading speed of 10 Gb/s
respectively. Significant problem that the emerging nations suffer is security manage-
ment.With uncertainty about existing safeguards, the cybersecurity protections available
to citizens and governments amid 5G rollout is a matter of concern. The existing stud-
ies reveal that providing security reduces overall performance by 7% to 20%. Another
issue is its accessibility 24 × 7. Presently, users need access to information any time
at any location. Another key challenge with 5G is its short range. Trees and buildings
cause significant signal obstruction, necessitating numerous cell towers to avoid signal
path losses. The present work aims at improving the performance of the network by
expanding the capacity of 5G connectivity and addressing signal path challenges.

6 Future Scope

In the future, academic institutions and the telecoms industry will focus on 5G and
beyond initiatives. IoT research might improve social services in low-income nations
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and the rest of theworld. These study categories includemillimeter wave communication
technologies as well as other 5G physical layer research areas like as security and data
traffic management. For our analysis, we have included NR, LPWAN networks, as well
as high-tech sensors capable of supporting 5G networks. Additional numerology values
are included in the physical layer specification for 5GNew Radio (NR) in addition to the
standard values. Cloud computing and augmented realities, along with the ramifications
for 5G (IoT), have also been discussed in detail. Cyber security and privacy are major
problemswith 5G networks.We looked at the rise in cyber attacks and the corresponding
decrease in cyber security and privacy measures in-depth.

7 Conclusion

The integration of 5Gwith IoT enables to connect asmany devices as possible into single
network. Several applications that have fueled the Internet revolution include smart agri-
culture, internet-enabled vehicles, smart manufacturing, smart healthcare, smart cities
and many more. NR, MIMO, millimeter wave connectivity and cloud computing are
proposed in the 5G IoT architecture. The present work provides a detailed review of IoT,
its applications in 5G technology and the upcoming issues in the technology. Several
technologies that are critical to the IoT have been overlooked in the present paper on
5G. Cyber security and privacy are major problems with 5G networks. The other issues
of concern are its accessibility, short range and reduced performance. These can be
resolved by compensating signal path losses and by incorporating effective techniques
that increases the capacity of 5G.
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