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Abstract. As Bitcoin is universally recognized as the most popular
cryptocurrency, more and more Bitcoin transactions are expected to
be populated to the Bitcoin blockchain system. However, transactions
cannot be confirmed altogether into the next block due to the limited
block capacity. One of the most demanding requirements for users to
use Bitcoin is to estimate the confirmation time of a newly submitted
transaction. In this paper, we propose two approaches for estimating the
confirmation time for a single transaction. The first approach DcyMean
makes the estimation based on the historical confirmation time of trans-
actions included in the blockchain. The second approach CTEN is built
on neural networks to estimate based on a variety of factors including
the transaction itself, block states and mempool states. Finally, we con-
duct experiments on real Bitcoin blockchain datasets to demonstrate
the effectiveness and efficiency of our proposed approaches. Each of our
approaches can finish training and estimation within one block interval,
demonstrating that our approaches can process real-time cases.

Keywords: Transaction confirmation time estimation · Bitcoin ·
Blockchain

1 Introduction

Nowadays, cryptocurrency has become a buzzword in both industry and
academia [26]. Blockchain works as one of the popular systems to manage cryp-
tocurrency transactions. Compared with traditional ledger systems, blockchain
is decentralized, immutable and transparent. Bitcoin, one of the most popular
cryptocurrencies, has achieved huge success with its capital market reaching 600
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billion dollars in 2021 as shown in coindesk1. Meanwhile, PayPal accounthold-
ers in the United States have been able to buy, hold, and sell cryptocurrencies
directly through PayPal. As a result, more Bitcoin transactions are expected to
be populated into the Bitcoin blockchain system. The bulk of new transactions,
however, cannot be included altogether in the next block due to the restricted
capacity of a block. After a transaction is submitted, the transaction is then
verified and put into a miner’s mempool where the transaction competes with
other unconfirmed transactions to be included/confirmed into future blocks. As
a result, a submitted transaction may suffer from confirmation delay as the num-
ber of submitted transactions grows. Concerned about this, it becomes vital to
help a user to understand (if possible) how long it may take for a transaction to
be confirmed in the Bitcoin blockchain.

Existing research has shed some light on transaction confirmation time esti-
mation in the Bitcoin blockchain [3,12,14,19–22,45]. However, they are not prac-
tical enough due to the following four types of drawbacks: (1) Estimation is not
tailored for an individual transaction. The existing works [19,20,45] evaluate
the average confirmation time of two classes of transactions [19,20] or of all the
unconfirmed transactions [45], instead of the confirmation time of a single trans-
action. (2) Some works [12,21] only predict whether a transaction can be con-
firmed in the next block, i.e. treat the problem as a binary classification problem.
They could not provide accurate confirmation time, and thus may be insufficient
in practice. (3) Some assumptions are not realistic. The works [3,14,22] assume
that mempool receives transactions falling into each feerate class at a specific
fixed speed. However, the speed of inflow transactions in a feerate class often
varies, such as sensitive to peak/off-peak trades, government policies, finance
news, etc. In addition, they assume that every block contains a fixed number of
transactions. This is often not the case. (4) Transaction features and block fea-
tures are not sufficiently utilized. To the best of our knowledge, only the works
[12,21] consider transaction metadata, such as transaction weight, number of
inputs, number of outputs, etc. No prior work has considered block features
which may give some hints on future block sizes and future block generation
speeds that are likely to affect when a new transaction can be confirmed.

To address these limitations, we propose two transaction confirmation time
estimation approaches, DcyMean and CTEN. DcyMean is designed based on
decayed mean of historical transaction confirmation time in the blockchain. It
estimates by aggregating the confirmation time of historical transactions in dif-
ferent blocks with feerates falling into the same feerate interval as the given
transaction. A decay parameter is used to lower down the importance of earlier
blocks. We also propose an advanced approach CTEN (short for Confirmation
Time Estimation Network) to make the estimation based on neural networks.
It works by predicting the characteristics of future blocks and simulating the
mining behavior of miners. Specifically, it considers three types of information:
the transaction itself, block states in the blockchain and mempool competition
states. Historical block sequence is used to predict the properties of future blocks.

1 https://www.coindesk.com/price/bitcoin.
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32 L. Zhang et al.

CTEN also derives the mining behavior from the confirmation of transactions in
the mempool at different block heights. Both block state sequence and mempool
state sequence are learnt using Long Short-Term Memory (LSTM) or Attention
mechanisms, which have demonstrated outstanding performance in time series
data processing [13,24,33,42].

Our contributions in this paper are summarized as follows:

– We propose a feerate-based confirmation time estimation approach DcyMean,
which infers the confirmation time for a transaction by aggregating the confir-
mation time of historical transactions in different blocks with feerates falling
into the same feerate interval as the given transaction.

– We propose an advanced approach CTEN, which works on leveraging the
power of neural networks for time series data processing techniques to learn
future block characteristics and simulate miners’ mining policy to help with
transaction confirmation time estimation.

– Extensive experiments on real Bitcoin blockchain datasets have been con-
ducted to demonstrate the effectiveness and efficiency of our proposed
approaches.

2 Background and Related Work

In this section, we first introduce some recent attempts on managing blockchain
systems, and then introduce the transaction confirmation process in Bitcoin
and related works on transaction confirmation time estimation in the Bitcoin
Blockchain.

2.1 Blockchain Management

Recently, extensive research has been made on the technologies underpinning the
deployment of blockchain systems in different aspects, such as scalability, query
evaluation, security and privacy, applications and etc. Scalability focuses on
increasing transaction confirmation throughout in blockchain systems through,
e.g., consensus protocols [4,15], concurrency control [7,10,31] and data manage-
ment techniques [5,8,9,27,28,30,32,34,39]. Query evaluation tackles the prob-
lem of querying data stored on blockchains [36,38,43,46,47]. Another focus of
the community is system maintainability and data privacy [40,41]. There are
also works incorporating the blockchain technology into different fields, such as
crowd-sourcing [16,17,23], disease control [29] and classification [44].

2.2 Transaction Confirmation in the Bitcoin Blockchain

In the Bitcoin blockchain system, transactions record the transferring of Bit-
coin currencies between participants. Transaction are confirmed when they are
included in a block of the blockchain. As a block’s capacity is restricted, uncon-
firmed transactions implicitly compete to get confirmed. Transaction fee can be
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set to prioritize transaction processing. Transaction feerate is a term used to
describe the fee density of a transaction, which is calculated by dividing the
transaction fee by the transaction size. Once transactions are submitted to the
blockchain system, they are broadcast across the nodes in the system. If they
meet the transactions’ validity criteria [1], Bitcoin nodes will add them to their
mempools (memory pools), where transactions wait until they can be included
(mined) into a block. Miners are the nodes who need to conduct this verification
process with their computing power. They play a critical part in the transaction
confirmation process, ensuring that transactions are included on the blockchain.
In the confirmation, they first select some unconfirmed transactions in the mem-
pool and construct a candidate block. Then they compete to figure out the
computational solution (referred to proof-of-work) for the next block. Finally,
the miner who first works out this computational problem is awarded, which
consists of a fixed Bitcoin reward and transaction fees included in the block.
The competition process among miners is called mining. Once a new block is
linked to the blockchain, miners update their local copy of blockchain data and
start mining the next block. The confirmation of transactions in the new block
is complete and these transactions will be removed from the miner’s mempool.

2.3 Related Works on Transaction Confirmation Time Estimation

Some works have been done on transaction confirmation time estimation in the
Bitcoin blockchain. In [12,21], the authors treated the confirmation time estima-
tion problem as a binary classification problem to predict whether a transaction
can be confirmed in the next block. They use supervised learning models like
SVM, random forest, AdaBoost, and etc. The authors in works [3,19,20] intro-
duced different queueing models to estimate the confirmation time of transac-
tions with different feerates. Feerates are categorized into several classes in these
works, and the works conduct the estimation for each transaction class. To be
specific, it assumes that transactions in different feerate classes arrive in the
queue according to an independent Poisson process with a specific fixed rate.
To fill in each block, a fixed number of transactions (batch) are removed from
the queue. Transactions with greater fees are placed in the front part of the
queue, allowing them to be processed earlier than those with lower fees. The
number of blocks required for the confirmation of a transaction can be thus
calculated by its position in the queue. Works in [19,20] adopt the M/GB/1
queueing model with batch B [6]. Balsamo et al. [3] considered a queuing model
M/MB/1 with batch B [25], and the works [14,22] model the confirmation pro-
cess as Cramér-Lundberg process. In addition, Zhao et al. [45] established a type
of non-exhaustive queueing model with a limited batch service and a possible
zero-transaction service to study the average confirmation time. It assumes that
the number of transactions in the system at a given observation point form a
Markov chain, the elapsed time of block generation follows a certain density
function in stochastic processes, and transaction arrivals follow a Poisson distri-
bution. Finally, based on Little’s law [37], the confirmation time is estimated.
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Table 1. Notations

Notation Explanation

tx A transaction

t̂x The submitted transaction to be estimated

r The feerate interval that the feerate of t̂x falls in

w(tx ) The weight of the transaction tx

g(tx ) The confirmation time of the transaction tx, i.e. the gap between

The submission and confirmation timestamps of tx

ĝ The estimated confirmation time for transaction t̂x

dcy A decay parameter reflecting the fading effect in DcyMean

h A block height

hcur The height of the current (most recently generated) block

Th The confirmed transactions in the block with height h

T r
h The confirmed transactions with feerate interval r in Th

Memh The unconfirmed transactions in the mempool at block height h

bh The block state of the block with height h in CTEN

memh The mempool state of the block with height h in CTEN

3 Problem Definition

Given a newly submitted transaction t̂x, the studied problem is to predict the
confirmation time ĝ(t̂x) for t̂x. We consider that three types of information are
useful to help with the prediction/estimation: (1) the transaction itself, whose
features are denoted as FeaInfo; (2) historical confirmed transactions stored
in blocks, denoted as ChainInfo; (3) unconfirmed transactions constituting the
mempool, denoted as MemInfo. We model estimating transaction confirmation
time as looking for a function F taking the above three types of information as
input and giving the estimation as output.

ĝ = F(FeaInfo, ChainInfo,MemInfo)

The rationale to select the above three types of features is as follows: (1) FeaInfo
contains the unique features of a particular transaction, e.g., feerate, weight, vali-
dation complexity, submitted time, etc., which could differentiate one transaction
from other transactions; (2) ChainInfo has historical transaction confirmations,
which may give some hints on the new transaction estimation. Meanwhile, the
block sequence may contain block size and block generation trends, implicitly
reflecting the volume and speed of confirming multiple transactions as a whole;
(3) MemInfo has all the unconfirmed transaction, i.e. the competitiveness of
the submitted transaction can be evaluated against all the waiting transactions.
As a result, we propose to learn an estimation function from these three types
of information. We list some frequently used notations in Table 1.
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4 Methods for Confirmation Time Estimation

In this section, we present the confirmation time estimation approaches.

4.1 Decayed Mean (DcyMean)

The first approach we propose is based on decayed mean of historical trans-
actions (named DcyMean), which estimates the confirmation time for a new
transaction, given a small feerate interval that the new transaction falls in. It
infers the confirmation time from historical transactions that fall into the same
feerate interval. More importantly, DcyMean considers that confirmation time of
transactions confirmed in recent blocks are more helpful than those confirmed in
earlier blocks when computes the estimation. To aggregate the effect of records
from different blocks, it introduces a decay parameter dcy ∈ [0, 1]. A smaller dcy
means DcyMean relies more on the results from recent blocks than earlier blocks.
When a new block is mined, the impact of confirmation time of transactions in
prior blocks will fade by a factor of dcy. When dcy = 0, it means only the cur-
rent block (most recently generated block) is used to compute the estimation.
When dcy = 1, it means all the historical blocks have equivalent importance.
The estimated confirmation time is given in Equation (1):

ĝ =

∑

h≤hcur

∑

tx∈Tr
h

g(tx) ∗ dcyhcur−h

∑

h≤hcur

∑

tx∈Tr
h

dcyhcur−h
(1)

where h denotes a historical block height, hcur denotes the current block
height, r denotes the feerate interval t̂x falls in and T r

h denotes the transactions
confirmed in block h within the feerate interval r.

By collecting historical confirmation time related to a given small feerate
interval in the blockchain, DcyMean obtains the aggregated confirmation time
of that feerate interval to predict for a new transaction. In fact, a transaction’s
confirmation is involved in a more complicated block mining process. which
may be affected by not only the transaction itself, but also the hidden mining
policies, blockchain states, and possibly what other unconfirmed transactions
are. In Sect. 4.2, we propose a more powerful neural network based approach to
solve the transaction confirmation time estimation problem.

4.2 Confirmation Time Estimation Network (CTEN)

The second approach we propose is based on neural networks to estimate the con-
firmation time for a new transaction (named CTEN). Before introducing CTEN,
we summarize three groups of features that may influence the confirmation time:

– Transaction Features, which describes the submitted transaction.
– Block States, which reflects the characteristics of the mined blocks including

block size, block generation speed, etc.
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– Mempool States, which records the distribution of feerates of unconfirmed
transactions in the mempool, implicitly modelling the competition among
unconfirmed transactions.

Fig. 1. The framework of CTEN.

These three groups of features correspond to the three types of information
fed to the estimation function F in Sect. 3. Although transaction features are
already available in the submitted transaction, future block states and mempool
states are not known. However, such features are desirable, because if we had
known how many transactions would be contained in future blocks, how fast
future blocks would be generated, how competitive the submitted transaction
would be in future mempools, we would increase the chance to predict the con-
firmation time more accurately. Consequently, in CTEN, our main idea is to
predict future block states and mempool states from historical state sequences
by utilizing sequence learning models. Finally, we combine the three groups of
features to do the estimation.

Estimation Framework. The estimation framework can be divided into two
layers, one feature extraction layer to extract patterns from block states, mem-
pool states and transaction features of the submitted transaction, and one pre-
diction layer to analyze the relationship between transaction confirmation time
and the extracted features. Figure 1 shows the framework.

– Feature Extraction Layer. It includes three parts. Other than modelling
the submitted transaction itself, the feature extraction layer also predicts the
future characteristics of block states and model the miners’ mining behavior
from mempool competition states of the unconfirmed transactions.
1. Transaction Features describe the details of the submitted transaction

waiting for confirmation. We select the features that we believe may
affect a transaction’s validation and confirmation. In addition, we add
an additional feature to represent its current competition position in the
mempool for modelling the mining priority.
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• transaction feerate Generally, transactions with higher feerates are
likely to be more competitive than those with lower feerates.

• number of inputs and number of outputs Miners need to verify the
validity of the satoshis claimed in transaction inputs by tracking his-
torical transactions which transferred satoshis to those addresses.

• transaction weight It is a parameter measuring the transaction size.
It is related to the blockchain protocol Segwit, and a transaction con-
taining Segwit inputs has additional script data. In order to represent
the size of transactions under different protocols, transaction virtual
size (weight) is used in our work.

• transaction first-seen time The first-seen time refers to the time that
a transaction is first observed. It is difficult to find out the exact
submission time of a historical transaction, so its publicly recorded
first-seen time is treated as its submission time in our work.

• time interval to last block It is the interval between transaction first-
seen time and the timestamp of the last generated block. This feature
is added to address the disparity in transaction confirmation time in
the scenario when two transactions are submitted at the same block
height but at different timestamps, since the later one may experience
a shorter confirmation delay due to its proximity to the timestamp of
the next block’s confirmation time.

• position in the current mempool It aggregates the weight of uncon-
firmed transactions in the mempool with higher feerates than the
submitted transaction. Strictly speaking, it is a feature built from
both the transaction itself and the mempool.

2. Block States are the predicted features of future blocks, which are
expected to encode future block size and generation speed, which can
affect a transaction’s confirmation time. Historical block states are learned
as a sequence to predict future block states.

• block weight and the number of confirmed transactions They represent
the size of a block. We evaluate from two aspects, the overall weight of
transactions in a block and the number of transactions in this block.

• difficulty It reflects the difficulty of the mathematical problem in min-
ing a block. In the Bitcoin system, difficulty is tuned to control that
blocks can be generated on an average 10-minute basis.

• block interval It is constructed based on the time gap between a block
and its precedent block. It assesses the pace with which blocks are
generated.

• average feerate in the block This is the average feerate of the transac-
tions in one block. We aim to capture the feerate trend in continuous
blocks by implementing this feature.

• feerate distribution in the block The feerate distribution is extracted
by aggregating the weight of the transactions confirmed in one block
within each feerate interval.

3. Mempool States Transactions in the mempool compete to be included in
the next block. We model transaction competition in the mempool at a
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certain block height h by computing the overall weight of transactions in
the specific feerate interval r.

memr
h =

∑

tx∈Memr
h

w(tx) (2)

In this way, before each block is generated, we have a mempool, whose fea-
ture is modelled as a concatenated weight-histograms of different feerate
intervals. Similar to block states, historical mempool states are learned
to predict future mempool states.

In CTEN, block states and mempool states are learnt by sequence models.
We implement two alternatives, LSTM and Attention. In both models, we
use xi to represent the input feature. To be specific, for block states, xi is
block characteristics bh; for mempool states, xi is mempool vector memh. t
is the length of the sequence.
Approach 1: LSTM [18] aggregates information on a token-by-token basis

in sequential order. Compared to the standard RNN, LSTM addresses the
vanishing gradient problem by incorporating three gating functions into
state dynamics. At each time step, LSTM maintains a hidden vector h and
a memory vector c responsible for controlling state updates and outputs.

it = σ(W ixt + M int−1)

ft = σ(W fxt + Mfnt−1)
ot = σ(W oxt + Mont−1)
c̃t = tanh(W cxt + M cnt−1)
ct = it � c̃t + ft � ct−1

nt = ot � tanh(ct)

(3)

where [W i,W f ,W o,W c,M i,Mf ,Mo,M c] are weight matrices, xt is the
vector input at the time step t, nt is the current exposed hidden state, ct
is the memory cell state, and � is element-wise multiplication.

Approach 2: Attention is another popular strategy for dealing with
sequential data. It attempts to capture the relationships between differ-
ent positions of a single sequence in order to generate a representation for
the sequence. Unlike LSTM which returns the final hidden state as the
extracted feature, the attention mechanism returns a new representation
based on the importance in different positions in a sequence. In CTEN,
the additive attention architecture [2] is used to replace the LSTM module
as an alternate feature extraction module:

nt,t′ = tanh(W txt + W xxt′ )
et,t′ = σ(W ant,t′ )

at = softmax(et)

lt =
∑

t′
at,t′xt′

(4)
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where [W t,W x,W a] are weight matrices, xt is the vector input (block
states bh or mempool states memh in this work) at time step t, nt is the
current exposed hidden state.
We also study the performance of self attention [35] and weighted atten-
tion [11]. Results are reported in the experiment section.

– Prediction Layer is designed to generate estimation based on the concate-
nated features from transaction features, block states and mempool states,
which is fed to a fully-connected neural network for confirmation time esti-
mation.

5 Experiments

We conduct experiments on real-world blockchain data to evaluate the perfor-
mance of our proposed approaches DcyMean and CTEN. Experiment settings are
detailed in Sect. 5.1. The performance of the approaches is reported in Sect. 5.2.
In addition, we also demonstrate the efficiency of our approaches.

5.1 Experiment Settings

Datasets and Data Processing. We constructed two datasets by randomly
selecting two different block intervals (S1: block range 621057–621281 and S2:
block range 622057–622281) via Blockchain Explorer2. Each dataset has 225
blocks, the first 180 blocks are used for training (about 400,000 transaction
instances) and the last 45 blocks for testing. At each block height, transactions
whose first-seen time fall in between the confirmation time of the current block
and the next block are considered as training instances (for the first 180 blocks)
or testing instances (for the last 45 blocks).

Considering that transaction feerate in the Bitcoin blockchain system is a
continuous value, we discretize it into different small intervals. In DcyMean and
the mempool states in CTEN, transaction feerates are divided into 1001 inter-
vals, with 1 being the first and increased by 1 in every step. Feerates more than
1000 are put to in the last interval 1001. Our interval division is based on a sta-
tistical study of all the transactions confirmed in the block range 621001–621500
(about 1.18 million), which shows that 99.98% transactions are with feerates
under 1000.

Evaluation Metrics. In order to evaluate the accuracy on the confirmation
time, we employ two measures, Mean Squared Error (MSE) and Mean Absolute
Error (MAE), to report the performance. MSE and MAE are defined as follows,
where the estimated result is ŷi and the ground truth is yi.

MSE =
1
n

n∑

i=1

(yi − ŷi)2 (5)

2 https://www.blockchain.com/explorer.

https://www.blockchain.com/explorer
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MAE =
1
n

n∑

i=1

|yi − ŷi| (6)

Compared Methods. We compare the performance of our proposed DcyMean
and CTEN variants.

– DcyMean: dcy is set to 0.96.
– CTEN Lstm employs LSTM to extract patterns in block state sequence and

mempool states sequence.
– CTEN Wht, CTEN Self and CTEN Adv correspond to use different

attention techniques in the CTEN approach for extracting features from block
and mempool sequences: weighted attention [11], self attention [35] and addi-
tive attention [2].

– Adv Tx, Adv MemTx and Adv BloTx They correspond to different fea-
ture combinations in CTEN Adv for ablation study.

• Adv Tx: Transaction feature only
• Adv MemTx: Mempool states and transaction features
• Adv BloTx: Block states and transaction features

Implementation Details. The hidden units in sequence processing is set to
64 and the prediction layer is made up of a fully-connected three-layer neural
network with hidden units 64, 8 and 1, respectively. The length of sequence is
set to 3. When training models, parameters are optimized by stochastic gradient
descent (SGD) with the Adam optimizer, and the objective function is set to
the standard mean squared error with batch size set to 1000. All the methods
are implemented in the TensorFlow framework, and all the experiments are run
on one NVIDIA P100 12 GB PCIe GPU.

5.2 Result Analysis

In this part, we evaluate the performance of confirmation time estimation meth-
ods, DcyMean and CTEN.

Evaluation of DcyMean and CTEN. The estimation performance is pre-
sented in Table 2. According to Table 2, Adv Tx outperforms DcyMean on both
datasets, which reveals the potential of incorporating transaction features and
employing neural networks. Meanwhile, all the CTEN models are super to
DcyMean, which reinforces this conclusion. Among all the CTEN models, addi-
tive attention CTEN Adv performs the best.
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Table 2. Evaluation of methods under MSE and MAE

Model MSE MAE (e7)

S1 S2 S1 S2

CTEN CTEN Lstm 2532.4 2513.7 2.4 3.7

CTEN Wht 2611.7 2445.6 2.6 3.2

CTEN Self 2637.7 2491.8 3.0 3.8

CTEN Adv 2070.5 2179.1 1.7 3.1

Adv Tx 2481.3 4331.4 3.2 7.4

DcyMean 3197.4 8023.1 4.8 18.8

Impact of Different Features in CTEN Adv. We test four different feature
compositions (Adv Tx, Adv MemTx, Adv BloTx and CTEN Adv) to study the
importance of the features. The performance is shown in Table 3. CTEN Adv
which combines three different features, stands out among these four vari-
ants. Meanwhile, after comparing Adv Tx and Adv MemTx, we can see that
adding mempool states to transaction features can improve accuracy signifi-
cantly. Although the accuracy of Adv BloTx on dataset S1 is lower than that
of Adv Tx, the accuracy is further improved when mempool states are added,
which turns into CTEN Adv. In conclusion, transaction confirmation time esti-
mation can benefit from both block states and mempool states. Moreover, mem-
pool states contribute more significantly, which sheds light on the significance of
mempool competition state research.

Table 3. Impact of different features in CTEN

Model MSE MAE (e7)

S1 S2 S1 S2

CTEN Adv 2070.5 2179.1 1.7 3.1

Adv MemTx 2168.5 2330.1 2.1 3.2

Adv BloTx 3819.2 2904.3 5.7 5.2

Adv Tx 2481.3 4331.4 3.2 7.4

Time Efficiency of CTEN. We conduct another set of experiments to study
the training time of the models under 100 training epochs, with 8G Memory and
1000 instances as a batch. The training time of DcyMean can be ignored since
the results can be computed directly by updating the estimation result at the
last time step with the newly mined block. From Table 4, we can find that all
the attention variants in CTEN can finish training within 10 min (roughly one
block interval), which means that our approaches can serve for real-time Bitcoin
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blockchain data. Moreover, compared to CTEN Lstm, the training time of the
attention variants can reduce by almost 50%.

Table 4. Training time of estimation models (seconds)

Adv Tx CTEN Lstm CTEN Wht CTEN Self CTEN Adv

S1 137 653 357 317 383

S2 145 648 370 323 401

6 Conclusion

In this work, we propose two approaches on estimating the confirmation time
of a submitted transaction in the Bitcoin blockchain system. The first approach
DcyMean computes the estimation based on decayed mean of the confirmation
time of historical transactions. The second approach CTEN works on learning
the relationship between transaction confirmation time and a variety of factors
including block states, mempool states, and the transaction itself. Our experi-
mental results show that CTEN outperforms DcyMean in tackling this problem
on the real datasets. Meanwhile, we demonstrate that the competition in mem-
pool is not neglectable on estimating transaction confirmation time.
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