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Huawei in Canada: Doing Business 
in the Midst of Game of Thrones

Hadi Chapardar, William X. Wei, 
and Houssam Chamseddine

On December 1, 2018, Meng Wanzhou, CFO of Huawei and daughter 
of Huawei founder, Ren Zhengfei, was on one of her frequent interna-
tional business trips. Her planned travel would take her to Mexico City, 
Costa Rica, Argentina, and France (Proctor 2018), but she wound up in 
a different location for the years to come: While transiting through 
Vancouver International Airport, she was held and interviewed for three 
hours by the Canada Border Services Agency (CBSA). This interview led 
to a provisional arrest warrant by the Royal Canadian Mountain Police 
(RCMP). Meng’s detention stemmed from an arrest warrant issued by a 
judge in New York in August 2018, and it was made in Canada under the 
terms of an extradition treaty between the U.S. and Canada (Fraser 2019).

The arrest made headlines four days later when it was announced on 
December 5, 2018. China was quick to demand her release stating that 
“The detention without giving any reason violates a person’s human 
rights” (BBC 2018). Huawei took a similar position defending its 
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CFO. Later, her defense team would allege that Canadians were acting as 
agents of the Federal Bureau of Investigation (FBI) when it became clear 
that a Canadian officer had collected Meng’s electronics in anticipation of 
a request from the Federal Bureau of Investigation in the U.S. (Smart 
2019). In fact, U.S. investigators had begun investigating Huawei for a 
possible violation of sanctions against Iran since 2016 (Freifeld 2018), 
which led to filing charges of fraud against Meng. This alleged fraud cen-
tered around Skycom, a company that did business in U.S.-sanctioned 
Iran. According to prosecutors, Skycom was a hidden subsidiary of 
Huawei with Meng serving on its board of directors (Proctor 2018). They 
add that Meng attempted to evade U.S. sanctions in relation to the move-
ment of money out of Iran.

Regardless of the interactions among politicians, which is out of the 
scope of this chapter, the case of Huawei is an interesting one from a busi-
ness strategy perspective, especially if studied in the context of Huawei’s 
business in North America before and after the arrest. In fact, this case is 
an outstanding example of increased and disruptive interactions between 
firms and governments. Management and business scholars have long 
studied the impact of such interactions on business. In most of these 
studies, governmental politics takes the form of exogenous forces that 
influence business decisions, such as decisions about geographical targets 
for internationalization. These forces are often given: Firms take them for 
granted and adapt to them. With the growing power of multinational 
firms across the world, business actors have taken more agentic roles in 
their interactions with political actors, especially those about the role of 
Western multinationals in developing countries.

Nonetheless, the dynamics among Huawei and different governments, 
including the governments of the U.S., Canada, and China, represent a 
unique situation in which a non-Western firm becomes an actor in the 
global game of thrones—an actor doomed to be politically scrutinized 
due to the nature of its business. What brings Huawei into these dynam-
ics is mostly its pioneer position in IT, especially its game-changer 5G 
technology. Such technologies can result in opportunities and threats for 
host states, which incentivize politicians to intervene in the regular flow 
of free market and long-supported globalization trends. Firms playing in 
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such a field need to develop new political capabilities to secure their 
business.

In this chapter, we adopt a business perspective to this multi-actor set-
ting, aiming to contribute to the fields of strategy and international man-
agement. We are particularly interested in understanding how Huawei 
attempted to protect itself by focusing on its business in Canada after it 
faced direct political threats in the U.S., epitomized by the arrest of its 
CFO in Canada. To this end, we first briefly review the existing literature 
on business-government political interactions from a broad perspective. 
Then, adopting a case study qualitative method aligned with event- 
history process research (Langley 1999), we build on publicly available 
data and introduce Huawei’s business expansion in North America, 
including its business in 5G technology. Taking the arrest as a critical 
event, we also briefly review the key post-arrest actions by various actors, 
by the end of Winter 2020. Although politics is interwoven in the stud-
ied phenomenon, we do our best to remain politically neutral in order to 
academically explore the implications of such disruptions for business. 
We discuss these potential contributions and opportunities for future 
business research. Given that at the time of writing this chapter the case 
is not concluded yet, future research can also shed light on how successful 
Huawei’s strategies will be in the long term.

1  Business and State-Level Politics: 
A Broad Review

Conventional business literature often views political forces as a set of 
exogenous variables, albeit with uncertainties, that managers should con-
sider in decision-making (e.g., Porter 1980, 1990). More specifically, in 
expansion to new markets, international business scholars have long 
studied the impact of state-level policy and politics in the selection of 
new locations and adoption of entry strategies by multinationals. A sub-
set of these studies tries to explore the role of uncertainty in policy and 
political environments on firm decisions (Delios and Henisz 2003). In its 
simplest form, political uncertainty is a location disadvantage and may 
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discourage a firms’ entry to a country. Such studies, for instance, suggest 
that political uncertainty in cross-border acquisitions alters the relative 
bargaining power between the two companies, as it makes the foreign 
acquirers demand compensation (Lee 2018).

Despite the conceptual differences between uncertainty and risk 
(Sarasvathy 2001; Orlitzky and Benjamin 2001), scholars have also 
explored this area under the divergent concept of political risks (Fitzpatrick 
1983). Political risk is defined as “home or host country intervention in 
international business activities” (Ring et  al. 1990: 143). Political risk 
includes various factors such as endemic corruption, government insta-
bility and frequent regime change, war, weak regulatory enforcement 
mechanisms, boycotts, and trade restrictions (Bekefi and Epstein 2006; 
Kobrin 1979; Ring et al. 1990). In their international expansion strate-
gies, firms demonstrate substantial interest in the ability of the host coun-
try’s government to credibly commit to a set of policies (Kobrin 
et al. 1980).

In a relevant but distinct stream of the literature, scholars who study 
“institutional voids” explore how the lack of different types of institutions 
can influence the international practice of firms. Scholars have also 
explored the contexts characterized by “political hazard,” that is, where 
policy-makers can act unilaterally or policy is volatile due to factors such 
as exogenous shocks or policy-makers’ preferences (Delios and Henisz 
2003). In such contexts, firms need particular capabilities to, for instance, 
“detect and safeguard against opportunistic behavior on the part of a host 
country government or by partners, buyers, suppliers, and competitors 
that may seek to influence a host country government” (Delios and 
Henisz 2003: 1155).

Interestingly, political hazard is often ascribed to countries with weak 
policy structures and noticeable institutional voids, where, for example, 
potential risk of expropriation or forced renegotiation of contracts influ-
ence managers’ investment decisions (Maitland and Sammartino 2015). 
What is less explored in the literature is the interesting case of political 
uncertainty in the contexts broadly characterized by policy stability. In 
developed countries, where strong regulatory institutions are in place, 
political uncertainty can take new and less explored forms, such as dis-
ruptions due to radical political party changes which may impact, for 

 H. Chapardar et al.



133

instance, the country’s international commitments, or rising national 
security concerns around a particular industry or country.

Furthermore, in host countries characterized by political stability, 
firms’ internationalization strategies are influenced by “political affinity” 
between their origin and host countries. Political affinity is defined as the 
similarity of national interests in global affairs (Gartzke 1998). When 
political affinity is high, countries pose lower threats to each other’s inter-
ests (Dixon and Moon 1993), which impacts multinationals in various 
ways, such as their merger and acquisition (M&A) decisions (Bertrand 
et al. 2016).

Political affinity is a complex concept with various dimensions, shaped 
and evolved in the long term. For instance, trade agreements and treaties 
are part of political affinity. Such treaties are of particular importance to 
firms. In expanding their international business, firms are sensitive to 
bilateral investment treaties, as such treaties can safeguard their future 
business in various ways. Hence, the existence of bilateral treaties is an 
advantage for an average firm making internationalization decisions. 
Nonetheless, some firms can also benefit in the lack of such treaties. 
Albino-Pimentel et al. (2018) demonstrated that firms with non-market 
capabilities are insensitive to such “supranational” institutional safeguards 
when expanding their international investments. In other words, in con-
trast to other firms, those firms with various forms of non-market capa-
bilities are not sensitive to the absence of such provisions. Thus, 
non-market capabilities can obviate the need for such institutional 
arrangements in addressing cross-border risks.

As such, firms operating in international contexts vary in their response 
to policy risk in the host countries due to the differences in their capabili-
ties for political risk assessment and managing the policy-making process. 
Prior experience in high-risk countries, for instance, can enhance such 
firm capabilities (Feinberg and Gupta 2009). These capabilities influence 
a multinational’s strategies in various ways. For example, in their study on 
global electric energy generator companies, Holburn and Zelner noticed 
that firms from countries “characterized by weaker institutional con-
straints on policy makers or greater redistributive pressures associated 
with political rent seeking” are less sensitive to the policy risk in the host 
country (Holburn and Zelner 2010: 1290). Such firms tend to invest in 
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riskier host countries, where they can leverage their political capabilities. 
It is insightful to notice that multinationals practicing under such condi-
tions tend to orient the business of their subsidiaries in such contexts 
within the company’s global structure, rather than relying on external 
market (Feinberg and Gupta 2009).

It should be noticed that political stability, uncertainty, and risk are 
conceptually different from political hazards and disruptions. In fact, 
these two sets of factors impact individual firms through different mecha-
nisms. Moreover, empirical studies suggest that political hazards and con-
flicts with governments follow different patterns compared to those with 
non-government actors. In a study on multinationals from and in various 
countries involved in arm-force disruptions, Oh and Oetzel (2017) dem-
onstrated that the ability of a firm to leverage its experience with political 
risk across borders is dependent on the type of risk: In nonstate violent 
conflict situations, the firm’s experience may be transferrable to other 
contexts, yet for conflicts involving the host country government, only 
country-specific experience may provide benefits.

Despite the value of firm’s political capital, non-market capabilities, 
and political networks in managing political challenges across the bor-
ders, these are all double-edge swords. While a firm’s political network 
can be an asset, it may also become a liability, particularly when rivalry 
exists between governments. In the context of China, Yan and Chang’s 
(2018) study on steel companies demonstrated that while a firm’s politi-
cal connections to a focal government enhance performance, its connec-
tions to a rival government has a reverse effect proportionate with the 
intensity of rivalry. This observation is of particular importance when the 
results are generalized to competing governments across the world, such 
as the situation in which Huawei does business in North America.

Overall, when the rivalry across the countries intensifies, such as the 
existing U.S.-China tensions, the complexities of political risks of doing 
cross-border business grow. Given the intertwined nature of political and 
trade global interactions, the emergence of multinationals from BRICS 
(Brazil, Russia, India, China, and South Africa) and developing countries 
that change the direction of technological flow across the globe has dra-
matically furthered these complexities, opening a new chapter in geo- 
strategic studies, with a particular focus on the role of business in political 
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interactions as well as the impact of political conflicts on business. 
Business disruptions due to political factors, such as what Huawei faced 
in the U.S., generate new questions about how firms respond to political 
hazards. The case of Huawei can shed light on some of these questions 
and open new avenues to develop knowledge in this area. To this end, in 
the next section, we provide a narrative of how the company practiced 
under unfavorable political situations.

2  Huawei’s Business in North America

2.1  Business Profile

In general, the company’s global business operates three main business 
groups, followed by a smaller but growing group. Two of the three main 
groups, the Carrier group and Enterprise group, target the B2B (Business- 
to- Business) market with its third Consumer Business targeting B2C 
(Business-to-Consumer) transactions. According to Huawei’s 2018 
annual report, its Carrier business accounted for $36.3 billion of Huawei’s 
$105.2 billion of revenue, or 34.5%. The Enterprise business groups 
made up $10.8 billion and the Consumer Business generated $50.8 bil-
lion of revenue (Huawei 2018b). Combined, Huawei’s 2018 revenue was 
up 19.5% from 2017.

The first group, the Carrier Network Business Group, provides solu-
tions including wireless and fixed networks, automotive driving network 
solutions, IT infrastructure, service and software, and network energy 
solutions to major communications carriers worldwide (Huawei 2020c). 
This business group is responsible for the deployment of 4G and 5G 
networks worldwide. As of November 21, 2018, this group had 22 com-
mercial contracts for 5G networks worldwide (Huawei 2018a).

Established in 2011, the Enterprise Business Group provides products 
and services such as Wi-Fi, All-Flash Storage, switches and networking 
gear, data center solutions, software-defined AI cameras, and a variety of 
others to 25,000+ enterprises worldwide. They market toward partners 
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that include smart city, public safety, finance, oil and gas, and transporta-
tion, among others (Huawei 2020a).

Huawei’s third major business group targets consumer market and is 
its most widely recognized business group. This group sells personal 
handsets and smartphones. Starting as a low-cost component and assem-
bly provider to other phone makers, Huawei has grown this business 
group into a proprietary brand, a key component in their current and 
future growth strategy. Huawei expanded into other smart devices, such 
as Huawei Watch, Huawei Mediapad, and fitness watch, and have even 
designed their own operating system and artificial intelligence (AI) 
(Huawei 2020e).

In April 2017, Huawei announced the launch of an additional separate 
business group to provide cloud business solutions to corporations 
around the world. With an initial investment of $1 billion, Huawei 
planned to both independently and through partnerships create a new 
public cloud platform (Jiang 2017). As of January 2020, solutions pro-
vided include computing, storage, and networking services 
(Huawei 2020d).

2.2  The 5G Technology: Where Controversies Are 
Nested (Or Not)

The fifth generation (5G) of mobile wireless communications is deemed 
a quantum leap in the technology: It improves on the previous generation 
by providing lower latency, offering greater stability and the ability to 
connect to many more devices at once, and increasing data transfer 
speeds. 5G does this by using higher-frequency bands in the radio spec-
trum. These waves are faster and therefor have higher capacities but 
shorter wavelengths. They travel shorter distances before being disrupted. 
5G combined with 4G LTE (Long-Term Evolution) networks are 
expected to be 10–20 times faster than 4G networks (BBC News 2020). 
Standalone 5G could allow mobile internet to be as fast as, if not faster 
than, hardwired fiber connections with gigabit-plus browsing speeds.

Other than the benefits to consumers highlighted above, 5G promises 
to expand the number of business applications that are possible. As stated, 
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tapping into 5G technology allows for more devices to be used in the 
same cell area. The cell tower hardware is also significantly smaller, mean-
ing that they can be placed at a higher density. These two factors make 
technologies such as autonomous driving networks, connected logistics- 
transport- infrastructure, robotics, blockchain, industrial Internet of 
Things (IoT), smart factories, and augmented/virtual/mixed reality pos-
sible. Increased efficiency, production, reduced costs, and quicker inno-
vative breakthroughs are all by-products of the use of 5G networks. To 
take advantage of 5G, businesses must develop strategies to prepare and 
take advantages of it (Marr 2019).

There are at least four major companies that have worked at develop-
ing 5G gear. These include the Chinese firms Huawei and ZTE China, 
Swedish Ericsson, and Finnish Nokia. On the device side, manufacturers 
that are involved in the production of communications chips that allow 
for 5G use include U.S.-based Qualcomm and Taiwanese MediaTek 
while Samsung and Huawei develop their own chips for their mobile 
phones. Qualcomm’s owning of a large number of 5G patents means that 
chip and gear makers must pay licensing fees to use the IP (Auchard and 
Nellis 2018).

As of 2019, Huawei has released some of its 5G technology to the 
market. The Kirin 990 chipset, which powers Huawei’s flagship Mate 30, 
is 5G optimized (The Associated Press 2019). Huawei became the first 
company to launch a chipset supporting the 3GPP standard for 5G and 
the first 5G Customer Premise Equipment powered by the chipset, doing 
so at the Mobile World Congress 2018. It was the first vendor to com-
plete all three phases of China’s 5G technology R&D (research and devel-
opment) test on non-standalone and standalone 5G architecture. In 
recognition of their capabilities, many carriers around the world have 
partnered up with Huawei on commercial tests of the technology. 
Huawei’s commitment to 5G carries over to its other businesses as well. 
After becoming an industry leader in massive MIMO (multiple-input 
multiple-output) technology, Huawei’s 5G microwave deployment has 
kicked off in a commercial capacity. In cloud core network and IT devel-
opment, Huawei’s solutions support smooth evolution toward 5G core 
networks (Huawei 2018b).
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With such a position in advancing the systems that shape the next 
generations of communication technology, it is not surprising that politi-
cal factors become inseparable variables in a seemingly business-driven 
equation. Indeed, these political aspects were never absent in Huawei’s 
business interactions in North America. To fathom the complexities of 
Meng Wanzhou’s arrest, we also need to understand the historical path of 
the company and its founder.

3  The Political and Business 
Path- Dependence of an Arrest

Reference to Huawei in West was rarely separate from his founder’s polit-
ical past. Born on October 25, 1944, Ren Zhengfei was brought up in a 
remote mountainous area of the Guizhou Province. He attended the 
Chongqing Institute of Civil Engineering and Architecture in 1963 
studying Civil Engineering. After some years working in the industry, 
Ren joined the Chinese military’s Engineering Corps in 1974 where he 
would serve for nine years. In 1982, one year before his retirement from 
the military, Ren attended the National Congress of the Communist 
Party of China (Huawei 2020f ). Ren’s connection to the Communist 
Party remained a major source of the security concerns raised by many 
host countries to which Huawei internationalized later.

Ren Zhengfei started Huawei in 1987, initially as a phone switch man-
ufacturer (Ahrens 2013). The company made its first switch by 1993 and 
the Chinese Army became one of its first clients (Johnson and Groll 
2019). By 1996, The Far Eastern Economic Review reported that the 
Chinese policy shifted to favor domestic telecom companies over foreign 
ones (Gilley 2000). Huawei used this opportunity to expand domesti-
cally matching the market share of Shanghai Bell by 1998.

In 2001, Huawei set up its first office in the U.S. This was part of its 
globalization strategy that saw it rise from a small player in the Chinese 
market to a global leader in telecommunications business. To this end, 
Huawei explored many opportunities, from organic growth to acquisi-
tions. Starting in Plano, Texas, in November 2003, Huawei created a 
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joint venture with 3COM to sell routers and switches (Gross 2003). Yet 
its 2008 attempt to purchase a 16% stake in 3COM was blocked by law-
makers over security concerns (Weisman 2008). By 2011, Huawei in the 
U.S. had grown to 12 branch offices, 7 R&D centers, and more than 
1100 employees (Huawei 2020b).

Huawei’s Canadian operation started in 2008 selling low-price devices 
on small carrier networks. The early 2010s signaled an increased Huawei 
commitment to Canada. First in 2010, Huawei opened a R&D center in 
Ottawa, Ontario. This was followed up with the opening of a new head-
quarters in Markham, Ontario, in 2011 (Luong 2011). In 2014, Huawei 
switched gear and started selling higher-end mobile devices on large car-
rier signaling to Canadians that it had arrived through extensive nation-
wide advertisement campaigns (Robertson and Castaldo 2018).

As common in the world of business, Huawei’s early years in North 
America saw several legal claims. For instance, in January 2003, Cisco 
Systems Inc. filed a lawsuit against Huawei, accusing it of copying its IP 
(Duffy 2003). Then, in 2010, Motorola filed a corporate espionage law-
suit but later settled with Huawei (Wahba and Lee 2010). In September 
2013, T-Mobile sued Huawei over theft of a robot arm named “Tappy” 
that tests smartphones. Huawei dismissed two workers stating they were 
acting inappropriately (Fried 2014).

None of these common legal challenges in the world of business, how-
ever, equaled the higher-level threats imposed on the company due to 
security concerns, mainly raised by state-level actors. The idea that 
Huawei was linked to the Chinese military surfaced in 2005. The accusa-
tion was based on the fact that Huawei conducted research with the 
Chinese military as its political patron (Medeiros et al. 2005). This was 
the beginning of raising concerns about Huawei’s business, followed by 
various accusations of and actions against Huawei, which still continue.

To name a few of these accusations and actions, in 2007, the FBI inter-
viewed Ren Zhengfei about potential Iran sanction violations (Lahiri 
2019). Based on such concerns, November 2010 saw Sprint Corp., one 
of the largest American telecommunication companies, excluding Huawei 
from bidding on a contract due to security concerns (Lublin and Raice 
2010). Then, in October 2012, a House of Representatives committee 
issued a report warning against using equipment from both Huawei and 
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ZTE (Lahiri and Hui 2019). This was followed in 2013 by a report that 
a Huawei affiliate tried to sell U.S. telecommunications equipment to 
Iran in violation of U.S. trade sanctions. Meng Wanzhou, as a member of 
the board, was among those who were named in this report (Lahiri and 
Hui 2019). In 2016, the U.S. Commerce Department issued a subpoena 
to Huawei to probe whether the company violated U.S. export controls 
on the export of American technology to Cuba, North Korea, Syria, and 
Sudan over the previous five years (Mozur 2016). In May of 2018, the 
Pentagon banned the sale of Huawei and ZTE phones in stores on mili-
tary bases over concerns that the Chinese government could spy on their 
communications through Huawei (Holt 2018). August of the same year 
saw the NDAA (National Defense Authorization Act) come into effect 
barring government agencies from buying equipment or services from 
Huawei (Shu 2018).

Finally, on December 1, 2018, a major stumble in the U.S.-Huawei 
relationship occurred, but this time in Canada. Meng was arrested in 
British Columbia at the request of U.S. law enforcement over the suspi-
cion of violating traded sanctions in Iran. Symbolically enough, the arrest 
took place on the same day Donald Trump and Xi Jinping were meeting 
in Argentina to reduce trade tensions (Lahiri and Huang 2018).

Although Meng was once a permanent resident of Canada, she had a 
hard time getting bail as Canadian prosecutors deemed her a flight risk 
due to her wealth and position. Eventually, her lawyers managed to get 
her released on conditions that include $7 million in bail, guarantees 
from five close friends, as well as around the hour guards. Meng remained 
till this day under guard while waiting on a ruling on whether Canada 
will be extraditing her to the U.S. to face the charges against her (Proctor 
2018). But her arrest epitomizes how political interactions can impact, if 
not disrupt, a firm’s strategy.

4  A Firm in a Multi-Actor Political Setting

The months following Meng Wanzhou’s arrest were fraught with political 
and legal controversies, actions, and reactions taken by various actors, 
including different governments and Huawei itself. Understanding 
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business implications of the phenomenon needs understanding these 
dynamics. In this section, we quickly review the actions taken by the 
focal actors.

4.1  Actions by the U.S.

The arrest of Meng Wanzhou was a new beginning of what seemed to be 
hostile actions by the U.S. government toward Huawei. The proverbial 
“carrot,” however, came a few days after the “stick,” that is, when President 
Trump suggested that he could intervene in the Justice Department case 
against Meng if it would help secure a trade deal from China (Holland 
et al. 2018). Yet there seems to be no publicly available evidence showing 
that this intervention happened at a noticeable level in the months to 
come. The next “stick” was shown weeks after Meng Wanzhou’s arrest in 
Canada, on December 28, when the Trump administration announced it 
had been considering a formal ban of Chinese manufacturers Huawei 
and ZTE for more than eight months. This executive order would ban 
American carriers from buying equipment from Chinese companies on 
the grounds of national security (Shepardson and Bartz 2018).

On January 28, 2019, formal criminal charges were filed by the 
U.S.  Justice Department against Huawei and Meng Wanzhou. The 
charges against Meng alleged that she committed wire fraud, obstructed 
justice, conspired to launder money, and violated the International 
Emergency Economic Powers Act (IEEPA) by doing business with sanc-
tioned Iran. The charges against Huawei were for allegedly stealing trade 
secret from T-Mobile surrounding the robot “Tappy,” for which Huawei 
was sued in 2013 (Fazzini 2019). The final charges came almost two 
months after the U.S. requested the Canadian government to arrest 
Meng and came with a request for her extradition.

4.1.1  U.S. Bans

U.S. actions after the arrest include new bans against China and Chinese 
companies. The first ban was imposed almost four month after the arrest, 
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when President Trump carried up on his December 2018 threat in March 
2019 by signing an executive order that allows the federal government to 
block U.S. companies from buying foreign-made telecommunications 
equipment on the grounds of a national security threat. This ban was 
directed at Huawei and ZTE as the U.S. argued they could be forced to 
give the Chinese government access to backdoors that allow it to spy on 
Americans (Lecher 2019b). Soon after, Huawei launched a lawsuit against 
the U.S. government objecting to the imposed ban as unconstitutional 
(Mikolajczak 2019).

The second ban came on August 7, 2019, as the Trump administration 
rolled out a rule that banned U.S. government agencies from doing busi-
ness with five Chinese companies including Huawei. This ban governed 
federal purchases of telecommunications and video surveillance equip-
ment and services. The ban itself was mandated by the National Defense 
Authorization Act (NDAA)  signed the year before by Congress. The 
NDAA restrictions were not related to the U.S. Commerce Department’s 
trade blacklist.

The Federal Communications Commission (FCC) became the third 
U.S. regulatory body to move against Huawei and Chinese companies 
when, on October 10, 2019, it announced plans to cut off funding to 
wireless carriers that use equipment the agency says may pose a national 
security risk (Reardon 2019). The FCC followed up on this plan on 
November 22, 2019, when it blocked U.S. telecom from using federal 
funds to buy Huawei equipment. This came after the FCC designated 
both Huawei and ZTE as a threat to national security. Huawei for its part 
signaled its intent to sue the FCC as it had sued the U.S. government in 
the past (Fung 2019).

Another piece to the U.S. ban was enacted on December 16, 2019, 
with the U.S. House of Representatives voting to pass legislation that 
would prevent the government from using funds to help carriers buy 
Huawei’s telecommunications equipment as well as any equipment that 
was deemed a threat. Similar to the FCC’s block, the Secure and Trusted 
Communications Network Act solidified the American position on 
Huawei and other Chinese telecommunications (Reichert 2019a).

The U.S. also lobbied their allies to ban Huawei with the president’s 
chief technology officer targeting European countries on November 8, 
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2019, and criticizing them for not taking a stand with the U.S. in ban-
ning Chinese companies such as Huawei to stop them from dominating 
the 5G and AI markets (Keane 2019d). On November 23, 2019, 
U.S. representatives repeated their warning about Huawei and ZTE, 
labeling Huawei as a Trojan horse. This time the warnings were directed 
at Canadian representatives at the Halifax International Security Forum 
(Brewster 2019).

4.1.2  Relaxation in Bans

At the same time as the U.S. was rolling out bans on Huawei, the 
U.S. Commerce Department announced on May 1, 2019, that Google 
had received a 90-day extension allowing it to continue working with 
Huawei past the ban deadline. Google primarily provided Huawei with 
its Android software. This exemption allowed Google to continue send-
ing software updates to Huawei phones (Meredith 2019). Later, on June 
29, 2019, President Trump agreed to ease restrictions on Huawei by eas-
ing restrictions on U.S. companies that previously sold their high-tech 
gear to resume sales. This was touted as a part of a deal to resume trade 
talks with China and came about after a meeting with Xi Jinping, the 
Chinese president (CNET News Staff 2019). This 90-day extension 
would be extended multiple times by the U.S. Commerce Department, 
first on August 19, 2019 (Shepardson and Freifeld 2019), and again on 
November 19, 2019 (Keane 2019c).

Once the Trump administration started easing up restrictions, Congress 
introduced bipartisan legislation on July 16, 2019, to prohibit the 
removal of Huawei from the blacklist without an act of Congress. They 
did not agree with the president allowing Huawei to have the ability to 
compromise U.S. national security (Brown 2019).

Eventually, however, it became apparent that the ban on Huawei was 
affecting U.S. companies negatively. When the U.S. government 
announced it was accepting license requests from American companies 
wishing to do business with the Chinese corporation, 260 companies 
submitted requests. This prompted Commerce Secretary Wilbur Ross to 
announce that the U.S. government will grant licenses to allow sales to 
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Huawei on November 4, 2019 (Keane 2019e). Trade in these licenses, of 
course, all followed unidirectional sales to Huawei. In other words, not 
only the claimed security threats of Huawei were avoided, but the eco-
nomic interests of the American sides were also protected.

4.1.3  Persuading Other Countries to Ban Huawei

When Secretary of State Mike Pompeo began his European tour in 
February 2019, his agenda included a warning to U.S. allies regarding 
their ties with Huawei. He warned about the dangers of giving Huawei 
access to their 5G networks and threatened that it would be harder for 
the U.S. to partner with nations that sustained their links with Huawei 
(Hamilton 2019). Though, it appears that these warnings have only per-
suaded a few governments to follow the lead of the U.S. to ban Huawei 
and other Chinese companies.

Before Meng’s arrest, Australia banned Huawei from supplying tech 
for the country’s network in August 2018 (BBC News 2019). November 
2018 saw New Zealand blocking a proposal from one of its biggest carri-
ers that would see Huawei equipment being deployed in its 5G network 
citing security risks (Xu 2018). Similarly, Japan beat Pompeo to the 
punch, banning Huawei from winning any government contracts in 
December 2018 (Denyer 2018).

On the European front, the European Commission recommended its 
member states to conduct their own risk assessment by the end of June 
2019. This independent approach was praised by Huawei as objective 
(European Commission 2019). Immediately after Pompei concluded his 
tour in Europe, the German government reported it was leaning toward 
allowing Huawei to work on its 5G network (Pancevski and Germano 
2019). Germany had investigated Huawei and found no evidence that 
the firm could use its equipment to spy for Beijing (The Local 2018). Yet, 
resistance within the German parliament mounted against German 
Chancellor Angela Merkel’s plan to rule out a ban on Huawei 
(Bloomberg 2020).

The biggest blow, however, has come from Britain. On January 28, 
2020, the British government announced it would allow Huawei to 
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provide a limited amount of equipment for Britain’s 5G and fixed-line 
networks (Hamilton 2020). This came after repeated visits by Trump and 
U.S. officials to the U.K. to discuss Huawei specifically. Just this last June, 
Trump visited with, then Prime Minister, Theresa May for an hour over 
this matter (Holland and James 2019). Then in August 2019, U.S. national 
security adviser John Bolton visited the newly elected Boris Johnson to 
persuade him to take a tougher line against Huawei (Wintour 2019). In 
a last-ditch attempt to persuade Britain to ban Huawei, Mike Pompeo 
pressed British Foreign Secretary Dominic Raab over Huawei at a meet-
ing in Washington on January 9, 2020 (Stubbs and Alper 2020). The 
U.S. also sent a delegation to meet with British industry officials on 
January 13, 2020, ahead of the British decision (Piper 2020). Then days 
ahead of its decision, Trump resorted to warning Boris Johnson that there 
will be serious consequences if Huawei equipment is used (Colson and 
Bienkov 2020). In the end, the British government had decided to call 
Trump’s bluff and allowed Huawei to participate.

4.2  Actions by Canadian Government

Interestingly, unlike the U.S. government, the Canadian government’s 
position has remained the same throughout. After the arrest of Meng 
Wanzhou, the Canadian government did not take any action to further 
ban Huawei from performing business in Canada or with Canadian com-
panies. The Liberal government refrained on deciding on this matter even 
when Conservatives called on them to ban Huawei. The Conservative 
position was transparent since at least May 1, 2019, with then party 
leader, Andrew Scheer, going on the record to state that his government 
would ban Huawei from 5G networks (Boutilier 2019). Even former 
Prime Minister, Stephen Harper, chimed in, going on the record asking 
for a Huawei ban in compliance with American requests (Vomiero 2018). 
Nonetheless, the official Canadian position has been to wait for the result 
of a security review to conclude before they make a decision (Wingrove 
2019). This security review was pushed until after the 2019 elections 
(Reichert 2019b). Most recently, Canada’s security agencies disagreed on 
whether to ban Huawei or not, with the Canadian Security Intelligence 
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Service believing the risk can be mitigated and Communications Security 
Establishment supporting an outright ban (Pearson 2019).

Canadian telecommunication companies, many of which partnered 
with Huawei for several years, continued to stand by their Chinese coun-
terpart. Bell Canada, which teamed up with Huawei to test 5G in Ontario 
in 2019, maintained that Huawei is a great partner to work with (Bellusci 
2020). Telus operated a living lab in Vancouver since 2015 and wanted to 
bring this lab to Edmonton as late as October 28, 2019 (Johnston 2019). 
Rogers, however, partnered up with Ericson to launch its 5G network.

4.3  Actions by Chinese Government

For their part, the Chinese government did not perform any drastic 
actions against the U.S. ban specifically, yet their response to Canada was 
more severe. A little over a week after Meng Wanzhou was arrested, two 
Canadians were detained in China. China then warned Canada that a 
ban on Huawei’s 5G tech will trigger repercussions, without immediately 
explaining what these repercussions would be (Zhou 2019). On March 
1, 2019, China revoked Richardson International’s registration stopping 
them from exporting canola into China (Evans 2019). While China 
claims that their actions were not a response to Meng’s arrest, experts 
argue that these actions were made to pressure Canada (Martina 2019).

4.4  Actions by Huawei: Location Strategies

Huawei’s actions in response to the arrest and subsequent bans in the 
U.S. ranged from collaborative to competitive. On the one hand, Ren 
Zhengfei himself, previously known as a low-profile CEO, turned his 
approach and actively started a series of public communications in sup-
port of his company and his daughter. On the other hand, the company 
adopted active strategies, building upon both legal measures and business 
strategies to protect Huawei’s leading 5G technologies. Most significantly, 
a couple of months after the U.S. announced the initial ban, Huawei 
filed a lawsuit that alleged the ban being unconstitutional (Lecher 2019a). 
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Worldwide, Huawei was still being awarded contracts but, in the U.S., it 
was evident that the company was experiencing a downturn. A major 
layoff was planned in July 15, 2019, due to struggles caused by the ban 
(Keane 2019b). Less than two weeks later, Huawei laid off 600 out of 850 
researchers at its U.S. subsidiary Futuerwei (Lee 2019). Huawei attempted 
to use publicity and the lure of funding to keep universities from cutting 
ties. On September 3, 2019, Huawei announced that it would give uni-
versities that kept ties with the company $300 million a year in research 
funding (Jiang 2019).

Furthermore, Huawei and its CEO tried to use a different approach on 
multiple occasions appearing to entice the U.S. to lift the ban. On 
September 26, 2019, Ren Zhengfei reported that Huawei would con-
tinue producing next-generation 5G base stations without American 
parts. He also spoke about partnering with a U.S.-based company to sell 
5G technology together (Keane 2019a). When both these strategies 
appeared to fail, on December 3, 2019, Huawei announced that it was 
relocating its research center to Canada due to the sanctions (The 
Canadian Press 2019). On the same day, Huawei also proceeded with the 
removal of American components from its smartphones (Keane 2019a). 
Even though some U.S. companies had received exceptions to selling 
parts to Huawei, the Chinese company decided to find other suppliers. It 
moved its chip production in-house and developed their own operating 
system, even threatening Google to never use their operating system on 
Huawei phones again (Doffman 2019).

Interestingly, despite the fact that the arrest occurred in Canada and 
Chinese government practically signaled its position against Canada’s 
political stance in taking U.S. side, Huawei’s growth strategy in Canada 
does not seem to take a defensive turn. Huawei offices in cities such as 
Vancouver, Ottawa, Markham, Montreal, and Quebec City continued 
their operations. Also, evidence suggests that collaborations between 
Huawei and Canadian universities continued, despite the threats aca-
demics faced due to the U.S.-China tensions (Young 2020). The roots of 
this strategy should be sought in the nature of Huawei’s business in 
Canada and the raison d’être of its presence in North America. Huawei’s 
B2C and B2B sectors might play different roles in this decision.
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With respect to B2C, from the perspective of citizens, with the secu-
rity concerns receiving ongoing media coverage, Huawei’s publicity as a 
Chinese tech company was to some extent damaged in Canada (Snyder 
2019). Although no formal data is available, it seems that Huawei’s 
mobile phone and consumer solution market was negatively impacted by 
this negative publicity and therefore, cooperating with its local partners, 
Huawei tried to ameliorate the market, for example, by providing gifts to 
mobile buyers (Lamont 2020). Nonetheless, selling cell phones was so 
little of the ambitions the giant was following in North America.

From a strategy point of view, Huawei’s business in Canada pursues 
achievements beyond consumer markets. Indeed, a significant part of the 
company’s activities in its Canadian subsidiaries revolves around R&D and 
development of standard routines. Through ongoing standardization and 
patenting, including those pertaining to 5G, such a company can secure 
ongoing future income streams. These activities also pave the way for new 
generations of technologies—those that build on the achieved knowledge 
to shape the long-term technological landscape in telecommunication.

Therefore, strategic goals of Huawei in Canada are not simply limited 
to their access to consumer market; it is the location advantages that 
secure this business and technological supremacy in the long term. These 
advantages include the access to a market of skilled employees who can 
push the agenda forward and ensure the company’s success in global stan-
dardization of IT advancements. In international conventions for tech-
nology standardization, not only technical knowledge of the company’s 
representatives, but even simple advantages such as ease of travel across 
the borders and language skills are valuable assets that Canadian subsid-
iaries can provide. Another location advantage that the company cannot 
overlook is the top-tier researchers who can contribute to the company’s 
R&D projects globally.

5  Discussion and Final Thoughts

For different reasons, it is still premature to draw solid conclusions from 
the case of Huawei: the case is complex and multi-faceted, events are still 
unfolding, new facts and claims are being made by various actors, and 
political turns influence the stances and actions of actors. Still, in this 
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section, we propose some interim discussions and thoughts. Future events 
and facts can enhance our learnings from the case. Underlying the discus-
sion is the fact that business, through its formation and maturity in mod-
ern societies, has been viewed as the arm of the governments in providing 
welfare and economic development. Governments, especially in devel-
oped countries with stronger ties to laissez-faire economic mindset, uti-
lize the unique capabilities of business to implement their national 
strategies, not least in providing technological advances, whether it be 
through what companies such as SpaceX pursue in pushing the frontiers 
of technology or through R&D in pharma industry to eliminate disease. 
Arguably, the dissemination of globalization was largely due to such con-
tributions of business to developed nations.

Nonetheless, two factors relevant to our discussion increasingly change 
the equilibriums of global trade and politics. First, the economic and 
technological advancement of emerging and developing economies has 
brought forth new complexities to business-government interactions, as 
the advantages of access to global market is now shared with new multi-
nationals from across the world, even those countries with little political 
affinity (Bertrand et al. 2016) with the Western countries, as the socio-
economic contributions of such multinationals to developed countries 
might be questionable. Second, global digitization and the diffusion of 
IT in almost all aspects of modern life (including business) and the 
involvement of many countries in this process creates a new balance of 
power across the nations. The omni-presence of IT industry and its inter-
actions with other industries also raises concerns with respect to intelli-
gence and data security. In other words, whereas in the past, sensitive 
areas of business involvement in technology development were limited, 
for example, in military areas, which were largely controllable by govern-
ments, now IT has expanded its realm to all aspects of life, while its 
nature also makes it hard to control. The opportunities and threats 
resulted by the infusion of IT in almost all industries urge governments 
to reconsider their stances on globalization. A government’s stance 
becomes more antagonistic when globalization does not serve its eco-
nomic interests as well. In such a situation, it becomes harder to dig into 
the political rhetoric and unearth the real causes of governments’ trade- 
related political decisions against globalization.
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The case of Huawei bans in recent years reflects some of these new 
dynamics. Despite the salience of security concerns in many global IT 
interactions in general, as the provided narrative suggests, digital security 
doesn’t seem to be the only reason for constraining the company’s busi-
ness in North America. Indeed, Huawei’s position in 5G signals the 
emergence of a company adept in playing the game based on the rules set 
by international players. From the perspective of a government in a devel-
oped country, success of such a business is not an isolated success for a 
“foreigner” company, as it would solidify the company’s position as the 
provider of the future technological needs across the globe, due to the 
notion of path-dependency of resources and capabilities in business 
(Barney 1991).

Thus, it is no surprise that governments, even if not really concerned 
about national data security threats, share concerns about economic 
threats that such an achievement by Huawei can impose on their business 
environment. It is insightful to notice that European countries such as 
the U.K. and Germany show little or varying levels of  concern about 
security threats of Huawei over time, whereas Australia barred Huawei 
from major project as early as 2012 (Zhou and Fang 2019). From one 
perspective, Huawei-provided 5G would result in Australia’s dependence 
on Chinese technology and also bans mainly aim to give Huawei’s com-
petitors a competitive edge (Zhou and Fang 2019). The U.S. govern-
ment’s simultaneous bail-out to support American IT companies can 
shed more light on this multi-faceted competition. It is also insightful to 
that other industry actors (not only Huawei’s partners, but also its com-
petitors) do not necessarily support bans. For instance, the CEO of 
Cisco—one of Huawei’s main competitors—reportedly suggested that 
fears of Huawei’s dominance may be overblown (Zhou and Fang 2019).

But, regardless of the alleged ties of Huawei to the Chinese govern-
ment, from a business perspective, how should a company respond to 
such macro-level barriers that jeopardize its business? Whether Huawei’s 
technology really threats national security of host counties or not is 
beyond what this chapter can explore, but regardless of the answer, to the 
extent that governments can legitimately concern national security, it is 
legitimate for a firm to protect its operations and markets within regula-
tion and ethics. Huawei’s responses in this regard are insightful in 
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different ways. First, location advantages constitute one of the main 
inputs to internationalization decisions (Dunning 1980), but for a mod-
ern IT company, location advantages barely deal with conventional prod-
uct markets or cheap labor. North America is a major playground for 
Huawei as it provides a resourceful market of talent and capabilities that 
Huawei needs in expanding, patenting, standardizing, and advancing its 
technologies. As strategic resource theories suggest, securing such 
resources and sustaining such capabilities is essential to sustain Huawei’s 
competitive advantage in the long term (Barney 1991; Teece et al. 1997).

Second, in the surmounting multi-faceted rivalry between the U.S. and 
Chinese governments, Huawei’s origin and its alleged ties to the Chinese 
government can intensify its challenges. This can act as a double-edge 
blade: On the one hand, China’s direct or indirect support of Huawei 
after the arrest of Meng can help Huawei secure its business in a country 
such as Canada, given its significant trade with China. On the other 
hand, China’s support can validate the alleged connections between 
Huawei and Chinese government, which would perpetuate the negative 
impacts on the company’s international business (Yan and Chang 2018). 
How Huawei can navigate through these contradictory impacts remains 
an inquiry for future studies.

Third, consistent with Feinberg and Gupta’s (2009) findings, Huawei 
tends to orient its business in Canada toward its global structure, that is, 
as a provider of its internal capabilities and services rather than a seller to 
external buyers. Still, Huawei has also shown interest in protecting its 
business with external customers and partners, such as Canadian com-
munication companies or in its C2C business group. With the ongoing 
pressure from the U.S., whether the company succeeds or not will unfold 
in future. Further, Huawei did not cut back on its support and grants 
provided for Canadian universities and scholars. This is in stark contrast 
with what a conventional business mindset may suggest after the com-
pany faces a disruption such as the arrest of one of its top managers and 
a “family member.” These strategies all harmoniously signal the firm’s will 
to sustain its presence in Canada, rather than adopting a defensive posi-
tion. And by its consistent presence in Canada and the opportunities it 
provides to this country, for example, in job creation, Huawei also 
increases the costs of new antagonistic moves for Canadian government, 
as anti-Huawei actions can cost Canada thousands of jobs and significant 
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Table 6.1 Key post-arrest events and actions

U.S.
Dec. 1, 

2018
Trump administration announces it is considering a formal ban of 

Chinese manufacturers Huawei and ZTE.
Jan. 28, 

2019
Formal criminal charges are filed by the U.S. Justice Department 

against Huawei and Meng Wanzhou (Fazzini 2019).
Mar. 

2019
Trump signs an executive order that allows the federal government 

to block U.S. companies from buying foreign-made 
telecommunications equipment on the grounds of a national 
security threat (Lecher 2019b).

May 1, 
2019

Google receives a 90-day extension allowing it to continue working 
with Huawei past the ban deadline (Meredith 2019).

Jun. 29, 
2019

Trump eases restrictions on Huawei by allowing U.S. companies that 
previously sold their high-tech gear to resume doing so (CNET News 
Staff 2019).

Jul. 16, 
2019

Bipartisan legislation introduced to prohibit the removal of Huawei 
from the blacklist without an act of Congress (Brown 2019).

Aug. 7, 
2019

NDAA ban rolled prohibiting U.S. government agencies from doing 
business with five Chinese companies including Huawei (Mihalcik 
2019).

Aug. 
19, 
2019

The U.S. Commerce Department extended the temporary license 
again (Shepardson and Freifeld 2019).

Oct. 10, 
2019

The Federal Communications Commission plans to cut off funding to 
wireless carriers that use equipment the agency believes may pose a 
national security risk (Reardon 2019).

Nov. 4, 
2019

U.S. government to grant licenses to allow sales of non-sensitive 
equipment to Huawei (Keane 2019a).

Nov. 8, 
2019

President’s CTO criticizes European countries for not taking a stand in 
banning Chinese companies such as Huawei to stop them from 
dominating the 5G and AI markets (Keane 2019d).

Nov. 19, 
2019

The U.S. Commerce Department extended the temporary license for a 
third time (Keane 2019c).

Nov. 22, 
2019

FCC blocks U.S. telecom from using federal funds to buy Huawei 
equipment.

Nov. 23, 
2019

U.S. representatives warn Canadian representatives that Huawei and 
ZTE are Trojan horses (Brewster 2019).

Dec. 16, 
2019

U.S. House of Representatives passes legislation that would prevent 
the government from using funds to help carriers buy Huawei’s 
telecommunications equipment as well as any equipment that was 
deemed a threat (Reichert 2019a).

Canadian government
Dec. 7, 

2018
Stephen Harper urges the Canadian government to ban Huawei from 

its upcoming 5G network on Fox News (Vomiero 2018).

(continued)
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Table 6.1  (continued)

Jan. 17, 
2019

Canadian government updates status of security reviews of the 5G 
network (Wingrove 2019).

May 1, 
2019

Andrew Scheer announces that he would ban Huawei from 
participating in Canada’s 5G wireless network if elected (Boutilier 
2019).

July 15, 
2019

Decision whether to ban Huawei from 5G network development will 
be pushed until after the Elections in Canada in October. Decision 
will also be tied to the decision to release the Canadians held in 
China (Reichert 2019b).

Nov. 12, 
2019

CSIS (Canadian Security Intelligence Service) and CSE (Canadian 
Securities Exchange) conclude their security reviews of 5G networks 
and disagree about the threat Huawei poses (Pearson 2019).

Huawei’s actions
Mar. 6, 

2019
Huawei files a suit alleging that the U.S. unconstitutionally singled 

out Huawei by preventing government use of Huawei equipment 
(Lecher 2019a).

Jul. 15, 
2019

Huawei announces plans to lay off a large number of researchers 
from its Futurewei subsidiary based in Texas, California (Keane 
2019b).

Jul. 25, 
2019

Futurewei lays off 600 workers (Lee 2019).

Sept. 3, 
2019

Huawei announced plans to spend more than $300 million a year in 
research funding for universities (Jiang 2019).

Sept. 
26, 
2019

Huawei is already producing 5G wireless bases without U.S. parts. Ren 
Zhengfei had previously indicated Huawei was ready to share its 
technology with a Western buyer (Keane 2019a).

Nov. 22, 
2019

Huawei signaled its intent to sue the FCC as it had sued the U.S. 
government in the past (Fung 2019).

Dec. 3, 
2019

Huawei moving its U.S. research center to Canada (The Canadian 
Press 2019).

Dec. 24, 
2019

Huawei warns Google that they will be ready to install their in-house 
mobile services software (HMS) replacing Google mobile services 
(GMS) on their cell phones (Doffman 2019).

economic loss. It seems that Huawei deliberately utilizes these advantages 
in its strategic moves in Canada, as increasing the costs of potential bans 
in Canada can safeguard its business.

Not every multinational can adopt such aggressive strategies, as they 
require not only significant market assets and perhaps a level of support 
from the home government,  but also particular strategic non-market 
capabilities (Albino-Pimentel et al. 2018). Such a company should know 
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how to utilize these capabilities toward its business goals through an 
unconventional approach in dealing with high levels of political uncer-
tainty. In a world where business and politics are increasingly intertwined 
and in the midst of the politicians’ game of thrones, global firms need 
such capabilities to survive. What constitutes these capabilities is a critical 
question for both scholars and practitioners of business (Table 6.1).
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