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Abstract. We describe an application used to share context and build common 
ground between nearby users.  Our application runs on mobile devices and al-
lows users securely to exchange the contents of their address books. This ex-
change reveals only which entries are common to the two users.  We explore 
the use of our application using both Bluetooth and NFC as an underlying  
technology. Finally, we present the results of a small user study we have  
conducted. 

1   Introduction 

A frequent activity amongst people who meet for the first time is the establishment, 
and subsequent refinement, of common ground [3].  When we meet someone we do 
not know, we often try to establish whom and what we have in common.  This shared 
knowledge, referred to as common ground, is used to frame our communication. In 
this paper we describe a mobile application that facilitates the process of sharing and 
establishing common ground between people within physical proximity.   

A number of similar systems have previously been developed, but we feel they are 
overambitious in their design; they try to replace, rather than assist, the human ability 
to communicate with other humans within physical proximity.  Our system does not 
aim to strengthen the social bonds within communities, nor to provide its users with 
new friends; these are things that still need to be done by humans.  Our aim is to assist 
users in building common ground by means of identifying shared context.  There are 
of course many different elements of common ground or shared context.  For our pur-
poses in this paper, the shared context is already stored in users’ address books: whom 
they know. Using our application, two users can identify their common address book 
entries. 

In this paper we explore the implementation of our system with two proximity-
based technologies: Bluetooth and Near Field Communication (NFC)1.  Because of 
their differences, these two technologies offer distinct social affordances to users, and 
allow for different uses of our application.  Specifically, Bluetooth systems can act as 
a first point of contact, while with NFC this is not the case.  We also present our  
                                                           
1 See http://www.nfc-forum.org 
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findings from a small user study.  Our results point to the perceived utility of our ap-
plication, and highlight the differences in the underlying technologies as a crucial 
factor in shaping users’ experience and use. 

In Section 2 we present related work in this area, and in Section 3 we describe the 
motivation and theoretical background which informed the development of our  
system. In Section 4 we describe two different versions of our system, based on Blue-
tooth and NFC respectively.  Here we describe the implementation process, and high-
light the technical implications of our theoretical motivation.  Finally, in Section 5 we 
discuss the results of a small user study we carried out to compare the two systems, 
and the feedback we obtained from users. 

2   Related Work 

A number of systems have been developed that aim to socially engage and connect 
their users.  Most common are online web portals such as Friendster.com and 
Match.com.  Such systems typically allow users to upload their profile and search for 
others with similar profiles or specific criteria.  These portals are only available on-
line, and are thus suitable for computer-mediated communication rather than face-to-
face, co-located interactions. 

An interesting category of systems is based on the notion of familiar strangers [12].  
One such example is Jabberwocky [15].  This application continuously scans the envi-
ronment for other Bluetooth devices, and gradually builds a visual map of the familiar 
strangers that the user encounters.  Although Jabberwocky mainly shows graphical 
information about nearby devices, users can gradually get a feel for the environment 
around them, and the people next to them. The Telelogs application [6] takes a further 
step in allowing for interactions between familiar strangers.  This system allows pro-
files in the form of auditory blogs to be shared between familiar strangers.  If two 
people encounter each other more than once, they obtain access to each other’s most 
recent voice blog entry.  This information allows strangers to gradually get to know 
each other.  The information delivered with this system depends on the sender or 
broadcaster of the Telelogs.  Crucially, this means that the information could poten-
tially be irrelevant to the recipients.  Additionally, users need to record new audio 
blogs daily in order to keep their profile up to date. 

An interesting application which makes use of implicit user input is ContextCon-
tacts [16].  This application allows for presence and context cues to be shared between 
users over the network.  ContextContacts is used between people who already know 
each other.  Information such as location, time spent there, state of the phone (ringer, 
vibrator), and number of friends or strangers nearby is shared via servers over the 
network.  This application acts very much like instant messaging applications, and is 
aimed at enhancing the communication between friends across distances. 

A system which tries to bridge the gap between online services and local interac-
tions is BlueAware [8].  This system runs on mobile devices and scans every 5 min-
utes for nearby Bluetooth devices.  When it detects a new device, it sends the device’s 
BTID to an online server.  The server carries out a comparison between the two users’ 
profiles.  If there is a match, the server sends both users an alert, along with the photo 
of the other user, their commonalities, as well as contact information.  An issue with 
this system is the need for establishing communication links with an online server and 
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service. Also, the recipients of an introductory message are not informed whether or 
not the other user has been made aware of the receiving message, or if in fact the 
other person is still in their vicinity.  This system, however, remains an interesting 
adaptation of online dating services to local situations. 

The need for an online third party is overcome with Nokia’s Sensor2 system.  This 
system allows users to broadcast their profile locally using Bluetooth.  Users can ac-
tively search for Sensor-enabled phones around them, and can view others’ profiles as 
well as engage in text-based conversation.  With Sensor, users engage in direct and 
live interactions, but the problems of the broadcast model associated with Telelogs 
apply here.  Also, Sensor relies on explicit input for providing an up to date profile of 
its user.  Despite its commercialisation, Sensor does not appear to have successfully 
penetrated the market. 

A similar system is Bluedating [2], which works by storing dating profiles on us-
ers’ mobile devices and then uses Bluetooth to discover and transfer profiles found on 
nearby devices.  All matching is performed on the mobile device therefore avoiding 
the need for a central matching service.  Similar to Nokia Sensor, this system relies on 
users’ explicit input for updating their profile.  Additionally, the broadcast nature of 
this system leaves room for potential abuse by users.  Finally, the system does not 
guarantee that both users will be aware of the matching. 

Many interesting systems have been developed to date, but we feel that most of 
them fall short of their own expectations.  A number of factors contribute to the ap-
parent difficulty in socially engaging friends or strangers via the use of technology.  
These factors include:  

• the complexity of the technology involved, which can act as a barrier rather than  
an enabler  

• the sometimes irrelevant information being broadcast by users 
• the potential for abuse 
• the outdated information presented in users’ profiles 
• the possibly inconsistent levels of awareness between the users 
• the social awkwardness of being introduced to a nearby person via a non-human 

entity. 

These are issues which we have attempted to address in the design of our applica-
tion.  We now proceed to describe the motivation and background to our application. 

3   Motivation and Background 

3.1   Building Common Ground 

Part of the work of getting to know someone is in determining and constructing 
shared knowledge, assumptions and beliefs.  Stalnaker [18] coined the term common 
ground to include shared or mutual knowledge, assumptions and beliefs, while Clark 
[3] presents an extensive body of work on the construction of common ground in  
language use. However, Clark [4] identifies language use, and its reliance on common 

                                                           
2 See http://www.nokia.com/sensor 
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ground, as just one example of the more general notion of a joint activity.  Other ex-
amples of joint activities are playing music together, working on a shared drawing, 
dancing, playing games, and using technology together.  Successful collaborative 
activities both depend on and contribute to the construction of common ground. 

 Clark and Marshall [5] proposed that “very often mutual knowledge is established 
by a combination of physical or linguistic copresence and mutual knowledge based on 
community membership” (p.41).  Later, Clark [4] refined this proposal to two main 
types of evidence used in constructing common ground:  

(i) evidence of common membership of cultural communities;   
(ii) joint perceptual experiences and joint actions. 

Evidence of common membership of cultural communities and associated assump-
tions (such as universality of particular knowledge within the community) leads to 
communal common ground, while joint perceptual experiences, joint actions and as-
sociated assumptions (such as rationality and shared inductive standards) leads to 
personal common ground.  Personal common ground is specific common ground es-
tablished amongst people who share a joint experience.  However, their assumptions 
of rationality and shared inductive standards depend ultimately on their previously 
established communal common ground. 

Our premise is that effectively to facilitate co-located social interaction, it is best to 
assist, rather than to replace, human capabilities.  This is a well established HCI prin-
ciple [e.g. 7].  Our fine-tuned human communication capabilities can only be hindered 
if we introduce cumbersome devices and mechanisms aimed at carrying out commu-
nication on behalf of humans.  This is evident in the numerous systems already devel-
oped.  Fundamentally, we still need to establish eye contact, body language and  
verbal communication [9, 13].  Technology, we maintain, should be focused on assist-
ing where the advantages over “manual” mode are clear. 

In this respect, the construction of common ground is an aspect of social interac-
tion that may lend itself to technological assistance.  The most important basis for the 
construction of common ground, evidence of common membership of cultural com-
munities, is often difficult to establish.  Every day, we implicitly and explicitly pro-
vide such evidence to others through our appearance, the ways we dress, our language 
and accent, and in many other ways.  Yet there are no such commonly used indicators 
for one critical aspect of our membership of cultural communities: whom we know.  
Often, this evidential basis for communal common ground is built up serendipitously 
and we may take moments or years to discover that we have a friend in common. 

3.2   Locally Sharing Address Book Information 

Our application uses Bluetooth, NFC and mobile device address books as a means of 
locally sharing context for a number of reasons.  Increasingly, through our use of mo-
bile devices such as smartphones, we carry around with us a large body of evidence of 
our membership of cultural communities, in a form that is accessible by us and poten-
tially by others.  A contacts or address book on a mobile device stores details about 
the people we know and often includes implicit and explicit information about which 
cultural communities we share with them.  The information stored in address books 
describes our family, friends, colleagues and institutions that have been meaningful 
enough to us that we have stored them. 
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Our use of mobile device address book data seeks to provide the first of Clark’s [4] 
evidential bases of common ground: common membership of cultural communities.  
Our use of Bluetooth and NFC as the data sharing technologies seeks to provide the 
second: copresent joint actions and joint perceptual experiences.  In Figure 1 we 
show how our system relates to the identification of communal common ground, and 
the generation of personal common ground. 

Joint activity including
 use of technology 

(Bluetooth  & NFC)

Use of our application
(identify shared contacts)

Memberships and 
assumptions

Memberships and 
assumptions

Communal
common
ground

Joint
activity

Personal
common
ground

 

Fig. 1. Our application helps users identify their communal common ground (top half) by help-
ing them identify whom they know in common.  The copresent use of the enabling technology 
(Bluetooth and NFC) supports the creation of personal common ground (bottom half). 

Both Bluetooth and NFC rely on physical copresence for communication – they are 
proximity-based, rather than location-based, communication channels – and both rely 
on enabling actions performed by the users.  However, both the physical range of 
communication and the joint enabling actions are very different between Bluetooth 
and NFC.  These differences and their influences on the utility, usability and accept-
ability of our application is an exciting research issue raised by this work. 

There are other advantages to our choice of mobile device address books.  Particu-
larly in the case of mobile phones, address books are used extensively and frequently.  
Hence, address books are typically well maintained by users.  By drawing on address 
book information, we are making use of implicit user input, reducing the burden of 
having explicitly to enter and update information specifically for our application.  
Thus, we overcome the problem of outdated profiles that seems to deter the use of 
similar systems. 

Also, the information stored in address books (i.e. telephone numbers and email 
addresses) is effectively unique in identifying a person or entity.  This feature lends 
itself to comparison and matching.  Furthermore, our encryption scheme is based on 
this uniqueness. 

Because users share common information only with others who are physically lo-
cal, this is a convenient way of addressing the problems associated with a broadcast 
model (swamping users with irrelevant information).  
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Finally, we felt that this application could potentially be controversial; after all, ad-
vertising and broadcasting one’s own address book is not commonplace. We are in-
terested in developing such provocative applications as a vehicle for probing and better 
understanding users’ attitudes towards social technology and pervasive computing. 

3.3   Security and Privacy Concerns 

From the outset of this research, we were aware of potential privacy concerns.  In our 
system, we decided to address two main privacy concerns in relation to exchanging 
address books: 

• Can others gain access to all of my address book entries? 
• Even though I have a contact in common with another user, I may want to hide 

this fact. 

The first concern relates to the fact that our application transmits the whole address 
during an exchange process.  This raises the issue of how much of this information 
can be read by the receiving party.  We address this concern by employing a one-way 
hash function using an SHA-1 algorithm (as defined in FIPS PUB 180-1)3.  This gen-
erates a digest for each entry in the address book, which cannot (easily) be reverse 
engineered to retrieve the original piece of information.  An exchange, therefore, in-
volves generating digests for each entry in the address book (name, phone, email) and 
transmitting every digest.  On the receiving end, the device generates digests for each 
of its local entries, and compares the local digests to the received digests.  Since local 
digests can be traced back to their source, the receiving party can associate local in-
formation with received digests. 

The result is that if both Alice and Bob have Peter’s phone number, Alice will be 
shown only her local information about Peter (e.g. “Peter (Husband)”), which may be 
different to what Bob sees (e.g. “Peter (Coach)”).  This encryption scheme, therefore, 
can reveal the common entries (such as a phone number) with another user, while 
displaying to each user only the information that user already had about the entry.   

Another concern relates to the fact that a user may wish to hide their relationship 
with certain individuals.  Sharing “too much” context could lead to potentially awk-
ward, or even harmful situations.  We addressed this issue by drawing on the informa-
tion classification presented in [14].  Based on this work, users can classify entries in 
the address book as belonging to the public or private sphere.  

In our system, private entries are completely hidden from all operations of our sys-
tem.  This means that private entries are neither transmitted nor used locally to check 
for matches with received digests.  On the other hand, public entries are always used 
in the exchange process.  By default, new entries are private. 

                                                           
3 For the SHA-1 standard, see http://www.itl.nist.gov/fipspubs/fip180-1.htm 
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3.4   Technological Affordances 

There are a number of technologies that could be used for carrying out the digest ex-
change.  Such technologies include SMS, MMS, Infrared, HTTP/Web, GPRS, WiFi, 
Bluetooth and NFC. We decided to implement our application using Bluetooth and 
NFC for a number of reasons. 

First, both Bluetooth and NFC are proximity-based technologies; thus, communi-
cation taking place with these technologies has to be between nearby users.  This was 
an important feature, as we were interested in supporting the construction of common 
ground between users having copresent interactions. Additionally, both of these tech-
nologies support true peer-to-peer interactions, as opposed to server-based interac-
tions.  This aligns the technological interactions provided by our system more closely 
to the copresent interactions of users. 

Despite their similarity in being proximity-based technologies, Bluetooth and NFC 
support very different social interactions.  Bluetooth, on the one hand, allows for in-
teracting with someone across the room or train carriage.  Depending on the class of 
the Bluetooth device, this can be up to 10, 100 or 250 metres.  On the other hand, 
NFC requires that the two devices are physically within 2 cm of each other.  This dif-
ference in range plays a crucial role in the affordances of the technologies, and the 
interactions they can support. This is a dimension we were interested in exploring, 
and these differences were observed in our study. 

With Bluetooth, two people can use our application without having established 
prior physical communication (in the form of eye contact, body language, or verbal 
communication).  On the other hand, the use of NFC requires that the users and de-
vices enter each other’s “intimate zones” [10]. For this to take place, users will almost 
certainly have established some form of previous physical communication. Thus, al-
though Bluetooth and NFC are both proximity-based peer-to-peer technologies, their 
affordances in relation to our application are very different. With Bluetooth, our sys-
tem may be used without prior physical communication. In this case, communication 
will be between strangers.  With NFC, our system almost certainly will not be the first 
point of contact.  In this case, communication will be between people who have already 
communicated at least to the extent of allowing intrusion into their intimate zones. 

Also, the different ranges of Bluetooth and NFC create two different models of  
interaction between the users. Using Bluetooth, users need verbally to negotiate and 
coordinate their efforts to exchange data.  With NFC, users have the cue of physically 
touching their phones. This tangible interaction is an explicit action which synchronises 
both the data exchange between devices and the coordination process between the users. 

3.5   Interaction Design 

In addition to the restrictions imposed by technology, the interface of our system en-
forces certain rules in the underlying social interaction model.  These rules are consis-
tent between both the Bluetooth and NFC versions of our system. These are: 

• An exchange is always two-way. 
• No exchange can take place without explicit input from both users. 
• The received digests are discarded after the comparison. 
The first feature is used to ensure reciprocity in the social interactions.  Reciprocity 

has been shown to have a positive effect on human-human and human-computer in-
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teraction [e.g. 17]. By requiring both users to exchange address book digests, we en-
sure the presence of reciprocity. 

The requirement for explicit user input is used to ensure that both parties are aware 
of the exchange taking place.  This avoids the problems inherent in systems like 
BlueAware where users may not be aware of the interaction taking place.  Addition-
ally, it also avoids unwanted interactions and potential privacy breaches.  In the case 
of Bluetooth, this could be a potential threat of unwittingly broadcasting information.  
In the case of NFC, this could accidentally happen in situations such as in a crowded 
bus, where people stand close to each other and have their phones in their pockets. 

Finally, by discarding the received digests, our application reflects the ephemeral 
nature of social interaction.   This is a concern which has been shown to be of impor-
tance to users [1].  Obviously, this restriction can easily be lifted, as one could  
develop a similar system that actually records the received digests.  These could po-
tentially be used for future reference — for example, being alerted that the contact 
you just added exists in a previously received digest.  Additionally, by collecting a 
large number of digests, one could start building up a model of the social network 
represented in the digests.  Despite these potential uses however, we felt that the per-
ceived ephemeral nature of social interaction is a key aspect, and so we opted to pre-
serve it in the current version of our application.  Not recording the digests also avoids 
potential problems of received digests becoming outdated.  As noted in Section 2, our 
use of implicit input in the form of address book entries addresses the problem of keep-
ing information up to date.  But this is undermined if digests are kept by a  
receiving user since updates made in the sender’s address book after the synchronisa-
tion will not be reflected in the digest. 

4   The Address Book Application  

Our system runs on mobile devices with J2ME, such as phones and PDAs, and al-
lows users to encrypt and exchange address book information.  This includes 
names, phone numbers, and email addresses stored in users’ mobile devices.  For 
our prototype, these were stored directly in our application instead of tapping into 
the phone’s native address book.  Accessing the phone’s native address book was 
not possible across all the devices for which we were developing, but is becoming 
increasingly achievable as J2ME is upgraded and phones are changed.  Before a 
data exchange takes place, our system performs a one-way encryption (digest) of 
every entry in the address book. This ensures that the two-way exchange can reveal 
only information that is common to the users. Additionally, users have the option of 
identifying certain entries as “Private” (as opposed to “Public”) thereby withdraw-
ing them from the exchange process. 

The functionality of our system is shown in Figure 2.  We developed two ver-
sions of our system - one using Bluetooth (on a Nokia 6680) and one using NFC (on  
a Nokia 3220 with NFC shell). Unfortunately a phone with both Bluetooth and NFC 
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Fig. 2. Alice and Bob exchange digests of their address books.  They then compare the received 
digests with their local digests to identify matches.  Alice is then shown her local information 
linked to the matches, and so is Bob.  The displayed information is not necessarily identical. 

is not yet available. The interface functionality was the same across both systems, but 
each device rendered the interface components differently. This is a feature of J2ME 
over which we had no control. 

4.1   The Encryption Scheme 

We utilised the SHA-1 algorithm for generating the digests.  Our implementation was 
based on Sam Ruby’s port of SHA-1 to J2ME4.  Our encryption scheme works as 
follows.  Each device generates digests of all its address book entries.  These digests 
are locally concatenated into one long string which is exchanged with the other de-
vice.  Each device then generates a digest for each local entry, and searches for it in 
the received digest.  If the local digest is found in the received digest, this means that 
the local entry also exists on the remote device.  At the end of this process, the device 
displays a summary of the matched entries. 

One obvious problem with this scheme is that string matching needs to be exact.  
For instance, a telephone number such as +1 123 1234567 would not match the num-
ber 123 1234567.  This is because the digests of each number would be different.  
This issue can be addressed by a filter which turns phone numbers into a uniform 
format before encryption.  The same problem applies to names.  For instance,  
“Dr. Alice” would not match “Alice”.  This, however, is not such a problem with 
email addresses, as they tend to be recorded without variations. 

A brute-force attack could decrypt the transmitted digests.  This is because the full 
strength of the encryption algorithm is not utilised, as the input strings are actually 
smaller than the generated digests.  Prior to encryption, each string is appended with 
padding bits, as described in the SHA-1 standard.  The number of combinations that 
would have to be tried are in the range of 35^(length-of-data).  Thus, a digest of a 10 
digit number would require approximately 2.75e+15 comparisons.  Effectively, criti-
cal information should not be shared using our application (either by not including it 
in the address book, or by marking it as Private). 

                                                           
4 See http://www.intertwingly.net/blog/2004/07/18/Base64-of-SHA1-for-J2ME 
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4.2   The Bluetooth Implementation 

The Bluetooth and NFC versions of our application have the same hashing and match-
ing functionality. Their differences lie in the communication protocol, and the required 
user actions to initiate the communication. Our Bluetooth application (Figure 3) runs as 
a multi-threaded application. It can serve and respond to Exchange requests from 
nearby peers, together with performing exchange requests on behalf of the user. Our 
application exposes a proprietary Bluetooth service for carrying out the address book 
exchange. Note that private entries are indicated with an exclamation mark. 

To perform an exchange over Bluetooth, the user first selects the “Exchange” op-
tion causing the application to perform a Bluetooth inquiry scan that discovers all 
Bluetooth devices situated within close proximity to the user. Once discovered, all 
devices are listed by their Bluetooth defined names.  The user can then select the de-
sired device name to initiate the exchange process. This name identifies who the user 
 

 

Fig. 3. Using Bluetooth, a user needs to activate the exchange mechanism (photos 1 to 4).  The 
other user is alerted to the request for exchange (photo 5).  If the user agrees, the phones carry 
out a two-way exchange of digests.  Upon successful completion of the exchange, the phones 
present the common entries (photo 6). 
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will interact with.  This name is customisable by the owner of the device, and sample 
names include “John’s phone” and “Nokia 6680”. 

Once a connection has been established, the application determines whether the pro-
prietary service is available on the target device; if so, an exchange is attempted causing 
an alert message to appear on the remote device. Essentially, this message acts as a 
prompt allowing a user to participate in an exchange with the requesting device; if the 
user accepts, a mutual exchange of the address books is performed over Bluetooth based 
RFCOMM channels.  Upon a successful exchange, both devices display the matches. 

4.3   The NFC Implementation 

Near Field Communication (NFC) is an RFID based communication protocol targeted 
at mobile devices.  A number of companies are members of the NFC Forum, and 
NFC-enabled devices are beginning to emerge in the market.  NFC allows for  
communication between devices and tags with a range of approximately 2-3 cm. En-
visioned applications for this technology include mobile ticketing, physical hyperlink-
ing, secure purchasing, and service discovery. 

The initial concept behind NFC was for devices to establish a trusted connection 
due to the physical limitation of the protocol’s range.  This connection would then be 
used to negotiate a long-range protocol, such as Bluetooth or WiFi.  Thus, it was en-
visioned that two users could physically touch their laptops to establish a trusted WiFi 
connection (via an NFC negotiation), or touch two phones to establish a trusted Blue-
tooth connection (again via an NFC negotiation).  The other proposed use of NFC was 
for users to touch their phones on a tag in order to receive information about an arte-
fact or service associated with the tag.  Our use of NFC for peer to peer device com-
munication is quite different to the intended uses of NFC, and in this sense is novel. 

We developed our application on a Nokia 3320 NFC-enabled phone.  Development 
was done using the Nokia J2ME NFC SDK.  Additionally we used the Nokia UI API 
Extension For Nokia 3220 Lights to employ the lights and vibrator of the phone as a 
means of user feedback.  The hashing and matching functionality is identical to that 
used with the Bluetooth system. 

The first obstacle we had to overcome with NFC was that users could not easily 
use their phone’s keypad while touching another phone.  This meant that our system 
could not ask for user input while an NFC communication was taking place. Addi-
tionally, we found that users could not easily read the phone’s screen while touching 
another phone; this meant that we had to use the phone’s lights and vibrator to notify 
users of the progress and status of the exchange. 

A minor problem was the fact that when the battery level dropped below approxi-
mately 20 percent, the operating system did not allow for connections to the NFC 
hardware.  This caused inexplicable behaviour by our software, as exceptions were 
raised for no apparent reason. 

Another problem we faced was that, currently, NFC does not allow for a direct com-
munication channel between devices.  Existing phones have an NFC reader which can 
also emulate a tag.  Therefore, two-way communications are made slow because to 
switch from receiving to sending data, a device must alter its hardware configuration 
from acting as a reader to emulating a tag, and wait for the partner device to read the 
information. This means that, effectively, two-way protocol exchanges are slowed. 
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One way of carrying out the two-way digest exchange would be to have two inter-
face options: “Send information” and “Receive information”.  This would make the 
NFC exchanges themselves very fast, but would require extra user input as well as 
physically separating and retouching the phones. 

Our solution was to have only one interface option — “Exchange”.  Both users had 
to select “Exchange”, and then touch the devices.  At this stage, both devices would 
be attempting to send as well as receive information.  What happens in practice is 
that, apparently randomly, one of the two devices succeeds in transmitting the data 
first.   At this stage, the devices have to rediscover each other (whilst still touching) 
and carry out the second part of the exchange.   

In short, the use of our NFC system is as follows: both users issue the exchange 
command. At this stage the phone lights glow orange to indicate the discovery stage.  
The users then touch their phones for 5-7 seconds, during which time the phone lights 
blink red to indicate communication.  Finally, the users are notified by a vibration and 
green blinking lights that the exchange was successful.  Any matches then appear on 
the phones’ displays. 

1 2 3

4 5 6

7  

Fig. 4. Using NFC, both users need to activate the exchange mechanism (photos 1 to 3). The 
users place the phones next to each other, and wait for the exchange to take place (photos 4 to 
6). The phones then display the common entries (photo 7). 
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5   Results of a User Study 

We have so far carried out a limited user evaluation of our application with five par-
ticipants. Our study was a probe aimed at getting some initial reactions and feedback 
from users.  Specifically, we were interested in observing instances of joint activities, 
which in turn could lead to the establishment and construction of common ground. 

Each trial involved one participant and one of the authors, and all participants used 
both the Bluetooth and NFC systems. The participants were undergraduate students at 
our university, aged 18-24, and they did not receive any financial compensations.  All 
participants previously owned mobile phones for more than one year.  

We gave each user a phone and explained to them how the system works.  For 
training purposes, we asked them to enter some names, numbers and emails into our 
application.  This helped users get acquainted with the phone itself as well as our ap-
plication.  We then carried out the exchange of digests.  We repeated the same process 
with the second system.  We observed users during the trials, and all users were asked 
open-ended questions about the systems and their impressions and attitudes. 

With the NFC system we observed limited usability of the phone during NFC 
communication.  This observation confirmed our predictions during the design proc-
ess.  Additionally, we had to explain to the participants that the purpose of our system 
was not to exchange phone numbers.  All our participants commented that the NFC 
technology would be very useful for simply exchanging phone numbers. This appears 
to be a user requirement which currently is not effectively addressed by mobile 
phones.  

All participants mentioned that identifying common contacts is something they of-
ten do with new acquaintances.  They claimed that our system could help them in this 
process.  Two claimed that the trial setting was not very realistic, and that they would 
have liked to try the system with their full address books, as well as trying it out with 
their friends.  This suggests that in addition to exploring common contacts with new 
acquaintances, users would try to do the same with people they already know well.  
This reflects our observation that without this kind of technological aid we may take 
years to discover that we have a friend in common. 

Participants appeared to prefer the NFC application for face to face interactions.  
When asked to elaborate on this, they claimed that it was easier to carry out the ex-
change using the NFC system because it involved fewer steps.  One participant pre-
ferred the Bluetooth system, claiming that it would be useful in getting to know new 
people.  However, one participant claimed that she would be very reluctant to respond 
to Bluetooth exchange requests from someone unknown.  She claimed that with Blue-
tooth everyone could “see” her, while with NFC only friends could “see” her. 

Our trials highlighted the importance of the underlying technology in establishing 
common ground.  In Section 3.1 we identified joint experiences as a primary basis for 
the construction of common ground.  Our observations suggest that NFC provides a 
much stronger joint experience because of the physical act of touching the phones.  
This is symmetric between users, and they receive the same feedback from the 
phones.  With Bluetooth, the joint experience is not so strong; Bluetooth technology 
imposes a request-reply model, which makes the experience asymmetrical.  Further-
more, there is little or no physical interaction using Bluetooth. 

From our discussions with participants, we conclude that both systems can be use-
ful in certain situations,  their usefulness relating to the affordances and limitations of 
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the two technologies.  The choice of Bluetooth or NFC for exchanging address books 
depends on the type of experience that a user wants.  Bluetooth will be preferred in 
situations where the user wants to meet or “discover” someone new.  Another poten-
tial benefit of Bluetooth is that it does not give away strong physical cues, so users 
seeking to remain “hidden” will prefer Bluetooth.  NFC may be preferred if the users 
are having a face to face conversation and are close enough to touch their phones.  
Additionally, the joint physical experience and ease of interaction when using NFC 
makes it preferable to use when the users are very proximate and have already estab-
lished the common ground necessary to permit intrusion into one’s intimate zone of 
very close proximity. 

Crucially, however, the technology itself has an effect on the joint action experi-
enced by users.  NFC provides a much more engaging physical experience, which is 
reinforced by the symmetry of users’ physical actions.  This fosters the establishment  
of common ground. Conversely, Bluetooth’s weak and asymmetrical physical user 
actions contribute less to the construction of common ground.  In Table 1 we provide 
a summary of the lessons learned from the evaluation of our system. 

Table 1. Lessons learned from our evaluation of the address book application 

        Bluetooth  NFC 

• Could be useful for getting to meet 
strangers 

• Users reluctant to respond to re-
quests from unknowns 

• Does not give away physical loca-
tion of user 

• Weak joint experience 
• Request - reply model 

• Limited usability when using the 
phone 

• Participants initially thought the 
system would exchange numbers 

• Preferred for face to face interac-
tion 

• Strong joint experience 
• Symmetric model 

6   Conclusions and Ongoing Work 

In this paper we describe a system that enables the sharing of context between users in 
physical proximity.  Drawing on our survey of existing systems, we identified a num-
ber of problems which we addressed in our design.  We utilise users’ address books as 
the source of context.  Using our application, two users are made aware of the com-
mon entries in their address books.  This informs the users of part of their shared  
context and reveals a critical aspect of their communal common ground.  We have 
implemented our system with two proximity-based technologies: Bluetooth and NFC. 

Our user study suggested a preference for NFC over Bluetooth for interactions with 
friends. This is due to a combination of the affordances of each technology. NFC  
offers synchronous reciprocity – making the same interface actions at the same time, 
simultaneously reaching out to each other, getting the same kind of feedback at the 
same time.  NFC also requires that the users feel comfortable with coming into each 
other’s intimate zones of very close proximity.  Bluetooth interaction is less synchro-
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nous and less reciprocal and requires no intimate proximity or tangible interaction.  
With Bluetooth you may not even be able to see or hear the other user. 

Conversely, our user study suggested a preference for Bluetooth over NFC for in-
teractions with strangers.  In this case, the very same affordances of the technologies 
make Bluetooth more appropriate than NFC to supporting the social processes in-
volved.  Strangers typically do not appreciate our intrusion into their intimate zones. 

Interesting distinctions appeared in relation to our theoretical motivations of sup-
porting the construction of common ground through evidence of shared community 
membership and joint actions and experiences.  The mutual identification of common 
contacts was intended to provide users with evidence of shared community member-
ship.  This is effective in the face to face situation (required by NFC and possible with 
Bluetooth) partly because the users are likely already to have some established com-
munal common ground that has brought them together in the first place.  It is also 
effective in a face to face situation because the users enjoy mutual knowledge that the 
contacts are common to both users.  In other words, each user not only knows that he 
shares contacts with the other, copresent user.  In addition, he knows that the other 
user knows that they share these contacts, and so on ad infinitum.  This mutual 
knowledge is the cornerstone of common ground [4, 11, 18]. 

In contrast, it can be less effective with Bluetooth when the users are not face to 
face, since the users may be completely unknown to each other and therefore lack 
previously established communal common ground.  It is also less effective when users 
are not face to face since they may not know with whom they have established a 
Bluetooth connection.  In this case, each user simply knows that he has common con-
tacts with someone in reasonably close proximity. He has no knowledge of which 
nearby people actually have the common contacts.  In turn, there can be no mutual 
knowledge, so a key component of common ground is missing. 

Our system has taken into account issues raised by previous “social software” ap-
plications.  Our user study has suggested some user preferences for one technology or 
the other depending on the situation and user desires, and indicates that users may 
find our system useful, although an extensive evaluation study is required to make 
any more definitive statements.  We are currently planning such a study.  We are in-
terested in exploring the use of our system in a more realistic environment, where 
users are shown actual matches from their own address books.  This would allow us 
to assess the impact of actual common ground between two users of our system. 

Another dimension we wish to explore is a comparison of the use of our system be-
tween friends versus new acquaintances versus strangers.  We are interested in identi-
fying situations were two friends or two strangers will feel comfortable enough to 
carry out a phonebook match.  Such an evaluation will have to take place in the field, 
in a setting such as a cafeteria or restaurant.  We also wish to explore further the im-
pact of the two different technologies on the use of our application, and gain a better 
understanding of the strengths and weaknesses of both Bluetooth and NFC in relation 
to face to face and proximate communication and interaction. 

Finally, the address book application can be augmented to handle additional  
types of information. For instance, by including company or university names, our 
system would indicate that the two users know people from the same organisation. 
Furthermore, our matching system can be adapted to handle different types of data 
which can also serve as indicators of common context.  For example, we can utilise 
schedule and calendar data to identify common free slots between users.  Another 
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example would be to identify common preferences, common Internet bookmarks or 
music that both users listen to. 
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